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1. Scope

This document defines the Control Plane signalimggdures of the PoC Client, the PoC Box and th@ erver for Push to
talk over Cellular (PoC) service. Example detadeghaling flows for the reference points POC-1, PO®OC-9, POC-11
and IP-1 are also included in this specification.

This Control Plane specification is based on tlee@dures specified in [OMA-PoC-SD]
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Publication”,
URL: http://www.ietf.org/rfc/rfc3903.txt

IETF RFC 4028 (April 2005): "Session Timers in ession Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc4028.txt

IETF RFC 4145 (September 2005): "TCP-Based Medigdjport in the Session Description
Protocol (SDP)".
URL: http://www.ietf.org/rfc/rfc4145.txt

IETF RFC 4244 (November 2005): "An Extension to 8sssion Initiation Protocol (SIP) for
Request History Information”,
URL: http://www.ietf.org/rfc/rfc4244.ixt

IETF RFC 4354 (January 2006): "A Session Initiatiyotocol (SIP) Event Package and Data
Format for Various Settings in Support for the Rteshalk Over Cellular (PoC) Service”,
URL: http://www.ietf.org/rfc/rfc4354.txt

IETF RFC 4412 (February 2006): "Communications Res® Priority for the Session Initiation
Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc4412.txt

IETF RFC 4458 (April 2006): "Session Initiation Byool (SIP) URIs for Applications such as
Voicemail and Interactive Voice Response (IVR)",
URL: http://www.ietf.org/rfc/rfc4458.txt

IETF RFC 4488 (May 2006): "Suppression of Sessimitiation Protocol (SIP) REFER Method
Implicit Subscription”,
URL: http://www.ietf.org/rfc/rfc4488.txt

IETF RFC 4538 (June 2006): "Request Authorizatloough Dialog Identification in the
Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc4538.txt

IETF RFC 4566 (July 2006): "SDP: Session Descrpfootocol",
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[RFC4574]

[RFC4575]

[RFC4583]

[RFC4964]

[RFC4975]

[RFC5079]

[RFC5234]

[sip-outbound]

[XDM-Core]

[XDM-Pres-EXT]

[XDM-Shared-

Groups]

[XSD_XDM2_EXT]

URL: http://www.ietf.org/rfc/rfc4566.txt

IETF RFC 4574 (August 2006), "The Session DesaipRrotocol (SDP) Label Attribute”,
URL: http://www.ietf.org/rfc/rfc4574.txt

IETF RFC 4575 (August 2006): "A Session Initiatidrotocol (SIP) Event Package for
Conference State",
URL: http://www.ietf.org/rfc/rfc4575.txt

IETF RFC 4583 (November 2006): "Session DescripBostocol (SDP) Format for Binary
Floor Control Protocol (BFCP) Streams".
URL: http://www.ietf.org/rfc/rfc4583.txt

IETF RFC 4964 (October 2007): "The P-Answer-Stagadter Extension to the Session
Initiation Protocol for the Open Mobile Alliance shito-talk over Cellular".
URL: http://www.ietf.org/rfc/rfc4964.txt

IETF RFC 4975 (September 2007): "The Message Sefetay Protocol (MSRP)",
URL: http://www.ietf.org/rfc/rfc4975.txt

IETF RFC 5079 (December 2007): "Rejecting AnonymBaguests in the Session Initiation
Protocol (SIP)",
URI: http://www.ietf.org/rfc/rfc5079.txt

IETF RFC 5234 (January 2008): "Augmented BNF font8y Specifications: ABNF",
URL: http://www.ietf.org/rfc/rfc5234.txt

draft-ietf-sip-outbound-10 (July 2007): "Managingedt Initiated Connections in the Session
Initiation Protocol (SIP)", expires January, 2008,
URL: http://www.ietf.org/internet-drafts/draft-ietf-sipatbound-10.txt

NOTE: The referenced IETF draft is a work in pragre

"XML Document Management (XDM) Specification", Vas 2.0, Open Mobile Alliande,
OMA-TS-XDM_Core-V2_0,
URL: http://www.openmobilealliance.org/

"Presence SIMPLE Data Specification”, Version ©fen Mobile Alliancé , OMA-DDS-
Presence_Data Ext-V1_0,
URL: http://www.openmobilealliance.org/

"Shared Group XDM Specification", Version 1.0, Opéabile Alliancel,
OMA-TS-XDM_Shared_Group-V1_0,
URL: http://www.openmobilealliance.org/

"XDMZ2 - Extensions”, Version 1.0, Open Mobile Alied],
OMA-SUP-XSD_xdm_extensions-V1_0,
URL: http://www.openmobilealliance.org/

2.2 Informative References

[3GPP TS 23.218]

[3GPP TS 29.228]

[OMA-P0oC-AD]

3GPP TS 23.218: "IP Multimedia (IM) session hargtliiM call model; Stage 2", (Release 5)
URL.: http://www.3gpp.org/ftp/Specs/latest/Rel-5/23 _swrie

3GPP TS 29.228: "IP Multimedia (IM) Subsystem C# &x interfaces; Signalling flows and
message contents”, (Release 6)
URL: http://www.3gpp.org/ftp/Specs/latest/Rel-6/29 sHrie

"OMA Push to talk over Cellular (PoC) — ArchitealyVersion 2.0, Open Mobile Alliantk,
OMA-AD-PoC-V2_0,
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URL.: http://www.openmobilealliance.org/

[Provisioning "Provisioning Content”, Version 1.1, Open Mobildiahcdl, OMA-WAP-TS-ProvCont-V1_1
Content] URL: http://www.openmobilealliance.org/
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3. Terminology and Conventions

3.1

Conventions

The key words "MUST", "MUST NOT", "REQUIRED", "SHAL", "SHALL NOT", "SHOULD", "SHOULD NOT",
"RECOMMENDED", "MAY", and "OPTIONAL" in this docunma are to be interpreted as specified in [RFC2119].

All subclauses and appendixes, except clauscpe and clause 4lhtroductiort, are normative, unless they are explicitly
indicated to be informative.

3.2

1-1 PoC Session

1-many-1 PoC Group
Session

Access Control

Active PoC Dispatcher

Active PoC Session

Ad-hoc PoC Group
Session

Anonymous PoC
Address

Answer Mode
Answer Mode Indication

Application Server

Audio

Authenticated
Originator's PoC
Address

Automatic Answer
Mode

Chat PoC Group

Chat PoC Group
Identity

Chat PoC Group
Session

Conference-factory-URI

Definitions

A feature enabling a PoC User to establish a PaSi@ewith another PoC User

A PoC Session established by a PoC User to a Pareggad PoC Group, in which one Participant is a
Distinguished Participant and other Participanés@rdinary Participants.

PoC User specified rules that define the interastioith other PoC Users, e.g. rules restrictingofoC
Users that may try to establish PoC Sessions tBd@User.

PoC User currently taking the role of PoC Dispatdbeall the Dispatch PoC Sessions of a Dispatch
PoC Group. The Active PoC Dispatcher can changegaime between PoC Users that are allowed the
role of PoC Dispatcher for the Dispatch PoC Graupg.(through role transfer mechanisms)

A PoC Session that carries both RTP and MBCP/TB&#ed packets to the PoC User. If the PoC User
has multiple PoC Sessions, at most only one cattdee at any given time.

A PoC Group Session established by a PoC User@URers listed on the invitation. The list includes
PoC Users or PoC Groups or both.

A PoC Address identifies a PoC User who has reqdqativacy. The Anonymous PoC Address is of the
form that the hostname of URI is "anonymous.invadidd 'user' is of the form "anonymous-n".
Anonymous PoC Addresses are scoped within a gie€h$ession.

A PoC Client mode of operation for the terminatitgC Session invitation handling.
A PoC Service Setting indicating the current Ansiede of the PoC Client.

In 3GPP/3GPP2 IMS, a functional entity that impleitsethe service logic for SIP sessions. When the
SIP/IP Core used for the PoC service is accordirB@PP/3GPP2 IMS, the PoC Server implements the
Application Server functionality.

General communication of sound with the execptioRaC Speech.

The Authenticated Originator's PoC Address is th€ Rddress of the PoC User at the originating or
terminating PoC Client that has been validatechieySIP/IP Core or the PoC Group Identity used by th
PoC Server performing the Controlling PoC Functidren inviting PoC Users to a PoC Group Session.

Answer Mode where the PoC Client accepts a Podd@esstablishment request without manual
intervention from the PoC User. The Media is immagegly played when received.

A persistent PoC Group in which a PoC User indigljujoins to have a PoC Session with other joined
PoC Users, i.e., the establishment of a PoC Sess@iChat PoC Group does not result in other PoC
Users being invited.

NOTE: A Chat PoC Group is a persistent PoC Grouere/the <invite-members> element is set

to "false" as specified in the [OMA-PoC-Document4iitf)"PoC Group.

PoC Group Identity of a Chat PoC Group.
A PoC Session established to a Chat PoC Group.

A Conference-Factory-URI for PoC service is a psmrned SIP URI that identifies the PoC service in
the Home PoC Network.
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Confirmed Indication

Control Plane

Controlling PoC
Function

Discrete Media

Discrete Media Transfer
Final Report

Discrete Media Transfer
Progress Report

Dispatch PoC Group

Dispatch PoC Session

Distinguished
Participant

Exploder URI

Filter Criteria

Full Duplex Call Follow-
on Proceed

Group
Group Advertisement

Group List

Home PoC Network

Home PoC Server

Implicit Media Burst
Request

Included Media Content

Incoming Instant
Personal Alert Barring

Incoming PoC Session
Barring

Instant Personal Alert

A signalling message returned by the PoC Serveondirm that the PoC Server, all other network
elements intermediary to the PoC Server and a teiting PoC Client are able and willing to receive
Media.

The specification of the signalling between PoG@iand PoC Server, between PoC Box and PoC
Server and between PoC Servers for the Push tovatkCellular (PoC) service.

A function implemented in a PoC Server, providiegtralized PoC Session handling, which includes
Media distribution, Talk Burst Control, Media Buf3bntrol, policy enforcement for participation het
PoC Group Sessions, and the Participant Information

Media that itself does not contain an elementrokt{e.g. images, text).

A report sent to the sending PoC Client to indid¢aal status of the Discrete Media transfer to the
receiving PoC Clients.

A report sent to the sending PoC Client to indigategress of the Discrete Media transfer to the
receiving PoC Clients.

A Pre-arranged PoC Group in which one member ig@ad the role of PoC Dispatcher and the other
member(s) are assigned the role of PoC Fleet Mesnber

The PoC Session of a Dispatch PoC Group, or a sabtee Dispatch PoC Group, in which the 1-many-
1 communication method is used.

A Participant in a 1-many-1 Session that sends Melall Ordinary Participants, and that receives
Media from any Ordinary Participant.

NOTE: The <is-key-participant> is set to "true"speecified in [OMA-PoC-Document-Mgmt] to

indicate who is the Distinguished Participant.

An Exploder URI is an address of a SIP URI-listvgss. A URI-list service is a specialized applicati
service that receives a SIP request with a li&fRfs and generates a similar SIP request to eattfeof
URIs on the list. The SIP URI-list service includesopy of the body of the original SIP requeghia
generated SIP requests.

Filter Criteria is routing logic used in the 3GPBRP2 IMS SIP/IP Core to route SIP requests to the
correct Application Server.

A feature which allows PoC Session Participanetuest the other PoC Session Participants to set up
another independent full duplex voice call (eitheaircuit switched voice call or voice-over-1P ¢all
subject to Service Provider Policy and configuratid he full duplex voice call set up is out of $mpe
of this specification.

A predefined set of Users together with its polcaad attributes. A Group is identified by a SIPIUR
A feature that provides the capability to inforrhet PoC Users of the existence of a PoC Group.

A list of members in a Pre-arranged PoC Group stricted Chat PoC Group. Each member is identified
by a SIP URI or a TEL URI.

A network comprising a Home PoC Server and SIPBRe@perated by the PoC User's PoC service
provider. The Home PoC Network is the same as thraé¢iNetwork defined in 3GPP/3GPP2 IMS
specifications.

The PoC Server of the PoC Service Provider thatiges PoC service to the PoC User.
A Media Burst request that is inferred from theeiptof a SIP INVITE request or a SIP REFER request

Media content included in an invitation to a PoGs$@n or in a Group Advertisement.

A PoC Service Setting for the PoC Client that iatis the PoC User's desire for the PoC servickbti b
all incoming Instant Personal Alerts.

A PoC Service Setting for the PoC Client that iatis the PoC User's desire for the PoC servickbtk b
all incoming PoC Session requests.

A feature in which a PoC User sends a SIP bas¢ahinsessage to a PoC User requesting a 1-1 PoC
Session.
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Instance Identifier URN

Invited Parties Identity
Information Mode

Invited PoC Client
Invited PoC User
Inviting PoC Client
Inviting PoC User

Limited Segment Media
Buffer

Local QoE Profile

Manual Answer Mode

Media

Media Burst

Media Burst Control

Media Burst Control
Protocol

Media Burst Control
Schemes

Media Parameters

Media Stream

Media Time
Compression

Media Type

Media-floor Control

Media-floor Control
Entity

Multimedia

A global unique identifier identifying a PoC Clierrieated as specified in [sip-outbound].

A PoC Service Setting for the PoC Server that s that the PoC Client is able and PoC User is
willing to receive invited parties identity inforrian.

A PoC Client that is invited to a PoC Session.

The PoC User who has been invited to a PoC Session.

A PoC Client that invites other PoC User(s) to & Bgssion.
The PoC User who invites other PoC User(s) to a Pes3ion.

A PoC Client buffer that contains a small initiabsnent of the total buffered Media that can be
transmitted to the PoC Server before the called Gli€ht answers in order to minimise the delay tue
the Media transmit delay latency.

QOE Profile that a PoC Client locally applies fagimen PoC Session. The Local QoE Profile is inezhd
to be equal to the QoE Profile assigned for the Be€sion but it may differ based on restrictions
associated to the subscription of the local PoQ (sg. ‘Basic’ PoC Users participate with ‘BasigbE
Profile in PoC Sessions with ‘Professional’ QoEffeh

A mode of operation in which the PoC Client regsiittte PoC User to manually accept the PoC Session
invitation before the PoC Session is established.

Forms of information that are exchanged betweetidfzants. Media may come in different forms,
which are referred to as Media Types.

Flow of Media from a PoC Client that has the pesinis to send Media to the receiving PoC Client(s).

Media Burst Control is a control mechanism thaiteates requests from the PoC Clients, for thetrigh
send Media and Multimedia.

Media Burst Control Protocol (MBCP) is a protoocot performing Media Burst Control, and is defined
in [OMA-PoC-UP].

Way of using Media Burst Control according to pfited rules and procedures.

Media Parameters are SIP/SDP based informatioraexgt between the PoC Server and the PoC
Client, between the PoC Server and the PoC Bobatwleen PoC Servers that specify the
characteristics of the Media for a PoC Sessiongbestablished or that already exists.

An instance of the transmission of a Media Typeictviis used as the basic unit to distinguish each
Media flow. Multiple Media Streams can be combitedransmit multimedia.

A PoC Client operation on Media data to be transujtwhich compresses the Media in time such that
the compressed Media data will be played out inaater time duration than the original uncompressed
Media data.

Media Types share a characteristic of human pdameg¥ledia Types are either realtime or non-reatim
like:

¢ PoC Speech

¢ Audio (e.g. music)

* Video

¢ Discrete Media (e.g. still image, formatted and-famatted text, file)

The mechanism to control separate Media streams.

A Media Control resource shared by Participants RoC Session. The Media-floor Control Entity is
controlled by a state machine to ensure that oné/Rarticipant can access the Media resource at the
same time. One Media-floor Control Entity can hanothe or more Media Streams according to
negotiation.

Multimedia is the simultaneous existence of mudtibledia Types like

e audiovisual
¢ video plus subtitles

Multimedia from a single source that involves riéale Media Types are assumed to be synchronized.
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Nick Name

NW PoC Box

On-demand Session

Ordinary Participant

Originating PoC Service
Point Trigger

P2T User
Participant
Participant Information

Participating PoC
Function

PoC Address

PoC Box

PoC Client
PoC Dispatcher

PoC Fleet Member

PoC Group
PoC Group Identity

PoC Group Name
PoC Group Session

PoC Interworking Agent

PoC Interworking
Function

PoC Interworking
Service

A user-friendly display name that might be asseciab a PoC User or a PoC Group. The Nick Name
can either be provided as a "display-name" in at@ider or in the <display-name> child elemenhef t
<entry> element for the PoC User or for the PoCu@ras specified in [OMA-PoC-Document-Mgmt] or
generated by PoC Server performing the Controlio@ Function if unique Nick Names are supported
and PoC User requested privacy.

A PoC functional entity in the PoC Network whereéoP®ession Data and PoC Session Control Data can
be stored.

A PoC Session set-up mechanism in which all Medi@afeters are negotiated at PoC Session
establishment.

A Participant in a 1-many-1 PoC Group Sessionithahly able to send and receive Media to and from
the Distinguished Participant.

An Originating PoC Service Point Trigger is a filtgiterion for a dialog initiating SIP request finca
(PoC) SIP User Agent. For a definition and addifitfiormation on "Service Point Triggers" when the
SIP/IP core is 3GPP/3GPP2 IMS, see [3GPP TS 29&28JGPP2 X.S0013.005] for more information.

A P2T User is a user of the P2T service providedr¥xternal P2T Network.
A Participant is a PoC User in a PoC Session.
Information about the PoC Session and its Partntgpa

A function implemented in a PoC Server, which pdeg PoC Session handling, which includes policy
enforcement for incoming PoC Sessions and relalfsBiarst Control and Media Burst Control
messages between the PoC Client and the PoC $emnferming the Controlling PoC Function. The
Participating PoC Function may also relay RTP Méxdiaveen the PoC Client and the PoC Server
performing the Controlling PoC Function.

An adreess identifying a PoC User. The PoC Addraashe used by one PoC User to request
communication with other PoC Users. If SIP/IP Csrthe 3GPP/3GPP2 IMS the PoC Address is a
public user identity.

A PoC functional entity where PoC Session DataRo@ Session Control Data can be stored. It can be a
NW PoC Box or a UE PoC Box.

A functional entity that resides on the User Equeptrthat supports the PoC service.
The Participant in a Dispatch PoC Session thatsbfetlia to all PoC Fleet Members and that receives
Media from any PoC Fleet Member.

NOTE: The PoC Dispatcher is an enhancement todeIPDistinguished Participant.

A Participant in a Dispatch PoC Session that iy able to send Media to the PoC Dispatcher, and tha
likewise is only able to receive Media from the FDiSpatcher.

NOTE: PoC Fleet Member is the same as Ordinarydizaht in PoC 1.

A Group supporting the PoC service. PoC User us€&@®oups e.g. to establish PoC Group Sessions.

A SIP URI identifying a Pre-arranged PoC Group battPoC Group. A PoC Group Identity is used by
the PoC Client e.g. to establish PoC Group Sessitie Pre-arranged PoC Groups and Chat PoC
Groups.

Indicates the name of the PoC Group that can keepted to the PoC User.
A Pre-arranged PoC Group Session, Ad-hoc PoC Gsagpion or Chat PoC Group Session.

Abstract entity implemented in the PoC Interworkifgction, acting as a PoC Client on behalf of & Po
Remote Access User or a P2T User.

Part of the PoC Interworking Service, it providesieersion between PoC Network based SIP signaling,
Talk Burst Control and Media Burst Control Protqa@id Media packet transport, and External P2T
Network based session signaling, floor control, Bfedlia transport protocol.

A means to extend the PoC User experience beyen@khA defined PoC service and PoC Network
boundaries, accomplished by interworking with othetworks and systems, while not PoC compliant,
being able to provide a reasonably comparable détgamvolving simplex Media based conferencing.
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PoC Media Traffic
Optimisation
PoC Network

PoC Remote Access
User

PoC Server

PoC Service Provider

PoC Service Setting

PoC Session

PoC Session Control
Data

PoC Session Data

PoC Session Identity

PoC Session Precedence

PoC Speech
PoC Subscriber

PoC User

Pre-arranged PoC
Group

Pre-arranged PoC
Group Session

A mechanism for reducing PoC Media traffic via B@C-4 reference point.

Network comprising a SIP/IP Core and PoC Serven(s)ch provide PoC capabilities to the associated
PoC capable User Equipments which are compliatit @A PoC Service Enabler specifications.

A user of the PoC service accessing the serviengatly via a non IMS enabled SIP/IP based network
not necessarily using a PoC Client (e.g. a PoC,Ws#r a valid subscription, accessing PoC servicas
a PSTN terminal).

A network element, which implements the 3GPP/3GRR application level network functionality for
the PoC service. A PoC Server can perform theabtkee Controlling PoC Function or ParticipatingdPo
Function, or both at the same time.

A PoC Service Provider provides PoC Service —®0\tn or in conjunction with other Value Added
Services — to his PoC Subscribers.

A set of parameters indicating the capability & BoC Client and the willingness of the PoC User to
support related PoC Client and PoC Server funciiiies e.g. Answer Mode Indication, Incoming PoC
Session Barring, Incoming Instant Personal AlertriBg and Simultaneous PoC Sessions Support.

A PoC Session is a SIP Session established byrtitcegures of this specification. This specification
supports the following types of PoC Sessions: b& Bession, Ad-hoc PoC Group Session, Pre-
arranged PoC Group Session, or Chat PoC GroupoBessi

Information about PoC Session Data e.g. time atel ®@C Session initiator.

Media Bursts and Media Burst Control informatiorleanged during a PoC Session e.g. Video frames,
an image or Talk Burst.

SIP URI, which identifies the PoC Session and wigish be used for routing initial SIP requestss It i
received by the PoC Client during the PoC Sessitebéishment in the Contact header and/or in the
MBCP Connect message in case of using Pre-estabiShssion.

A level of priority determined based on the Senkeevider Policy and the QoE Profile associatedhwit
the PoC Session. It controls how the PoC Sessitveased under competing situations with other PoC
Sessions and may result in a preferred treatmeniiése PoC Sessions with a higher PoC Session
Precedence. The definition of different levels ¢odpplied for this feature is a decision that bgtoro

the PoC Service Provider.

NOTE: A level of priority can be determined for baaf four existing QoE Profiles. When
'Official Government Use' QoE Profile is used, faugh-levels of priority are determined

for this QoE Profile, according to rules in [RFC23&nd WPS namespace.
Communication of speech as defined by PoC version 1
Is one whose service subscription includes the ®a@ce. A PoC Subscriber can be the same person as

a PoC User.

NOTE: In [PoC RD V1.0] the term "PoC Subscribersinetimes used to mean the same as term

"PoC User" in [OMA PoC AD], [OMA PoC CP] and [OMAcE UP].
A User of the PoC service. A PoC User can be theegzerson as a PoC Subscriber. A PoC User uses the
PoC features through the User Equipment.
A persistent PoC Group. The establishment of a 8egsion to a Pre-arranged PoC Group results in the
members being invited.

NOTE: A Pre-arranged PoC Group is a persistent @aftip, where the <invite-members>

element is set to "true" as specified in the [OM#@PDocument-Mgmt] PoC Group.

A PoC Session established by a PoC User to a Paeggad PoC Group.
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Pre-established Session

Primary PoC Session

QoE Profile

Referenced Media
Content

Request with Media
Content
Restricted Group

RTP Media
RTP Session

Secondary PoC Session

Sender Identification

Served PoC User

Service Provider Policy

Session Type
SigComp
Simultaneous PoC

Session

Simultanoeus PoC
Sessions Support

SIP Session

SIP URI

SIP User Agent
Talk Burst

Talk Burst Control

The Pre-established Session is a SIP Sessionise@bbetween the PoC Client and the Home PoC
Server containing at least one Media Stream boomdMedia-floor Control Entity. The PoC Client
establishes the Pre-established Session prior kinmeequests for PoC Sessions to other PoC USers.
establish a PoC Session based on a SIP requestifeoRoC User, the PoC Server conferences other PoC
Servers/Users to the Pre-established Sessionteccesate an end-to-end connection.

A PoC Session that the PoC User selects in preferenother PoC Sessions. When the PoC User has
Simultaneous PoC Sessions, the Primary PoC Sdsasoa priority over Secondary PoC Sessions.

Set of parameters that establish, from a high lpegit of view, the end PoC User experience invami
PoC Session. The QoE Profile is part of the PoG’8sebscription and can also be specified for PoC
Groups. Each QoE Profile is associated with cerais for underlying resource usage and potential
prioritization procedures.

Reference(s) to media content to be included imatation to a PoC Session or in a Group
Advertisement.

An invitation to a PoC Session or a Group Advertisat that includes embedded media e.g. Included
Media Content, Referenced Media Content or Textt€un

A Group that can be joined only by a PoC User iiatmember of the Group. A Restricted Group has a
Group List.

The media carried in an RTP payload.

Considered as an association that allows exchang&® Media streams and RTCP messages among a
set of PoC functional entities.

A PoC Session for which the PoC User receives Metlien there is no Media present on the Primary
PoC Session.

The procedure by which the identity of the curfdiedia sender is determined and made known to
receivers on the PoC Session.

A PoC User that obtains a PoC service from a Hoot $erver.

Service Provider Policy refers to the overall pplionditions actually selected by a service proyg)e
for commercial implementation of a PoC servicervige Provider Policy is established based on
commercial considerations, which may concern,sigport/non-support of certain network or client
capabilities or service features within a netwo8ervice Provider Policy is applicable only to the
network or subscribers over which the service gtewhas control.

A Session Type is a SIP URI-parameter used to gotheetype of SIP URI, and may take on one of the
following values: adhoc, prearranged, chat or 1-1.

A signaling compression mechanism specified in [BEZD]; SigComp in PoC provides for the
compression of SIP requests and responses.

Functionality, where Home PoC Server discards Memtikeeping conversation uninterrupted, in case a
PoC User is a Participant in more than one PoCi@essnultaneously using the same PoC Client.

A PoC Service Setting for the PoC Client that iaths that the PoC Client is able and PoC User is
willing to use Simultaneous PoC Sessions.

A SIP dialog. From [RFC 3261], a SIP dialog is defl as follows: A dialog is a peer-to-peer SIP
relationship between two UAs that persists for stime. A dialog is established by SIP messages) suc
as a 2xx response to an INVITE request. A dialddestified by a call identifier, local tag, andeamote
tag. A dialog was formerly known as a call legRF[C 2543].

From [RFC 3261]: "A SIP or SIPS URI identifies ammmunications resource" and "follows the
guidelines in [RFC 2396]". PoC uses SIP URIs taiihg PoC Clients, PoC Servers, and PoC Sessions,
resource lists that point to URI lists, etc.

A SIP User Agent is any SIP peer that performssidRaling [RFC3261].

A flow of PoC Speech from a PoC Client having tkenpission to send PoC Speech as specified in
[OMA PoC V1.0].

A control mechanism that arbitrates requests fioenRtoC Clients for the right to send PoC Speech as
specified in [OMA PoC V1.0].
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Talk Burst Control
Protocol

Talker Identification

Terminating PoC
Service Point Trigger

Text Content
UE PoC Box

Unconfirmed Indication
Unrestricted Group
User

User Equipment

User Plane

Video

A protocol for performing Talk Burst Control defiahén [OMA PoC V1.0 UP].

A procedure by which the current talker's idenitgetermined and made known to listeners on ti2 Po
Session.

A Terminating PoC Service Point Trigger is a filteiterion for a dialog initiating SIP request t¢RoC)
SIP User Agent. For a definition and additionabinfiation on "Service Point Triggers" when the S#P/I
core is 3GPP/3GPP2 IMS, see [3GPP TS 29.228] oPGX.S0013.005] for more information.

Text included in an invitation to a PoC Sessioma Group Advertisement.

A functional entity co-located with the PoC Cliemthe User Equipment where PoC Session Data and
PoC Session Control Data can be stored.

An indication returned by the PoC Server to confinat it is able to receive Media and believesRb€&
Client is able to accept Media. The PoC Server sémel Unconfirmed Indication prior to determining
that all elements on the forward path are readgven able to receive Media.

An Unrestricted Group is a PoC Group that any Ps€runay join.
Any entity that uses the described features thrahghlUser Equipment.
A hardware device that supports a PoC Client e.gireless phone.

The User Plane includes the Media and Media costgnlaling (e.g., Talk Burst Control Protocol)
between the PoC Client and PoC Server, betweeRdfieBox and the PoC Server as well as between
PoC Servers.

Communication of live-streamed pictures without &uwgdio component.

3.3 Abbreviations

3GPP 3rd Generation Partnership Project

3GPP2 3rd Generation Partnership Project 2

AD Architecture Document

B2BUA Back to Back User Agent

DM Device Management

FDCFO Full Duplex Call Follow-On Proceed

IAB Incoming Personal Alert Barring

IANA Internet Assigned Numbers Authority

IETF Internet Engineering Task Force

IMS IP Multimedia Subsystem

IP Internet Protocol

ISB Incoming PoC Session Barring

MBCP Media Burst Control Protocol

MIME Multipurpose Internet Mail Extensions

MO Management Object

MSRP Message Session Relay Protocol
NOTE: The base Message Session Relay Protocefiised in [RFC4975].

NAT Network Address Translation

OMA Open Mobile Alliance

PDA Personal Digital Assistant
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PoC
QoE
QoS
RFC
RTCP
RTP
SCR
SDP
SIP
SSS
TBCP
TS
UAC
UAS
ucs
UbDP
UE
UP
URI
URL
usb
UTF-8
WPS
XDM
XML

Push to talk over Cellular
Quality of Experience

Quality of Service

Request For Comments (IETF specifications)

RTP Control Protocol

Real-time Transport Protocol

Static Conformance Requirements

Session Description Protocol

Session Initiation Protocol

Simultaneous PoC Sessions Support

Talk Burst Control Protocol

Technical Specification (3GPP specifications)

User Agent Client

User Agent Server

Universal Character Set

User Datagram Protocol
User Equipment

User Plane

Uniform Resource Identifier
Uniform Resource Locator
User Specific Dictionary

UCS Transformation Format 8
Wireless Priority Service
XML Document Management

Extensible Mark-up Language
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4. Introduction

This specification contains the Control Plane pdoces for the Push to talk over Cellular (PoC) seron the POC-1, POC-
2, POC-10, POC-12 and IP-1 reference points asfememn [OMA-PoC-AD].

The document is structured in the following way:

Clause 5: Common procedurésiefines the common procedures and general ptesigvhich are not described in the
3GPP/3GPP2 specifications.

Clause 6: Procedures at the PoC Cli¢rdefines the originating and terminating proceduatthe PoC Client required to
realize these respective features of the PoC servic

Clause 7: Procedures at the PoC Serlelefines the originating and terminating proceduaethe PoC Server, when it
performs Controlling and Participating PoC Functiamd the determination of the PoC Server role.

Clause 8: PoC BoX defines the procedures at the NW PoC Box andJtaé>oC Box required to realize the PoC Box
feature of the PoC service.

Appendix A: 'Static conformance requirements (SCR)& normative annex containing tables of mangatad optional
features.

Appendix B: "The parameters to be provisioned for PoC sef\ig@a normative annex for PoC provisioning parareet

Appendix C: Presence Information Elements and Proceduigs normative appendix that defines the PoCifipec
Presence information elements and the Presencedraes, which the PoC functional entities followonder to perform
Presence related actions.

Appendix D: 'Initial Filter Criteria" is an informative annex to describe with logi@eples the originating and terminating
Filter Criteria for the IMS to support the PoC ftinoality.

Appendix E: ' Documentation of SIP, SDP and XML extensiassin informative annex to describe the needéersions in
SIP, SDP and XML.

Appendix F: Examples of Signalling Flowss an informative annex to describe some of thealing flows.

Appendix G: 'Change Historydescribes the document version history.
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5. Common procedures

5.1 General

The procedures in this specification are preseintéide form of procedural description. The ordettef procedural steps can
be significant and deviating from the presentecpodn result in interoperability problems.

All Control Plane signalling requests and respotstaeen the PoC Client and the PoC Server, bettteeRoC Box and
PoC Server, as well as between PoC Servers, SHalbbted via the SIP/IP Core as specified in [OM#CPAD]. When
the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, ttteBIP routing procedures are specified in [3GBR4.229] /
[3GPP2 X.S0013.4].

5.2 Authenticated Originator's PoC Address

The Authenticated Originator's PoC Address is th€ Rddress of the PoC User at the originating omieating PoC Client
that has been validated by the SIP/IP Core or tt& Group Identity used by the PoC Server perforrtiiregControlling PoC
Function when inviting PoC Users to a PoC Grousi®es

When the SIP/IP Core corresponds to 3GPP/3GPP2thé8,the Authenticated Originator's PoC Addresoigained in the
P-Asserted-ldentity header according to rules andqulures of [3GPP TS 24.229] / [3GPP2 X.S0013Hé PoC Client
MAY insert a P-Preferred-Identity header, which teams a PoC Client preferred identity, for the $RCore to use inside
the P-Asserted-identity header. If privacy is regdj the From header SHALL contain an anonymous. URI

The From header MAY be used to carry the Authetgit®riginator's PoC Address, and MAY be suppobiethe PoC
Server. The PoC Server MAY be able to support athéaticated Originator's PoC Address in the Froadee if the PoC
Server has transitive trust with the SIP/IP Conel iithe SIP/IP Core is able to perform proxy amtication of the PoC
Client.

If the PoC Server cannot obtain an Authenticatadi@ator's PoC Address for an initial request it/&H reject the request
with a SIP 403 "Forbidden" response.

5.3 Signaling compression

If the SIP/IP Core supports SIP signaling compregshe SIP/IP Core SHALL support SigComp, as djetin
[RFC3320], [RFC3485] and [RFC3486].

The PoC Client SHOULD compress the SIP signalirgpeting to rules and procedures of [RFC3320], [R&FES3 and
[RFC3486] to reduce the transmission delays.

If the PoC Client initiates the signaling compressaccording to rules and procedures of [RFC33RH{C3485] and
[RFC3486], then the SIP/IP Core SHALL compress3He signaling according to rules and procedurd®BC3320],
[RFC3485] and [RFC3486].

The PoC Client and the SIP/IP Core MAY supporteftdtcompression like dynamic compression, UsercBipe
Dictionaries (USD) or other SigComp extended openatto improve the compression efficiency andutibhier reduce
transmission delays (a definition of dynamic comspien, USD and a description of other SigComp eld¢droperations is
specified in [RFC3321]).

NOTE: Dynamic compression and USD can be implengewithout using the extended operations mechanafms
[RFC3321], which is referenced here in the inteoéshoroughness.
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5.4 Nick Name

The PoC Server and the PoC Client MAY send Nick Bsim SIP requests and SIP responses.

If a PoC Server supports sending of Nick Namedhr8quests and SIP responses the use of Nick NGHALL be a
service provider configuration option, where ipisssible to enable or disable the sending of Niakniis.

If PoC Client and PoC Server supports sending okNiames, then following applies:

A PoC Client MAY provide the inviting PoC User'sd&i Name in the "display-name" part of the Autheatiéd Originator’s
PoC Address, i.e. in the P-Preferred-ldentity headee.g. when the P-Preferred-Identity headeoisncluded, in the From
header of the initial SIP INVITE request or SIP BEFrequest sent towards the PoC Server perforrhim@ articipating
PoC Function.

NOTE 1: A Nick Name included in the P-Preferredrtity header is moved to the P-Asserted-ldentitydes by the
underlying SIP/IP Core if validation of the PoC Adsis is successful as described in [RFC3325].lidiaton
of the PoC Address fails the SIP/IP Core uses aultePoC Address in the P-Asserted-ldentity headerthe
Nick Name, if included in the P-Preferred-ldentigader, is lost. A Nick Name in the From headeeiger
lost.

The PoC Server performing the Participating PoCckan SHALL provide the inviting PoC User’s Nick Ne in the
"display-name" part of the Authenticated Origin&d?oC Address in the initial SIP INVITE requestdre sending the
initial SIP INVITE request to the PoC Server penfiorg the Controlling PoC Function. If the Autheiatied Originator’'s
PoC Address already includes a Nick Name it SHAELréplaced by the configured Nick Name, if avaiadhd if privacy
not requested.

NOTE 2: The Nick Name can be configured in the BxGup definitions in the case of Pre-arranged Po@i@and in
the case of Chat PoC Group.

The terminating PoC Client MAY provide the InvitBdC User’'s Nick Name in the "display-name" parthaf To header of
the SIP 200 "OK" response to an initial INVITE regtsent to the PoC Server performing the Particig&oC Function.

The terminating PoC Client MAY have provided theCRdser’s Nick Name in the "display-name” part af #from header
of the SIP INVITE request, when Pre-establishedi®ashas been established.

The PoC Server performing the Participating PoCckan SHALL provide the Invited PoC User’s Nick Narim the
"display-name" part of the Authenticated Origin&d?oC Address in SIP 200 "OK" responses to infidt INVITE
requests before sending the SIP 200 "OK" respantieetPoC Server performing the Controlling PoCdtiam. If the
Authenticated Originator's PoC Address alreadyudels a Nick Name it SHALL be replaced by the caumrfégl Nick Name,
if available and if privacy not requested.

In case of more than one identical Nick Name ir& Bession, the PoC Server MAY make Nick Namesusiiy using the
form of <Nick Name-n> where n is an integer numis@r. example with Nick Names there can be ‘anongnou
‘anonymous-5', '‘Batman' and 'Batman-3' in the daate Session as all these are unique.

The PoC Server performing the Controlling PoC FiamcSHALL collect Nick Names, if Nick Names for Baipants in a
PoC Session are provided, according to the follgwgnority order:

In case that privacy is requested:

- 1. A Nick Name received in the "display-name" garthe From header of an initial SIP request, diwled; or,

- 2. A Nick Name received in the "display-name" parthe To header of a SIP 200 "OK" response tméral SIP
request, if included; or,

- 3. Astring that is the 'user’ part of the Anonym@&®oC Address as specified in subclause Athymous PoC
Address e.g., "Anonymous-5".

In case that privacy is not requested:
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- 1. The <display-name> child element of the <ent&lement for PoC Users in PoC Group definitionspeciied in
[OMA-PoC-Document-Mgmt] if <display-name> is defiheor,

- 2. The Nick Names received in the "display-namet phthe Authenticated Originator's PoC Addressnitial SIP
requests and SIP 200 "OK" responses to the irf8iialrequests from Participants; or,

- 3. The Nick Names received in the "display-namet phthe From header of initial SIP requests athia "display-
name" part of the To header of the SIP 200 "OKpoeses to the initial SIP requests from Participant

The PoC Server performing the Controlling PoC FuamcEHALL include a Nick Name, if a Nick Name isllezted as
described above, in the Authenticated OriginatBo€ Address of the initial SIP INVITE request whreiiiing a PoC User
to a PoC Session.

NOTE 3: The PoC Server performing the ControllimCH-unction uses the Nick Name as part of the Sende
Identification as specified in [OMA-POC-UP$ender Identificatioh and as part of Participant Information as
described in subclause 7.2.1.PoC Session Participant requést

The PoC Client MAY show the PoC User a locally stbdisplay name in stead of the received Nick Naheelocally
stored display name is available in the User Egeipim

5.5 Error handling

This specification describes PoC specific errocprures but the handling of errors that cannoebarded as PoC specific
SHALL follow the rules and procedures of the relgvspecification in subclause 2.lldrmative Referencés

5.6 Warning header
5.6.1 General

The PoC Server MAY include a free text string iBIR response to SIP request specified in claus&acedures at the PoC
Servet.

When the PoC Server includes a text string in paese to a SIP INVITE request the text string SHAld included in a
Warning header as specified in [RFC3261]. The Pewe&3 SHALL include the Warning code set to 399 Bl include
the host name set to the host name of the PoCServe

The PoC Client MAY include the preferred languagéccept-Language header in the SIP INVITE reqoeshe SIP 200
"OK" response to the SIP INVITE request.

NOTE: The preferred language can also be usedisesjuent SIP transactions of the PoC Session.

The PoC Server SHOULD choose language of the wauteixt in the Warning-header depending on the preddanguage
indicated in Accept-Language header received fitoeroC Client in the SIP INVITE request or in tHB Sesponse, if the
language is supported. If the warning text is tarbaslated, only explanatory text of the free sxing SHALL be replaced
by the preferred language.

5.6.2  Warning texts

The text string included in a Warning header cdasi$ an explanatory text preceded by a 3-digit texle, according to the
following format <xxx> + <explanatory text>, for axple '102 Too many participants'.

Table 1 defines the warning texts that are deffioethe Warning header when a Warning header isidied in a response to
a SIP INVITE request as specified in subclausel5'General.

Code | Explanatory text Description

100 Correct Session Type of <Request-URI> is "sessihat" The Session type uri parameter does mogsyond to
a Chat PoC Group specified by the SIP URI in the
Request-URI of the SIP INVITE request.
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The value of <Request-URI> will depend on the
actual request received.

101

Correct Session Type of <Request-URI> is "sesgirearranged"

The Session type uri parameter mimasorrespond to
a Pre-arranged PoC Group specified by the SIP bR
the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the
actual request received.

102

Too many participants

The maximum number of Participants allowed in a
PoC Session is exceeded.

103

Too many group members

The PoC Group has more than <max-participant-
count> members as specified in [OMA-PoC-
Document-Mgmt].

104

Too many Simultaneous PoC Sessions

The maximumnber of Simultaneous PoC Sessio
for the PoC Client is exceeded.

NS

105

Isfocus already assigned

A conference focus (a PoC Server performing the
Controlling Function) has already been assignateo
PoC Session.

106

Isfocus not assigned

A conference focus (a PoC Server performing the
Controlling Function) has not been assigned to the
PoC Session.

107

Not authorized to add <Media Type>

The offdvimtlia Type is not accepted due to
authorization. The value of <Media Type> is 'PoC
Speech’, 'Audio’, 'Video' or 'Discrete Media'.

108

Media content in INVITE discarded

At least MVE body containing media has been
removed from the SIP INVITE request.

109

PoC Box not possible for a Chat PoC Group

Voied type PoC Box can't be used for Chat Po
Groups.

110

Dispatch group has already another active tibpa

The Dispatch PoC Group already has on-going
Dispatch PoC Session(s) with another PoC Dispatd

her

111

User not allowed to transfer the dispatcher rol

Requesting PoC User not allowed to transfer td@ P
Dispatcher role based on the Dispatch PoC Group
definition

112

Target User not allowed to receive the dispatoble

Target PoC User is not defined as PoCdbi$yer
capable in the Dispatch PoC Group definition

113

User is not a dispatcher for the group

RequgfdC User is not defined as PoC Dispatg
capable in the Dispatch PoC Group definition

114

QoE Assignment Error

An error in the assignment of the QoE Profile te th
PoC Session has occurred.

115

<RequestedQoE> QoE Profile not authorized

Retqdé_ocal QoE Profile is not authorized
according to the PoC User subscription.

<Requested QoE> will be the Local QoE Profile
requested by the inviting PoC User in the initial
request or by the Invited PoC User in the final
response.

116

PoC Session already exists

Although the PoC Client attempted to initiate a new
PoC Session, existing PoC Session was joined thst

117

Client not supporting the PoC Dispatcher cdjpabi

PoC Client is not supporting the PoC Dispatche
capability.

118

Media content not allowed

Added media content in the request is not allowed b

PoC Server local policy.

119

Anonymity not allowed

her

Privacy is requested, but anonymity is not allowed.
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120

Routing error in network

The SIP request is routed to a wrong server by the
SIP/IP Core.

121

Function not allowed due to <detailed reason>

he flinction is not allowed to this user.

The <detailed reason> will be 'Group definiton’,
'‘Access Policy', 'Local Policy', 'User authorizatior
free text string.

122

Function not allowed

Function is not allowed, but the detailed desaipti
about the reason is not given.

123

Session does not exist

The target session in the Request URI does nat ex

NOTE: Used by OMA IM as specfiied in
[OMA_IM_TS_Endorsement]
"Warning headét

124

Service not allowed due to the age limit

Service has an age limit and the limit is not regch

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headét

125

No messages

Messages are retrieved, but the history functienoa
messages.

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headeét.

126

Uri-list service not supported

Uri-list service not supported/allowed by the Serve

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headeét.

127

Service not authorised

The User is not authorised for this service.

NOTE: Used by OMA IM as specified in
[OMA_IM_TS_Endorsement]
"Warning headeét.

128

Too many embedded groups

PoC Server has found too many embedded groups|

129

No destinations

No destination addresses available for the action.

130

Conflicting URI: <URI>

If the URI Usage Type uri-parameter of an URI ia th

MIME resource-lists body or in the Refer-to header

does not correspond to the actual usage of the URI.

<URI> will be the URI including the URI Usage Typ
uri-parameter.

D

131

Invalid URI <URI>

The PoC Address received in a SIP PUBLISH requ
is not registered by this PoC Client. The reasaricco
be that a race condition has occurred between the
SIP/IP Core and the PoC Network. Retransmitting {
SIP PUBLISH request can give a different result.

est

Table 1: PoC specific warning texts
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5.6.3  Warning text code numbers

Code numbers 000 — 999 are reserved for use iningarexts within PoC.

NOTE: Vendor-specific warning text is sent withewdrning text code.

5.7 PoC Session ldentity
The PoC Session Identity is a SIP URI, which SHAtlentify the PoC Session.

The PoC Server performing Controlling PoC Func®hALL allocate a unique PoC Session Identity fa BoC Session
when established.

The PoC Server performing the Participating PoCckan MAY re-construct the PoC Session Identitydshen the SIP URI
received from the Controlling PoC Function durirgfOPSession establishment as described in the sudecla3.2.1
"General.

The PoC Session Identity identifies the PoC Sessisuch a way that e.qg.:

- the PoC User is able to leave a PoC Session;
- the PoC User is able to add PoC Users to an orgd@a€ Session;
- the PoC User is able to subscribe the Particiggotration of the on-going PoC Session;

- the PoC User is able to re-join the PoC Sessidorgsas the PoC Session is on-going in the PoCegerv
performing the Controlling PoC Function also in tiase that his Home PoC Server is not anymore
participating the PoC Session; and,

- the SIP/IP Cores are able to route an initial 8duest to the PoC Server performing the ControHn@
Function.

NOTE: The exact format of the PoC Session Idemtiigcated by the PoC Server depends on the furdtigrof the
SIP/IP Core in this PoC Network.

The PoC Server performing Controlling PoC Func®ALL send the PoC Session Identity towards the Btént during
the PoC Session establishment in the Contact header

The PoC Server performing Participating PoC Fumc88IALL send the PoC Session Identity to the Pa€ntin the
MBCP Connect message if Pre-established Sessimset

5.7A PoC Session association

A PoC Client MAY support multiple PoC Addresses &ednvolved in one or more PoC Sessions at the $ane using the
same or different PoC Addresses.

If the PoC Client supports multiple PoC Addressasidan Instance Identifier URN is available arsgd by the PoC Client
the PoC Client:

- 1. SHALL include in the Contact header of the SIEGRSTER request a '+sip.instance' feature tag thighnstance
Identifier URN as specified in [sip-outbound] whegistering to the PoC Service;

- 2. SHALL include in the Contact header of PoC sfe8IP requests and SIP responses a '+sip.instiaatare tag
with the Instance Identifier URN as specified iipfsutbound]; and,

- 3. SHALL include the Instance Identifier URN as gtentity> element 'id" attribute in PoC Servicetiags.

NOTE 1: If a '+sip.instance' feature tag is notuded in the Contact header or in the <entity>dtttibute in the PoC
Service Settings, the PoC Server handles thisaslifistance Identifier URN with the zero lengthueawas
included.
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The PoC Server SHALL subscribe to the "reg" evextkpge according to rules and procedures of [RF&j32&
[RFC3680].

Upon receiving the SIP NOTIFY request as the resfulhe subscription to the "reg" event packageRb€ Server:

- 1. SHALL if the state of the <contact> elementdsgated”, "registered”, "refreshed"

a) cache, for each combination of a PoC addressvextin the <aor> element and the Instance IdentifRN
included in the <unknown-param> element with 'naattelbute equal to '+sip.instance' all PoC Addesss
registered by the same Instance Identifier URNhabthe PoC Server can retrieve the list of PoCréskks
used by the same PoC Client by using the PoC Addned the Instance Identifier URN as the key to the
cached information; and,

b) cache, for each PoC Address received in thexdloe PoC Addresses and the Instance Identifie UR
included in the <unknown-param> element with 'naattelbute equal to '+sip.instance' that are regest
together at a PoC Client so that the PoC Serverataeve the list of PoC Addresses registeredttogeby the
same PoC Client using a PoC Address as the kdyetoached information.

NOTE 2: The PoC Server caches the information Wwith keys in order to handle SIP requests and Sporeses from
the PoC Client and the SIP INVITE request fromPBa€ Server performing the Controlling PoC Function
differently.

NOTE 3: If an <unknown-param> with a 'name" attrébequal to '+sip.instance' is not included the Be@ser handles
this as if an Instance Identifier URN with the zé&ngth value was received.

- 2. SHALL if the state of the <contact> elementést® "expired”, "deactivated”, "probation”, "unigigred" or
"rejected":

a) remove, for each combination of a PoC addresswedén an <aor> element and the Instance Identifier
URN included in the <unknown-param> element witdme' attribute equal to '+sip.instance’, the adiche
list of POC Addresses using the PoC Address anth8tance Identifier URN as the key to the cached
information; and,

b) remove, for each PoC Address received in the <dbe>gached list of PoC Addresses using the PoC
Address in the <aor> as the key to the cachedrimdton.

- Upon receiving the SIP PUBLISH request with the FB®tvice settings the PoC Server: 1. SHALL retu8iR500
"Server Internal Error" response with the warniexf set to '131 Invalid URI <URI>' as specifiedsimbclause 5.6
"Warning header'lf there is no list of PoC Addresses cached usiegAuthenticated Originator's PoC Address and
the Instance Identifier URN in the <entity> 'idritute as the key. Otherwise continue with thet rstep;

NOTE 4: If the <entity> 'id" attribute does notlinde an Instance Identifier URN the PoC Servedtemnthis as if an
Instance Identifier URN with the zero length valuas received.

- 2. SHALL cache the PoC Service Settings using the Rddress and the Instance Identifier URN as thetk the
cached information.

Upon receiving PoC specific SIP requests and S$pamses from PoC Client the PoC Server perfornfiedgParticipating
PoC Function:

- 1. SHALL retrieve the cached list of PoC Addresssisg the Instance Identifier URN retrieved froma tbontact
header and the Authenticated Originator's PoC Asidas the key to the cached information; and,

- 2. SHALL apply the QoE specific and Simultaneou€ Fession procedures specified in the subclause 7.3
"Participating PoC Function procedureand in [OMA-PoC-UP] Procedures at the PoC Server performing the
Participating PoC Functiohfor each PoC Session involving a PoC Addresténretrieved list and the Instance
Identifier URN in the Contact header.

NOTE 5: If the Contact header does not includesgp:instance' feature tag with an Instance IdemtifIRN the PoC
Server handles this as if an Instance IdentifieNURth the zero length value was received.
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Upon receiving an initial SIP INVITE request frolretPoC Server performing the Controlling PoC Fumgtthe PoC Server
performing the Participating PoC Function:

- 1.SHALL retrieve the list of PoC Addresses using BoC Address in the Request URI as the key todbked
information; and,

- 2. SHALL apply the QoE specific and Simultaneou€ Fsession procedures specified in the subclause 7.3
"Participating PoC Function procedureand in [OMA-PoC-UP] Procedures at the PoC Server performing the
Participating PoC Functiohfor each PoC Session involving a PoC Addressénlist and the Instance Identifier
URN in the Contact header.

5.8 QoE Profiles
5.8.1 General

Four QoE Profiles are defined as follows, from loweehigher priority level: 'Basic’, 'Premium’, dfessional’, and 'Official
Government Use' as specified in [OMA-PoC-SQJuality of Experience (QoE)

PoC Clients SHOULD and PoC Servers SHALL suppatube of QoE Profiles.

QOE Profiles are part of the PoC User subscrigii@na QoE Profile is considered within the PoiJsubscription) and,
therefore, the PoC User SHALL be authorized tothsesubscribed QoE Profile as well as any lower Qodile. How the
PoC Server checks that a PoC User is authorizadeg@ QoE Profile is out of the scope of this dmation.

The use of QoE Profiles in PoC Servers is optimralhe PoC Service Provider. If the Service Previdoes not enable the
use of QoE Profiles, the PoC Server SHALL ignoeerigceived QoE information.

If the Service Provider enables the use of QoEilemfthe following applies:

- Each PoC Session SHALL be assigned a QoE Profitedyontrolling PoC Function and each PoC User
participating in a PoC Session SHALL apply a LdQalE Profile that depends on the QoE Profile ofRb&
Session and his own subscription. In order to cgtnv®rmation about QoE Profiles between PoC Seresd PoC
Clients, an SDP attribute is used as specifiediitlause E.3.2QoE Profil¢'. This QoE Profile attribute is
included in SDP offers or SDP answers, containesbine SIP requests or SIP responses.

- A PoC Server performing the Participating PoC Fancin the terminating PoC Network SHALL behave as
B2BUA.

- Each QoE Profile maps to a specific set of QoSrpatars. The QoE Profiles that are authorized fgivan PoC
User and their associated QoS parameters SHALlrdggioned to the PoC Client as specified in sulsdeA.3.1
"OMA PoC Management Object Tfeghese QoS parameters SHOULD be used by the Hie@t@hen reserving
resources at the underlying network, dependindheriLbcal QoE Profile applied by the PoC Clienttfoe PoC
Session. This mechanism aims at getting commoimolas QoS characteristics for all the Participaotshe PoC
Session.
A PoC Group MAY have an associated QoE Profilersefiin the <qoe> element of the PoC Group docureespecified in
[OMA-PoC-Document-Mgmt]. When the <qoe> elemerdea$ined for a PoC Group, the QoE Profile assigoeal PoC
Session established with that PoC Group SHALL leeQbE Profile defined in the <qoe> element of th€ [Broup
document.

5.8.2  The 'Official Government Use' QoE Profile

PoC Servers and PoC Clients MAY Support the 'Cifi@overnment Use' QoE Profile. If supported thiéictal
Government Use' QoE Profile relies on the use ®Rbsource-Priority header together with the "WR&hespace, as
specified in [RFC4412]. If not supported, the Pagv@r SHALL ignore the received QoE information.

The WPS namespace defines 5 levels of priorityctvlare numbered from 0 to 4, where 4 is the lowedtO is the highest
priority level.

When the 'Official Government Use' QoE Profile $&d for PoC Session or Pre-established Sessidnlisstaent or
modification procedures, a Resource-Priority he&ALL be included according to rules and procedwilRFC4412]
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along with the SDP QoE Profile attribute in the myppiate SIP requests or SIP responses. Exhalusiaigsis of the
appropriate SIP requests or SIP responses in whéResource-Priority header will be included isimacross this
specification; further, the Resource-Priority hea8HALL be included according to rules and procedwf [RFC4412] in
the following SIP request:

- SIP ACK requests in response to the receipt ofPa280 "OK" response to an initial SIP INVITE requesntaining
a Resource-Priority header; in this case the ReseRriority header SHALL be equal to the one ineldich the
initial SIP INVITE request.

For procedures that do not involve PoC SessionmeeBtablished Session establishment or modificatiee Resource-
Priority header, but not the SDP QoE Profile atir# is used to request 'Official Government Use'ripy treatment.

NOTE: SIP/IP Core is expected to support the ReseRriority header.

5.8.3  Priority and pre-emption

PoC Servers and PoC Clients MAY support the pratitn and pre-emption capability. The ControllingdPFunction
SHOULD directly determine the PoC Session Preceslmom the QoE Profile assigned for the PoC Sessisidefined by
the PoC Service Provider. If this capability is gagied, then under high load situations the Po@e3er

- SHALL prioritise the signalling of PoC Sessionsngsthe 'Official Government Use' QoE Profile amoimeg
signalling of other PoC Sessions with lower QoEfiRroBetween PoC Sessions using 'Official Governtidse'
QOE Profile, the PoC Server SHALL prioritize thgrsalling depending on the WPS priority level beusgd by
each PoC Session, according to the rules and piceedf [RFC4412];

- SHOULD prioritise the Media flows of PoC Sessiorithvhigher PoC Session Precedence over Media fdwoC
Sessions with lower PoC Session Precedence;

- When performing the Controlling PoC Function, tleCRServer MAY revoke the Media Burst sending pesiniss,
or reject the Media Burst requests, of PoC Cligatsicipating in PoC Sessions with lower PoC SesBiecedence.
To carry out this actions, the PoC Server SHALleiatt with the User Plane as specified in [OMA-RdZ}-"PoC
Server state transition diagram for general Media® operation}

- When performing the Controlling PoC Function, tleCRServer MAY release, as specified in subclaud 7.6
"PoC Session release policyPoC Sessions with lower PoC Session Precedareéodhe requests of establishment
of PoC Sessions of a higher PoC Session Precedence.

5.9 Anonymous PoC Address

When a PoC User requests privacy, the PoC Servirpeng the Controlling PoC Function creates aroAymous PoC
Address for the PoC User. In addition to anonynthg, PoC Addresses are also unique in a PoC Se3sierPoC Server
SHALL support Anonymous PoC Addresses. When rexgigi SIP request or a SIP response with privaayested, the
PoC Server performing the Controlling PoC Func&hALL create an Anonymous PoC Address of the form
<sip:anonymous@anonymous.invalid>. If PoC Servepstts Nick Names, and if the Nick Name (see swisea.4 "Nick
Name")is received in a SIP request or SIP responséRdidzServer SHALL use it as a Nick Name. If Nick Nais not
received in a SIP request or SIP response, theJeogr MAY use the 'user' part of the Anonymous Ra@ress as a Nick
Name.

In addition to anonymity, the Anonymous PoC AddessSHALL be unique within PoC Session. If Nick Nanage
supported and used, the PoC Server allocated Nackds of Anonymous PoC Addresses SHALL also be eniga PoC
Session and the PoC User given Nick Names MAY lguenin the PoC Session. In case of more than sremymous PoC
Addresses are used in the same PoC Session, feetbhad Anonymous PoC Session and thereafter g@GeServer SHALL
use the form <sip:anonymous-n@anonymous.invaliderevin is an integer number.

NOTE: The PoC Client can find out the Anonymous Paldresses of the Participants who requested to be
anonymous by subscribing to the Participant Infdroma
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5.10 PoC Speech

PoC Speech SHALL be offered either with the TalkdBControl Protocol or with the Media Burst CohtPootocol.PoC
Speech Media SHALL exist at most once in the SCferof

When PoC Speech is offered with TBCP one "m=auiiti@' SHALL be included in the SDP without the "asddi' attribute.

When PoC Speech is offered with MBCP one "m=aulii@' SHALL be included in the SDP with the "a=Idbattribute
with a unique value as specified in [RFC4574] arig-afield associated with the "m=audio” line det"'speech” as specified
in [RFC4566].

NOTE: The procedure does not allow for any negatiedvhich means that the sender of an offer decidésh Media
Stream that is regarded as PoC Speech.

5.11 Implicit Media Burst request

An initial SIP INVITE request or a SIP REFER requiedfilling one of the following criteria SHALL beegarded as
received with an Implicit Media Burst request whika PoC Client

1. isinitiating a PoC Session other than a Chat Pa@liSession and only PoC Speech is bound to thktaMieor
Control Entity; or,

2. attempts to initiate a PoC Session and the PoQddeissalready ongoing and the PoC Session isreifitefrom a
Chat PoC Group Session and only PoC Speech is houhd Media-floor Control Entity; or,

3. includes the 'imp_mb_req' parameter in the SDR/affiswer as specified in subclause E.34kdia Burst Control
Protocol MIME registratioti with the value of 1.

In all other cases the SIP INVITE request or the BEFER request SHALL be regarded as received wiithio Implicit
Media Burst request.

When the received SIP INVITE request or the SIP BEFequest is regarded as an Implicit Media Beguest the PoC
Server performing the Controlling PoC Function SHAdend a response to the PoC Client as specififtkiflOMA-PoC-
UP] "Media Burst Contrdl.

NOTE: The response can be a MBCP message or tlggaifited’ parameter set to 1 included in the SBWeanas
specified in E.3.1Media Burst Control Protocol MIME registration

5.12 Stay on the Media path

The PoC Server performing the Participating PoCckan SHALL behave as a B2BUA according to ruled procedures
of [RFC3261] for the duration of the PoC Sessiohemwstaying on the Media path.

The PoC Server performing the Participating PoCckan MAY indicate the B2BUA behaviour to the Po€r&er
performing the Controlling PoC Function using ti&bba uri-parameter as specified in subclause EEa8k to back UA
uri-parametet and SHALL insert the "b2bua" to the URI of the@8erver in the Contact header of the SIP INVITuest
or the SIP response to the SIP INVITE requeshafRPoC Server performing Participating PoC Fundtidicates according
to the local policy to the Controlling PoC Functidinat it acts as a B2BUA and stays on the Medih.pa

The PoC Server performing the Controlling PoC FamcEHALL cache the B2BUA indications, if it is prided by the PoC
Servers performing the Participating PoC Functions.

The PoC Client and the PoC Box SHALL NOT include t2bua’ uri-parameter to the Contact headereoStR INVITE
request or the SIP response to the SIP INVITE reique

If the 'b2bua’ uri-parameter is included in the ahheader of the SIP INVITE request or the SHpoase to the SIP
INVITE request received from the PoC Client or B@C Box, the PoC Server SHALL reject or releaseéPh€ Session
being established.
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6. Procedures at the PoC Client

6.1 PoC Client originating procedures

6.1a Backward compatibility

When PoC Client is configured according to the pesters specified in [OMA-PoC1.0-CPIHe parameters to be
provisioned for PoC servitéhe PoC Client SHALL perform procedures specifiieflOMA-PoC-1-CP] Procedures at the
PoC Client instead of the procedures specified in this doenin

NOTE: OMA PoC 1 CP doesn't specify how to handéeRIoC 2 specific POC Service Settings.

6.1.1 PoC service registration

6.1.1.1 PoC service registration and re-registratio n

The PoC Client PoC service registration and restegfion to the SIP/IP Core SHALL be made accordingiles and
procedures of [RFC3261] with the clarificationghis subclause.

When registering or re-registering for the PoC merthe PoC Client

- 1. SHALL generate a SIP REGISTER request accoritimgles and procedures of [RFC3261];

- 2. SHALL include the PoC feature tag '+g.poc.taligun the Contact header of the SIP REGISTER estjthat
contains the contact address of the PoC Client;

- 3. SHALL include the PoC feature tag '+g.poc.dispat’ in the Contact header of the SIP REGISTERestthat
contains the contact address of the PoC CliethigifPoC Dispatcher capability is supported;

- 4. SHALL include the PoC feature tag '+g.poc.gralirmthe Contact header of the SIP REGISTER retghes
contains the contact address of the PoC Cliengécigéiving of Group Advertisement messages is suegpr

- 5. SHALL include the PoC feature tag '+g.poc.disaredia’ in the Contact header of the SIP REGISTdeRest
that contains the contact address of the PoC Cifediscrete Media is supported;

- 6. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header of the SIP REGISTER reghest
contains the contact address of the PoC CliettgiffDCFO Proceed feature is supported;

- 7. SHOULD include the parameter 'q' with value kw1 and 0 in the Contact header of the SIP REERST
request that contains the contact address of the@fient if UE PoC Box functionality is supported the UE and
enabled by the PoC User.

- 8. SHALL include an additional Contact header cimitey the contact address of the UE PoC Box andgatire
tags 'sip.automata’ and 'sip.actor' with the vadtiacipal' and 'sip.description’ with the valymt recording
device" and the PoC feature tag '+g.poc.talkbalstig with the parameter 'q' with value betweend &if UE PoC
Box functionality is supported by the UE and endlilg the PoC User;

NOTE 1: The value of parameter 'g' for the UE PaX Bnd the PoC Client Contacts cannot be the sarttdsawould
result in parallel forking of the request.

NOTE 2: If the value of parameter 'q' for the Po&i@ Contact header is greater than the valueacdmpeter 'q'
included in the UE PoC Box Contact header thenestgunot containing an Accept-Contact header itidiga
the UE PoC Box will be routed to the PoC Client.

NOTE 3: If the value of parameter 'q' for the Pd@&@ Contact header is less than the value ofmpater 'q' included in
the UE PoC Box Contact header then requests ntdioamy a Reject-Contact header for the UE PoC Bibix
be routed to the UE PoC Box. Equivalent functiagalan be achieved by the PoC Client implementation
redirecting locally the PoC Session invitationhe tJE PoC Box.
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NOTE 4: The use of a higher value of parametdottthe UE PoC Box Contact than the PoC Client @onachieves
similar functionality for the UE PoC Box as the ude¢he SIP 302 "Moved Temporarily" response acksefor
the NW PoC Box.

NOTE 5: If the SIP/IP Core corresponds to 3GPP thE every contact address in the Contact headeolzontain
the same IP address and port number however timegosdain different tokens as URI parameters to
differentiate them. 3GPP2 IMS allows additionalisé&y mechanisms to be used (e.g TLS and HTTP Djiges
as well as the security mechanism specified by 3@@me 3GPP2 security mechanisms do not restedtth
to use the same IP address and port number foortct addresses.

- 9. SHALL include an Instance Identifier URN inckaadded Contact header as specified in subcladge'BoC
Session associatidif the PoC Client supports multiple PoC Addresaid if an Instance Identifier URN is
available and used by the PoC Client or, if the Bdi€nt supports NAT traversal and when the Po@rttlis
behind NAT.

- 10. SHALL include a Require header with the optiag 'pref ' according to rules and procedures &38340];

- 11. MAY include the User-Agent header in the SIRERETER request to indicate the OMA PoC releaseimesf
the PoC Client as specified in subclause E.Rdléase version in User-agent and Server hedders

- 12. SHALL insert in the SIP REGISTER request angessary security parameters (e.g. Digest respagseyding
to rules and procedures of the SIP/IP Core;

- 13. SHOULD include a Resource-Priority header atiogrto rules and procedures of [RFC4412], if to€Rlient
supports 'Official Government Use' QoE Profile &mal PoC User requests the priority treatment ofQhg Profile.
If included, the value of the Resource-Priority teeraSHALL be equal to the level of priority assidrte the PoC
User, as specified in subclause S@®E Profile$; and,

- 14. SHALL send the SIP REGISTER request towardsStRélP Core according to rules and procedurelef t
SIP/IP Core.

NOTE 7: The UAC can register clients for severaldars using the same SIP REGISTER request. Inatase enabler
client(s) are already registered and a new enabmt is registering, the UAC includes in the REGISTER
request also the feature tag(s) with which therotinablers are currently registered.

Each time the PoC Client has successfully perforarehitial PoC service registration the PoC CISHALL set the PoC
Service Setting as specified in subclause 6. RdC'Service Settings procedure

NOTE 8: The SIP/IP Core may challenge and autbatgtithe SIP REGISTER request requiring the resgnafithe SIP
REGISTER request with authentication credentials.

The PoC Client SHALL send NAT keep-alive messagespecified in [sip-outbound] when the PoC Clisrbéhind
Network Address Translators (NAT) if NAT traversslupported by the PoC Client.

NOTE 9: Periodic application level re-registratisnnitiated by the PoC Client to refresh an ergtiegistration based
on the re-registration requirements of the SIP/tiPeC

When the SIP/IP Core corresponds to 3GPP/3GPP2hEI®oC Client SHALL use 3GPP/3GPP2 IMS registratio
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.1.2 PoC service de-registration

When de-registering from the PoC service, the PHENCSHALL de-register to the SIP/IP Core accogdlia rules and
procedures of [RFC3261] with the clarificationghie following.

When PoC service de-registering, the PoC Client:

- 1. SHALL remove the PoC Service Settings beforeatdgstering from the PoC service as specified brckause
6.1.2 'PoC Service Settings procedure
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2. SHALL generate a SIP REGISTER request;

3. SHALL NOT include the PoC feature tag '+g.pdkharst’ in the Contact header of the SIP REGIST&tuest
that contains the contact address of the PoC Client

- 4. SHALL include the PoC feature tag '+g.poc.graliimthe Contact header of the SIP REGISTER rdqgtidse
PoC Client needs to continue to receive Group Atisement messages;

- 5. SHALL include a Contact header containing thetact address of the UE PoC Box and the feature tag
'sip.automata’ and 'sip.actor' with the value tppal' and 'sip.description' with the value "pocaeling device" and
the PoC feature tag '+g.poc.talkburst' if UE Po& Bmctionality is supported by the UE and the Rég&r needs
the UE to continue to act as a UE PoC Box;

- 6. SHALL include an Instance Identifier URN as dfied in subclause 5.7APoC Session associatibifi the PoC
Client supports multiple PoC Addresses and if ataince Identifier URN is available and used byRb€& Client or
the PoC Client supports NAT traversal and if th€R&ient needs to continue to receive Group Adsertient
messages or the PoC Client supports NAT travershlfahe PoC Client needs to continue to receiveu@
Advertisement messages or continue to act as addEB®Xx;.

- 7. SHALL include a Require header with the optiag Yref ' according to rules and procedures ofJ8#40], if
the PoC Client needs to continue to receive Grodyeftisement messages or need to continue to acU&sPoC
Box and MAY include a Require header with the aptiag 'pref ' according to rules and procedurd®BC3840]
in all other cases;

- 8. MAY include the User-Agent header in the SIP REER request to indicate the OMA PoC release waref
the PoC Client as specified in subclause E.Rdléase version in User-agent and Server hedders

- 9. SHALL include the expiration value set to 0 adiog to rules and procedures of [RFC3261], if thser
Equipment also needs to de-register from the SI€dre; and,

- 10. SHALL send the SIP REGISTER request towardsStRélP Core according to rules and procedurelef t
SIP/IP Core.

NOTE 1: In case several enabler clients are regidtEom the same UE, the UAC needs to ensurdttbaty
deregisters the PoC Client and maintains all atiabler clients in the registered state unlest/#ez intends
those other clients also to be de-registered. €agmt complete de-registration of all registerealbber clients
the SIP REGISTER request does not include an Expieader set to 0 but is a refresh registratiohowit the
relevant PoC enabler feature tags (e.g +g.pocuakp

The PoC Client SHALL send NAT keep-alive messagespecified in [sip-outbound] when the PoC Clisnbéhind
Network Address Translators (NAT) if NAT traversakupported by the PoC Client if the PoC Cliergdeeto continue to
receive Group Advertisement messages or if UE PofBnctionality is supported by the UE and the Réger needs the
UE to continue to act as a UE PoC Box.

NOTE 2: Periodic application level re-registratisnnitiated by the PoC Client to refresh an erigtiegistration based
on the re-registration requirements of the SIP/tiPeC

When NAT traversal is supported by the PoC Cliemt @hen the PoC Client is behind NAT registratislone according
to the procedures in this subclause and accordinglés and procedures of [sip-outbound] if the FXi€nt needs to
continue to receive Group Advertisement messagddJit PoC Box functionality is supported by the WEthe PoC User
needs the UE to continue to act as a UE PoC Box.

When the SIP/IP Core corresponds to 3GPP/3GPP2eI®oC Client SHALL use 3GPP/3GPP2 IMS registratio
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claafions given in
this subclause.

6.1.2 PoC Service Settings procedure

To set, update, remove or refresh the PoC Senétt§s, the PoC Client:

- 1. SHALL generate a SIP PUBLISH request accordingites and procedures of [RFC3903] and [RFC4354];
- 2. SHALL set the Request-URI of the SIP PUBLISHuest to the PoC Address of the PoC User;
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3. SHALL include the PoC Address of the PoC UsethasAuthenticated Originator's PoC Address asipédn
subclause 5.2Authenticated Originator's PoC Addréss

- 4. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.talkburst' along with 'fegj@and
‘explicit’ parameters according to rules and pracesl of [RFC3841];

- 5. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Client asiipddn
subclause E.4.1Release version in User-agent and Server hedders

- 6. SHALL set the Event header to the value 'potirgt’;

- 7. MAY set PoC Service Settings expiration timeEkpires header, if set, SHALL set according t@suknd
procedures of [RFC3903], in the same range asetistration timer recommended by SIP/IP Core;

NOTE 1: Expiration timer value 0 means removalhaf PoC Service Settings.

- 8. SHALL include the PoC Service Settings as folpifisetting or updating the PoC Service Setting:
a) Answer Mode Indication setting (auto-answer anmal-answer);
b) Incoming PoC Session Barring setting (ISB activéSB not active);
¢) Incoming Instant Personal Alert Barring sett{iB active or IAB not active); and,
d) Simultaneous PoC Sessions Support setting (B8& @r SSS not active).
- 9. MAY include the following optional PoC Servicet8ngs, if setting or updating the PoC ServicdiSgt
a) Invited Parties Identity Information Mode settiftrue’ or 'false’);
b) Included Media Content in a Request Supporirgg(ttrue’ or 'false’);
¢) Referenced Media Content in a Request Supptimg€'true’ or ‘false’);
d) Text Content in a Request Support setting (‘Dudalse");
e) PoC Box use setting (‘'unwilling' or 'uncondiatiror ‘conditional’); and,
f) Privacy setting (‘none’ or 'id").
- 10. SHALL include an Instance Identifier URN in baadded Contact header as specified in subcladge'BoC
Session associatitn

- 11. SHOULD include a Resource-Priority header adiogrto rules and procedures of [RFC4412], if to€Rlient
subscribes to the 'Official Government Use' QoHikrdf included, the value of the Resource-Ptipheader
SHALL be equal to the level of priority assignedhe PoC User according to their subscription pesified in
subclause 5.8Q0E Profile$; and,

- 12. SHALL send the SIP PUBLISH request accordingutes and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SUBHSH request the PoC Client MAY indicate to the@®PUser the
successful communication of the PoC Service Settioghe PoC Server.

NOTE 2: If a SIP 500 "Server Internal Error" respemvith the warning text set to '131 Invalid URIRI}' as specified
in subclause 5.8Narning header'ls received as the response to the SIP PUBLISHesgan immediate
retransmission of the SIP PUBLISH request ortnsmission of the SIP PUBLISH request accortiing
the value of the Retry-After header field can gavdifferent result.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3 PoC Session initiation
6.1.3.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxts
referenced.

The PoC Client SHALL generate an initial SIP requesording to rules and procedures of [RFC326hg PoC Client:
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1. SHALL include an Accept-Contact header with BeC feature tag '+g.poc.talkburst' along with 'mregjand
‘explicit' parameters according to rules and pracesl of [RFC3841] in all initial SIP requests;

2. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Client asifipddn
subclause E.4.1Release version in User-agent and Server hedders

3. SHALL include the PoC feature tag '+g.poc.talistiun the Contact header;

4. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header if the FDCFO Proceed feasure
supported;

5. SHALL include the PoC feature tag '+g.poc.disareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@gssi

6. SHOULD include an Allow header with the SIP nmoeth supported in this SIP dialog according to raled
procedures of [RFC3261];

7. SHALL include the PoC Address of the PoC UsehasAuthenticated Originator's PoC Address asipédn
subclause 5.2Authenticated Originator's PoC Addréss

8. MAY include a Nick Name in the Authenticated @miator's PoC Address and, if included, the Nicloidéa
SHALL be included as specified in subclause BNEK Namé.

The PoC Client SHALL generate an initial SIP INVIT&guest according to rules and procedures of [RBC3 The PoC

Client:

1. SHALL include the option tag 'timer' in the Sopged header;

2. SHOULD include the Session-Expires header adgegit rules and procedures of [RFC402&eherating an
Initial Session Refresh Requedt'is RECOMMENDED that the refresher parameter istieah. If included, the
refresher parameter SHALL be set to 'uac’;

3. SHALL include an Accept-Language header to iagtiche language to be used by the PoC Servendor t
warning texts sent to the PoC Client if the Po@@liwishes to get the warning texts in a languafjerdnt than
default;

NOTE 2: The use of the option tag 'preconditioa'specified in [RFC3312], and the option tag '100as specified in

[RFC3262], is not defined for POC-1 reference point

4. SHOULD include a Resource-Priority header adoartb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile #mel PoC User requests that QoE Profile. If includled value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profiles;

5. MAY include media content in one or more MIMEdies as specified in [RFC2046] with a total sizaado or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media
content, the PoC Client

NOTE 3: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"

is provisioned and set to zero a MIME body with adih Type specified in [RFC2046] can not be inctlide

a) SHALL include a Content-Disposition header asc#fed in [RFC2046] with disposition type set to

"render", "attachment”, "icon" or "alert" dependioig the purpose of the Included Media Content aitidl w
"handling” parameter set to "handling=optional".

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as andcepresentation

of the Inviting PoC User. The value "alert” indiesithat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when reagithe
invitation to the PoC Session.

6. MAY include text content in Subject header i SNVITE request as specified in [RFC3261] wittotat size
equal to or less than the maximum size indicatétNELUDED-TEXT-CONTENT-SIZE"; and,

NOTES: If "INCLUDED-TEXT-CONTENT-SIZE" is not progioned or if "INCLUDED-TEXT-CONTENT-SIZE" is

provisioned and set to zero text content as spekifi [RFC3261] can not be included.
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- 7. MAY include reference to media content in therinfo header or in the Call-Info header or biotlSIP
INVITE request according to rules and procedurdRRC3261].

NOTE 6: Included Media Content is not applicablaew establishing a Pre-established Session adisdénisubclause
6.1.3.2.1 PoC Client initiates a Pre-established Ses%ionwhen joining to a Chat PoC Group Session as
specified in subclause 6.1.3.3RdC Client initiates a Pre-arranged PoC Group Sessir joins a Chat PoC
Group Sessidh

On receipt of a SIP final response or SIP provigioasponse to the SIP request, the PoC Client:

- 1. SHALL cache the list of SIP methods that the F@@ver supports if received in the Allow header;
- 2. SHALL cache the contact if received in the Cohteeader; and,
- 3. MAY present the warning text received in a Wagnheader to the PoC User, if a Warning headexcisived.

On receipt of the SIP 200 "OK" response to thedah&IP INVITE request the PoC Client:

- 1. SHALL start the SIP Session timer using the @akceived in the Session-Expires header accotdinges and
procedures of [RFC4028]Ptocessing a 2xx Response"

- 2. SHALL use the accepted Media Stream and theeztiad Media-floor Control Entities until the PoGsSien is
modified or released;

- 3. MAY present the warning text received in a Wagnheader to the PoC User, if a Warning headexcisived,;
and,

NOTE 7: The PoC Client can perform any furtheraudiassociated with the SIP/IP Core and Access dtktautside
the scope of this Specification in accordance Withrequested priority procedures of the invitatibthe PoC
Client included a Resource-Priority header.

- 4. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4Jser
Plane Adaptatioty of the achieved QoE Profile, if a QoE Profilesneegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghemmeters provisioned to the PoC Client, as §pdadn
subclause 5.8Q0E Profiles"

When NAT traversal is supported by the PoC Cliertt when the PoC Client is behind NAT generatiosiéf requests is
done as specified in this subclause and as spe:aifigsip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2té¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.

6.1.3.1a SDP offer generation

For a PoC Session one or more Media Types MAY bered. The offered Media Streams MAY be of PoC $heAudio,
Video and Discrete Media. Media Streams for a Pe€s®n are offered with an SDP body, each indep#ridedia Stream
of offered Media Type represented by its own méee! section also known as m-line. One PoC SeddiaN include one
or more Media-floor Control Entities.

When generating an SDP offer for the PoC Sessigoimethe PoC Client SHALL compose the SDP offgiiracase of PoC
Session initiation.

NOTE 1: The PoC Client can determine the Media $yperently used in the PoC Session as specifiedhclause
6.1.10 'PoC Client subscription to the conference statenepackagé or the PoC Client can use the same or
subset of the Media Types negotiated in the previdaC Session invitation.

When the PoC Client generates the SDP offer foStReSession refresh using SIP re-INVITE requéstRoC Client
SHALL offer the currently used Media Streams wied Media Parameters according to rules and proegaif
[RFC3264].
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When the PoC Client establishes a Pre-establisbesi@, the PoC Client SHALL compose the SDP afein case of PoC
Session initiation. In the SDP offer, the PoC QligiY include one or more Media Types and one orendedia-floor
Control Entities.

When the PoC Client requests User Plane adaptatierRoC Client SHALL offer the used Media Streamth modified
Media Parameters according to rules and proceadi{&C3264].

When the PoC Client generates SDP offer for planieglia off hold or placing media on hold, the Pd@@ SHALL offer
the used Media Stream with used Media Parametemsding to rules and procedures of [RFC3264].

When the PoC Client offers to add new Media Typth&oPoC Session or to connect to a Media TypkéarPobC Session,
the PoC Client SHALL offer the Media Type accordingules and procedures of [RFC3264].

NOTE 2: The PoC Client is not necessarily autharieadd a Media Type to the existing PoC Session

When the PoC Client offers to disconnect from a féd/pe in the PoC Session, the PoC Client SHALltkithe Media
Stream as rejected according to rules and procedi{®FC3264].

The PoC Client MAY offer to add a new MediaTypectmnect to a Media Type and to disconnect fromealill Stream in
the PoC Session in the same SIP request.

When composing an SDP offer according to rulespandedures of [RFC3264] and [RFC4566] the PoC Elien

- 1. SHALL set the IP address of the PoC Client fimteoffered Media Stream and for each offered Méda
Control Entity;

NOTE 3: If the PoC Client is behind NAT the IP aglsl and port can be a different IP address andtgorithe one of
the PoC Client depending on NAT traversal methastiusy SIP/IP Core.

- 2. SHALL include the media-level section for eaftered Media Stream consisting of:
a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$
b) the codec(s) and Media Parameters;

NOTE 4: The Media Parameters of the Discrete Madiespecified in [OMA-PoC-IM].

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity, except when onlg® Speech with Talk Burst Control Protocol as fipetin
[OMA-POC-1-UP] is offered;
- d) the "i=" field set to "speech" as specified ibslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered.

NOTE 5: PoC Speech Media exists at most once s offer.

e) the IP address of the PoC Client and port nuridbbe used for RTCP at the PoC Client selectegpasified
in [OMA-PoC-UP] 'Port number$ according to rules and procedures of [RFC36@5he Media Stream uses
the RTCP protocol and other than the default IRresidor port number specified by the [RFC35509 ise
used; and,

f) under the media level definition of MSRP, addagaccept-types:" SDP attribute any combinatioa of
MIME Type "application/vnd.oma.poc.final-report+Xmlapplication/vnd.oma.poc.detailed-progress-
report+xml”, and "application/vnd.oma.poc.optimizebgress-report+xml" if either Discrete Media Tséer
Final Report, detailed Discrete Media Transfer Resg Report and optimized Discrete Media Transfer
Progress Report respectively, is indicated to Ippsred.

NOTE 6: Includes an "a=sendonly" attribute for adilaecomponent if the Media Stream is placed on lasldpecified in
6.1.4.2 'PoC Client placing media on haold

- 3. SHALL include the media-level section of eacfedd Media-floor Control Entity, if any Media-flo€ontrol
Entity is offered, consisting of:
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a) the format list field for the Media-floor Contientity set to "TBCP";
b) the port number for Media-floor Control Entityiected as specified in [OMA-PoC-UR}drt number$

c¢) the "a=floorid:0 mstrm" attribute with valuefgferencing the Media Stream as specified in [RRE3}5
intended to be connected to the Media-floor Cortirtity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPbidered; and.

d) optionally TBCP MIME parameters as specifieti "SDP Extensioris TBCP MIME parameter
"multimedia=1" is included, unless only PoC Spewith Talk Burst Control Protocol is offered;

- 4. SHOULD include a QoE Profile attribute as sgediin subclause E.3.ZQbE Profilé' with the following value,
if QOE Profiles are provisioned to the PoC Client:

a) the value of the Local QoE Profile correspondimthe QoS achieved by the PoC Client for the Be€sion
if the SDP offer is used in the modification of @PSession.

b) the QoE Profile requested by the PoC User irrathse.
When composing an SDP offer, the PoC Client:

- 1. SHALL bind the media-level section that idem#iPoC Speech to Media-floor Control Entity, if P8@eech is
offered,;

- 2. SHALL bind the media-level section that idemtfiVideo to Media-floor Control Entity, if Video ddfered;

- 3. SHALL bind the media-level section that idemt#iAudio to Media-floor Control Entity, if Audio sffered; and,

- 4. SHALL bind the media-level section that idem#iDiscrete Media to Media-floor Control Entity[Ofscrete
Media is offered and bound to the Media-floor CohEntity.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2 Using Pre-established Session

6.1.3.2.1 PoC Client initiates a Pre-established Se ssion

When the PoC Client initiates a Pre-establishedi8ethe PoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General”;

- 2. SHALL set the Request-URI of the SIP INVITE reguto the Conference-factory-URI for the PoC seri the
Home PoC Network of the PoC User;

3. SHALL include a MIME SDP body as an SDP offespscified in subclause 6.1.3"12DP offer generation”

4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]riifazy is
requested to be used in the automatically answeretdnated PoC Sessions;

NOTE 1: The included 'id' value is not valid for @mgoing SIP REFER request when initiating a Pe€s®n.

- 5. SHALL include the PoC Dispatcher feature tagpeg.dispatcher' in the Contact header, if the Bapatcher
capability is supported by the PoC Client and &nabled by the PoC User; and,

- 6. SHALL send the SIP INVITE request towards th€Berver according to rules and procedures of tRAFS
Core.
Upon receiving a SIP 200 "OK" response to the SIRITE request the PoC Client:

- 1. SHALL cache the conference URI that identifies Pre-established Session received in the Coméacter;
- 2. SHALL cache the presence of the PoC Dispatadwufe tag '+g.poc.dispatcher’ in the Contact heaated,

NOTE 2: The presence of the PoC Dispatcher feafgrérg.poc.dispatcher' in the Contact headerei 200 "OK"
response acknowledges to the PoC Client that teeeH®oC Server also supports Dispatch PoC Sessions.
Therefore, the PoC Dispatcher bits contained inAtthditional Indications field of the Connect message
valid.

- 3. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at Pre-established
Session initializatioh
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When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

6.1.3.2.2 PoC Client initiates an Ad-hoc PoC Group  Session and 1-1 PoC Session

Upon receiving a request from a PoC User to estalaln Ad-hoc PoC Group Session or a 1-1 PoC Segdioin a Pre-
established Session the PoC Client:

1. SHALL generate a SIP REFER request accordimgles and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER rstjtthe conference URI that identifies the Pradaished
Session;

3. SHALL include the PoC feature tag '+g.poc.disareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

4. SHALL in case of a 1-1 PoC Session either seRéfer-To header of the SIP REFER request to dlAddress
of the Invited PoC User according to rules and pdoces of [RFC3515] and continue with the followstgps; or
continue in the step 5;

a) MAY in case of a 1-1 PoC Session and if the Rd@ress is included in the Refer-To header (asifipec
in the step 3 above) include a URI Usage Type arameter according to subclause E.BJRI'Usage Type
uri-parametef; and,

b) skip the step 4.

5. SHALL modify the SIP REFER request accordinguies and procedures of [draft-multiple-refer] witie
following clarifications:

a) include in the Refer-To header of the SIP REF&RIest a URL identifying the body part containiihg
MIME resource-lists body with the Invited PoC Users

b) include a MIME resource-lists body accordingutes and procedures of [draft-multiple-refer] witte list
of the Invited PoC Users and invited Pre-arranged Broups.
The PoC Client MAY, for each URI in the list,

i. set the "copyControl" attribute to 'to', and $&t "anonymize" attribute to 'true’ if the URIrexjuested to
be anonymous and not to be presented to InvitedW®Es, according to rules and procedures of [draft
URI-list-capacity]; and,
ii. include a URI Usage Type uri-parameter accaydmsubclause E.5.4JRI Usage Type uri-parameter
and,
c¢) include option tag 'multiple-refer' to the Reguneader.
6. SHALL include the following according to rulesdaprocedures of [RFC4488], when more than one Be& is
invited:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.
7. MAY include the following according to rules aptbcedures of [RFC4488], when only one PoC Uskwised:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.

8. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

9. SHALL include in the Refer-To URI a Priv-Answitede header with the value 'Auto’ according toswad
procedures of [draft-answermode], in case the Pe€r bias requested manual answer override;

10. SHALL include in the Refer-To URI an Answer-Mobeader with the value 'Manual;Require' accortting
rules and procedures of [draft-answermode], in tasé&oC User has requested that Manual Answer Mede
required at the Invited PoC Client;

11. SHALL include in the Refer-To URI a Reject-Cacttheader with the feature tags 'sip.automata‘'sgmactor'
with the value of 'msg-taker' along with ‘requaet 'explicit' and another Reject-Contact headefehture tags
'sip.automata’ and 'sip.actor' with the value ohfgpal' and 'sip.description’ with the value "gecording device"
along with 'require’ and 'explicit’, if the PoC &ilit doesn't want to be routed to a PoC Box;
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- 12. SHALL include in the Refer-To URI an Accept-Gact header the feature tags 'sip.automata’ gndcsor' with
the value of 'msg-taker' along with ‘require' angblicit' and another Accept-Contact header theufeaags
'sip.automata’ and 'sip.actor’ with the value ohfgpal' and 'sip.description’ with the value "gecording device"
along with 'require’ and 'explicit', if the PoC Wssplicitly requests that only a PoC Box is toguicthe invitation;

- 13. SHOULD include a Resource-Priority header adiogrto rules and procedures of [RFC4412], if treEQ
Profile assigned to the Pre-established Sessi@ffisial Government Use' QoE Profile. If includdtie value of
the Resource-Priority header SHALL be equal tdé¢iel of priority assigned to the PoC User, as #igekin
subclause 5.8Q0E Profiles’ the Resource-Priority header is included as déreaf the SIP REFER request as

well as a Refer-to uri parameter;

NOTE 1: When using Pre-established Sessions, QofiPassigned to the Pre-established Sessioreisame than the
Local QoE Profile assigned to the PoC User forestablished PoC Session.

- 14. MAY include media content in one or more MIMé&dies as specified in [RFC2046] with a total sigaa to or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media

content, the PoC Client

NOTE 2: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero, a MIME body withledia Type specified in [RFC2046] can not be ineldid

a) SHALL include a Content-Disposition header asci#fed in [RFC2046] with disposition type set to
"render"”, "attachment", "icon" or "alert" dependioig the purpose of the Included Media Content aitidl w

"handling" parameter set to "handling=optional".

NOTE 3: The disposition type "icon" indicates ttia body part contains an image suitable as arndecepresentation
of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when reagithe
invitation to the PoC Session.

- 15. MAY include text content in Subject headertia URI of the Refer-To header according to rules @nocedures
of [RFC3261] with a total size equal to or lessithlze maximum size indicated in "INCLUDED-TEXT-

CONTENT-SIZE",

NOTE 4: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as spekifi [RFC3261] can not be included.

- 16. MAY include a reference to media content inAthert-Info header or in the Call-Info header ot the URI
of the Refer-To header according to rules andgaores in [RFC3261]; and,

- 17. SHALL send the SIP REFER request towards th $erver within the SIP dialog of the Pre-estalkelish
Session according to rules and procedures of tRAFSCore.

NOTE 5: If PoC User wants to cancel the PoC Sesdsitiation, the PoC Client can send SIP BYE redaesl release
the Pre-established Session as specified in sukud.3.2.4PoC Client releases a Pre-established Ses$sion
and re-establish the Pre-established Session aedisgén 6.1.3.2.1 PoC Client initiates a Pre-established

Sessioh

Upon receiving a SIP 2xx final response to the BHFER request the PoC Client SHALL interact wittetJBlane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session initializatio

Upon receiving an incoming SIP NOTIFY request flgitart of the same dialog as the previously sAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules pnottedures of [RFC3515] and [RFC3265];
- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body; and,

NOTE 6: The PoC Server does not send any SIP NOTég¥est in case the value ‘false’ was includebddarRefer-Sub
header of the SIP REFER request.
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- 3. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4Jser
Plane Adaptatiohof the achieved QoE Profile if a QoE Profile wegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghemeters provisioned to the PoC Client, as pddn
subclause 5.8Q0E Profiles.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifidbclause 6.1.10
"PoC Client subscription to the conference statsmepackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2.3 PoC Client initiates a Pre-arranged PoC G  roup Session or joins a Chat PoC
Group Session

Upon receiving a request from a PoC User to estalaliPre-arranged or Chat PoC Group Session viiteiRre-established
Session the PoC Client:

- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request URI of the SIP REFER rstjteethe conference URI that identifies the Preddished
Session;

- 3. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

- 4. SHALL set the Refer-To header of the SIP REFE&fuest to the URI of the Pre-arranged PoC Grouphet
PoC Group according to rules and procedures of B86] and include Session Type uri-parameter
"session=prearranged" or "session=chat", respdgt@gespecified in E.5.1Session Type uri-parameter

- 5. SHALL, if the PoC Dispatcher capability is supjed and if the PoC User requested to initiate spBiich PoC
Session as PoC Dispatcher, proceed as specifthiiause 6.1.3.2.3.Dispatch PoC Session initiation as PoC
Dispatchet before continuing with the rest of the steps;

- 6. MAY include the following according to rules aptbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require heaudwl,
b) the value 'false' in the Refer-Sub header.

- 7. SHALL include in the Refer-To URI a Priv-Answigtede header with the value 'Auto’ according toswdaed
procedures of [draft-answermode], in case the Pe€r blas requested manual answer override;

- 8. SHALL include in the Refer-To URI an Answer-Moldeader with the value 'Manual;Require’ accordingites
and procedures of [draft-answermode], in case & Bser has requested that Manual Answer Modedéresl at
the Invited PoC Client;

- 9. SHALL include in the Refer-To URI a Reject-Carttheader with the feature tags 'sip.automata’sipgctor’
with the value of 'msg-taker' along with ‘'requaet! 'explicit' and in another Reject-Contact hedldefeature tags
'sip.automata’ and 'sip.actor' with the value ohfgpal' and 'sip.description’ with the value "gecording device"
along with 'require’ and 'explicit’ if the PoC Qitadoesn't want to be routed to a PoC Box;

- 10. SHALL include in the Refer-To URI in an Accepontact header the feature tags 'sip.automatadsgmdctor’
with the value of 'msg-taker' along with ‘'requaet 'explicit' and in another Accept-Contact hedlderfeature tags
'sip.automata’ and 'sip.actor’ with the value oh{ppal’ and 'sip.description’ with the value "pecording device"
along with 'require’ and 'explicit' if the PoC Usaplicitly requests that only a PoC Box is to gutdbe invitation;

- 11. SHALL include value 'id' in the Privacy headecording to rules and procedures of [RFC332%ndnymity is
requested;

- 12. SHOULD include a Resource-Priority header atdiogrto rules and procedures of [RFC4412], if treEQ
Profile assigned to the Pre-established Sessi@ffisial Government Use' QoE Profile. If includdatie value of
the Resource-Priority header SHALL be equal tdé¢iel of priority assigned to the PoC User, as #igekin
subclause 5.8Q0E Profile$; the Resource-Priority header is included asadbeof the SIP REFER request as
well as a Refer-to URI parameter;

- 13. MAY include media content in one or more MIMé&dies as specified in [RFC2046] with a total sigaa to or
less than the maximum size indicated in "INCLUDEEMA-CONTENT-SIZE". For each included media
content, the PoC Client:
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NOTE 1: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero, a MIME body withledia Type specified in [RFC2046] can not be ineldid

a) SHALL include a Content-Disposition header ascfffed in [RFC2046] set to "render”, "attachment"
"icon" or "alert depending on the purpose of theldded Media Content and with "handling” parametsr
to "handling=optional".

NOTE 2: The disposition type "icon" indicates ttia body part contains an image suitable as ardecepresentation
of the Inviting PoC User. The value "alert” indiesithat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCn€liean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

- 14. MAY include text content in Subject headerhia URI of the Refer-To header according to rules @iocedures
of [RFC3261] with a total size equal to or lessithlze maximum size indicated in "INCLUDED-TEXT-
CONTENT-SIZE";

NOTE 3: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as spekifi [RFC3261] can not be included.

- 15. MAY include a reference to media content inAlhert-Info header or in the Call-Info header othban the URI
of the Refer-To header according to rules and phoes of [RFC3261]; and,

NOTE 4: Included Media Content is not applicabléew establishing a Chat PoC Group Session.

- 16. SHALL send the SIP REFER request towards th& $erver within the SIP dialog of the Pre-estalkelish
Session according to rules and procedures of tRAFSCore.

Upon receiving a SIP 2xx final response to the BHFER request the PoC Client SHALL interact with Wser Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session initializatio

NOTE 5: If PoC User wants to cancel the PoC Sesdsitiation, the PoC Client can send SIP BYE redqaesl release
the Pre-established Session as specified in sudkd.3.2.4PoC Client releases a Pre-established Session
and re-establish the Pre-established Session aiegén 6.1.3.2.1 PoC Client initiates a Pre-established
Sessioh

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously s€AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules prnodtedures of [RFC3515] and [RFC3265];
- 2. MAY display information to the PoC User basedtoaminformation in the SIP NOTIFY body; and,

- 3. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4Jser
Plane Adaptatiohof the achieved QoE Profile if a QoE Profile wegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as §pdadn
subclause 5.8Q0E Profiles"

In addition to this, the PoC Client MAY subscrilzethe conference state event package as specifdbiclause 6.1.10
"PoC Client subscription to the conference statenéypackage"

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.PS0013.4] with the clarifications givin this subclause.

6.1.3.2.3.1. Dispatch PoC Session initiation as PoC Dispatcher

If the PoC Dispatcher capability is supported amgmthe following procedures are required in otdestablish a Dispatch
PoC Session as PoC Dispatcher, as specified idaaigec6.1.3.2.3PoC Client initiates a Pre-arranged PoC Group Sessi
or joins a Chat PoC Group Sessiothe PoC Client:

- 1. SHALL, in case the PoC User has requested aJ#&sSion with the entire Dispatch PoC Group, addikpatch
Type uri-parameter "dispatch=entire-group" to tlegeR To URI, as specified in E.5.Dispatch Type uri-
parametet;
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- 2. SHALL, in case the PoC User has requested aS#&sSion with a subset of the Dispatch PoC Group:
a) add the Dispatch Type uri-parameter "dispatchxpoup" to the Refer-To URI as specified in E.5.2
"Dispatch Type uri-parametér
b) include a Content-Type header with the valugliaption/resource-lists+xml" or with value
"multipart/mixed" as specified in [RFC2046]; and,

¢) include a MIME resource-lists body with the liétthe Invited PoC Users.

NOTE: The syntax of the Refer-To header is suchtttmHome PoC Server places the MIME URI-list itite body
of the SIP INVITE request, targeting the DispatdCRGroup, that results from the SIP REFER request.

- 3. SHALL include the PoC Dispatcher feature tagpeg.dispatcher' in the Contact header of the HPER
request.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2BGPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.2.4 PoC Client releases a Pre-established Ses sion

When a PoC Client needs to release a Pre-estath|ssion as created in subclause 6.1.32Q'Client initiates a Pre-
established Sessitrthe PoC Client:

- 1. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at Pre-established
Session releasg”

- 3. SHALL set the Request-URI of the SIP BYE requeghe conference URI that identifies the Pretdisthed
Session;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if theeQofile
assigned to the Pre-established Session is 'Ofi@aernment Use 'QoE Profile. If included, theueabf the
Resource-Priority header SHALL be equal to thelle¥griority assigned to the PoC User, as spetifiesubclause
5.8 "QoE Profiles; and,

- 6. SHALL send the SIP BYE request towards the Pee3 within the SIP dialog of the Pre-establisBedsion
according to rules and procedures of the SIP/IReCor

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.3.3 Establishment of an On-demand Session

6.1.3.3.1 PoC Client initiates an Ad-hoc PoC Group  Session and 1-1 PoC Session

Upon receiving a request from a PoC User to estalaln Ad-hoc PoC Group Session or a 1-1 PoC SetgsdPoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3'General’

- 2. SHALL set the Request-URI of the SIP INVITE regtito the Conference-factory-URI for the PoC seri the
Home PoC Network of the PoC User;

- 3. SHALL insert in the SIP INVITE request a Contdiype header with multipart/mixed as specifiedR{2046];

- 4. SHALL include in the SIP INVITE request a MIMBDB body as an SDP offer as specified in subclaus8.éa
"SDP offer generation";

- 5. SHALL insert in the SIP INVITE request a MIMEsaurce-lists body with the PoC Address(es) of thetéd
PoC User(s) and PoC Group Identities of the invReetarranged PoC Group(s) according to rules amcedures
of [draft-URI-list];

- 6. SHALL, for each URI in the MIME resource-listedy, set the "copyControl" attribute to 'to', ard the
"anonymize" attribute to 'true’ if the URI is regted to be anonymous and not to be presented itedn?oC Users,
according to rules and procedures of [draft-URHigpacity];
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7. MAY, for each URI in the MIME resource-lists bgdnclude a URI Usage Type uri-parameter accortiing
subclause E.5.4URI Usage Type uri-parameter

7. SHALL include a Reject-Contact header with thatfire tags 'sip.automata’ and 'sip.actor' witlvéthee of 'msg-
taker' along with 'require’ and 'explicit' and imother Reject-Contact header the feature tagsiggmata’ and
'sip.actor' with the value of ‘principal’ and 'sigscription’ with the value "poc recording devieé&®ng with 'require’
and 'explicit' if the PoC Client doesn't want torbaeted to a PoC Box;

9. SHALL include in an Accept-Contact header thegdiee tags 'sip.automata’ and 'sip.actor’ withvélee of ‘msg-
taker' along with ‘require’ and 'explicit' and imother Accept-Contact header the feature tagsidipmata’ and
'sip.actor' with the value of ‘principal’ and 'sigscription’ with the value "poc recording devieé&®ng with ‘require’
and 'explicit' if the PoC User explicitly requetiat only a PoC Box is to accept the invitation;

10. SHALL include in the SIP INVITE request a PAnswer-Mode header with the value 'Auto’ accordmgules
and procedures of [draft-answermode], in case t& Bser has requested manual answer override;

11. SHALL include in the SIP INVITE request an Arawode header with the value 'Manual;Require' eticg
to rules and procedures of [draft-answermode]agedhe PoC User has requested that Manual Answee Ide
required at the Invited PoC Client;

12. SHALL include value 'id" in the Privacy headecording to rules and procedures of [RFC332&ndnymity is
requested; and,

13. SHALL send the SIP INVITE request towards tl€FServer according to rules and procedures o5tREP
Core.

On receiving a SIP 180 "Ringing" response to tHe IBIVITE request the PoC Client:

1. SHALL cache the list of supported SIP methodsgdkived in the Allow header;
2. SHALL cache the PoC Session Identity if receiwvethe Contact header; and,
3. MAY indicate the progress of the PoC Sessioaldishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIPIMNB/request the PoC Client:

1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
2. SHALL cache the PoC Session Identity if receiwvethe Contact header;
3. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Bi@sintrol
Scheme;
4. SHALL notify the PoC User that the PoC Sessias heen established with a PoC Box if the Conteatér
contains the feature tags 'sip.automata’; andreithe
a) the feature tag 'sip.actor' with the value ‘rtedger’; or,
b) the feature tag 'sip.actor' with the value ‘pifial’ and the feature tag 'sip.description’ whk value "poc
recording device";

5. MAY notify the PoC User that the PoC Sessionlieen established with a UE PoC Box if the Corttaeider
contains the feature tags 'sip.actor' with the e/gduincipal' and 'sip.description’ with the valpec recording
device" along with the feature tag 'sip.automata’;

6. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
initialization"; and,

7. MAY notify the answer state to the PoC User. (ilunconfirmed" or "Confirmed") if received in tieAnswer-
State header in the response.

NOTE: According to [draft-URI-list] the received @00OK" means that the conference was created ssitdlys that

the client that generated the SIP INVITE request the conference, and that the server underdtutRI-
list. If the client wishes to obtain informationaft the status of other users in the conferengsds general
conference mechanisms, such as the conferenceestatepackage.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifdbclause 6.1.10
"PoC Client subscription to the conference stateepackagé
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When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

6.1.3.3.2 PoC Client initiates a Pre-arranged PoC G roup Session or joins a Chat PoC
Group Session

Upon receiving a request from a PoC User to estalaliPoC Group Session using a PoC Group |deittégtifying a Pre-
arranged PoC Group or a Chat PoC Group the Po@tClie

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General’

- 2. SHALL set the Request-URI of the SIP INVITE reguto the PoC Group Identity identifying the Pofop;

- 3. SHALL include a Reject-Contact header with teatfire tags 'sip.automata’ and 'sip.actor’ witlvéiheée of 'msg-
taker' along with 'require’ and 'explicit' and imother Reject-Contact header the feature tagsitggmata’ and
'sip.actor’ with the value of 'principal’ and 'sigscription’ with the value "poc recording devie@&ng with ‘require’
and 'explicit' if the PoC Client doesn't want torbated to a PoC Box;

- 4. SHALL include in an Accept-Contact header thetdiee tags 'sip.automata’ and 'sip.actor' withvélee of 'msg-
taker' along with ‘require’ and 'explicit' and imother Accept-Contact header the feature tagaidipmata’ and
'sip.actor’ with the value of ‘principal’ and 'sigscription’ with the value "poc recording devie@&ng with ‘require’
and ‘explicit' if the PoC User explicitly requetiat only a PoC Box is to accept the invitation;

- 5. MAY include in the Request-URI Session Typeparameter "session=prearranged" or "session=chat"
respectively as specified in E.5.3€ssion Type uri-parameter

NOTE 1: The inclusion of the Session Type uri-pagtamin the Request-URI in case of the On-demasdi®es is not
mandatory, as it is not needed by the PoC Servdufther processing by the Controlling PoC Functilm
case the Session Type uri-parameter is includedCtntrolling PoC Function checks whether it is set
correctly.

- 6. SHALL include in the SIP INVITE request a MIMBDB body as an SDP offer as specified in subclaus8.éa
"SDP offer generation";

- 7.SHALL include in the SIP INVITE request a Priviéwer-Mode header with the value 'Auto’ accordmgutes
and procedures of [draft-answermode], in case tt& Pser has requested manual answer override;

NOTE 2: The PoC Server performing the ControllirCH-unction will ignore the manual answer overiitt#ication in
case the PoC Group Identity identifies a Chat PoQu.

- 8. SHALL include in the SIP INVITE request an Answéode header with the value 'Manual;Require' adicmy to
rules and procedures of [draft-answermode], in tasé&oC User has requested that Manual Answer Mede
required at the Invited PoC Client;

- 9. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP INVIfgguest
based on rules specified in the [OMA-PoC-Documengii¥] the PoC Session will not be allowed by the PoC
Server hosting the PoC Group.

- 10. SHALL, if PoC Dispatcher capability is suppartand if the PoC User requested to initiate a REpRoC
Session as PoC Dispatcher, proceed as speciftiiause 6.1.3.3.2.DIspatch PoC Session initiation as PoC
Dispatchet before continuing with the rest of the steps;,and

- 11. SHALL send the SIP INVITE request towards to€Server according to rules and procedures oStREP
Core.
On receiving a SIP 180 "Ringing" response to tHe IBIVITE request the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session Identity if receivethe Contact header;
- 3. MAY indicate the progress of the PoC Sessioabtishment to the Inviting PoC User; and,
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- 4. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, notify the presence azlde of the
Dispatch Type uri-parameter in the Contact header the Authenticated Originator's PoC Addresshte Inviting
PoC User.

On receiving a SIP 200 "OK" response to the SIPIINB/request, the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session ldentity receivetthénContact header;
- 3. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme;
- 4. SHALL notify the PoC User that the PoC Sessias Ibeen established with a PoC Box if the Conteatiér
contains the feature tag 'sip.automata’; and either
a) the feature tag 'sip.actor' with the value ‘rtedger’; or,
b) the feature tag 'sip.actor' with the value ‘pifial’ and the feature tag 'sip.description’ whk value "poc
recording device"

- 5. MAY notify the PoC User that the PoC Sessionlieen established with a UE PoC Box if the Corttaeider
contains the feature tag 'sip.actor' with the @aguwincipal' and 'sip.description’ with the val'pec recording
device" along with the feature tag 'sip.automata’;

- 6. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization";

- 7. MAY notify the answer state to the PoC User. (ilunconfirmed" or "Confirmed") if received in tHeAnswer-
State header in the response, and,

- 8. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, notify the presence azlde of the
Dispatch Type uri-parameter in the Contact header the Authenticated Originator's PoC Addresshte Inviting
PoC User.

In addition to this, the PoC Client MAY subscriloethe conference state event package as specifiadbclause 6.1.10
"PoC Client Subscription to the conference staenépackage”

When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

6.1.3.3.2.1. Dispatch PoC Session initiation as PoC Dispatcher

If the PoC Dispatcher capability is supported ameémthe following procedures are required in otdestablish a Dispatch
PoC Session as PoC Dispatcher, as specified idaaigec6.1.3.3.2PoC Client initiates a Pre-arranged PoC Group Sessi
or joins a Chat PoC Group Sessfarthe PoC Client:

- 1. SHALL include in the SIP INVITE request the PD&patcher feature tag '+g.poc.dispatcher' in thetart
header according to rules and procedures of [RF1384

- 2. SHALL, in case the PoC User has requested aJ#&sSion with the entire Dispatch PoC Group, incindae
Request-URI Dispatch Type uri-parameter "dispatatiree-group”; and,

- 3. SHALL, in case the PoC User has requested ag&sSion with a sub-set of the Dispatch PoC Group:
a) include in the Request-URI Dispatch Type urigoaeter "dispatch=sub-group";

b) insert in the SIP INVITE request a Content-Tygader with the value "multipart/mixed" as spedifie
[RFC2046]; and,

c) insert in the SIP INVITE request a MIME resoutists body with the PoC Address(es) of the InvikaC
User(s) according to rules and procedures of [dy&t-list].

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20080806-C Page 55 (642)

6.1.4 PoC Client PoC Session modification
6.1.4.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

The PoC Client SHALL generate either a SIP UPDA&&uest according to rules and procedures of [RFCJ3®1a SIP re-
INVITE request according to rules and procedurdR61C3261]. A SIP UPDATE request MAY be used offilshie PoC
Server has indicated support for the SIP UPDAT Ehiobt

NOTE 2: The use of the option tag 'preconditioa'specified in [RFC3312], and the option tag '100as specified in
[RFC3262], is not defined for the POC-1 referencimp

When NAT traversal is supported by the PoC Client @hen the PoC Client is behind NAT generatioSkbf requests is
done as specified in this subclause and as spekifisip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.4.2 PoC Client placing media on hold
This subclause describes the optional proceduedghib PoC Client SHALL use when placing a mediamponent on hold.

When the PoC Client sets a media component onthel®oC Client:

- 1. SHALL generate SIP UPDATE request or a SIP ré4lNE request as specified in subclause 6.1'@é&neral",

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified capabilities;

- 3. SHALL include an "a=sendonly" attribute in thBFSoffer for a media component which is placed olh

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profiles; and,

- 5. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Media on and off hold"and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receivegl BoC Client continues to use the previously aghdedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2théS0C Client SHALL use 3GPP/3GPP2 IMS sessiochiar@sms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4.3 PoC Client placing media off hold

This subclause describes the procedures that tGedRent SHALL use when re-activating a media comgrd that had been
on hold.

When the PoC Client activates a media componeat?tdC Client:
- 1. SHALL generate a SIP UPDATE request or a SIINKMITE request as specified in subclause 6.1'Gé&neral’,
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2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3SD&
offer generation'with the modified capabilities;

- 3. SHALL include an "a=sendrecv" attribute in tHeFSoffer for a media component which is activatgdiia;

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goioG Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profile$; and,

- 5. SHALL send the SIP request towards the PoC $acerding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rEli

- 1. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Media on and off hold"and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receiveel BoC Client continueS to use the previously aghkéedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMI0C Client SHALL use 3GPP/3GPP2 IMS sessiochian@sms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4.4 User Plane adaptation

This subclause describes the optional proceduetghib PoC Client SHALL use when initiating Useari®d adaptation
during an ongoing PoC Session.

When initiating User Plane adaptation the PoC @lien

- 1. SHALL generate a SIP UPDATE request or a SIINMITE request as specified in subclause 6.1'&é&neral",

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified Media Parameters;

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goio@ Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,ecHied in
subclause 5.8Q0E Profile$; and,

- 4. SHALL send the SIP request towards the PoC $ac@rding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL interact with the User Plane as specifief[OMA-PoC-UP]"User Plane adaptation“and,
- 2. SHALL start to use the Media Parameters receivede MIME SDP body.

NOTE: If a SIP 200 "OK" response is not receivegl BoC Client continues to use the previously agkdedia
Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.4.5 SIP Session refresh

Prior to the expiry of the SIP Session timer th€ 3ient:

- 1. SHALL generate either a SIP UPDATE request 8tRire-INVITE request as specified in subclaused611
"General". It is RECOMMENDED that SIP UPDATE request be usedead of a SIP re-INVITE request if
supported by PoC Client and PoC Server;

- 2. SHOULD include the Session-Expires header adgogitt rules and procedures of [RFC402&eherating
Subsequent Session Refresh Requdsis'/RECOMMENDED that the refresher parametesasto 'uac'.

- 3. SHALL include option tag 'timer' in the Suppatteeader;
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- 4. SHALL include in the SIP re-INVITE request a MBVEDP body as an SDP offer as specified in subelaus
6.1.3.1d'SDP offer generation'if SIP re-INVITE request is used,;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goioG Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profiles; and,

- 6. SHALL send the SIP request towards the PoC $ac@rding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rTli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation'if SIP re-INVITE
was used and there are changes in the SDP answ@miparison to the previously received SDP body.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢F0C Client SHALL use 3GPP/3GPP2 IMS Sessifrasie

mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.4.6 Adding and disconnecting from Media Stream

This subclause describes the procedures that tBeldRent uses when the PoC Client attempts to auelaMedia Stream to
an existing PoC Session, to connect to a MediaBtithat is used in the PoC Session to disconnatt & Media Stream
that is currently used by the PoC Client in the B&Ssion, to change the Media-floor Control Eriityding of an used
Media or combination of these.

NOTE 1: To avoid removing the Media Type from &k tParticipants the PoC Client authorized to rembeeMedia
Type can put the Media Stream on hold instead sifadinecting from the Media Stream.

When the PoC User requests to add a Media Strearnninect to a Media Stream or to disconnect frdvtedia Stream, the
PoC Client:

- 1. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311], if the PoC Client
supports the SIP UPDATE request and if

a) the PoC Server performing the Participating Pa@ction has indicated support for the SIP UPDATE
method;

b) the offered Media Streams and the offered Médiar- Control Entities are used in the PoC Sesbipthe
PoC Client; and,

c) the offered Media-floor Control Entity binding @ach Media Stream used and offered is the sameeak

and SHALL generate a SIP re-INVITE request accgrdarules and procedures of [RFC3261], if the SIP
UPDATE request is not generated;

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation;'

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User for the on-goioG Bession is 'Official Government Use'. If inclddéhe value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,@ecHied in
subclause 5.8Q0E Profiles;

- 4. SHALL interact with the User Plane as specifletMA-PoC-UP] "PoC Client procedures when disconnecting
from a Media Typeif removing a Media-floor Control Entity or if @mging the Media-floor Control Entity
bindings or if disconnecting from an existing Medligpe; and,

5. SHALL send the SIP request towards the PoC $acerding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if there is change in
Media Parameters, Media formats or codecs in tbeived SDP answer, compared to those previousbeagsDP;

- 2. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when disconnecting
from a Media Type'if there is a Media Stream, that is currentlyclsethe PoC Session, marked as rejected in the
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received SDP answer or if the current Media-floontol Entity binding of a Media used by the Po@61 and
accepted in the received SDP answer is not the aarirethe received SDP answer; and,

- 3. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if there is a Media Stream accepted in the rece®DP answer, that is not currently used by the
Participant in the PoC Session or if the currentidédloor Control Entity binding of a Media used the PoC
Client and accepted in the received SDP answestithe same as in the received SDP answer.

NOTE 2: The PoC Client keeps resources for prelyoagreed Media Stream, Media-floor Control Ensti®edia
Parameters and codecs until it receives a SIP @8U fesponse.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMIoC Client SHALL use 3GPP/3GPP2 IMS sessiochand@sms
according to rules and procedures of [SGPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.4.7 Enabling and disabling the Discrete Media T  ransfer Progress Report and the
Final Report

This subclause describes the procedures that tBe0Hent SHALL use when the PoC Client wishes tal#e or disable the
Discrete Media Transfer Final Report, detailed Bite Media Transfer Progress Report, optimized iletecMedia Transfer
Progress Report in the ongoing PoC Session, Pt Client supports these features.

When enabling or disabling the Discrete Media TianBinal Report, detailed Discrete Media Tran$feygress Report or
optimized Discrete Media Transfer Progress Reffdiie PoC Client supports these features, the @lxht:
- 1. SHALL generate a SIP UPDATE request or a SIINKMITE request as specified in subclause 6.1'Gé&neral’,

- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation'with the modified Media Parameters;

NOTE: The enabling of Discrete Media Transfer FiRaport, detailed Discrete Media Transfer ProgRessort or
optimized Discrete Media Transfer Progress RemorafDiscrete Media is indicated by including MINypes

"application/vnd.oma.poc.final-report+xml", "apm@iton/vnd.oma.poc.detailed-progress-report+xml" or
"application/vnd.oma.poc.optimized-progress-repamt into the "a=accept-types:" SDP attribute of th
Discrete Media.

- 3. SHOULD include a Resource-Priority header adoartb rules and procedures of [RFC4412], if thedldQoE
Profile assigned to the PoC User within the on-gdieC Session is 'Official Government Use'. If udgd, the
value of the Resource-Priority header SHALL be étmuéhe level assigned to the PoC User, as sjgekifi
subclause 5.8Q0E Profile$; and,

- 4. SHALL send the SIP request towards the PoC $ac@rding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rli

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation“and,
- 2. SHALL start to use the Media Parameters receiiveéde MIME SDP body.

If a SIP 200 "OK" response is not received the di€nt SHALL continue to use the previously agrééellia Parameters.

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢S0C Client SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

6.1.4.8 PoC Client modifies the Pre-established Ses sion

This subclause describes the procedures that tBeCHent uses when the PoC Client attempts to iydti# negotiated
Media Streams, codecs, Media formats or Media Petens) of the Pre-established Session without amteocPoC Session.

When the PoC User requests to modify the Pre-éstedol Session without associated PoC Sessiono@edient:
- 1. SHALL generate a SIP UPDATE request or a SIINMITE request as specified in subclause 6.1'&é&neral",
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- 2. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 6.1'3D&
offer generation;’

- 3. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User in the PoC Sess#balslished using the Pre-established Session;

NOTE 1: If PoC feature tag '+g.poc.discretemedis already included in the Contact header in tkeeeBtablished
Session and is no longer acceptable to the PoG theePoC Client generates a SIP re-INVITE request
without the PoC feature tag '+g.poc.discretemédliie Contact header.

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile &mel PoC User requests that QoE Profile. If includiee value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User,mecHied in
subclause 5.8Q0E Profiles;

- 5. SHALL interact with the User Plane as specifletMA-PoC-UP] "PoC Client procedures when disconnecting
from a Media Typeif removing a Media-floor Control Entity or if @mging the Media-floor Control Entity
bindings or if disconnecting from an existing Medlgpe; and,

- 6. SHALL send the SIP request towards the PoC $acerding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli
- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if there is change in
Media Parameters, Media formats or codecs in tbeived SDP answer, compared to those previousbeagsDP;

- 2. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when disconnecting
from a Media Type'if there is a Media Stream, that is currentlydisethe Pre-established Session, marked as
rejected in the received SDP answer or if the atifedia-floor Control Entity binding of a Mediar8am used by
the PoC Client and accepted in the received SDRexris not the same as in the received SDP ansndr;

- 3. SHALL interact with User Plane as specified@MA-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if there is a Media Stream accepted in the reckBDP answer, that is not currently used by the
Participant in the Pre-established Session oeifttirrent Media-floor Control Entity binding of agidia Stream
used by the PoC Client and accepted in the rec&e answer is not the same as in the receivede®BRrer.

NOTE 2: The PoC Client keeps resources for prelyoagreed Media Stream, Media-floor Control Enstidedia
Parameters and codecs until it receives a SIP @8U fesponse.

When the SIP/IP Core corresponds to 3GPP/3GPP21iMI0C Client SHALL use 3GPP/3GPP2 IMS sessiochian@sms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.5 PoC Client rejoining a PoC Session

6.1.5.1 On-demand Session establishment

Upon receiving a request from a PoC User to regofoC Session the PoC Client:

- 1. SHALL generate an initial SIP INVITE requestspecified in subclause 6.1.3General’
- 2. SHALL set the Request-URI to the PoC Sessiontite

NOTE 1: The PoC Session Identity includes the $as8ype uri-parameter indicating the PoC Sessipa 8/g.
"session=prearranged"”, "session=chat" or "sessiime& as defined in E.5.5&ssion Type uri-parameter

- 3. SHALL include a MIME SDP body as an SDP offespsecified in subclause 6.1.3"12DP offer generation”;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested; and,

NOTE 2: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP INVIb&sed on
rules specified in the [OMA-PoC-Document-Mgmt] theC Session will not be allowed by the PoC Server
hosting the PoC Group.
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- 5. SHALL send the SIP INVITE request towards th€Berver according to rules and procedures of tRAFS
Core.

On receiving a SIP 200 "OK" response to the SIPIMNB/request the PoC Client:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the PoC Session Identity receivethinContact header;
- 3. MAY notify the Media Burst Control Scheme to theC User if an indication of a Media Burst Cont8acheme
is received; and,
- 4. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
initialization".
In addition to this, the PoC Client MAY subscriloethe conference state event package as specifadbclause 6.1.10
"PoC Client subscription to the conference statsmepackagé

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armkduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

6.1.5.2 Pre-established Session

Upon receiving a request from a PoC User to regoRfoC Session within a Pre-established Sessibhalsebeen established
as specified in subclause 6.1.3.PbC Client initiates a Pre-established Sessjdah& PoC Client:

- 1. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjtethe conference URI that identifies the Prtaddished
Session;

- 3. SHALL include the PoC feature tag '+g.poc.dismredia’ in the Contact header, if Discrete Meslisuipported
and acceptable to the PoC User during the PoC@essid if it was included in the Pre-establishedsin;

- 4. SHALL set the Refer-To header of the SIP REF&gfRiest to the PoC Session Identity of the PoC &essibe
re-joined with the Session Type uri-parameter iatiligy the PoC Session type, e.g. "session=preading
"session=chat" or "session=adhoc" as defined inlESession Type uri-parameter"

NOTE: The PoC Session Identity of the PoC Sessidretre-joined may have been received in the TBGREct
message.

- 5. MAY include the following according to rules apbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.
- 6. SHALL include value 'id" in the Privacy headecarding to rules and procedures of [RFC3325pnibnymity is
requested;

- 7. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thee@uofile
assigned to the Pre-established Session is 'Ofti@aernment Use' QoE Profile. If included, theueabf the
Resource-Priority header SHALL be equal to thelle¥@riority assigned to the PoC User, as spetifiesubclause
5.8 "QoE Profiles; the Resource-Priority header is included asadbeof the SIP REFER request as well as a
Refer-to URI parameter; and,

- 8. SHALL send the SIP REFER request towards the $&@er via SIP/IP Core within the SIP dialog of fre-
established Session according to rules and proesddithe SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest the PoC Client SHALL interact with the UB&me as
specified in the [OMA-PoC-UPJPoC Client procedures at PoC Session initializatio

Upon receiving a SIP NOTIFY request that is parthef same dialog as the previously sent SIP REEgRest the PoC
Client:

- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.
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In addition to this, the PoC Client MAY subscriloethe conference state event package as specifdbclause 6.1.10
"PoC Client subscription to the conference statenéypackage"

When the SIP/IP Core corresponds to 3GPP/3GPP2tiSF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.6  PoC Client leaving a PoC Session

6.1.6.1 Leaving a PoC Session - On-demand Session ¢ ase

When a Participant wants to leave the PoC Seskairhtis been established using On-demand Sesgialisg as specified
in subclause 6.1.3.Establishment of an On-demand Sessionés specified in subclause 6.1.5Qn-demand Session
establishment"the PoC Client:

- 1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"PoC Client procedures at PoC Session
releasé;

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHALL set the Request-URI to the PoC Sessiontigeof the PoC Session to leave;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Qrfile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réger, as
specified in subclause 5.8bE Profiles; and,

- 6. SHALL send a SIP BYE request towards PoC Seageording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the PoC Client SHALL interact with theer Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session release”

NOTE: Depending on the release policy describexliiclause 7.2.1.16°6C Session release polighis procedure
either removes the release initiator from the Pe€si®n or releases the whole PoC Session.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.6.2 Leaving a PoC Session — Pre-established Ses sion case

Upon receiving a request from a PoC User to leaWe@ Session, the PoC Client:

- 1. SHALL interact with the User Plane as specifieffOMA-PoC-UP]"PoC Client procedures at PoC Session
release;
2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER rstjtthe conference URI that identifies the Praddished
Session;

4. SHALL set the Refer-To header of the SIP REF&duest to the PoC Session ldentity to leave;

NOTE 1: The PoC Session Identity of the PoC Sedsideave may have been received in the TBCP Cdammessage
or in the SIP NOTIFY request associated with tHeé BEFER request.

- 5. MAY include the following according to rules aprbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require heaudwl,
b) the value ‘'false' in the Refer-Sub header.
- 6. SHALL include the "method" parameter with théuea'BYE" in the Refer-To header;

- 7. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;
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- 8. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Qrfile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Rdser, as
specified in subclause 5.8bE Profiles; the Resource-Priority header is included asabeof the REFER
request as well as a Refer-to URI parameter; and,

- 9. SHALL send the SIP REFER request towards the $&@er via SIP/IP Core within the SIP dialog af fre-
established Session according to rules and proesdidithe SIP/IP Core.
Upon receiving a SIP 2xx response to the SIP REFgRest, the PoC Client:

- 1. SHALL handle it according to rules and procedwE[RFC3515] and [RFC3265]; and,

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
release’

NOTE 2: If the Media Streams of the Pre-estabtisBession were modified by the PoC Session irotiadr a PoC
Session modification, the PoC Client can initidte Pre-established Session modification in 6.1'Rr8-
established Session modificatidn restore the Media Streams used before thecidiEm of the PoC Session
with the Pre-established Session.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously séAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules matedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

NOTE 3: Depending on the release policy describezlibclause 7.2.1.1®bC Session release polidhis procedure
either removes the release initiator from the Pe€si®n or releases the whole PoC Session.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.7 PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to amtdar more PoC Users to an ongoing PoC SessioR,a@eClient:

- 1. SHALL generate an initial SIP REFER requestpesiied in subclause 6.1.3'General"and according to rules
and procedures of [RFC3515], if the SIP REFER retjudl be sent in a new dialog; otherwise genesafiP
REFER request according to rules and procedurfRrE3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3ia;

NOTE 1: If the ongoing PoC Session is establishedguPre-established Session but is not contralethe same PoC
Server, which hosts the Pre-established SessierRalC Session Identity of the on-going PoC Sedsisn
been received in the MBCP Connect message.

- 3. SHALL perform the following actions, if only oo C User is invited, either

a) set the Refer-To header of the SIP REFER reqo¢ke PoC Address of the Invited PoC User acogrth
rules and procedures of [RFC3515] if the "copyCalfitand the "anonymize" attributes are not used, skip
the next step; or

b) continue to the next step.

NOTE 2: If a PoC User wants to add a PoC User wsimgL URI the PoC Client can convert TEL URI té*SJRI
according to [RFC3261], if needed.

- 4. SHALL perform the following actions:

a) include a Refer-To header with a content-ID Uiinting to an URI-list in a body part containirget
MIME resource-lists body according to rules andcpaures of [draft-multiple-refer];

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20080806-C Page 63 (642)

b) include a MIME resource-lists body with the lidtthe PoC Users to be added according to rulds an
procedures of [draft-multiple-refer];

c) optionally, for each URI in the list, set thepyControl" attribute to 'to’', and set the "anorg@iiattribute
to 'true' if the URI is requested to be anonymaus raot to be presented to Invited PoC Users, acugptd
rules and procedures of [draft-URI-list-capacisid,

d) include option tag 'multiple-refer' to the Regueader according to rules and procedures oft{araltiple-
refer].

- 5. SHALL include the following according to rulescaprocedures of [RFC4488], when more than one BPe& is
added:

a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.
- 6. MAY include the following according to rules apbcedures of [RFC4488], when only one PoC Usadded:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.

- 7. SHALL include value 'id' in a Privacy header@utng to rules and procedures of [RFC3325], iframoity is
requested;

NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP REFEfuest
based on rules specified in the [OMA-PoC-Documengii¥] the PoC User(s) will not be added to the PoC
Session by the PoC Server hosting the PoC Group.

8. SHALL include in the Refer-To URI a Priv-Answilede header with the value 'Auto’ according toswdad
procedures of [draft-answermode] if the PoC Usearreguested manual answer override; NOTE 4: TherRef
To URI can be a PoC Address or a content-ID URL.

- 9. SHALL include in the Refer-To URI an Answer-Moleader with the value 'Manual;Require' accordingites
and procedures of [draft-answermode] if the PoCrlias requested that Manual Answer Mode be reqairéue
Invited PoC Client;

- 10. SHOULD include a Resource-Priority header atiogrto rules and procedures of [RFC4412], if t€Rlient
is using 'Official Government Use' as the Local Rygfile for the on-going PoC Session. If includédg value of
the Resource-Priority header SHALL be equal tdé¢iel of priority assigned to the PoC User, as #igekin

subclause 5.8Q0E Profile$; the Resource-Priority header is included asalbeof the REFER request as well as

a Refer-to URI parameter; and,

- 11. SHALL send the SIP REFER request towards tl& $erver within the existing dialog from which theC
Session Identity of the ongoing PoC Session weaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER redoestrds the PoC Server using a new SIP dialogrdiowpto
rules and procedures of the SIP/IP Core.

NOTE 5: The SIP REFER request is sent using a néwdialogin case of Pre-established Session iPth@ Session
Identity is different from Pre-established Sessaentity.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously s€AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules matedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basedlmminformation in the SIP NOTIFY body.

NOTE 6: The PoC Server does not send any SIP NOTé#gYest if the PoC Client inserted the Refer-Seddler with
value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.8 PoC Client sending an Instant Personal Alert

Upon a request from a PoC User to send an InstasbRal Alert with a PoC Address identifying theaiging PoC Client,
the PoC Client:

- 1. SHALL generate a SIP MESSAGE request accordingles and procedures of [RFC3428];

- 2. SHALL include Request-URI with the PoC Addre$she PoC User to be alerted,;

- 3. SHALL include the PoC Address of the PoC UseahaAuthenticated Originator's PoC Address asifipddn
subclause 5.2Authenticated Originator's PoC Addréss

4. SHALL include an Accept-Contact header with BweC feature tag, '+g.poc.talkburst' along withureg and
‘explicit' parameters according to rules and pracesl of [RFC3841];

5. SHALL include the User-Agent header to indidaite OMA PoC release version of the PoC Client asifipd in
subclause E.4.1Release version in User-agent and Server hedders

NOTE 1: The value of the content-type is outsidegbope of this specification.

- 6. SHALL send the SIP MESSAGE request towards the Berver according to rules and procedures cStR4P
Core.

NOTE 2: Privacy cannot be applied with the InsRetsonal Alert. If anonymity is required by the dieg PoC User
then the Instant Personal Alert should not be sstause the PoC Server will reject the request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechas)is
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.9 PoC Client sending a Group Advertisement

Upon a request from a PoC User to send a Groupriidement and if PoC Client supports Group Advertignt, the PoC
Client:

- 1. SHALL generate a SIP MESSAGE request accoraingles and procedures of [RFC3428];

- 2. SHALL include an Accept-Contact header with BeeC feature tag '+g.poc.groupad' along with ‘rexjaind
‘explicit' parameters according to rules and prooceslof [RFC 3841];

- 3. SHALL include PoC specific content in the forffMIME vnd.poc.group-advertisement+xml body as dedl in
[OMA-PoC-Document-Mgmt] Group Advertisemerit

- 4. SHALL set the Request-URI according to the Paens$ selection to a PoC Address of a PoC Usé¢o, @PoC
Group Identity identifying a Chat PoC Group or afarranged PoC Group, or to an Exploder-URI idgimif a SIP
MESSAGE URI-list service according to rules andgedures of [draft-uri-list-message], if the ExplotliRlI is
provisioned for PoC Client;

- 5. SHALL include the PoC Address of the PoC UseghaAuthenticated Originator's PoC Address asifipddn
subclause 5.2Authenticated Originator's PoC Addréss

- 6. SHALL include the User-Agent header to indidiie OMA PoC release version of the PoC Client asifipd in
subclause E.4.1Release version in User-agent and Server hedders

- 7. MAY include media content in one or more MIMEdyaas specified in [RFC2046] with a total size ddaar
less than the maximum size indicated in "INCLUDEEEMA-CONTENT-SIZE". For each included media
content, the PoC Client;

NOTE 1: If "INCLUDED-MEDIA-CONTENT-SIZE" is not preisioned or if "INCLUDED-MEDIA-CONTENT-SIZE"
is provisioned and set to zero a MIME body with adi& Type specified in [RFC2046] can not be inctude

NOTE 2: Privacy cannot be applied with Group Adigemnent. If anonymity is requested by the sendin@ Pser, the
Group Advertisement should not be sent, becausBdleServer will reject the request.
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a) SHALL include a Content-Disposition header asceffed in [RFC2046] with disposition type set to
"render", "attachment", "icon" or "alert" dependioig the purpose of the Included Media Content aitldl w
"handling" parameter set to "handling=optional"

NOTE 3: The disposition type "icon" indicates ttia body part contains an image suitable as aridecepresentation
of the Inviting PoC User. The value "alert” indiesithat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCnCliean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

- 8. MAY include text content in the Subject headeSIP MESSAGE request as specified in [RFC32614 witotal
size equal to or less than the maximum size indétat "INCLUDED-TEXT-CONTENT-SIZE";

NOTE 4: If "INCLUDED-TEXT-CONTENT-SIZE" is not pragioned or if "INCLUDED-TEXT-CONTENT-SIZE" is
provisioned and set to zero text content as spekifi [RFC3261] can not be included.

- 9. MAY include a reference to media content in @alb header according to rules and procedureRF(3261];
and,

- 10. SHALL send the SIP MESSAGE request toward$ih@ Server according to the procedures of the BIP/I
Core.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.10 PoC Client subscription to the conference state event package

A PoC Client MAY subscribe to the conference seatent package by sending a SIP SUBSCRIBE requexit&on
information of the status of a PoC Session.

When subscribing to the conference state eventgmggkhe PoC Client:
- 1. SHALL generate a SIP SUBSCRIBE request and umaSIP-dialog, as specified in subclause 6.1.3.1
"General"and according to rules and procedures of [RFC3268][RFC4575];
- 2. SHALL set the Request-URI of the SIP SUBSCRIBguest to PoC Session Identity or the PoC Grountitge

- 3. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use QoE Profile amel PoC User requests the priority treatment of3bE Profile.
If included, the value of the Resource-Priority teeraSHALL be equal to the level of priority assidrte the PoC
User, as specified in subclause S®E Profiles; and,

- 4. SHALL send the SIP SUBSCRIBE request toward$th€ Server using a new SIP dialog, accordingl&sru
and procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALhanelled according to rules and procedures of [RB6Band
[RFC4575], and rules and procedures of the SIPARe @ith the clarifications given in this subclause
Upon receiving a SIP 200 "OK" or a SIP 202 "Acceéptesponse to the SIP SUBSCRIBE request the P&D(CI

- 1. SHALL cache the address of the PoC Server reddivthe Contact header.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same SIP dialog as the previousty S& SUBSCRIBE
request the PoC Client:

- 1. SHALL handle the request according to rules mattedures of [RFC3265] and [RFC4575]; and,

- 2. MAY display the current state information of theC Session or PoC Group to the PoC User bastteon
information in the SIP NOTIFY request body.

NOTE: The PoC Client which requested privacy cad fiut its Anonymous PoC Address in the XML atttébu
"entity" of the XML element "user" with the XML atbute "yourown" equal to "true" as specified inNi@-
IM-TS_Endorsement]Conference Event Packdge

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20080806-C Page 66 (642)

When needed the PoC Client SHALL terminate the aijtson and indicate it terminated according tiesuand procedures
of [RFC3265].

The contents of the SIP NOTIFY request body is gigelcin subclause 7.2.1.11'%enerating a SIP NOTIFY request”

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.11 PoC Client canceling a PoC Session

6.1.11.1  Canceling a PoC Session - On-demand Sessio n case

When the PoC User wants to cancel the PoC Sesst@tion, when On-demand Session signaling is @sespecified in
subclause 6.1.3.Fstablishment of an On-demand Sessiamd when the PoC Client has not yet receiveda 8tP
response for the SIP INVITE request, the PoC CIBALL cancel the SIP INVITE request acting as UA€ording to
rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.12 Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Sessiotraloprocedures if Simultaneous PoC Sessions gmeasted by the
Home PoC Network, if the provisioned parameter SHBESNS specified in Appendix B'he parameters to be provisioned
for PoC serviceis greater than zero.

6.1.12.1 PoC Client setting PoC Session priority

The PoC Client MAY set a PoC Session priority wiiniliéiating a PoC Session with a SIP INVITE requesat any time
later when a valid PoC Session exists with a SIPAFE or SIP re-INVITE request.

When the PoC User wants to set or change the PssidBepriority the PoC Client:

- 1. SHALL generate an a SIP INVITE request, SIPN®IAITE request or SIP UPDATE request as specified in
subclause 6.1.370C Session initiatidh subclause 6.1.5P0C Client rejoining a PoC Sessloor subclause 6.1.4
"PoC Client PoC Session modificatipn

NOTE 1: The SIP request generation also includeB 8ffer generation as specified in subclause @.4.%DP offer
generatiot.

- 2. SHALL include the PoC Session parameter "poc_geority" into the SIP request MIME SDP body &ach
offered Media-floor Control Entity according to slduse E.3.2Media Burst Control Protocol MIME
registration'; and,

NOTE 2: The value of "poc_sess_priority" is the sdor all the Media-floor Control Entities of the® Session.

- 3. SHALL send the SIP request towards the PoC $acedrding to rules and procedures of the SIPARC
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL take account the parameter "poc_sess itylan the SDP answer; and,
- 2. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Simultaneous PoC Sessions"

NOTE 3: If a SIP 200 "OK" response is not receitleel PoC Client continues to use the previouslyeysetting.

The PoC Client MAY indicate the PoC Session pryoaitd PoC Session locking setting in the same &jBest.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.12.2 PoC Client handling of PoC Session locking

The PoC Client MAY request to lock itself in a pewtar PoC Session while initiating a PoC Sessidth & SIP INVITE
request or at any time later when a valid PoC $assxists with a SIP UPDATE or a SIP re-INVITE reqtl

When the PoC User wants to set or change PoC 8desking state the PoC Client:

- 1. SHALL generate a SIP INVITE request, SIP re-INEIrequest or SIP UPDATE request as specified ir36.
"PoC Session initiatidh subclause 6.1.370C Client rejoining a PoC Sessloor subclause 6.1.470C Client PoC
Session modificatidn

NOTE 1: The SIP request generation also includeB 8ffer generation as specified in subclause @.4.%DP offer
generatiot.

- 2. SHALL include the PoC Session locking param@gtec_lock” into the SIP request MIME SDP body fack
offered Media-floor Control Entity according to slduse E.3.2Media Burst Control Protocol MIME
registration'; and,

NOTE 2: The value of "poc_lock" is the same forth# Media-floor Control Entities of the PoC Sessio

- 3. SHALL send the request towards the PoC Senaarding to rules and procedures of the SIP/IP Core.
On receipt of the SIP 200 "OK" response the Po@rtli

- 1. SHALL take account the parameter "poc_lock'hi@ SDP answer; and,

- 2. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Simultaneous PoC Sessions"

NOTE 3: If a SIP 200 "OK" response is not receitleel PoC Client continues to use the previouslyeysetting.

NOTE 4: The PoC Session locking is automaticallgased when the PoC Session is ended.

The PoC Client MAY indicate PoC Session prioritgyld@0C Session locking setting in the same SIP stque

NOTE 5: If the PoC Client indicates PoC Sessioorjisi and PoC Session locking setting in the satfer8quest, PoC
Session locking has precedence over PoC Sessimnityvishen those apply.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.13 PoC Client expels Participant(s) from a PoC Session

Upon receiving a request from the PoC User to eapelor more Participants from an ongoing PoC Sestlie PoC Client:

- 1. SHALL generate an initial SIP REFER requestpeiied in subclause 6.1.3'General"and according to rules
and procedures of [RFC3515], if the SIP REFER retjudl be sent in a new dialog; otherwise genesafiP
REFER request according to rules and procedurfRFRE3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Po3ia;

NOTE 1: If the ongoing PoC Session is establistedguPre-established Session but it is not cortdily the same PoC
Server, which hosts the Pre-established SessierRalC Session Identity of the on-going PoC Sedsisn
been received in the MBCP Connect message.

- 3. SHALL perform the following actions, if only orRarticipant is expelled, either

NOTE 2: This is either a case when another Paditijs expelled from a PoC Session or the releastor leaves a
PoC Session.
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a) if the Participant to be expelled is not an amoous one, then set the Refer-To header of thdeREIFER
request to the PoC Address of the expelled Paatntipccording to rules and procedures of [RFC3515],
otherwise set the Refer-To header of the SIP REfegRest to the Anonymous PoC Address of the expelle
Participant and skip the next step; or

b) continue to the next step.
4. SHALL perform the following actions, if not &articipants are expelled:

a) include a Refer-To header with a content-ID URinting to an URI-list in a body part containirget
MIME resource-lists body according to rules andcpaures of [draft-multiple-refer];

b) include a MIME resource-lists body with the ligtthe PoC Users to be expelled according to rahes
procedures of [draft-multiple-refer] if the Parpiant to be expelled is anonymous then the AnonyrRm@
Address SHALL be used in the MIME resource-lists],a

c¢) include 'multiple-refer' option tag to the Reaguieader according to rules and procedures oft{draltiple-
refer].

5. SHALL include the "method" parameter with théuea'BYE" in the Refer-To header;

6. SHALL include the following according to rulesdaprocedures of [RFC4488], when more than onedizant is
expelled:

a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.

- 7. SHOULD include the following according to rukesd procedures of [RFC4488], when only one Paditijis
expelled:

a) the option tag 'norefersub’ in the Require headwl,
b) the value ‘'false' in the Refer-Sub header.
- 8. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
supports 'Official Government Use' QoE Profile #mel PoC User requests that QoE Profile. If includlee value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User adicay to their

subscription, as specified in subclause R8E Profile$; the Resource-Priority header is included asabe of
the SIP REFER request as well as a Refer-to uarpeter; and,

- 9. SHALL include value 'id' in a Privacy header@uting to rules and procedures of [RFC3325], iframoity is
requested; and,

NOTE 3: If anonymity is not allowed for the PoC @poindicated with the Request-URI of the SIP REFEfuest
based on rules specified in the [OMA-PoC-Documengii¥] the expelling will be rejected by the PoC Serv
hosting the PoC Group.

- 10. SHALL send the SIP REFER request towards th& $erver within the existing dialog from which theC
Session Identity of the ongoing PoC Session waaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER redoestrds the PoC Server using a new SIP dialogrdiowpto
rules and procedures of the SIP/IP Core.

NOTE 4: If a PoC User wants to expel another Fpditt from the PoC Session, the PoC Client usedJ®Pwhen
sending a SIP request. In that case the expelli@®ient can convert TEL URI to SIP URI accordiog
[RFC3261], if needed.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously séAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules matedures of [RFC3515] and [RFC3265]; and,
- 2. MAY display information to the PoC User basediwminformation in the SIP NOTIFY body.

NOTE 5: The PoC Server does not send any SIP NOTé#gYest if the PoC Client inserted the Refer-Seddler with
value ‘false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.1.14 PoC Dispatcher transferring the PoC Dispatcher role

Upon receiving a request from the Active PoC Dispat of a Dispatch PoC Session to transfer thedbisigr role to
another PoC User, the PoC Client:

- 1. SHALL, if the SIP REFER request will be sentinew dialog, generate an initial SIP REFER reqagst
specified in subclause 6.1.3General"and according to rules and procedures of [RFC35i&tBErwise generate a
SIP REFER request according to rules and proceadiféd-C3515];

- 2. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of the ongoing Didtp&0C
Session;

NOTE 1: If the on-going PoC Session is establighsdg Pre-established Session but it is not cdetidly the same
PoC Server, which hosts the Pre-established SeshmPoC Session Identity of the on-going PoCiSrdsas
been received in the MBCP Connect message.

3. SHALL, if the PoC Dispatcher role is to be trf@meed to an individual PoC Dispatcher, set theeRdio header
of the SIP REFER request to the PoC Address ofrtyited PoC User according to rules and procedafes
[RFC3515];

- 4. SHALL, if the PoC Dispatcher role is to be tri@msed to any available PoC Dispatcher of the Didp&oC
Group, set the Refer-To header of the SIP REFERestqo the PoC Group Identity identifying the Risgh PoC
Group, according to rules and procedures of [RFGB51

5. SHALL include the following according to rulesdaprocedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require headwl,
b) the value 'false' in the Refer-Sub header.

6. SHALL include in the Refer-To URI an Answer-Mokleader with the value 'Manual;Require’ accordingites
and procedures of [draft-answermode];

NOTE 2: If a PoC User wants to use a TEL URI whangferring the PoC Dispatcher role to another Be& the PoC
Client can convert TEL URI to SIP URI accordingRi-C3261].

- 7.SHALL include in the Refer-To URI an Accept-Cactt header with the PoC Dispatcher feature tag
'+g.poc.dispatcher' along with 'require’ and 'esiplparameters according to rules and procedurfRFRC3841];

- 8. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&lient
supports 'Official Government Use' QoE Profile &mal PoC User requests that QoE Profile. If includiee value
of the Resource-Priority header SHALL be equahwlevel of priority assigned to the PoC User adicay to their
subscription, as specified in subclause R8E Profile$; the Resource-Priority header is included asabe of
the SIP REFER request as well as a Refer-to uarpeter; and,

- 9. SHALL send the SIP REFER request towards the $&@er within the existing dialog from which the®
Session Identity of the ongoing PoC Session waaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER requoestrds the PoC Server using a new SIP dialogrdimpto
rules and procedures of the SIP/IP Core.

Upon receiving an incoming SIP NOTIFY request ikgiart of the same dialog as the previously séAtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules matedures of [RFC3515] and [RFC3265]; and,

- 2. SHALL display transfer success or fail infornoatito the PoC Dispatch User based on the informatiohe SIP
NOTIFY request body.

NOTE 3: After successfully transferring the PoCiaitcher role, the former PoC Dispatcher participatea PoC Fleet
Member in the ongoing Dispatch PoC Session andezare the Dispatch PoC Session without causing the
release of the Dispatch PoC Session.

NOTE 4: After successfully transferring the PoCpaitcher role for a Dispatch PoC Session with a @idpPoC
Group, the PoC Client is supposed automaticaltyaosfer the PoC Dispatcher role to the same P@&E 1ds
all the remaining Dispatch PoC Sessions associtbdhat Dispatch PoC Group.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.15 PoC Client sending a Discrete Media as a SIP MESSAGE

Upon a request from a PoC User to send a Discrettidvand when the SIP MESSAGE request is usedidfeClient:
- 1. SHALL generate a SIP MESSAGE request as spddififOMA_IM_TS_Endorsement]Sending SIP
MESSAGE for Pager Mole

- 2. SHALL include an Accept-Contact header with BreeC feature tag, '+g.poc.discretemedia’ accordimgles and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session; and,

- 3. SHALL send the SIP MESSAGE request towards the Berver according to rules and procedures oBtR4P
Core.

NOTE 1: The SIP MESSAGE request is sent insideettigting SIP dialog to Participants of the PoC Bessf SIP
MESSAGE request is to be routed to the PoC Box.

NOTE 2: If a SIP MESSAGE request is sent insidegkisting SIP dialog, it may block for some time tleceiving PoC
Client from receiving SIP signalling in the sam® $lialog e.g. PoC Session modification or PoC 8assi
release.

NOTE 3: Responses for the SIP MESSAGE requesteseritbed in [OMA_IM_TS_Endorsement].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.16 PoC Client releases a PoC Session

6.1.16.1 Releasing a PoC Session — On-demand Sessio n case

When the Participant wants to release the PoC @e#siit has been established using On-demand Besgiwaling as
specified in subclause 6.1.3Bstablishment of an On-demand Sessimnds specified in subclause 6.1.5Jn-demand
Session establishmenthe PoC Client:

- 1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"PoC Client procedures at PoC Session
releasé;

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHALL set the Request-URI to the PoC Sessiontiyeof the PoC Session to leave;

- 4. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 5. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Qufile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Rdser, as
specified in subclause 5.8bE Profiles; and,

- 6. SHALL send a SIP BYE request towards PoC Seaageording to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest, the PoC Client SHALL interact with thser Plane as
specified in [OMA-PoC-UPTPoC Client procedures at PoC Session release”

When the SIP/IP Core corresponds to 3GPP/3GPP2tiS0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.16.2 Releasing a PoC Session — Pre-established  Session case

Upon receiving a request from a PoC User to relad3eC Session, the PoC Client:
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1. SHALL interact with the User Plane as specifieOMA-PoC-UP]"PoC Client procedures at PoC Session
release'for releasing the granted permission to talk orcfamcelling the queued Talk Burst Request;

2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER rstjtethe conference URI that identifies the Praddished
Session;

4. SHALL set the Refer-To header of the SIP REF&diest to the PoC Session Identity to leave;

NOTE 1: The PoC Session Identity of the PoC Sedsideave may have been received in the TBCP Cdamessage
or in the SIP NOTIFY request associated with tHeé BEFER request.

- 5. MAY include the following according to rules apbcedures of [RFC4488]:
a) the option tag 'norefersub’ in the Require heaudwl,
b) the value 'false' in the Refer-Sub header.
6. SHALL include the "method" parameter with théwa'BYE" in the Refer-To header;

7. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325]ndraymity is
requested;

- 8. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if th€R&ient
is allowed to use the 'Official Government Use' Rrifile and the PoC User requests that QoE Prdfilecluded,
the value of the Resource-Priority header SHALlehaal to the level of priority assigned to the Réser, as
specified in subclause 5.8bE Profiles; the Resource-Priority header is included asabeof the REFER
request as well as a Refer-to URI parameter; and,

- 9. SHALL send the SIP REFER request towards the $&@er within the existing dialog from which the®
Session Identity of the ongoing PoC Session waaived in the Contact header of the SIP final respafisuch a
dialog exists, otherwise send the SIP REFER redoestrds the PoC Server using a new SIP dialogoerding to
rules and procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFERest, the PoC Client :

- 1. SHALL handle it according to rules and procedwE[RFC3515] and [RFC3265]; and,

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"PoC Client procedures at PoC Session
release’

NOTE 2: If the Media Streams of the Pre-estabtisBession were modified by the PoC Session irotiadir a PoC
Session modification, the PoC Client can initidte Pre-established Session modification as spddifie
6.1.4.8 Pre-established Session modificatioo restore the Media Streams used before thecidsm of the
PoC Session with the Pre-established Session.

Upon receiving an incoming SIP NOTIFY request ibgiart of the same dialog as the previously s€AtREFER request
the PoC Client:

- 1. SHALL handle the request according to rules pnodtedures of [RFC3515] and [RFC3265]; and,

- 2. MAY display information to the PoC User basedtwminformation in the SIP NOTIFY request body.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.1.17 PoC Client sending an FDCFO Proceed SIP MESSAGE

Upon a request from a PoC User to send an FDCFE@eBdomessage, the PoC Client:

- 1. SHALL generate a SIP MESSAGE request accordingles and procedures of [RFC3428];

- 2. SHALL include the PoC Address of the PoC UseghaAuthenticated Originator's PoC Address asifipddn
subclause 5.2Authenticated Originator's PoC Addréss

- 3. SHALL include the User-Agent header to indidhte OMA PoC release version of the PoC Client agifipd in
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL include the Privacy header with the valit if privacy is requested,;
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- 5. SHALL include a list of full duplex voice calddresses in the form of Content-Type
application/vnd.poc.fdcfo+xml body as specifiedhe subclause E.1.FDCFO Proceed Documehtand,

- 6. SHALL send the SIP MESSAGE request towards the Berver inside the SIP dialog used for the Pos3iSe
according to rules and procedures of the SIP/IReCor

NOTE 1: After the PoC Client receives the SIP 2ralfresponse, the full duplex voice client coll@zhwith the PoC
Client initiates the full duplex voice call to onéthe full duplex voice call addresses.

After receiving the SIP 2xx final response to thie BIESSAGE request, the PoC Client:

- 1. SHOULD release the PoC Session as specifieghidause 6.1.6PoC Client leaving a PoC Sessipor,

- 2. SHOULD remove the PoC Speech from the PoC Sessigpecified in subclause 6.1.44iting and
disconnecting from Mediaf other Media Types than PoC Speech are uségeiiPoC Session.

NOTE 2: The timing of the PoC Session release hadPbC Session modification is not specified iridigthe PoC
Session release or the PoC Session modificatiohegostponed until after the full duplex voicesnli
collocated with the PoC Client successfully estdtas the full duplex voice call

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

6.2 PoC Client termination procedures

6.2.1 PoC Client invited to a PoC Session
6.2.1.1 General

NOTE 1: This subclause provides common proceduresther subclauses and is not meant to be appfikxs
referenced.

Upon receiving a SIP re-INVITE request within afstablished Session without associated PoC Sessiguon receiving
an initial SIP INVITE request, the PoC Client:

- 1. MAY reject the SIP INVITE request or the SIPIN/ITE request within a Pre-established Sessiom it
appropriate reject code as specified in [RFC3264.] e

a) when the PoC Client is occupied in another Pessi®n and can not handle Simultaneous PoC Sessons
specified in 6.2.7 Simultaneous PoC Sessions control procedym@s

b) when the PoC Client is occupied in a CS call; or
¢) when the PoC Client determines that there ienotigh resources to handle the PoC Session; or,
d) any other reason outside the scope of this fpatbn.

NOTE 2: The decision to reject a SIP INVITE requesa PoC Session can e.g. be based on procedivesdn the PoC
Client and the PoC User outside the scope of gesification.

- 2. SHALL reject the initial SIP INVITE request withSIP 403 "Forbidden" response if either of tH¥ang
conditions are true:

a) the incoming SIP INVITE request contained a fmswer-Mode header with the value 'Auto’ as spedif
in [draft-answermode] and the PoC Client does oppert manual answer override;

b) the incoming SIP INVITE request contained anwasMode header with the value 'Manual;Require' as
specified in [draft-answermode] and the PoC Claogs not support Manual Answer Mode;

NOTE 3: A SIP re-INVITE request cannot include ams¥ver-Mode header as specified in [draft-answerihsde
Manual Answer is implied when a SIP re-INVITE reguis received within the existing SIP dialog of tPre-
established Session.
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3. SHALL cache the list of supported SIP methodsdkived in the Allow header;
4. SHALL cache as the PoC Session Identity theesuridf the Contact header;

5. MAY display to the PoC User the PoC Addresshefihviting PoC User but SHALL NOT display it ifiRacy

header includes value 'id;

6. MAY render to the PoC User the identities whach indicated to be shown and the total numbenohgmous
PoC Users invited to the Ad-hoc PoC Group Sessiohnlal PoC Session, if indicated in the MIME resedlists
body in the request;

7. MAY display Session Type information to the Pd§er based on the information received in the $asBype
uri-parameter in the Contact header;

8. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Bi&sintrol
Scheme;

9. MAY check if a Resource-Priority header is irgd in the incoming SIP INVITE request and can qrenf
further actions associated with the SIP/IP Core/Aarkss Network outside the scope of this Spedifinao act
upon an included Resource-Priority header, if €¥fiGovernment Use' QoE Profile is supported;

10. SHOULD render the media content received in RIbbdies to the PoC User if Included Media Conterat
request is supported and the Media Type is suppbehe PoC Client and if the dispostion typelaf Content-

Disposition header is set to "render", "alert" imoh";

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as ardecepresentation

of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCnCliean attempt to alert the PoC User when rengithe
invitation to the PoC Session.

11. SHOULD cache the media content received in MibBies if Included Media Content in a requestijgported
and if the associated disposition type of the QurBdEsposition header is set to "attachment”;

12. SHOULD render the text content in Subject he&léhe PoC User if text is included in the Subjesader and
if Text Content is supported by the PoC Client;,and

13. SHOULD retrieve and render the referenced mealigent in the Alert-Info header or in the Calfdmeader or
both according to rules and procedures of [RFC BR@&ilreference is included in the Alert-Info headr in the
Call-Info header or in both , and if Referenced Medontent and referenced Media Type(s) are suppday the
PoC Client.

When generating SIP provisional responses othertti& SIP 100 "Trying" or SIP 2xx final responseshe received initial
SIP request or the SIP re-INVITE request withinre-8stablished Session the PoC Client:

1. SHALL generate SIP responses according to andsprocedures of [RFC3261];

NOTE 5: The use of the option tag 'preconditioa'specified in [RFC3312], and the option tag '100as specified in

[RFC3262], is not defined for the POC-1 referencimp

2. SHALL include Server header to indicate the OM@C release version of the PoC Client as spedified
subclause E.4.1Release version in User-agent and Server hedders

3. SHALL include the option tag 'timer' in a Reguireader;

4. SHOULD include an Allow header with the SIP nuath supported in this SIP dialog according to raled
procedures of [RFC3261];

5. SHALL include value 'id' in a Privacy header@utng to rules and procedures specified in [RFG332
anonymity is requested by the Invited PoC User;

6. SHALL include the Session-Expires header in3He 200 "OK" response to the initial SIP INVITE tesgt or the
SIP re-INVITE request within a Pre-established Besand start the SIP Session timer accordinglesrand
procedures specified in [RFC4028AS Behavior'The "refresher" parameter in the Session-Expiresiée
SHALL be set to 'uas'.

7. SHALL include the PoC Address of the PoC UsehasAuthenticated Originator's PoC Address asipédn
subclause 5.2Authenticated Originator's PoC Addrés# not provided automatically by SIP/IP Core;

8. SHALL include the PoC feature tag '+g.poc.taligiuin the Contact header;
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9. SHALL include the PoC feature tag '+g.poc.fdafiche Contact header if the FDCFO Proceed feasure

supported;

- 10. SHALL include the PoC feature tag '+g.poc.ditmmedia’ in the Contact header of the SIP 200 “€&sponse,
if Discrete Media is supported and acceptable éod®0C User during the PoC Session;

- 11. MAY include a Nick Name and, if included, SHAIbe included as specified in subclause Bl&kR Naméin
the SIP 200 "OK" response to the initial SIP INVITéfuest;

- 12. SHALL include an Accept-Language header inSHe 2xx final response to indicate the languadeetased by

the PoC Server for the texts sent to the PoC Clighe PoC Client wishes to get the texts in ajlaage different
than default.

When NAT traversal is supported by the PoC Client @hen the PoC Client is behind NAT generatioSkf responses is
done as specified in this subclause and as spebifisip-outbound].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.1.1a SDP answer generation

When PoC Client receives an initial SDP offer fd?@C Session, the PoC Client SHALL accept or regach Media Stream
according to rules and procedures of [RFC3264].

When PoC Client receives an SDP offer, which rem@/®ledia Stream from the existing PoC SessiorRd Client
SHALL accept each Media Stream removal in the SBdwvar according to rules and procedures of [RFCBZ6¥% PoC
Client SHOULD accept PoC Speech, if offered inBo€ Group Session SDP offer.

NOTE 1: If an offered Media Type is not acceptedhie Automatic Answer Mode, the PoC Server periognthe
Controlling PoC Function can still accept the Metyge to the Inviting PoC Client which can poteliyia
result in Media loss.

When PoC Client receives an SDP offer, which oféetding new Media Stream in the existing PoC Sassie PoC Client
SHALL accept or reject each new Media Stream adogrib rules and procedures of [RFC3264].

When composing an SDP answer according to ruleperabdures of [RFC3264] and [RFC4566] the PoCrElie

- 1. SHALL set the IP address of the PoC Client fmteaccepted Media Stream and for each accepteifedr
Control Entity;

NOTE 2: If the PoC Client is behind NAT the IP aglsl and port can be a different IP address andtgorithe one of
the PoC Client depending on NAT traversal methaausy SIP/IP Core.

- 2. SHALL include the media-level section for eachepted Media from the SDP offer consisting of:
a) the port number for Media Stream selected asifsgakin [OMA-PoC-UP] 'Port number

b) the codec(s) and Media Parameters acceptatiteelloC Client for the PoC Service selected frooséhin
the SDP offer contained in the incoming SIP INVIfgguest or the SIP re-INVITE request within a Pre-
established Session;

NOTE 3: The Media Parameters of the Discrete Madtedefined in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity and except whenyoRbC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Client and port nurttobe used for RTCP selected as specified in [OROES-
UP] "Port number$ according to rules and procedures of [RFC36d%He Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be ysed

e) under the media level definition of MSRP, addaeaccept-types:" SDP attribute MIME Types

"application/vhd.oma.poc.final-report+xml", "apgiton/vnd.oma.poc.detailed-progress-report+xml" and
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"application/vnd.oma.poc.optimized-progress-repart# if included in the received SDP offer and if
supported by the PoC Client;

NOTE 4: Includes an "a=sendonly" attribute for edia component if the Media Stream is placed od hslspecified in

6.1.4.2 PoC Client placing media on hdld

f) include the "a=setup:active" attribute and theconnection:new" attribute according to rules prutedures
of [RFC4145] if a "a=setup:passive" or "a=setuppast" attribute was received in the SDP offer &tk
PoC Client will establish a new TCP connectiontfas PoC Session, if the PoC Client supports NAersal
according to [RFC4145] and;

g) include the "a=setup: active" attribute and"dreconnection:existing" attribute according to suéand
procedures of [RFC4145] if a "a=setup:passive"asrsktup:actpass” attribute was received in the &P
and if the PoC Client will use an existing TCP cection for this PoC Session, if the PoC Client s
NAT traversal according to [RFC4145].

3. SHALL include for any Media-floor Control Entjtthat is offered in the SDP offer and accepteithénSDP
answer, the media-level section of each offeredid#édor Control Entity consisting of:
a) the format list field for the Media-floor Contientity is set to "TBCP";
b) the Media-floor Control Entity parameters sedelcirom those in the SDP offer contained in the SIP
INVITE request or the SIP re-INVITE request witldrPre-established Session, including if neededBR#&T
MIME parameter "multimedia" with the appropriatealwe as specified in E.3DP Extensionis
c) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers
and,
d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPhiscepted;
4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Streams bound to the rejected Media-f@mmtrol Entity, if the Media-floor Control Entitig either
rejected or not supported;
5. SHALL mark as rejected according to rules amatedures of [RFC3264] the Media Streams rejectetbor
supported;
6. SHOULD include a QoE Profile attribute, as sfiediin subclause E.3.ZJoE Profilé' with the following value,
if QOE Profiles are provisioned to the PoC Client:
a) the value of the Local QoE Profile correspondmthe QoS achieved by the PoC Client for the Be€sion
if the SDP answer is used in the modification &fcC Session.
b) the value of the Local QoE Profile for the Po&sS§on in other case. The chosen Local QoE Profile
SHOULD be equal to the QoE Profile indicated in tbeeived SDP offer, if allowed according to theEQo

Profiles provisioned to the PoC Client. OtherwisSHOULD be the highest QoE Profile provisionedtte
PoC Client.

When composing an SDP answer, the PoC Client:

1. SHALL bind the media-level section that idem#iPoC Speech to the corresponding Media-floor GbEhOtity
as in the SDP offer, if PoC Speech is accepted;

2. SHALL bind the media-level section that idertiiVideo to the corresponding Media-floor Controtify as in
the SDP offer, if Video is accepted;

3. SHALL bind the media-level section that iderti#iAudio to the corresponding Media-floor Contratify as in
the SDP offer, if Audio is accepted; and

4. SHALL bind the media-level section that idertHiDiscrete Media to the corresponding Media-fl@ontrol
Entity as in the SDP offer, if Discrete Media iegted and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds to 3GPP/3GPP2tiF0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.2.1.2 Auto-answer case

Upon receiving an initial SIP INVITE request, the@Client SHALL perform the auto-answer procedutescribed in this
subclause if any of the following conditions aneetr

- the incoming SIP INVITE request contained an Ansiede header with the value 'Auto’ as specifieftinaft-
answermode] and the PoC Client is set to Autonfatiewer Mode; or

- the incoming SIP INVITE request contained a Privser-Mode header with the value 'Auto’ as specifiddraft-
answermode], and the PoC Client does not already aa established PoC Session;

otherwise, do not continue with the rest of thesta this subclause.

The PoC Client:

- 1. SHALL validate that the Media Parameters aridadt one codec offered in the SIP INVITE request a
acceptable to the PoC Client and if not, rejectrégriest with a SIP 488 "Not Acceptable Here" respo
Otherwise, continue with the rest of the steps;

- 2. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, check for the Dispatcipd wri-

parameter according to subclause E.RBpatch Type uri-parametéim the Contact header. If it is present, the
PoC Client:

a) SHOULD notify information about the type of D&ph PoC Session to the PoC User based on the
information received in the Dispatch Type uri-paeten; and,

b) SHOULD notify about the role to be adopted ia Bispatch PoC Session to the PoC User based on the
presence or absence of an Accept-Contact headetheitPoC Dispatcher feature tag '+g.poc.dispatcher

NOTE: The PoC Client is invited as PoC Fleet Mentbax Dispatch PoC Session when the Dispatch Tyipe u
parameter is received but the PoC Dispatcher feaag is not received in the initial invitation.&RoC Client
is invited as PoC Dispatcher to a Dispatch PoCi&esghen both the Dispatch Type uri-parameter &ed t
PoC Dispatcher feature tag are received in thminitvitation.

3. SHALL accept the request and generate a SIPQRO response as specified in the subclause 6.2Geherat

towards the PoC Server;

- 4. SHALL include in a SIP 200 "OK" response a MIBP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 6.2.1.14DP answer generation"

- 5. SHALL, if the PoC Dispatcher capability is supied, check the presence in the SIP INVITE reqoéan
Accept-Contact header with the PoC Dispatcher featg '+g.poc.dispatcher' along with ‘require’ ‘@xglicit’
parameters. If it is present, the PoC Client SHAIAd the PoC Dispatcher feature tag '+g.poc.dispédththe
Contact header of the SIP 200 "OK" response.

- 6. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core;

- 7. MAY notify the Media Burst Control Scheme to #heC User if received the indication of Media Busintrol
Scheme;

- 8. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization"; and,

- 9. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User

Plane Adaptatiot of the achieved QoE Profile, if a QOE Profilesngegotiated and if the PoC Client is unable to

obtain that negotiated QoE Profile according toghmmeters provisioned to the PoC Client, as Spdadn

subclause 5.8Q0E Profiles.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, tive PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.

6.2.1.3 Manual-answer case

Upon receiving an initial SIP INVITE request, ifyaaf the following conditions are true:
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the incoming SIP INVITE request contained an Ansiede header with the value 'Manual;Require’ asifipd
in [draft-answermode];

the PoC Client is set to Manual Answer Mode andrieming SIP INVITE request did not contain a PAinswer-
Mode header with the value 'Auto’ as specifieddirmft-answermode]; or,

the incoming SIP INVITE request contained a Privsier-Mode header with the value 'Auto’ as specifigdraft-
answermode] and the PoC Client has an alreadylsstatd PoC Session

or upon receiving a SIP re-INVITE request withiR@-established Session without associated PoG@o8etse PoC Client:

1. SHALL validate that the Media Parameters arldadt one codec offered in the SIP INVITE requéBti8&-
INVITE request are acceptable to the PoC Clientiaindt, reject the request with a SIP 488 "Not Agtable Here"
response. Otherwise, continue with the rest obtaps;

2. SHOULD indicate to the PoC User if maximum amafrSimultaneous PoC Sessions are exceeded vigth th
PoC Session in case Simultaneous PoC Sessiongpperted. When accepting an incomingPoC Sessiatation
in case maximum amount of Simultaneous PoC Sesaransxceeded, one of the on-going PoC Sessiond SHA
be released as described in the subclause Rb® Client leaving a PoC Sessipn

NOTE 1: How the PoC Client interacts with the Posel)to determine which PoC Session to release is an

implementation issue.

3. SHALL, if the PoC Dispatcher or PoC Fleet Membapability is supported, check for the Dispatcipd wri-
parameter according to subclause E.RBpatch Type uri-parametém the Contact header. If it is present, the
PoC Client:
a) SHOULD notify information about the type of D&ph PoC Session to the PoC User based on the
information received in the Dispatch Type uri-paeten; and,
b) SHOULD notify about the role to be adopted ie Bispatch PoC Session to the PoC User based on the
presence or absence of an Accept-Contact headetheitPoC Dispatcher feature tag '+g.poc.dispatcher

NOTE 2: The PoC Client is invited as PoC Fleet Mentb a Dispatch PoC Session when the Dispatch Uipe

parameter is received but the PoC Dispatcher feaag is not received in the initial invitation.&RoC Client
is invited as PoC Dispatcher to a Dispatch PoCi&esghen both the Dispatch Type uri-parameter &ed t
PoC Dispatcher feature tag are received in thminitvitation.

4. SHALL generate a SIP 180 "Ringing" responsepasified in the subclause 6.2.1General",

5. SHALL, if the PoC Dispatcher capability is supied, check the presence in the SIP INVITE req&Btfe-
INVITE request of an Accept-Contact header with Btwe Dispatcher feature tag '+g.poc.dispatchengalath
'require' and 'explicit' parameters. If it is preséhe PoC Client SHALL add the PoC Dispatchetfiatag
'+g.poc.dispatcher' in the Contact header of tfeIBI0 'Ringing' response.

6. SHALL send the SIP 180 'Ringing' response tdRb€ Server;

7. SHALL send a SIP 480 "Temporarily UnavailableSponse towards the PoC Server if the PoC Useindethe
PoC Session invitation or a SIP 408 "Request Tirtfe@sponse if the invitation times out and do canitinue with
the rest of the steps;

8. SHALL send a SIP 302 "Moved Temporarily” respotmvards the PoC Server if the PoC User wantsdivect
the invitation to a NW PoC Box and SHALL includeetaddress of the NW PoC Box in the Contact header
according to rules and procedures of [RFC3261jéflW PoC Box address is provisioned in the Po€nthnd if
the NW PoC Box is supported by the PoC Client amodiged there is no Reject-Contact header with¢lagure
tags 'sip.automata’ and 'sip.actor’ with the vahsg-taker' along with and ‘require’ and 'explisitiot included in
the initial SIP INVITE request. and do not contirwi¢h the rest of the steps.

9. SHALL perform the procedures specified in 8:3JE PoC Box Invited to a PoC Sessigifithe PoC User
decides to have the UE PoC Box accept the PoC@easd do not continue with the rest of the steps;

10. SHALL generate a SIP 200 "OK" response to tifel8VITE request/SIP re-INVITE request as spedifie the
subclause 6.2.1.General"if the PoC User accepts the PoC Session invitation

11. SHALL include in the SIP 200 "OK" response awWwl SDP body as an SDP answer to the SDP offerein th
incoming SIP INVITE request/SIP re-INVITE requestspecified in the subclause 6.2.1'3®P answer
generation;
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- 12. SHALL, if the PoC Dispatcher capability is sopjed, check the presence in the SIP INVITE red8é3tre-
INVITE request of an Accept-Contact header with Btwe Dispatcher feature tag '+g.poc.dispatchengalath
'require' and 'explicit' parameters. If it is preséhe PoC Client SHALL add the PoC Dispatchetfiatag
'+g.poc.dispatcher' in the Contact header of tfe2BI0 "OK" response;

- 13. SHALL send the SIP 200 "OK" response to the Be@ver;

- 14. SHALL interact with the User Plane as specifiefODMA-PoC-UP] 'PoC Client procedures at PoC Session
initialization™;

- 15. MAY notify the Media Burst Control Scheme tethoC User if the PoC User acceptes the PoC Session
invitation and the indication of Media Burst Cort8&cheme is received; and,

- 16. SHOULD inform the PoC Server performing the talling Function, as specified in subclause 64 4ser
Plane Adaptatiot of the achieved QoE Profile, if a QOE Profilesngegotiated and if the PoC Client is unable to
obtain that negotiated QoE Profile according toghemeters provisioned to the PoC Client, as pddn
subclause 5.8Q0E Profiles.

NOTE 3: If the PoC User is invited as PoC Fleet Mento a Dispatch PoC Session and the PoC Fleetidem
capability is supported, it is recommended thatRb€ Clients sets the new Dispatch PoC Sessioa theb
Primary PoC Session as specified in subclausez11'"PoC Client setting PoC Session priotity

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

6.2.2 PoC Client receiving a PoC Session modification request
6.2.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

A PoC Client can receive a request to modify thistarg PoC Session. The PoC Session modificatiorbeadue to
changing Media Parameters, adding Media StreartietBoC Session, removing Media Streams from tla $ssion or
changing the bindings between Media Streams andavfbr Control Entities.

NOTE 2: The handling of a SIP re-INVITE request Rye-established Session without associated Po§ioBds
described in subclause 6.2RoC Client invited to a PoC Session”

Upon receiving a SIP UPDATE request, the PoC CIBHALL perform the actions as specified in subotaé.2.2'PoC
Client receiving a request for User plane adaptatio

Upon receiving a SIP re-INVITE request with a MINBDP body, the PoC Client:

- 1. SHALL perform the actions as specified in subs&6.2.2.2PoC Client receiving a request for User plane
adaptation’, if the offered Media Streams are the same as &8tieams used by the PoC Client in the PoC Session
and if the current Media-floor Control Entity bimdj of each Media used by the PoC Client and offezéte PoC
Client is the same in the received SDP offer; or

- 2. SHALL perform the actions as specified in subs&6.2.2.3PoC Client receiving a request to add and
disconnecMedia”, if the offered Media Streams are not the samdexia Streams used by the PoC Client in the
PoC Session or if the current Media-floor Controtify binding of a Media used by the PoC Client afféred to
the PoC Client is not the same as in the receie &fer.

When the SIP/IP Core corresponds to 3GPP/3GPP2 ¢S 0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.
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6.2.2.2 PoC Client receiving a request for User pla  ne adaptation

Upon receiving a SIP UPDATE request, or a SIP rédiNE request with a MIME SDP body including a ne®RSoffer as
specified by [RFC3264] and [RFC4566], the PoC Glien

1. SHALL validate that the Media Parameters arldagt one codec are acceptable to the PoC Clienf aot,
a) select a subset of the received Media Parameters
b) reject the request with a SIP 488 "Not Acceptatére” response towards the PoC Server accordingdes
and procedures of SIP/IP Core. Otherwise, contimitiethe rest of the steps;

2. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'User Plane adaptatidnfor activating new

Media Parameters;

- 3. SHALL generate a SIP 200 "OK" according to rides procedures of [RFC3261];

- 4. SHALL include the Session-Expires header inSHe 200 "OK" response to the SIP UPDATE or SIPN®ATE
request and re-start the SIP Session timer acaptdirules and procedures specified in [RFC4023AS
Behavior".The "refresher" parameter in the Session-ExpiresiéieSHALL be set to 'uas'.

- 5. SHALL include the option tag 'timer' in the Réguheader;

- 6. SHALL include the accepted Media ParametersMiME SDP body as the SDP answer to the SDP offf¢hé
SIP UPDATE or SIP re-INVITE request as specifiedhie subclause 6.2.1.18DP answer generation"

- 7. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedures of
SIP/IPCore;

- 8. MAY notify the Media Burst Control Scheme to theC User if received the indication of Media Busintrol
Scheme; and,

- 9. SHOULD inform the PoC Server performing the Colting PoC Function, as specified in section 6.4 4User

Plane Adaptatiot of the achieved QoE Profile, if a QOE Profilesngegotiated and if the PoC Client is unable to

obtain that negotiated QoE Profile according toghemeters provisioned to the PoC Client, as §pddn

subclause 5.8Q0E Profiles.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.2.3 PoC Client receiving a request to add and d  isconnect Media Streams

When PoC Client receives a request to add a newa\V&ideam to the existing PoC Session, to remouectly used Media
Stream from the PoC Session, to change the Meala-€ontrol Entity binding of a used Media in th@dPSession or a
combination of these, the PoC Client:

- 1. SHALL validate that the offered Media Streams supported by the PoC Client, and mark the ngyated
Media Streams as rejected in the SDP offer accgridimules and procedures of [RFC3264];

- 2. SHALL, for each offered Media Stream not yeeotgd, validate that at least one offered codexdfered Media
format is supported by the PoC Client, and if meject the particular Media Stream in the SDP ddifgording to
rules and procedures of [RFC3264];

- 3. SHALL, for each offered Media Stream not yeeotgd, validate that the Media Parameters are tadefor the
PoC Client and if not, reject the particular Me8taeam in the SDP offer according to rules and gaaces of
[RFC3264];

- 4. SHALL reject the request with a SIP 488 "Not Aptable Here" response towards the PoC Serverdingdo
rules and procedures of SIP/IP Core, if all offekdetlia Stream are rejected. Otherwise, continuk thié rest of
the steps;

- 5. SHALL, for the offered Media Stream, which weia yet rejected and which are not used curremtlfthe
current Media-floor Control Entity binding of a Miadused by the PoC Client and offered to the Pdé€nCls not
the same as in the received SDP offer, either

a) prompt the request to the PoC User for acceptiéimfdanual Answer Mode is required by the PoC User
the offered Media Type. If the PoC User decidesto@iccept the Media Stream, reject the Media Striea
the SDP offer according to rules and procedurdRBEC3264];

b) reject the Media Stream in the SDP offer acewydo rules and procedure of [RFC3264]; or,
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c) accept the Media Stream.

NOTE: A SIP re-INVITE request cannot include an wes-Mode header as specified in [draft-answermsdehe
PoC Server does not indicate whether the PoC Ukdntaccept the offered Media automatically or besed
upon the <allow-auto-answermode> action associatéte Invited PoC User. The PoC Client therefareds
to determine whether to accept the offered Medtamatically or not based upon the local prefererdebe
PoC User stored on the PoC Client.

6. SHALL generate SIP 200 "OK" response accordingites and procedures of [RFC3261];

7. SHALL include in the SIP 200 "OK" response anPSéhswer to the SDP offer as specified in subcléusé.la
"SDP answer generatitn

- 8. SHALL send the SIP 200 "OK" response towards?tb€ Server according to rules and proceduresrRARSI
Core;

- 9. SHALL interact with User Plane as specified@MA-PoC-UP]"User Plane adaptation'if the SDP answer
contains changes in the Media Parameters, Mediaafiaror codecs compared to the previously agred®t SD

- 10. SHALL interact with User Plane as specifieMA-PoC-UP]"PoC Client procedures when disconnecting

from a Media Type'if the SDP answer contains a Media Stream, thatiirently used by the PoC Client, marked as

rejected or if the current Media-floor Control Eptbinding of a Media used by the PoC Client arféred to the
PoC Client is not the same as in the received SdP, and,

- 11. SHALL interact with User Plane as specifiefdMA-PoC-UP]"PoC Client procedures when connecting to a
Media Type;'if the SDP answer contains an accepted Mediatwikioot currently used by the PoC Client in the
PoC Session or if the current Media-floor Controtify binding of a Media used by the PoC Client afféred to
the PoC Client is not the same as in the receie &fer.

When NAT traversal is supported by the PoC Client @hen the PoC Client is behind NAT generatioSkf responses is
done as specified in this subclause and as spe:aifisip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2thé¢S0C Client SHALL use 3GPP/3GPP2 IMS mechanisms
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.3 PoC Client receiving a PoC Session release request

6.2.3.1 PoC Session release request — On-demand Ses sion case

Upon receiving a SIP BYE request, the PoC Client:

- 1. SHALL interact with the User Plane as specifieffOMA-PoC-UP] 'PoC Client procedures at PoC Session
releasé; and,

NOTE 1: Resulting User Plane processing is comglbeedore the next step is performed.
NOTE 2: If the SIP BYE request contains a Reas@uéeaccording to rules and procedures of [RFC }4li4 PoC
Client can display a message to the PoC User conggihe text from the Reason header.

- 2. SHALL send SIP 200 "OK" response towards Po@&eaccording to rules and procedures of the SIEfke.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.3.2 PoC Session release request — Pre-establish  ed Session case

Upon receiving a release request on the User Rlaspecified in [OMA-PoC-UPPoC Session control state diagram —

Pre-established Sessiqgrthe PoC Client SHALL regard the PoC Session withe Pre-established Session as released and

interact with the User Plane as specified in [OM@GPUP]"PoC Client procedures at PoC Session release"
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NOTE: If the Media Streams of the Pre-establisBedsion were modified by the PoC Session initiatioa PoC
Session modification, the PoC Client can initidite Pre-established Session modification in 6.1'Rr8-
established Session modificatido restore the Media Streams used before thecidgm of the PoC Session
with the Pre-established Session.

6.2.4  PoC Client receiving an Instant Personal Alert

Upon receiving a SIP MESSAGE request containingXb€ feature tag '+g.poc.talkburst' in the AccepiH@ct header
field, and a non-anonymous Authenticated OriginatBoC Address, the PoC Client:

NOTE 1: The value of the content-type is outsidegbope of this specification.

- 1. MAY reject the SIP MESSAGE request with an appiate reject code specified in [RFC3428] and [REEH
e.g.
a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE request
b) any other reason outside the scope of this fpaton.

NOTE 2: The decision to reject the SIP MESSAGE esfjean e.g. be based on procedures between th€llRmtand
the PoC User outside the scope of this specifioatio

Otherwise continue with the rest of the steps;

- 2. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3428];

- 3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sjgetih
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core; and,
- 5. MAY indicate to the PoC User that an InstantsBeal Alert was received.
The PoC Client MAY use the procedures specifieslibclause 6.1.3.2"P0C Client initiates an Ad-hoc PoC Group

Session and 1-1 PoC Session'in subclause 6.1.3.3'PoC Client initiates an Ad-hoc PoC Group Sessiod &-1 PoC
Session'to initiate a 1-1 PoC Session with the PoC Usentified in the Authenticated Originator's PoC Adsis.

When the SIP/IP Core corresponds with 3GPP/3GPR2, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.5 PoC Client receiving a Group Advertisement

Upon receiving a SIP MESSAGE request containingegept-Contact header including the PoC featurétggpoc.
groupad' the PoC Client:

- 1. MAY reject the SIP MESSAGE request with an ajppiaie reject code specified in [RFC3428] and [REE
€.g;
a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE request

b) any other reason outside the scope of this Spetidn.
Otherwise, continue with the rest of the steps.

NOTE 1: The decision to reject the SIP MESSAGE esfjean e.g. be based on procedures between th€llRmtand
the PoC User outside the scope of this specifioatio

NOTE 2: The case that PoC Client does not supperGroup Advertisement is not needed to cover, s this case
the PoC Client has not registered the PoC feaagréry.poc.groupad' to the SIP/IP Core and willnective a
Group Advertisement message.

- 2. SHALL generate a 200 "OK" response accordingites and procedures of [RFC3428];
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- 3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sjgetih
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core.

- 5. SHOULD act based on the received Group Adveriese (e.g. by showing the advertisement to the Bs€});
- 6. SHOULD render the text content in Subject heaol¢éhe PoC User if text is included in the Subjesader and if
Text Content is supported by the PoC Client;

- 7. SHOULD retrieve and render the referenced meaient in the Call-Info header according to raled
procedures of [RFC 3261] if a reference is inclugrethe Call-Info header, and if Referenced Medimt&nt and
referenced Media Type(s) are supported by the P@EtC

NOTE 3: The PoC User can store information aboeitgitoup received in the Group Advertisement locallthe PoC
Client or in Shared List XDMS using procedureseacffied in [XDM-Core] 'Procedures at the XDM Clieht
and using the application usage as specifig@ima-PoC-Document-Mgmt]' Group Usage List

- 8. SHOULD render the media content received in Mibigies to the PoC User if Included Media Conterd i
request is supported and the Media Type is suppbrtehe PoC Client and if the dispostion typehsf Content-

Disposition header is set to "render”, "alert" imoh"; and,

NOTE 4: The disposition type "icon" indicates ttia body part contains an image suitable as ardecepresentation
of the Inviting PoC User. The value "alert" indieathat the MIME body contains information, suclaas
audio clip, that should be rendered by the PoCnCliean attempt to alert the PoC User when rengithe
Group Advertisement.

- 9. SHOULD cache the media content received in Miht8ies if Included Media Content in a request [gsuted
and if the associated disposition type of the QurBEsposition header is set to "attachment”.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.6  PoC Client receiving a PoC Session SIP CANCEL request
6.2.6.1 PoC Session SIP CANCEL request - On-demand  Session case

Upon receiving a SIP CANCEL request, the PoC CI®IHALL behave as UAS according to rules and procesiaf
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.7  Simultaneous PoC Session control procedures

PoC Client MAY use Simultaneous PoC Session coptatedures if the PoC Server of the Home PoC Nétswpports
Simultaneous PoC Sessions. The Invited PoC CliehY ldhange the PoC Session priority or POC Sessiokihg or both
during a PoC Session as specified in subclauses2611PoC Client Setting PoC Session Prioritgtid 6.1.12.2PoC Client
handling of PoC Session locking"

NOTE: The PoC Session locking is automaticallyasésl when the PoC Session is ended.

6.2.8 PoC Client receiving Discrete Media as a SIP MESSAGE

Upon receiving a SIP MESSAGE request not contaiaidfiME body of the MIME Type application/vnd.padcfo+xml
either

- 1. outside the SIP dialog used for a PoC Sessintaitong the PoC feature tag '+g.poc.discreteméuihe Accept-
Contact header field; or,

- 2.inside the SIP dialog used for the PoC Session;
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the PoC Client:
- 1. SHALL perform the actions specified in [OMA_IMSTEndorsement]PoC Client receives SIP MESSAGE"

NOTE: Responses for the SIP MESSAGE request a@itded in [OMA_IM_TS_EndorsementP6C Client receives
SIP MESSAGE"

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

6.2.9 PoC Client receiving an FDCFO Proceed SIP MESSAGE

Upon receiving a SIP MESSAGE request inside thedsdidg used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml, the PoC Client:

- 1. MAY reject the SIP MESSAGE request with an ajppiade response code specified in [RFC3428] and
[RFC3261]
a) when the PoC Client determines that there inotigh resources to handle the SIP MESSAGE request
b) any other reason outside the scope of this fpaton.

NOTE 1: The decision to reject the SIP MESSAGE esfjean e.g. be based on procedures between th€lRmtand
the PoC User outside the scope of this specifioatio

Otherwise continue with the rest of the steps;

- 2. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3428];

- 3. SHALL include the Server header to indicate@MA PoC release version of the PoC Client as sjgetih
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL send the SIP 200 "OK" response towardsRtb€ Server according to rules and procedureseoBtR/IP
Core; and,

- 5. SHOULD inform the PoC User of arrival of the FEQ@ request;
If the PoC User accepts the switch to full dupleice call, the PoC Client:

a) SHOULD release the PoC Session as specifieghidause 6.1.6PoC Client leaving a PoC Sessipor,

b) SHOULD remove the PoC Speech from the PoC Sessicpecified in subclause 6.1.441ding and
disconnecting from Mediaf other Media Types than PoC Speech are uséaeiiPoC Session.

NOTE 2: If PoC User accepts the switch to the dulblex voice call, the full duplex voice client mmlated with the PoC
Client initiates a full duplex call to one of thalfduplex voice call addresses.

NOTE 3: The timing of the PoC Session release hadPbC Session modification is not specified iridighe PoC
Session release or the PoC Session modificatioteguostponed until after the full duplex voiceenti
collocated with the PoC Client successfully estdtas the full duplex voice call

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [TS24.223{zHP2 X.S0013.4] with the clarifications givenliistsubclause.

6.2.10 PoC Client receiving capability query

NOTE 1: Only the terminating side capability quprgcedures are described since any entity cantbensIP
OPTIONS request
Upon receiving a SIP OPTIONS request, the PoC €lien

- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 6.2 Auto-
answer caskor in the subclause 6.2.1.Blanual-answer casemodified as follows:
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a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the eriéd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are nofopered;

c) the PoC User is not alerted and no informatsorendered, indicated or displayed to the PoC Uiswet;

d) if generating the SIP 200 "OK" response, the Btiént additionally:

i. SHOULD include in the SIP response an Allow rexadith the supported SIP methods according tesrule
and procedures of [RFC3261];

ii. SHOULD include in the SIP response an Accepdse with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Acceptéding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD include in the SIP response a Suppoltegtier with an option tag 'timer' according tosule
and procedures of [RFC3261];

v. SHALL either remove the Contact header from$liifé response or SHALL replace the Contact header
value in the SIP response with the PoC AddreskeoPbC User according to rules and procedures of
[RFC3261]; and,

vi. SHALL either remove the MIME SDP body from tB& response or SHALL replace the MIME SDP
body in the SIP response with a MIME SDP body ciointg the Media Types, the Media-floor Control
Entities and the Media-floor Control Entity bindggupported by the PoC Client according to rules an
procedures of [RFC3261].

NOTE 2: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notld S
answer.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Client SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.
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7. Procedures at the PoC Server

7.1 Determination of PoC Server role

This subclause describes how a PoC Server detesritinele when receiving an initial or a standra®IP request.

The behaviour in the PoC Server when receivingr&tfpests within an existing SIP dialog is describeder the respective
PoC Server role.

Once the role is decided the role SHALL be keptl tive SIP dialog is released, or until the stafahe transaction is done.

7.1.1  Reception of an initial SIP INVITE request

Upon receiving an initial SIP INVITE request the@8erver:

- 1. SHALL if it is the Originating PoC Service Poihtigger and

a) if the SIP URI in the Request-URI of the SIP IINIEZ request corresponds to the Conference-factdry-af
the PoC service in the network served by the Pa@eBbut the SIP INVITE request does not includgRi-
list of the PoC Users to be invited the PoC Se8ieALL perform the role of Participating PoC Functiand
continue as specified in subclause 7.3.P&*"established Sessiror,

b) otherwise the PoC Server SHALL perform the wdléhe Participating PoC Function as specified.; 774
"PoC Session establishment or rejoin using On-denssssioh

- 2. SHALL if it is the Terminating PoC Service Poifrigger and

a) if the SIP URI in the Request-URI of the SIP IINTE request corresponds to a PoC Group owned by the
PoC Server or if the SIP URI in the Request-URthaf SIP INVITE request corresponds to a PoC Session
Identity generated by the PoC Server, the PoC $&MALL continue as specified in subclause 7.2.1R6C
Session setup requéstr,

b) if the SIP-URI in the Request-URI of the SIP IN¥ request corresponds to a PoC User served biydfie
Server the PoC Server SHALL perform the role oftieigating PoC Function and continue as specified i
subclause 7.3.2:2P0oC Session invitation requestr,

c) if the SIP URI in the Request-URI of the SIP IN¥ request is unknown to the PoC Server the Pa@ege
SHALL perform the actions specified in subclause Z:Conference URI does not exist"

- 3. SHALL if it is the unregistered PoC Service Rdirigger and

a) if the PoC Server supports PoC Box functionalitgd the "allow" attribute of the <allow-offlineesage>
element as specifed in [OMA-PoC-Document-Mgmt]aste ‘true’ the PoC Server SHALL determine whether
to route the SIP INVITE request to a PoC Box asiigel in subclause 7.3.2.2.5.Détermination of routing

to a PoC Box upon an incoming invitaticend if it was determined to route the invitatiora NW PoC Box

the PoC Server SHALL route the request to a NW Bog as specified in subclause 7.3.2.2.%-8rward
invitations to a NW PoC B&xand not continue with the rest of the steps;.

b) Otherwise the PoC Server SHALL respond withR2 &0 "Temporarily Unavailable" response.
7.1.2  Reception of a SIP REFER request

Upon receiving a SIP REFER request outside of &tieg SIP dialog the PoC Server
- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.3.3I1B REFER
request receivegior,
- 2. SHALL if it is the Terminating PoC Service Poifrigger and

a) if the SIP REFER request is received with a R&feheader without a method parameter in the Refer
URI or when the method parameter is set to "INVITiEthe Refer-To URI, then:

i. if the Refer-To URI includes an Accept-Contaetter with the PoC Dispatcher feature tag
‘+g.poc.dispatcher' along with 'require’ and 'eviplparameters, continue as specified in subclauaéa.24
"PoC Dispatcher role transfer requést
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ii. otherwise, continue as specified in subclaugel78 "Adding Participants to PoC Session reqtiest
or
b) if the method parameter is set to "BYE" in thefd®-To header
i. continue as specified in subclause 7.2.1.9IP'REFER BYE request received when using a Pre-
established Sessidin case of a Pre-established Session; or,

ii. continue as specified in subclause 7.2.1.$#P"REFER BYE request received when using an On-
demand Sessitin case of an On-demand Session.

7.1.3  Reception of a SIP MESSAGE request

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.talkburst' in the Accepti@ct header the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.4lhstant
Personal Alert procedure at originating PoC Seryet,

- 2. SHALL if itis the Terminating PoC Service Pofrigger continue as specified in subclause 7.41lh&ant
Personal Alert procedure at terminating PoC Server"

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.discretemedia’ in the pieGontact header
the PoC Server:

- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in subclause 7.8.1Discrete
Media request"or,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group or PoC Session Identity known by the 8erver, continue as specified in the subclauzéd.23
"Discrete Media request’or,

- 3. SHALL if itis the Terminating PoC Service Poiigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3'Ri8crete Media
request”

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.fdcfo' in the Accept-Conkteeader the PoC
Server:

- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.3.1FDCFO
Proceed request'or,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Session Identity known by the PoC Servettjrmos as specified in the subclause 7.2.1RBCFO Proceed
request; or,

- 3. SHALL if it is the Terminating PoC Service Poifrigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3'EDCFO Proceed
request”

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.groupad' in the Acceptt&@xrheader the
PoC Server:

- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in subclause 7.3.1Group
Advertisement requestdr,

- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group known by the PoC Server, continue esifigd in the subclause 7.2.1.1@roup Advertisement
request; or,

- 3. SHALL if it is the Terminating PoC Service Poifrigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in subclause 7.3'@&ioup
Advertisement request”

7.1.4  Reception of a SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request outsidenadxasting SIP dialog the PoC Server:
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- 1. SHALL if it is the Originating PoC Service Poifitigger continue as specified in 7.3.151P SUBSCRIBE
request; or,

- 2. SHALL if it is the Terminating PoC Service Poifrigger continue as specified in subclause 7.2.1PbC
Session Participant Information Request"

7.1.5 Reception of a SIP OPTIONS request

Upon receiving a SIP OPTIONS request containing?h€ feature tag '+g.poc.talkburst' in the Accepii@ct header the
PoC Server:
- 1. SHALL if it is the Originating PoC Service Poiftigger continue as specified in the subclausel718
"Querying for capabilities;"or,
- 2. SHALL if the Terminating PoC Service Point Traggand the Request-URI contains a SIP URI corredipgrio
a PoC Group or PoC Session Identity known by the Berver, continue as specified in the subclauad.26
"Querying for capabilities;"or,
- 3. SHALL if itis the Terminating PoC Service Poiigger and the Request-URI contains a SIP-URI
corresponding to a PoC User served by the PoC Seowtinue as specified in the subclause 7.3.2lerying for
capabilities".

7.1.6  Reception of a SIP REGISTER request

Upon receiving a SIP REGISTER request the PoC 8erve
- 1. SHALL continue as specified in the subclauseZ7l4Reception of the SIP REGISTER request

7.2 Controlling PoC Function procedures

7.2.1  Request terminating at the Controlling PoC Function
7.2.1.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikds
referenced.

On receipt of an initial SIP INVITE request the PS€rver

- 1. SHALL cache the supported SIP methods if reckinghe Allow header;

- 2. SHALL cache SIP feature tags, if received in@omtact header, and if the specific feature tagsapported;

- 3. SHALL create and cache the Nick Name as spekdifissubclause 5./Nick Nam&; and,

- 4. SHALL cache the uri-parameter "b2bua”, if theparameter is present in the URI of the PoC Sepesforming
Participating PoC Function in the Contact headeriithe uri parameter is used according to locdicy.

When sending SIP provisional responses with thegia@n of the SIP 100 "Trying" response to the BIFITE request the
PoC Server
- 1. SHALL generate the SIP provisional response raiag to rules and procedures of [RFC3261];

- 2. SHALL include the Server header with the OMA Re(&ase version of the PoC Server as specifisdlislause
E.4.1 'Release version in User-agent and Server hedders

- 3. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 4. SHALL include Authenticated Originator's PoC Adds as specified in subclause SARthenticated
Originator's PoC Address

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or,

b) set to the PoC Group Identity with the Sessigpeluri-parameter "session=prearranged" or "sessluat"
as specified in E.5.1Session Type uri-parameten case of Pre-arranged or Chat PoC Group resedct
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- 5. SHALL include in a Contact header the PoC Sesklentity with the feature tag 'isfocus' and tli€€Heature tag
'+g.poc.talkburst' and the Session Type uri-paranisession=1-1", or "session=adhoc", or "sessiozerpanged"”,
or "session=chat" as appropriate for the type eRbC Session as specified in E.55&$sion Type uri-parameter

- 6. SHALL copy into the Contact header the featagst'sip.automata’, 'sip.actor’ and ‘sip.descrptiath their
corresponding value if any of these are includetth@éContact header of the incoming received S¢paese;

NOTE 2: If both UE PoC Box and NW PoC Box taketpathe PoC Session and a provisional responss tan SIP
100 "Trying" was already sent, the feature tagasipr' has the same value as in the previous giomal
response. If both UE PoC Box and NW PoC Box takéipahe PoC Session and no provisional response
other than SIP 100 "Trying" has been sent yetfeéhture tag 'sip.actor' value is either 'principalmsg-taker'
according to the PoC Server local policy.

- 7. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbsle 5.6
"Warning header"if at least one MIME body with media content wasioeed as specified in subclauses 7.2.1.2
"Ad-hoc PoC Group and 1-1 PoC Session setup retjardt7.2.1.3 Pre-arranged PoC Group Session setup
request;

- 8. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbsle 5.6
"Warning header"jf the text content in the Subject header was rexdp

- 9. SHALL include the warning text set to '108 mectiatent in INVITE discarded' as specified in salbecle 5.6
"Warning header"jf the Alert-Info header or the Call-Info headertmth was removed; and,

NOTE 3: The reason for removing the Subject headdrthe reason for removing the Alert-Info headehe Call-Info
header or both may be a local policy in the Po@&er

- 10. SHALL include Warning header(s) received inoiming provisional responses to SIP INVITE requeh the
exception of the SIP 100 "Trying" response.

When sending a SIP 200 "OK" response to the inBI& INVITE request the PoC Server:

- 1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261];

- 2. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 3. SHALL include the Session-Expires header wittl start supervising the SIP Session accordinglés rand
procedures of [RFC4028]UAS Behavidt. The "refresher" parameter in the Session-Expiezder SHALL be set
to 'uac’

- 4. SHALL include the option tag 'timer' in a Reguireader;

- 5. SHALL include Authenticated Originator's PoC Adds as specified in subclause 5ARthenticated
Originator's PoC Address

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or,

b) set to the PoC Group Identity with the Sessigpeluri-parameter "session=prearranged" or "sessluat"
as specified in E.5.1Session Type uri-parameten case of the Pre-arranged or Chat PoC Groygertively.

- 6. SHALL include in a Contact header the PoC Sesklentity with the feature tag 'isfocus' and tli€€Heature tag
'+g.poc.talkburst' and the Session Type uri-paranisession=1-1", or "session=adhoc", or "sessiozerpanged"”,
or "session=chat" as appropriate for the type eRbC Session as specified in E.55&$sion Type uri-parameter

- 7. SHALL copy into the Contact header the featagst 'sip.automata’, 'sip.actor' and ‘sip.desoniptivith their
corresponding value if any of these are includetthéContact header of the incoming received Stpaese;

NOTE 4: If both UE PoC Box and NW PoC Box taketpathe PoC Session and a provisional responss thlan SIP
100 "Trying" was already sent, the feature tagsastor' and ‘sip.description’ have the same vakié the
previous provisional response. If both UE PoC Bod BIW PoC Box take part in the PoC Session and no
provisional response other than SIP 100 "Tryings been sent yet, the feature tag 'sip.actor' valagher
'principal’ or 'msg-taker' according to the PoCvBetocal policy.

- 8. SHALL include the Server header with the OMA Re(@ase version of the PoC Server as specifisdhiclause
E.4.1"Release version in User-agent and Server headersit already included in a SIP provisional resge;
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9. SHALL include the warning text set to '108 mectatent in INVITE discarded' as specified in salbecle 5.6
"Warning header"if at least one MIME body with media content wasioeed as specified in subclauses 7.2.1.2
"Ad-hoc PoC Group and 1-1 PoC Session setup retjardt7.2.1.3 Pre-arranged PoC Group Session setup
request;

- 10. SHALL include the warning text set to '108 nzedbntent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf the text content in the Subject header was resdas specified in subclauses 7.2.188-hoc
PoC Group and 1-1 PoC Session setup requeast'7.2.1.3Pre-arranged PoC Group Session setup reduest

- 11.SHALL include the warning text set to '108 mechatent in INVITE discarded' as specified in salbiske 5.6
"Warning header"jf the Alert-Info header or the Call-Info headertmth was removed as specified in subclauses
7.2.1.2 'Ad-hoc PoC Group and 1-1 PoC Session setup retjardt7.2.1.3 Pre-arranged PoC Group Session
setup request"

- 12. SHALL include Warning header(s) received iniming responses to SIP INVITE request; and,

- 13. SHALL include the option tag 'norefersub’ iB@pported header according to rules and procedfires
[RFC4488].

When sending a SIP 488 "Not Acceptable Here" respon the initial SIP INVITE request, the PoC Serve

- 1. SHALL generate the SIP 488 "Not Acceptable Heesponse according to rules and procedures of BRE(;
and,

- 2. SHALL perform one of the following actions:

a) include in the SIP 488 "Not Acceptable Here’hoese a MIME SDP body, containing the Media Typles,
Media-floor Control Entities and the Media-floor @l Entity bindings as currently used in the Pa€Ssion
according to rules and procedures of [RFC3261héfoffered Media Types where none of those cugrent
used in the PoC Session; or,

b) include the warning text set to '107 Not authedito add <Media Type>' as specified in subcl&use
"Warning heade;, if the offered Media Type is not authorized fbe PoC User.
When the SIP/IP Core corresponds with 3GPP/3GPFR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.1a SDP answer generation

When receiving an SDP offer to initiate a 1-1 P@3s$on, an Ad-hoc PoC Group Session or Pre-arraRg€dGroup
Session and if the PoC Session does not yet &xést,the PoC Server:

- 1. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to Mefthar
Control Entity from the received SDP offer, whiale allowed by adding Media policy as specifiedubdause
7.2.1.21 Policy for allowing Media Streams in a PoC SesSiovhen Unconfirmed Indication is used;

- 2. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to Mefttar
Control Entity from the received SDP offer, whiate allowed by adding Media policy as specifiedubdause
7.2.1.21 Policy for allowing Media Streams in a PoC SesSiovhen the PoC Server has received the SDP
answer(s) from one or more, but not from all théted PoC Clients; or,

NOTE 1: The conditions for the removal of the Metlige offered by the Inviting PoC Client, acceplgdthe PoC
Server and not accepted by any Invited PoC Clenti of scope of this specification.

- 3. SHALL accept all the Media with bound Media-ftd@ontrol Entities and the Media not bound to a Metbor
Control Entities from the received SDP offer whale also accepted in at least one of the receildd&swers
from the Invited PoC Clients.

NOTE 2: The PoC Server as a matter of local paley wait for a number of answers, for amount oktion for other
reasons before sending the SDP answer.

NOTE 3: In step 3, the adding Media policy is needed to be checked anymore as it has been alcbadlged when
the SDP offers have been sent towards the termpn&bC Clients.
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When receiving an SDP offer to initiate a Pre-ageghPoC Group Session that already exists or wésgiving an SDP
offer to re-join a PoC Session, the PoC Server:

- 1. SHALL accept all the Media Streams with bounddMeFloor Control Entities in the received SDP otteat are
currently used in the PoC Session and that aretbtmuthe same Media-Floor Control Entity; and,

- 2. SHALL accept all Discrete Media Streams not lwbtma Media-Floor Control Entity in the receiveldFsoffer
and which are currently used in the PoC SessiomoattMedia-Floor Control Entity binding.

When receiving an SDP offer to initiate or join BaEPoC Group Session, the PoC Server:

- 1. SHALL accept all the Media Types with bound Meéiioor Control Entities in the received SDP offdrich are
currently used in the PoC Session, if the PoC Besdiready exists, or which are allowed by addirefM policy
as specified in subclause 7.2.1.Pblicy for allowing Media Streams in a PoC SesSiamd,

- 2. SHALL accept the Discrete Media without bounddideFloor Control Entity in the received SDP oftehnich
are currently used in the PoC Session, if the Peg3iBn already exists, or which are allowed by rgldledia
policy as specified in subclause 7.2.1.Pblicy for allowing Media Streams in a PoC Session

When composing an SDP answer according to ruleparmedures of [RFC3264] and [RFC4566] the PoC &erv

- 1. SHALL set the IP address of the PoC Serverdgheaccepted Media Stream from the received SDd#? affd for
each accepted Media-floor Control Entity from teegived SDP offer;

- 2. SHALL include the media-level section for eackepted Media Stream from the received SDP offasisting
of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$
b) the codec(s) and Media Parameters selectedeliydlt Server from the list contained in the reackiSBP
offer; optionally further reduced based on:
i. the SDP answer(s) received in SIP 200 "OK" resggs) from the Invited PoC Client(s), if already
received,
ii. the SDP answer(s) received in SIP 200 "OK" oemee(s) from the Participant(s) other than Inviked
Client(s), if already received;
iii. the SDP answer(s) sent in SIP 200 "OK" resggs)sto the Participant(s), if sent previously; and
iv. the Media Parameters that are currently useldifnPoC Session, if PoC Session has already $mten
up.

NOTE 4: The Media Parameters of the Discrete Madiadefined in [OMA_IM_TS_Endorsement].

NOTE 5: If transcoding is supported and codec(d) Media Parameters other than those containeckiretteived SDP
offer have been offered in the SDP of the SIP INFEquest sent to Invited PoC Client(s), the SD&van in
the SIP 200 "OK" response towards the Inviting R3iént can be different from the SDP answer reakive
SIP 200 "OK" response from the Invited PoC Client(s

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only@8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Server and port nutodez used for RTCP selected as specified in [OROE-
UP] "Port number$ according to rules and procedures of [RFC36d%He Media Stream uses the RTCP
protocol and other than the default IP addresodrmumber specified by the [RFC3550] is to be ysed

e) the "a=upcc:0" attribute as specified in [RFCH1d the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa&Sston on hold, the media-level section offers ati@aous
Media and the 1-many-1 communication method isuset in the PoC Session; and,

f) under the media level definition of MSRP, addasaccept-types:" SDP attribute MIME Types
"application/vnd.oma.poc.final-report+xml", "apgiton/vnd.oma.poc.detailed-progress-report+xml" and
optionally "application/vnd.oma.poc.optimized-pregs-report+xml" if any of these were included ie th
received SDP offer and if supported by the PoC &erv

- 3. SHALL include for any Media-floor Control Entjtthat is offered in the received SDP offer andepbed in the
SDP answer by the PoC Server, the media-leveleseofieach offered Media-floor Control Entity costsig of:
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NOTE 6:

a) the format list field for the Media-floor Contkientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from the list contained inrdeeived
SDP offer; optionally reduced based on the SDP ar(syvreceived in SIP 200 "OK" response from thatéal
PoC Client(s), if already received;

The PoC Server can reduce Media-floor GbEntity parameters depending on answers recdioea Invited
PoC Clients, e.g. if the SDP offer in SIP INVITEtest from the Inviting PoC Client contained a esjuo
use queuing in the PoC Session and a received 88#eafrom an Invited PoC Client did not indicatggort
for queuing the PoC Server can return to the IngitPoC Client that queuing is not used in this BeSsion.

c) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPhiscepted; and,

e) optionally TBCP MIME parameters indication asdfied in E.3 SDP Extensioriancluding if needed the
TBCP MIME parameter "multimedia” with the appropei@d value as specified in E:S3DP Extensions"

- 4. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected:

- 5. SHALL mark the Media Stream as rejected accarttirrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,
- 6. SHALL include the QoE Profile assigned for tr@PSession, as specified in subclause EQ@E'Profile, if
QoE Profiles are enabled and if a QoE Profile watuded in the received SDP offer.
When composing an SDP answer, the PoC Server:

- 1. SHALL bind the media-level section that idertHiPoC Speech to the corresponding Media-floor GbENtity
as in the received SDP offer, if PoC Speech isgtede

- 2. SHALL bind the media-level section that idemtiiVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idem#iAudio to the corresponding Media-floor Contratify as in
the received SDP offer, if Audio is accepted; and,

- 4. SHALL bind the media-level section that ider#iDiscrete Media to the corresponding Media-fldontrol
Entity as in the received SDP offer, if Discretediéeis accepted and bound to the Media-floor Cdiindity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.1b

PoC Session setup request

Upon receiving an initial SIP INVITE request wittet SIP URI in the Request-URI corresponding to @ Booup owned by
the PoC Server or corresponding to a PoC Sessantitd generated by the PoC Server and:

- 1.if the Session Type uri-parameter is "sessiogapanged"” and,

a) if the SIP URI in the Request-URI of the SIP INIE request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL perfie role of Controlling PoC Function and conénu
as specified in subclause 7.2.188¢-arranged PoC Group Session setup reduiest

or,

b) if the SIP URI in the Request-URI of the SIP INYZ request corresponds to a Chat PoC Group owped b
the PoC Server, the PoC Server SHALL return a 8¥"Mot Found" response with the warning text eet t
'100 Correct Session Type of <Request-URI> is leasshat" as specified in subclause 5/8drning

headef. Otherwise continue with the rest of the steps.

or,

- 2.if the Session type uri-parameter is "sessioat'dnd,
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a) if the Accept-Contact header contains the fedimg ‘automata’ and the feature tag 'actor' \withvalue of
'msg-taker’ or 'principal’ and the parameters leitphnd ‘require' the PoC Server SHALL returniB 804
"Not Found" response with the warning text selL@®'PoC Box not possible for a Chat PoC Group' as
specified in subclause 5.8Varning headér Otherwise continue with next step;

b) if the SIP URI in the Request-URI of the SIP IN'Z request corresponds to a Chat PoC Group owwned b
the PoC Server, the PoC Server SHALL perform the 06 Controlling PoC Function and continue as
specified in subclause 7.2.1.%oining Chat PoC Group Session reqtiest

or,
c) if the SIP URI in the Request-URI of the SIP IN¥ request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL neauBIP 404 "Not Found" response with the warning

text set to '101 Correct Session Type of <Requ&dt-Uk "session=prearranged™ as specified in susd 5.6
"Warning header Otherwise continue with the rest of the steps.

or,
- 3. ifthe Session Type uri-parameter is "sessioh=ar "session=adhoc" and,

a) if the SIP URI in the Request-URI of the SIP IIN'# request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL neauBIP 404 "Not Found" response with the warning
text set to '101 Correct Session Type of <Requ&dt-Uk "session=prearranged™ as specified in susd 5.6

"Warning headér Otherwise continue with the rest of the steps.

b) if the SIP URI in the Request-URI of the SIP INZ request corresponds to a Chat PoC Group owwned b
the PoC Server, the PoC Server SHALL return a 8¥P"Mot Found" response with the warning text eet t
'100 Correct Session Type of <Request-URI> is leasghat" as specified in subclause 5/8drning

headef. Otherwise continue with the rest of the steps.

or,
- 4.if a Session Type uri parameter is not included

a) if the SIP URI in the Request-URI of the SIP IN'# request corresponds to a Pre-arranged PoC Group
owned by the PoC Server, the PoC Server SHALL perfibe role of Controlling PoC Function and conénu
as specified in subclause 7.2.188¢-arranged PoC Group Session setup reduiest

or,

b) if the SIP URI in the Request-URI of the SIP INYZ request corresponds to a Chat PoC Group owped b
the PoC Server and the Accept-Contact header carttaé¢ feature tag 'automata’ with the parametepdicit’
and 'require’ the PoC Server SHALL return a SIP'40g Found" response with the warning text séia®
PoC Box not possible for a Chat PoC Group' as ipddn subclause 5.8Narning headét, Otherwise
continue with the rest of the steps;
or,
c) if the SIP URI in the Request-URI of the SIP IN'¥Z request corresponds to a Chat PoC Group owped b
the PoC Server and the Accept-Contact header dieontain the feature tag 'automata’ and the feaay
‘actor' with the value of 'msg-taker' or 'princlgaid the parameters 'explicit' and 'require' RbE Server
SHALL perform the role of Controlling PoC Functiand continue as specified in subclause 7.2.Jofhing
Chat PoC Group Session request
- 5. ifthe SIP-URI in the Request-URI of the SIP IN'¥ request corresponds to a PoC Session Idergitgmgted by
the PoC Server, the PoC Server SHALL perform the @b Controlling PoC Function and continue as djtin
subclause 7.2.1.4Rgjoining PoC Session request

7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup  request

Upon receiving of an initial SIP INVITE request tReC Server:

- 1. MAY reject the SIP INVITE request with a SIP 5@&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are esdibind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the ColiigplPoC Function"The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resgoas specified in [RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBo Session establishment after the time defipetid Retry-
After header.
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2. SHALL check whether the Conference-factory-URhtined in the Request URI is allocated and perfibre
actions specified in subclause 7.5Cbnference-factory URI does not existlt is not allocated. Otherwise,
continue with the rest of the steps;

3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Ussed
authorize the request according to local policy it is not authorized the PoC Server SHALL meta SIP 403
"Forbidden" response with the warning text sel &1 'Function not allowed due to <detailed reasas>specified in
subclause 5.8Warning header!" Otherwise, continue with the rest of the steps;

4. SHALL validate that the received SDP offer iri#s at least one Media Stream for which the Medrameters
and at least one codec or Media format is acceptapthe PoC Server and if not reject the requébktavSIP 488
"Not Acceptable Here" response generated as spédifithe subclause 7.2.1.Géneral. Otherwise, continue with
the rest of the steps;

5. SHALL check from the MIME resource-lists bodwatithe maximum number of Participants allowed irAdn
hoc PoC Group Session is not exceeded. If exce&uetl Server SHALL return SIP 486 "Busy Here" reggoand
include the warning text set to '102 Too many partints' as specified in subclause "W&arning header:'
Otherwise, continue with the rest of the steps;

NOTE 2: With regards to "MAX-ADHOC-GROUP-SIZE" panater, the initiator of the PoC Session is alsated as

a Participant.

6. SHALL perform the following actions, if Includédedia Content is supported by the PoC Server it i
media content is received in one or more MIME bsdie

a) Check if included Media Type is allowed, usingeal policy, and if at least one Media Type is$ albowed,
based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" respahseSIP 415 "Unsupported Media Type" response
SHALL include:

1. the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2. the Accept-Encoding header with the encodingh&ds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3. both.
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the not alEtvmedia content.

NOTE 3: One example of a local policy could be that PoC Server only allows Included Media Conterspecial

traffic scenarios.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content
7. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!

procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPgerver
SHALL:

a) check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#)B "Forbidden" response with the warning textset
'114 QoE Assignment Error' as specified in sub@dug"Warning header;'

b) assign 'Official Government Use' QoE Profildtes QoE Profile for the PoC Session; and,

c) apply any preferential treatment to the SIP estjas specified in [RFC4412], skip the next stap@oceed
with the rest of the steps.

8. SHALL assign the QoE Profile to the PoC Sessimording to the value indicated in the QoE Pradtteibute
included in the received SDP offer, as specifieduhclause E.3.2)oE Profile"if QoE Profiles are enabled,;
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NOTE 4: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

9. SHALL perform action on receipt of an initiallSINVITE request as described in 7.2.1Geherat;

- 10. SHOULD check whether the "b=AS" attribute islirded in the SDP offer, and if it is, use theibttre as
specified in [OMA-PoC-UP]Media Buffering’

- 11. MAY remove the Subject header;

- 12. MAY remove the Alert-Info or the Call-Info hezrdor both;

NOTE 5: The reason for removing the Alert-Info hesadr the Call-Info header or both may be a locdicy in the PoC
Server.

- 13. SHALL allocate a PoC Session Identity for tlieCFSession; and,

- 14. SHALL invite the PoC Users and Pre-arranged Bodlps listed in the MIME resource-lists body pedfied
in subclause 7.2.2)P0oC Session invitation request"

NOTE 6: How the multiple URIs of the invited membare conveyed in the SIP INVITE request is spedifi [draft-
URI-list]. How each URI in the list is anonymizesispecified in [draft-URI-list-capacity].

Upon receiving a SIP 183 "Session Progress"” regpfamghe SIP INVITE request containing a P-Ans\Béate header with
the value "Unconfirmed" as specified in [RFC496dd as specified in subclause 7.2 R2C Session invitation requést
the PoC Server:

- 1. SHALL generate 200 "OK" response as specifiethénsubclause 7.2.1.G&neral and continue with the rest of
the steps if unconfirmed mode is supported by th@ Berver and the final response is not yet setttetdnviting
PoC Client, otherwise do not proceed with the oéshe steps;

- 2. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.146DP answer generation"

- 3. SHALL include a P-Answer-State header with thkig "Unconfirmed";

- 4. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization”;

NOTE 7: Resulting User Plane processing is comglb&fore the next step is performed.

- 5. SHALL send the SIP 200 "OK" response towarddtkéing PoC Client according to rules and proaesuof
SIP/IP Core;

NOTE 8: If PoC Server supports Unconfirmed Indicatand generates and sends SIP 200 "OK" respowseds
Inviting PoC Client based on received SIP 183 "B@sBrogress”, then PoC Server needs either tapedpr
transcoding or PoC Session modification. This isdeg in the case if the SDP answer contained ir2G0P
"OK" sent towards Inviting PoC Client is in mismiatwith the SDP answer contained in SIP 200 "OK"
received from the terminating network.

- 6. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @ackage
that an Inviting PoC User has joined in the PoCuprBession, as specified in subclause 7.2.1'QeRerating a
SIP NOTIFY request'and,

- 7. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedures of the Bi€dre.

Upon receiving a SIP 180 "Ringing" response asifipddn subclause 7.2.2"2PoC Session Invitation Requéand the SIP
final response or a SIP 180 "Ringing" responsenishyet been sent to the Inviting PoC Client, to€RServer:

- 1. SHALL generate a SIP 180 "Ringing" responsén&SIP INVITE request as specified in the subclalgel.1
"General"; and,

- 2. SHALL send the SIP 180 "Ringing" response towahe Inviting PoC Client according to rules andgedures
of SIP/IP Core.
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Upon receiving a SIP 200 "OK" response for the IBIPITE request as specified in subclause 7.2"P@C Session
invitation request'and if the SIP final response has not yet beenteghe Inviting PoC Client the PoC Server:

- 1. SHALL generate a SIP 200 "OK" response to tieISIVITE request as specified in the subclausel712.
"General" before continuing with the rest of the steps;

- 2. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

- 3. SHALL interact with the User Plane as specifiefOMA-PoC-UP] "Controlling PoC Function procedures at
PoC Session initialization

NOTE 9: Resulting User Plane processing is comgleedore the next step is performed.

- 4. SHALL send a SIP 200 "OK" response towards tivitihg PoC Client according to rules and procedwfthe
SIP/IP Core;

- 5. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet paxkage
that an Inviting PoC User has joined in the PoCuprBession, as specified in subclause 7.2.1'QeRerating a
SIP NOTIFY request'and,

- 6. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the BiCdre.

Upon receiving a SIP final response other thandX3xx, that is one of the SIP 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL send the SIP final response towards thétifirg PoC Client, if a SIP final response was reeé from all
the Invited PoC Clients and the SIP 200 "OK" regaois not yet sent. The SIP final response SHAIdLide the
Status-Code defined by the PoC Server accorditartd policy e.g. the lowest value received frora thvited PoC
User(s); or,

- 2. SHALL remove Inviting PoC Client from the PoCsSmn as specified in subclause 7.2"Rémove of
Participant from PoC Sessionif a SIP final response other than 2xx or 3xx wexeived from all the Invited PoC
Clients and the SIP 200 "OK" response is already. se

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3 Pre-arranged PoC Group Session setup reques t

This subclause describes the procedures that tBeSRover follows for the establishment of a Presaged PoC Group
Session.

Subclause 7.2.1.3.1Gkneral is the starting point for the establishment dffak-arranged PoC Group Sessions.

Subclause 7.2.1.3.2Dispatch PoC Session setup request from PoC Dikpétdescribes the specific procedures to be
followed, when indicated from subclause 7.2.1.G4dreral, for the establishment of a Dispatch PoC Sesisibiated by a
PoC Dispatcher

Subclause 7.2.1.3.3Dispatch PoC Session setup request from PoC Fleetlél describes the specific procedures to be
followed, when indicated from subclause 7.2.1.Gdreral, for the establishment of a Dispatch PoC Sesisibiated by a
PoC Fleet Member

7.2.1.3.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

Upon receiving an initial SIP INVITE request the®8erver:

- 1. MAY reject the SIP INVITE request with a SIP 5@&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdithe PoC Group does not already have an on-groay
Session and a risk of congestion exists as speéififOMA-PoC-UP] 'Procedures at the PoC Server performing
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the Controlling PoC Functidh The PoC Server MAY include a Retry-After heatiethe 503 "Service
Unavailable" response as specified in [RFC3261],;

NOTE 2: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-
After header.

2. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' itdsi not
included the PoC Server SHALL return a SIP 403 bkden” response with the warning text set to 'R20ting
error in network' as specified in subclause"S\&rning header. Otherwise, continue with the rest of the steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclaus&.Z7£2'PoC Session initiation poli€yand if it is not authorized the
PoC Server SHALL return a SIP 403 "Forbidden" resggowith the warning text set to '121 Functionaimwed
due to <detailed reason>' as specified in subclaw&&Varning header!' Otherwise, continue with the rest of the
steps;

- 4. SHALL check if the URI Usage Type uri-parameteincluded in the Request-URI and if it is inclddeith a
value different from "uriusage=group"” the PoC Seperforming the Controlling PoC Function SHALL uet a
SIP 403 "Forbidden" response according to the rmtebprocedures of [RFC3261] with the warning ssttto '130
Conflicting URI: <URI>' as specified in subclausé BWarning headeér Otherwise, continue with the rest of the
steps;

- 5. SHALL check the presence of the ‘isfocus' faaparameter in the URI of the Contact header aidsiforesent
then the PoC Server performing the Controlling Fe@ction SHALL return a SIP 403 "Forbidden" respons
according to the rules and procedures of [draft-li&t4handling] containing the list of members bé&tPre-arranged
PoC Group. Otherwise, continue with the rest ofdeps;

NOTE 3: If the sender of the INVITE request is deRse 1.0 PoC Server, the procedure specifiedMy®OC-1-CP]
is used instead.

- 6. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theevid'. If not allowed, the PoC Server SHALL resg with a
SIP 403 "Forbidden” response with the warning settto '119 Anonymity not allowed' as specifieduclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group’s authorization rules as specifigMA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoC esddr
as specified in subclause 5Arbnymous PoC Addré'sand a Nick Name as specified in subclause Higk'
Nameé for the Inviting PoC User. Otherwise, continughwthe rest of the steps;

NOTE 4: The Anonymous PoC Address is an aliasiferRoC User, and this address appears in Partidifanmation
and the User Plane Taken message. This alias Pdfegslis used when expelling the Participant frioen t
PoC Session.

- 7. SHALL, if the PoC Dispatcher functionality isgported, check whether any of the PoC Users coelaimthe
<list> element of the Pre-arranged PoC Group doctiiiseallowed the action <allow-dispatch> as spedifn
[OMA-PoC-Document-Mgmt]:

a) If it is allowed for at least one group memtilee, PoC Server SHALL check whether the Contact éeafl
the incoming SIP INVITE request includes the PoGaicher feature tag '+g.poc.dispatcher' accotding
rules and procedures of [RFC3840]. If it is presdrg PoC Server SHALL proceed as specified in lswise
7.2.1.3.2 Dispatch PoC Session setup request from PoC Dikpdtend do not continue with the rest of the
steps. If it is not present, the PoC Server SHALdcped as specified in subclause 7.2.1.Bi8patch PoC
Session setup request from PoC Fleet Melinded do not continue with the rest of the stepst, a

b) If it is not allowed for any group member, conie with the rest of the steps.
- 8. SHALL perform action on receipt of an initial’'SINVITE request as described in 7.2.31Geheral;

- 9. SHOULD check whether the "b=AS" attribute islinted in the SDP offer, and if it is, use the btite as
specified in [OMA-PoC-UP]Media Buffering’

- 10. if the PoC Group does not have already an émggeoC Session, the PoC Server:
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a) SHALL validate that the received SDP offer irt#g at least one Media Stream allowed as spedaified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC Ses'ion which the Media Parameters and
at least one codec or Media format is acceptablthfoPoC Server and if not reject the request wi8iP 488
"Not Acceptable Here" response generated as spédéifithe subclause 7.2.1Ge&neral. Otherwise, continue
with the rest of the steps;

b) SHALL check if a Resource-Priority header idlimied in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:
i. check that the QoE Profile attribute containedhe SDP offer indicates 'Official Government USeE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiezslibclause 5.8Narning header";
ii. assign 'Official Government Use' QoE Profileths QoE Profile for the PoC Session; and,

ii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip the next sieph
proceed with the rest of the steps.

c). SHALL, if QoE Profiles are enabled,
i. if there is no <goe> element defined in the R&x@up document as specified in [OMA-PoC-Document-

Mgmit], assign the QoE Profile indicated in the @i6file attribute in the SDP offer as the QoE Reodif
the PoC Session; and,

i if there is a <qoe> element defined in the Po©uWp document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Proftteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profiles, than the value of the <qoe> element. If it iwéo the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"®/@rning header"Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the QofildPof the PoC Session and SHALL mark it as
"mandatory” and continue with the rest of the steps

NOTE 5: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

d) SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezhin
or more MIME bodies,

i. Check if included Media Type is allowed, usinfpeal policy, and if at least one Media Type i$ no
allowed, the PoC Server SHALL, based on a Serviogiéer Policy either,

1. send a SIP 415 "Unsupported Media Type" respahsesIP 415 "Unsupported Media Type"
response SHALL include:

a) the Accept header with the acceptable Media-3ypat the PoC Server would accept
according to rules and procedures of [RFC3261]; or,

b) the Accept-Encoding header with the encodingnfds that the PoC Server would accept
according to rules and procedures of [RFC3261]; or,

c) both.
and do not continue with the rest of the steps; or,
2. remove the MIME bodies containing the media ennthat is not allowed.

NOTE 6: One example of a local policy could be that PoC Server only allows Included Media Conterspecial
traffic scenarios.

ii. Check the total size of all MIME bodies contiaig media content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

1. send a SIP 413 "Request Entity Too Large" respamd do not continue with the rest of the steps;
or,

2. remove all MIME bodies containing media content.
e) MAY remove the Subject header;
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f) MAY remove the Alert-Info or the Call-Info header both;

NOTE 7: The reason for removing the Alert-Info headr the Call-Info header or both may be a logdicy in the PoC
Server.

g) SHALL invite members of the Pre-arranged PoCupras specified in subclauses 7.2.1 R4C Session
initiation policy' and 7.2.2.2 PoC Session invitation requéstand,

h) SHALL interact with User Plane as specified@MA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidrand do not continue the rest of the steps.

- 11.if the PoC Group has already an Active PoCi8esthe PoC Server:

a) SHALL validate that the received SDP offer irtg#g at least one Media Stream used in the PoCoBessi
with the Media-floor Control binding as used in theC Session, for which the Media Parameters alehsit
one codec or Media format is acceptable for the Be@er and if not, reject the request with a 3B Not
Acceptable Here" response generated as specifidn isubclause 7.2.1.G&neral. Otherwise, continue with
the rest of the steps;

b) SHALL check whether the Authenticated OriginadtoC Address of the joining PoC User is allowed t
join by performing the actions specified in subskad.2.1.6 PoC Session joining politylf it is not allowed
to join the PoC Server performing the ControllingdPFunction SHALL respond with a SIP 403 "Forbidtlen
response with the warning text set to '121 Funatioinallowed due to <detailed reason>' as spedcified
subclause 5.8Warning header'to the originating network. Otherwise, continuehntite rest of the steps;

¢) SHALL check if a Resource-Priority header idlinied in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containedhe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header. Otherwise, continue
with the rest of the steps;

ii. apply any preferential treatment to the SIPuest as specified in [RFC4412], skip the next sieg
proceed with the rest of the steps.

d) SHALL check for a QoE Profile attribute contairie the request, if QOE Profiles are enabledhdf t
included QoE Profile is lower, as specified in sdi®on 5.8 QoE Profile$ than the QoE Profile assigned to
the Active PoC Session and if the QoE Profile as=igto the Active PoC Session is marked as "mangdato
the PoC Server SHALL reject the request with a#IB "Forbidden" response with the warning textiset
'114 QoE Assignment Error' as specified in sub@dus Warning headér. Otherwise, continue with the rest
of the steps;
e) SHALL check if <max-participant-count> as spietfin [OMA-PoC-Document-Mgmt] is already reached.
If reached:
i. If the PoC Server supports 'Official Governméise’ QoE Profile, and if the incoming invitatiormquests
an 'Official Government Use' Local QoE Profile with associated PoC Session Precedence that is highe
than the PoC Session Precedence associated totheQoE Profile of at least one of the particiganit
the PoC Session, then according to Service Pro#dkcy the PoC Server MAY release a participant of
lowest Local QoE Profile, as specified in subclatige2.4"Removal of Participant from PoC Sessipn"
and skip the next step;
ii. The PoC Server SHALL return a SIP 486 "Busy ¢felesponse with the warning text set to '102 Too
many participants' to the originating network ascified in subclause 5.68Narning header Otherwise,
continue with the rest of the steps;

f) SHALL generate a SIP 200 "OK" response as sjgztih the 7.2.1.1General,;

g) SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

h) SHALL include in the SIP 200 "OK" response witle warning text set to '116 PoC Session alreadysx
as specified in subclause 5\Warning heade,

NOTE 8: Resulting User Plane processing is comglb&fore the next step is performed
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i) SHALL interact with User Plane as specified @MJA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initialization

j) SHALL send the SIP 200 "OK" response towardslthdéting PoC Client according to rules and proaedu
of the SIP/IP Core;

k) SHALL generate a notification to the PoC Cliemtich have subscribed to the conference stateteve
package that the Inviting PoC User has joined @RbC Group Session, as specified in subclausk 7122
"Generating a SIP NOTIFY requ&sand,

1) SHALL send the SIP NOTIFY request to the PoGe@is according to rules and procedures of the BIP/I
Core.

Upon receiving a SIP 183 "Session Progress" regpfamghe SIP INVITE request containing a P-Ans\Béaite header with
the value "Unconfirmed" as specified in [RFC496dd as specified in subclause 7.2 22C Session Invitation Requests"
the PoC Server:

- 1. SHALL generate a SIP 200 "OK" response to SIPITE request as specified in the subclause 7.2Geheral”
and continue with the rest of the steps if uncoméid mode is supported by the PoC Server and thérgilP
response is not yet sent to the Inviting PoC Clietiterwise do not proceed with the rest of thpste

- 2. SHALL include the warning text set to '103 Toany group members' as specified in subclaus&/8aning
header"in the SIP 200 "OK" response, if the Pre-arrange@ Group has more than <max-participant-count>
members as specified in [OMA-PoC-Document-Mgmt].

- 3. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

- 4. SHALL include a P-Answer-State header with thkig "Unconfirmed";

- 5. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Auibated
Originator's PoC Address and in the Contact hetleDispatch Type uri-parameter "dispatch=enti@igl' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi@iatch Type
uri-parametet;

6. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization";

NOTE 9: Resulting User Plane processing is comglbefore the next step is performed

- 7. SHALL send the SIP 200 "OK" response towarddtkéing PoC Client according to rules and proaesuof the
SIP/IP Core;

- 8. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @ackage
that the Inviting PoC User has joined in the Po@GuprSession, as specified in subclause 7.2.1"GefRerating a
SIP NOTIFY request'and

- 9. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the BiCdre.

Upon receiving a SIP 180 "Ringing" response asifipddn subclause 7.2.220C Session invitation requestnd the SIP
final response or a SIP 180 "Ringing" responsenithyet been sent to the Inviting PoC Client, tb€FServer:

- 1. SHALL generate a SIP 180 "Ringing" to the SIR/INE request response as specified in the subclazsé.1
"General",

- 2. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Autbated
Originator's PoC Address and in the Contact hetleDispatch Type uri-parameter "dispatch=enti@igl' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi&jatch Type
uri-parametet; and,

- 3. SHALL send the SIP 180 "Ringing" response towahe Inviting PoC Client according to rules andgedures
of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the IBIRITE request as specified in subclause 7.2'P@C Session
invitation requestsand if the SIP final response has not yet beenteghe Inviting PoC Client the PoC Server:

- 1. SHALL generate SIP 200 "OK" response to theISINFITE request as specified in the subclause 712.1.
"General"before continuing with the rest of the steps;

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20080806-C Page 100 (642)

2. SHALL include the warning text set to '103 Toamyg group members' as specified in subclaus&8aning
header"in the SIP 200 "OK" response, if all members weastinvited because the Pre-arranged PoC Group has
exceeded the <max-participant-count> members asfiguaein [OMA-PoC-Document-Mgmt].

- 3. SHALL, in case the Pre-arranged PoC Group Sessia Dispatch PoC Session, include in the Auibated
Originator's PoC Address and in the Contact hetideDispatch Type uri-parameter "dispatch=entii@igt' or
"dispatch=sub-group" as appropriate for the typthefDispatch PoC Session, as specified in EBi@iatch Type
uri-parametet.

- 4. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

- 5. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization”

NOTE 10:Resulting User Plane processing is coraglbefore the next step is performed.

- 6. SHALL send a SIP 200 "OK" response to the IngtPoC Client according to rules and procedurébeSIP/IP
Core.;

- 7. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet paxkage
that the Inviting PoC User has joined in the Po@GuprSession, as specified in subclause 7.2.1"Geferating a
SIP NOTIFY request'and,

- 8. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedures of the Bi€dre.

Upon receiving a SIP final response other thand@xx that is one of the SIP 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL perform either of the following:

a) send the SIP final response towards the InvRiog Client, according to rules and procedureb®fSIP/IP
Core, if a SIP final response was received fronthalIinvited PoC Clients and the SIP 200 "OK" resgmis
not yet sent. The SIP final response SHALL incltite Status-Code defined by the PoC Server accotding
local policy e.g. the lowest value received frora thvited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC S&sss specified in subclause 7.2.2ReMmoval of
Participant from PoC Sessitnf a SIP final response other than 2xx or 3x»sweceived from all the Invited
PoC Clients and the SIP 200 "OK" response is ajrsadt.

- 2. MAY invite an additional member of the Pre-agad PoC Group as specified in subclause 7.2EbZ Session
invitation request'that has not already been invited, if the Prereyed PoC Group has more than <max-participant-
count> members as specified in [OMA-PoC-Documentit]gand all members have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3.2 Dispatch PoC Session setup request from P oC Dispatcher

Upon receiving an initial SIP INVITE request toasish a Dispatch PoC Session from a PoC Dispatelespecified in
subclause 7.2.1.3.General, the PoC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Ussed
authorize the request as specified in subclaus&.Z42 'Dispatch PoC Session initiation policy for PoC
Dispatchet and if it is not authorized the PoC Server SHAdeturn a SIP 403 "Forbidden" response with the
warning text set to '113 User is not a dispatchette group' as specified in subclause"®arning header:
Otherwise, continue with the rest of the steps;

- 2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theevid'. If not allowed, the PoC Server SHALL resg with a
SIP 403 "Forbidden" response with the warning settto '119 Anonymity not allowed' as specifiedubclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group's authorization rules as specifig®@MA-
PoC-Document-Mgmts]. Otherwise, continue with tbst of the steps;

- 3. SHALL check the presence of the Dispatch Typgarameter in the Request-URI, and
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a) if the Dispatch Type uri-parameter is preseititsvalue is understood, the PoC Server SHAL Lsgber
the received value as the Dispatch Type uri-paranfet the Dispatch PoC Session; or

b) if the Dispatch Type uri-parameter is preseititswalue is unknown, the PoC Server SHALL rejbet SIP
INVITE request with a SIP 404 "Not Found" respoasd do not continue with the rest of the steps.

4. SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezhaor
more MIME bodies,

a) Check if included Media Type is allowed, usingeal policy, and if at least one Media Type is albowed,
the PoC Server SHALL, based on a Service Providécyeither,

i. send a SIP 415 "Unsupported Media Type" respahseSIP 415 "Unsupported Media Type" response
SHALL include:

1. the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2. the Accept-Encoding header with the encodinghds that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3. both.
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the mediateni that is not allowed.

NOTE 1: One example of a local policy could be thatPoC Server only allows Included Media Conterspecial

traffic scenarios.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

5. SHOULD use the "b=AS" attribute as specifie@@MA-PoC-UP]"Media Buffering",if included in the SDP
offer;

6. MAY remove the Subject header;
7. MAY remove the Alert-Info or the Call-Info heads both;

NOTE 2: The reason for removing the Alert-Info hesadr the Call-Info header or both may be a locdicy in the PoC

Server.

8. If the Dispatch PoC Group does not have alreaxyyon-going Dispatch PoC Session the PoC Server:

a) SHALL validate that the received SDP offer irtg#g at least one Media Stream allowed as spedaified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC Ses'ion which the Media Parameters and
at least one codec or Media format is acceptablthtBdPoC Server and if not reject the request wi8iP 438
"Not Acceptable Here" response generated as spédéifithe subclause 7.2.1Ge&neral. Otherwise, continue
with the rest of the steps;
b) SHALL check if a Resource-Priority header idlimied in the SIP INVITE request, according to rdesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:
i. check that the QoE Profile attribute containedhie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiezslibclause 5.8Narning header";
ii. assign 'Official Government Use' QoE Profileths QoE Profile for the Dispatch PoC Session; and,

ii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip step ¢ aodged
with the rest of the steps.

c) SHALL, if QoE Profiles are enabled,
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i. if there is no <goe> element defined in the R&x@up document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the Q@@&ifile attribute in the SDP offer as the QoE Reofif
the Dispatch PoC Session; and,

ii. if there is a <goe> element defined in the R&X©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Proftteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profile$, than the value of the <qoe> element. If it iwéo the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause BV&rhing header. Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the QofiléPof the Dispatch PoC Session and SHALL mark it
as "mandatory" and continue with the rest of tlepst

NOTE 3: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

d) If the Dispatch Type uri-parameter is "dispatshis-group”, then the PoC Server:
i. SHALL allocate a PoC Session Identity for theCP®ession; and,

ii. SHALL invite the PoC Users listed in the MIMESource-lists body as specified in subclauses.I722
"Dispatch PoC Session initiation policy for PoC Citghel’ and 7.2.2.2 PoC Session invitation requests

e) If the Dispatch Type uri-parameter is "dispatftire-group”, the PoC Server SHALL invite membefrs
the Dispatch PoC Group as specified in subclause$.14.2 Dispatch PoC Session initiation policy for PoC
Dispatchel and 7.2.2.2 Dispatch PoC Session invitation requésts

- 9. If the Dispatch PoC Group has already one orermaorgoing Dispatch PoC Session, then the PoC Serve

a) SHALL check whether the inviting PoC User is #ative PoC Dispatcher for the other on-going Dispa
PoC Sessions. If not, the PoC Server SHALL rejeetrequest with as SIP 486 "Busy Here" responde tivé
warning text set to '110 Dispatch group has alreamther active dispatcher' as specified in sulsel&u6
"Warning headér Otherwise, continue with the rest of the steps;

b) If the Dispatch Type uri-parameter is "dispatehiz-group”, the PoC Server

i. SHALL check if a Resource-Priority header islirtded in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:

1. check that the QoE Profile attribute contaimethie SDP offer indicates 'Official Government Use'
QoE Profile, as specified in subclause E.Z@E Profile. If the QoE Profile attribute indicates other
QOE Profile, the PoC Server SHALL reject the regjuéth a SIP 403 "Forbidden” response with the
warning text set to '114 QoE Assignment Error'gectied in subclause 5:%Varning header";

2. assign 'Official Government Use' QoE Profildtes QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP estjas specified in [RFC4412], skip step ii and
proceed with the rest of the steps.

ii. SHALL, if QoE Profiles are enabled,

1. if there is no <gqoe> element defined in the ByGup document as specified in [OMA-PoC-
Document-Mgmt], assign the QoE Profile indicatethiea QoE Profile attribute in the SDP offer as
the QoE Profile of the Dispatch PoC Session; and,

2. if there is a <qoe> element defined in the Pe@u document as specified in [OMA-PoC-
Document-Mgmt], check whether the value of the @u&file attribute in the SDP offer is equal or
higher, as specified in 5.8bE Profiles, than the value of the <qoe> element. If it iwéw the PoC
Server SHALL reject the SIP INVITE request with i@ 303 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8/Narning header"Otherwise, the
PoC Server SHALL assign the value of the <qoe> elgras the QoE Profile of the Dispatch PoC
Session and SHALL mark it as "mandatory” and cagiwith the rest of the steps.

NOTE 4: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is ciolesed that '‘Basic'
QoE Profile is requested.

iii. SHALL validate that the received SDP offer indes at least one Media Stream allowed as spddifie
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC SesSiion which the Media Parameters
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and at least one codec or Media format is accepfablthe PoC Server and if not reject the requist a
SIP 488 "Not Acceptable Here" response generatsgedfied in the subclause 7.2.1@€heral.
Otherwise, continue with the rest of the steps;

iv. SHALL allocate a PoC Session Identity for theJPSession; and,

v. SHALL invite the PoC Users listed in the MIMEsmiurce-lists body as specified in subclauses 1.2.2.
"Dispatch PoC Session initiation policy for PoC pascher"and 7.2.2.2PoC Session invitation requests”

c) If the Dispatch Type uri-parameter is "dispatehtire-group”, and
i. If any of the already on-going Dispatch PoC 8essis established with the entire Dispatch PoGu@r

the PoC Server SHALL reject the request with as48"Busy Here" response. Otherwise continue with
the rest of the steps; and,

ii. SHALL check if a Resource-Priority header isluded in the SIP INVITE request, according to sule
and procedures of [RFC4412], if the 'Official Gawarent Use' QoE Profile is supported. If includesl th
PoC Server SHALL:
1. check that the QoE Profile attribute contaimethie SDP offer indicates 'Official Government Use'
QoE Profile, as specified in subclause E.Z@E Profile. If the QoE Profile attribute indicates other
QoE Profile, the PoC Server SHALL reject the requeth a SIP 403 "Forbidden" response with the
warning text set to '114 QoE Assignment Error'mecdied in subclause 5'8Varning header";

2. assign 'Official Government Use' QoE Profildtes QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP estjas specified in [RFC4412], skip step iii and
proceed with the rest of the steps.

iii. SHALL, if QoE Profiles are enabled,

1. if there is no <goe> element defined in the ByGup document as specified in [OMA-PoC-
Document-Mgmt], assign the QoE Profile indicatethiea QoE Profile attribute in the SDP offer as
the QoE Profile of the Dispatch PoC Session; and,

2. if there is a <qoe> element defined in the Pe@u document as specified in [OMA-PoC-
Document-Mgmt], check whether the value of the @u&file attribute in the SDP offer is equal or
higher, as specified in 5.8bE Profiles$, than the value of the <qoe> element. If it iwéw the PoC
Server SHALL reject the SIP INVITE request with @ 203 "Forbidden” response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8/Narning header"Otherwise, the
PoC Server SHALL assign the value of the <qoe> elgras the QoE Profile of the Dispatch PoC
Session and SHALL mark it as "mandatory” and cagiwith the rest of the steps.

NOTE 5: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

NOTE 6: Dispatch PoC Session with the entire Digp&oC Group are only established when the invieio@
Dispatcher indicates the Dispatch Type uri-paramielispatch=entire-group” or no MIME resource-libtsdy
is included in the SIP INVITE request

iv. SHALL validate that the received SDP offer intks at least one Media Stream allowed as speaified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC SesSiion which the Media Parameters
and at least one codec or Media format is accepfablthe PoC Server and if not reject the request a
SIP 488 "Not Acceptable Here" response generategedfied in the subclause 7.2.1A€eheral.
Otherwise, continue with the rest of the steps; and
v. If none of the already on-going Dispatch PoCs&ess is established with the entire Dispatch PoC
Group, the PoC Server SHALL invite members of thigpBtch PoC Group as specified in subclauses
7.2.1.14.2 Dispatch PoC Session initiation policy for PoC Qisghet’ and 7.2.2.2 Dispatch PoC Session
invitation requests
- 10. SHALL interact with User Plane as specified@MA-PoC-UP] "Controlling PoC Function procedures at PoC
Session initializatioh
Upon receiving a SIP response for the SIP INVITGuest, as specified in subclause 7.2'P@C Session invitation
requests”the PoC Server SHALL proceed as specified in swsd 7.2.1.3.5eneral.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.3.3 Dispatch PoC Session setup request from P oC Fleet Member

Upon receiving an initial SIP INVITE request toasish a Dispatch PoC Session from a PoC Fleet Menals specified in
subclause 7.2.1.3.General, the PoC Server:

1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclaus&.74£3 'Dispatch PoC Session initiation policy for PoC Flee
Membetl and if it is not authorized the PoC Server SHAieturn a SIP 403 "Forbidden” response with the imgrn
text set to '121 Function not allowed due to <dethieason>' as specified in subclause"®/@rning header.
Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyyisi
requested with the Privacy header containing theevid'. If not allowed, the PoC Server SHALL resg with a
SIP 403 "Forbidden” response with the warning settto '119 Anonymity not allowed' as specifieduclause 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifig®MA-
PoC-Document-Mgmt]. Otherwise, continue with thst i&f the steps;

3. SHOULD use the "b=AS" attribute as specifiedMA-PoC-UP]"Media Buffering",if included in the SDP
offer;

4. If the Dispatch PoC Group does not have alreagyon-going Dispatch PoC Session with the entisp&ich
PoC Group, then the PoC Server:

a) SHALL validate that the received SDP offer irtg#g at least one Media Stream allowed as spedaified
subclause 7.2.1.2P0licy for allowing Media Streams in a PoC Ses'ion which the Media Parameters and
at least one codec or Media format is acceptablthfoPoC Server and if not reject the request wi8iP 488
"Not Acceptable Here" response generated as spédéifithe subclause 7.2.1Geéneral. Otherwise, continue
with the rest of the steps;
b) SHALL, if Included Media Content is supportedthg PoC Server and if media content is receivezha
or more MIME bodies,
i. Check if included Media Type is allowed, usinfpeal policy, and if at least one Media Type i$ no
allowed, the PoC Server SHALL, based on a Serviogifer Policy either,
1. send a SIP 415 "Unsupported Media Type" respahsesIP 415 "Unsupported Media Type"
response SHALL include:
a) the Accept header with the acceptable Media-3ypat the PoC Server would accept
according to rules and procedures of [RFC3261]; or,
b) the Accept-Encoding header with the encodinghfis that the PoC Server would accept
according to rules and procedures of [RFC3261]; or,

c) both.
and do not continue with the rest of the steps; or,
2. remove the MIME bodies containing the media ennthat is not allowed.

NOTE 1: One example of a local policy could be that PoC Server only allows Included Media Conterspecial

traffic scenarios.

ii. Check the size of all MIME bodies containingaieand if the total size exceeds a configurablg ma
size, based on a Service Provider policy either,

1. send a SIP 413 "Request Entity Too Large" respamd do not continue with the rest of the steps;
or,
2. remove all MIME bodies containing media content.

¢) MAY remove the Subject header;

d) MAY remove the Alert-Info or the Call-Info heagle
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NOTE 2:

NOTE 3:

The reason for removing the Alert-Info hesadr the Call-Info header or both may be a loddiicy in the PoC
Server.

e) SHALL use the value "dispatch=sub-group" aslispatch Type uri-parameter for the Dispatch PoC
Session;
f) SHALL check if a Resource-Priority header isluded in the SIP INVITE request, according to rudes
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:
i. check that the QoE Profile attribute containedhe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiezlbclause 5.8Narning header";
ii. assign 'Official Government Use' QoE Profileths QoE Profile for the Dispatch PoC Session; and,

ii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip step g andeed
with the rest of the steps.

g) SHALL, if QoE Profiles are enabled,
i. if there is no <goe> element defined in the R&x@up document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the Q@@&ifile attribute in the SDP offer as the QoE Reofif
the Dispatch PoC Session; and,
ii. if there is a <goe> element defined in the R&X©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Profiteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profile$, than the value of the <qoe> element. If it iwéo the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"®/@rning header"Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the QofiléPof the Dispatch PoC Session and SHALL mark it
as "mandatory” and continue with the rest of tlepst

If no QoE Profile attribute is includedtire SDP offer of the SIP INVITE request, it is calesed that 'Basic'
QoE Profile is requested.

h) SHALL invite one member of the Dispatch PoC Grthat is allowed the action <allow-dispatch>, as
specified in subclauses 7.2.1.1408spatch PoC Session initiation policy for PoC Rlbtembe" and 7.2.2.2
"PoC Session invitation requestand,

i) SHALL interact with User Plane as specified @MJA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initializatidrand do not continue the rest of the steps.

- 5. If the Dispatch PoC Group has already an ongybiispatch PoC Session with the entire Dispatch Bodlip,
the PoC Server:

a) SHALL validate that the received SDP offer irtg#g at least one Media Stream used in the PoCoBessi
with the Media-floor Control binding as used in th@C Session for which the Media Parameters alehst
one codec or Media format is acceptable for the Be@er and if not, reject the request with a 8B “Not
Acceptable Here" response generated as specifigad isubclause 7.2.1.General. Otherwise, continue with
the rest of the steps;

b) SHALL check whether the Authenticated OriginadtoC Address of the joining PoC User is allowed t
join by performing the actions specified in subskad.2.1.6 PoC Session joining politylf it is not allowed

to join the PoC Server performing the ControllingdPFunction SHALL respond with a SIP 403 "Forbidten
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedcified
subclause 5.8Warning header'to the originating network. Otherwise, continuehntite rest of the steps;

¢) SHALL check if <max-participant-count> as spimifin [OMA-PoC-Document-Mgmt] is already reached.
If reached, PoC Server SHALL return a SIP 486 "Bdsye" response with the warning text set to '168 T
many participants' to the originating network asdified in subclause 5.68¥arning headér Otherwise,
continue with the rest of the steps;

d) SHALL check if a Resource-Priority header isiiied in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:
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i. check that the QoE Profile attribute containedhie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8Narning header;'and,

ii. apply any preferential treatment to the SIPues} as specified in [RFC4412], skip the next siegh
proceed with the rest of the steps.

e) SHALL check for a QoE Profile attribute contairie the request, if QOE Profiles are enabledchdf t
included QoE Profile is lower, as specified in sdi®on 5.8 QoE Profile$ than the QoE Profile assigned to
the active Dispatch PoC Session and if the QoElPra$signed to the Active PoC Session is marked as
"mandatory", the PoC Server SHALL reject the requeth a SIP 403 "Forbidden" response with the wagn
text set to '114 QoE Assignment Error' as specifiegsibclause 5.6Warning header Otherwise continue
with the rest of the steps;

f) SHALL use the value "dispatch=entire-group" las Dispatch Type uri-parameter for the Dispatch PoC
Session;

g) SHALL generate a SIP 200 "OK" response as sigekif the 7.2.1.1General;

h) SHALL include in the SIP 200 "OK" response a MENSDP body as an SDP answer to the SDP offer in the

incoming SIP INVITE request as specified in thedabse 7.2.1.1aSDP answer generation

i) SHALL include in the Authenticated OriginatoP®C Address and in the Contact header of the S0P 20
"OK" response the Dispatch Type uri-parameter 'alisip=entire-group" as specified in E.5[Zispatch Type
uri-parametet;

NOTE 4: Resulting User Plane processing is comglbe&fore the next step is performed.

j) SHALL interact with User Plane as specified @MA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initialization

k) SHALL send the SIP 200 "OK" response towardsltivising PoC Client according to rules and proaedu
of the SIP/IP Core;

1) SHALL generate a notification to the PoC Cliendich have subscribed to the conference stateteve
package that the Inviting PoC User has joined @mRbC Group Session, as specified in subclausk 7122
"Generating a SIP NOTIFY requ&sand,

m) SHALL send the SIP NOTIFY request to the Po@&@ according to rules and procedures of the BIP/I
Core.

Upon receiving a SIP response for the SIP INVITGuUest, as specified in subclause 7.2'P@C Session invitation
requests”the PoC Server SHALL proceed as specified in suwsd 7.2.1.3.5eneral.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.4 Rejoining PoC Session request

Upon receiving a SIP INVITE request that includéogC Session Identity in the Request-URI the Po@eBe

1. SHALL check whether the Accept-Contact headeluihes the PoC feature tag '+g.poc.talkburst' fitdsi not
included the PoC Server SHALL return a SIP 403 bkditen” response with the warning text set to 'R20ting
error in network' as specified in subclause"\&rning header. Otherwise, continue with the rest of the steps;

2. SHALL check the presence of the Session Typgamameter in the Request-URI and if it is presiwetick
whether it matches with the correct Session Typhe@Request-URI and if it does not then the POReSeSHALL
reject the request with a SIP 404 "Not Found" respawith the warning text '100 Correct Session Tofpe
<Request-URI> is "session=chat™ or '101 Corresisim Type of <Request-URI> is "session=prearratiged
specified in subclause 5'8arning header. Otherwise, continue with the rest of the steps;

3. SHALL check whether the Authenticated Origin&®oC Address of the joining PoC User is allowepbin by
performing the actions specified in subclause B2RoC Session joining policy'f it is not allowed to join the
PoC Server SHALL respond with a SIP 403 "Forbiddesponse with the warning text set to '121 Funatiot
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allowed due to <detailed reason>' as specifiedlitiause 5.6Warning header'to the originating network.
Otherwise, continue with the rest of the steps;

- 4. SHALL check if a Resource-Priority header iduged in the SIP INVITE request, according to ridesl
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) check that the QoE Profile attribute contaimethe SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#IB "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning header Otherwise, continue with the rest
of the steps;

b) apply any preferential treatment to the SIP estjas specified in [RFC4412], skip the next step@oceed
with the rest of the steps;

- 5. SHALL check for a QoE Profile attribute contairia the SIP request, if QOE Profiles are enalfetthe included
QoE Profile is lower, as specified in subsectidh"®RoE Profile$ than the QoE Profile assigned to the Active PoC
Session, and if the QoE Profile assigned to thévAdoC Session is marked as "mandatory”, the Ro@es
SHALL reject the request with a SIP 403 "Forbiddegsponse with the warning text set to '114 QoHgkssent
Error' as specified in subclause BVBarning header.' Otherwise continue with the rest of the steps;

- 6. SHALL in the case a Chat or Pre-arranged Po@&8&ession check if <max-participant-count> asi§pedn
[OMA-PoC-Document-Mgmt] is already reached. If reed,

a) If the PoC Server supports Official Governmese QoE Profile, and if the incoming invitation regts an
‘Official Government Use' Local QoE Profile with associated PoC Session Precedence that is higirette
PoC Session Precedence associated to the LocaP€dile of at least one of the participants of BaC
Session, then according to Service Provider PalieyPoC Server MAY release a participant of loviestal
QoE Profile as specified in subclause 7.2.Réhoval of Participant from PoC Sessicend skip the next
step;

b) PoC Server SHALL return a SIP 486 "Busy Herespanse with the warning text set to '102 Too many
participants' to the originating network as spedifin subclause 5.8¥arning header Otherwise, continue
with the rest of the steps;

- 7. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing théidalf not allowed, the PoC Server SHALL respawith a SIP
403 "Forbidden" response with the warning textget19 Anonymity not allowed' as specified in dalbise 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifid®MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoCesddr
as specified in subclause 5Aribnymous PoC Addré'sand a Nick Name as specified in subclause Hidk'

Namé. Otherwise, continue with the rest of the steps;

NOTE 1: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamnt fr
the PoC Session.

8. SHALL validate that the received SDP offer imgg at least one Media Stream used in the PoCdBesith the

Media-floor Control binding as used in the PoC 8#sfor which the Media Parameters and at leastomalec or

Media format is acceptable for the PoC Server &ndti reject the request with a SIP 488 "Not Adabfe Here"

response generated as specified in the subcladel7'General. Otherwise, continue with the rest of the steps;

- 9. SHALL check whether the Contact header of tlwenning SIP INVITE request includes the PoC Dispatch
feature tag '+g.poc.dispatcher’, in case of a DipRoC Session. If it is present and the joinin@ RJser is not the
Active PoC Dispatcher for the Dispatch PoC SesslumPoC Server SHALL reject the request with & 436
"Busy Here" response with the warning text selLid®'Dispatch group has already another active tlibpd as
specified in subclause 5"8Varning header:' Otherwise, continue with the rest of the steps;

- 10. SHALL perform action on receipt of an initidPIINVITE request as described in 7.2.31Geheral;

- 11. SHOULD use the "b=AS" attribute as specifiefMA-PoC-UP]"Media Buffering",if included in the SDP
offer;
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12. SHALL accept the SIP request and generate 2POK" response to the SIP request as spediiiae
subclause 7.2.1.General",

13. SHALL include a MIME SDP body as an SDP anstwghe SDP offer in the incoming SIP INVITE requast
specificed in the subclause 7.2.1.1S®P answer generatitn

14. SHALL include in the Authenticated Originatd?eC Address and in the Contact header of the G0P'@QK"
response the Dispatch Type uri-parameter "dispa&tatire-group”, or "dispatch=sub-group" as apprdprfar the
type of the Dispatch PoC Session, as specified3r2EDispatch Type uri-parametérin case of a Dispatch PoC
Session.

15. SHALL interact with the User Plane as specifieDMA-PoC- UP] 'Controlling PoC Function procedures at
PoC Session initialization

NOTE 2: Resulting User Plane processing is comglbeefore the next step is performed.

16. SHALL send the SIP 200 "OK" response towar@ésRbC Client according to rules and procedurediiis
Core;

17. SHALL generate a notification to the PoC Clgenthich have subscribed to the conference staet@ackage
that a PoC User has joined in the PoC Group Sesasospecified in subclause 7.2.1.171G2nerating a SIP
NOTIFY request"and,

18. SHALL send the SIP NOTIFY request to the PoteriZ$ according to rules and procedures of thelSI@obre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.5 Joining Chat PoC Group Session request

Upon receiving a SIP INVITE request that includd3c& Group Identity, which identifies the Chat R@fup in the
request URI that is owned by the PoC Server, the erver:

1. MAY reject the SIP INVITE request with a SIP 5@&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdithe Chat PoC Group Session does not alreadiyand a risk
of congestion exists as specified in [OMA-PoC-UPidcedures at the PoC Server performing the ColimgpPoC
Function". The PoC Server MAY include a Retry-After headeth® 503 "Service Unavailable" response as
specified in [RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBo Session establishment after the time defipetid Retry-

After header.

2. SHALL check whether the Accept-Contact headeluites the PoC feature tag '+g.poc.talkburst' itdsi not
included the PoC Server SHALL reject the requeth wiSIP 403 "Forbidden” response with the wartéxy set to
'120 Routing error in network' as specified in dabse 5.6'Warning header.' Otherwise, continue with the rest of
the steps;

3. SHALL check the presence of the 'isfocus' feaparameter in the URI of the Contact header aitdsifpresent
then the PoC Server SHALL reject the request wiliR1403 "Forbidden" response with the warning settto '105
Isfocus already assigned' as specified in subclauis&Varning header.' Otherwise, continue with the rest of the
steps;

4. SHALL check whether the Authenticated Origina®&oC Address of the joining PoC User is allowepbin by
performing the actions specified in subclause B2R0oC Session joining policy'f it is not allowed to join the
PoC Server SHALL reject the request with a SIP ‘#a8bidden” response with the warning text sefl &'
Function not allowed due to <detailed reason>pasified in subclause 5.:8Varning header'to the originating
network. Otherwise, continue with the rest of theps;

5. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, when anotyisi
requested with the Privacy header containing theida If not allowed, the PoC Server SHALL resdowith a SIP
403 "Forbidden" response with the warning textgét19 Anonymity not allowed' as specified in dalbse 5.6
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafrthe PoC Group's authorization rules as specifid®@MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoC ésddr
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as specified in subclause 5Aribnymous PoC Addré'sand a Nick Name as specified in subclause Hidk'
Namé. Otherwise, continue with the rest of the steps;

NOTE 2: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdfegslin used when expelling the PoC Participamb fr
the PoC Session.

6. SHALL validate that the received SDP offer imidg at least one Media Stream for which the Medrameters

and at least one codec or Media format is accepfablthe PoC Server and the Media Type is eitBedun the

PoC Session or allowed by adding Media policy &iied in subclause 7.2.1.2Pdlicy for allowing Media

Streams in a PoC Sessfaend if not, reject the request with a SIP 488t'Noceptable Here" response generated as
specified in the subclause 7.2.1@¢eheral. Otherwise, continue with the rest of the steps;

- 7. SHALL perform action on receipt of an initial’'SINVITE request as described in 7.2.31Geheral;

- 8. SHOULD use the "b=AS" attribute as specifiedMA-PoC-UP]"Media Buffering",if included in the SDP
offer;

9. If the Chat PoC Group Session does not alrezridy, ¢he PoC Server:

a) SHALL check if a Resource-Priority header iduded in the SIP INVITE request, according to rudesl
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containedhie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifiesibclause 5.8Narning header:;

ii. assign 'Official Government Use' QoE Profileths QoE Profile for the PoC Session; and,

ii. apply any preferential treatment to the SIBuest as specified in [RFC4412], skip the next staph
proceed with the rest of the steps.

b) If QoE Profiles are enabled, the PoC Server SHAL

i. if there is no <goe> element defined in the R&xGup document as specified in [OMA-PoC-Document-
Mgmt], assign the QoE Profile indicated in the @i6file attribute in the SDP offer as the QoE Reodif
the PoC Session.

ii. if there is a <qoe> element defined in the R&©up document as specified in [OMA-PoC-Document-
Mgmt], check whether the value of the QoE Proftteilaute in the SDP offer is equal or higher, as
specified in 5.8 QoE Profiles, than the value of the <goe> element. If it iwdéw the PoC Server SHALL
reject the SIP INVITE request with a SIP 403 "Fdd#n" response with the warning text set to '11& Qo
Assignment Error' as specified in subclause"8/@rning header:' Otherwise, the PoC Server SHALL
assign the value of the <qoe> element as the QofiléPof the PoC Session and SHALL mark it as
"mandatory" and continue with the rest of the steps

NOTE 3: If no QoE Profile attribute is includedthre SDP offer of the SIP INVITE request, it is colesed that '‘Basic'
QoE Profile is requested.

¢) SHALL create a Chat PoC Group Session.
- 10. If the Chat PoC Group Session already exis&sPoC Server:

a). SHALL check if a Resource-Priority header iduded in the SIP INVITE request, according to suked
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. check that the QoE Profile attribute containedhe SDP offer indicates 'Official Government USeE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QoE
Profile, the PoC Server SHALL reject the requeshwi SIP 403 "Forbidden" response with the warning
text set to '114 QoE Assignment Error' as specifieslibclause 5.8NVarning header;'and,

ii. apply any preferential treatment to the SIPues} as specified in [RFC4412], skip the next siegh
proceed with the rest of the steps.

b) SHALL check the QoE Profile attribute containedhe request, if QOE Profiles are enabled. [fitteduded
QoE Profile is lower, as specified in subclause"RB8E Profiles" than the QoE Profile assigned to the Active
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PoC Session and if the QoE Profile assigned té\thiee PoC Session is marked as "mandatory", th@ Po
Server SHALL reject the request with a SIP 403 Biduen” response with the warning text set to Qb
Assignment Error' as specified in subclause BV&rhing header Otherwise, continue with the rest of the
steps and,
¢) SHALL check if <max-participant-count> as spimifin [OMA-PoC-Document-Mgmt] is already reached.
If reached:
i. If the PoC Server supports 'Official Governmbise’ QoE Profile, and if the incoming invitatiorquests
an 'Official Government Use' Local QoE Profile with associated PoC Session Precedence that is highe
than the PoC Session Precedence associated totheQoE Profile of at least one of the particiganit
the PoC Session, then according to Service Pro¥dkcy the PoC Server MAY release a participant of
lowest Local QoE Profile as specified in subclatie2.4"Removal of Participant from PoC Sessipahd
skip the next step; and,
ii. The PoC Server SHALL return SIP 486 "Busy HemeSponse with the warning text set to '102 Too
many participants' to the originating network ascified in subclause 5:8Varning header:' Otherwise,
continue with the rest of the steps.
- 11. SHALL accept the SIP request and generate 28POK" response to the SIP INVITE request acsigel in
the subclause 7.2.1'General’,

- 12 SHALL include in the SIP 200 "OK" response a MIMBDP body as an SDP answer to the SDP offer in the
incoming SIP INVITE request as specified in thedabse 7.2.1.1a8SDP answer generation

- 13. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Controlling PoC Function procedures at
PoC Session initialization

NOTE 4: Resulting User Plane processing is comgle&fore the next step is performed.

- 14. SHALL send the SIP 200 "OK" response towar@sRhC Client according to rules and procedurediis
Core;

- 15. SHOULD start PoC Session modification with BeC Client as specified in subclause 7.2"P&C Session
modification'; if a Media not offered in the received SDP offeused in the PoC Session and if the PoC Session
already existed before;

- 16. SHOULD start PoC Session modification with dtieer PoC Clients as specified in subclause 7.2Ro&
Session modificatidnif there is a Media Type in the received SDRepffrhich was not used in the PoC Session and
which is allowed by adding Media policy as spedfie subclause 7.2.1.2Pblicy for allowing Media Streams in a
PoC Sessidhand which was not offered to the other PoC Cligatt

- 17. SHALL send a notification to the PoC Client$jeth have subscribed to the conference state @amkiage that
a PoC User has joined in the Chat PoC Group Sesssospecified in subclause 7.2.1.1XG2ferating a SIP
NOTIFY request and,

- 18. SHALL send the SIP NOTIFY request to the Pofer$ according to rules and procedures of thelSI@bre.
When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session

establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.2.1.6 PoC Session joining policy

The PoC Server performing the Controlling PoC FiancEHALL allow only those PoC Users to join in tAd-hoc and 1-1
PoC Session that it hosts who:

- 1. Have been invited in the original invitationdan

- 2. Have been invited during the PoC Session bytreer or by another Participant of the PoC Session.
The PoC Server performing the Controlling PoC FiamcSHALL allow only those PoC Users to join in thee-arranged or
Chat PoC Group Session that it hosts whose Auitegetd Originator's PoC Address is allowed by tteén<handling>

action of the PoC Group's authorization rules, thed<supported-services> element, if present, aidgcthe support for PoC
service as specified in [OMA-PoC-Document-Mgmt].
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NOTE: A Pre-arranged PoC Group or a Chat PoC Gobiiygpe Restricted Group has the additional coadithat the
PoC User is a member of <list> element for allowting PoC User to join the PoC Session.

7.2.1.7 PoC Session modification

The PoC Session modification can be made due togéhgcodecs and Media Parameters of Media Stregmsging the
Media formats of supported Media Streams, adding Media Streams to a PoC Session, disconnectimg &dledia
Stream, connecting to a Media Stream or changindifgs between Media Streams and Media-floor Cbiintities or
combination of these.

Upon receiving a SIP UPDATE request or a SIP redN&/request within an existing PoC Session inclgdaimew SDP
offer as specified by [RFC3264] and [RFC4566] th€FServer:

- 1. SHALL validate that the received SDP offer im#g at least one Media Stream for which the Medrameters
and at least one codec or Media format is acceptapthe PoC Server and if not reject the requébktavSIP 488
"Not Acceptable Here" response generated as spédifithe subclause 7.2.1.Géneral. Otherwise, continue with
the rest of the steps;

- 2. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtire SIP
UPDATE request or SIP re-INVITE request, if thefl@&l Government Use' QoE Profile is supportednifiuded,
the PoC Server SHALL apply preferential treatmerthie request to modify the PoC Session, as spddfii
[RFC4412];

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the usdd&ered
Media Streams with the used Media-floor Controliyriiinding if not the same as in the received SIfer as
specified in subclause 7.2.1.2Rdlicy for allowing Media Streams in a PoC Sessiamd as specified in 7.2.1.22
"Policy for removing Media from PoC Sessiand if not authorized, the PoC Server SHALL ratarSIP 488 "Not
Acceptable Here" response generated as specifita@ isubclause 7.2.1.Géneral. Otherwise continue with the
rest of the steps;

- 4. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the offédedia
Stream currently not used in the PoC Session asfigakin subclause 7.2.1.2Pblicy for allowing Media Streams
in a PoC Sessidnand if not authorized, the PoC Server SHALL reta SIP 488 "Not Acceptable Here" response
generated as specified in the subclause 7.2dehé&ral. Otherwise continue with the rest of the steps;

- 5. SHALL mark in the SDP offer the offered Mediaestm as rejected, if the codecs, Media formats edii
Parameters of the offered Media Stream are nofpéaiske for the PoC Server;

- 6. SHALL modify according to the received SDP oftee PoC Session towards other Participants agfiguein
subclause 7.2.2%0C Session modification”,

a) if the received SDP offer includes a Media Streahich is currently not used in a PoC Session;

b) if the received SDP offer includes a Media Streavhich is used in a PoC Session and which is ethas
rejected and if allowed by the Media Stream rem@eadicy defined in subclause 7.2.1.22eémoving Media
from a PoC Session polity

c) if the current Media-floor Control Entity bindjrof a Media Stream used and offered by the origigdPoC
Client is not the same as in the received SDP jaffer

d) any combination of the previous.

- 7. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
when disconnectinfjom a Media Typefor disconnecting from the Media Stream in the FB#Ssion for the
originating PoC Client, if the Media Stream in tieeeived SDP offer was marked as rejected or itthreent
Media-floor Control Entity binding of a Media Streaised and offered by the originating PoC Cliemtdsthe
same as in the received SDP offer;

- 8. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
whenadding a Media Type to PoC Sessiahthe offered Media Stream is currently not usethie PoC Session or
if the current Media-floor Control Entity bindind a Media Stream used and offered by the origigafioC Client
is not the same as in the received SDP offer;

- 9. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures
whenconnecting to a Media Typ&Jr connecting to the Media Stream in the PoC Sessi the offered Media
Stream is currently used in the PoC Session, butised by the originating PoC Client;
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10. SHALL interact with the User Plane as specifiefODOMA-PoC-UP] 'User Plane adaptatidhfor updating the
User Plane with the new codecs, Media formats ali&Parameters for those Media Stream where tleeauff
Media Parameters, Media formats or codecs chariiged,those earlier accepted by the PoC Client;

11. SHALL generate a SIP 200 "OK" response inclgdifrMIME SDP body as an SDP answer as specified in
subclause 7.2.1.1&DP answer generation"

12. SHALL send the SIP 200 "OK" response to the/IBIEore along the signalling path;

13. SHOULD generate a notification as specifiedubclause 7.2.1.11"%enerating a SIP NOTIFY request the
PoC Clients, which have subscribed to the conferaiate event package, if a PoC User has put t@eSeesion on
hold or off hold or if Media Stream used by the P&¢3sion modification initiator have changed amdRbC Server
performing the Controlling PoC Function includes thformation about Media Stream used in the Po&3iSe to
the Participant Information;

14. SHOULD send the SIP NOTIFY request to the P&én according to rules and procedures of thelBIP
Core; and,

15. SHALL release the PoC Session as specifiedi2. 4 'Removal of Participant from a PoC SesSidrthe
criteria for releasing the PoC Session as spedifiéd2.1.16 PoC Session release polidg fulfilled and if a Media
Type or a Media-floor Control entity is removedrfrethe PoC Session..

NOTE: The PoC Server may determine to update thdidviefarameters and codec(s) of the other Partitspan

according to the local policy. The modificatiorsigecified in subclause 7.2.2B0C Session modification".

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.8 Adding Participants to PoC Session request

Upon receiving a SIP REFER request that is witlzootethod parameter in the Refer-To header or wieemtthod
parameter is set to "INVITE" in the Refer-To headlee PoC Server:

1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Used
authorize the request as specified in subclauges.Z4"PoC Session initiation policydnd 7.2.1.15PoC Session
adding policy"and if it is not authorized the PoC Server SHAELurn a SIP 403 "Forbidden" response with the
warning text set to '121 Function not allowed duedetailed reason>' as specified in subclaus&8a&ning
header" Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for thatAenticated Originator's PoC Address, if anonyristy
requested via a Privacy header containing thedaig the SIP REFER request, if adding PoC Usdd(s) Pre-
arranged PoC Group or Chat PoC Group Sessiont Hllowed, the PoC Server SHALL respond with a
"Forbidden" response with the warning text seL1®'Anonymity not allowed' as specified in subcab®
"Warning header'to the originating network. Allowing privacy forspecific Authenticated Originator's PoC
Address is defined using <allow-anonymity> elemafithe PoC Group's authorization rules as specifig®@MA-
PoC-Document-Mgmt]. If privacy is allowed, the P8€rver SHALL create and cache an Anonymous PoC esddr
as specified in subclause 5Aribnymous PoC Addré'sand a Nick Name as specified in subclause HidK'

Namé. Otherwise, continue with the rest of the steps;

NOTE 1: The Anonymous PoC Address is an aliasHferRoC User, and this address appears in Partidiffanmation

and the User Plane Taken message. This alias Pdfegslin used when expelling the PoC Participamb fr
the PoC Session.

3. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtive SIP
REFER request, if the 'Official Government Use' (uifile is supported. If included, the PoC SelSEALL
apply preferential treatment to the request toRadicipants to the PoC Session, as specified HCERI12];

4. SHALL extract the PoC Address(es) of the PoCr(¢3érom the SIP REFER request to be invited eithe
a) from the Refer-To header according to rules@ondedures of [RFC3515]; or,
b) from the MIME resource-lists body according tites and procedures of [draft-multiple-refer];

5. SHALL check whether the PoC User(s) to be adutedddition to those already participating, do exteed the
maximum number of Participants allowed in an Ad-Ro€ Group Session, if adding PoC User(s) to améal-
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PoC Group Session. If exceeded, according to ited fwlicy, the PoC Server SHALL return a SIP 4B&sy
Here" response with the warning text set to ' 16@ many participants' to the originating networlspgscified in
subclause 5.6Warning header!" Otherwise, continue with the rest of the steps;

- 6. SHALL check whether the PoC User(s) to be adutedddition to those already participating, do exteed the
maximum number of Participants allowed in the Pa@Gup Session according to the <max-participant-teun
element, which is specified in [OMA-PoC-Documenthtd if adding PoC Users to a Chat or Pre-arrarfége@
Group Session. If exceeded, the PoC Server SHAtUrmea SIP 486 "Busy Here" response with the wayéxt
set to '102 Too many participants' to the origimatetwork as specified in subclause 'S\M@&arning header:'
Otherwise, continue with the rest of the steps.

- 7. SHALL generate a SIP 2xx final response to tfieFEFER request according to rules and procedires
[RFC3515];

- 8. SHALL if the SIP REFER request was an initidP $¢quest received outside of an existing dialogn the PoC
Server SHALL include in the response to the SIP REFequest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488];

- 9. SHALL check the presence of the Refer-Sub heafitre SIP REFER request and if it is presentiahds the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<adehset
to 'false’ according to rules and procedures ofJ&RF88];

- 10. SHALL send the SIP 2xx final response to tHe BEFER request towards the PoC Client accordimglés
and procedures of the SIP/IP Core;

- 11. SHALL perform for the PoC Addresses allowedoading to 7.2.1.15PoC Session adding policytie actions
described in subclause 7.2.2BbC Session invitation requedtir eachURI in the list; and,

- 12. SHALL generate and send to the PoC Client SIHIRY request(s) as specified in the subclausel 7.2.
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of each SIP INVITE request
sent to PoC User(s) in accordance with sub-clas@.2"PoC Session invitation requestf the Refer-Sub header
is not present or is set to 'true' in the SIP REF&RIest.

NOTE 2: A SIP REFER request according to rulesfodedures of [RFC3515] or [draft-multiple-refes]an implicit
subscription to event 'refer' if the Refer-Sub lezas not present or is set to 'true’.

Upon receiving a SIP 403 "Forbidden" response thithwarning code 399 and the warning text '105cissaalready
assigned', or a SIP 503 "Service Unavailable" nesppor a SIP 486 "Busy Here" response, or a S8P'M8t Acceptable
Here" response, or a SIP 417 "Unknown Resourceiffioesponse, the PoC Server SHALL if the Refeb®eader is not
present or is set to 'true' in the SIP REFER reggeserate and send to the PoC Client a SIP NOT#gdest as specified in
the subclause 7.2.1.1Generating a SIP NOTIFY request to the SIP REFERest.

Upon receiving SIP provisional responses or SIRlfiasponses for the SIP INVITE request(s) comgjrs P-Answer-State
header with the value "Unconfirmed" as specifiefRRC4964] and as specified in subclause 7.2RdC Session invitation
request'the PoC Server:

- 1. SHALL discard the received SIP responses witfautarding them.
When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.
7.2.1.9 Leaving PoC Session request

7.2.1.9.1 SIP BYE request received in a PoC Session

Upon receiving a SIP BYE request the PoC Server:

- 1. SHALL check if a Resource-Priority header foffi€al Government Use' QoE Profile is includedtire SIP
BYE request, if the 'Official Government Use' Qoibfite is supported. If included, the PoC ServerA&H apply
preferential treatment to the request to leavedPhi€ Session, as specified in [RFC4412];

- 2. SHALL interact with the User Plane as specifrefOMA-PoC-UP] "Controlling PoC Function Procedures at
PoC Session releas&r releasing User Plane resource associated hétlstP Session towards the Participating
PoC Function
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3. SHALL send a SIP 200 "OK" response towards € Blient according to rules and procedures ofSt¥IP
Core;

4. SHALL check PoC Session release policy as spedifi the subclause 7.2.1.1BJC Session release policgid
according to the applied release policy performefach Participant of the PoC Session the procedsrepecified
in the subclause 7.2.2'Remove of Participant from the PoC Sessjdnfieeded:;

5. MAY start PoC Session modification with the gtReC Clients as specified in subclause 7.2.R&C' Session
modificatior!, if there is a Media Type and Media-floor ContEaitity which is used by no more than one PoC
Client and allowed by removing Media policy as sfied in the subclause 7.2.1.2ZRemoving Media Streams
from a PoC Session policy

6. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet gpackage
that a PoC User has left the PoC Group Sessi@peaasfied in subclause 7.2.1.11@enerating a SIP NOTIFY
request";and

7. SHALL send the SIP NOTIFY request to the Po@®@k according to rules and procedures of the BiCdre.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.2 SIP REFER BYE request received when using a Pre-established Session

Upon receiving from the PoC Client a SIP REFER esjuwhen using a Pre-established Session with #tkead parameter
set to value "BYE" in the Refer-To header the Pe®/&r:

1. SHOULD check if a Resource-Priority header @ffitial Government Use' QoE Profile is includediire SIP
REFER request, if the 'Official Government Use' (uifile is supported. If included, the PoC SelSEALL
apply preferential treatment to the request todaae PoC Session, as specified in [RFC4412];

2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ize the
request according to local policy and if it is mothorized the PoC Server SHALL return a SIP 408Bklden"
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!" Otherwise, continue with the rest of the steps;

3. SHALL examine the URI in the Refer-To headethef SIP REFER request and
a) if the URI is a PoC Address, that identifiesaatiéipant in the on-going PoC Session, the Po@e3er

i. SHALL generate a SIP 2xx final response to the BEFER request according to rules and procedhires
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to 'false' according to rules anceplures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfReast towards the PoC Client according to rules and
procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perfdor the identified Participant the procedurescified
in subclause 7.2.2:Removal of Participant from the PoC Sessjon

vi. SHALL check the PoC Session release policy gigekin subclause 7.2.1.1®0C Session release
policy" and according to the applied release policy parffor each identified PoC User the procedures
specified in subclause 7.2.2Removal of Participant from the PoC Sessijdhheeded;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), whale
subscribed to the conference state event packagmegified in subclause 7.2.1.11Generating a SIP
NOTIFY request”
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viii. SHALL check the subscription termination pofias specified in subclause 7.2.1.1T.8rmination of
subscription"and for each PoC Client terminate the existingsstiption to the conference state event
package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@@i(s) according to rules and procedures of the
SIP/IP Core.

b) if the URI refers to a URI list, the PoC Server

i. SHALL generate a SIP 2xx final response to thHe BEFER request according to rules and procedres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{Jj4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to 'false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy penféor each identified Participant the procedures
specified in subclause 7.2.2Removal of Participant from the PoC Sesgsjo

vi. SHALL check the PoC Session release policy gigekin subclause 7.2.1.1®0C Session release
policy" and according to the applied release policy perffur each identified PoC User the procedures
specified in subclause 7.2.2Removal of Participant from the PoC Sessijdhheeded;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), whale
subscribed to the conference state event packagmegified in subclause 7.2.1.11Generating a SIP
NOTIFY request”

viii. SHALL check the subscription termination pofias specified in subclause 7.2.1.1T.8rmination of
subscription“and for each PoC Client terminate the existingsstiption to the conference state event
package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@@i(s) according to rules and procedure of the
SIP/IP Core.

c) if the URI is the PoC Session Identity of thegming PoC Session then the PoC Server :

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedifres
[RFC3515];

ii. SHALL include in the response to the SIP REFRERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{Jj4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value 'false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP response to the SIP REFEfRest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

v. SHALL check the PoC Session release policy digekcin subclause 7.2.1.1®6C Session release
policy' and according to the applied release policy perfeither:
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A. for each identified PoC User: the procedurexigel in subclause 7.2.2"Removal of
Participant from the PoC Sessiqror,

B. remove the Participant referred by the Authextéd Originator’'s PoC Address from the PoC
Session by performing the procedures as specifisdlbclause 7.2.2.KREemoval of Participant from
the PoC Sessidn

vi. SHALL generate a natification of the currerdtst of the PoC Session to the PoC Client(s), whiole
subscribed to the conference state event packagmegified in subclause 7.2.1.11Generating a SIP
NOTIFY request";

vii. SHALL check the subscription termination pglias specified in subclause 7.2.1.1Tl8rmination of
subscription“and for each PoC Client terminate the existingsstiption to the conference state event
package, if needed; and,

viii. SHALL send the SIP NOTIFY request to the PG@ent(s) according to rules and procedures of the
SIP/IP Core.

d) if the URI is not a PoC Address and does narref a URI list and is not the PoC Session Idgofithe
on-going PoC Session, the PoC Server:

i. SHALL return SIP 404 "Not Found" response. Ottise continue with the rest of the steps.

4. SHALL generate and send to the PoC Client SIFIR® request(s) as specified in subclause 7.2.1.17
"Generating a SIP NOTIFY request to the SIP REFEfRest based on the progress of the SIP BYE requetigif
Refer-Sub header is not present or is set to fimthe SIP REFER request.

NOTE: A SIP REFER request according to rules andgaures of [RFC3515] or [draft-multiple-referjas implicit

subscription to event 'refer' in case the Refer{Seduler is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.3 SIP BYE request received within a Pre-est  ablished Session

Upon receiving a SIP BYE request to a Pre-estatiisbession the PoC Server:

1. SHOULD check if a Resource-Priority header @ffitial Government Use' QoE Profile is includediire SIP
BYE request, if the 'Official Government Use' Qoibfite is supported. If included, the PoC ServerA&H apply
preferential treatment to the request to leavedPthi€ Session, as specified in [RFC4412];

2. SHALL check the PoC Session release policy asified in subclause 7.2.1.1BoC Session release policghd
perform according to the applied PoC Session relpalicy for every Participant of the PoC Sessixtépt for the
owner of the Pre-established Session) the procedsrepecified in subclause 7.2. R2&move of Participant from
the PoC Session”

3. SHALL remove the owner from the PoC Sessiondrygsming the procedures as specified in subcldue.6.3
"Leaving a PoC Session when using Pre-establishesi®g

4. SHALL generate a notification of the currentstaf the PoC Session to the PoC Client(s), whaletsubscribed
to the conference state event package, as spetifeclause 7.2.1.11.%5€nerating a SIP NOTIFY requést

5. SHALL check the subscription termination polay specified in subclause 7.2.1.11T8rmination of
subscriptiofi and for all PoC Clients terminate the existingstription to the conference state event packége, i
needed; and,

6. SHALL send the SIP NOTIFY request to the Po@Rliaccording to rules and procedures of the SiEdre.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.9.4 SIP REFER BYE request received when using an On-demand Session

Upon receiving from the PoC Client a SIP REFER esjwhen using an On-demand Session with the meta@neter set
to value "BYE" in the Refer-To header the PoC Serve
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- 1. SHOULD check if a Resource-Priority header @fficial Government Use' QoE Profile is includediie SIP
REFER request, if the 'Official Government Use' Quifile is supported. If included, the PoC SeiSEIALL
apply preferential treatment to the request todaae PoC Session, as specified in [RFC4412];

- 2. SHALL perform the actions to verify the Autheraied Originator's PoC Address of the PoC Cliedtauthorize
the request according to local policy and if nahatized the PoC Server SHALL return a SIP 403 biatden"
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!" Otherwise, continue with the rest of the steps;

- 3. SHALL examine the URI in the Refer-To headethaf SIP REFER request and
a) if the URI identifies a Participant in the oniggp PoC Session, the PoC Server:

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedifres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value ‘false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REF&quest towards the PoC Client according to rules
and procedures of the SIP/IP Core;

v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perfdor the identified Participant the procedures
specified in subclause 7.2.2 Rémoval of Participant from the PoC Sessjon"

vi. SHALL check the PoC Session release policy gigecin subclause 7.2.1.1bC Session release
policy" and according to the applied release policy perffur each identified PoC User the procedures
specified in subclause 7.2.2 Rémoval of Participant from the PoC Sessjohtieeded;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), whalre
subscribed to the conference state event packagpegified in subclause 7.2.1.11Generating a SIP
NOTIFY request

viii. SHALL check the subscription termination polias specified in subclause 7.2.1.18rmination of
subscriptiofi and for each PoC Client terminate the existingssuption to the conference state event
package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@@(s) according to rules and procedures of the
SIP/IP Core.

b) if the URI refers to a URI list, then the Po(h&e:

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedifres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub feeand the SIP REFER request and if it is presedtiin
has the value 'false' then the PoC Server SHALludein the response to the SIP REFER requesterRef
Sub header set to ‘false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REF&guest towards the PoC Client according to rules
and procedures of the SIP/IP Core;
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v. SHALL check the PoC Session expulsion policgpecified in 7.2.1.27PoC Session expulsion policy
and according to the applied expulsion policy perfdor each identified Participant the procedures
specified in subclause 7.2.2.Ré€moval of Participant from the PoC Sessjon"

vi. SHALL check the PoC Session release policy gigekin subclause 7.2.1.160C Session release
policy" and according to the applied release policy perffur each identified PoC User the procedures
specified in subclause 7.2.2 Rémoval of Participant from the PoC Sessjohtieeded;

vii. SHALL generate a notification of the curretate of the PoC Session to the PoC Client(s), whalre
subscribed to the conference state event packagpegified in subclause 7.2.1.11Generating a SIP
NOTIFY request

viii. SHALL check the subscription termination pojlias specified in subclause 7.2.1.1I8rmination of
subscriptiofi and for each PoC Client terminate the existingssuption to the conference state event
package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the Po@@(s) according to rules and procedures of the
SIP/IP Core.

c) if the PoC Address is the PoC Session Idenfith® on-going PoC Session, then the PoC Server:

i. SHALL generate a SIP 2xx final response to tHe BEFER request according to rules and procedifres
[RFC3515];

ii. SHALL include in the response to the SIP RERERuest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488], if the SIP REFER request was an initlRl S
request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub teeand the SIP REFER request and if it is presedtifin
has the value ‘false' then the PoC Server SHALludgin the response to the SIP REFER requestexrRef
Sub header set to ‘false’ according to rules aocepiures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REF&guest towards the PoC Client according to rules
and procedures of the SIP/IP Core;

v. SHALL check the PoC Session release policy digelcin subclause 7.2.1.186C Session release
policy' and according to the applied release policy perfeither:

A. for each identified PoC User the proceduresi§ipddn subclause 7.2.2.RKRemoval of
Participant from the PoC Sessibror,

B. remove the Participant referred by the Authextéd Originator's PoC Address from the PoC
Session by performing the procedures as specifisdlbclause 7.2.2.KREemoval of Participant from
the PoC Sessidn

vi. SHALL generate a notification of the curreratst of the PoC Session to the PoC Client(s), while
subscribed to the conference state event packagpegified in subclause 7.2.1.11Geherating a SIP
NOTIFY request

vii. SHALL check the subscription termination pglias specified in subclause 7.2.1.1I8rmination of
subscriptiofi and for each PoC Client terminate the existingssuption to the conference state event
package, if needed; and,

viii. SHALL send the SIP NOTIFY request to the P@@ent(s) according to rules and procedures of the
SIP/IP Core.

d) if the URI is not a PoC Address and does narref a URI list and is not the PoC Session Idgofithe
on-going PoC Session, the PoC Server:

i. SHALL return SIP 403 "Forbidden" response witle tvarning text set to '121 Function not allowed du
to <detailed reason>' as specified in subclaus&vBa&ning header! Otherwise continue with the rest of
the steps.
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- 4. SHALL generate and send to the PoC Client aNBDFIFY request(s) as specified in subclause 7.2.1.1
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of the BYE request, if the
Refer-Sub header is not present or is set to fimthe SIP REFER request.

NOTE: A SIP REFER request according to rules anggutures of [RFC3515] or [draft-multiple-referjas implicit
subscription to event 'refer' in case the ReferdSeduer is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.10  Cancel of PoC Session setup request

Upon receiving a SIP CANCEL request, the PoC Server

- 1. SHALL act as UAS according to rules and procedwf [RFC3261]; and,

- 2. SHALL cancel the PoC Session invitations todtteer PoC Clients as specified in subclause 7.2Q@abcel of
PoC Session invitation requéstr subclause 7.2.2!Removal of Participant from PoC Sessial®pending whether
the SIP session has not yet or has already beablisked in case of Ad-hoc and 1-1 PoC Sessioblegienent and
Pre-arranged PoC Group Session establishment.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.11 PoC Session Participant Information reques  t
7.2.1.11.1 Subscribing to Participant Information

Upon receiving a SIP SUBSCRIBE request with therEveader set to ‘conference' according to ruldgpancedures of
[RFC4575] the PoC Server:

- 1. SHOULD check if a Resource-Priority header retjng the priority treatment of the 'Official Gowenent Use'
QoE Profile is included in the SIP SUBSCRIBE reduiéshe 'Official Government Use' QoE Profilesspported.
If included, the PoC Server SHALL apply preferehtiaatment to the SIP SUBSCRIBE request, as sp€dif
[RFC4412];

- 2. SHALL check whether the PoC Session identifigdhe PoC Session Identity in the Request-URI iaesvby
the PoC Server, if the Request-URI contains a Pes3iSn Identity, and perform the actions speciifieslibclause
7.5.2 'Conference URI does not eXidtit is not owned by the PoC Server; Otherwisatinue with the rest of the
steps;

- 3. SHALL check whether the PoC Group identifiedhitthe PoC Group Identity in the Request-URI is odvhg
the PoC Server, if the request-URI contains a Podtisldentity and perform the actions specifieduiclause
7.5.2 'Conference URI does not eXidtit is not owned by the PoC Server. Otherwisatinue with the rest of the
steps;

- 4. SHALL perform the actions to verify the Autheratied Originator's PoC Address and authorize theast as
specified in subclause 7.2.1.18dC Session Participant Information polignd if it is not authorized the PoC
Server SHALL return a SIP 403 "Forbidden" responik the warning text set to '121 Function nota#al due to
<detailed reason>" as specified in subclauséW#ning header.’ Otherwise, continue with the rest of the steps;

NOTE: A local policy, e.g. number of simultaneaubscriptions exceeded, may cause the PoC Servaet the
subscription request.

5. SHALL create a subscription to the Participarfibtmation of the PoC Session according to rules@ncedures
of [RFC3265] and [RFC4575];

- 6. SHALL generate a SIP 200 "OK" or a SIP 202 "Aated" response to the SIP SUBSCRIBE request acuptdi
rules and procedures of [RFC3265] and [RFC4575];

- 7. SHALL set the Contact header of the SIP resptm$iee address of the PoC Server;

- 8. SHALL include the Authenticated Originator's PA@dress as specified in subclause R@thenticated
Originator's PoC Addressas follows:

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20080806-C Page 120 (642)

a) set to the Conference-factory-URI in case ofAeC Session or Ad-hoc PoC Group Session; or

b) set to the PoC Group Identity of the PoC Groitp the Session Type uri-parameter "session=preged’
or "session=chat" as specified in E.5Sk%sion Type uri-parameten case of a Pre-arranged or Chat PoC
Group respectively.

9. SHALL include the option tag 'norefersub’ ingpforted header in the SIP response;
- 10. SHALL send the SIP response towards the PogéhtCdiccording to rules and procedures of the SIGdr;

- 11. SHALL generate an initial SIP NOTIFY requesspscified in subclause 7.2.1.11@enerating a SIP NOTIFY
request; and,

- 12. SHALL send the SIP NOTIFY request to the Pot@rlaccording to rules and procedures of the BIBkre.
When a change in the subscribed state occurs,a@ieServer SHOULD generate and send a SIP NOTIFYestcps

specified in subclause 7.2.1.11@éenerating a SIP NOTIFY requésind according to rules and procedures of SIP4RC
respectively.

When needed the PoC Server SHALL terminate thecsigi®n and indicate it to the PoC Client as dixd in the
subclause 7.2.1.11.3&rminating the subscriptién

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.11.2 Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY reqgaesbrding to rules and procedures of [RFC3265] thith
clarifications in this subclause.

The PoC Server SHOULD include in the SIP NOTIFYuest a Resource-Priority header, according to rahelsprocedures
of [RFC4412], of the same value as the one inclide¢de SIP SUBSCRIBE request that created thecsigti®n, if that SIP
SUBSCRIBE request included a Resource-Priorityiaitite 'Official Government Use' QoE Profile is gapted.

The PoC Server SHOULD limit the rate of SIP NOTIFquests sent toward a PoC Client.

NOTE 1: How a PoC Server limits the rate of SIP NOTrequests towards the PoC Client is out of sanftbis
specification.

The PoC Server SHOULD avoid sending a SIP NOTIRyuest towards a PoC Client at the same time asdiaMBurst is
sent towards the PoC Client or a Media Burst igikexdd from the PoC Client.

When reporting changes in the Participant Infororathe PoC Server SHALL use partial output accaydinrules and
procedures of [RFC4575].

The PoC Server SHALL include a MIME conference-iml| body according to rules and procedures of [R5(5] with
the following limitations:

- 1. The PoC Server SHALL include the PoC Group lithenff the PoC Group in the "entity" attribute bt
<conference-info> element;

- 2. for each Participant in the PoC Session the P&x@er SHALL include a <user> element. The <uségment:
a) SHALL include the "entity" attribute. The "emtitattribute:

i. SHALL for the PoC Client, which initiated, joideor re-joined a PoC Session, include the Authateit
Originator's PoC Address of the initial SIP INVIT&guest, if the Participant has not requested pyioa

if the receiver of the SIP NOTIFY request is anotReC Server authorized as specified in subclause

7.2.1.18 PoC Session Participant Information poligy

ii. SHALL for an Invited PoC Client include the idity used in the URI-list for the Invited PoC Gligo

an Ad-hoc PoC Group Session or the identity usederPoC Group definition in case of a Pre-arranged
PoC Group Session or restricted Chat PoC Groupdpessthe Participant has not requested privacif o
the receiver of the SIP NOTIFY request is anote€ Berver authorized as specified in subclausé.12.
"PoC Session Participant Information policyr,
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iii. SHALL include the Anonymous PoC Address of tarticipant, which has requested privacy unless th
receiver of the SIP NOTIFY request is another Pe6/& authorized as specified in subclause 7.2.1.18
"PoC Session Participant Information policy

b) MAY include the <display-text> element. If inded, the <display-text> element SHALL include akNic
Name of the identity of the "entity" attribute icdied in a) as collected by the PoC Server perfagrttie
Controlling PoC Function according to proceduresudiclause 5.4Nlick Namé,

¢) SHALL include "yourown" attribute with value Ue", if the SIP NOTIFY request is to be sent toFloe
Client of the Participant identified by the "entittribute of the <user> element, if the Participeequested
privacy;

NOTE 2: "yourown" attribute is specified in [OMA-WIS_Endorsement]Extensions to Conference Event Package
XML Schemaand indicates to the PoC Client which <user> @ehdescribes its Participant.

d) SHALL include the "anonymous-id" attribute settie Anonymous PoC Address of the Participant in
accordance with subclause E.1RAtticipant Information indicatiorisif the identity in the <user> element is
the PoC Address of the Participant and the Paatittipas requested privacy.

NOTE 3: In order to transfer the Anonymous PoC Addes (e.g. for detailed billing information) te@énymous-id"
attribute is needed to transfer the Anonymous Pd@réss when the Participant has requested privatyte
PoC Server performing the Participant PoC Fundtias requested the full identity of a Participant.

e) SHALL include a single <endpoint> element. Tlemdpoint> element
i. SHALL include the "entity" attribute;

ii. SHALL include the <status> element indicatimg tstatus of the PoC Session. The <status> element
SHOULD have one of the following values:

A.'connected' , when the Participant is added ¢éd?bC Session; or,

B.'disconnected’ , when the Participant has leffRhC Session or when the Invited PoC Client is
disconnected from the PoC Session before the bhAteC Client has accepted the invitation and the
"alerting” notification has been sent; or,

C. 'on-hold' , when the Participant has put the Be€sion on hold; or,

D. 'alerting', when the Invited PoC Client hagpmsled by SIP 180 "Ringing", but not yet accephed t
invitation.

iii. The <status> element MAY have the followingwe:

A. 'dialing-out’, when the PoC Server performing @ontrolling PoC Function receives the SIP 183
"Session Progress" response in case of AutomatsvAnMode and if a Privacy header is included in
the SIP 183 "Session Progress" response.

NOTE 4: The usage of other values of the <statlsment is not defined for PoC.

iv. SHALL include the <media> element as specitigd RFC4575] if more than one Media Stream is
negotiated in the PoC Session. If included, thediareelement SHALL include negotiated Media Types
with the following clarification:

A. SHALL include in the <type> element as specifiBd[RFC4575]

B. SHALL include the <status> element indicating #ending and receiving status of the Media Stream
as specified by [RFC4575].

v. MAY include the "LocalQoE" attribute in accoraamwith subclause E.1.Participant Information
indications’; and,

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20080806-C Page 122 (642)

vi. MAY include the "FDCFOSupported" attribute incardance with subclause E.1PR4atticipant
Information indications

f) MAY include the <roles> element. If includedetkroles> element SHALL include an <entry> elemeiti
the value 'dispatcher' when the Participant isAtieve PoC Dispatcher in case of a Dispatch PoGiSes

NOTE 5: The usage of other elements specified FJ&75] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.11.3 Terminating the subscription

The PoC Server

1. SHALL terminate all subscriptions for Particip&mformation for the PoC Session when the PoCiBess
released and not accept any re-subscriptions;

2. MAY terminate the subscription for a PoC Cliwiiten it leaves the PoC Session;
3. for each subscription that shall be terminakedRoC Server:
a) SHALL generate a SIP NOTIFY request accordingutes and procedures specified in [RFC3265];

b) SHALL include a Subscription-State header wihité value of 'terminated' and a reason parameter of
‘noresource’; and,

c) SHALL send the SIP NOTIFY request to the PoGftliaccording to rules and procedures of SIP/IRRCor

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.12  Group Advertisement request

Upon receiving a SIP MESSAGE request containingXb€ feature tag '+g.poc.groupad' in the Acceptt&@xrheader the
PoC Server:

1. SHALL reject the SIP MESSAGE request with a 808 "Forbidden" response with the warning textteét21
Function not allowed due to <detailed reason>pasified in subclause 5:8Varning header,'if Group
Advertisement is not supported by the PoC Servirevise continue with next step.

2. SHALL check whether Request-URI contains a P@Qu@ Identity or an Exploder-URI identifying a SIP
MESSAGE URI-list service according to rules andogdaures of [draft-uri-list-message]owned by the Ba®ver.
If not owned, perform the actions specified in dabse 7.5.2 Conference URI does not eXigbtherwise, continue
with the rest of the steps;
3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the reqses
specified in subclause 7.2.1.28rbup Advertisement politynd if it is not authorized the PoC Server SHALL
return a SIP 403 "Forbidden" response with the imgrtext set to '121 Function not allowed due tetaded
reason>' as specified in subclause"\¥&rning header. Otherwise, continue with the rest of the steps;
4. SHALL return a SIP 403 "Forbidden" response i warning text set to '119 Anonymity not allowasl
specified in subclause 5"8Varning header,'if anonymity is requested. Otherwise, continuthuhe rest of the
steps;
5. SHALL return a SIP 403 "Forbidden" response \lig warning text set to '129 No destinations'pexiied in
subclause 5.6Warning header,'if
a) the Request-URI identifies a Chat PoC Grouprdtien restricted Chat PoC Group;
b) the Request-URI identifies a restricted Chat ByGup with empty Group List or a Pre-arranged PoC
Group with empty Group List; or,
c) the Request-URI is an Exploder-URI identifyin§l#® MESSAGE URI-list service and XML resource list
has no entries.
Otherwise, continue with the rest of the steps;

6. SHALL perform the following actions, if Includédedia Content is supported by the PoC Server fitne i
media content is received in one or more MIME bsdie
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a) Check if included Media Type is allowed, usingeal policy, and if at least one Media Type is$ albowed,
based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" respolise SIP 415 "Unsupported Media Type" response
SHALL include:

1) the Accept header with the acceptable Media-3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

2) the Accept-Encoding header with the encoding&is that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3) both
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the not alEtvmedia content.

NOTE 1: One example of a local policy could be that PoC Server only allows Included Media Conterspecial
traffic scenarios.

b) Check the total size of all MIME bodies contagpimedia content and if the total size exceeds a
configurable max size, based on a Service ProWdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

- 7. SHALL obtain the PoC Addresses to advertise floenPoC Addresses of the 'uri' attributes of thetry>
elements in the PoC Group document if the RequéltiéJa PoC Group Identity identifying a restrictetdat PoC
Group or a Pre-arranged PoC Group or from the Pd@résses of the 'uri' attributes of the <entryxnaets in the
XML resource list if the Request-URI is an Explodi#RI identifying a SIP MESSAGE URI-list service acding
to rules and procedures of [draft-uri-list-message]

- 8. MAY remove the Subject header;
- 9. MAY remove the Call-Info header;

NOTE 2: The reason for removing the Subject headdrthe reason for removing the Call-Info headey bea local
policy in the PoC Server.

- 10. SHALL send the SIP MESSAGE request towards €ath Address as specified in the subclause 7.2.2.6
"Group Advertisement requésand,

- 11. SHALL send a SIP 202 "Accepted" response atbagignalling path towards the initiating PoC 6tie

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.13  SIP Session refresh procedure

On receiving a SIP re-INVITE request or a SIP UPEBAEquest including a Session-Expires header tiieFaover:

- 1. SHALL generate a SIP 200 "OK" response to thier8huest according to rules and procedures of fRBd;

- 2. SHALL include the Session-Expires header inR &0 "OK" response and restart the SIP Sessiar tim
according to rules and procedures of [RFC4028AS Behavior'The "refresher" parameter in the Session-Expires
header SHALL be set to 'uac’;

- 3. SHALL include in the SIP re-INVITE response aNiE SDP body as an SDP answer to the SDP offer as
specified in subclause 7.2.1.13DP answer generationif SIP re-INVITE request is received; and,

- 4. SHALL send the SIP 200 "OK" response towarddtiéing PoC Client according to rules and proaesuof
SIP/IP Core.

On expiry of the SIP Session timer the PoC Ser#kIS_ initiate disconnection of the SIP Session psdfied in subclause
7.2.2.4 'Removal of Participant from PoC Session
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When the SIP/IP Core corresponds with 3GPP/3GPFZ, the PoC Server SHALL use 3GPP/3GPP2 IMS sessftesh
mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

7.2.1.14 PoC Session initiation policy

NOTE: PoC Session initiation policy is not appliafor Ad-hoc PoC Group Sessions and 1-1 PoC Sgssio

7.2.1.14.1 Pre-arranged PoC Group Session initiatio  n policy

In the case of a Pre-arranged PoC Group the Pog@iSeerforming the Controlling PoC Function SHALditiate the PoC
Session if the Authenticated Originator's PoC Addiis allowed the action <allow-initiate-conferenead the <supported-
services> element, if present, indicates the sugpoPoC service as specified in [OMA-PoC-Documigtgmt].

In the case of a Pre-arranged PoC Group, the Po@iSeerforming the Controlling PoC Function SHALdvite members
of the PoC Group contained in the <list> elemerthefPoC Group document as specified in [OMA-PoCiDoent-Mgmt].
If the number of members of the PoC Group exceetsx<participant-count>, the PoC Server performimg€ontrolling
PoC Function SHALL invite only <max-participant-caet members from the list.

NOTE: How the PoC Server performing the ContrgllPoC Function selects the <max-participant-coungmbers to
invite is outside the scope of this specification.

7.2.1.14.2 Dispatch PoC Session initiation policy f  or PoC Dispatcher

If the invitation does not indicate a list of PoGdds, the PoC Server performing the Controlling Pa@ction SHALL
initiate the Dispatch PoC Session if the AuthenddeaOriginator's PoC Address is allowed the actiatbow-initiate-
conference>, and the action <allow-dispatch> &edtsupported-services> element, if present, inelécdne support for
PoC service as specified in [OMA-PoC-Document-Mgmt]

When a request to invite the Dispatch PoC Groupade by an authorized PoC User, the PoC Servesrperfg the
Controlling PoC Function SHALL invite all PoC Usarantained in the <list> element of the DispatciCR&roup document
that are not allowed the action <allow-dispatche. (PoC Fleet Members), as specified in [OMA-PoGDoent-Mgmt].

The PoC Server performing the Controlling PoC FiamcMAY also invite other PoC Users contained ia #tist> element
of the Dispatch PoC Group document that are allotvedaction <allow-dispatch> (i.e other PoC Dishatacapable PoC
Users).

NOTE 1: The decision to invite other PoC Dispatateggable PoC Users can be based on local pollwg¢site out of
the scope of this specification.

If the invitation indicates a list of PoC Userse fRoC Server performing the Controlling PoC Fumc8s1ALL initiate the
Dispatch PoC Session only if the Authenticated i@étpr's PoC Address is allowed the action <alloitidate-conference>,
and the action <allow-subconf> and the <supporaaslises> element, if present, indicates the sudpofoC service and
the action <allow-dispatch> as specified in [OMA&RDocument-Mgmt].

When a request to invite one or more PoC Userdlizpatch PoC Session is made by an authorizedU®et the PoC
Server performing the Controlling PoC Function SHAdnly invite the PoC Users that are containechim<list> element
of the Dispatch PoC Group document, as specifig@MA-PoC-Document-Mgmt]

If the number of members of the PoC Group exceeasx<participant-count>, the PoC Server performheyControlling
PoC Function SHALL invite only <max-participant-adet members to the Dispatch PoC Session.

NOTE 2: How the PoC Server performing the ContngllPoC Function selects the <max-participant-coum&émbers to
invite is outside the scope of this specification.
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7.2.1.14.3 Dispatch PoC Session initiation policy f  or PoC Fleet Member

In the case of a Dispatch PoC Group, the PoC Seeréorming the Controlling PoC Function SHALL iaite the Dispatch
PoC Session if the Authenticated Originator's Paldr&ss is allowed the action <allow-initiate-coefeze> and the
<supported-services> element, if present, indicditesupport for PoC service as specified in [OM#EFDocument-Mgmt].

When the request is made by an authorized PoC thgeP,oC Server performing the Controlling PoC FiancSHALL
invite one of the PoC Users that are allowed thi®a&allow-dispatch> as specified in [OMA-PoC-Dowent-Mgmt].

NOTE: How the PoC Sever performing the ControllR@mC Function selects the PoC User to be invitediisf scope
for this specification.

7.2.1.15 PoC Session adding policy

The PoC Server SHALL NOT allow a PoC User to beealdh an ongoing PoC Session if one or more Po@80x
participates in the PoC Session.

When adding PoC Users to a PoC Session, the Pa@rSmrforming the Controlling PoC Function SHALvite PoC
Users only if the Authenticated Originator's PoQdAasbs is a Participant of the PoC Session.

Additionally in the case of a Pre-arranged PoC @rd@ispatch PoC Group or Chat PoC Group, the Pa@eEperforming
the Controlling PoC Function SHALL invite PoC Usédrthe Authenticated Originator's PoC Addresslieveed by the
<allow-invite-users-dynamically> action as spedfie [OMA-PoC-Document-Mgmt]

When a request to add one or more PoC Users te-arRanged PoC Group Session or Dispatch PoC Sessieade by an
authorized Participant of an ongoing PoC Sessi@PbC Server performing the Controlling PoC Fumc8HALL only
invite PoC Users if the Invited PoC Users are tistethe <list> element of the PoC Group documergecified in [OMA-
PoC-Document-Mgmt].

When a request to add one or more PoC Users t@BReIC Group Session is made by an authorizeccipantit of an
ongoing PoC Session, the PoC Server performingtimgrolling PoC Function SHALL only invite PoC Usséf the Invited
PoC Users are allowed to join by the <join-handimgtion of the PoC Group’s authorization rulespecified in [OMA-
PoC-Document-Mgmt].

NOTE: In case of restricted Chat PoC Group, alloWweited PoC Users are also listed in the <lisenant of the
PoC Group document.

PoC Server performing the Controlling PoC FunctibAY apply a local policy, when adding PoC Userd.tt or Ad-hoc
PoC Group Sessions. The PoC Server local policyleag.g. that either only the PoC Session initiatany of the
Participants is allowed to add PoC Users.

7.2.1.16 PoC Session release policy

To enable the PoC Server to remove Participants &d°0C Session, the PoC Session release policy.SHépport the
following operator configurable variables togethéth the possible values shown in parenthesis:
- 1. auto-release (true/false)

a) if 'true' the PoC Server SHALL remove rest & Barticipants from Pre-arranged PoC Group Sessidn
release the PoC Session when the originator laaeeBoC Session

b) if 'false’ the PoC Server SHALL NOT remove refsthe Participants from Pre-arranged PoC GrougiSes
nor release the PoC Session when the originateesethe PoC Session

NOTE 1: 1-1 and Ad-Hoc PoC Group Sessions are alwelgased when the PoC Session initiator leaveBolC
Session regardless of the value of "auto-rele&dedt PoC Group Sessions are unaffected by autasele

- 2. session-release (true/false)

a) if 'true' the PoC Server SHALL remove rest @& Barticipants from PoC Group Session, when relgabie
PoC User, who initiated the release request..
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b) if 'false’ the PoC Server SHALL NOT remove refthe Participants from PoC Group Session, when
releasing the PoC User, who initiated the releagaest.

NOTE 2: The session release condition is not agplecfor 1-1 PoC Sessions and according to thé pmdey can be
applied to Chat PoC Group Sessions.

- 3. session-max-length (seconds)

a) if the PoC Session has lasted the specified athafiseconds the PoC Server SHALL release the PoC
Session

- 4. number-of-remaining-participants (0/1)

a) if a Pre-arranged or Ad-hoc PoC Group Sessigrakanany as or less than specified Participaftthe
PoC Server SHALL release the PoC Session. Thelpessilues should be 0 or 1. This does not appytat
PoC Group Sessions.

NOTE 3: 1-1 PoC Sessions are always released whetteare is only one or no Participants left in BoeC Session
regardless of the value of "number-of-remainingtipgrants”.

- 5. release when PoC Speech is inactive (true/false)

a) If set to true the PoC Session SHALL be releagteeh the inactivity timer for the Media-Control tiEn
with PoC Speech expires.

b) If set to false the PoC Session SHALL be reldase

i. when the inactivity timer has expired for all Ma-Control Entities and there is no ongoing Disere
Media session not bound to a Media-floor Contrdiitignor,

ii. when no more Media-Control Entities are coneddb the PoC Session and there is no ongoing &escr
Media session not bound to a Media-floor Contrdiitign

If there is no PoC Speech in the PoC Session tleSeover SHALL behave as if the value of 'releakemPoC Speech is
inactive' is set to "false".

NOTE 4: The inactivity timers are defined in [OMAGE-UP]"Timers".

The release policy SHALL include the following:

NOTE 5: Local policies may be defined by the oparand these local policies may impact the relpatieies defined
here.

- 1. The PoC Server performing the Controlling Po@dtion SHALL remove the rest of the Participantsirthe
PoC Session it hosts and release the PoC Session:

a) if the PoC Session is an Ad-hoc or 1-1 PoC 8esand the originator of the PoC Session leave®ti2
Session;

b) if the PoC Session is a Pre-arranged PoC Searibithe originator of the PoC Session leaves ¢ P
Session and the auto-release has the value 'true’;

c) if the PoC Session is a 1-1 PoC Session and teemly one or no Participants in the PoC Session

d) if the PoC Session is a Pre-arranged or Ad-lage Broup Session and there are as many as ohlass t
"number-of-remaining-participants" Participantghie PoC Session;

e) if the PoC Session has lasted longer than s@emax-length variable specifies;
f) if the PoC Session is Pre-arranged or Chat PofliiSession and the PoC Group is deleted;
g) if the PoC Session is a Dispatch PoC SessionhenBoC Dispatcher leaves the PoC Session; and,
h) if the only Participants in a PoC Session ar€ Boxes.
- 2. The PoC Server performing the Controlling Po@dtion SHALL remove a Participant from the PoC 8u%s
a) if the PoC Session is Pre-arranged PoC Grougiddeand the Participant is removed from the PoQu@r
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b) if the PoC Session is Chat PoC Group SessiortenBarticipant is no longer allowed to join bg #join-
handling> action of the PoC Group’s authorizatioles, as specified in [OMA-PoC-Document-Mgmt] ; or,

NOTE 6: If a Participant is no longer member oéstricted Chat PoC Group, the Participant is rerddr@m the PoC
Session.

c) if the Participant has no Media in the PoC SwESsi

7.2.1.17 Generating a SIP NOTIFY request to the SIP REFER request

When generating a SIP NOTIFY request the PoC Server
- 1. SHALL generate a SIP NOTIFY request accordingites and procedures of [RFC3265], [RFC3515] arhelsr
and procedures of the SIP/IP Core;

- 2. SHALL include in the SIP NOTIFY request a MIMBpfsag body as specified in the [RFC3420], if gexteng a
SIP NOTIFY request as the result of sending a SNATE request, with:

a) the Status-Line received in the SIP responsg, &P 180 "Ringing" or SIP 200 "OK"), as spedifia
[RFC3261]. In case no SIP response is receive®tRel00 "Trying" SHALL be used;

b) the To header as received in the SIP response;

c¢) the Authenticated Originators PoC Address asdéived in the SIP response;

d) the Warning header if it is received in the 8&Bponse;

e) the P-Answer-State header if it is receivedha $IP response from the Invited PoC User; and,
f) the Contact header if it is received in the 8Bponse.

- 3. SHALL include in the SIP NOTIFY request a MIMIpfsag body as specified in the [RFC3420] with Btatus-
Line received in the SIP response, (e.g. SIP 200'Y(Gas specified in [RFC3261], if generating a SIPTIFY
request as the result of sending a SIP BYE reqlresaise no SIP response is received the SIP 1§ngr
SHALL be used;

- 4. SHALL include a Resource-Priority header, acoaydo rules and procedures of [RFC4412], if th€RRerver
supports 'Official Government Use' QoE Profile, #ralResource-Priority header was included inrdeeived SIP
REFER request; and,

- 5. SHALL send the SIP NOTIFY request to PoC Cliettording to rules and procedures of the SIP/IRCor

The responses to the SIP NOTIFY request SHALL belleal in according to rules and procedures of [RESS),
[RFC3515], and rules and procedures of the SIP4rRC

The PoC Server MAY terminate the implicit subsddptcreated by the SIP REFER request and indiba&tésrmination to
the PoC Client according to rules and procedur¢RBC3265] and [RFC3515].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.18 PoC Session Participant Information policy

The PoC Server performing the Controlling PoC FuancEHALL only allow the subscription to the Paipiant Information
of the PoC Session hosted by the PoC Server, setBoC Users which satisfy any of the followingditians:

- 1. if the PoC Session is Ad-hoc PoC Group SessidaloPoC Session, the Authenticated Originatas® Rddress
is
a) a PoC Address of a Participant of the PoC Sessio
b) a PoC Address of an Invited PoC User of the Be§sion;

- 2. ifthe PoC Session is Pre-arranged PoC Grougic@esr Chat PoC Group Session, the Authenticatégir@tor's
PoC Address is allowed to subscribe to Participrafotrmation

a) according to the <allow-conference-state> aci®specified in [OMA-PoC-Document-Mgmt].
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The PoC Server performing the Controlling PoC FiemcSHALL allow subscription to the Participant dnfnation from
PoC Servers performing the Participant PoC Fundtitive following conditions are fulfilled:

- 1. the PoC Servers performing the Participant Po@#on is in the Media path i.e. the "b2bua" weseived
during the establishment of the PoC Session"; and,

- 2.ifthe PoC Servers performing the Participan FFoinction can be identified according to rules pratedures of
[RFC4538].

7.2.1.19 PoC Session role transfer policy

In the case of a Dispatch PoC Session, the PoG&Spevforming the Controlling PoC Function SHAL Litiate the transfer
of the PoC Dispatcher role to the indicated PoCr&Jearly if the indicated PoC User is allowed by #ation <allow-
dispatch> and the Authenticated Originator's Po@rAsis is allowed by the action <allow-dispatch> #oedaction <allow-
dispatcher-role-transfer>, as specified in [PoC XSpkcification].

7.2.1.20  Group Advertisement policy

The PoC Server performing the Controlling PoC FiamcEHALL allow the Authenticated Originator to amtise any PoC
Group to the <list> element if the Request-URI Ba&C Group Identity identifying the restricted CRatC Group or the Pre-
arranged PoC Group and unless the Authenticategifator's PoC Address is blocked by the <block-gradvertisement-
sending> action with value "true" as specified@MA-PoC-Document-Mgmt]

The PoC Server performing the Controlling PoC FiamcSHALL allow the Authenticated Originator to amtise any PoC
Group to the PoC Address of the 'uri’ attributethed <entry> element in the XML resource list if tRequest-URI is an
Exploder-URI identifying a SIP MESSAGE URI-list s@re according to rules and procedures of [draffist-message].

NOTE: Authorization is not applied to the Group Adtisement requests advertising any PoC GrouptsenPoC
Address identifying a PoC User.

7.2.1.21 Policy for allowing Media Streams in a PoC  Session

The PoC Server performing the Controlling PoC FiamcSHALL allow only those PoC Users to initiateaatd a particular
Media Stream in the Ad-hoc and 1-1 PoC SessiorthigaPoC Server hosts, if following conditions faudélled:

- 1. the PoC User is the PoC Session originator; or

- 2. when allowed by the PoC Server local policy
The PoC Server performing the Controlling PoC FieamcSHALL allow only those PoC Users to initiateamtd a particular
Media Stream in the Pre-arranged PoC Group Sed8ispatch PoC Session or Chat PoC Group Sessiothin®o0C Server
hosts, if

- 1. the Media Type is contained in the <group-medikement of

a) the <service> element indicating the PoC enalflére <supported-services> element of the PoQi&ror,

b) the <all-services-except> element not indicatireyPoC enabler of the <supported-services> eleofdhe
PoC Group; or,

- 2.the PoC User is authorized to initiate or addgarticular Media Type by the <allow-media-hangfiraction of
the PoC Group's authorization rules, as specifig®@MA-PoC-Document-Mgmt].

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.22 Removing Media Streams from a PoC Session  policy
NOTE: When a PoC User is not authorized to remoparticular Media Stream, the PoC Server perforntiireg

Controlling PoC Function does not remove the M&tr@am from the PoC Session but rather discontiteets
PoC Client from the Media Stream.

The PoC Server performing the Controlling PoC FiancEHALL allow only those PoC Users to remove dipalar Media
Stream in the Ad-hoc and 1-1 PoC Session thatsitshibfollowing conditions are fulfilled:
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- 1. the PoC User is the PoC Session originator; or
- 2. when allowed by the PoC Server local policy

The PoC Server performing the Controlling PoC FiancEHALL allow only those PoC Users to remove dipalar Media
from the Pre-arranged PoC Group Session, Dispai€hSession and Chat PoC Group Session that it iidsi®wing
conditions are fulfilled:

- 1. the <remove-media-handling> action associatetdg¢duthenticated Originator's PoC Address ofrdaeived SIP
re-INVITE request or SIP UPDATE request is 'owrd éime Media Type was added to the PoC Session By3egsion
initiation or PoC Session modification initiated ttne PoC Client with the Authenticated Originatét&C Address; or

- 2.the <remove-media-handling> action associatédegduthenticated Originator's PoC Address ofrdueived SIP
re-INVITE request or SIP UPDATE request is 'any'.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [SGPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.23 Discrete Media request

Upon receiving a SIP MESSAGE request not contaiaidfiME body of the MIME Type application/vnd.padcfo+xml
either

- 1. outside the SIP dialog used for a PoC Sessintaitong the PoC feature tag '+g.poc.discreteméuitfe Accept-
Contact header; or,

- 2.inside the SIP dialog used for the PoC Session,
the PoC Server:

- 1. SHALL check the SIP MESSAGE request as specifig@MA_IM_TS_Endorsement]Receiving SIP
MESSAGE request for group communicdtjon

- 2. SHALL send the SIP MESSAGE request as spedifi¢de subclause 7.2.2.Discrete Media requestowards

a) all other Participants, if the PoC Session isusing 1-many-1 communication method, and if tb€ P
Clients or PoC Boxes indicated support for Disciealia by including the +g.poc.discretemedia featag in
the Contact header of the SIP INVITE or SIP 200 1©@8ponse returned when the PoC Session was
established; or,

b) all Ordinary Participants or PoC Fleet Membéthe PoC Session is using the 1-many-1 commuwigati
method, and if the PoC Clients indicated supparDiscrete Media by including the +g.poc.discretdiae
feature tag in the Contact header of the SIP INVGFESIP 200 OK response returned when the PoC @essi
was established and the SIP MESSAGE request isseztfrom the Distinguished Participant or the PoC
Dispatcher; or,

c) the Distinguished Participant or the PoC Dispatdf the PoC Session is using the 1-many-1
communication method, and if the PoC Client indidagupport for Discrete Media by including the
+g.poc.discretemedia feature tag in the Contaaidreaf the SIP INVITE or SIP 200 OK response reddrn
when the PoC Session was established and the SBSKGE request is received from an Ordinary Paditip
or a PoC Fleet Member.

NOTE: Responses for the SIP MESSAGE request ailed in [OMA_IM_TS_EndorsementReceiving SIP
MESSAGE request for group communicdtion

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.24 PoC Dispatcher role transfer request

Upon receiving a SIP REFER request with a RefetdRb without a method parameter or with a methodpeater set to
'INVITE' and the Refer-To URI includes an Acceptrtact header with the PoC Dispatcher feature tggo6e.dispatcher'
along with ‘require’ and 'explicit' parameters, BoeC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC User
corresponds with the Active PoC Dispatcher forBligpatch PoC Session and authorize the requegkatfisd in
subclauses 7.2.1.1®b6C Session role transfer policyf the verification is not correct or the reqtiessnot
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authorized, the PoC Server SHALL return a SIP 48@Bidden" response with the warning text set 14 'User not
allowed to transfer the dispatcher role' as spatiin subclause 5:8Varning header". Otherwise, continue with
the rest of the steps;

- 2. SHALL extract from the Refer-To header, accogdim rules and procedures of [RFC3515], the PoCrésklof
the target PoC Dispatcher or the PoC Group Ideafithe Dispatch PoC Group representing any avalBbC
Dispatcher for the Dispatch PoC Group other thanctrrent PoC Dispatcher (i.e., the sender of thREER);

- 3. SHALL check whether the PoC User to be addedddition to those already participating, doesen@eed the
maximum number of Participants allowed in the PaGup Session according to the <max-participant-teun
element, which is specified in [OMA-PoC-Documenttd If exceeded, the PoC Server SHALL return a £3B
"Busy Here" response with the warning text sel@2'Too many participants' to the originating netnas
specified in subclause 5.8Varning header Otherwise, continue with the rest of the steps;

- 4. SHALL, for the case of the PoC Group Identitytiod Dispatch PoC Group extracted from the Refehdader
representing any available PoC Dispatcher, detextia set of available PoC Users that are allowyetthd action
<allow-dispatch> in the PoC Group document andbdistaan ordered list for inviting them, and skig thext step.

NOTE 1: The procedures to determine the set ofablai PoC Users that are allowed by the actiorowatlispatch> in
the PoC Group are outside the scope of this spatiin.

NOTE 2: The procedures to establish and orderééblisnviting the available PoC Dispatcher aresidg the scope of
this specification.

5. SHALL, for the case of a PoC Address extractethfthe Refer-To header identifying an individualdPUser,
authorize that PoC User according to subclausé&.72:PoC Session role transfer policyf it is not authorized,
the PoC Server SHALL return a SIP 403 "Forbiddersponse with the warning text set to '112 Target dst
allowed to receive the dispatcher role' as spetifiesubclause 5.8Narning header Otherwise, continue with the
rest of the steps;

- 6. SHALL generate a SIP 2xx final response to theEFER request according to rules and procedres
[RFC3515];

- 7.SHALL, if the SIP REFER request was an initi? $equest received outside of an existing dialogjude in the
response to the SIP REFER request a Supportedreaidehe option tag 'norefersub’ according tesuand
procedures of [RFC4488];

- 8. SHALL check the presence of the Refer-Sub heafitre SIP REFER request and if it is presentiahds the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<&adehset
to 'false' according to rules and procedures ofJ&RF38];

- 9. SHALL send the SIP 2xx final response to the BEFER request towards the PoC Client accordingles and
procedures of the SIP/IP Core;

- 10. SHALL invite the target PoC User as PoC Dispatdollowing the procedures described in subclauge2.2
"PoC Session invitation requést

- 11. SHALL, for the case of a URI extracted from Befer-To header representing any available Po@dbiter,

invite subsequent possible PoC Dispatcher, asitdescin subclause 7.2.2.P6C Session invitation requéstintil

one accepts the transfer or the ordered list ofiptessPoC Dispatchers is exhausted;

NOTE 3: The amount of time that the PoC Server s¢edvait before inviting another PoC Dispatchenfrthe list is
outside the scope of this specification.

- 12. SHALL remove the Fleet Member from the PoC Besas specified in subclause 7.2.2ReMmoval of
Participant from PoC Sessibif a PoC User currently participating in the P8€ssion as PoC Fleet Member
accepts the PoC Dispatcher role; and,

- 13. SHALL generate and send to the PoC Client aN&)FIFY request(s) as specified in the subclaugel717
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of each SIP INVITE request
sent, in accordance with steps 10 and 11 of thislause, to PoC User(s) determined in steps 4odithis
subclause.
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NOTE 4: Once a PoC User accepts the PoC Dispatolegithis PoC User becomes the Active PoC Dispaitcthe PoC
Server considers the previous PoC User who habtbef PoC Dispatcher as a PoC Fleet Member of the
ongoing Dispatch PoC Session.

Upon receiving a SIP 403 "Forbidden" response thithwarning code 399 and the warning text '105cissaalready
assigned’, the PoC Server SHALL if the Refer-Sudxdiee is not present or is set to 'true' in theFHFER request, generate
and send to the PoC Client a SIP NOTIFY requespesified in the subclause 7.2.1.1Geherating a SIP NOTIFY request
to the SIP REFER requést

Upon receiving SIP provisional responses or SIRBI fiasponses for the SIP INVITE request(s) contgjre P-Answer-State
header with the value 'Unconfirmed' as specifiefRIRC4964] and as specified in subclause 7.2 R&'Session invitation
request the PoC Server:

- 1. SHALL discard the received SIP responses witfawtarding them.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS meaimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.1.25 FDCFO Proceed request

Upon receiving a SIP MESSAGE request inside thedsd®g used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml, the PoC Server:

- 1. SHALL perform actions to verify the Authenticdt®riginator's PoC Address and authorize the reécaeEprding
to local policy and if it is not authorized the P8€rver SHALL return a SIP 403 "Forbidden" respongk the
warning text set to '121 Function not allowed duedetailed reason>' as specified in subclausé&8a&ning
header" Otherwise, continue with the rest of the steps;

- 2. SHALL return a SIP 403 "Forbidden" response g warning text set to '119 Anonymity not allowasl
specified in subclause 5"8arning header,'if anonymity is not allowed by the PoC Server andnymity is
requested. Otherwise, continue with the rest ofthps;

- 3. SHALL send the SIP MESSAGE request as spedcifi¢de subclause 7.2.2:BDCFO Proceed requestbwards
each Patrticipant that indicated support for the FD®roceed feature during the PoC Session estaidisth or,

- 4. SHALL return a SIP 480 "Temporarily Unavailabte’sponse if no Participant in the PoC Sessiona@tpthe
FDCFO Proceed feature.

Upon receiving the first SIP 2xx response for thie BIESSAGE requests from one of the ParticipantténPoC Session
the PoC Server:
- 1. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3428];

- 2. SHALL include the Server header to indicate@A PoC release version of the PoC Server as spddii
subclause E.4.1Release version in User-agent and Server he&dans,

- 3. SHALL send the SIP 200 "OK" response towardshtb€ Client according to rules and procedures ef3tP/IP
Core.

Upon receiving a SIP final response other than thed, is one of the SIP 3xx, 4xx, 5xx or 6xx finesponses the PoC
Server:

- 1. SHALL generate and send towards the Inviting Bti€nt a SIP final response with the status cagleakto the
status code of the received SIP final response théHowest status code, if a SIP final response neeeived from
all PoC Clients and the SIP 200 "OK" response tsyrbsent.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, tive PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.2.1.26 Querying for capabilities

NOTE 1: Only the terminating side capability quprgcedures are described since any entity cantbenslIP
OPTIONS request

Upon receiving a SIP OPTIONS request, the PoC $erve
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- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.8.1PbC
Session setup requéstnodified as follows:
a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;
b) the interactions with the User Plane are ndfopered;
c) the SIP request does not establish a PoC Semsibdoes not add the PoC Client to the PoC Session

d) a SIP INVITE request to be sent to an Invite€Riient is not sent and is handled as if the SéRAt
INVITE request is responded with SIP 200 "OK" resg® with MIME body containing all the offered Media
Types and Media-floor Control Entities includingoappriate binding; and,

e) if generating the SIP 200 "OK" response, the Befver additionally:

i. SHOULD include in the SIP response an Allow teradith the supported SIP methods according tasrule
and procedures of [RFC3261];

iil. SHOULD include in the SIP response an Accepdse with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Accept@ding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD include in the SIP response an Acceptdisge header with the supported languages
according to rules and procedures of [RFC3261];

v. SHOULD include in the SIP response a Supportsatihr with an option tags 'timer’, 'multiple-refert
‘norefersub’ according to rules and procedureRB{J3261];

vi. SHALL either remove the Contact headers from $P response or SHALL replace the Contact header
value with the Request-URI value of the SIP OPTION@uest according to rules and procedures of
[RFC3261];

vii. SHOULD include feature tags supported by tlFServer in the Contact header and MAY include
feature tags received from other Participants @RbC Session in the Contact header if a Contactenas
included in the SIP response; and,

viii. SHALL either

1. remove the MIME SDP body from the SIP response; or,

2.  SHALL replace the MIME SDP body in the SIP respowith a MIME SDP body containing
the Media Types supported by the PoC Server andietl according to the subclause
7.2.1.21 Policy for allowing Media Streams in a PoC SesSiamd the Media-floor Control
Entities and the Media-floor Control Entity bindsgupported by the PoC Server with port
of each SDP m-line set to 0 according to rules@ndedures of [RFC3261].

NOTE 2: If responses to SIP OPTIONS requests frimrdParticipants in the PoC Session are avaitattiee PoC
Server the PoC Server can decide to include onlgid&ypes or feature tags supported by all or antgjof
the participants according to the PoC Servers Ipckty.

NOTE 3: The MIME SDP body included in the SIP 2@K" response to the SIP OPTIONS request is notld S
answer.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules arzeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j tie
clarifications given in this subclause.

7.2.1.27 PoC Session expulsion policy

The PoC Server performing the Controlling PoC Fiamct
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- SHALL allow only Participants to expel PoC Userft®m the PoC Session;

- SHALL allow the PoC User to expelhimself from thedSession;

- SHALL expel other Participants only if the Authexadied Originator's PoC Address of the expelling Rs€r is
allowed by the <allow-expelling> action as spedifis [OMA-PoC-Document-Mgmt], in the case of a Rreanged
PoC Group Session, Dispatch PoC Group SessionarfC Group Session;

- MAY apply a local policy, when expelling other Reaippants from a 1-1 PoC Session or an Ad-hoc Po@lfsr
Session; and,

NOTE: The PoC Server local policy can be e.g. dithier only the PoC Session initiator or any of Bagticipants is
allowed to expel other Participants.

- SHALL expel the PoC Box in case the PoC Box isipigedting in the PoC Session on behalf of the P@@rlénd if
the corresponding PoC User is expected to be edgell

7.2.2 Request initiated by the Controlling PoC Function
7.2.2a Backward compatibility

When PoC Server performing Controlling PoC Functends a SIP request towards the terminating Pa@dde the PoC
Server SHALL perform the actions according to sabsk 7.2.2Request initiated by the Controlling PoC Functigfthe
PoC Server does not know the version of OMA PoCifipation supported by the terminating PoC Sensethe version
supported is the one specified in this specificatio

When PoC Server performing Controlling PoC Functias learned by means which are out of scope s&tigcification

that the terminating PoC Server supports only th€ P specifications the PoC Server SHOULD perfdmmdctions

according to [OMA-PoC-1-CPJRequest initiated by the Controlling PoC Functiomhen sending a SIP request towards the
terminating PoC Network.

When sending subsequent SIP requests inside aimgx&P dialog the PoC Server performing the Gallitrg PoC

Function SHALL perform actions according to theesuand procedures of [OMA-PoC-1-CRequest initiated by the
Controlling PoC Functiohy if the terminating PoC Server indicated in theetdAgent or Server headers of the previous SIP
transaction that the terminating PoC Server supdastly the PoC 1 specifications.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.

The PoC Server SHALL generate an initial SIP INVIfEguest according to rules and procedures of [RBCB The PoC
Server

- 1. SHALL include an Accept-Contact header with B feature tag '+g.poc.talkburst' with ‘requirel &xplicit'
parameters according to rules and procedures cEBRE1] in all initial SIP INVITE requests;

- 2. SHALL include the PoC feature tag '+g.poc.ditareedia’ in the Contact header, if it was incluitethe
incoming SIPrequest;

- 3. SHALL include Accept-Contact headers with afieatag 'sip.automata’ and the feature tag 'sgr'autd the
feature tag 'sip.description’ with the correspogdialue along with 'require’ and 'explicit' accoglio rules and
procedures of [RFC3841] if included in the incomBi§ INVITE request or in the URI of the Refer-Tealder of
the incoming SIP REFER request;

- 4. SHALL include Reject-Contact headers with adeatag 'sip.automata’ and the feature tag 'sigautd the
feature tag 'sip.description’ with the correspogdialue along with 'require’ and 'explicit' accoglio rules and
procedures of [RFC3841] if included in the incomBi§ INVITE request or in the URI of the Refer-Teadler of
the incoming SIP REFER request;
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5. SHALL set the Request-URI to the PoC AddreshefPoC User to be invited;

NOTE 2: All uri-parameters included in the URI retMIME resources-list or in the Refer-to headeriacluded by the

PoC Server in case of an Ad-hoc PoC Group Sessiarldl PoC Session.

6. SHALL include the User-Agent header to indidéiie OMA PoC release version of the PoC Server asifigd in
subclause E.4.1Release version in User-agent and Server hedders

NOTE 3: The use of the option tag ‘preconditioa'specified in [RFC3312], is not defined for the@®@reference

point.

7. SHALL include an option tag '100rel' in a Sugpdrheader according to rules and procedures c€8262];
8. SHALL include an option tag 'norefersub’ in gfarted header according to rules and procedurgzrs$4488];

9. SHALL include Authenticated Originator's PoC Aesk as specified in subclause SARthenticated Originator's
PoC Address
a) with the URI set to the PoC Address of the IngitPoC Client and the Nick Name to the one defifoed
this PoC User in the incoming SIP request in cddeloPoC Session and Ad-hoc PoC Group Session as
specified in subclause 5.8litk Namé; or,
b) with the URI set to the PoC Group Identity ahe Nick Name to the one defined for this PoC Grioughe
PoC Group definitions with the Session Type urigoaeter "session=prearranged" or "session=chat" as
specified in E.5.18ession Type uri-parametéan case of the Pre-arranged or Chat PoC Groygectely.
10. SHALL include a Referred-By header with the Padeiress and the Nick Name of the Inviting PoC dilie
11. SHALL include a MIME message/sipfrag body canitey a User-Agent header with the value of thertse
Agent header of the received SIP request, if thisilg PoC Client is compliant only to the OMA Pe€rsion 1.0
specification;
12. SHALL include in the Contact header as PoCiSeddentity the contact address of the PoC Sessitinthe
PoC feature tag '+g.poc.talkburst' and the featgeisfocus' and a Session Type uri-parametesisesl-1", or
"session=adhoc", or "session=prearranged", or its@sshat" as appropriate for the type of the Po€stm as
specified in E.5.18ession Type uri-parameter
13. SHOULD include the Session-Expires header aiagito rules and procedures of [RFC402&geherating an
Initial Session Refresh Requesthe refresher parameter SHALL be omitted,;

14. SHALL include the Supported header set to time

15. SHALL include value 'id" in a Privacy headec@aling to rules and procedures of [RFC3325], draymity is
requested with the Privacy header by the Invitio@ EZlient;

16. SHOULD include an Allow header the SIP methsglsported in this SIP dialog according to rules and
procedures of [RFC3261];

17. SHALL include unmodified Answer-Mode headepiiésent in the incoming SIP INVITE request or ia th
Refer-To URI of the incoming SIP REFER request tizatsed the outgoing SIP INVITE request to be gerdr

18. SHALL include unmodified Priv-Answer-Mode headfegresent in the incoming SIP INVITE requestimthe
Refer-To URI of the incoming SIP REFER request tizatsed the outgoing SIP INVITE request to be geedr if
manual answer override is supported; and,

19 SHALL include a Resource-Priority header acaugdbd rules and procedures of [RFC4412] set tqthogity
value assigned for the PoC Session, if the QoEIPmdsigned to the PoC Session is 'Official Gorent Use' and
if the PoC Server supports this QoE Profile.

On receipt of the SIP 200 "OK" response to thedh@utgoing SIP INVITE request the PoC Server:

1. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];
2. SHALL cache SIP feature tags, if received in@omtact header, and if the specific feature tagsapported;
3. SHALL create and cache the Nick Name, as spekifi subclause 5.Nick Namé&; and,

4. SHALL cache the uri parameter "b2bua", if thieparameter is present in the URI of the PoC Sepeeforming
Participating PoC Function in the Contact headerithe uri parameter is used according to locdicy.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229]/ [3GPP2 X.S0013.4j thie
clarifications given in this subclause.

7.2.2.1a SDP offer generation

The SDP offer is generated based on the receivéti@er. The PoC Server SHALL offer either the sama subset of the
Media Streams and the connected Media-floor Coltndities as included in the received SDP offer.

NOTE 1: PoC Server can reduce the number of offdtedia Streams and Media-floor Control Entitiesdshen local
policy.

When receiving an SDP offer to initiate a Pre-agexhPoC Group Session, the PoC Server:

1. SHALL offer to the Invited PoC User all the MedigipEes with bound Media-Floor Control Entities offeiie the
received SDP offer and allowed as specified irckuse 7.2.1.21Policy for allowing Media Streams in a PoC
Sessiolt and,

2. SHALL offer to the Invited PoC User the Discrete digewithout bound Media-Floor Control Entity offeren the
received SDP offer and allowed as specified in kuse 7.2.1.21Policy for allowing Media Streams in a PoC
Sessioh

When receiving a SIP request to add a new PoC tdser existing PoC Session, the PoC Server SHAI¢r dfie Media
Stream currently used in the PoC Session.

When receiving an SDP offer to modify the existt@C Session by adding a Media Stream to the Po§iddesr removing
a Media Stream from the PoC Session or both, ti@$erver:

- 1. SHALL offer to other Participants all the Me@#&reams used currently in the PoC Session excel#dia
Stream, which the PoC Session modification origindtsconnected from and for which Media Streamaegh
policy allows to be removed as described in sulsdat2.1.22Removing Media Streanfrom a PoC Session
policy’; and,

- 2. SHALL offer to other Participants the new Me8imeam from the received SDP offer, if allowed by Media
Stream adding policy as specified in subclausel 22."Policy for allowing Media Streams in a PoC Session

When composing an SDP offer according to rulespandedures of [RFC3264] and [RFC4566] the PoC Serve
- 1. SHALL set the IP address of the PoC Server foheffered Media Stream from the list containethinreceived
SDP offer and for each offered Media-floor Contatity from the list contained in the received Saffer;

- 2. SHALL include the media-level section for eaéfered Media Stream from the list contained in theeived
SDP offer consisting of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$

b) the codec(s) and Media Parameters selectedeliydl® Server from the list contained in the rect&BP
offer and/or other codec(s), if any, that the P@@v/&r is capable of transcoding;

NOTE 2: The Media Parameters of the Discrete Madiespecified in [OMA_IM_TS_Endorsement].

NOTE 3: The PoC Server can narrow the selectidviedia Parameters and codec(s) according to thé potiay,
which may be a function of one or more of the fwilog: Inter-operator service level agreement; donudithe
Invited PoC Client; other factors.

c) the "a=label" attribute with a unique value psdfied in [RFC4574], if the Media Stream is todmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol is offére

d) the "i=" field set to "speech" as specified ibslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered.

NOTE 4: PoC Speech Media exists at most once i offer.
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e) the IP address of the PoC Server and port nutoles used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port number$ according to rules and procedures of [RFC36D5he Media
Stream uses the RTCP protocol as specified in [ORC-1-UP] and other than the default IP addregodr
number specified by the [RFC3550] is to be used;

f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports PoC Media Traffic
Optimisation, the Participant did not put the Pa@3ston on hold, the media-level section offers ati@aous
Media and the 1-many-1 communication method isuset in the PoC Session; and,

g) under the media level definition of MSRP, addasaccept-types:" SDP attribute MIME Types
"application/vhd.oma.poc.final-report+xml", "apgiton/vnd.oma.poc.detailed-progress-report+xml" and
optionally "application/vnd.oma.poc.optimized-pregs-report+xml” if any of these were included ia th
received SDP offer and if supported by the PoC &erv

- 3. SHALL include the media-level section of eacfedd Media-floor Control Entity from the list camed in the

received SDP offer, if any Media-floor Control Bwtis offered:
a) the format list field for the Media-floor Contkientity set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from those contained in tbeived
SDP offer;

c) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-URRd6rt numbery

d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345
intended to be connected to the Media-floor CortErttity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPDiered; and,

e) optionally TBCP MIME parameters as specifie@il "SDP Extensioris TBCP MIME parameter
"multimedia=1" is included, unless only PoC Spewfth Talk Burst Control Protocol as specified inNi@-
POC-1-UP] is offered;
- 4. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected:

- 5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeSiiream
is rejected,;

- 6. SHALL include the QoE Profile assigned for tr®CPSession, as specified in subclause E.Q&E'Profile, if
QoE Profiles are enabled and if a QoE Profiletafte was included in the received SDP offer. IfaE Profile
assigned for the PoC Session is marked as "marntiatioe QoE Profile attribute SHALL include theestigth-tag,
as specified in subclause E.3QdE Profile'".

When Composing SDP offer, the PoC Server:
- 1. SHALL bind the media-level section that idertHiPoC Speech to Media-floor Control Entity ashimreceived
SDP offer, if PoC Speech is offered;

- 2. SHALL bind the media-level section that idertiiVideo to Media-floor Control Entity as in theeeved SDP
offer, if Video is offered;

- 3. SHALL bind the media-level section that idem#iAudio to Media-floor Control Entity as in theetved SDP
offer, if Audio is offered; and,

- 4. SHALL bind the media-level section that idemt#fiDiscrete Media to Media-floor Control Entityiaghe
received SDP offer, if Discrete Media is offered dround to a Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.2 PoC Session invitation requests

This subclause describes the procedures for imvéiRPoC User to a PoC Session. The procedurdieténl by the PoC
Server as the result of an action specified in bulse 7.2.1Requests terminated at the Controlling PoC Function

The PoC Server:
- 1. SHALL generate a SIP INVITE request as speciiiesubclause 7.2.2.5General;
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2. SHALL include in the SIP INVITE request a MIMBD8 body as an SDP offer based on the SDP offdran t
received SIP INVITE request from the originatingwerk as specified in the subclause 7.2.13BP offer
generatiofi;

- 3. SHALL include the remaining MIME bodies and asated Content-Disposition headers with media aante
contained into the incoming SIP INVITE requestni¢luded Media Content is supported by the PoC Samd if a
MIME body with media was included and not removediascribed in 7.2.1.2d8-hoc PoC Group and 1-1 PoC
Session setup requéstr 7.2.1.3 Pre-arranged PoC Group Session setup redueesd if the SIP INVITE request is
the result of an initialization of a PoC Session.

- 4. MAY proceed the following actions, when estdtiligg an Ad-hoc PoC Group Session and 1-1 PoC Sgssio

a) include in the SIP INVITE request the MIME resmtlists body contained in the incoming SIP INVITE
request according to rules and procedures of [diRftlist]; and,

b) set the "copyControl" attribute to 'to' for ti&ls without both the "copyControl" and the "anonzet
attribute values in the list based on the PoC Sdoeal policy. If the URI is to be anonymous de t
"anonymize" attribute to 'true’, according to rudesl procedures of [draft-URI-list-capacity].

- 5. MAY proceed the following actions, when addirgytizipants to a PoC Session as specified in thelause
7.2.1.8"Adding Participants to PoC Session request”

a) include in the SIP INVITE request the MIME resmtlists body contained in the incoming SIP REFER
request according to rules and procedures of [diRftlist];

b) set the "copyControl" attribute to 'to' for ti&ls without both the "copyControl" and the "anonze’
attribute values in the list based on the PoC Sdoeal policy. If the URI is to be anonymous, gt
"anonymize" attribute to 'true’, according to rudesl procedures of [draft-URI-list-capacity]; and,

¢) add to the list the URI(s) of the Invited PoGe@t(s) already participating in the ongoing PoGs$an along
with their "copyControl" and "anonymize" attributelues from the cached information.

- 6. SHALL include the text content in the Subjecather contained in the incoming SIP INVITE requeshdhe
Subject header included in the URI of the Refet&ader of the incoming SIP REFER request, if Texttént is
supported by the PoC Server and if text is receine®libject header and not removed and if the SN\ATE
request is the initialization of a PoC Session;

- 7. SHALL include the referenced media content i Afert-Info header or the Call-Info header or botimtained in
the incoming SIP INVITE request or in the Subjeeader included in the URI of the Refer-To headehef
incoming SIP REFER request, if Referenced Mediat@uris supported by the PoC Server and if refeaémoedia
content is received in Alert-Info header and notoged and if the SIP INVITE request is the initzaliion of a PoC
Session;

- 8. SHALL, in case of an invitation to a Dispatchd®8ession, as specified in subclauses 7.2.1.Bispatch PoC
Session setup request from PoC DispattheR.1.3. 3 Dispatch PoC Session setup request from PoC Fleet
Membel 7.2.1.24 PoC Dispatcher role transfer requéstnd subclause 7.2.1.8dding Participants to PoC
Session requéstinclude in the Authenticated Originator's PoCdégss and in the Contact header of the SIP
INVITE request the Dispatch Type uri-parameter fjdish=entire-group™ or "dispatch=sub-group"” as appate
for the type of the Dispatch PoC Session, as Spddifi E.5.2'Dispatch Type uri-parameter”;

- 9. SHALL in case the PoC User is invited as Po(&iisher for a Dispatch PoC Session, as specifisdhiolauses
7.2.1.3.3 Dispatch PoC Session setup request from PoC Fleetthét and 7.2.1.24PoC Dispatcher role transfer
request, include an Accept-Contact header with the Po§pBicher feature tag '+g.poc.dispatcher' along with
‘require’ and 'explicit' parameters according teg@and procedures of [RFC3841];

- 10. SHALL send the SIP INVITE request towards the/® Core according to rules and procedures oftlRéIP
Core.

Upon receiving a SIP 183 "Session Progress" regponstaining a Require header with the option1@grel' and
containing a P-Answer-State header with the vallreconfirmed" in response to the SIP INVITE requéstPoC Server:

- 1. SHALL according to rules and procedures of [RE€H send a SIP PRACK request to the other PoCeBerv
according to rules and procedures of the SIP/IRRCor

- 2. SHALL create and cache an Anonymous PoC Addaegbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addréssf anonymity is requested via a Privacy headwsrtaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddntbe Invited PoC User;
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NOTE 1: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

- 3. SHOULD generate a notification in case of thetf5IP 183 "Session Progress” response and MA¥rgéna
notification in case of the second SIP 183 "SesBiagress" response and afterwards to the PoCt§liehich
have subscribed to the conference state event gadkat an Invited PoC User has joined in the Po@li®
Session, as specified in subclause 7.2.1.1Gehérating a SIP NOTIFY requésta Privacy header is included in
the SIP 183 "Session Progress" response; and,

- 4. SHOULD send the SIP NOTIFY request in case effittst SIP 183 "Session Progress" response and skd
the SIP NOTIFY in case of the second SIP 183 "8ed3rogress” response and afterwards accordinges and
procedures of the SIP/IP Core if a Privacy heaslérdluded in the SIP 183 "Session Progress"” resgpon

Upon receiving a SIP 180 "Ringing" response for$fe INVITE request the PoC Server:

- 1. SHALL create and cache an Anonymous PoC Addoege Invited PoC User as specified in subclaSe
"Anonymous PoC Addré'ssf anonymity is requested via a Privacy head®srtaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddntbe Invited PoC User;

NOTE 2: The Anonymous PoC Address is an aliasiferRoC User, and this address appears in Partidifanmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

- 2. MAY generate a notification to the PoC Clienthich have subscribed to the conference state @amkiage that
an Invited PoC User is alerted to join to the PaGup Session, as specified in subclause 7.2.1"QeRerating a
SIP NOTIFY requestand,

- 3. MAY send the SIP NOTIFY request to the PoC Gletording to rules and procedures of the SIPARRC
Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:

- 1. SHALL cache the list of supported SIP methodgdkived in the Allow header; and
- 2. SHALL cache the contact received in the Corttaeider;

Upon receiving SIP 200 "OK" response for the SIRIINE request the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact received in the Corttaetder;

- 3. SHALL in the case of an invitation to a Pre-aged PoC Group Session or to a Chat PoC GroupdBessieck
whether the privacy is allowed for this PoC Growphen anonymity is requested with the Privacy headataining
the tag 'id". If not allowed, the PoC Server SHAddcording to local policy either accept the SIBoese ignoring
the privacy request or release the PoC Client fiteerPoC Session immediately as specified in 7.2Retoval of
Participant from PoC SessitinAllowing privacy in the PoC Group is defined ngi<allow-anonymity> element as
specified in [OMA-PoC-Document-Mgmt]. If accept@dntinue with the rest of the steps;

- 4. SHALL create and cache an Anonymous PoC Addrespecified in subclause 58donymous PoC Addré'ss
and a Nick Name as specified in subclause HidK'Namé for the Invited PoC User, if anonymity is requessvia
a Privacy header containing the tag 'id' in the i8dponse and Anonymous PoC Address has not beatedryet
for the Invited PoC User;

NOTE 3: The Anonymous PoC Address is an aliasferRoC User, and this address appears in Partidifanmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participam fr
the PoC Session.

- 5. SHALL check if the feature tag 'sip.automatahal with the feature tag 'sip.actor' with the vabfiénsg-taker' or
'‘principal’ and if the feature tag 'sip.actor' witle value ‘principal’ then also the the featuge sp.description’ with
the value "poc recording device", is containechim Contact header and if that is the case the Ro@SSHALL
either

a) perform actions in subclause 7.2.ReMmoval of Participant from PoC Sessidrmore than one PoC User
was invited without an explicit request to be route a PoC Box; or,
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b) continue with the rest of the steps in case bflaPoC Session or if all PoC Users were invitéti the
explicit request to be routed to a PoC Box.

NOTE 4: An Accept-Contact header with the feataige'sip.automata’ and the feature tag 'sip.acttr'the value of
'msg-taker' or 'principal’ (and in the case offéhature tag 'sip.actor' with the value 'principddo the feature
tag 'sip.description’ with the value "poc recorditayice™) along with parameters ' explicit' andjlriee’ is the
explicit request to route an invitation to a PoGBo

6. SHALL check if the PoC Dispatcher feature tagpoc.dispatcher' is contained in the Contact headease the
outgoing SIP INVITE request contained an Accepti@onheader with the PoC Dispatcher feature tag
'+g.poc.dispatcher' along with 'require’ and 'eciplparameters. If it is not present, the PoC 8eBHALL perform
the actions specified in subclause 7.2.Rérhoval of Participant from PoC Sessiamd do not proceed with the
rest of the steps. Otherwise, the PoC Server SHéakk the Invited PoC User as the Active PoC Didpatdor the
Dispatch PoC Session;

- 7. SHOULD use the "b=AS" attribute as specifief@MA-PoC-UP]"Media Buffering",if included in the SDP
offer;

- 8. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session initialization”

- 9. SHALL generate a notification to the PoC Cliemtkich have subscribed to the conference statet paxkage
that an Invited PoC User has joined in the PoC @1®ession, as specified in subclause 7.2.1.3eh&rating a
SIP NOTIFY requestand,

- 10. SHALL send the SIP NOTIFY request to the Pot@rlaccording to rules and procedures of the BIBkre.

NOTE 5: Procedures towards Inviting PoC Clientsew SIP 183 "Session Progress”, SIP 180 "Ringiiig"280 "OK",
or other SIP final response (4xx, 5xx, 6xx) is reed, are specified subclause 7.2Retjuests Terminated at
the Controlling PoC Functidh

NOTE 6: If a SIP 4xx response is received due tdianeontent included in a MIME body or in a Subjeeader or in an
Alert-Info header or in a Call-Info header, the P8€rver does not resend the SIP INVITE requestowitthe
MIME bodies or headers or both causing the SIPrésponse.

Upon receiving SIP 403 "Forbidden" response for3he INVITE request with the warning text '105 dstis already
assigned' included in a Warning header, the Po@eBer

NOTE 7: Inthe case the text part is replaced witbxt in another language as specified in thelaube 5.6 Warning
headef the PoC Server identifies the warning text usimgcode 105.

- 1. SHALL check if the response contains a URI-kistording to rules and procedures of [draft-URHtiandling].
If not, the PoC Server SHALL behave as specifiethensubclause 7.2.1.2d-hoc PoC Group and 1-1 PoC
Session setup requésivhen receiving a SIP final response other thandt 3xx. Otherwise, continue with the rest
of the steps;

- 2. SHALL check the MIME resource-lists body that thaximum number of Participants allowed in an Ad-h
PoC Group Session is not exceeded. If exceededhen the local policy prevents further processing o final
response is yet sent, the first response towardmtliting PoC Client SHALL include the warning teset to '102
Too many participants' or '128 Too many embeddedpg’ as specified in subclause 8Marning header”
Otherwise continue with the rest of the steps;

NOTE 8: With regards to 'MAX-ADHOC-GROUP-SIZE' parater, the initiator of the PoC Session is alsatedias a
Participant.

- 3. SHALL invite the PoC Users and/or Pre-arrange@ Broups listed in the MIME resource-lists bodyha SIP
403 "Forbidden" response, as specified in the suise 7.2.2.2PoC Session invitation requésburing the same
Ad-hoc PoC Group Session initiation the PoC SeBHALL issue only one SIP INVITE request per one PoC
Address and per one PoC Group Identity.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20080806-C Page 140 (642)

Upon receiving SIP 415 "Unsupported Media Typepoagsse for the SIP INVITE request and if the onlgegated MIME
type is "application/sdp", the PoC Server SHOULEpegform actions described in this subclause amjuiding the MIME
bodies indicated in the SIP 415 "Unsupported Mé&gjae" response.

Upon receiving a SIP 408 "Request Timeout", SIP 'A&8mporarily Unavailable", SIP 486 "Busy Here"P03 "Service
Unavailable", SIP 504 "Server Timeout", SIP 600 $B&Everywhere" or SIP 603 "Decline" response téRalSVITE
request for a Dispatch PoC Session , the PoC Server

- 1. SHALL create and cache an Anonymous PoC Addaegbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addré'ssf anonymity is requested via a Privacy head®srtaining the tag 'id' in the SIP response
and Anonymous PoC Address has not been creatddnytbe Invited PoC User;

NOTE 9: The Anonymous PoC Address is an aliasHerRoC User, and this address appears in Partidiffanmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

- 2. MAY resend the SIP INVITE request at a laterditowards the SIP/IP Core according to rules andqatures of
the SIP/IP Core, if the Dispatch PoC Session liststigoing.

NOTE 10:The time that the PoC Server needs toleddre resending the SIP INVITE request is ouhefscope of this
specification.

Upon receiving other SIP final response to the ISNITE request, the PoC Server

- 1. SHALL create and cache an Anonymous PoC Addaegbe Invited PoC User as specified in subclaSe
"Anonymous PoC Addréssf anonymity is requested via a Privacy headwsrtaining the tag 'id' in the SIP
response, Anonymous PoC Address has not been @ngettéor the Invited PoC User and the Invited Ral@nt
already responded with SIP 180 "Ringing" response;

NOTE 11:The Anonymous PoC Address is an aliashfePoC User, and this address appears in Parttdip@rmation
and the User Plane Taken message. This alias Pdtegslis used when expelling the PoC Participamt fr
the PoC Session.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.3 Cancel of PoC Session invitation requests

When the PoC Server needs to cancel the PoC Sessitation request and when it has not receiv&iRafinal response,
the PoC Server SHALL cancel the SIP INVITE requesing as UAC according to rules and procedurdRBC3261];

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.4 Removal of Participant from PoC Session

When a Participant needs to be removed from the $&xSion the PoC Server:

- 1. SHALL interact with User Plane as specified@MA-PoC-UP]"Controlling PoC Function procedures at PoC
Session releasg”

- 2. SHALL generate a SIP BYE request according kesrand procedures of [RFC3261];

- 3. SHOULD include a Reason header with tBxéemption ;cause=1 ; text="UA preemptiondccording to rules
and procedures of [RFC 4411] if the Participartasg released due to the arrival of a SIP INVI€Ruest to the
Controlling PoC Function and the maximum numbéPaiticipants has already been reached for the ngdg@oC
Session. The PoC Server SHOULD choose languadeottson-text in the Reason header dependingeon th
preferred language indicated in Accept-Languageérereceived from the PoC Client in the SIP INVIEguest or
SIP 200 "OK" response to the SIP INVITE requesthé language is supported;
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NOTE: The release of a Participant can happen wheoC User wants to join a PoC Session in whichrti@mum
number of Participants has been reached and thiegoPoC User uses 'Official Government Use' Qaodiler

- 4. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412] set toptierity
value assigned for the PoC Session, if the QoEIPmdgsigned to the PoC Session is 'Official Gonent Use' and
if the PoC Server supports this QoE Profile; and,

- 5. SHALL send the SIP BYE request towards the PGé€n€Cof the Participant according to rules andcedures of
the SIP/IP Core.

Upon receiving a SIP 200 "OK" for the SIP BYE resti¢he PoC Server:

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Controlling PoC Function procedures at
PoC Session releas&r releasing User Plane resources towards theS&@r performing Participating PoC
Function (or towards the PoC Client if there isRauticipating PoC Function on the User Plane path)

- 2. SHALL generate a notification to the PoC Cliemthich have subscribed to the conference statet @package
that a PoC User has left the PoC Group Sessi@pesfied in subclause 7.2.1.11Q@¢enerating a SIP NOTIFY
request; and,

- 3. SHALL send the SIP NOTIFY request to the Po@@k according to rules and procedures of the Bi€dre.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tik PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.5 PoC Session modification

This subclause describes the procedures for addinga Media Stream to the PoC Session, for remavikigdia Stream
from the PoC Session, for the changing the bindbeyeeen Media Streams and Media-floor Controlti&stiand for
modifying Media Parameters and for combinationtheke for an ongoing PoC Session. The procedure lMitiated by
the PoC Server as the result of an action spedifisdbclause 7.2.1Requests terminated at the Controlling PoC Function
or MAY be initiated by the PoC Server e.g. for Pd€dia Traffic Optimisation purposes.

When modifying the PoC Session, the PoC Server:
- 1. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311], if the PoC Server
supports the SIP UPDATE request and if

a) the PoC Server performing the Participating Pa@ction has indicated support for the SIP UPDATE
method;

b) the offered Media Streams and the offered Média- Control Entities are used in the PoC Sesbipthe
terminating PoC Client; and,

c) the offered Media-floor Control Entity binding @ach Media Stream used and offered is the sameeak

and SHALL generate a SIP re-INVITE request accardarules and procedures of [RFC3261], if the SIP
UPDATE request is not generated;

- 2. SHALL include in a SIP request a MIME SDP bodyaa SDP offer as specified in subclause 7.2.5D#"offer
generatiof;

- 3. SHALL include a Resource-Priority header acanydd rules and procedures of [RFC4412], if the Qoé&file
assigned to the PoC Session is 'Official Governrbkset and if the PoC Server supports this QoE Rrofi

- 4. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'Controlling PoC Function procedures when
disconnecting from a Media Typend,

- 5. SHALL send the SIP request towards PoC Cliecbating to rules and procedures of SIP/IP Core.
Upon receiving a SIP 200 "OK" response the PoCe&8erv

- 1. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Controlling PoC Functiorprocedures
when disconnecting from a Media Typé'gffered Media Stream, which is used in a PoCs&esand is marked
rejected in the received SDP answer or if the ctifedia-floor Control Entity binding of a Mediar8am, that is
currently used in the PoC Session and acceptdwiBDP answer, is not the same as in the rece®D&da@swer;

- 2. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Controlling PoC Functiorprocedures
when connecting to a Media Typ#'offered Media Stream, which is used in the FRg3sion, but not used by the
terminating PoC Client and it is marked acceptetth@received SDP answer or if the current Meda+fIControl
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Entity binding of a Media Stream, that is currentbed in the PoC Session and accepted in the S&Regris not
the same as in the received SDP answer;

3. SHALL interact with the User Plane as specifiefOMA-PoC-UP] 'User Plane adaptatidnfor updating the
User Plane with the new codecs, Media formats adi&Barameters, if offered changes in codecs, Mediaats
or Media Parameters compared to those earlier tetdyy the terminating PoC Client;

4. SHOULD use the "b=AS" attribute as specifie@MA-PoC-UP]"Media Buffering",if included in the SDP
offer; and,

5. SHALL release the PoC Session as specified2r2 4 'Removal of Participant from a PoC SesSidrihe
criteria for releasing the PoC Session as speadifigd2.1.16 PoC Session release polidg fulfilled and if a Media
Type or a Media-floor Control entity is removedrfrahe PoC Session.

NOTE: If the PoC Session modification offering rerabof a currently used Media Stream fails or is axepted or

the PoC Session modification offering a currentgdi Media Stream with the Media-floor Control Bntit
binding different than currently used fails or @ accepted, the PoC Server does not transfer dua\bf the
Media Stream to and from the Participant.

The PoC Server SHALL continue to use the currendisi®arameters until it has received a SIP 200 "@kponse.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.6 Group Advertisement request

This subclause describes the procedure that theSeor uses when sending a Group Advertisemestpidcedure is
initiated by the PoC Server as the result of ainadpecified in subclause 7.2.1.1@rbup Advertisement requést

When sending a Group Advertisment request the Ro@e8

1. SHALL generate a SIP MESSAGE request accordirrgles and procedures of [RFC3428];

2. SHALL include an Accept-Contact header with BoC feature tag '+g.poc.groupad' along with 'rexjaind
‘explicit' parameters according to rules and pracesl of [RFC3841];

3. SHALL include the Authenticated Originator's PA@dress as specified in subclause R@thenticated
Originator's PoC Addresswith the URI set to the PoC Address of the ititig PoC User;

4. SHALL include PoC specific content in form ofpdipation/vnd.poc.group-advertisement+xml indicgti@roup
Advertisement. If this procedure has been initidig@ request received from a SIP/IP Core therctiment
SHALL be the same as in the request received frawBiP/IP Core;

NOTE: The Group Advertisement request is receivethfa SIP/IP Core, when generated by Shared GradX

5. SHALL include the remaining MIME bodies and asated Content-Disposition headers with media aunte
contained in the incoming SIP MESSAGE requeshdfuded Media Content is supported by the PoC Semve if
a MIME body with media was included and not remoasdiescribed in 7.2.1.1&foup Advertisement requést
6. SHALL include the text content in the Subjecadier contained in the incoming SIP MESSAGE requie$ext
Content is supported by the PoC Server and ifitepdceived in Subject header and not removed;

7. SHALL include the referenced media content e @all-Info header contained in the incoming SIPSSRAGE
request, if Referenced Media Content is supponeithé PoC Server and if referenced media contartisived in
Call-Info header and not removed;

8. SHALL set the Request-URI to the PoC Addressd; an

9. SHALL forward the SIP MESSAGE request towards $P/IP Core according to rules and proceduréiseof
SIP/IP Core.

Upon receiving SIP 415 "Unsupported Media Typepogsse for the SIP MESSAGE request and if the ootgpted MIME
type is "vnd.poc.group-advertisement+xml”, the FB#2ver SHOULD re-perform actions described in shisclause only
including the MIME bodies indicated in the SIP 4Unsupported Media Type" response.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.7 Discrete Media request

This subclause describes the procedure that theSeo&r uses when sending Discrete Media to Paatits in a PoC
Session. The procedure is initiated by the PoCe3as the result of an action specified in subeaug.1.23 Discrete
Media request

When sending a Discrete Media request the PoC Berve
- 1. SHALL generate the SIP MESSAGE request as spddii [OMA_IM_TS_EndorsementSIP MESSAGE
request;

- 2. SHALL include an Accept-Contact header with BoeC feature tag '+g.poc.discretemedia’ accordimglés and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session; and,

- 3. SHALL forward the SIP MESSAGE request towards $P/IP Core according to rules and proceduréiseof
SIP/IP Core as specified in [OMA_IM_TS_Endorsemé&8tP MESSAGE requést

NOTE 1: Responses for the SIP MESSAGE requesteserithed in [OMA_IM_TS_Endorsemen$IP MESSAGE
request.

NOTE 2: In order to reach a PoC Box, the SIP MESEAE&quest is sent in the SIP dialog of the PoCiSess

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS meadmanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.2.2.8 FDCFO Proceed request

This procedure is initiated by the PoC Server agdésult of an action specified in subclause 728.1F-DCFO Proceed
request.

When sending a FDCFO Proceed request the PoC Server

- 1. SHALL generate the SIP MESSAGE request accorttingles and procedures of [RFC3428];

- 2. SHALL include the MIME application/vnd.poc.fdefem| body received in the incoming SIP MESSAGE
request;

- 3. SHALL include the Authenticated Originator's PA@dress as specified in subclause Rdthenticated
Originator's PoC Addresswith the URI set to the PoC Address of the ititig PoC User;

- 4. SHALL include the Privacy header with the valigg if privacy is requested,;

- 5. SHALL include the User-Agent header to indidiiie OMA PoC release version of the PoC Servepasifsed
in subclause E.4.1Release version in User-agent and Server hedders

- 6. SHALL forward the SIP MESSAGE request towards $iP/IP Core inside the SIP dialog used for thé Po
Session according to rules and procedures of tRAFSCore.

NOTE: Procedures towards the PoC Client sendiadg-IXCFO Proceed request, when a SIP 2xx responethey
SIP final response (4xx, 5xx, 6xx) is received, gpecified in subclause 7.2.1.Z5DCFO Proceed request

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-PoC_ControlPlane-V2_0-20080806-C Page 144 (642)

7.3 Participating PoC Function procedures
7.3.1 Requests initiated by the served PoC User
7.3.1a Backward compatibility

When PoC Server performing Participating PoC Fencsiends a SIP request towards the terminatingNRag®ork, the PoC
Server SHALL perform the actions according to sabsk 7.3.1Request initiated by the served PoC Usk#ithe PoC
Server does not know the version of OMA PoC spegtiibn supported by the terminating PoC Servehewersion
supported is the one specified in this specificatio

When PoC Server performing Participating PoC Fana the originating PoC Network has learned bynsewhich are
out of scope of this specification that the terrtim@PoC Server supports only the PoC 1 specificatthe PoC Server
SHOULD perform the actions according to [OMA-Po@P] "Requests initiated by the served PoC Us&hen sending a
SIP request towards the terminating PoC Network.

When sending a SIP request on behalf of a serv€d@ient which indicated in the User-Agent headethe SIP PUBLISH
request setting the PoC Service Settings that tiz®ient supports only the PoC 1 specificatiohs,PoC Server
performing the Participating PoC Function SHALL foem actions according to the rules and procedofé®MA-PoC-1-
CP] "Request initiated by the Served PoC User

When sending subsequent SIP requests inside amgx&P dialog the PoC Server performing the Eigriting PoC
Function SHALL perform actions according to theesuaind procedures of [OMA-PoC-1-CIRequest initiated by the
Served PoC Usgrif the terminating PoC Server indicated in theedAgent or Server headers of the previous SIP
transaction that the terminating PoC Server supdastly the PoC 1 specifications.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.11 General

NOTE 1: This subclause provides common proceduresther subclauses and is not meant to be appfikds
referenced.

Upon receiving from the served PoC Client an ih&iEP INVITE request or SIP REFER request that negpuan initial SIP
INVITE request to be sent, the PoC Server:
- 1. SHALL generate an initial SIP INVITE request ating to rules and procedures of [RFC3261];

- 2. SHALL include in the SIP INVITE request the Rxty header unmodified according to rules and pnareedof
[RFC3325], if the incoming SIP INVITE or SIP REFE&quest contained a Privacy header;

- 3. SHALL include the Nick Name in the Authenticatedginator's PoC Address as specified in subcl&useNick
Namé;

- 4. SHALL include an Accept-Contact header with B feature tag '+g.poc.talkburst' with ‘requirel &xplicit'
parameters according to rules and procedures cCEREL];

- 5. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Server asfggbin
subclause E.4.1Release version in User-agent and Server hedders

- 6. SHALL include in the Contact header the featagg'+g.poc.fdcfo', as specified subclause E.REACFO
Proceed Feature Tdgif the PoC Server supports the FDCFO Proceetdifeaand the SIP INVITE request from
the PoC Client contains this feature tag;

NOTE 2: The use of the option tag 'preconditioa'specified in [RFC3312], is not defined for the@O or POC-2
reference points.

NOTE 3: The use of the option tag '100rel', as ifipedn [RFC3262] is not defined for the POC-1ewdnce point.
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7. SHOULD include the Session-Expires header adegri rules and procedures of [RFC402&gherating an
Initial Session Refresh Requedt'is RECOMMENDED that the refresher parameter istiah. If included, the
refresher parameter SHALL be set to 'uac'.

8. SHALL include the option tag 'timer' in a Supjgorheader ;

9. SHALL cache the allowed SIP methods if receiwvethe Allow header;

10. SHOULD include an Allow header with the SIP huets supported in this SIP dialog according tosraled
procedures of [RFC3261];

11. SHALL include the Authenticated Originator'sdPAddress received in the incoming SIP INVITE resiun
the outgoing SIP INVITE request;

12. SHALL perform the following actions, if the imming SIP INVITE request contained an Answer-Modader,
or the incoming SIP REFER request contained a RedddRI with an Answer-Mode header:

a) include an Answer-Mode header unmodified ifrdeeived value is set to 'Manual;Require’;
b) discard the Answer-Mode header if the receivaderis set to ‘Auto’ or ‘Manual'; or
c) return a SIP 403 "Forbidden" response with thening text set to '121 Function not allowed due to
<detailed reason>' as specified in subclausé\WWaning header'and not continue with the rest of the steps if
the received value is set to 'Auto;Require’;
13. SHALL perform the following actions, if the imming SIP INVITE request contained a Priv-Answeredo
header, or the incoming SIP REFER request contariRefer-To URI with a Priv-Answer-Mode header and
manual answer override is supported:
a) include a Priv-Answer-Mode header unmodifiethé received value is set to 'Auto’;
b) return a SIP 403 "Forbidden" response with themng text set to '121 Function not allowed due to
<detailed reason>' as specified in subclausé\Wa#rning header'and not continue with the rest of the steps if
the received value is set to anything other thatd
14. SHALL include in the Contact header the PoQuiesatag '+g.poc.talkburst’;
15. SHALL include the PoC feature tag '+g.poc.disamedia’ if it was included in the incoming SIguest;
16. SHALL copy the feature tag '+g.poc.dispatchiérwas included in the Contact header of theoming SIP
request;
17. SHALL include the feature tag '+g.poc.interwingk if it was included in the Contact header @& thcoming
SIP request, if the PoC Server supports the Pawiatrking Service;
18. SHALL, if the incoming SIP INVITE or SIP REFERquest contained a MIME resource-lists body whih t
PoC Address(es) of Invited PoC User(s), includeatént-Type header with multipart/mixed, as spediin
[RFC2046], and copy the MIME resource-lists bodygading to rules and procedures of [draft-URIHist
19. SHALL copy the Accept-Language header, if ideld in the incoming SIP request;
20. SHALL insert the uri-parameter "b2bua" to thRlWf the PoC Server in the Contact header of titeal SIP
request as specified in E.5Bdck to back UA uri-parametgrif the PoC Server performing Participating PoC
Function indicates according to local policy to @entrolling PoC Function, that it acts as a B2Bal#l stays on
the Media path; and,
21. SHALL include in the Accept-Contact headerfésture tag 'sip.automata’ along with the featage'sip.actor’
the feature tag 'sip.description’ with the corresjiog values and the parameters 'explicit’ andiiregjf included in

the Accept-Contact header of the incoming SIP IN¥/FEquest or in the Accept-Contact header contaivititin
the Refer-To URI from the incoming SIP REFER redques

When sending SIP provisional responses, othertti@®IP 100 "Trying" response, to the SIP INVITHuest and if the
PoC Server is acting as a B2BUA, the PoC Server:

1. SHALL generate the SIP provisional response r@ieg to rules and procedures of [RFC3261];

2. SHALL include a Server header with the OMA Pef@ase version of the PoC Server as specifiedddause
E.4.1 'Release version in User-agent and Server headfengas not already been sent in a provisiongboese for
this dialog;

3. SHALL include the Authenticated Originator's PA@dress, along with any possible uri-parameterdkived in
the incoming SIP response, in the outgoing SIPiprawval response;
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- 4. SHALL include a SIP URI for the Contact headefalows, if not already sent in a provisionalpesse for this
dialog:

a) constructed such that the PoC Server can astveeit back to the original SIP URI provided iretContact
header of the provisional response by the ComigpllRoC Function;
b) include the PoC feature tag '+g.poc.talkburst’;
¢) include the feature tag ‘'isfocus’;
d) copy the feature tag '+g.poc.dispatcher’, 'stpraata’, 'sip.actor’, 'sip.description’ with tharresponding
value, if any of these are included in the Conteetder of the incoming received SIP response; and,

e) include the Session Type uri-parameter and #mr arri-parameter provided in the Contact heafléhe
provisional response received from the ControllgfC Function.

- 5. SHALL include value 'id" in the Privacy headecarding to rules and procedures of [RFC3325h4f privacy is
requested.

When sending a SIP 200 "OK" response to the SIFITIE\fequest and if the PoC Server is acting asBBRthe PoC
Server
- 1. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3261];

- 2. SHALL include a Server header to indicate theLORbC release version of the PoC Server as spedifie
subclause E.4.1Release version in User-agent and Server heddenss not already been sent in a provisional
response for this dialog;

- 3. SHALL include the option tag 'timer' in a Reguireader;

- 4. SHALL include the Session-Expires header acogrth rules and procedures of [RFC4028JAS Behavior".
The "refresher” parameter in the Session-Expiresié@eSHALL be set to ‘uac’;

- 5. SHALL start the SIP Session timer accordingles and procedures of [RFC4028];

- 6. SHOULD include an Allow header with the SIP noeth supported in this SIP dialog according to raled
procedures of [RFC3261];

- 7. SHALL include a SIP URI for the Contact headefalows:

a) constructed such that the PoC Server can astveeit back to the original SIP URI provided lretContact
header of the SIP 200 "OK" response by the CointigplPoC Function;

b) include the PoC feature tag '+g.poc.talkburst’;
c¢) include the feature tag 'isfocus’;

d) copy the feature tag '+g.poc.dispatcher’, 'stpraata’, 'sip.actor’, 'sip.description’ with therresponding
value, if any of these are included in the Conteeder of the incoming received SIP response; and,

e) include the Session Type uri-parameter and #mr ari-parameter provided in the Contact heafléhe
SIP 200 "OK" response received from the Controlfaf Function.

- 8. SHALL include the Authenticated Originator's PA@dress, along with any possible uri-parameteedkived in
the incoming SIP 200 "OK" response in outgoing 30P "OK" response.

- 9. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325h4f privacy is
requested; and,

- 10. SHALL include the option tag 'norefersub’ iB@pported header according to rules and procedfires
[RFC4488].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the clasifions given in
this subclause.

7.3.1.1a SDP offer generation in case of On-demand  session

The SDP offer is generated based on the receivéi@f@r. The PoC Server SHALL offer the same oulasst of Media
Streams and the connected Media-floor Control Eestis included in the received SDP offer.

When composing the SDP offer according to rules@ondedures of [RFC3264] and [RFC4566] the PoC Serv
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- 1. SHALL set the IP address of the PoC Server doheffered Media Stream from the list containethanreceived
SDP offer and for each offered Media-floor Conatity from the list contained in the received Saffer;

- 2. SHALL include the media-level section for eaéfeed Media from the list contained in the recei&DP offer
consisting of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$

b) the codec(s) and Media Parameters selectedeliydlt Server from the list contained in the reckiSBP
offer and/or, if transcoding is supported by th&€Rerver, other codec(s), that the PoC Serverpialta of
transcoding;

NOTE 1: The Media Parameters of the Discrete Madisspecified in [OMA_IM_TS_Endorsement].

NOTE 2: The PoC Server can narrow the selectidiedia Parameters and codec(s) according to thé potiay, which

NOTE 3:

can be a function of one or more of the followihger-operator service level agreement; domairnefiivited
PoC Client; other factors.

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is offered;

d) the "i=" field set to "speech" as specified ubslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered,;

PoC Speech Media exists at most once s offer.

e) the IP address of the PoC Server and port nutoli® used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port numbery according to rules and procedures of [RFC36id%He Media
Stream uses the RTCP protocol and other than tlaeltléP address or port number specified by the
[RFC3550] is to be used;

f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa&Sston on hold and the media-level section offers a
Continuous Media; and,

g) the "a=sendonly" attribute according to ruled procedures of [RFC4566], if the PoC Server suspbe
PoC Media Traffic Optimisation, the Participant diot put the PoC Session on hold, the media-leaatien
offers a Continuous Media, the PoC Server perfogrtiire Controlling PoC Function indicated the PoGiie
Traffic Optimisation support in the SIP Sessiorha other Participant and the RTP Session of tReSgission
of the other Participant is selected for the Methasmission between the PoC Server and the PoerSer
performing the Controlling PoC Function.

- 3. SHALL include the media-level section of eacfemd Media-floor Control Entity from the list caied in the
received SDP offer, if any Media-floor Control Bgtis offered:

a) the format list field for the Media-floor Contientity set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from those contained in tbeived
SDP offer;

c) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-URRd6rt numberg
d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345

intended to be connected to the Media-floor Cortirttity except when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPbidered; and,

e) optionally TBCP MIME parameters in the recei&idP offer as specified in E.3DP Extensioris TBCP
MIME parameter "multimedia=1" is included, unlesdyoPoC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is offered.

- 4. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bnéind all
the Media Stream bound to the rejected Media-f@ontrol Entity, if the Media-floor Control Entitgirejected;

- 5. SHALL mark the Media Stream as rejected accarttirrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,
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- 6. SHALL include the received QoE Profile attribakespecified in subclause E.3QdE Profilé, if QoE Profiles
are enabled and if a QoE Profile attribute is pregethe received SDP offer.

When composing an SDP offer, the PoC Server:

- 1. SHALL bind the media-level section that idertHiPoC Speech to Media-floor Control Entity ashimrteceived
SDP offer, if POC Speech is offered;

- 2. SHALL bind the media-level section that idemtfiVideo to Media-floor Control Entity as in theeesed SDP
offer, if Video is offered;

- 3. SHALL bind the media-level section that idertHiAudio to Media-floor Control Entity as in theeeéved SDP
offer, if Audio is offered; and,

- 4. SHALL bind the media-level section that idemtiiDiscrete Media to the Media-floor Control Entiyin the
received SDP offer, if Discrete Media is offered &round to the Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.1b  SDP offer generation in case of Pre-establ ished Session

When composing an SDP offer according to rulespandedures of [RFC3264] and [RFC4566] the PoC Serve

- 1. SHALL set the IP address of the PoC Server doheffered Media Streams from the SDP negotiatenhg the
Pre-established Session establishment as spesifledause 7.3.1.2te-established Sessign
- 2. SHALL set the IP address of the PoC Server doheffered Media-floor Control Entity from the SDPBgotiated
during the Pre-established Session establishmesgesified subclause 7.3.1 Rré-established Sessign
- 3. SHALL include the media-level section for eafteied Media Stream from the list contained in 8i2P
negotiated during the Pre-established Sessionlisstadent as specified subclause 7.3. P&"established Sessibn
consisting of:
a) the port number for the Media Stream selectexpasified in [OMA-PoC-UP]Port numbes";
b) the codec(s) and Media Parameters as in thereD&tiated during the Pre-established Session

establishment as specified subclause 7.3Rr8-established Sessiband/or, if transcoding is supported by
the PoC Server, other codec(s), that the PoC Sereapable of transcoding;

NOTE 1: The Media Parameters of the Discrete Madiespecified in [OMA_IM_TS_Endorsement].

NOTE 2: If the Media Stream is inactive in the Sdjotiated during the Pre-established Sessionles$tadent as
specified subclause 7.3.1.Rré-established Sessibthen the Media Stream in the SDP offer is alsdse
inactive.

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spediin
[OMA-POC-1-UP] is offered;

d) the "i=" field set to "speech" as specified ibslause 5.10PoC Speechwhen PoC Speech with MBCP is
offered;

NOTE 3: PoC Speech Media exists at most once s offer.

e) the IP address of the PoC Server and port nutoli® used for RTCP at the PoC Server selected as
specified in [OMA-PoC-UP]Port number$ according to rules and procedures of [RFC36D5he Media
Stream uses the RTCP protocol and other than tlaeltléP address or port number specified by the
[RFC3550] is to be used;

f) the "a=upcc:0" attribute as specified in [RFC8]L0f the PoC Server supports the PoC Media Teaffi
Optimisation, the Participant did not put the Pa&3ston on hold and the media-level section offers a
Continuous Media; and,

g) the "a=sendonly" attribute according to ruled procedures of [RFC4566], if the PoC Server suspbe
PoC Media Traffic Optimisation, the Participant digk put the PoC Session on hold, the media-leaetian
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offers a Continuous Media, the PoC Server perfogntiie Controlling PoC Function included in the Siufely
of the other Participant SIP Session the "a=upcatBlbute for the Media Stream of the same Medjperand
the RTP Session of the SIP Session of the othéicipant is selected for the Media transmissiomwieen the
PoC Server and the PoC Server performing the Clinggd®oC Function.

- 4. SHALL include the media-level section of eacfemd Media-floor Control Entity from the list caihed in the
SDP negotiated during the Pre-established Sesstablsshment as specified subclause 7.3.Rr2-established
Sessioh if any Media-floor Control Entity is offered:

a) the format list field for the Media-floor Contkientity set to "TBCP";

b) the Media-floor Control Entity parameters ashie SDP negotiated during the Pre-established @essi
establishment as specified subclause 7.3Rr@-established Sessign

c¢) the port number for Media-floor Control Entitylected as specified in [OMA-PoC-URRd6rt numbery
d) the "a=floorid:0 mstrm" attribute with value{gferencing the Media Stream as specified in [RFEB345
intended to be connected to the Media-floor CortErttity except when only PoC Speech with Talk Burst
Control Protocol is offered; and,
e) optionally TBCP MIME parameters in the recei&iP offer as specified in E.3DP Extensioris TBCP
MIME parameter "multimedia=1" is included, unlesdyoPoC Speech with Talk Burst Control Protocol as
specified in [OMA-POC-1-UP] is offered.
- 5. SHALL mark as rejected according to rules aratedures of [RFC3264] the Media-floor Control Bnéind all
the Media Streams bound to the rejected Media-f@mmtrol Entity, if the Media-floor Control Entitig rejected,;
- 6. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeSiiream
is rejected; and,
- 7. SHALL include the QoE Profile attribute correagdong to the negotiated QoE Profile, as specifieduibclause
E.3.2 'QoE Profile¢, if QoE Profiles are enabled and if a QoE Profies negotiated during the Pre-established

Session establishment or modification, as specifiedibclauses 7.3.1.Ptfe-established Sessiband 7.3.1.3 Pre-
established Session modification”

When composing an SDP offer, the PoC Server:

- 1. SHALL bind the media-level section that idertHiPoC Speech to Media-floor Control Entity ashe $DP
negotiated during the Pre-established Sessionlisstatent as specified subclause 7.3.R&"established
Sessioh if PoC Speech is offered;

- 2. SHALL bind the media-level section that idem#iVideo to Media-floor Control Entity as in the BDegotiated
during the Pre-established Session establishmesgessfied subclause 7.3.1 Rré-established Sessigiif Video
is offered;

- 3. SHALL bind the media-level section that idertHiAudio to Media-floor Control Entity as in the BDegotiated
during the Pre-established Session establishmesgeasfied subclause 7.3.1Rré-established Sessigifi Audio is
offered; and,

- 4. SHALL bind the media-level section that idem#iDiscrete Media to Media-floor Control Entityinghe SDP
negotiated during the Pre-established Sessionlisstadent as specified subclause 7.3. P&"established
Sessiol if Discrete Media is offered and bound to thediéefloor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thk PoC Server SHALL use 3GPP/3GPP2 IMS medmanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.1c SDP answer generation

When composing an SDP answer according to rulepermbdures of [RFC3264] and [RFC4566] the PoC Serv

- 1. SHALL set the IP address of the PoC Server dcheaccepted Media Streams from the list contaiméue
received SDP offer and for each accepted Media-fGmmtrol Entity from the list contained in the edced SDP
offer;

- 2. SHALL include the media-level section for eackhepted Media Stream from the list contained inrdoeived
SDP offer consisting of:

a) the port number for the Media Stream selectegpasified in [OMA-PoC-UP]Port number$
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NOTE 1:

b) the codec(s) and Media Parameters selectedeliydl® Server from the list contained in the rect&BP
offer, and those contained in the SDP answer in2ZBP"OK" response from the Controlling PoC Funwtid
already received;

The Media Parameters of the Discrete Madéadefined in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value pedfied in [RFC4574], if the Media Stream is todmmnected
to a Media-floor Control Entity except when only@®8peech with Talk Burst Control Protocol as spedifn
[OMA-POC-1-UP] is accepted; and,

d) the IP address of the PoC Server and port nutodez used for RTCP selected as specified in [OROE-
UP] "Port number according to rules and procedures of [RFC36i0%he Media Stream uses the RTCP
protocol and other than the default IP addresdrmumber specified by the [RFC3550] is to be used

- 3. SHALL include for any Media-floor Control Entityhat is offered in the received SDP offer anceated in the
SDP answer by the PoC Server, the media-levelmseofieach offered Media-floor Control Entity costsig of:

a) the format list field for the Media-floor Contientity is set to "TBCP";

b) the Media-floor Control Entity parameters sedelchy the PoC Server from the list contained inrdoeived
SDP offer;

¢) the port number for Media-floor Control Entitylscted as specified in [OMA-PoC-URdrt numbers

d) the "a=floorid:0 mstrm" attribute with valuefgferencing the Media Stream as specified in [REB345
intended to be connected the Media-floor Contrditizexcept when only PoC Speech with Talk Burst
Control Protocol as specified in [OMA-POC-1-UPHhiscepted; and,

e) optionally TBCP MIME parameters as specifie@ifl " SDP Extensiorisincluding if needed theTBCP
MIME parameter "multimedia" with the appropriatealue as specified in EXSDP Extensions"

- 4. SHALL mark as rejected according to rules armtedures of [RFC3264] the Media-floor Control Bnéind all
the Media Streams bound to the rejected Media-f@mntrol Entity, if the Media-floor Control Entitig rejected,;

- 5. SHALL mark the Media Stream as rejected accgrttinrules and procedures of [RFC3264], if the MeBiiream
is rejected,;

- 6. SHALL include the QoE Profile attribute correading to the QoE Profile assigned to the PoC Sessi®
specified in subclause E.3.QU8E Profile¢, if QOE Profiles are enabled and if a QoE Proditgibute was present in
the SDP offer.

NOTE 2:

For Pre-established Sessions, the ansvigoédProfile value corresponds to the QoE Profilgaeed to the
Pre-established Session; For On-demand Sessi@en®ah Profile assigned to the PoC Session is théron
the received SDP answer.

When composing an SDP answer, the PoC Server:
- 1. SHALL bind the media-level section that idertH#iPoC Speech to the corresponding Media-floor iGbEntity
as in the received SDP offer, if PoC Speech isptede

- 2. SHALL bind the media-level section that idemtiiVideo to the corresponding Media-floor Controtify as in
the received SDP offer, if Video is accepted;

- 3. SHALL bind the media-level section that idertiiAudio to the corresponding Media-floor Contratigy as in
the received SDP offer, if Audio is accepted; and,

- 4. SHALL bind the media-level section that idem#iDiscrete Media to the corresponding Media-fldontrol
Entity as in the received SDP offer, if Discretediéeis accepted and bound to the Media-floor CoEndity.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS meaimanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.2

Pre-established Session

Upon receiving an initial SIP INVITE request thatludes a Conference-factory-URI in the Request-blRIno invited
member(s), the PoC Server performing the Participd&oC Function:
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- 1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable" response depending on theevaf
the requested QoE Profile if QOE Profiles are ezdibind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Partéithg PoC Functioh The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resmoas specified in [RFC3261];

NOTE 1: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-
After header.

- 2. SHALL return a SIP 403 "Forbidden" response \wlid warning text set to ‘121 Function not allowlee to
<detailed reason>' as specified in subclauséWa#rning header,'if the PoC Server does not support Pre-
established Session. Otherwise, continue withekeaf the steps;

NOTE 2: Pre-established Session is an optionaltimmchence, the above condition is for the caserathe PoC Server
does not support this optional function.

3. SHALL check whether the Conference-factory-URRbilocated and perform the actions specified btkwse
7.5.1 'Conference-factory URI does not eXi§it is not allocated. Otherwise, continue witie rest of the steps;

- 4. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ire the
request according to local policy, and if not auithed, the PoC Server SHALL return a SIP 403 "Fadlein”
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!' Otherwise, continue with the rest of the steps;

- 5. SHALL validate that there is at least one Méstilam for which the Media Parameters and at aastodec
offered in the SIP INVITE request are acceptable¢heyPoC Server and if not reject the request aviiP 488 "Not
Acceptable Here" response. Otherwise, continue thighrest of the steps;

- 6. SHALL allocate a URI to be used as a conferdsiReéthat identifies the Pre-established Session;

- 7. SHALL cache the Nick Name contained in the Aatfeated Originator's PoC Address as specifiedibtkiuse
5.4 "Nick Namg;

- 8. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rides!
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPRerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#IB "Forbidden" response with the warning textiset
'114 QoE Assignment Error' as specified in sub@d&us Warning headet,

¢) assign and cache 'Official Government Use' asQbE Profile for the Pre-established Session; and,
d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps;

- 9. SHALL perform actions to authorize a QoE Profiteribute included in the received SDP offer, pecified in
subclause 5.8Q0E Profiles, if QOE Profiles are enabled and a QoE Profitalaite is included in the received
SDP offer. The PoC Server SHALL:

a) assign and cache the requested QoE Profileea3dk Profile for the Pre-established Sessionef th
requested QoE Profile is authorized; or,

b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

NOTE 3: If QoE Profiles are enabled but no QoE iafttribute is included, it means that Basic Qufile is
implicitly requested and therefore is always auittext.
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- 10. SHALL check whether the Contact header incluted?oC Discrete Media feature '+g.poc.discretéanddit
is present, the PoC Server SHALL cache the preseinte PoC Discrete Media feature tag.

- 11. SHALL check whether the Contact header included?oC Dispatcher feature '+g.poc.dispatchecase the
PoC Dispatcher functionality is supported. If ipiesent, the PoC Server SHALL cache the presefibe oC
Dispatcher feature tag.

- 12. SHALL generate a SIP 200 "OK" response to tfRelSVITE request as follows:

a) include a Contact header containing the conéer&fR| that identifies the Pre-established Sesaiong
with the PoC feature tag '+g.poc.talkburst' andf¢iagéure tag ‘isfocus'. The PoC Server SHALL atsxiuide
the PoC Dispatcher feature tag '+g.poc.dispataéne Contact header, if it was included by th€Rient in
the Contact header of the initial SIP INVITE redques

b) include an Allow header with the SIP methodspeufed in this SIP dialog according to rules and
procedures of [RFC3261];

¢) include a Server header to indicate the OMA Rel€ase version of the PoC Server as specifiedbolause
E.4.1 'Release version in User-agent and Server hedders

d) include the option tag 'timer' in a Require hexad

e) include a Session-Expires header accordinglés and procedures of [RFC4028)JAS Behavidt. The
"refresher" parameter in the Session-Expires he8H&L L be set to 'uac’;

f) include the Conference-factory-URI in the Autlieated Originator's PoC Address as specified én th
subclause 5.2Authenticated Originator's PoC Addrésand,

g) include a MIME SDP body as an SDP answer asfggeba the subclause 7.3.1.18DP answer
generatiot;

- 13. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Pre-established Session state diagrams —
basic";

NOTE 4: Resulting User Plane processing is comgle&fore the next step is performed.

- 14. SHALL send the SIP 200 "OK" response towarésRbC Client according to the rules and procedoiréze
SIP/IP Core; and,

- 15. SHALL start the SIP Session timer using thei@akceived in the Session-Expires header accotdinges and
procedures of [RFC4028].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armeduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j e
clarifications given in this subclause.

7.3.1.3 Pre-established Session modification

This subclause describes the procedures for thiipating PoC Server upon receiving a SIP UPDAEguest or a SIP re-
INVITE request that modifies the Pre-establishess@m without associated PoC Session.

Upon receiving a SIP UPDATE request or a SIP redN&/request to modify an existing Pre-establisheds®n without
associated PoC Session, the PoC Server:

- 1. SHALL validate that the received SDP offer ir#g at least one Media Stream for which the Mediafeters
and at least one codec or Media format is acceptapthe PoC Server and if not reject the requébktavSIP 488
"Not Acceptable Here" response. Otherwise, continitle the rest of the steps;

- 2. SHALL check whether the Contact header inclutlesPoC Discrete Media feature tag '+g.poc.disoretka’. If
it is present, the PoC Server SHALL cache the presef the PoC Discrete Media feature tag.

- 3. SHALL check if a Resource-Priority header iduged in the SIP UPDATE or SIP re-INVITE request@ding
to the rules and procedures of [RFC4412], if thifiéc@al Government Use' QoE Profile is supportddntiuded the
PoC Server SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet,
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b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#IB "Forbidden" response with the warning textset
'114 QoE Assignment Error' as specified in sub@d&usé Warning headet,

¢) assign and cache 'Official Government Use' a$QbE Profile for the Pre-established Session; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps;

4. SHALL perform actions to authorize a QoE Proéit&ibute included in the PoC Client SDP offerspecified in
subclause 5.8Q0E Profiles, if QOE Profiles are enabled and a QoE Profitalaite is included in the PoC Client
SDP offer. The PoC Server SHALL:

a) assign and cache the requested QoE Profileea@dk Profile for the Pre-established Sessioreif th
requested QoE Profile is authorized,; or,

b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\@&fning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of the steps.

- 5. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Participating PoC Function procedures
when connecting to a Media Typ#'the Media Stream, which is marked removechim iteceived SDP offer, is
currently used in the Pre-established Session;

- 6. SHALL interact with the User Plane as specifirefOMA-PoC-UP] 'Participating PoC Function procedures
when disconnecting from a Media Typié'the received SDP offer includes a Media Streatmich is currently not
used in the Pre-established Session,

- 7. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"User Plane adaptation'if the received

SDP offer includes changes in codecs, Media formaledia Parameters compared to those currendlg irsthe

Pre-established Session; and,

8. SHALL generate a SIP 200 "OK" response as fdatow

a) include a MIME SDP body as an SDP answer baseateoreceived SDP offer as specified in the sulsea
7.3.1.1c SDP answer generatiénand,

b) include a Contact header containing the conferésRI that identifies the Pre-established Sessimhsend
a SIP 200 "OK" response to the SIP/IP Core alorgstgnalling path.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.4 PoC Session establishment or rejoin using O  n-demand Session

Upon receiving an initial SIP INVITE request comtag a Request-URI with a Conference-Factory-URhew/by this PoC
Server, the PoC Server:

NOTE 1: The procedure as follows applies when a €béht initiates an Ad-hoc PoC Group Session bflaPoC
Session. The PoC Session will be owned by this S2oServer.

- 1. MAY reject the SIP INVITE request with a SIP 5@&ervice Unavailable" response depending on theevaf
the requested QOE Profile if QoE Profiles are ezdibind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Pautéitthg PoC Functioh The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resmoas specified in [RFC3261];

NOTE 2: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-
After header.

- 2. SHALL authorize according to local policy whetliee Served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestuabanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the incoming SIP INVIT&guest and if not authorized or if manual answerade is not
supported the PoC Server SHALL return a SIP 403WiEden" response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifieibclause 5.8Narning header.' Otherwise continue with the
rest of the steps;
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3. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgpldby the
PoC Server and if Subject header is included, ftiitotal size exceeds a configurable max sizeoxe the text
content;

4. SHALL perform the following actions, if Includeédedia Content is supported by the PoC Server tme:dia
content is included in one or more MIME body:

a) authorize the Media Type of the media contestliMIME bodies using a Service Provider confichlea
setting and if at least one Media Type is not afidwend a SIP 415 "Unsupported Media Type", Thed38
"Unsupported Media Type" response SHALL include:
i. the Accept header with the acceptable Media $ypat the PoC Server would accept according &srul
and procedures of [RFC3261]; or,
ii. the Accept-Encoding header with the encodingrfats that the PoC Server would accept according to
rules and procedures of [RFC3261]; or,

iii. both

and do not continue with the rest of the steps.

b) Check the total size of all MIME bodies contagpimedia content and if the total size exceeds a
configurable max size, based on a Service ProWdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

5. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rides!
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If

the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli%'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile'. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a&1B "Forbidden" with the warning text set to '114E)
Assignment Error' as specified in subclause B/arhing header,

c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step proteed
with the rest of the steps;

6. SHALL perform actions to authorize a QoE Profiteribute included in the PoC Client SDP offerspscified in
subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the PoC Client
SDP offer. The PoC Server SHALL.:

a) cache the requested QoE Profile as the LocalRyofle assigned to the PoC User if the requeQted
Profile is authorized and the PoC Server is acing B2BUA; or,

b) return a SIP 403 "Forbidden" response with themng text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\@&fning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

7. MAY remove the Subject header;
8. MAY remove the Alert-Info or the Call-Info heads both;

NOTE 3: The reason for removing the Alert-Info hesadr the Call-Info header may be a local policyhia PoC Server.

9. SHALL check if the number of maximum Simultane®oC Sessions for the PoC Client has exceedg, if
PoC Service Settings for the Simultaneous PoC @esS8upport is set to "SSS active". If exceedezl PthC Server
SHALL respond with a SIP 486 "Busy Here" respon#é the warning text set to '104 Too many Simultare
PoC Sessions' as specified in subclauseW#ting header Otherwise, continue with the rest of the stepsd,

10. SHALL also adapt the role of a Controlling PB@hction and continue as specified in the subclauad.2 Ad-
hoc PoC Group and 1-1 PoC Session setup retjuest
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NOTE 4: The handling of SIP requests and SIP resgowithin the SIP dialog created by this SIP INKFEquest is

described in the 7.2.1.24-hoc PoC Group and 1-1 PoC Session setup reqjuest

Upon receiving an initial SIP INVITE request thantains a Request-URI not owned by this PoC SethierPoC Server:

NOTE 5: The following procedure of this subclaupplees when a PoC Client initiates or joins a Prevaged PoC

either

Group Session, or when a PoC Client rejoins a Pes3iBn, or when a PoC Client joins a Chat PoC Group
Session and in all these cases the PoC Sessiaméxdoy another PoC Server.

1. MAY reject the SIP INVITE request with a SIP 5&ervice Unavailable” response depending on theevaf

the requested QoE Profile if QoE Profiles are ezdibind a risk of congestion exists as specifig®@MA-PoC-UP]
"Procedures at the PoC Server performing the Paréithg PoC Functioh The PoC Server MAY include a Retry-
After header to the 503 "Service Unavailable" resgoas specified in [RFC3261];

NOTE 6: The PoC Client is allowed to re-attemptBo€ Session establishment after the time defigetidoRetry-

After header.

2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the Inviting PoC Ussed
authorize the request according to local policy d&imit authorized the PoC Server SHALL return B 803
"Forbidden" response with the warning text sef &1 'Function not allowed due to <detailed reasas>specified in
subclause 5.8Warning header!" Otherwise, continue with the rest of the steps;

3. SHALL validate that the new Media Parametersatridast one codec offered in the SIP INVITE rexjaee
acceptable by the PoC Server when staying on thdiaMmath and if not reject the request with a 8B “Not
Acceptable Here" response. Otherwise, continue thighrest of the steps;

4. SHALL behave as a B2BUA according to rules armt@dures of [RFC3261] for the duration of the FR#3sion,
when staying on the Media path;

5. SHALL authorize according to local policy whethlee served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestuahanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the incoming SIP INVIT&guest and if not authorized or if manual answerade is not
supported the PoC Server SHALL return a SIP 4030iEden” response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifiatibclause 5.8Narning header!' Otherwise continue with the
rest of the steps;

6. SHALL check if the number of maximum Simultaned@oC Sessions for the PoC Client has exceediw if
PoC Service Settings for the Simultaneous PoC @esS8upport is set to "SSS active". If exceedezl PthC Server
SHALL respond with a SIP 486 "Busy Here" respong the warning text set to '104 Too many Simultare
PoC Sessions' as specified in subclause\W#&tiing headér Otherwise, continue with the rest of the steps;

7. SHALL check the total size of text content ie Bubject header, if Included Text Content is sujggoby the
PoC Server and if Subject header is included, ftikitotal size exceeds a configurable max sizeoxe the text
content;
8. SHALL perform the following actions, if Includeédedia Content is supported by the PoC Server tima:dia
content is included in one or more MIME body:
a) authorize the Media Type of the media contestliMIME bodies using a Service Provider confichlea
setting and if at least one Media Type is not afidwend a SIP 415 "Unsupported Media Type", thed38
"Unsopprted Media Type" response SHALL include:
i. the Accept header with the acceptable Media $\that the PoC Server would accept according &srul
and procedures of [RFC3261]; or,
ii. the Accept-Encoding header with the encodingrfats that the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
iii. both
and do not continue with the rest of the steps.

b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service Proyidkey either,
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i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content
- 9. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!

procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a&IB "Forbidden" response with the warning textiset
'114 QoE Assignment Error' as specified in sub@dus Warning headet,

c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,

d) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step prdeed
with the rest of the steps;

- 10. SHALL perform actions to authorize the QoE Beddttribute included in the PoC Client SDP offes,specified
in subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitdlaite is included in the PoC
Client SDP offer. The PoC Server SHALL:

a) cache the authorized QoE Profile as the Loc@l Rmfile assigned to the PoC User if the requeStel
Profile is authorized; or,
b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.

- 11. MAY remove the Subject header;

- 12. MAY remove the Alert-Info or the Call-Info heador both;

NOTE 7: The reason for removing the Alert-Info hesadr the Call-Info header may be a local policyhia PoC Server.

- 13. SHALL generate a SIP INVITE request as spetifiesubclause 7.3.1.&neral;
- 14. SHALL include as the contents of the Request:UR

a) copy the received Request-URI including the iBasBype uri-parameter and any other uri-parameter
present in the received Request-URI; or,

b) resolve back the received Request-URI to thelSPreceived in the Contact header from the Po@e3e
performing the Controlling PoC Function within t8&8° 200 "OK" response to the initial SIP INVITE tesgt
in the case of re-join.

- 15. SHALL include in the SIP INVITE request a MIMEDP body as an SDP offer based on the SDP oftéein
received SIP INVITE request from the PoC Clienspscified in the subclause 7.3.1.8DP offer generation in
case of On-demand sessipn

- 16. SHALL include the MIME bodies and the assodd@®ntent-Disposition headers in the incoming SIFITE
request into the outgoing SIP INVITE request assigel in [RFC2046], if Included Media Content ispported by
the PoC Server and if media content is includeshia or more MIME body of the incoming SIP INVITEjeest;

- 17. SHALL include a Resource-Priority header act@ydo rules and procedures of [RFC4412] set tostiae
indicated in the Resource-Priority header of the BIVITE request from the PoC Client, if the 'Oféic
Government Use' QoE Profile is supported and ieadRrce-Priority header was present in the SIP T¥equest
from the PoC Client;

- 18. SHALL include the Subject header received aititoming SIP INVITE request into the outgoing S\WITE
request, if Text Content is supported by the Po@eeand if text content is included in Subject dhera

- 19. SHALL include the Alert-Info header and Calfdrheader received in the incoming SIP INVITE resjtiato
the outgoing SIP INVITE request, if Referenced Me@bntent is supported by the PoC Server anddfexence to
media content is included in Alert-Info header atldnfo header or both; and,
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or

NOTE 8: The '+g.poc.interworking' is included iSE INVITE by the PoC Interworking Agent, behaviiige a PoC

Client on behalf of a PoC Remote Access User.

20. SHALL send the SIP INVITE request towards to€FServer performing the Controlling PoC Function
according to rules and procedures of the SIP/IReCor

1. SHALL act as a SIP proxy according to rules pratedures of [RFC3261] for the duration of the FR&Ssion,
when not staying in media and Talk Burst Contrdhpa

2. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgpldby the
PoC Server and if Subject header is included, ftiitotal size exceeds a configurable max sizeoxe the text
content;

3. SHALL perform the following actions, if Includeédedia Content, or Text Content ,or Referenced Mé&bntent
is supported by the PoC Server and if media comsentluded in one or more MIME body:

a) authorize the Media Type of the media contemtliMIME bodies,or Subject header, or Alert-Infedder
using a Service Provider configurable setting drad ieast one Media Type is not allowed send ad31®
"Unsupported Media Type". The SIP 415 "Unsuppohtedlia Type" response SHALL include:

i. the Accept header with the acceptable Media $ypat the PoC Server would accept according &srul
and procedures of [RFC3261]; or,

ii. the Accept-Encoding header with the encodingrfats that the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
iii. both.

and do not continue with the rest of the steps.

b) Check the total size of all the MIME bodies @ning media content and if the total size exceeds
configurable max size, based on a Service ProWdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

4. SHALL check if a Resource-Priority header iduged in the SIP INVITE request according to rudes!
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli%b'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3QE Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#)B "Forbidden” response with the warning textset
'115 <RequestedQoE> QoE Profile not authorizedpasified in subclause 5.8Varning headér Otherwise
proceed with the rest of the steps; and,

c) apply preferential treatment to the SIP requesspecified in [RFC4412], skip the next step pimdteed
with the rest of the steps.

5. SHALL perform actions to authorize the QoE Reofittribute included in the PoC Client SDP offes,specified
in subclause 5.8Q0E Profiles, if QoE Profiles are enabled and a QoE Profitalaite is included in the PoC
Client SDP offer. The PoC Server SHALL:
a) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\@&fning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.
6. SHALL include a Record-Route header containitdd identifying its own address; and,

7. SHALL forward the SIP INVITE request towards #eC Server performing the Controlling PoC Function

Upon receiving a SIP 180 "Ringing" response andnithe PoC Server is acting as a B2BUA, the PoCe3erv

1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
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2. SHALL cache the contact if received in the Cohteeader;

3. SHALL generate a SIP 180 "Ringing" responsé&SIP INVITE request as specified in the subclaulel.1
"General;

4. SHALL include Warning header(s) received in imoog SIP 180 "Ringing" response; and,
5. SHALL forward the SIP 180 "Ringing" responsetie PoC Client according to rules and proceduréleof
SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response andnithe PoC Server is acting as a SIP proxy the Ro@8s SHALL
forward the SIP response towards the initiating Rdi€nt according to rules and procedures of [RF&132

Upon receiving a SIP 200 "OK" response, the Po@e3ds acting as a B2BUA, the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact received in the Corttaetder;
- 3. SHALL generate a SIP 200 "OK" response as sipeldifi the subclause 7.3.1.Géneral;

- 4. SHALL include in the SIP 200 "OK" response a MENBDP body as an SDP answer as specified in thetaside
7.3.1.1c 'SDP answer generation

- 5. SHALL include unmodified a P-Answer-State hedtlarP-Answer-State header was present in theniirog SIP
200 "OK" response;

- 6. SHALL include Warning header(s) received inith@oming SIP 200 "OK" responses.
- 7. SHALL send the SIP 200 "OK" response to the Btiént according to rules and procedures of SIE/dPe; and

- 8. SHALL interact with User Plane as specified@MA-PoC-UP]"Participating PoC Function procedures at PoC
Session initialization”

Upon receiving a SIP 200 "OK" response, when th@ Berver is acting as a SIP proxy

- 1. SHALL forward the SIP 200 "OK" response towdrd initiating PoC Client according to rules andgaedures of
[RFC3261] and SIP/IP Core;

- 2. SHALL continue to act as a SIP proxy for theadian of the PoC Session.

Upon receiving a SIP final response other thanPa2Bl0 "OK", the PoC Server SHALL forward the SIRafiresponse along
the signalling path towards the initiating PoC 6tie

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.5 PoC Session initiation using Pre-establishe  d Session

Upon receiving a SIP REFER request containingé&Request-URI a SIP URI of a Pre-established Sessimed by this
PoC Server and if the "method" parameter in theeRief header is set as "INVITE" or is not presém, PoC Server:

- 1. SHALL check if the number of maximum Simultaned@oC Sessions for the PoC Server has exceeded. If
exceeded, the PoC Server SHALL respond with a 867'Busy Here" response with the warning text sét104
Too many Simultaneous PoC Sessions' as specifiggbiclause 5.6Warning header. Otherwise, continue with
the rest of the steps;

- 2. SHALL check whether the Contact header inclutlesPoC Discrete Media feature tag '+g.poc.disoretka’. If
it is present, and if the Pre-established Sessias dot include the PoC Discrete Media feature tag
‘+g.poc.discretemedia’, the PoC Server SHALL refretincoming SIP REFER request with a SIP 403 Bieolen”
response and not continue with the rest of thesstep

- 3. SHALL authorize according to local policy whethige Served PoC User indicated by the Authentitate
Originator's PoC Address is entitled to requestuahanswer override, if a Priv-Answer-Mode headih the
value 'Auto’ is present in the incoming SIP REFERuest and if not authorized or if manual answeridde is not
supported the PoC Server SHALL return a SIP 403WiEden" response with the warning text set to 'E@fction
not allowed due to <detailed reason>' as spedifieibclause 5.6Warning header Otherwise continue with the
rest of the steps;

- 4. SHALL check the SIP URI in the Refer-To headiethe SIP URI in the Refer-To header does notudelthe

Session Type uri-parameter "session=adhoc", "sesgiearranged" or "session=chat" the PoC Server:
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a) SHALL perform the procedures as specified inIZ&"Adding Participants to PoC Session Requast do
not do anything else in this subclause.

5. SHALL behave as a B2BUA according to rules armt@dures of [RFC3261] for the duration of the PoC
Session;
6. SHALL generate a final SIP response 2xx accarttirules and procedures of [RFC3515];
7. SHALL check the presence of the Refer-Sub heafftre SIP REFER request and if it is presentiahés the
value 'false' then the PoC Server SHALL includéhimresponse to the SIP REFER request a Refer<&adehset
to ‘false’ according to rules and procedures ofJ&RF88];
8. SHALL check if a Resource-Priority header iduged in the SIP REFER request according to rubes a
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:
a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet;
b) check that the QoE Profile assigned to the Btabtished session is 'Official Government Use' Qodile,
as specified in subclause E.3QdE Profilé'. If the QoE Profile assigned to the Pre-establisbession is
other QoE Profile, the PoC Server SHALL reject tbguest with a SIP 403 "Forbidden” response wi¢h th
warning text set to '115 <RequestedQoE> QoE Proéiteauthorized' as specified in subclause Warhing
headef; and,
c) apply preferential treatment to the SIP requestspecified in [RFC4412], and proceed with trst oéthe
steps.

9. MAY remove the Subject header from the URI & Refer-To header;
10. MAY remove the Alert-Info or the Call-Info hemdor both from the URI of the Refer-To header;

11. SHALL send the SIP response to the SIP REFERest towards the PoC Client according to rules and
procedures of the SIP/IP Core;

12. SHALL generate a SIP INVITE request as spetiiiresubclause 7.3.1.5Géneral;

13. SHALL insert a Request-URI using the URI, andgible Session Type and Dispatch Type uri-parasatet
of the Refer-To in the SIP REFER request;

14. SHALL include a Resource-Priority header acogydo rules and procedures of [RFC4412] set tostiee
negotiated during the Pre-established Sessionlisstadent, if the 'Official Government Use QoE Pledfis
supported and if this is the QoE Profile assigrethé Pre-established Session;

15. SHALL include in the SIP INVITE request a MIMEDP body as an SDP offer as specified in the subela
7.3.1.1b SDP offer generation in case of Pre-establishedi8dsbased on the SDP negotiated during the Pre-
established Session establishment as specifiedesigec7.3.1.2Pre-established Sessign

16. SHALL include the Subject header into the oitgsIP INVITE request, if received in the URI oéfer-To
header of the incoming SIP REFER request and if Textent is supported by the PoC Server;

17. SHALL include the Alert-Info header, Call-Infi@ader or both into the outgoing SIP INVITE requist
received in the URI of the Refer-To header of timming SIP REFER request and if Referenced Mediaedt is
supported by the PoC Server;

18. SHALL include the media content in MIME bodeesd associated Content-Disposition headers into the
outgoing SIP INVITE request, if received media @mtin MIME body of the SIP REFER request and Idelt
Media Content is supported by the PoC Server;

19. SHALL send the SIP INVITE request towards tl€FServer performing the Controlling PoC Function
according to rules and procedures of the SIP/IReCand,

NOTE: B2BUA do not forward any SIP provisional dioral responses.

20. SHALL generate and send to the PoC Client SIHIRY request(s) as specified in the subclausel 7.2.
"Generating a SIP NOTIFY request to the SIP REFERest based on the progress of the invitation, if trefeR-
Sub header is not present or is set to 'true'arsif® REFER request.

Upon receiving SIP provisional responses for thHe IBIVITE request(s) the PoC Server:
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- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact if received in the Cohteeader; and,
- 3. SHALL discard the received SIP responses witfawtarding them.

Upon receiving a SIP 200 "OK" response for the IBIRPITE request the PoC Server:

- 1. SHALL cache the list of supported SIP methodsdkived in the Allow header;
- 2. SHALL cache the contact received in the Conteetder; and,

- 3. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session initializationivhen a PoC Session is initiated,;

Upon receiving a SIP 403 "Forbidden” response Withwarning code 399 and the warning text '105cisfaalready
assigned', or a SIP 503 "Service Unavailable", 8ifa486 "Busy Here", or a SIP 488 "Not Acceptaidze”, or a SIP 417
"Unknown Resource Priority", the PoC Server SHAldngrate and send to the PoC Client a SIP NOTIFYMe®itas
specified in the subclause 7.2.1.13€herating a SIP NOTIFY request to the SIP REFERes!, if the Refer-Sub header is
not present or is set to 'true’ in the SIP REFERIest.

Upon receiving a SIP final response other than 3xx, or a SIP response other than specificallytioaad above, the PoC
Server:

- 1. SHALL discard the received SIP responses witfawtarding them.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, thke PoC Client SHALL use 3GPP/3GPP2 IMS mechas)is
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.6 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP redMN&/request from the PoC Client during an on-gdtugC Session
including a new SDP offer as specified by [RFC32&64d [RFC4566] a PoC Server acting as a B2BUA:

- 1. SHALL validate that the received SDP offer irt#g at least one Media Stream for which the Mediareters
and at least one codec or Media format is acceptalthe PoC Server and if not reject the requébtavSIP 488
"Not Acceptable Here" response. Otherwise continille the rest of the steps;

- 2. SHALL check if a Resource-Priority header iduged in the SIP re-INVITE or SIP UPDATE request@ding
to rules and procedures of [RFC4412], if the 'GéficGovernment Use' QoE Profile is supported. Huded the
PoC Server SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL reject the request with a&)B
"Forbidden" response with the warning text seli®'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning header,

b) check that the QoE Profile attribute containethie SDP offer indicates 'Official Government U3eE
Profile, as specified in subclause E.3Q0E Profile. If the QoE Profile attribute indicates other QBEfile,
the PoC Server SHALL reject the request with a#IB "Forbidden” response with the warning textset
'114 QoE Assignment Error' as specified in sub@dus Warning headet,

c¢) cache 'Official Government Use' as the Local @o&file assigned to the PoC User; and,

d) apply preferential treatment to the SIP requestspecified in [RFC4412], skip the next step prteed
with the rest of the steps.

- 3. SHALL perform actions to authorize a QoE Profiteribute included in the PoC Client SDP offerspscified in
subclause 5.8Q0E Profiles, if QOE Profiles are enabled, a QoE Profile htite is included in the received SDP
offer and the value of the included QoE Profileiltite is different than the Local QoE Profile fbe on-going PoC
Session. The PoC Server SHALL:

a) cache the requested QoE Profile as the Localyofle assigned to the PoC User if the requeQted
Profile is authorized; or,

b) return a SIP 403 "Forbidden" response with thenimg text set to '115 <RequestedQoE> QoE Profite
authorized' as specified in subclause S\&tning headerif the requested QoE Profile cannot be authorized
Otherwise continue with the rest of steps.
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- 4. MAY generate a SIP UPDATE request accordingitesrand procedures of [RFC3311] , if the PoC Serve
supports the SIP UPDATE request and if

a) the PoC Server performing the Controlling Po@dtion has indicated support for the SIP UPDATE
method;

b) the offered Media Streams and the offered Médiar- Control Entities are used in the PoC Sesbipthe
PoC Client; and,

c) the offered Media-floor Control Entity binding @ach Media Stream used and offered is the sameeak

and SHALL generate a SIP re-INVITE request accardinrules and procedures of [RFC3261] , if the SIP
UPDATE request is not generated.

- 5. SHALL include in the SIP request a MIME SDP badyan SDP offer as specified in subclause 7.3'5D&
offer generation in case of On-demand session

- 6. SHALL include a Resource-Priority header acangdd the rules and procedures of [RFC4412], st#tdovalue
included in the received SIP re-INVITE or SIP UPCRATequest, if the 'Official Government Use' QoEfieads
supported and if an authorized Resource-Priorigdie was included in the received SIP re-INVITESH?
UPDATE request; and,

- 7. SHALL send the SIP request towards the PoC $@erdorming the Controlling PoC Function withireth
existing SIP dialog according to rules and procegwf the SIP/IP Core.

Upon receiving a SIP 200 "OK" response the PoCe&erv

- 1. SHALL generate a SIP 200 "OK" response to tie 3PDATE request and SIP re-INVITE according t@sul
and procedures of [RFC3261];

- 2. SHALL include a MIME SDP body in the SIP 200 "Okesponse as the SDP answer according to rules and
procedures of [RFC3264] and [RFC2327] with the hMedia Parameters;

- 3. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"User Plane adaptationfor updating the
User Plane with the newly negotiated codecs andidledrameters from the received SDP answer, iPt@
Server is in the Media path and if the received SD&wver includes changes in codecs or Media fororaiéedia
Parameters from those earlier accepted;

- 4. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Participating PoC Function procedures
whendisconnecting from a Medialf the PoC Server is in the Media path and if edi& Stream previously used in
the PoC Session was marked as rejected in theveet8DP answer or if the current Media-floor CohEotity
binding of a Media, that is currently used in tlgCPSession and accepted in the SDP answer, ib@stime as in
the received SDP answer;

- 5. SHALL interact with the User Plane as specifirefOMA-PoC-UP]"Participating PoC Function procedures
whenconnecting to a Media'f the PoC Server is in the Media path and if a Megftream not previously used in
the PoC Session was accepted in the received S®Reaor if the current Media-floor Control Entitinding of a
Media, that is currently used in the PoC Sessiaghamtepted in the SDP answer, is not the sameths ireceived
SDP answer; and;

- 6. SHALL include the PoC Session Identity in a Gahheader when the On-demand Session is usedieinde
conference URI which identifies Pre-establishedsieeswhen the Pre-established Session is used,;

- 7. SHALL send a SIP 200 "OK" response towards #h€ Blient according to rules and procedures ofIBIRbre.

NOTE 1: In case the Media Streams, the codecdyithita formats or the Media Parameters have beaegetiated for
the PoC Session established within Pre-establiSesdion, they are valid in the Pre-established@eatso
after the PoC Session is released.

Upon receiving a SIP UPDATE request or a SIP redMN&/request from the PoC Client during an on-gdfogC Session a
PoC Server acting as a SIP proxy SHALL act accgrttinrules and procedures of [RFC3261] and [RFCH41

NOTE 2: Per [RFC 4412] a PoC Server acting as go8IRy authorizes a Resource-Priority header ireduich a SIP
request, and can reject a SIP request with an hodarnéd Resource-Priority header.

Upon receiving SIP final response other than SI®P"ZIK" the PoC Server SHALL forward the SIP respotsthe PoC
Client according to rules and procedures of SIE/tire.
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When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures d?3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

7.3.1.7 SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request that costai8IP URI corresponding to a PoC Session ownédi®yoC
Server the PoC Server:

- 1. SHOULD check if a Resource-Priority header @duded in the SIP SUBSCRIBE request according lesrand
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPgerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?0oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli%'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headét, and,

b) apply preferential treatment to the SIP requesstpecified in [RFC4412], and proceed with ttst oéthe
steps;
- 2. SHALL perform the Controlling PoC Function a®sified in subclause 7.2.1.11.3%ubscribing to Participant
Informatiori'.

If the PoC Server receives a SIP SUBSCRIBE reghestcontains a PoC Session Identity or PoC Grdeptlty not owned
by this PoC Server, the PoC Server:

- 1. SHALL insert a Record-Route header containitdR identifying its own address, if the PoC Serwamts to
stay on the signalling path;

- 2. SHALL insert a Request-URI by resolving back tbeeived Request-URI to the SIP URI received exG@lontact
header from the PoC Server performing the ContrglRoC Function within the SIP 200 "OK" responstht®
initial SIP INVITE request, if the PoC Server idiag as a B2BUA for the PoC Session;

- 3. SHALL check if a Resource-Priority header iduged in the SIP SUBSCRIBE request according tesraind
procedures of [RFC4412], if the 'Official Governmeélse' QoE Profile is supported. If included theCPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?oC Server SHALL reject the request with a &R
"Forbidden" response with the warning text seli%'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning headet;

b) include a Resource-Priority header set to theesealue as the one received in the SIP SUBSCRégHeast
received from the PoC Client; and,

c) apply preferential treatment to the SIP requestspecified in [RFC4412], and proceed with trst oéthe
steps.

- 4. SHALL forward the SIP SUBSCRIBE request towdtus SIP/IP Core.

Upon receiving a SIP final response PoC Server SHidkward the SIP final response along the sigrapath towards the
initiating PoC Client according to rules and praoed of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 84/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.8 SIP REFER request received

Upon receiving a SIP REFER request containing&Rkquest-URI a conference URI that identifieseadatablished
Session owned by this PoC Server, the PoC Server:

- 1. SHALL perform the procedures specified in substa7.3.1.5P0oC Session Initiation using Pre-established
Sessiol if the "method" parameter in the Refer-to heddeset as "INVITE" or is not present; or

- 2. SHALL perform the procedures specified in substa7.3.1.10.2SIP REFER BYE request from the PoC Client -
Pre-established Session caséthe "method" parameter in the Refer-to heddeset as "BYE".
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Upon receiving a SIP REFER request containingé&Request-URI a SIP URI of a PoC Session not ovegedis PoC
Server, the PoC Server:

- 1. SHALL insert a Record-Route header containia@itn address, if the PoC Server wants to stahen t
signalling path; and,

- 2. SHALL forward the SIP REFER request towardsGoatrolling PoC Function according to rules andceaures
of the SIP/IP Core.

Upon receiving a SIP final response to the SIP REFEfuest that the PoC Server forwarded, the Po@68HALL
forward the SIP final response along the signgtiath towards the initiating PoC Client accordingules and procedures of
[RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.9 SIP CANCEL request

Upon receiving a SIP CANCEL request from the Pofer@t] a PoC Server acting as a B2BUA:

- 1. SHALL act as UAS according to rules and proceduf [RFC3261]; and,

- 2. SHALL cancel the SIP INVITE request towards B Server performing the Controlling PoC Functeting
as UAC according to rules and procedures of [RFCB26

When acting as a SIP proxy the rules and procedgspecified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPR, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.3.1.10 SIP BYE request from PoC Client

7.3.1.10.1 SIP BYE request from PoC Client — On-dem and Session case

Upon receiving a SIP BYE request from the PoC Gliba PoC Server acting as a B2BUA:

- 1. SHOULD check if a Resource-Priority header duded in the SIP BYE request according to rules an
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?oC Server SHALL skip step b and proceed wi¢h t
rest of the steps; and,
b) apply preferential treatment to the SIP requeessspecified in [RFC4412], and proceed with ttst oé the
steps.
2. SHALL generate a SIP 200 "OK" response and #tendvards PoC Client according to rules and procesl of
the SIP/IP Core;

- 3. SHALL interact with the User Plane as specifrefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releas&r releasing User Plane resources associated witBlEh&ession with the PoC Client;

- 4. SHALL generate a SIP BYE request;

- 5. SHALL include a Resource-Priority header, acowdo rules and procedures of [RFC4412] set tcstrae
value as the one received in the SIP BYE requégite PoC Server supports 'Official Government'\@@eE Profile
and a Resource-Priority header was present inlfA&$E request received from the PoC Client and if
authorization of the Resource-Priority header wesssful in step 1 a);

- 6. SHALL include a Privacy header, according t@suhnd procedures of [RFC3325], with the valudcstte
received SIP request Privacy header value, if th&®fy header is included in the received SIP refjund,

- 7. SHALL send the SIP BYE request towards the Pewe3 performing the Controlling PoC Function aciiog to
rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SYEBequest the PoC Server SHALL interact with theetJPlane as
specified in [OMA-PoC-UPTParticipating PoC Function procedures at PoC Sesgielease'for releasing User Plane
resources associated with the SIP Session witRdl@eServer performing the Controlling PoC Function
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When acting as a SIP proxy the rules and procedgepecified in [RFC3261] SHALL be applied

NOTE: Per[RFC 4412] a PoC Server acting as a 8Ryran reject a SIP request with an unauthorizesburce-
Priority header.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.10.2 SIP REFER BYE request from PoC Client— Pre-established Session case

Upon receiving from the PoC Client a SIP REFER esfjwith the method parameter set to value "BYBh@&Refer-To
header the PoC Server:

- 1.in case of a PoC Session is established witRireeestablished Session as specified in subctts2.2 PoC
Client initiates an Ad-hoc PoC Group Session arfdAeC Sessidnthe PoC Server

a) SHALL perform the procedures as specified inckause 7.2.1.9.2S1P REFER BYE request received when
using a Pre-established SessioRo not continue the rest of the steps.

- 2.in case of a PoC Session is established wittéreBtablished Session, as specified in subcladsg 8.3 PoC
Client initiates a Pre-arranged PoC Group Sessiofoins a Chat PoC Group Sessfoor by sending a TBCP
message to the PoC Client as specified in [OMA-RE]'Participating PoC Function procedures at PoC Sessi
initialization", the PoC Server

a) SHOULD check if a Resource-Priority header @uded in the SIP REFER request according to rahes
procedures of [RFC4412], if the 'Official Governn&lse' QoE Profile is supported. If included theCPo
Server SHALL:

i. perform actions to authorize the Resource-Ryidreader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?0C Server SHALL skip step ii and proceed With
rest of the steps; and,

ii. apply preferential treatment to the SIP requastspecified in [RFC4412], and proceed with st of
the steps;

b) SHALL extract from the Refer-To header the Pa@3ston Identity that the PoC Client wants to leave;

c) SHALL generate a final SIP 2xx response to tHeREFER request according to rules and procedfres
[RFC3515];

d) SHALL include in the response to the SIP REFE&uest a Supported header with the option tag
'norefersub’ according to rules and procedureRB{J4488], if the SIP REFER request was an initil S
request received outside of an existing dialog;

e) SHALL check the presence of the Refer-Sub heafditie SIP REFER request and if it is presentiahds
the value 'false’ then the PoC Server SHALL includihe response to the SIP REFER request a Refer-S
header set to 'false' according to rules and proesdf [RFC4488];

f) SHALL send the SIP response to the SIP REFEResigtowards the PoC Client according to rules and
procedures of the SIP/IP Core;

g) SHALL generate a SIP BYE request and set thaiBseURI to the PoC Session ldentity;

h) SHALL include a Resource-Priority header, acoggdo the rules and procedures of [RFC4412] sétéo
same value as the one received if the PoC Serpposts 'Official Government Use' QoE Profile and a
Resource-Priority header was present in the SIPEHRERquest received from the PoC Client and if
authorization of the Resource-Priority header wasassful in step 2 a) i;

i) SHALL include a Privacy header, according tcesubind procedures of [RFC3325], with the valuecstte
received SIP request Privacy header value, if thea€y header is included in the received SIP reqjue

j) SHALL send the SIP BYE request towards the Galitrg PoC Function according to rules and procedur
of the SIP/IP Core;

k) SHALL upon receiving a SIP 200 "OK" responsetfug SIP BYE request interact with the User Plane a
specified in [OMA-PoC-UP] Participating PoC Function procedures at PoC Sessieaseé for releasing
User Plane resources towards the Controlling Pattian; and,
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I) SHALL generate and send the PoC Client a SIP Nk Tequest(s) as specified in the subclause 71.2.1.
"Generating a SIP NOTIFY request to the SIP REFEfRest based on the progress of the BYE request, if
the Refer-Sub header is not present or it is séftue' in the SIP REFER request.

NOTE: A SIP REFER request according to rules anggutures of [RFC3515] or [draft-multiple-referjas implicit
subscription to event "refer" in case the Refer-Beader is not present or is set to 'true’.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechais
according to rules and procedures of [SGPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.10.3 Pre-established Session release request  from PoC Client

Upon receiving a SIP BYE request from the PoC Gheithin a Pre-established Session the PoC Server:

- 1. SHOULD check whether there is a PoC Sessiorgubkim Pre-established Session. If there is non, tihhe PoC
Server

a) SHALL check if a Resource-Priority header iduded in the SIP BYE request according to the raled
procedures of [RFC4412], if the 'Official Governné&lse' QoE Profile is supported. If included theCPo
Server SHALL:
i. perform actions to authorize the Resource-Ryidreader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authorthed?0C Server SHALL skip step ii and proceed With
rest of the steps; and,
ii. apply preferential treatment to the SIP requastspecified in [RFC4412], and proceed with st of
the steps;
b) SHALL interact with the User Plane as specifieffOMA-PoC-UP] "Participating PoC Function
procedures at PoC Session reléafie disconnecting the User Plane resources tosvird PoC Client; and,
¢) SHALL generate and send a SIP 200 "OK" resptmsiee SIP BYE request according to rules and
procedures of the SIP/IP Core.
- 2. SHALL check whether there is a PoC Session usiad’re-established Session and the PoC Sessiontislled
by this PoC Server. If there is then the PoC Server
a) SHALL remove the owner from the PoC Sessiondrfguming the procedures as specified in subclause
7.2.1.9.3 SIP BYE request received within a Pre-establishestisri; and,
b) SHALL generate and send a SIP 200 "OK" resptms$ee SIP BYE request according to rules and
procedures of the SIP/IP Core;
- 3. SHALL check whether there is a PoC Session kshabent on-going using the Pre-established Sessidrthe
PoC Session is controlled by this PoC Server.dfdhs, the PoC Server:
a) SHALL cancel the request performing the procedgas specified in subclause 7.2.1.C@ricel of PoC
Session setup requést
b) SHALL generate and send a SIP 200 "OK" resptms$ee SIP BYE request according to rules and
procedures of the SIP/IP Core; and,
¢) SHALL release the PoC Session as specifieddrstibclause 7.2.2./Removal of Participant from PoC
Sessioh if a SIP 2xx response for the SIP INVITE requiesteceived from an Invited PoC Client;
- 4. SHALL check whether there is a PoC Session kslhabent on-going using the Pre-established Sessidrithe
PoC Session is controlled by another PoC Servénelt is, the PoC Server:
a) SHALL cancel the request performing the procesas specified in subclause 7.3.58'CANCEL
request;
b) SHALL generate and send a SIP 200 "OK" resptms$iee SIP BYE request according to rules and
procedures of the SIP/IP Core; and,
c) SHALL release the PoC Session as specifieddarstibclause 7.3.1.10.8IP BYE request from PoC Client
— On-demand Session casiéa SIP 2xx response for the SIP INVITE requesieceived from PoC Server
performing the Controlling PoC Function;

- 5. SHALL check whether there is a PoC Session usiedPre-established Session, but is not contraleithis PoC
Server. If there is, then the PoC Server
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a) SHALL generate a SIP BYE request and set thei®segJRI to the PoC Session Identity;

b) SHALL include a Resource-Priority header, acoggdo the rules and procedures of [RFC4412] sétéo
same value if the PoC Server supports 'Official @oment Use' QoE Profile and a Resource-Prioriadbe
was present in the SIP BYE request received fraPhiC Client and if authorization of the ResourdefRy
header was successful in step 1 a) i;

¢) SHALL include a Privacy header, according tesuhnd procedures of [RFC3325], with the valudcstite
received SIP request Privacy header value, if thea®y header is included in the received SIP reguand,
d) SHALL send the SIP BYE request towards the Galing PoC Function according to the procedurethef
SIP/IP Core.

Upon receiving a SIP 200 "OK" response from thet@&dling PoC Function as a response to the SIP Batfuest, the PoC
Server:

- 1. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releas&r releasing User Plane resources towards the Cangd@loC Function;

- 2. SHALL interact with the User Plane as specifiefOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session releasédr releasing User Plane resources towards the@ig@t; and,
- 3. SHALL send a SIP 200 "OK" response to the Po€ntl

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medamanis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.11 Group Advertisement request

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.groupad' in the Acceptt&zirheader field
the PoC Server:

- 1. SHALL reject the SIP MESSAGE request with a 8B "Forbidden" response with the warning textset21
Function not allowed due to <detailed reason>pasified in subclause 5.8Varning headé, if Group
Advertisement is not supported by the PoC Servidrefise, continue with the rest of the steps

- 2. SHALL return a SIP 403 "Forbidden" response i warning text set to '119 Anonymity not allowasl
specified in subclause 5.8Varning heade, if anonymity is requested. Otherwise, contintthwhe rest of the
steps;

- 3. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC User andaaizih the
request according to local policy, and if not auited the PoC Server SHALL return a SIP 403 "Failbid'
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6 "Warning headér Otherwise, continue with the rest of the steps;

- 4. SHALL continue as specified in subclause 7.21Group Advertisement requésif the Request-URI contains a
SIP URI corresponding to the Exploder URI knowrtly PoC Server. Otherwise, continue with the foitgastep;

- 5. SHALL check the total size of text content ie tBubject header, if Included Text Content is sujgploby the
PoC Server and if Subject header is included, ftiitotal size exceeds a configurable max sizeoxe the text
content;

- 6. SHALL perform the following actions, if Includédedia Content is supported by the PoC Server b dia
content is included in one or more MIME bodies:

a) authorize the Media Type of the media contemtliMIME bodies using a Service Provider confichlea
setting and if at least one Media Type was notadlh based on a Service Provider Policy either,
i. send a SIP 415 "Unsupported Media Type", the&IP"Unsupported Media Type" response SHALL
include:
1) the Accept header with the acceptable Media 3ypat the PoC Server would accept according to
rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding&is that the PoC Server would accept according
to rules and procedures of [RFC3261]; or,

3) both
and do not continue with the rest of the steps; or,
ii. remove the MIME bodies containing the mediateoi that is not allowed.
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b) Check the total size of all MIME bodies contamimedia content and if the total size exceeds a
configurable max size, based on a Service ProWdécy either,

i. send a SIP 413 "Request Entity Too Large" resp@nd do not continue with the rest of the steps;
ii. remove all MIME bodies containing media content

- 7. MAY remove the Subject header;

- 8. MAY remove the Call-Info header; and,

NOTE: The reason for removing the Subject headdrtlam reason for removing the Call-Info header imay local
policy in the PoC Server.

- 9. SHALL forward the SIP MESSAGE request to the/BF-Core.

Upon receiving SIP 415 "Unsupported Media Typepogsse for the SIP MESSAGE request and if the ootgpted MIME
type is "vnd.poc.group-advertisement+xml", the FBeEver SHOULD re-perform actions described in shisclause only
including the MIME bodies indicated in the SIP 4Unsupported Media Type" response.

Upon receiving other SIP final response the Po@&SeSHALL forward the SIP final response accordimgules and
procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Client SHALL use 3GPP/3GPP2 IMS mechasis
according to rules and procedures of [3GPP TS 24/23GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.12 Simultaneous PoC Session control procedure s

7.3.1.12.1 General

NOTE: This subclause provides common procedurestf@r subclauses and is not meant to be appliedsin
referenced.

The support of Simultaneous PoC Sessions is optionthe PoC Server. The following procedureshiis subclause are
only applicable when the PoC Server supports Sanathus PoC Sessions. In the following subclaudgsSamultaneous
PoC Sessions specific details are described, e atetails are specified in subclauses 7.3 Rr2-&stablished Sessign
7.3.1.3 Pre-established Session modificatigris3.1.4 PoC Session establishment or rejoin using On-densasdiohand
7.3.1.6 PoC Session modificatichs

7.3.1.12.2 PoC Session priority request

Upon receiving a SIP INVITE or SIP UPDATE or SIRINVITE request containing the PoC Session priopigyameter as
specified in E.3.XMedia Burst Control Protocol MIME registratioriti the SDP offer the PoC Server:

- 1. SHALL validate that the PoC Session prioritytie SDP offer is acceptable to PoC Server andtifeject the
request with a SIP 488 "Not Acceptable Here" respo@therwise, continue with the rest of the steps;

- 2. SHALL check the PoC Session priority parameténcluded in the SDP offer;

a) if the PoC Session priority parameter "poc_g@$srity” is 0 or no "poc_sess_priority" is inclutland the
local policy allows then the PoC Server SHALL set PoC Session priority to secondary, perform ploces
specified in [OMA-PoC-UP] Simultaneous PoC Session state diagram — per User

b) if the PoC Session priority value "poc_sess rjiyibis 1 and the local policy allows then the PS€rver
SHALL set the PoC Session priority to primary andwge that all other PoC Sessions have the segondar
priority, and perform procedures specified in [ONPAC-UP] 'Simultaneous PoC Session state diagram — per
User".

- 3. SHALL remove the PoC Session priority paramigtehe SDP payload when the request is forwarded to
Controlling PoC Function and the PoC Server suppo@@ Session priority;

- 4. SHALL generate a SIP 200 "OK" response contgimim SDP answer that indicates the selected priorit
parameter according to rules and procedures of fRBT] and [RFC3264]; and,

5. SHALL send the SIP 200 "OK" response to the IBIore along the signalling path.
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NOTE 1: The PoC Server performing Participating Fra@ction if not recognizing a parameter will igadtrand pass it
towards PoC Server performing the Controlling Pa@dtion. The PoC Server SHALL set the PoC Session
priority by default to secondary if the PoC Cliglates not indicate the priority in the request.

NOTE 2: Only one PoC Session can be set a Prim@atyJession at the given time.

When the SIP/IP Core corresponds with 3GPP/3GPRZ, the PoC Server SHALL use 3GPP/3GPP2 IMS medaimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.12.3 PoC Session locking request

Upon receiving a SIP INVITE or SIP UPDATE or SIRINVITE request containing the PoC Session lockiagameter in
the SDP offer as specified in E.3édia Burst Control Protocol MIME registrationthe PoC Server:

- 1. SHALL validate that the PoC Session lockinghie EDP offer are acceptable to the PoC Serverfarad reject
the request with a SIP 488 "Not Acceptable Herspoase. Otherwise, continue with the rest of tepsst
- 2. SHALL check the PoC Session locking parametec "dock" if included in the SDP offer;

a) if the PoC Session locking parameter "poc_lagK' then the PoC Server SHALL set the PoC Session
locked and perform procedures as specified in [ORBG-UP] 'Simultaneous PoC Session state diagram —
per Usef; or,

b) if the PoC Session locking parameter "poc_laskJ or no "poc_lock" parameter is included thesBoC
Server SHALL set the PoC Session unlocked and perfwocedures as specified in [OMA-PoC-UP]
"Simultaneous PoC Session state diagram — per'User

- 3. SHALL remove the PoC Session locking paramegiec"lock" in the SDP payload when the requestnsdoded
to the PoC Server performing the Controlling Po@dtion and the PoC Server supports PoC Sessiomipck

- 4. SHALL generate a SIP 200 "OK" response contgitire SDP answer that indicates the selected Igckin
parameter according to rules and procedures of PRBBT] and [RFC3264]; and,

5. SHALL send the SIP 200 "OK" response to the IBIRore along the signaling path.

NOTE 1: The PoC Server performing the Participafog Function if not recognizing a parameter vgfiare it and
pass it towards the PoC Server performing the ©timg PoC Function.

NOTE 2: Only one PoC Session can be set lockdueagiten time.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadhmanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.13  SIP Session timer expiry

On expiry of the SIP Session timer and if the PeB/&r acts as a B2BUA the PoC Server:
- 1. SHALL interact with the User Plane as specifieflOMA-PoC-UP]"Participating PoC Function procedures at
PoC Session release”;
- 2. SHALL generate a SIP REFER request accordimglés and procedures of [RFC3515];
- 3. SHALL set the Request-URI of the SIP REFER rstjteethe PoC Session Identity of an ongoing Pos3i8a;

- 4. SHALL set the Refer-To header of the SIP REF&giest to the PoC Address of the PoC User at tGe(Hient,
whose SIP Session timer has expired;

- 5. SHALL include the "method" parameter with théuea'BYE" in the Refer-To header;
- 6. SHALL include the following according to rulescaprocedures of [RFC4488]:

a) the option tag 'norefersub’ in the Require heaudwl,

b) the value 'false' in the Refer-Sub header.

- 7. SHOULD include a Resource-Priority header adogrtb rules and procedures of [RFC4412], if thE Skession
timer expired PoC Client is allowed to use theitdf Government Use' QoE Profile and the 'Officgdvernment
Use' QoE Profile was used at the PoC Sessiontioitiaf included, the value of the Resource-Ptiphieader
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SHALL be equal to the level of priority used at #h@C Session initiation, as specified in subcl&u8eQoE
Profiles'; the Resource-Priority header is included asabeof the REFER request as well as a Refer-to URI
parameter; and,

- 8. SHALL send the SIP REFER request towards the $&@er within the existing dialog according toesiand
procedures of the SIP/IP Core.

Upon receiving a SIP 2xx response to the SIP REFgRest with the method parameter set to value "BiEhe Refer-To
header from the PoC Server performing Controllio@ FFunction the PoC Server SHALL interact with teer Plane as
specified in [OMA-PoC-UPTParticipating PoC Function procedures at PoC Sessgielease'for releasing User Plane
resources towards the PoC Server performing ther@bng PoC Function.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
mechanisms according to rules and procedures dP3TS 24.229] / [3GPP2 X.S0013.4] with the claaifions given in
this subclause.

7.3.1.14 PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server
- 1. SHALL check whether the Event header includdgesgoc-settings' and if not included the PoC 8eBHALL
return a SIP 489 "Bad event" response. Otherwim#jrtue with the rest of the steps;

- 2. SHALL perform actions to verify the Authenticdt®riginator's PoC Address of the PoC Client artti@ire the
request according to local policy, and if not auvited the PoC Server SHALL return a SIP 403 "Failbid'
response with the warning text set to '121 Funatiotnallowed due to <detailed reason>' as spedifiedibclause
5.6"Warning header!" Otherwise, continue with the rest of the steps;

- 3. SHALL check if the Authenticated Originator's dxdss is registered by the PoC Client as spedifi¢iae
subclause 5.7APoC Session associatioahd if that is the case continue with the reshefdteps;

- 4. SHOULD check if a Resource-Priority header @duded in the SIP PUBLISH request according torthes and
procedures of [RFC4412], if the 'Official Governmélse' QoE Profile is supported. If included the&CPerver
SHALL:

a) perform actions to authorize the Resource-Ryibeader, as specified in subclause R8E Profiles. If
the Resource-Priority header cannot be authortbed?oC Server SHALL reject the request with a&IB
"Forbidden" response with the warning text seli%b'<RequestedQoE> QoE Profile not authorized' as
specified in subclause 5.8Varning heade?, and,

b) apply preferential treatment to the SIP requesspecified in [RFC4412], and proceed with ttst oé the
steps.

- 5. SHALL process the SIP PUBLISH request accordingiles and procedures of [RFC3903] and if praogssf
the SIP request was not successful, do not continthethe rest of the steps;

- 6. SHALL cache the received PoC Service Settingi BoC Service Settings expiration timer is exgies
specified in subclause 5.7#6C Session associatign”

NOTE: The PoC Service Settings are listed in sutsele6.1.2 PoC Service Settings procedure

- 7. SHALL use the following default values for th@léwing optional PoC Service Settings, if not imbkd in the
received SIP PUBLISH request.

a) The default value of Invited Parties Identitfohmation Mode is 'false’;
b) The default value of Included Media Content iRexjuest Support is ‘false’;
c) The default value of Referenced Media Conterat Request Support is 'false’;
d) The default value of Text Content in a Requegtpdrt is ‘false’;
e) The default value of PoC Box use setting is llilimg' and,
f) The default value of Privacy value as specifiefRFC3323] and [RFC3325] is 'none'.
- 8. SHALL generate a SIP 200 "OK" response accortbngles and procedures of [RFC3261];

- 9. SHALL include a Server header to indicate theLORbC release version of the PoC Server as speédifie
subclause E.4.1Release version in User-agent and Server heddans,
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- 10. SHALL send SIP 200 "OK" response to the SIP BI$BI request.

When the SIP/IP Core corresponds with 3GPP/3GPR, the PoC Server SHALL use 3GPP/3GPP2 IMS session
mechanisms according to rules and procedures d?F3TS 24.229] / [3GPP2 X.PS0013.4] with the cleaiiions given in
this subclause.

7.3.1.15 PoC Session release from User Plane

Upon receiving a PoC Session release request fierdser Plane as specified in [OMA-PoC-UREteive MBCP Media
Burst Acknowledgement message (R: MB_"Aak)T15 (Connect message re-transmit) timer fired Negiror "Receive PoC
Session release indication from PoC Client (R: FRESsion release from PoC Clienthe PoC Server:

- 1. SHALL remove the Participant referred by Useariel from the PoC Session by performing the proesdas
specified in subclause 7.3.2.613caving a PoC Session when using Pre-establishsesidg

- 2. SHALL check the PoC Session release policy asied in subclause 7.2.1.1B3C Session release polignd
according to the applied release policy performefach Participant of the PoC Session (except footiner of the
Pre-established Session) the procedures spedaifigghiclause 7.2.2.Removal of Participant from the PoC
Sessioh if needed;

- 3. SHALL generate a notification of the currentstaf the PoC Session to the PoC Client(s), whaketsubscribed
to the conference state event package, as sperifedclause 7.2.1.11"%enerating a SIP NOTIFY requést

- 4. SHALL check the subscription termination polay specified in subclause 7.2.1.11T8rmination of
subscriptiofi and for each PoC Clients (except the owner ofRtfeeestablished Session) terminate the existing
subscription to the conference state event packiigeeded; and,

- 5. SHALL send the SIP NOTIFY request to the Po@®&l(js) according to rules and procedures of théSiBore.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.1.16 Discrete Media request

Upon receiving a SIP MESSAGE request not contaiaidfiME body of the MIME Type application/vnd.padcfo+xml
either

- 1. outside the SIP dialog used for a PoC Sessintaiting the PoC feature tag '+g.poc.discretemétiiie Accept-
Contact header field ; or,
- 2.inside the SIP dialog used for the PoC Session,
and the PoC Session Identity in the Request-URbnated by this PoC Server, the PoC Server actiBp&tJA:
- 1. SHALL generate the SIP MESSAGE request as dpddii [OMA_IM_TS_EndorsementReceiving SIP
MESSAGE request for Pager mbde

- 2. SHALL include in the Accept-Contact header tl€Reature tag '+g.poc.discretemedia’ accordingles and
procedures of [RFC3841], if to be sent outsideSHe dialog used for the PoC Session;and

- 3. SHALL send the SIP MESSAGE request to the SIRtRe as specified in [OMA_IM_TS_Endorsement]
"Receiving SIP MESSAGE request for Pager thode

Upon receiving a SIP MESSAGE request containing?b€ feature tag '+g.poc.discretemedia’ in the pieGontact header
field and the PoC Session Identity in the Requdgt+ibt owned by this PoC Server, the PoC Servéngets proxy:

- 1. SHALL check the SIP MESSAGE request as specifig®@MA_IM_TS_Endorsement]Receiving SIP
MESSAGE request for Pager mtde

- 2. SHALL forward the SIP MESSAGE request accordmgules and procedures of [RFC3261].

NOTE: Responses for the SIP MESSAGE requests aided in [OMA_IM_TS_EndorsementiRéceiving SIP
MESSAGE request for Pager mbde

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS meadimanis
according to rules and procedures of [3GPP TS 24 28GPP2 X.S0013.4] with the clarifications givim this subclause.
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7.3.1.17 FDCFO Proceed request

Upon receiving a SIP MESSAGE request inside thedididg used for the PoC Session with a MIME boflthe MIME
Type application/vnd.poc.fdcfo+xml and an identitthe Request-URI not owned by this PoC Server RbC Server:

- 1. SHALL generate the SIP MESSAGE request accorttingles and procedures of [RFC3428];

- 2. SHALL include the PoC Address of the Invitingd®0ser in the Authenticated Originator's PoC Addras
specified in subclause 5.2Uthenticated Originator's PoC Addréss

- 3. SHALL include the User-Agent header to indidéiie OMA PoC release version of the PoC Server asifigd in
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHALL include the Privacy header with the valigg if privacy is requested,;

- 5. SHALL include the MIME application/vnd.poc.fdefem| body received in the incoming SIP MESSAGE
request; and,

- 6. SHALL send the SIP MESSAGE request to the SIBtRe inside the SIP dialog used for the PoC Sessio
according to rules and procedures of SIP/ IP Core.

Upon receiving a SIP final response other thanZxbfinal response the PoC Server SHALL forward $te final response
along the signalling path towards the originatimgCFClient according to rules and procedures of [RE&1].

Upon receiving a SIP 2xx final response the Po@eer
- 1. SHALL generate a SIP final response of the sstiai®is code as the received SIP response accaeodintes and
procedures of [RFC3428];

- 2. SHALL include the Server header to indicate@M@A PoC release version of the PoC Server as spddif
subclause E.4.1Release version in User-agent and Server heddans,

- 3. SHALL forward the SIP final response along tlgmalling path towards the originating PoC Clieatarding to
rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPRZ, tie PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [TS24.223{FHP2 X.S0013.4] with the clarifications given liistsubclause.

7.3.1.18 Querying for capabilities

Upon receiving a SIP OPTIONS request containingguest-URI with a Conference-Factory-URI ownedhiy PoC
Server, the PoC Server:

- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.3RoC
Session establishment or rejoin using On-demansi@€snodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are nofopered;
c) the SIP OPTIONS request does not establish aJ&sGion; and,
d) the subclause 7.2.1.2Querying for capabilitiesis invoked instead of the subclause 7.2.1A8-hoc PoC
Group and 1-1 PoC Session setup reduest
Upon receiving a SIP OPTIONS request containingquest-URI not owned by this PoC Server, the Pa@eBe
- 1. SHALL handle the SIP OPTIONS request as an BNATE request as specified in the subclause 7.3RoLC
Session establishment or rejoin using On-demansi@€snodified as follows:

a) any procedure checking the offered Media Typ#ered the Media-floor Control Entities or the erféd
Media-floor Control Entity bindings are executedfas MIME SDP body containing MBCP with bound PoC
Speech was received;

b) the interactions with the User Plane are ndfopered,;
c) the SIP OPTIONS request is sent instead of IRAI$VITE request;
d) the SIP OPTIONS request does not establish a3&sSion; and,
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e) if the SIP 200 "OK" response is generated drtleiPoC Server acts as B2BUA, the PoC Server
additionally:

i. SHOULD include in the SIP response an Allow readith the supported SIP methods according tesrule
and procedures of [RFC3261];

iil. SHOULD include in the SIP response an Accepdse with the supported MIME body Media Types
according to rules and procedures of [RFC3261];

iii. SHOULD include in the SIP response an Acceptéding header with the supported encoding formats
according to rules and procedures of [RFC3261];

iv. SHOULD copy into the SIP response the Acceptdigage header from the received 200 "OK" SIP
response according to rules and procedures of [REQ3

v. SHOULD copy into the SIP response the Suppdrestier from the received 200 "OK" SIP response
according to rules and procedures of [RFC3261];

vi. SHALL either
1. remove the Contact header from the SIP response; or

2. replace the Contact header value in the SIP regpoite the Contact header value and
feature tags of the received SIP response accotdindes and procedures of [RFC3261];o0r,

3. replace a Contact header according to rules armbduwes of [RFC3261] based on the
Contact header of the incoming SIP response ankbtiaé policy of the PoC Server.

vii. SHALL either
1. remove the MIME SDP body from the SIP response; or,
2. replace the MIME SDP body in the SIP response thighMIME SDP body of the received
SIP response to rules and procedures of [RFC3261];
3. replace the MIME SDP body according to rules armtedures of [RFC3261] based on the
content of the MIME SDP body of the received Sigpmnse and the PoC Server's local
policy.

NOTE: The MIME SDP body included in the SIP 200 "OKsponse to the SIP OPTIONS request is not an 8B3Rer.

When the SIP/IP Core corresponds with 3GPP/3GPFR, the PoC Server SHALL use 3GPP/3GPP2 IMS Session
establishment mechanisms according to rules armkduwes of [3GPP TS 24.229] / [3GPP2 X.S0013.4j the
clarifications given in this subclause.

7.3.2  Requests terminated by the served PoC User
7.3.2a Backward compatibility

When PoC Server performing Participating PoC Fana the terminating PoC Network sends a SIP retqevards the
terminating PoC Clients, the PoC Server SHALL perfohe actions according to the [OMA-PoC-1-CREfuests
terminated by the served PoC Usef the User-Agent header received from the terating PoC Client, when setting the
PoC Service Settings, indicates the support ontiied®oC 1 specifications.

The PoC Server performing Participating PoC Fumc86lALL indicate in the Server header the OMA Pelgase version
supported by the Invited PoC Client, when sendiliyr8sponses back to the PoC Server performingr@lng PoC
Function.

When the SIP/IP Core corresponds with 3GPP/3GPR2, tive PoC Server SHALL use 3GPP/3GPP2 IMS medadimanis
according to rules and procedures of [3GPP TS 24 2B8GPP2 X.S0013.4] with the clarifications givim this subclause.

7.3.2.1 General

NOTE 1: This subclause provides common procedunesther subclauses and is not meant to be appfikxs
referenced.
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The PoC Server SHALL generate an initial SIP INVIfEguest according to rules and procedures of [RBCBwith the
clarifications in this subclause.

The PoC Server
- 1. SHALL include value 'id' in a Privacy header@utng to rules and procedures of [RFC3325] if amoity is
requested with the Privacy header containing theidg
- 2. SHALL include an Accept-Contact header with

a) the PoC feature tag '+g.poc.talkburst' withuiegj and 'explicit’ parameters according to raled
procedures of [RFC3841]; and,

b) any other feature tag with the parameters reckir the Accept-Contact header of the incoming SIP
INVITE request from the Controlling PoC Function.

- 3. SHALL include a User-Agent header to indicate @MA PoC release version of the PoC Server asfsgbm
subclause E.4.1Release version in User-agent and Server hedders

- 4. SHOULD include the Session-Expires header in¥AETE according to rules and procedures of [RFZ8J0
"Generating an Initial Session Refresh Redquédsdie "refresher" parameter SHALL be omitted.

- 5. SHALL include the option tag 'timer' in the Sopied header;
- 6. SHALL include the option tag 'norefersub' ingpBorted header;

- 7. SHOULD include the Allow header with the SIP hwats supported in this SIP dialog according tosraled
procedures of [RFC3261];

8. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Seareatso resolve it back to the original SIP URIvided in
the SIP INVITE request by the Controlling PoC Fumrct

b) include the PoC feature tag '+g.poc.talkburst’;
c¢) include the feature tag 'isfocus’;
d) include the PoC feature tag '+g.poc.discreteajgiflincluded in the incoming SIP request;

e) include the Session Type uri-parameter providede SIP INVITE request by the Controlling PoC
Function; and,

f) include any other uri-parameter provided in @@ntact header of the incoming SIP INVITE requgsthe
Controlling PoC Function.

- 9. SHALL include the Authenticated Originator's PA@dress, along with any possible uri-parameteedkived in
the incoming SIP INVITE request in the outgoing 8\¥ITE request;

- 10. SHALL include the Nick Name as specified indahse 5.4 Nick Namé.

NOTE 2: The use of the option tag ‘preconditios'specified in [RFC3312] and the option tag '100&al specified in
[RFC3262] is not defined in the POC-1 referencenpoi

- 11. SHALL include the MIME message/sipfrag bodynfrthe received SIP request, if the MIME messagfsip
body indicating the Inviting PoC Client compliantlpto the OMA PoC version 1.0 specification waslided in
the received SIP INVITE request and the regiondl mational regulations require that the InvitingCdPdser is
informed about recording before being recordedthedSIP INVITE request is being sent to the NW HBaR;

- 12. SHALL include a Reject-Contact header the featags 'sip.automata’ and 'sip.actor' with thaevalf 'principal
and 'sip.description’ with the value "poc recordileyice" along with 'require' and 'explicit’, iettMIME
message/sipfrag body indicating the Inviting Po@lcompliant only to the OMA PoC version 1.0 sfieation
was included in the received SIP INVITE request #radregional and national regulations require thatinviting
PoC User is informed about recording before beaugprded and the SIP INVITE request is being setiied?oC
Client;

NOTE 3: The inclusion of the Reject-Contact heaesures that the Invited PoC Client cannot pasB ¢ Session
invitation to the collocated UE PoC Box.

- 13. SHALL include MIME bodies and associated CotRisposition headers containing media contenhén t
outgoing SIP INVITE request, if Included Media Centtis supported by the PoC Server and if one aemdME
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body containing media content are included in tle®ming SIP INVITE request and if at least one MIki&dy
containing media content was not removed as sp€difi subclause 7.3.2.P8C Session invitation requést

14. SHALL include the Subject header received aitttoming SIP INVITE request into the outgoing 8\¥ITE
request, if Text Content is supported by the Po@e3eand if text content is included in Subjectdea

15. SHALL include the Alert-Info header and thel@afo header received in the incoming SIP INVITéguest
into the outgoing SIP INVITE request, if Referendéddia Content is support by the PoC Server aad-dference
to media content is included in the Alert-Info headr in the Call-Info header or both; and,

16. SHALL include a Resource-Priority header acoaydo rules and procedures of [RFC4412] that éntital to

the one in the incoming SIP INVITE request, if #@C Server supports 'Official Government Use' Qoile and
if a Resource-Priority header is included in theereed SIP INVITE.

When sending a SIP provisional responses othertti@aB8IP 100 "Trying" response to the SIP INVITHuest, the PoC

Server:

1. SHALL generate the SIP provisional response raeg to rules and procedures of [RFC3261];

2. SHALL include a Server header with the OMA Pef@ase version of the PoC Server as specifiedddause
E.4.1 'Release version in User-agent and Server hedders

3. SHOULD include the Allow header with the SIP huts supported in this SIP dialog according tosraled
procedures of [RFC3261], if not previously sen&iprovisional response for this dialog;

4. SHALL include a Contact header with a SIP URdrtifying this PoC Server and the PoC feature tag
'+g.poc.talkburst' if not previously sent in a pgedonal response for this dialog;

5. SHALL include into the Contact header the featiag '+g.poc.discretemedia’, if included in th@t@ot header of
the incoming received SIP response;

6. SHALL copy into the Contact header the featagst'+g.poc.dispatcher’, 'sip.automata’, 'sip.actor
'sip.description’ with their corresponding valuaiify of these are included in the Contact headercoiming
received SIP response;

7. SHALL include as the URI in the AuthenticateddgDrator's PoC Address in the outgoing SIP provialo
response either

a) the URI contained in the Authenticated Originat®oC Address received in the incoming SIP proma
response in the case of an On-demand Sessionigistabht; or

b) the URI stored from the Request-URI receivethsincoming SIP INVITE request in the case of e-Pr
established Session establishment.

8. SHALL include the Nick Name as specified in dabse 5.4 Nick Namé;

9. SHALL include value 'id' in the Privacy headecarding to rules and procedures of [RFC3325héf privacy is
requested by the Privacy header with the valu@itiie incoming SIP provisional response in theecaf an On-
demand Session establishment, by the Privacy hedtlethe value 'id' in the SIP INVITE request rizeel during
the Pre-established Session establishment foralelBer in the case of a Pre-established Sessidy, the
Privacy PoC Service Settings with the value sé&tlton the case of Automatic Answer Mode of On-dema
Session;

10. SHALL include the value 'none' in the Priva@ater according to rules and procedures of [RF(J38gte
Privacy PoC Service Settings is set to ‘none’ m¢hse of Automatic Answer Mode and an On-demasdi&e

NOTE 4: If the Privacy PoC Service Settings is sedtat all, the Privacy header is not includedh@&ndase of Automatic

Answer Mode and an On-demand Session.

11. SHALL include the warning text set to '108 Medbntent in INVITE discarded' as specified in dabse 5.6
"Warning header, if at least one MIME body containing media contemats removed as specified in subclause
7.3.2.2 'PoC Session invitation requegtnot previously sent in a provisional respoifisethis SIP dialog;

12. SHALL include the warning text set to '108 Medontent in INVITE discarded' as specified in dabse 5.6
"Warning header, if the Subject header was removed as specifisdliclause 7.3.2.226C Session invitation
request if not previously sent in a provisional respofigethis SIP dialog; and,

13. SHALL include the warning text set to '108 Medbntent in INVITE discarded' as specified in dabse 5.6
"Warning headéy, if the Alert-Info header or Call-Info header wesnoved as specified in subclause 7.3.P@C
Session invitation requédt not previously sent in a provisional respofisethis SIP dialog.
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NOTE 5: A maximum of three Warning headers camiskided, one for Included Media Content, one foieRanced

Media Content and one for Text Content.

When sending a SIP 200 "OK" response to the SIPITEVfequest the PoC Server

1. SHALL generate the SIP 200 "OK" response acogrth rules and procedures of [RFC3261] and [RFQB26

2. SHALL include as the URI in the AuthenticateddDrator's PoC Address in the outgoing SIP 200 "@&ponse
either
a) the URI contained in the Authenticated Originat®oC Address received in the incoming SIP 200™O
response in the case of an On-demand Sessionisistabht; or

b) the URI stored from the Request-URI receivethmincoming SIP INVITE request in the case of e-Pr
established Session establishment.

3. SHALL include the Nick Name as specified in dabse 5.4 Nick Namé;

4. SHALL include value 'id" in the Privacy headecarding to rules and procedures of [RFC3325héf privacy is
requested either through a Privacy header witlvéihge 'id' in the incoming SIP final response ia tase of an On-
demand Session establishment, or in the SIP INVEtiest received during the Pre-established Session
establishment for the PoC User in the case of a&Btablished Session;

5. SHALL include the option tag 'timer' in the Réguheader;

6. SHALL include the Session-Expires header in3hHe 200 "OK" before sending the response toware £t1C
Server performing the Controlling PoC Function adatg to rules and procedures of [RFC4028]A'S Behavidt.
The "refresher" parameter in the Session-ExpiresiéeSHALL be set to 'uas’;

7. SHALL start the SIP Session timer accordingules and procedures of [RFC4028];

8. SHOULD include the Allow header with the SIP huts supported in this dialog according to ruless an
procedures of [RFC3261], if not previously sen&iprovisional response for this dialog;

9. SHALL include the Server header with the OMA Re@ase version of the PoC Server as specifisdhiclause
E.4.1"Release version in User-agent and Server headerst previously sent in a provisional responsethis
dialog;

10. SHALL include a Contact header with a SIP UdRintifying this PoC Server and the PoC feature tag
'+g.poc.talkburst';

11. SHALL include into the Contact header the featag '+g.poc.discretemedia’, if included in tlontact header
of the incoming received SIP response;

12. SHALL include the Contact header the featugs tag.poc.dispatcher’, 'sip.automata’, 'sip.acsgp.description’
with their corresponding value if any of theseia@uded in the Contact header of the incoming ikexeSIP
response;

13. SHALL include the warning text set to '108 Medbntent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf at least one MIME body containing media conteas removed as specified in subclause
7.3.2.2 'PoC Session invitation requést

14. SHALL include the warning text set to '108 Medontent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf the Subject header was removed as specifisdlicxlause 7.3.2.226C Session invitation
request;

15. SHALL include the warning text set to '108 Medbntent in INVITE discarded' as specified in dabse 5.6
"Warning header"jf the Alert-Info header or Call-Info header wasnoved as specified in subclause 7.3.P@C
Session invitation requést

NOTE 6: A maximum of three Warning headers camistuded, one for Included Media Content, one foieRanced

Media Content and one for Text Content.

16. SHALL insert the uri-parameter "b2bua" to thelf the PoC Server in the Contact header of iRer8sponse
to the initial SIP request as specified in E.Back to back UA uri-parameterlf 