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1. Scope (Informative)

This document describes use cases and requirefoette XDM 2.1 Enabler, taking into consideratitve demands of end-
users, service providers, and system implementers.
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3. Terminology and Conventions

3.1

Conventions

The key words “MUST”, “MUST NOT", “REQUIRED”, “SHAL", “SHALL NOT”", “SHOULD", “SHOULD NOT",
“RECOMMENDED?”, “MAY”, and “OPTIONAL” in this documat are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” anttébfuction”, are normative, unless they are exghiéhdicated to be

informative.

3.2

Access Permissions

Active Session

Active User Preferences
Profile

Admin Principal
Alias Principal
Automatic Answer Mode

Client

Crisis Event

Default User Preferences
Profile

Document Reference
Enabler

Extended Group
Advertisements

Group

Group Document
Group Identity
Group Usage List

Group Usage List
Document

Join-in Group

Law Enforcement Agency

Lawful Interception

Manual Answer Mode

Media Burst Control

Definitions

A set of rules that defines which Principals hagats to perform which document management
operations on a specific document.

An ongoing session of a communications service.

The User Preferences Profile selected by the déroce a set of User Preferences Profiles of a User
which has to be used by network entities when perifty a procedure involving that device.

A Principal which is authorized to modify Accesgmissions associated with a document. A Principal
may be both Admin Principal and Primary Principghgarticular document.

A Principal is an alias of another Principal if tiheatment of their XCAP User Identities is ideati¢e.g.
they are logically identical).

A mode of operation in which the client accept®mmunication request without manual intervention
from the User; media is immediately played wherenezd.

Use definition from [Dict].

An unplanned event having potentially significanpiact on the safety or well-being of the community
(local, regional or national). Examples of a Crsient include natural or man-made disasters.

The User Preferences Profile to be used by netenotikies when the network entities have no knowdedg
about any Active User Preferences Profile.

A function to access content in an XDM Documenglrgference.
Use definition from [Dict].

A function to inform group members about e.g. mership in a Group.

A set of User Addresses and/or Group ldentitiestiogr with its policies and attributes, which is
identified by a Group Identity.

An XDM Document containing a Group.
The SIP URI of the Pre-arranged Group or Join-iaupr
A list of group names or service URIs that are kndy an XCAP Client.

An XDM Document containing Group Usage Lists.

A persistent Group in which a User individuallyrjsito have a Group Session with other joined Users,
i.e., the establishment of a Group Session toraidioGroup does not result in other Users beingéav
A Join-in Group optionally has an associated s&miup Members.

A lawfully authorized organization conducting lawiaterception.

The legal authorization, process, and associatéthteal capabilities and activities of Law Enforearh
Agencies related to the timely interception of sitjng and content of wire, oral, or electronic
communications.

A mode of operation in which the client requires thser to manually accept the communication request
before the communication session is established.

A mechanism that arbitrates requests from Cliemtshe right to send media in half-duplex

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Offline Communication
Storage

Pre-arranged Group
Primary Principal

Principal

Quality of Experience

Service Provider

Session Control for Crisis
Handling

Subscriber

UPP Directory

UPP Directory Document
URI List

URI List Document

User

User Access Policy

User Address

User Preferences Profile

User Preferences Profile
Identifier

User Profile

XDM Document
XDM Document Part

XDM Resource

3.3

CAB
CPM

OMA
P2P
PoC
RD
RFC

communication.

A data storage where communication sessions catobed when the User is offline (e.g. User has not
registered to the communication service).

A persistent Group that has an associated setmfg@vlembers. The establishment of a Group Session
to a Pre-arranged Group results in all Group Mesbeing invited.

The Primary Principal is the User associated withXCAP User Identity, which defines where the
document resides.

Use definition from [Dict].

A communications session property associated witht &f well-defined QoS and prioritization
parameters and overload behaviours.

Use definition from [Dict].

A service providing the means to enforce high ehquigprity in the network to serve a session fal en
user groups with more mission critical requiremeéntapplications such as public safety, privatesaf
and national security

Use definition from [Dict].

A UPP Directory as described in section 6.3.6.

An XDM Document containing a UPP Directory.

A collection of URIs put together for convenience.
An XDM Document containing URI Lists.

Use definition from [Dict].

A User Access Policy as described in section 6.3.5.
Use definition from [PoC_CP].

Use definition from [CPM_RD].

An identifier (e.g. “work”, “home”) associated withparticular User Preferences Profile that is uaiq
within the scope of a Primary Principal.

A set of personal information provided by a Uset arade available to other Users for e.g. search for
new contacts.
NOTE: this definition differs from the definitiom [ Dict].

A resource representing an XML document.

A resource representing an element within an XMtutoent, or an attribute of an element within an
XML document.

A term used to refer to both XDM Document and XDMdDment part.

Abbreviations

Converged Address Book
Converged IP Messaging
Instant Messaging
Internet Protocol

Lawful Interception

Open Mobile Alliance
Peer to Peer

Push to Talk over Cellular
Requirements Document

Request For Comments
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SIMPLE
SIP
UPP
UPPID
URI
XDM
XML

SIP for Instant Messaging and Presence Leveragitengions
Session Initiation Protocol

User Preferences Profile

User Preferences Profile Identifier

Uniform Resource Identifier

XML Document Management

eXtensible Markup Language

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
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4. Introduction (Informative)

Various OMA Enablers such as Presence SIMPLE, BO@PLE IM, CPM, CAB, etc. need support for accessad
manipulation of certain information that is neetbgydthese Enablers. One example of such informdtibrose semantics and
syntax are outside the scope of the XDM EnablePrésence Subscription Rules, which define thedJsbp are allowed to
subscribe for presence information of a particulser, and the subset of the particular User's praséformation they are
allowed to receive.

The XDM requirements derive to some extent fromrédguiirement documents of Presence SIMPLE ([PRSVRID]),
PoC ([PoC_RD-V2_1]), SIMPLE IM ([IM_RD]), CPM ([CPMRD]) and CAB ([CAB_RD]). Please refer to the agpiate
documentation for more information.

To make information accessible to the Enablersriket it, the information is stored in the netwatiere it can be located,
accessed and manipulated (e.g. created, changetéd)elby authorized Principals. The XDM Enableiirtes how such
information is represented in XML format and alsdies the common protocol for access and manipulaif such
information by authorized Principals.

The XDM Enabler specifies XDM Documents that candésed by multiple Enablers. One such case @&ticplar type of
list, the URI List, which is a convenient way fopancipal to group together a number of end uéeig, “Friends” or
“Family) or other resources, where such a lisixjgeeted to be reused for a number of different EerabSuch a list can be
re-used wherever a principal has a need to coliggtrefer to a group of other end users or ressirc

Other OMA Enablers can define the XDM Documentditite, or define extensions to the XDM Documenicgtire
specified in the XDM Enabler needed for their imh@tion, as part of their Enabler specification arake use of the
protocol defined in the XDM Enabler for access amahipulation of the information.

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
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5. XML Document Management release description (Inf  ormative)

5.1 Versionl.1

The XML Document Management (XDM) enabler defineommon mechanism that makes user-specific serele¢ed
information accessible to the service enablersribatl it. XDM specifies how such information isnegented in well-
structured XDM Documents, as well as the commonoggaa for access and manipulation (e.g. createahnged, deleted,
etc.) of such XDM Resources.

5.2 Version 2.0

The XDM V2.0 enabler defines new functionality tieatends XDM to support the OMA SIMPLE Instant Magisg (IM)
V1.0 and Push-to-talk over Cellular (PoC) V2.0 deab

To accommodate the needs of these enablers, tbwiiod functionality is added in XDM V2.0:

» Search for information in XDM Resources storedinx®MS;
» Network to Network Interface to enable search atdaval of information across multiple domainsgan

» The SIP subscription/notification mechanism by whiRzincipals can be notified of changes to XDM Reses..

5.3 Version 2.1

The XDM V2.1 Enabler defines new functionality tiextends XDM to support the OMA Converged IP Me8sa¢gCPM)
and OMA Converged Address Book (CAB) Enablers.

To accommodate the needs of these Enablers, foeviiog functionality is added in XDM V2.1:
e Support for Alias Principal,

* Access permissions

o Defining which Principals have rights to perform MOunctions to an XDM Resource;

o Notifying Principals when their Access Permissitma specific XDM Resource are changed;
» Document history management in order to capturees@mall) changes applied to an XDM Document;

» Restore operation which enables the authorizectiparts to restore the XDM Documents to one of iesvjpus
versions;

» Forwarding of an XDM Resource by a Principal wiffpeopriate permissions to other Principals;
» User Preferences Profiles which controls aspect®wafa User perceives and receives services;
» Support for searching for active sessions;

» Document Reference which enables authorized Pafeip share the contents of an XDM Document witteo
Principals;

* An alternative mechanism to SIP to perform subsiompto XDM Resource changes and receive notifoceti
indicating XDM Resource creations, modificationsl aamovals;

» Extensions to User Access Policy and Group Docusneamid

» Document Management optimization to allow modifytag or more XDM Document Parts with one modify
request.

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
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6. Requirements (Normative)

The following section details requirements for ¥i@M Enabler.

6.1 Modularisation

The XDM Enabler does not currently include requieets modules.

6.2 High-Level Functional Requirements

Note: there may be requirements in the form ofdidists where there is heading text followed Bigtaof numbered
requirements. In those cases, the heading textesppl all subsequent numbered requirements.

Label Description Release AU HERE]
module
GEN-001 The end-user SHALL be able to store hisyser information (e.g.,| XDM 1.1
URI Lists) in the network.
GEN-002 Such information SHALL be stored as onenore XDM XDM 1.1
Documents described in an extensible and platfeeotral format.
GEN-003 Each XDM Resource SHALL be identified byeatst one globally | XDM 1.1
unique identifier - i.e., a URI according to [RFG8J.
GEN-004 The XDM Enabler SHALL allow an authorizednipal to access | XDM 1.1

and manage stored XDM Resource s from any capabiealtype
over any capable network.

GEN-005 Data consistency of information storechims XDM Enabler SHALL | XDM 1.1
be ensured, particularly if simultaneous accesnbliple
authorized end-users and/or multiple devices @aadt.

GEN-006 There SHALL be one and only one Primarpé&pial of a XDM XDM 1.1
Document.

GEN-007 The XDM Enabler SHALL allow a Principaletrieve a list of all | XDM 1.1
stored XDM Documents for which the Principal is fémary
Principal.

GEN-008 The XDM Enabler SHALL allow a Principalttetrieve a list of all | XDM 1.1

stored XDM Documents for which the Principal is frémary
Principal per type of service (e.g., all XDM Documeerelated to his
PoC service).

GEN-009 It SHOULD be possible to provision the XOMent using existing | XDM 1.1
OMA Device Management and Provisioning Enablers.

GEN-010 XDM Documents SHALL support multiple chaeacsets. XDM 1.1

GEN-011 The XDM Enabler SHALL support interfaceatthre access XDM 1.1
technology neutral.

GEN-012 The XDM Enabler SHALL provide a single cacitpoint for all XDM 1.1
XDM Clients to access XDM Documents managed by<bim
Enabler.

GEN-013 The XDM Enabler SHALL provide a Web Seniiased interface to Deleted
manage XDM Documents stored in the XDM Enabler.

GEN-014 The Service Provider SHALL be able to sfydtiat a Principal is an XDM 2.1
Alias Principal.

GEN-015 The XDM Enabler SHALL support that an AlRisncipal shares alll XDM 2.1

XDM Documents associated with the associated Rrahci
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GEN-016

XML document management operations perfdrarethe Alias
Principal’s XDM Documents SHALL produce the samsuleas
operations performed on XDM Documents belonginth&o
associated Principal.

XDM 2.1

Table 1: High-Level Functional Requirements - Genaal

6.2.1  Security

Label

Description

Release

Functional
module

Mechanisms SHALL be provided to support:

SEC-001

1) Mutual authentication of the XDM server and XDM &t
implementations.

XDM 1.1

SEC-002

2) Integrity and confidentiality of XDM message exchas.

XDM 1.1

SEC-003

If there is a mechanism to perform ther#gduinctions mentioned
in SEC-001 and SEC-002 in a common way, the XDMqual
SHOULD support the use of such a mechanism instéad

duplicating such functionality.

XDM 1.1

Table 2: High-Level Functional Requirements — Security Itens

6.2.2 Charging

Label

Description

Release

Functional
module

CHA-001

Mechanisms SHALL be provided for the Service Previth charge
for the use of XDM.

Examples of charging events include:
1) The creation, modification or deletion of an XDM
Resource.

2) The number of XDM Documents for which the end-user
the Primary Principal.

Future
release

Table 3: High-Level Functional Requirements — Charing Items

6.2.3  Usability

Label

Description

Release

Functional
module

USA-001

The XDM Server SHALL use a version contr@chanism to avoid
unnecessary XDM Document retrievals prior to XDVsBarce
manipulation.

XDM 1.1

USA-002

The XDM Client MAY use a version control ah@nism to avoid
unnecessary XDM Document retrievals prior to XDVsBarce
manipulation.

XDM 1.1

6.2.4

Table 4: High-Level Functional Requirements — Usaltity Items

Interoperability

Interoperability of the XDM Enabler is provided ¢lugh the definition of open interfaces and a caestdormat of XDM
Documents and XDM functions in compliance with thgquirements presented in this document.
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Label Description Release Fl:}:\g(t;ﬁg g
The XDM functions, open interfaces and XDM Docutrifenmats
SHALL provide interoperability to include at ledke following:
IOP-001 Administration of XDM Documents. XDM 1.1
IOP-002 Transfer of XDM Documents over open inteefa XDM 1.1
IOP-003 Search XDM Documents over open interfaces. XDM 1.1
IOP-004 General structure of the XDM Documentsdfamed over open XDM 1.1
interfaces.
IOP-005 Collection and general format of chargimigimation. XDM 1.1
IOP-006 XDM 2.0 Enabler SHALL support XDM 1.1 Enebfunctionality. XDM 2.0
IOP-007 While connected to the XDM 1.1 Enabler, XM Clients SHALL | XDM 2.0
support the XDM 1.1 functionality.
IOP-008 XDM 2.1 Enabler SHALL support XDM 2.0 Enebfunctionality. XDM 2.1
IOP-009 While connected to the XDM 2.0 Enabler, X2M Clients SHALL | XDM 2.1
support the XDM 2.0 functionality.
Table 5: High-Level Functional Requirements — Inteoperability Items
6.2.5 Privacy
Label Description Release Fl:}:\g(t;ﬁg e
PRV-001 Access to XDM information SHALL conform poivacy XDM 1.1
requirements specified in [Privacy_Req].
Table 6: High-Level Functional Requirements — Privay Items
6.2.6  Lawful Interception

This section specifies the XDM Enabler requiremdaitd_awful Interception (LI). The capability tatercept
telecommunications traffic and related informationPoC is always implemented in accordance witional or regional
(e.g., European Union) laws or technical regulatjavhere these exist and are applicable to the&eRrovider. Nothing in
this specification, including the definitions, igénded to supplant such applicable laws or reiguist

Functional

Release
module

Label Description

The XDM Enabler SHALL support PoC 2.0 LI tetgments by
providing a single point of interface to a Law Em@ment Agency
through which all XDM information for an identifidoC User can
be intercepted when appropriate conditions (engaccordance with
national or regional laws or regulations) are met.

The XDM information provided to a Law Enfemment Agency
SHALL include Principal Identity, regardless of aymity or
privacy settings.

LI-001 XDM 2.0

LI-002 XDM 2.0

Table 7: High-Level Functional Requirements — LawfliIntercept

6.2.7

The sub-sections below identify the set of avada¥IDM Resource management functions.

Document Management Functions
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Label Description Release H e
module
Document management functions SHALL be controlgd\ccess
Permissions which determine the capabilities alk#gléo a Principal
wishing to perform a particular function on an XORésource. Such
Access Permissions SHALL be based on:
FUNC-DMT-001 | A default authorization policy assdeidwith the XDM Document | XDM 1.1
type which cannot be modified by any Principal.
FUNC-DMT-002 | Access Permissions associated witlh eédaM Resource (see XDM 2.1
section 6.2.8).
FUNC-DMT-003 | Principals who try to perform a docurhenanagement function XDM 1.1
SHALL first be authenticated.
FUNC-DMT-004 | The Primary Principal and the Adminrnipal SHALL be assigned| XDM 2.1
to an XDM Document when it is created.
Table 8: Functional Requirements — Document Management
6.2.7.1 Create
Label Description Release H e
module
FUNC-CREAT- Principals with appropriate permissions SHALL béedb create a | XDM 1.1
001 document
Table 9: Functional Requirements — Document Management Cite
6.2.7.2 Retrieve
Label Description Release HLmEeE]
module
FUNC-RETR-001| Principals with appropriate permiasiSHALL be able to retrieve a XDM 1.1
XDM Document
FUNC-RETR-002| Principals with appropriate permiasi®HALL be able to retrieve | XDM 2.1
information about the difference between the la¥&¥ Document
version and the XDM Document version specifiechia tetrieve
request.
FUNC-RETR-003| When a retrieve operation permitsRtiacipal to access authorized XDM 2.1
XDM Document Parts of the requested XDM Documérg, XDM
Enabler SHALL return an XDM Document resulting frohe
consolidation of those XDM Document Parts.
Table 10: Functional Requirements — Document Manageent Retrieve
6.2.7.3 Copy
Label Description Release AU HERE]
module

FUNC-COPY-001| Principals with appropriate permiasi®HALL be able to copy Future
XDM Documents within the same XDMS instance, oammther release
XDMS instance.

Table 11: Functional Requirements — Document Managmeent Copy
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6.2.7.4 Delete
Label Description Release HLmEeE]
module
FUNC-DEL-001 Principals with appropriate permiss@HALL be able to delete a| XDM 1.1
XDM Resource.
Table 12: Functional Requirements — Document Manageent Delete
6.2.7.5 Modify
Label Description Release AU HERE]
module
FUNC-MOD-001 | Principals with appropriate permissi®HALL be able to modify | XDM 1.1
an XDM Resource.
FUNC-MOD-002 | Principals with appropriate permiss@HALL be able to modify | XDM 2.1
two or more XDM Document Parts with one modify regu
Table 13: Functional Requirements — Document Manageent Modify
6.2.7.6 Forward
Label Description Release H e
module
FUNC-FWD-001 | The XDM Enabler MAY support the forwarg of XDM XDM 2.1
Documents or XDM Document Parts.
FUNC-FWD-002 | If forwarding is supported, the Pripalis with appropriate XDM 2.1
permissions SHALL be able to forward XDM Documenits<DM
Document Parts to other Principals.
FUNC-FWD-003 | If forwarding is supported, the fongarg Principal SHALL be able| XDM 2.1
to filter the contents of an XDM Document or XDM @gomnent Parts
without affecting the original XDM Document, befdi@warding it.
FUNC-FWD-004 | If forwarding is supported, the Pripaglis receiving the forwarded | XDM 2.1
XDM Documents or XDM Document Parts SHALL be alde t
accept or reject them.
FUNC-FWD-005 | If forwarding is supported, the redeg/Principals who accept XDM 2.1
forwarded XDM Documents or XDM Document Parts SHAWN
the forwarded XDM Resource and SHALL be regardecreators
of those XDM Resources.
Table 14: Functional Requirements — Document Manageent Forward
6.2.7.7 Suspend
Label Description Release AU HERE]
module
FUNC-SUSP-001| Principals with appropriate permissiSHALL be able to suspend| Future
access to and use of an XDM Document. release
FUNC-SUSP-002| When access to and use of an XDM Beatiis suspended, no Future
operation SHALL be permitted on the XDM Documeniept to release

take it out of the suspend state or to delete it.

Table 15: Functional Requirements — Document Managmeent Suspend
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User wants to receive as a result of the search.

6.2.7.8 Resume
Label Description Release HLmEeE]
module

FUNC-RESM-001| Principals with the appropriate pession SHALL be able to resumeruture
access to and use of a suspended XDM Document. release

FUNC-RESM-002| After a resume operation, all operstiSHALL be possible to be | Future
performed on that XDM Document. A subsequent resopgation | release
SHALL be ignored.

Table 16: Functional Requirements — Document Manageent Resume
6.2.7.9 Search
Label Description Release AU HERE]
module

FUNC-SRCH-001| The XDM Enabler MAY support searchifdormation within XDM 2.0
XDM Documents.

FUNC-SRCH-002| It SHALL be possible to search far #xistence of certain content| XDM 2.0
(e.g., the identifier of a User) in an XDM document

FUNC-SRCH-003| It SHALL be possible to search far &xistence of an XDM Future
Document based on meta-data associated with the RDdliment. | release

FUNC-SRCH-004| It SHALL be possible for a User peritng a search and for the | XDM 2.0
Service Provider to limit the number of search lssu

FUNC-SRCH-005| It SHALL be possible to search XDMddments hosted by the XDM 2.0
Service Provider.

FUNC-SRCH-006| It MAY be possible to search XDM Downts hosted by other XDM 2.0
Service Providers.

FUNC-SRCH-007| The content of search results SHAklIsbbject to Service Providef Future
policy or end-user privacy settings. release

FUNC-SRCH-008| It SHALL be possible to use wildcaimi¢he search criteria when | XDM 2.0
searching XDM Documents.

FUNC-SRCH-009| Search SHALL be limited to one XDMdDment type (e.g. Group| XDM 2.0
XDM Document) at a time.

FUNC-SRCH-010| The XDM Enabler MAY provide a meclsamito limit local User Future
Profile searches to Users who have a searchableRysfile. release

FUNC-SRCH-011| The XDM Client SHALL be able to usssit logical operations XDM 2.0
(AND, OR, NOT) when searching XDM Documents.

FUNC-SRCH-012| The XDM Enabler SHALL combine thersbaresults of all the Future
entities in the service provider's domain when sege response to release
the XDM Client.

FUNC-SRCH-013| The XDM Enabler MAY combine searcbpanses received from | XDM 2.0
other Service Providers.

FUNC-SRCH-014| 0 service Provider SHALL be able to limit the rhemof logical | XDM2.0
operations in a search request.

FUNC-SRCH-015| A User performing a search MAY speuwihich information the XDM2.0

Table 17: Functional Requirements — Document Manageent Search
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6.2.7.10  Subscription to Changes
Label Description Release HLmEeE]
module
FUNC-SUBCHG- | Principals with appropriate permissions SHALL béeab subscribe| XDM 2.0
001 to and receive notifications regarding updates BivXResources.
The XDM Enabler SHALL support a mechanism to tafquen
subscription to XDM Resource changes and receitifigations:
FUNC-SUBCHG- 1) Indicating XDM Resource creations, modificationslan | XDM 2.0
002 removals; OR
FUNC-SUBCHG- 2) Containing all individual updates performed on Xi2M XDM 2.0
003 Resource.
FUNC-SUBCHG- | The XDM Enabler SHALL support an alternative medeanto SIP | XDM 2.1
004 to perform subscription to XDM Resource changesrandive
notifications indicating XDM Resource creations,difizcations and
removals.
FUNC-SUBCHG- | A Principal SHALL with a single subscription be altb subscribe | XDM 2.0
005 to notifications regarding changes to multiple X0Rédsources.
FUNC-SUBCHG- | During a subscription to XDM Resource changes adijal Future
006 SHALL be able to suspend and resume the sendingtdfcations. | Release
FUNC-SUBCHG- | When refreshing the subscription’s expiration tianerincipal Future
007 SHALL be able to request suppression of the init@tification if Release
the information has not been changed.
FUNC-SUBCHG- | When terminating a subscription a Principal SHALd dble to Future
008 request suppression of the final notification. Release
FUNC-SUBCHG- | A Principal SHALL be able to request a minimum tim&erval Future
009 between two consecutive notifications. Release
Table 18: Functional Requirements —Subscription t&Changes
6.2.7.11 Document Reference
Label Description Release H e
module
FUNC-SHARE- | A Principal with appropriate permissions SHALL H#eato refer XDM 2.1
001 another Principal’'s XDM Document.
FUNC-SHARE- | A Principal with appropriate permissions SHALL H®eato refer a | Future
002 particular XDM Document Part of the other Principa2{DM Release
Document.
FUNC-SHARE- | A Principal with appropriate permissions SHALL H#eato update | XDM 2.1
003 the content in a XDM Document that is being refdrre
FUNC-SHARE- | Access Permission rights associated with the reéeg XDM XDM 2.1
004 Document SHALL also apply for the reference.
FUNC-SHARE- | The XDM enabler SHALL support that all document mgement | XDM 2.1
005 operations towards an XDM Document referencing leeroKDM
Document or XDM Document Part is handled as anatjmsr
towards the referenced XDM Document.
Table 19: Functional Requirements — Document Refernee
6.2.7.12 Restore
Label Description Release HLmEeE]
module
FUNC-RES-001 XDM Enabler MAY support an XDM Docunteestore function. XDM 2.1
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FUNC-RES-002

Authorized Principals SHALL be able to restore @b Document
to one of its previous versions when the XDM Docuhig
associated with XDM history information.

Note: The Service Provider may limit use of the XMdcument
restore function.

XDM 2.1

Table 20: Functional Requirements —Restore

6.2.8  Access Permissions
Access Permissions define which Principals havetsitp perform which XDM functions on the assodaxM Resource.
Label Description Release Fl:;\ggglr;al
Access Permissions SHALL include the followingadat
ACP-001 1) Identities of the Principals who have Access Pesiois to | XDM 2.1
the associated XDM Document.
2) Operations these Principals are allowed to perfonrthe
associated XDM Document. Operations SHALL include
the following:
ACP-002 a) Retrieve XDM 2.1
NOTE: Access Permission for subscription to changeependent
on having Access Permission for the Retrieve ojmarat
ACP-003 b) Search XDM 2.1
ACP-004 c) Modify XDM 2.1
ACP-005 d) Delete XDM 2.1
ACP-006 e) Create XDM 2.1
ACP-007 f) Restore XDM 2.1
ACP-008 g) Copy Future
Release
ACP-009 h) Forward XDM 2.1
ACP-010 i) Suspend Future
release
ACP-011 i) Resume Future
release
ACP-012 k) Document reference XDM 2.1
3) Operations these Principals are allowed to perfonrthe
associated XDM Document Parts. Operations SHALL
include the following:
ACP-013 a) Retrieve XDM 2.1
NOTE: Access Permission for subscription to changeependent
on having Access Permission for the Retrieve ojmarat
ACP-014 b) Add or Modify XDM 2.1
ACP-015 c) Delete XDM 2.1
ACP-016 d) Copy Future
release
ACP-017 e) Forward XDM 2.1
ACP-018 f) Partial document reference Future
release

Access Permissions MAY include the following data:
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ACP-019

1) Rule to be applied to all identities not explicilisted
within identities of the Principals who have Access
Permissions to the associated XDM Document.

XDM 2.1

ACP-020

The Admin Principal of the associated XDM Docum8HIALL be
the only one who has rights to modify the Accessrissions.

XDM 2.1

ACP-021

The Access Permissions SHALL be managed with theesa
underlying mechanisms as defined in section 6.2.7.

XDM 2.1

ACP-022

At the creation of a document, the default Accesgrissions
SHALL be generated automatically and prevent aliddpals,
except the Primary Principal, to perform any docotmeanagement
operations.

XDM 2.1

ACP-023

An Admin Principal SHALL be able to authorize ott&incipals to
perform selected document management operatioas ®¥bM
Document or XDM Document Part.

XDM 2.1

ACP-024

It SHALL be possible to modify the Access Permiasiat any time,
from creation to deletion of the associated XDM dese.

XDM 2.1

ACP-025

It SHOULD be possible for Principals to retrieveitrown Access
Permissions applied to a specific XDM Resource.

XDM 2.1

ACP-026

The Access Permissions associated with an XDM Deciim
SHALL be deleted upon deletion of the XDM Document.

XDM 2.1

ACP-027

It SHALL be possible to notify Principals when théiccess
Permissions to a specific XDM Resource are chahgsed on the
Primary Principal’'s User setting, Service Providelicy, type of
document and/or type of Access Permission(s).

XDM 2.1

ACP-028

The XDM Enabler SHALL provide means to enable atharized
Principal to be notified about any Principal’s stiigtion or
retrieval operation of an XDM Resource.

XDM 2.1

ACP-029

An Admin Principal SHALL be able to retrieve Accd3srmissions
associated with an XDM Resource.

XDM 2.1

6.2.9

Table 21: Functional Requirements — Access Permissis

XDM History

The XDM history contains a history of XDM operat®operformed on the associated XDM Document.

Label

Description

Release

Functional
module

HST-001

An XDM Document MAY be associated with XOistory
information.

XDM 2.1

HST-002

The XDM history information SHALL be assated with the XDM
Document, when Access Permissions for certain tipesa(e.g.
create, modify, delete, suspend, resume) is graotether
Principals, unless the Primary Principal explicdigables the XDM
history function on this XDM Document.

XDM 2.1

HST-003

The Admin Principal SHALL be the only onbavhas rights to
enable and disable the XDM history function, oree XDM
Document basis.

XDM 2.1
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The XDM history information of the performed optiwas SHALL
include at least:

history.

HST-004 1) Type of operation; XDM 2.1
HST-005 2) Timestamp of operation; XDM 2.1
HST-006 3) lIdentity of the Principal that performed the opienat XDM 2.1
HST-007 4) Change details (e.g. modified XDM Resources, ddlete | XDM 2.1
XDM Document).
HST-008 If the XDM history function is enabled, tK®M history XDM 2.1
information of the performed operations SHALL indéu
information about the performed modification on ¥i@M Resource
HST-009 If the XDM history function is enabled, tK®M history XDM 2.1
information of the performed operations MAY incluidéormation
about the performed operations other than modifinat
HST-010 The XDM history information SHALL be manageith the same | XDM 2.1
underlying mechanisms as defined in section 6.2.7.
HST-011 An authorized Principal SHALL be able ttrieve the stored XDM | XDM 2.1
history information.
An authorized Principal MAY be able to:
HST-012 1) Delete XDM History information; XDM 2.1
HST-013 2) Search XDM History information; XDM 2.1
HST-014 3) Subscribe for changes in XDM History information. DM 2.1
Authorized Principals SHALL be able to searchgast, using the
following criteria:
HST-015 1) Type of operation; XDM 2.1
HST-016 2) Time range; XDM 2.1
HST-017 3) lIdentity of Principal that performed the operat®n( XDM 2.1
HST-018 4) Change details (e.g. modified element/attribute). utufe
release
HST-019 The Service Provider SHALL be able to limit XDM ltisy XDM 2.1
information.
NOTE: The limitation may refer to the number ofreg, length of
time and/or number of bytes required to save hystor
HST-020 The XDM history information SHALL remairoséd after deletion | XDM 2.1
of the related XDM Document for the time intervpesified by the
Service Provider.
The Admin Principal SHOULD be able to set the XDidtory
related preferences to specify:
HST-021 1) Which XDM history information to be stored. XDM 2.1
HST-022 2) Conditions upon which the information is storedibM XDM 2.1

Table 22: Functional Requirements — XDM History

6.2.10 XDM Document Properties

Document properties provide meta-data relatingitéX@M Document that are not included with its caontte

Label Description Release FUTEHERE]
module
DP-001 XDM Documents MAY be associated with mettadehich Future
describes certain properties of the XDM Documeat #re not release

included in its content
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If XDM Document properties are supported, theryt8elALL
include the following data:

DP-002 1) Timestamp of XDM Document creation. Future

release

DP-003 2) Timestamp of last XDM Document access. Future

release
If XDM Document properties are supported, therythAY include
the following data:

DP-004 1) Time-to-live after creation: The expiry time rél&tto Future

when the XDM Document was created. release

DP-005 2) Time-to-live after last access: The expiry timkatige to Future

when the XDM Document was last accessed. release

DP-006 3) Expiration time: An absolute expiry time. Future

release

DP-007 The Service Provider MAY define maximum fldssvalues for the | Future
time-to-live after creation, time-to-live after tasccess and release
expiration time XDM Document properties.

DP-008 A Principal with appropriate Access PernoissiMAY be able to set Future
the value of the time-to-live after creation, tineelive after last release
access and expiration time XDM Document properties.

DP-009 If the Service Provider defines maximum fmessalues for the Future
time-to-live after creation, time-to-live after tasccess and release
expiration time XDM Document properties, PrincigdALL NOT
exceed these values when setting the values of Xobument
properties.

DP-010 An expired XDM Document MAY be deleted autdically. Future

release
Table 23: Functional Requirements — Document Propdies
6.2.11 Extended Group Advertisement
Label Description Release HLmEeE]
module

GRPAD-001 The XDM Enabler MAY support extended gr@advertisement. XDM 2.0

GRPAD-002 If the XDM Enabler supports extended gradvertisement then it | XDM 2.0
SHALL advertise group automatically to all membefshat group
when group is created.

GRPAD-003 If the XDM Enabler supports extended group adventisnt then it XDM 2.0
SHALL advertise group automatically to new membjeofsexisting
group when new member(s) is added to that group.

GRPAD-004 Extended group advertisement sent by the XDM Em&a®teALL XDM 2.0
include information of supported communication nweahthe group
(e.g. audio, message, video).

GRPAD-005 If the XDM Enabler supports extended gradvertisement then it | XDM 2.0
MAY send an extended group advertisement automigtimeall
members of that group when properties of that gemepmodified
(e.g. new communication mean is added to the gooupmoved
from the group).

GRPAD-006 XDM 2.1

Extended group advertisement sent by the XDM EmadkeY
include XCAP URI of corresponding group XDM Docurhen

Table 24: Functional Requirements — Extended Groupg\dvertisement
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6.2.12 User Preferences Profiles

Label Description Release AU HERE]
module
UPP-001 The XDM Enabler MAY support User Preferenieeofiles. XDM 2.1
UPP-002 If User Preferences Profiles are supported, a RPyifencipal MAY XDM 2.1
have one or more User Preferences Profiles.
UPP-003 A User Preferences Profile SHALL be identified byRPID which XDM 2.1
is unique for each User Preferences Profile ofimd&y Principal.
UPP-004 The Primary Principal SHALL be able to sfyeper relevant User | XDM 2.1
setting, whether that setting is applicable foadipular User
Preferences Profile, for a set of User Preferefeefles, or for all
User Preferences Profiles.
UPP-005 If User Preferences Profiles are supported, thadi Principal XDM 2.1
SHALL be able to manage User Preferences Profiles.
UPP-006 The XDM Enabler SHALL support that a Primary Pridliis able XDM 2.1
to select one of the User Preferences Profilebasttive User
Preferences Profile for each of his devices.
UPP-007 The XDM Enabler SHALL support that a Primary Prdliis able XDM 2.1
to select one of his User Preferences Profileb@a®efault User
Preferences Profile from any of his devices.
UPP-008 The Primary Principal SHALL be able to determindahhUser XDM 2.1
Preferences Profile is the Active User Preferetrresile for any of
his devices.
UPP-009 The Primary Principal SHALL be able to determindahhUser XDM 2.1
Preferences Profile is the Default User PrefereReefile from any
of the his devices.
UPP-010 The Primary Principal SHALL be able to determinanfrany of his XbM 2.1
devices, all applicable User Preference Profiles.
Table 25: Functional Requirements — User PreferenseProfiles
6.2.13 Active Sessions
Label Description Release AT
module
ASD-001 If search of Active Sessions is supporéedauthorized Principal XDM 2.1
SHALL be able to search for Active Sessions of kapEnabler
supporting Active Session search.
ASD-002 Search of Active Sessions SHALL be possible basesession XDM 2.1
subjects as search criterion.
Table 26: Functional Requirements — Active Sessions
6.2.14 Multiple Devices
Label Description Release Functional
module
FUNC-MD-001 XDM 1.1

XDM Enabler SHALL support usage of multiple deviges Primary

Principal.
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Table 27: Functional Requirements — Multiple Device

6.3 XDM Document Types

6.3.1 URI List
Label Description Release H e
module
DOC-URI-001 A URI List SHALL contain a Display nanm@ormation, XDM 1.1
representing the human readable name.
DOC-URI-002 A URI List SHALL contain zero or more URI List memits. XbM 1.1
The following requirements apply to URI List mem&er
DOC-URI-003 1) Every URI List member SHALL be identified by a ghily XbM 1.1
unique identifier (i.e., a URI as defined in [RFG8Y).
DOC-URI-004 2) A URI List member MAY have a human readable displal XDM 1.1
name.
DOC-URI-005 The Service Provider SHALL be able to set the maxinnumber of XbM 1.1
URIs in a URI List.
DOC-UIR-006 A URI List Document SHALL be able to contain onemoore URI | XPM 1.1
Lists
Table 28: URI List
6.3.2  User Profile
- Functional
Label Description Release module
DOC-USP-001 An XDM Document that SHALL contain statser information that XDM 2.0
can be used by other Users and applications fonsef
communication i.e. search for a chat partner.
DOC-USP-002 This XDM Document contains mandatory informatiomnl anUser XDM 2.0
SHALL NOT be able to create a profile unless adl thandatory
information elements are completed.
DOC-USP-003 Modifications to this XDM Document SHALL ensure ttal XDM 2.0
mandatory information elements are also completed.
DOC-USP-004 This XDM Document SHALL support the assignment of Fl:ture
permissions to multiple elements in one operation. release
DOC-USP-005 An XDM Document element MAY belong to several gregb XDM 2.0
elements
DOC-USP-006 Each element SHALL be uniquely identifiable to Ipp@priately XDM 2.0
computed and used by services
This XDM Document MAY contain the following staticformation
of the User:
DOC-USP-007 XDM 2.0

1) User identifier that uniquely identifies the Uskat this

XDM Document is meant for.
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DOC-USP-008 2) Communication address(es). This field MAY contdia t XDM 2.0
following information:
DOC-USP-009 a) SIP URI as defined in [RFC3261] XDM 2.0
DOC-USP-010 b) E.164 number XDM 2.0
DOC-USP-012 3) Display hame, which is a non-unique and not rogtabl XDM 2.0
identification of that User that could be displayedthers.
DOC-USP-013 4) Date of birth: if supported this information SHAIdontain XDM 2.0
the following information:
DOC-USP-014 a) Birth day-of month XDM 2.0
DOC-USP-015 b) Birth month XDM 2.0
DOC-USP-016 c) Birth year XDM 2.0
DOC-USP-017 5) Name, representing the civil identity of the Uskris field | XDM 2.0
MAY contain the following information:
DOC-USP-018 a) Given name XDM 2.0
DOC-USP-019 b) Fam||y name XDM 2.0
DOC-USP-020 C) Middle name XDM 2.0
DOC-USP-021 d) Name suffix XDM 2.0
DOC-USP-022 e) Name preﬁx XDM 2.0
DOC-USP-023 6) Address, representing one or several of the phlysica XDM 2.0
addresses of the User (e.g. home, work...). Thid fiéAY
contain the following information:
DOC-USP-024 a) Country: the country in which the User is XDM 2.0
located (for this address)
DOC-USP-025 b) Region: the region (i.e. state, province...) in XDM 2.0
which the User is located
DOC-USP-026 c) Locality (i.e. town, village, city...) XDM 2.0
DOC-USP-027 d) Area: the subdivision of the town in which the XDM 2.0
User is located (i.e. neighbourhood, suburb,
district...)
DOC-UsP-028 e) Street name: the name of the street where the XDM 2.0
User is located for this address
DOC-USP-029 f) Street number: the number in this street whergXDM 2.0
the User is located for this address
DOC-USP-030 g) Postal code: the code for postal delivery (e.g. XDM 2.0
ZIP code)
DOC-USP-031 7) Gender, indicating whether the User is male or fema XDM 2.0
DOC-USP-032 8) Free text description. XDM 2.0
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DOC-USP-033 9) Communication abilities, which defines possible nem XDM 2.0
reach the User e.g. voice, message, video etc..
DOC-USP-035 11) Favourite links, in the form of a list of URLS. XDM 2.0
DOC-USP-036 12) QoE Profile subscribed by the User. This informai® XDM 2.0
defined by the Service Provider and can not be fieabby
the User.
DOC-USP-037 There SHALL be two types of XDM Documents: Onetaiming XDM 2.0
the information [DOC-USP-007 to DOC-USP-036] sgthe User;
One containing the date of birth of the User [DOSRJ013 to
DOC-USP-016] which is set and locked by the SerPiczvider.
DOC-USP-038 The authorized Principal of this XDM Document SHAQE able to Fulture
set the privacy that defines the limitation in sbarg or accessing release
the information in this XDM Document.
Table 29: User Profile
6.3.3 Group
Label Description Release HLmEeE]
module
DOC-GRP-001 A Group Document SHALL include a URtibute to representa | XDM 2.0
Group ldentity.
A Group Document MAY have the following content:
DOC-GRP-002 1) Display name: This is a human readable name. XDM 2.0
DOC-GRP-003 2) Session Type: This identifies the nature of theupre.g. XDM 2.0
chat, instant. (In an instant group session, esetaiare
invited during session initiation. In a chat gragssion,
end-users are not invited during session initiaahare
instead expected to individually join the sessionepit is
active.)
DOC-GRP-004 3) Allow session initiation: This describes who maijiate a XDM 2.0
group session
DOC-GRP-005 4) Group member list: This identifies end-users whes ar XDM 2.0
members of the Group. The semantics of group
membership may depend on the session type, andisay
be Enabler-specific.
DOC-GRP-006 5) Allow session access: This describes who may ja@jroap XDM 2.0
session
DOC-GRP-007 6) Maximum number of participants: This is the maximum XDM 2.0
number of end-users who can be active in the gessio
DOC-GRP-008 7) Allow anonymous access: This describes who maygoin XDM 2.0
group session anonymously, if anonymous access is
requested
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DOC-GRP-009

8) Allow dynamic invitation: This describes who mayiie
additional participants to a group session.

XDM 2.0

DOC-GRP-010

9) Key participant: This describes who may assumedteeof
a “Key Participant”. The semantics of Key Partiip may
depend on the session type, and may also be Enabler
specific (e.g. a “Distinguished Patrticipant” of anhny-1
PoC group session).

XDM 2.0

DOC-GRP-011

10) Subject: This contains a topic or description @raup.

XDM 2.0

11) Session patrticipation policy: This describes caadg that
limit the participation in a group session. Thessen
participation policy MAY be based on the following:

DOC-GRP-012

a) Age minimum: This indicates the minimum
allowed age of a participant.

XDM 2.0

DOC-GRP-013

b) Age maximum: This indicates the maximum
allowed age of a participant.

XDM 2.0

12) Session active policy: This describes the rules for
determining the existence of a group session.
The session active policy MAY be based on the Yoithg:

NOTE: How to utilize the session active policy tbe actual sessio
initiation or termination is not the scope of XDM&bler but that of
the application Enabler (e.g., IM or PoC).

N

DOC-GRP-014

a) Maximum duration: This indicates the
maximum allowed time duration (e.g., 1 hour)
for the session to remain active.

XDM 2.0

DOC-GRP-015

b) Required participant: This describes who (e.g
session initiator) must participate for the sess
to get or remain active.

XDM 2.0

on

DOC-GRP-016

¢) Minimum number of participants: This describ
how many must remain participating for the
session to remain active.

e

%(DM 2.0

DOC-GRP-017

d) Allowed range of a time: This describes the
allowed range of time (e.g., from 2pm to 4pm
for the session to get or remain active.

XDM 2.0

DOC-GRP-018

e) Maximum media inactivity timeout: This
describes the maximum allowed time of medi
inactivity (e.g. 40 seconds) for the session to
remain active.

1

Deleted

DOC-GRP-019

13) Allow sub-conferencing: This describes who may taea
sub-conferences in a group session.

XDM 2.0

DOC-GRP-020

14) Allow private messaging: This describes who maydsen
private messages in a group session.

XDM 2.0

DOC-GRP-021

15) Allowed media: This identifies which media are altxl to
be used in a group session e.g. audio, text, video.

XDM 2.0

DOC-GRP-022

16) Allow conference state: This describes who cartlsee

state of the group session (e.g. who is curremtline).

XDM 2.0
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DOC-GRP-023

17) QoE Profile: This describes the Quality of Expecen
profile assigned to the group. The profile defihess the
end-user experience should be for the group session

XDM 2.0

DOC-GRP-024

18) Dispatcher participant: This identifies who maywase the
role of dispatcher (e.g. PoC Dispatcher).

Deleted

DOC-GRP-025

19) Allow role transfer: This describes who can requlest
transfer of an active role (e.g. PoC Dispatchegrtother
authorized participant.

Deleted

DOC-GRP-026

20) Allow expelling: This describes who may expel other
participants from the group session.

XDM 2.0

DOC-GRP-027

21) Allow adding media: This describes who may add dime
stream to a new or existing group session.

XDM 2.0

DOC-GRP-028

22) Allow sending media: This describes who is allowed
send media in the group session.

XDM 2.1*

DOC-GRP-029

23) Allow receiving media: This describes who is allaxe
receive media in the group session.

XDM 2.1*

DOC-GRP-030

24) Allow removing media: This describes who may remaxie
existing media stream from a group session.

XDM 2.0

25) Media add/modify/remove policy: This describes
conditions for adding, modifying, or removing a rieed
stream to a particular participant:

DOC-GRP-031

a) Allow to use multicast bearer service: This
describes if a multicast bearer service is allotee
be used in the group session.

Deleted
)

DOC-GRP-032

b) Allowed Media Burst Control scheme: This
describes what Media Burst Control schemes a
allowed to be used in the group session.

Deleted
e

DOC-GRP-033

26) Allow to use multicast bearer service: This dessili a
multicast bearer service is allowed to be usetiéngroup
session.

Deleted

DOC-GRP-034

27) Allowed Media Burst Control scheme: This descritmst
Media Burst Control schemes are allowed to be us#ue
group session.

Deleted

DOC-GRP-035

28) Moderator: This identifies who is allowed to take tole of
moderator (e.g. a PoC Moderator).

Deleted

29) Allowed manner to render multiple media streamsashe
media type: This content describes the allowed reatm
render media streams of same media type at inlithre of
application enabler user equipment (e.g. PoC Qlient

DOC-GRP-036

a) Allow to mix media streams at a partial rate.

XDM 2.1

DOC-GRP-037

b) Allow one media stream of multiple media streal
of the same media type to be mandatory.

néDM 2.1
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30) Allowed participating information principle:

NOTE: This content is used to send session relafedmation to
session participants (e.g. participants in a P&Sisn).

DOC-GRP-038

a) Allow subscription to limited participating
information.

NOTE: Limited participant information is a subséparticipating
information.

XDM 2.1

DOC-GRP-039

b) Allow subscription to participant information.

XDM 2.1

DOC-GRP-040

31) Session control for crisis handling: This idensfibat
Session Control for Crisis Handling SHALL alwaysused
for this group.

Deleted

DOC-GRP-041

32) Crisis Event handling entity address: This ideasifihe
address of the entity handling Session ControCiasis
Handling (e.g. the address of PoC Session Corurol f
Crisis Handling).

Deleted

33) Group specific releasing policy: This describes the
conditions under which a group session SHALL or 8HA
NOT be released.

DOC-GRP-042

a) The group session is released or not released W
the group session initiator leaves the group
session.

Hegleted

DOC-GRP-043

b) The group session is released or not released w
the maximum media inactivity timeout expires
(e.g. for PoC speech.)

Hegleted

DOC-GRP-044

Each entry in a Group member list or Group rejsttSHALL be a
tuple consisting of a URI and, optionally, a digpteame.

XDM 1.1

DOC-GRP-045

Each URI in the Group member list SHALL occur oahce.

XDM 1.1

DOC-GRP-046

Each URI in the Group reject list SHALL occur omlgce.

XDM 1.1

DOC-GRP-047

The Service Provider SHALL be able to set the maxmmumber of
participants in a Group Document.

XDM 1.1

DOC-GRP-048

A Principal with appropriate management permissidAsr’ be able
to set the maximum number of participants in a @rbocument to
a value that does not exceed the maximum numbé&ydée Service
Provider.

XDM 1.1

DOC-GRP-049

It SHALL be possible to create a Group Document toatains
members in the Group member list or Group rejsttliat belong to
different Service Providers.

XDM 1.1

DOC-GRP-050

If search of Group Documents is supported (seéose6t2.7.9), an
authorized Principal SHALL be able to search foos based on
given criteria (e.g. display name, session typbjest, Group
Identity, etc).

XDM 2.0

Table 30: Group
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*: Did not require any specific additions in XDM12 Requirement covered in POC using existing XD®lsbecifications.

6.3.4  Group Usage List
Label Description Release AEane]
module
DOC-GUL-001 A Group Usage List SHALL have a Displtegme: A human XDM 1.1
readable name.
DOC-GUL-002 A Group Usage List SHALL contain usage informatabout zero XDM 1.1
or more Groups.
DOC-GUL-003 A Group defined in a Group Usage List SHALL be itiiézd by a XbM 1.1
globally unique identifier (i.e., a URI as defined RFC3986]).
DOC-GUL-004 | A Group defined in a Group Usage List MAY have aay name: | XDM 1.1
A human readable name.
DOC-GUL-005 | A Group defined in a Group Usage List MAY have imfiation XDM 1.1
about the usage of it.
DOC-GUL-006 The Service Provider SHALL be able to set the maxmnumber of| *PM 1.1
Groups in a Group Usage List.
DOC-GUL-007 A Group Usage List Document SHALL be able to camtaie or XDM 1.1
more Group Usage Lists.
Table 31: Group Usage List
6.3.5  User Access Policy
Label Description Release H e
module
The User SHALL be able to specify the followingfarences, in a
User Access Policy Document, for how an Applicatierver is to
handle an incoming session invitation:
DOC-UAP-001 1) Reject the session invitation. XDM 2.0
DOC-UAP-002 2) Accept the session invitation and send immedidtetpe XDM 2.0
User.
DOC-UAP-003 3) Store the session in a specified Communicatioreg§tor | XDM 2.0
4) Perform Automatic Answer Mode procedures, as faow
DOC-UAP-004 a) Auto answer: This indicates whether the XDM 2.0
Application Server is to perform Automatic
Answer Mode procedures.
DOC-UAP-005 b) Allow manual answer override: When the sessi DM 2.0
invitation contains a request to override Manual
Answer Mode procedures, this indicates whether
the Application Server is to perform Automatic
Answer Mode procedures or reject the session
invitation.
DOC-UAP-006 XDM 2.1

5) Route the session invitation to an alternate conication
service, via interworking.
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DOC-UAP-007 6) Filtering criteria for storing of the session camtein XDM 2.1
specified communication storage.
The User SHALL be able to specify the following ferences, in a
User Access Policy Document, for how an Applicatierver is to
handle an incoming pager-mode message:
DOC-UAP-008 1) Reject the message. XDM 2.0
DOC-UAP-009 2) Accept the message and send immediately to the User XDM 2.0
DOC-UAP-010 3) Discard the message and provide a notificatiohéo t XDM 2.1
sender based on sender’s preferences.
DOC-UAP-011 4) Store the message in a specified Communicatiora§eor XDM 2.1
DOC-UAP-012 5) Defer the message. XDM 2.1
DOC-UAP-013 6) Store the media from the message in a network-based XDM 2.1
Communication Storage, and allow the User to rectie
message without the media by including a link toeas
this media in the Communication Storage.
DOC-UAP-014 7) Route the message to an alternate communicatigiteer XDM 2.1
via interworking.
DOC-UAP-015 8) Filtering criteria for storing of the message coitgen XDM 2.1
specified communication storage.
The User SHALL be able to specify different preferes for
handling incoming requests, depending on:
DOC-UAP-016 1) The identity of the request initiator. XDM 2.0
DOC-UAP-017 2) Whether the request initiator has requested andgymi XDM 2.0
3) The message-type associated with the request, Wiich
be one of the following:
DOC-UAP-018 a) Session-based message XDM 2.0
DOC-UAP-019 b) Pager mode message XDM 2.0
4) The media-type associated with the request, whighy e
one or more of the following:
DOC-UAP-021 b) Audio XDM 2.0
DOC-UAP-023 d) PoC speech XDM 2.0
DOC-UAP-024 e) Group advertisement XDM 2.0
DOC-UAP-025 f) Text XDM 2.1
DOC-UAP-026 g) Image XDM 2.1
DOC-UAP-027 XDM 2.1

h) Binary data
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5) The service-type associated with the request, wiiialy
be one or more of the following:

DOC-UAP-028 a) A particular service Enabler defined by OMA (e g?(DM 2.0
PoC, IM).
DOC-UAP-029 6) The priority associated with the request (i.e. “nwgent”, XDM 2.1
“normal”, “urgent”, and “emergency” as described in
[RFC3261])
DOC-UAP-030 7) The User Preferences Profile Identity. XDM 2.1
DOC-UAP-031 8) Auvailability of the User. XDM 2.1
DOC-UAP-032 9) Quality of Experience associated with the request. XDM 2.1
The User MAY be able to specify the media contelulirag,
replacement or removing preference for incominguigoing
invitation requests:
DOC-UAP-033 1) Removing media content in an incoming invitatioguest XbM 2.1
DOC-UAP-034 2) The media content which adds or replaced mediseooim XbM 2.1
an incoming invitation request.
DOC-UAP-035 3) Media content (reference or text based conterttptadded XbM 2.1
in an outgoing invitation request.
The User MAY be able to specify different preferesiéor handling
incoming requests, depending on:
DOC-UAP-036 1) The current date and time. XDM 2.1
DOC-UAP-037 2) The identities of the invited Users. XDM 2.1
DOC-UAP-038 3) The User's presence activity information element. XDM 2.1
DOC-UAP-039 The Subscriber MAY be able to specify differentfprences for XDM 2.1
handling incoming communication requests dependmthe same
attributes as for the User.
The User and the Subscriber MAY be able to spatiiferent
preferences for handling outgoing communicatioruests,
depending on:
1) The media-type associated with the request, whigfy Nde
one or more of the following:
DOC-UAP-040 a) File transfer XDM 2.1
DOC-UAP-042 ¢) Video XDM 2.1
DOC-UAP-043 d) PoC speech XDM 2.1
DOC-UAP-044 e) Group advertisement XDM 2.1
DOC-UAP-045 f) Text XDM 2.1
DOC-UAP-046 g) Image XDM 2.1
DOC-UAP-047 XDM 2.1

h) Binary data
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DOC-UAP-048 2) The Quality of Experience associated with the retue XDM 2.1
DOC-UAP-049 3) The current date and time. XDM 2.1
DOC-UAP-050 4) The identities of the invited Users. XDM 2.1
DOC-UAP-051 5) The country or region in which the invited Userante XDM 2.1
network is located.
DOC-UAP-052 6) The geographical location of the inviting and iedtUsers. XDM 2.1
DOC-UAP-053 7) The invited Users' presence activity informatioaneénts. XDM 2.1
DOC-UAP-054 It SHALL be possible to determine which preferenfueshandling XDM 2.1
incoming or outgoing communication requests haventspecified
by the User and which preferences have been spadifi the
Subscriber.
Table 32: User Access Policy
6.3.6  UPP Directory
Label Description Release HLmEeE]
module
DOC-PPD-001 The UPP Directory Document SHALL comtaieta data abouta | XDM 2.1
Primary Principal’s User Preferences Profiles.
A UPP Directory Document SHALL, per User Prefen®rofile,
contain the following meta data:
DOC-PPD-002 1) A User Preferences Profile Identifier. XDM 2.1
DOC-PPD-003 2) A Display name representing a human readable name. XDM 2.1
DOC-PPD-004 The UPP Directory Document SHALL comiaformation about XDM 2.1
which User Preferences Profiethe Active User Preferences
Profile per device.
DOC-PPD-005 XDM 2.1

The UPP Directory Document SHALL contain informatiabout
which User Preferences Profikethe Default User Preferences
Profile.

Table 33: UPP Directory

6.4 Overall System Requirements

Overall system requirements are not applicable@dIX
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Appendix A. Change History (Informative)
A.1 Approved Version History

Reference Date Description
n/a n/a No prior version
A.2 Draft/Candidate Version 2.1 History
Document Identifier Date Sections Description
Draft Versions 11 Jun 2007 All XDM RD V2.0 Baseline agreed as doc # OMA-PAG-2035%
OMA-RD XDM-V2.1 INP_XDM_RD_v2_1
- 10 Sep 2007 | 3.3,5.1.7.7, | Incorporated CR:
5.2.1.3 OMA-PAG-2007-0550R01
18 Jan 2008 5 Incorporated CR:
OMA-PAG-2007-0635R02
10 Apr 2008 2,3,5,6 Incorporated CR:
OMA-PAG-2007-0846R02
11 Jul 2008 All Incorporated CRs:

OMA-PAG-2008-0022R04
OMA-PAG-2008-0118R01
OMA-PAG-2008-0170R02
OMA-PAG-2008-0369
OMA-PAG-2008-0427R01
OMA-PAG-2008-0432R01
25 Aug 2008 | All Incorporated CRs:
OMA-PAG-2008-0501
OMA-PAG-2008-0573

24 Sep 2008 | 3.2,6.3.1.3, | Incorporated CRs:
6.3.1.5, App | OMA-PAG-2008-0592R03
B OMA-PAG-2008-0593

28 Oct 2008 App B Incorporated CRs:

OMA-PAG-2008-0667R01
OMA-PAG-2008-0673R02
OMA-PAG-2008-0677R04
OMA-PAG-2008-0716R01

13 Dec 2008 | All Incorporated CR:
OMA-PAG-2008-0806R01
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Document Identifier

Date

Sections

Description

19 Dec 2008

All

Incorporated CRs:
OMA-PAG-2008-0811R02
OMA-PAG-2008-0813
OMA-PAG-2008-0815R03
OMA-PAG-2008-0818
OMA-PAG-2008-0822R02
OMA-PAG-2008-0823
OMA-PAG-2008-0827R02
OMA-PAG-2008-0831R01
OMA-PAG-2008-0832R02
OMA-PAG-2008-0833R01
OMA-PAG-2008-0834R01
OMA-PAG-2008-0835R01
OMA-PAG-2008-0837
OMA-PAG-2008-0838
OMA-PAG-2008-0839
OMA-PAG-2008-0842R02
OMA-PAG-2008-0843R01
OMA-PAG-2008-0844R02
OMA-PAG-2008-0848R01
OMA-PAG-2008-0849

13 Jan 2009

3.2,6.14,
6.2.7

Incorporated CRs:
OMA-PAG-2008-0808R02
OMA-PAG-2008-0866R02

27 Jan 2009

3.2,6.1.1,
6.1.2.6,
6.1.2.9,
6.1.4,6.1.8,
6.1.13,6.2,
6.2.1,6.2.3,
6.2.5

Incorporated CRs:
OMA-PAG-2008-0809R02
OMA-PAG-2009-0006R01
OMA-PAG-2009-0007R01
OMA-PAG-2009-0009
OMA-PAG-2009-0012
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Document Identifier

Date

Sections

Description

19 Feb 2009

All

Incorporated CRs:
OMA-PAG-2008-0810R03
OMA-PAG-2008-0844R03
OMA-PAG-2008-0812R01
OMA-PAG-2008-0840R03
OMA-PAG-2008-0850R02
OMA-PAG-2009-0001R01
OMA-PAG-2009-0014R02
OMA-PAG-2009-0015R02
OMA-PAG-2009-0016R01
OMA-PAG-2009-0017R02
OMA-PAG-2009-0024
OMA-PAG-2009-0029R02
OMA-PAG-2009-0030R02
OMA-PAG-2009-0035R02
OMA-PAG-2009-0036R01
OMA-PAG-2009-0038
OMA-PAG-2009-0039
OMA-PAG-2009-0040R01
OMA-PAG-2009-0041R01
OMA-PAG-2009-0042R01
OMA-PAG-2009-0043R02
OMA-PAG-2009-0048R01
OMA-PAG-2009-0049R02
OMA-PAG-2009-0050
OMA-PAG-2009-0051R01
OMA-PAG-2009-0052R01
OMA-PAG-2009-0053
OMA-PAG-2009-0054R01
OMA-PAG-2009-0055
OMA-PAG-2009-0056
OMA-PAG-2009-0057

20 Feb 2009

6, Appendix
B, Appendix
C

Editorial corrections based on agreed CR’s (OMA Rafctor)

25 Feb 2009

2,3,6.1.7
and 6.2.3

Editorial clean-up by DSO and editorial correctiagseed during the 24
February 2009 PAG conference call

02 Mar 2009

All

Editorial clean-up and movementdwised OMA REQ RD Template.

Candidate Version
OMA-RD_XDM-V2.1

31 Mar 2009

n/a

Status changed to Candidate by TP

TP ref # OMA-TP-2009-0115-
INP_XDM_V2_1 RD_for_Candidate_Approval

Draft Versions
OMA-RD_XDM-V2.1

22 Apr 2009

3.2,4,5,6

Incorporated CRs:
OMA-PAG-2009-0005R01
OMA-PAG-2009-0067
OMA-PAG-2009-0076R01
OMA-PAG-2009-0098R01
Insertion of automatic fields in the tables numberi

14 May 2009

6.1,6.2,6.3,
Appendix C

Incorporated CRs:
OMA-PAG-2009-0100R01
OMA-PAG-2009-0145
OMA-PAG-2009-0147

30 Jun 2009

5.3,6.2,6.3

Incorporated CRs:
OMA-PAG-2009-0174
OMA-PAG-2009-0192
OMA-PAG-2009-0202R02

01 Jul 2009

3.2

Applied omitted part of CR OMA-PRB09-0174 (user profile definition)

03 Jul 2009

All

Version created to show all therdes made since the Candidate appro
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Document Identifier Date Sections Description
Candidate Version 28 Jul 2009 n/a Status changed to Candidate by TP
OMA-RD_XDM-V2.1 TP ref # OMA-TP-2009-0322-
INP_XDM_V2_1 RD_for_Candidate_re_approval
Draft Versions 03 Dec 2009 | 6.2.8, AppC Incorporated CRs:
OMA-RD_XDM-V2.1 OMA-PAG-2009-0324R01-CR_XDM2.1_RD_ACP_Fixed
OMA-PAG-2009-0381-CR_XDM2_1_RD_APP_C_update
08 Mar 2010 | 3.2 Applied INPUT solving CONRR comments, OMA-MWG-XDM320-
0074R01-INP_XDM_2.1_Editorial_updates_to_RD
09 Mar 2010 | 3.2,6.2.7, Incorporated CRs:
6.11,63 OMA-MWG-XDM-2010-0090R01-CR_XDM2_1_RD_CONRR_A010
OMA-MWG-XDM-2010-0091R01-CR_XDM2_1_RD_CONRR_A013
10 Mar 2010 | 4,5.3 Incorporated CR:
OMA-MWG-XDM-2010-0094R01-
CR_XDM2_1_RD_CONRR_A006_A009
23 Apr 2010 3.2,6.3.2 Incorporated CR:
OMA-COM-XDM-2010-0157R01-CR_XDM2_1_RD_user_profile
04 May 2010| 3.2,6.2.7.11,| Incorporated CR:
6.2.8, App B | OMA-COM-XDM-2010-0170R01-
CR_XDM_2_1_RD_Document_Reference
Spelling mistakes fixed in the whole document
25 May 2010| 5.3,6.2.7.10, Incorporated CRs:
OMA-COM-XDM-2010-0181R01-
CR_XDM_2.1_RD_CONRR_A007_A008
OMA-COM-XDM-2010-0199-CR_XDM_2.1_RD_CONRR_A012
17 Jun 2010 6.3.3 Incorporated CR:
OMA-COM-XDM-2010-0239R01-CR_XDM_2.1_RD_CONRR_A014
30 Jun 2010 3.2 Incorporated CRs:
App C and D| OMA-COM-XDM-2010-0274-CR_XDM2.1_RD_A005
(deleted) OMA-COM-XDM-2010-0293-CR_Removing_Appendix_C_D
Candidate Version 24 Aug 2010 | N/A Status changed to Candidate by TP

OMA-RD_XDM-V2.1

TP ref # OMA-TP-2010-0368-

INP_XDM_V2.1_ERP_and_ETR_for_Candidate_approval
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Appendix B. Use Cases (Informative)

The use cases are separated into two parts tafiddre generic and the service specific set of XRWictionality.

Functions like “Access Control, Addressing, Copie#&e, Delete, Management of Members and Modifyu@i@roperties”
need to be referenced by the use cases.

B.1 Use Case — URI List

See [XDM_RD-V1_1] “URI List".

B.2 Use Case — Subscribing for Presence of End-user sin a URI
List

See [XDM_RD-V1_1] Subscribing for Presence of End-users in a URI'List

B.3 Use Case — Groups

See [XDM_RD-V1_1] Groups.

B.4 Use Case — P2P Using a Group List

See [XDM_RD-V1_1] P2P Using a Group List

B.5 Use Case — Group Visibility

See [XDM_RD-V1_1] Group Visibility'.

B.6 Use Case — Assigning Permissions

See [XDM_RD-V1_1] Assigning Permissioiis

B.7 Use Case — Access Control Policy

See [XDM_RD-V1_1] Access Control Policy

B.8 Use Case — Blocking or Granting communicationf  rom
different end-users

See [XDM_RD-V1_1] Blocking or Granting communication from differentdeusers.

B.9 Use Case — Retrieving a List of Lists

See [XDM_RD-V1_1] Retrieving a List of Lists

B.10 Use Case — Document History Management
B.10.1 Short Description

It is possible for a Primary Principal to assigedfic document functions to other authorised Usés a follow-on to this
functionality, it is often desirable for the Prirgd®rincipal to be aware of some (or all) of therges to a document. This
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use case demonstrates a scenario for documentyhistmagement. This includes enabling/disablimgdbcument history
function, as well as the review of all or a sulifethanges made to a document.

B.10.1.1 Actors
Service Provider

John(the general manager), Jétie development manager), Algquality manager), Bofteam member) and Alice
(customer) all having devices and added to themlistat various stages.

B.10.1.2 Normal Flow

1) John enables the document management history stogmn on the Group document, using his document
management-capable device.

2) During a vacation, John authorizes Jeff to perfepacific operations (e.g. modify Group documentjten
Group and coordinate communication.

3) Alice needs to clarify quality audit related asgeicom the development team and informs Jeff.

4) Jeff initiates an IM Group conversation.

5) Alice discusses with Jeff and Bob regarding thdiguaspects.

6) Jeff wants to get the expert opinion from the gyalssurance department of his organization

7) Jeff adds Alan into the Group and invites him tia jine conversation

8) Server updates the history information for the aoent management operation performed by Jeff.
9) Alan joins the conversation and discusses quadigted aspects with the Group and clarifies thétiou

10) John returns back from vacation and searches gterhiinformation for documents updates and re¢isathe
history information.

11) John finds that, during his absence, Jeff has reatlihe Group document by adding Alan. Given Afastill a
member of the Group, John removes him as he ismgel required to participate in day to day comroatidn
relating to the project.

12) Server updates the document history informatiortHeroperations performed by John.

B.10.2 Market Benefits

End-user is able to activate the history managefieattre and can track the operations carried othe document on his
group list at a later stage.

Server is able to store the history informationdththe document management operations perforngeguous Principals.

End-user with appropriate rights is able to searufffor retrieve the group management history in&tion stored on the

server.

B.11 Use Case — Sending Group Information to Member s of the
Group

See [XDM_RD-V2_0] “Sending Group Information to Mbers of the Group”.
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B.12 Use Case — Forwarding XML Documents
B.12.1 Short Description

In this scenario, the project management officearoénterprise creates different Groups on prdjasis, each Group
containing the members of one project. The memtieifse Group include the development team memltteesproject lead,
the project manager and the program manager. Tdjegbmanager is supposed to execute the projeat@mmunicate with
team members and other stakeholders like vendarsastomer. The project leader is supposed totleateam in technical
aspects.

As the Group creator, the project management offtcallowed to authorise other members of the @rtouperform certain
management functions. This use case shows theregogits for forwarding the Group documents by theu@ creator to
other members of the Group.

B.12.1.1 Actors

Service Provider

David (project management officer), Jofprogram manager), Balproject manager), Jefproject lead) all having mobile
devices and added to the group list.

Group ServiceA service for storage and modification of end+issgroups.
B.12.1.2  Normal Flow

1) David created various Groups based on projectsgomg per project.

2) David selects the Group document and forwards ho dmd Bob.

3) John and Bob are prompted to add the copy of tleeisdocument to their respective user’s tree.
4) John and Bob accepts the addition

5) The group service adds the document in the resgegser trees.

6) Bob selects the Group document related to the girgjhich Jeff handles and removes the contactiseo¥endor
and Customer and forwards the document to Jeff

7) Jeff is prompted to add the Group document to bés tree.
8) Jeff accepts the addition

9) The group service adds the document in the resjgeasier’s tree.

B.12.2 Market Benefits

Principals with appropriate rights should be ablétward XML documents to other Principals.
Principals forwarding the XML documents should b&eao forward documents to multiple Principals .

Principals forwarding the XML documents should bé&ao filter some properties of the XML documebgdore forwarding
them.

Recipient Principals should be able to accept jectehe forwarded XML documents.

Recipient Principals should be the owners of theudwents added to their user’s tree by the forwaetation.
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B.13 Use Case — Exchange of User Profile data
B.13.1 Short Description

This use case describes how to enhance the use tiser Profile, through both a better organizatibtihe data it contains
and the ease of use of privacy on this data.

The User Profile can be used to build personalamrists with contact data entered by the contihemselves. It avoids
errors in entering contact information, and it aée@bles to keep data consistent when it changes.

B.13.1.1  Actors
Roger An individual, wishing to keep contact with hisehds and colleagues
Leo: A friend of Roger's

Martin: A colleague of Roger's

B.13.1.2  Normal Flow
1) Roger obtains Leo and Martin identifiers for thdser Profile (e.g. through search or any exterredms)
2) Roger subscribes to the changes of Leo and Matises Profiles

3) Leo being a friend of Roger's, he grants him thhtrto see all his personal information (home askirbome
phone...), but not his professional information

4) Martin being a colleague of Roger's he grants thieright to see all his work-related informatioroflvaddress,
work phone...)

5) Roger receives for the first time data from Leo Muattin. Of course, he receives only the data tactvkthey have
granted him access

6) Martin is promoted and changes his work informatiRager is notified of the update about Martinls pmsition

7) Leo changes his professional telephone number.Reget notified of the update, since Leo's privdoes not let
him see this information

B.13.1.3  Alternative Flow

Roger can update the information about Leo andiN#rtough periodic requests instead of a subsoript

B.13.2 Market Benefits

The organization of data into categories will enege the use of the User Profile. As a User oktgice, the privacy
settings will be eased by this feature, makingatemattractive to the User to share personal inddion. Further, a User will
always have an updated profile of his contacts wkeqnired, and the User sharing their personatinéion maintains
privacy control on their information thanks to Gpswof attributes.

B.14 Use Case — Third-party Service Provider Managi ng User
Service-related Data

B.14.1 Short Description

This use case describes a scenario where a thitg-Pervice Provider application (with appropriatghts) acceses and
manages user service-related data stored in theret

B.14.1.1 Actors

Third-party Service Provider
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Network operator

Daniela (the end-user)

B.14.1.2 Normal Flow

1) Third-party Service Provider has an idea on a nesvappealing service that needs to use XDM network
capabilities.

2) Third-party Service Provider deploys the new servic
3) The new service is offered to end-users.

4) Daniela enjoys the new service.

B.14.2 Market Benefits

The possibility of exposing XDM network capabilgieo third-party Service Providers will ease themitbn of the XDM
Enabler by network operators. Also, the usagearframon interface will increase the usage of the XBEi&bler by third-
party Service Providers and enable new businessropyities. Further, the third-party Service Pdwrican offer new and
appealing services to end-users.

B.15 Service Enabler Specific Use Case — Pushtota Ik over
Cellular (PoC) — Creation and Advertising Group Lis t

See [PoC_RD-V1_0]Use Case A, SHOPPING LIKE CRAZY

B.16 Service Enabler Specific Use Case — Pushtota Ik over
Cellular (PoC) — User Defined Group Call One-to-Ma ny

See [PoC_RD-V1_0]Use Case G, User Defined Group Call — One-to-Many

B.17 Service Enabler Specific Use Case — Pushtota Ik over
Cellular (PoC) — Private Chat Group Support Oneto  Many

See [PoC_RD-V1_0]Use Case I, Private Chat Group Support — One-tolan

B.18 Service Enabler Specific Use Case — Pushtota Ik over
Cellular (PoC) — Use of Multiple Group Operation

See [PoC_RD-V1_0]Use Case K, Use of Multiple Group Operation

B.19 Service Enabler Specific Use Case — Pushtota Ik over
Cellular (PoC) — Ad-hoc Chat Group Support One-to- Many

See [PoC_RD-V1_0]Use Case M, Ad-hoc Chat Group Support — One-to-Many

B.20 Service Enabler Specific Use Case — Pushtota Ik over
Cellular (PoC) — Corporate Chat

See [PoC_RD-V1_0]Use Case O, Corporate ChHat

[0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-RD-XDM-V2_1-20100824-C Page 44 (44)

B.21 Service Enabler Specific Use Case — Pushtota Ik over
Cellular (PoC) — PoC Fleet Dispatch: One-to-Many-t 0-One

See [PoC_RD-V1_0]Use Case N, Fleet Dispatch — One-to-Many-to-One

B.22 Service Enabler Specific Use Case — Instant Me  ssaging (IM)
- Use of Group Management

See [IM_RD] 1M Use of Group Managemént

B.23 Service Enabler Specific Use Case — Instant Me  ssaging (IM)
- Add Contact to Contact List by User ID or Search

See [IM_RD] ‘Add Contact to Contact List by User-ID or Sedrch

B.24 Service Enabler Specific Use Case — Instant Me  ssaging (IM)
— Use of Public Chat

See [IM_RD] ‘Public Chat.

B.25 Service Enabler Specific Use Case — Instant Me  ssaging (IM)
— Modify Contact Entry

See [IM_RD] ‘Modify Contact Entry;
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