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1. Scope

The User Agent Profile specification is concerned with capturing classes of device capabilities and preference
information. These classes include (but are not restricted to) the hardware and software characteristics of the device as
well asinformation about the network to which the device is connected. The user agent profile contains information
used for content formatting purposes. A user agent profileisdistinct from auser preference profile that would contain
application-specific information about the user for content selection purposes. For example, a user preference profile
might designate whether the user isinterested in receiving sports scores and, if so, the particular teams. The
specification of user preference profilesis beyond the scope of this document.

In accordance with Composite Capability/Preference Profiles (CC/PP) [CCPP], the user agent profile schemais defined
using an RDF schema and vocabulary [RDF-Schema]. This document defines the structure of this schemain terms of
the class definitions and semantics of attributes for devices adhering to the WAP standard. Extensibility guidelines are
also offered to assist in extending the schema with new components.

Regarding the user agent profile, this document assumes that:

The information contained within the profile is provided on behalf of the user who will be receiving the content
contained in the associated WSP or HT TP response. Profiles may also be used by the Push Proxy Gateway (PPG).

The CC/PP repository storing the profile is secure, meaning that it does not permit unauthorized modification to
stored profile information. The functionality associated with this repository may be implemented in aWAP
gateway or intermediate proxy or as a separate standal one element in the network.

WSP/HTTP headers are generally not encrypted. Because this specification does not define any security
mechanisms, care will be taken when including user-confidential information® in the profile unless the profileis
transmitted over an end-to-end secure channel (e.g. TLS/WTLSto the origin server).

Animplicit chain of trust exists between the client and origin server. The integrity of the profileis maintained (in
other words, not compromised) asit is transmitted through or cached within the network. It is assumed that the
network elementsthat contribute property descriptionsto the profile are trusted. Network elements will not
assemble a"history" about users by tracking the deltasin their profile over time.

To ensure the integrity of the profile, lower-level mechanisms, such as TLS or WTLS, must be used.

Use of the profile by the origin server isintended to optimize the content to the characteristics of the device, and the
users’ preferences. If the profile be discarded, corrupted, or otherwise inaccessible, the origin server should still provide
content to the client.

! The definition of “confidential” varies among different users, cultures, and service providers. It istherefore
impossible to define a profile schema that meets the security needs of all users while still conveying any useful
information.

O 2001, Wireless Application Protocol Forum, Ltd.
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1.1. Relationship to Other Standards

This specification builds upon and coexists with numerous WAP and Internet standards. These relationships are
summarized below:

Composite Capability/Preferences Profiles (CC/PP) [CCPP]: This specification defines the Capabilities and
Preference Information (CPI) structure according to the structure mandated by the CC/PP specification.

Resource Description Framework (RDF) [RDF]: The CC/PP specification uses the RDF syntax to represent
the CPI. Indesigning or extending the schema, a schema designer must be familiar with the RDF concepts.
Mimetype for RDF isapplication/rdf+xml as specified in [RFC3023].

Wireless Session Protocol (WSP) [WSP]: One of the mechanisms used to transport CPI over wireless networks
iswithin WSP headers

WAP Binary XML (WBXML) [WBXML]: When the CPI istransmitted over the WSP protocol, this
specification mandates that it must be encoded according to the WBXML specification.

CC/PP Exchange Protocol over HTTP [CCPPex]: Previous versions of UAProf [UAProf1] alowed for the
transmission of CPI using the CC/PP Exchange Protocol over HTTP which, in turn, defines headersin HTTP
1.1 [HTTP] with the HTTP Extension Framework [HTTPext].

HTTP[HTTP]: Optionally, the CPI can be transmitted over Wireless Profiled HTTP [W-HTTP] from the
mobile terminal to the origin server. In this case, proprietary headers specified in this specification is used to
convey the information.

WAP Push Access Protocol (PAP) [WAP-PAP]: This protocol is used by push origin serversto retrieve the
CPI from the Push Proxy Gateway (PPG).

O 2001, Wireless Application Protocol Forum, Ltd.
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3. Terminology and Conventions

3.1. Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL", “SHALL NOT”, “SHOULD", “SHOULD NOT”,
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “ Introduction”, are normative, unless they are explicitly indicated to
beinformative.

3.2. Definitions

Attribute: A UAPROF attribute refers to the data elements describing the CPI and is represented as an RDF property
element. Each UAPROF attribute is associated with a single value or alist of values or resources.

CC/PP Repository: A server that stores CPI persistently in aform that may be referenced by and incorporated into a
profile. A CC/PP repository istypically a Web server that provides CC/PP profilesin response to HTTP requests.

Component: Elements of ahigh level classification of the information in the CPI. For UAProf, these include
Hardwar ePlatform, SoftwarePlatform, NetworkChar acteristics, WAP, MEXE, Browser UA and PushComponent..

CPI: Capabilities and Preference Information pertaining to the capabilities of the device, the operating and network
environment, and user’ s personal preferences for receiving content and/or resource. CPI are represented by means
of aUAPROF Profile.

Gateway: Software that is capable of bridging disparate network protocols. For the purposes of this specification,
“gateway” refersto protocol bridging functionality, which may exist in a stand-alone gateway or may be co-located
with aproxy or origin server.

Home L ocation Register: A permanent database used in cellular networks. The HLR islocated on the SCP (Signal
Control Point) of the cellular provider of record, and is used to identify/verify a subscriber; it also contains
subscriber datarelated to features and services.

Origin Server : Software that can respond to requests from a WAP terminal by delivering appropriate content or error
messages. The origin server may receive requests via either WSP or HTTP. Application programs executing on the
origin server can use UAProf to deliver content that istailored in accordance with the CPI that can be found within
the provided Profile. For the purpose of this specification, “origin server” refersto content generation capabilities,
which may physically exist in a stand-alone Web server or may be co-located with a proxy or gateway.

Profile: Aninstance of the UAPROF schema that describes capabilities for a specific device and network configuration.
A profile need not have all the attributes identified in the vocabul ary/schema.

Profilerepository: The profile repository isan origin server that stores profile resources. Profiles are treated as regular
static or dynamic resources served using the access scheme specified as a part of the URI identifying the profile of
aparticular device. To increase speed, the origin server can use a cache to reduce the number of downloads from
profile repositories. It is expected that profile repositories would typically be run by device manufacturers or
software companies providing information about their user agents.

Property: An RDF property represents a specific aspect, characteristic, capability or relation (meta data) used to
describe aresource. It is denoted using RDF property element syntax.

Proxy: Software that receives HT TP requests and forwards that request toward the origin server (possibly by way of an
upstream proxy) using HTTP. The proxy receives the response from the origin server and forwardsit to the
requesting client. In providing its forwarding functions, the proxy may modify either the request or response or
provide other value-added functions. For the purposes of this specification, “proxy” refersto request/response
forwarding functionality, which may exist in a stand-alone HTTP proxy or may be co-located with a gateway or
origin server.
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Resource: An object or element being referred to in a UAPROF expression is aresource. A UAPROF resourceis
typically identified by a URI.

Schema: An RDF schema denotes resources which constitute the particular unchanging versions of an RDF vocabulary
at any pointintime. It is used to provide semantic information (such as organization and relationship) about the
interpretation of the statements in an RDF data model. It does not include the values associated with the attributes.

Server: Software which respond to HTTP requests. This software may reside on the mobile terminal. The requests may
be for CPI or use CPI as meta data.

User: Anindividual or group of individuals acting as a single entity. The user is further qualified as an entity who uses
adeviceto reguest content and/or resource from a server.

User agent: A program, such as a browser, running on the device that acts on a user's behalf. Users may use different
user agents at different times.

Vocabulary. A collection of attributes that adequately describe the CPI. A vocabulary is associated with a schema. The
vocabulary for UAProf includes attributes pertaining to the device capabilitiesand network characteristics.

3.3. Abbreviations

CC/PP COMPOSITE CAPABILITY/PREFERENCES PROFILES
CC/PPEX CC/PP EXCHANGE PROTOCOL

CC/IPP-HTTP CC/PP EXCHANGE PROTOCOL OVER HTTP
CC/PP-WSP CC/PP EXCHANGE PROTOCOL OVER WSP

CPI CAPABILITY AND PREFERENCE INFORMATION
HTML HYPER-TEXT MARKUP LA NGUAGE

HTTP HYPER-TEXT TRANSFER PROTOCOL

IANA INTERNET ASSIGNED NUMBERS AUTHORITY
OTA OVER THE AIR I.E. IN THE RADIO NETWORK
PAP PUSH ACCESS PROTOCOL

PPG PUSH PROXY GATEWAY

P3P PLATFORM FOR PRIVACY PREFERENCES PROJECT
RDF RESOURCE DESCRIPTION FRAMEWORK
SIRPAC SIMPLE RDF PARSER AND COMPILER

UAPROF USER AGENT PROFILE

URI UNIFORM RESOURCE IDENTIFIER

URL UNIFORM RESOURCE LOCATOR

Wa3aC WORLD WIDE WEB CONSORTIUM

WAP WIRELESS APPLICATION PROTOCOL

WBXML WAP BINARY XML

W-HTTP WIRELESS PROFILED HTTP

WML WIRELESS MARKUP LANGUAGE

WSP WIRELESS SESSION PROTOCOL

WTA WIRELESS TELEPHONY APPLICATION

W-TCP WIRELESS PROFILED TCP

WTLS WIRELESSTLS

XHTML EXTENSIBLE HYPERTEXT MARKUP LANGUAGE
XML EXTENSIBLE MARKUP LA NGUAGE
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4. Introduction

This section is informative.

As WA P-enabled devices come of age, an assumption of device homogeneity is no longer universally valid. In
particular, mobile devices can be expected to have an an ever-divergent range of input and output capabilities, network
connectivity, and levels of scripting language support. Moreover, users may have content presentation preferences that
also cannot be transferred to the server for consideration. Asaresult of this device heterogeneity and the limited ability
of usersto convey their content presentation preferences to the server, clients may receive content that they cannot
store, that they cannot display, that violates the desires of the user, or that takes too long to convey over the network to
the client device.

Work is ongoing in the World-Wide Web Consortium (W3C) to define mechanisms for describing and transmitting
information about the capabilities of Web clients and the display preferences of Web users. The Composite
Capabilities/Preferences Profile (CC/PP) specification [ CCPP] defines a high-level structured framework for describing
thisinformation using the Resource Description Framework (RDF) [RDF]. CC/PP profiles are structured into named
“components,” each containing a collection of attribute-value pairs, or properties. Each component may optionally
provide a default description block containing either a set of default values for attributes of that component or a URI
that refersto adocument containing those default values. Any attributes explicitly provided in the component
description therefore override the default values provided in the default description block or through that URI. The
CC/PP specification does hot mandate a particular set of components or attributes, choosing instead to defer that
definition to other standards bodies. The mechanism by which the profileis transported between the mobile terminal,
WAP Gateway and origin server is defined in this specification

The User Agent Profile (UAProf) specification extends WAP 2.0 to enable the end-to-end flow of a User Agent Profile
(UAProf), also referred to as Capability and Preference | nformation (CPI), between the WAP client, the intermediate
network points, and the origin server. |t seeksto interoperate seamlessly with the emerging standards for Composite
Capability/Preference Profile (CC/PP) [CCPP] distribution over the Internet. 1t uses the CC/PP model to define a
robust, extensible framework for describing and transmitting CPI about the client, user, and network that will be
processing the content contained in aWSP/HTTP response. The specification defines a set of components and
attributes that WA P-enabled devices may convey within the CPI.? This CPl may include, but is not limited to,
hardware characteristics (screen size, color capabilities, image capabilities, manufacturer, etc.), software characteristics
(operating system vendor and version, support for MEXE, list of audio and video encoders, etc.), application/user
preferences (browser manufacturer and version, markup languages and versions supported, scripting languages
supported, etc.), WAP characteristics (WML script libraries, WAP version, WML deck size, etc.), and network
characteristics (bearer characteristics such as latency and reliability, etc.). This specification seeks to minimize wireless
bandwidth consumption by using a binary encoding for the CPI and by supporting efficient transmission and caching
over WSP in amanner that allows easy interoperability with HTTP.

As arequest travels over the network from the client device to the origin server, each network element may optionally
add additional profile information to the transmitted CPI. These additions may provide information available solely to
that particular network element. Alternatively, this information may override the capabilities exposed by the client,
particularly in cases where that network element is capable of performing in-band content transformations to meet the
capability requirements of the requesting client device.

Origin servers, gateways, and proxies can use the CPI to ensure that the user receives content that is particul arly tailored
for the environment in which it will be presented. Moreover, this specification permits the origin server to select and
deliver servicesthat are appropriate to the capabilities of the requesting client. Finally, it is expected that this
specification will be used to enhance content personalization based on user preferences, and other factors, as specified
by the Platform for Privacy Preferences Project (P3P) [P3P].

2 Though a set of well-known components and attributes are defined within this specification, individual implementors
are free to provide additional components and attributes with their CPl. However, most origin servers or proxies are
unlikely to properly interpret those extensions unless they are standardized by another standards body.
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5. End-to-End Architecture

This section isinformative.
This section provides an overview of the end-to-end architecture.

WAP clients can connect to an origin server using the legacy WAP stack or Wireless Profiled HTTP. WSP clients may
connect to serversusing aWAP gateway, or directly to an origin server that provides support for that protocol. W -
HTTP clients can connect to an origin server directly, or using afeature or performance enhancing proxy.

This specification provides for the end-to-end specification, delivery, and processing of composite capability
information from the device. The information is collected on the client device, optionally enhanced with information
provided with a particul ar request, optionally combined with other information available over the network, and made
available to the origin server. Over the Internet, this specification assumes the use of the CC/PP [CCPP], HTTP, and
optionally the CC/PP Exchange Protocol over HTTP [CCPPex], and HTTP 1.1 [HTTP] with the HTTP Extension
Framework [HT TPext].

A client can connect to the origin server as described in the overall WAP Architecture specification [WAPARCH], the
nodes involved in this specification are depicted in Figure 5.1. Note, that the protocol used to retrieve information
stored in the profile repository is not specified in this specification.
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Figure 5.1:UAProf end-to-end architecture.
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6. Usage Scenarios

This section and its subsections are infor mative.

This Section describes several scenariosin which CPI is conveyed and used to support information delivery to aWAP-
enabled client. The description is divided into three sections, describing WAP/WSP and HTTP clients, and common
usage scenarios.

6.1. WAP/WSP Clients
6.1.1. Opening a WSP Session and Establishing an Initial UAProf

Upon opening a WSP session with aWAP gateway, the UAProf-aware client conveys its profile information using
Profile and Profile-Diff headers within the WSP Connect request. The values of these headers are constructed by
encoding the CPI usingaWBXML encoding. Upon receiving the profile, a WAP gateway that is aware of the UAProf
capability responds with a Profile-Warning header value of 100 (“OK”). This header signals to the client that the CPI is
being cached by the WAP gateway and will be effective for the lifetime of the session. The client device may update
the CPI at any time during the session lifetime.

If the client does not receive the “OK” Profile-Warning header in the WSP Connect response, it assumes that the
gateway does not support this UAProf specification and therefore that the CPI is not being cached by the WAP
gateway. The client device may neither convey nor update the CPI during the session lifetime.

6.1.2. Updating the UAProf During an Active WSP Session

While a UAProf-aware session is established, the client may update the active UAProf at any time. To do this, the
client transmits a WSP Session Resume message to the WAP gateway, said message containing Profile and Profile-Diff
headers with the new CPI. Upon updating the cached headers, the gateway responds with a Profile-Warning header
value of 100 (“OK"). All future requests issued on the WSP session will be associated with the newly cached Profile
and Profile-Diff headers.

6.1.3. Resuming a Suspended WSP Session

To resume a suspended WSP session, the client initiates a standard WSP Resume request. The session, once resumed,
retains all of the cached header state at the gateway, including the Profile and Profile-Diff headers containing the CPI.

The lifespan of aWSP session is not tied to power cycles of the device. In many situations, therefore, the client’s
capabilities may change significantly while aWSP session is suspended. Thisisthe case, for example, if hardwareis
added or removed from the device while it isturned off. It may also occur if the WSP session is held by a smart card
that may be moved to a new device while the session is suspended. I n these situations, the client device must update the
cached WSP Profile and Profile-Diff headers upon resuming the session. These updated headers are conveyed in the
WSP Resume request and cached at the WAP gateway, in the same manner described in Section 6.1.2.

6.1.4. Suspending an Active WSP Session

To suspend a WSP session, the client initiates a standard WSP Suspend request. Aslong as the session is established,
the WAP gateway must cache all negotiated headers, including the Profile and Profile-Diff headers associated with the
W SP session. However, should the gateway choose to discard the session, it may also discard these cached headers. To
resume the session, the client device follows the steps outlined in Section 6.1.3.

6.1.5. Issuing a WSP Request for Content

To request content during a UA Prof-aware WSP session, the client issues a standard WSP request to the WAP gateway.
The WAP gateway isresponsible for forwarding this WSP request to the designated origin server (typically viaHTTP).
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In forwarding the request to the origin server, the WAP gateway must include the CPI associated with the WSP session
over which the request was conveyed. The origin server receives the HTTP request (which may have been modified by
one or more intermediate HT TP proxies), resolves the CPI, and generates aresponse along with a Profile-Warning
header indicating whether the CPI was honored as the content was generated.

The HTTP response may itself be modified by intermediate HT TP proxies to better meet the needs of the requesting
client. The WAP gateway forwards the content to the client device over WSP, encoding the Profile-Warning header for
efficient transmission over the wireless network.

6.1.5.1. CPI Provided by the WAP Gateway

Asit forwards the request, the WAP gateway may optionally add profile information, reflecting information only
available to the gateway. For instance, if a network operator controls the gateway, then the gateway may provide
additional network information (such as from a Home Location Register (HLR)) that is not otherwise available to the
requesting client. Similarly, the WAP gateway may add information to the profile to override information provided by
the requesting device/user. These overrides may, for example, reflect policiesin place by the network or gateway
operator.

6.1.5.2. Overriding the CPI Within a Single Request

When issuing a WSP request, the client may provide additional information to override or augment the basic CPI
already cached at the WAP gateway. This additional information isonly applied during the scope of the associated
request, and it is not used by the gateway during subsequent requests.

To augment the profile during arequest, the client includes Profile and/or Profile-Diff headers with the WSP request.
Asit generates an HTTP request, the WA P gateway overrides the cached WSP Profile and Profile-Diff headers with
any headers provided in the WSP request. As described abovein Section 6.1.5.1, the gateway may also add additional
information to the forwarded profile.

6.2. Wireless Profiled HTTP Clients

The UAProf capable handset may transmit the CPI data in the xwap-profile and xwap-profile-diff headers with each
HTTP request that is made. The user agent should also be capable of processing the xwap-profile-warning header,
which indicates whether the CPI was used when formulating the response.

6.3. Push environment

The WAP Push environment [WAP-PushArch, WAP-PAP] uses UAPROF to allow the push-initiator (e.g. the
application generating push messages) to adapt the content of push-messages it generates based on the target device's
capabilities and preferences information (CPI). Furthermore, the push-initiator (Pl) can supply a constraining UAPROF
setting which is matched by the Push Proxy Gateway (PPG) against the target device's CPI in determining necessary
and possible content transformations respectively discarding the push-message request altogether.

6.3.1. Client Capability Query

In order to inform the Pl on the target device's CPI, the Pl can request these from the PPG using a client capability
query (CCQ) [WAP-PAP]. Based on the target device's PAP target address, PPG retrieves the corresponding, currently
valid UAPROF formatted CPI and includes this capability entity as part of the CCQ-response as described in [WAP-
PAP.

The PI, being aware of the current CPI of atarget device can use application specific logic to tailor the content of
subsequent push-messages it generates.
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6.3.2. Profile Matching

The Pl can append a capability entity to an outgoing push-message which is formatted asa MIME multi-part related
message.

Upon reception of the push-message's capability entity, PPG will match this profile requirement against the currently
valid CPI of the target device. (If multiple target devices are addressed, the matching processis executed in turn for
each individual target address.) If the required profile matches the target device profile settings, the messageis
forwarded. In order for such matching to occur, PPG may apply appropriate transformations to the push-message's
content. However, such transformations are at the discretion of a particular PPG implementation, thereis no means for
the PI to control the content transformations applied at the PPG. If no match can be achieved with the relevant client
capabilities, the push-message is rejected using the appropriate WA P Push status reporting [WAP-PAP].

Asone particular example, consider the Pl requiring the target device to support audio output. It thus will include the
UAProf SoundOutputCapable hardware platform component (see Appendix A) attribute requiring it to be "True". If the
PPG determines that the target device(s) does currently not support sound output, it will reject the push-message.

Matching of required properties against the currently valid CPI can only be done at the PPG once all possible or
necessary content transformations have been applied. As an example, consider the PushM sgSi ze attribute: although the
Pl may indicate avalue for this attribute, it is only indicative since the PI does not have knowledge of the push-message
size after header compression and WML tokenization have taken place (assuming WSPis used OTA). Furthermore,
PPG must validate the push-message size against the currently valid CPl and not the possibly outdated values
precedently queried by the PI.

6.3.3. Push OTA

The push OTA protocol [WAP-PushOta] is designed to run on top of either WSP or HTTP. The two protocol variants
arereferred to as"OTA-WSP" and "OTA-HTTP" respectively. When OTA -WSP is used the profile and profile-diff
headers are conveyed from the terminal to the Push Proxy Gateway (PPG) within the connect request during push
session establishment. If the PPG supports UAProf a profile-warning header with status code 100 will be included in
the response to indicate that the profile and profile-diff headers were correctly understood. Hence, the profile and
profile-diff headers are used as request headersin this case.

On the other hand, when OTA -HTTP s utilised the PPG instead sends a registration request to the terminal to obtain its
capability and preference information. This is accomplished using the HTTP OPTIONS method; the PPG sends an
OPTIONS request to the terminal whereupon the terminal includesits CPI headersin the response. The CPI headers
defined in [WAP-PushOta] reflects the most common capability information. The profile and profile-diff headers may
also be included among the CPI headers to provide more extensive information. The headers may even replace the
defined CPI headersif the PPG indicates that it supports UAProf by including a profile-warning header with warning
code 200 in the request. Consequently, the profile and profile-diff headers (see Section 9) are used as response headers
when OTA-HTTP s used.

6.4. Profile resolution
6.4.1. Resolving Attribute Values in the CPI

An origin server or proxy that needs to determine the correct values for CPI attributes must resolve the profile. This
resolution process applies a collection of default attribute values and then applies appropriate overrides to those
defaults. Because different network elements may provide additional (or overriding) profile information, the resolution
process must apply this additional information to determine the final attribute values.

The User Agent Profileis constructed in three stages:

Resolve all indirect references by retrieving URI references contained within the profile
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Resolve each Profile and Profile-Diff document by first applying attribute values contained in the default URI
references and by second applying overriding attribute val ues contained within the category blocks of that
Profile or Profile-Diff.

Determine the final value of the attributes by applying the resolved attribute values from each Profile and
Profile-Diff in order, with the attribute values determined by the resolution rules provided in the schema.
Where no resolution rules are provided for a particular attribute in the schema, values provided in profile diffs
are assumed to override values provided in previous profiles or profile diffs.
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7. Composite Profile Segments and Attributes

This section is normative, all examples are informative. Throughout this section, sentencesin Italicsare also
informative.

The CC/PP framework [ CCPP] enables information about the capabilities and characteristics of a device and network to
be communicated to web servers and gateways/proxies so that suitable content is rendered to the device. These
capabilities and characteristics are referred to as attributes, and together form avocabulary. The syntax for attributes
values and - to some extent the - semantics are identified in a schemafor that vocabulary. A profileisan instance of the
schema and contains one or more attributes from the vocabulary. The attributesin the schema are classified into one of
several components, each of which represents a distinguished set of characteristics. Components are typed and may
contain a default attribute which refers to the default setting of the various component attributes. The default values are
overridden by explicitly including a CC/PP attribute in a profile.

CC/PP is based on the Resource Description Framework (RDF) [RDF]. RDF isan XML application and specifies a
context free grammar which well-formed RDF documents must respect. Note that not all RDF compliant documents
can be described using an XML Document Type Definition (DTD); certain RDF features cannot be captured through an
XML DTD. Furthermore, RDF allows various notations to convey identical meaning. For instance an XML element or
an XML element attribute can be used to represent an RDF property. This specification restricts the usage of RDF in
order to ease the manipulation of RDF compliant UAPROF documents.

7.1. Schema Layout

The definition of a CC/PP schemais governed by the following rules:

The schema M UST correspond to avocabulary which MUST be specified in conformity with the RDF [RDF]
standard and for which the unique XML namespace [ XML-NS] name "prf", prefixed with the XML
namespace prefix "xmins:", MUST serve as the unambiguous identifier.

Other reserved UAProf schema XML namespace prefixes are "rdf" and "rdfs" which MUST be used to identify
the RDF respectively the RDF Schema namespace.

All XML namespace declarations used within the UAProf schema definition MUST be declared as attributes
of the rdf: RDF root element. Namespace aliases MUST NOT be introduced within nested XML elements of
the UAProf schema.

The UAProf schema MUST consist of one or more CC/PP components, each describing a set of properties (or
attributes) within one or more RDF description elements.

Each component MUST be an object of RDF type Class with anrdfs:label element which is unique across the
set of components introduced by the UAProf schema.

Attribute values are typed and MUST obey their corresponding syntax. Attributes of type "Literal” MUST be
interpreted in a case-sensitive manner. Leading and trailing white space MUST be discarded. Embedded linear
white space is processed according to LWSrulesof HTTP/1.1 [HTTP]. The syntax of attribute typesisgiven
inthe UAProf schema.

Descriptions to override the default values MAY beincluded in the schema's component descriptions. The final
value of aprofileinstance attributes is resolved based on the resolution rule associated with the attribute.

7.2. User Agent Profile Components

The schemafor WAP User Agent Profiles consists of description blocks for the following key components:
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HardwarePlatform: A collection of properties that adequately describe the hardware characteristics of the
terminal device. Thisincludes, the type of device, model number, display size, input and output methods,
etc.

Softwar ePlatform: A collection of attributes associated with the operating environment of the device. Attributes
provide information on the operating system software, video and audio encoders supported by the device,
and user’s preference on language.

Browser UA: A set of attributesto describe the HTML browser application

Networ kChar acteristics: Information about the network-related infrastructure and environment such as bearer
information. These attributes can influence the resulting content, due to the variation in capabilities and
characteristics of various network infrastructuresin terms of bandwidth and device accessibility.

WapCharacteristics: A set of attributes pertaining to WAP capabilities supported on the device. Thisincludes
details on the capabilities and characteristics related to the WML Browser, WTA [WTA], etc.

PushCharacteristics: A set of attributes pertaining to Push specific capabilities supported by the device. This
includes details on supported MM E-types, the maximum size of a push-message shipped to the device, the
number of possibly buffered push-messages on the device, etc.

Additional components can be added to the schemato describe capabilities pertaining to other user agents such as an
Email application or hardware extensions. See Section 7.8 for details.

7.3. Attributes

A profile attribute MUST belong to one and only one component of the schema. If an origin server applicationis
interested in a set of attributes that spans multiple components, it MUST parse the compl ete profile to obtain the
necessary information.

Profile attributes MUST be defined using atraditional name and value pair syntax. The first half of the name-value pair
describes the attribute, and the other half provides the value itself. The RDF property descriptions MUST be unique and
unambiguousin both semantics and value.

Within an RDF component description block, the attribute description MUST be either embedded lexically inline to
denote the value or expressed as an RDF resource (using indirect or remote reference such as URIs) that must be
resolved to obtain the full description.

Attributes with composite or multiple values MUST be described as RDF resources. For instance, the Default attribute
pointsto acollection of attributes and should therefore be described as a URI resource. Similarly, an RDF container
(Bag or Sequence) MUST be used to describe alist of values (ordered or unordered) associated with a given attribute.
This specification constrains CC/PP to the extent that RDF containers MUST NOT contain elementsthat are RDF
containers themselves. For example, the InputChar Set attribute would be expressed as follows
<prf: I nput Char Set >
<r df : Bag>
<rdf:1i>US-ASCl I </rdf:li>
<rdf:1i>Shift_JIS</rdf:li>
</ rdf : Bag>
</ prf: I nput Char Set >
The server parsing and interpreting the profile MAY carry out validation of the attribute descriptions in terms of units
and value.

The value of an attribute with multiple descriptions MUST be resolved as follows:

The description of the attribute within the Default tag MUST be resolved first

Any other description of the attribute identified in a subsequent instantiation of the attribute MUST override
the default description
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Where multiple descriptions of the attribute exist outside the default description block, the ultimate val ue of
the attribute MUST be determined by the resolution rules for that attribute. An attribute MUST be associated
with one of the following three resolution rules:

1. Locked: Thefinal valueis determined by the first occurrence of the attribute outside the default
description block. Subsequent occurrences MUST be ignored.

2. Override: Thefinal value equalsthe last occurrence of the attribute with a description element.

3. Append: Thefinal valueisalist of all the occurrences of the attribute

For example, the ModelNumber attribute has a resolution semantic identified as Locked. This implies that
the first non-default occurrence of the attribute is the final value or that subsequent instantiations of the
attribute occurrence cannot change the value of that attribute. On the other hand, an attribute such as
ColorCapable has a resolution semantic of Override which means that of the multiple occurrences of the
attribute, only the last determines the final value. Finaly, an attribute with a resolution semantic Append
has afinal value that includes all the occurrences for that attribute in the profile.
An attribute (RDF property) MUST closely represent the semantics of the capability or characteristics being represented
and MUST follow the naming conventionsidentified in [RDF] and [RDF-Schema]. For example, the
SoundOutputCapabl e attribute indicates whether or not the device supports sound output.

7.4. Profile

A profileis an instance of the schema. The following, RDF and CC/PP compliant, syntax rules govern the formation of
aprofile:

The root element of the profile, labeled rdf: RDF, MUST be identified with an invariant ID attribute, set to e.g.
"MyProfile".

Profiles MUST use the XML namespace prefix " rdf* to refer to the RDF namespace and "prf* for the UAProf
schema namespace. These namespace declarations MUST be included as XML element attributes with the
rdf:RDF root element and thus apply to the entire scope of the UAProf profile.

Aliases for the RDF and UAProf schema namespace prefixes MUST NOT be used.

All profile properties (or attributes) MUST be represented as RDF property elements and MUST NOT be
represented as RDF property attributes. The componentsin the profile are instances of the component classes
identified in the UAProf schema. They MUST be identified as such by means of the rdf:type property of
which the resour ce attribute value matches the name of the component type in the UAProf schema. For
example, MyNetworkChar is an instantiated component of type NetworkCharacteristics. The profile must
therefore include an RDF description such as

<rdf: Description rdf:|D="MNetworkChar">
<rdf:type resource="http://ww. wapforum or g/ profil es/ UAPROF/ ccppschena-
20010430#Net wor kChar acteri stics“/>

Profile parsers MUST parse the profile based on the type of the component and not based on the component's
name (since the name can vary, but the type is defined in the UAProf schema.) This appliesto the merging of
the various delta profiles ("profile-diff") that are generated or appended by different network elements.

Each component in the profile MUST contain one or more attributes identified in the base vocabulary. It is not
required for aprofileto contain all the attributes in the base vocabulary. In other words, the profile instantiates a
subset of the attributesin the vocabulary.

For a given component type there MUST NOT be more than one component instance. Components MAY be
fragmented within the same profile, that is the attributes of the same component instance MAY be spread across
several rdf:Description elements. All component fragments that combine into the component instance of a
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particular type MUST have the same name ( ID attribute). Therdf:type attribute MUST be specified with each
individual fragment and MUST have the same value.

In afragmented component only the first fragment MAY contain adefault reference rdf: default; all subsequent
fragments, if any of the same type, MUST NOT contain a default reference.

A defaults URL MUST refer to a UAProf profile which describes exactly one UAProf component. The
component's rdf:type attribute MUST be specified within every default profile. Both, the referring component and
the referred default component MUST have the same rdf:type attribute value. Defaults MUST NOT be nested, that
isthe referred default document itself MUST NOT contain anr df:default attribute.

7.5. Profile Merging

This section describes the merging operation of two profiles A and B. Note that the merging operation is not
commuitative, that is the result of the merging of A onto B may differ from the result of merging B onto A.

The order of the merging is also important if more than two profiles are to be merged. In this case, the merging
operation must be applied repeatedly by merging the 2nd profile onto the 1% profile, merging the 3 profile onto the
result of the previous step, and so forth until all profiles have been merged. Note that the relative order of the profilesto
be merged MUST NOT be changed. The above merging processis equivalent to merging the nt" profile onto the (n-l)th
profile, merging the result of the previous step onto the (n-2)"™ profile, and so forth until all profiles have been merged.

Two profiles A and B are merged as follows:

1.

A and B are normalized. A profileisinitsnormal form if no fragmented component instances exist and the default
references are resolved in al components. |f the component contains a pr f: default element, the default property
values MUST be loaded first. If the component is fragmented, the component attributes are compiled from all
fragmentsin the order of their occurrence observing the resolution policies. These attribute values then always
override eventual default values. A normalized UAProf profile therefore consists of at most six component
instances without prf:default elements. Note that this procedure in principle would allow handling nested defaults.
However, section 7.4 explicitly prohibits nesting of defaults to avoid unnecessary complexity.

All corresponding components are merged. Two components C, and Cg of two profiles A and B correspond if they
are instances of the same component type as indicated by the rdf :type attributes. Property values that are only
specified in the component C, (but not in Cg) are inserted into the result component asis. Property values that are
only specified in the component of Cg (but not in Ca) areinserted into the result component asis. Property values
that are specified in both components are merged according to the resolution policy associated with the particular
property:

If no resolution policy is specified or the resolution policy isOverride, the property as specified in component Cg
isinserted into the result component.

If the resolution policy isL ocked, the property as specified in component Cp isinserted into the result component.

If the resolution policy isAppend, the property value list specified in component Cg is appended to the property
value list specified in component Cp, and the property with the value of the concatenated list isinserted into the
result component.

All components of A without a corresponding component in B, are appended to the result profile asis. All
components of B without a corresponding component in A, are appended to the result profile asis.

7.6. User Agent Profile Schema and Base Vocabulary

The user agent profile schema s specified in Appendix A, and tabulated in Appendix B for easy reference.
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7.7. Profile Example in RDF

This section isintended to help the reader better understand the implementation and use of the specified schemaand
vocabulary for User Agent Profiles. The reader isexpected to be familiar with RDF specifications [RDF], [RDF-
Schema).

<?xm version="1.0"?7>
<RDF xml ns="http://ww.w3. org/ 1999/ 02/ 22-r df - synt ax- ns#"
xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22- r df - synt ax- ns#"
xm ns: prf="http://ww. wapforum org/ profil es/ UAPROF/ ccppschema- 20010430#" >
<rdf: Description | D="MyDeviceProfile">
<prf: conponent >
<rdf: Description | D="HardwarePl atforni>
<rdf:type resource="http://ww. wapforum org/ profil es/ UAPROF/ ccppschena-
20010430#Har dwar ePl at f or mi'/ >
<prf: Bl uetoothProfil e>
<r df : Bag>
<rdf:li>headset</rdf:l1i>
<rdf:li>dialup</rdf:li>
<rdf:li>lanaccess</rdf:li>
</ rdf: Bag>
</ prf:BluetoothProfile>
<prf:ScreenSi ze>121x87</ prf: ScreenSi ze>
<prf: Model >R999</ prf: Model >
<prf: I nput Char Set >
<r df : Bag>
<rdf:1i>1SO 8859-1</rdf:1i>
<rdf:1i>US-ASCl I </rdf:1i>
<rdf:li>UTF-8</rdf:1i>
<rdf:1i> SO 10646- UCS-2</rdf:1i>
</rdf: Bag>
</ prf: Il nput Char Set >
<prf: ScreenSi zeChar >15x6</ prf: ScreenSi zeChar >
<prf: BitsPerPi xel >2</ prf: Bi t sPer Pi xel >
<pr f: Col or Capabl e>No</ prf: Col or Capabl e>
<prf: Text | nput Capabl e>Yes</ prf: Text | nput Capabl e>
<prf: | mageCapabl e>Yes</ prf: | nageCapabl e>
<pr f: Keyboar d>PhoneKeypad</ prf: Keyboar d>
<pr f: Nunber Of Sof t Keys>0</ prf: Nunber Of Sof t Keys>
<prf:Vendor >nyprofil eprovider</prf:Vendor>
<pr f: Qut put Char Set >
<r df : Bag>
<rdf:li>SO 8859-1</rdf:1i>
<rdf:1i>US-ASCl I </rdf:li>
<rdf:li>UTF-8</rdf:li>
<rdf:1i> SO 10646- UCS-2</rdf:1i>
</ rdf: Bag>
</ prf: Qut put Char Set >
<pr f: SoundCQut put Capabl e>Yes</ prf: SoundQut put Capabl e>
<prf: St andar dFont Proporti onal >Yes</ prf: St andar dFont Proporti onal >
</rdf: Description>
</ prf:conmponent >
<pr f:conponent >
<rdf: Description | D="SoftwarePl atforni>
<rdf:type resource="http://ww. wapforum org/ profil es/ UAPROF/ ccppschena-
20010430#Sof t war ePl at f or mi'/ >
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<pr f: Accept Downl oadabl eSof t war e>No</ pr f: Accept Downl oadabl eSof t war e>
</rdf: Description>
</ prf:conponent >
<prf: conponent >
<rdf: Description | D="NetworkCharacteristics">
<rdf:type resource="http://ww. wapforum org/ profil es/ UAPROF/ ccppschenma-
20010430#Net wor kChar acteri stics"/>
<prf: SecuritySupport >
<r df : Bag>
<rdf:li>WILS-1</rdf:li>
<rdf:li>WILS-2</rdf:li>
<rdf:li>WILS-3</rdf:li>
<rdf:li>signText</rdf:li>
</rdf: Bag>
</ prf:SecuritySupport>
<prf: SupportedBearers>
<r df : Bag>
<rdf:li>TwoWaySMs</rdf:li>
<rdf:li>CsD</rdf:li>
<rdf:1i>GPRS</rdf:li>
</ rdf: Bag>
</ prf:SupportedBearers>
<prf: Support edBl uet oot hVer si on>1. 1</ prf: Support edBl uet oot hVer si on>
</rdf: Description>
</ prf:conmponent >
<pr f:conponent >
<rdf: Description |D="Browser UA" >
<rdf:type resource="http://ww. wapforum org/ profil es/ UAPROF/ ccppschena-
20010430#Br owser UA"/ >
<prf: Browser Name>Eri csson</ prf: Browser Nane>
<prf: CcppAccept >
<r df : Bag>
<rdf:li>application/vnd.wap. wrl c</rdf:li>
<rdf:li>application/vnd. wap. woxm </rdf:li>
<rdf:li>application/vnd.wap.wr scriptc</rdf:li>
<rdf:li>application/vnd.wap.nultipart.m xed</rdf:li>
<rdf:li>application/vnd.wap.nultipart.formdata</rdf:li>
<rdf:li>text/vnd. wap.wr </rdf:li>
<rdf:li>text/vnd. wap. wr script</rdf:li>

<rdf:li>text/x-vCard</rdf:li>
<rdf:li>text/x-vCal endar</rdf:li>
<rdf:li>text/x-vMel</rdf:li>
<rdf:li>text/x-eMelody</rdf:Ili>

<rdf:li>i mage/vnd. wap. wonp</rdf: li>
<rdf:li>nmage/gif</rdf:li>
</ rdf: Bag>
</ prf: CcppAccept >
<prf: CcppAccept - Char set >
<r df : Bag>
<rdf:1i>US-ASCl I </rdf:li>
<rdf:li>SO 8859-1</rdf:1i>
<rdf:1i>UTF-8</rdf:Ii>
<rdf:1i>1SO 10646- UCS-2</rdf:1i>
</rdf : Bag>
</ prf:CcppAccept - Char set >
<prf: CcppAccept - Encodi ng>
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<r df : Bag>
<rdf:li>baseb4</rdf:li>
</ rdf: Bag>
</ prf: CcppAccept - Encodi ng>
<prf: FramesCapabl e>No</ prf: FramesCapabl e>
<prf: Tabl esCapabl e>Yes</ prf: Tabl esCapabl e>
</rdf: Description>
</ prf:conponent >
<pr f: conponent >
<rdf: Description | D="WapCharacteristics">
<rdf:type resource="http://ww. wapforum org/ profil es/ UAPROF/ ccppschena-
20010430#WapChar acteri stics"/>
<prf:WapDevi ceCl ass>C</ prf: WapDevi ceCl ass>
<prf:WapVer si on>2. 0</ prf: WapVer si on>
<prf:Wrl Versi on>
<r df : Bag>
<rdf:1i>2.0</rdf:1i>
</rdf : Bag>
</ prf:Wr Versi on>
<prf: Wr DeckSi ze>3000</ prf: Wr DeckSi ze>
<prf:Wr Scri pt Ver si on>
<r df : Bag>
<rdf:1i>1.2.1</rdf:1i>
</rdf: Bag>
</ prf:Wn Scri pt Versi on>
<prf:Wrl ScriptLibraries>
<r df : Bag>
<rdf:li>Lang</rdf:li>
<rdf:li>Float</rdf:li>
<rdf:li>String</rdf:li>
<rdf:li>URL</rdf:li>
<rdf:li>WWLBrowser</rdf:li>
<rdf:li>Dialogs</rdf:li>
</rdf: Bag>
</prf:Wrd ScriptLibraries>
<prf:WailLibraries>
<r df : Bag>
<rdf:li>WIFA. Public.makeCall </rdf:Ii>
<rdf:li>WIA. Public.sendDTM</rdf:[i>
<rdf:|li>WIA. Public.addPBEntry</rdf:li>
</rdf: Bag>
</prf:WailLibraries>
</rdf: Description>
</ prf:conponent >
<pr f: conponent >
<rdf: Description | D="PushCharacteristics">
<rdf:type resource="http://ww. wapforum org/ profil es/ UAPROF/ ccppschena-
20010430#PushChar acteri stics"/>
<prf: Push- Accept >
<r df : Bag>
<rdf:li>application/wr+xm </rdf:li>
<rdf:li>text/htm </rdf:li>
</ rdf: Bag>
</ prf:Push-Accept >
<prf: Push- Accept - Encodi ng>
<r df : Bag>
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<rdf:li>baseb4</rdf:|i>
<rdf:li>quoted-printable</rdf:I|i>
</ rdf: Bag>
</ prf: Push- Accept - Encodi ng>
<prf: Push- Accept - Appl D>
<r df : Bag>
<rdf:li>x-wap-application:wr.ua</rdf:|i>
<rdf:li>*</rdf:li>
</ rdf: Bag>
</ prf:Push- Accept - Appl D>
<prf: Push- MsgSi ze>1400</ prf: Push- MsgSi ze>
</rdf: Description>
</ prf:conmponent >
</rdf: Description>
</ RDF>

7.8. Extensions to the Schema/Vocabulary

While this specification provides a base vocabulary of property descriptions for User Agent Profiles, it is anticipated
that implementers of new applications or device capabilities may, in the future, have a need for expressing new or
additional attributesin the profile. The use of RDF enables an extensibility mechanism for CC/PP-based schemas that
addresses the evolution of new types of devices, applications, or hardware/software. The vocabulary extensions will
constitute a different RDF schema and will have a corresponding RDF model and syntactic representation. A particular
profile may compose attributes from multiple schemas, namely the base vocabulary schema and the vocabulary
extension schema.

The new schema/vocabulary MUST adhere to the following guidelines and recommendations for compliance with this
specification and the CC/PP framework:

New schemas and vocabularies MUST be uniquely identified using well -defined XML namespaces [XML-
NS].

Since RDF supports interoperability of schemas, the new schemas MUST NOT contain the same attributes
(name and semantics) as specified in the base vocabulary. Note that profiles can be composed from attributes

from multiple schemas Moreover, extended attributes SHOULD NOT use attribute names that are reserved
for future use by the base vocabulary, aslisted in Appendix Appendix C.

The schema vocabulary designer SHOULD have a mental model of the RDF document as an RDF graph, and
should take care to express and verify the intuitions against common RDF tools. Thiswill eliminate potential
ambiguity regarding the schema and its semantics, and inter pretation by tools.

To reduce the verbosity of the profile and therefore the size of the HTTP headers, the CC/PP document
SHOULD be expressed using the abbreviated syntax.

Control characters and binary bytes MUST be encoded in conformance with XML syntax specifications.

I'n addition to the naming conventions specified in Appendix C of the RDF Specification [RDF], the following
naming conventions MUST be adhered to while defining new profile attributes and components:

All components and attributes MUST start with an upper case letter.

Multiple word names MUST be described as one word, with the first | etter in the second word in upper case.
There MUST NOT be any separator or underscore between the words. For example, Software Platform must
be identified as SoftwarePlatform.

Boolean values MUST be described as“Yes’ and “No”.
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Cyclic references (URIs) MUST NOT be used during schema design.
7.8.1. Addition of Components

In defining components within the new schema, the designer MUST apply the following rules:

The components used in a standardized base vocabulary MUST not only contain enough information to meet
the needs of a mgjority of current content providers but also allow for the meaningful introduction of future
device capabilitiesinto the profile.

Aslong asthe new attributes fall within the realm of one of the base profile components (Har dwarePlatform,
Softwar ePlatform, Networ kChar acteristics, WAPCharacteristics, PushCharacteristics, and BrowserUA), the
designers of new schemas must add those attributes to these defined components (instead of creating new
components).

New applications or user agents may need to assert their capabilities and preferencesin a new component. The
schema designer MUST uniquely define the attributes to be included in the vocabulary for the component.
Attribute definition includes identifying the semantic description, attribute type (resource/ literal), the type of
resolution rule and sample values.

The schema for the new components MUST follow the general schema layout for the core profile components.
Therefore, the nested description for each component MUST incorporate the following structure:
A subordinate description block to identify default attributesif any, preferably referenced by aresource URI

Any overrides/modifications to the default descriptions outside the Default subordinate block

7.8.2. Addition of Attributes

In defining attributes within the new schema, the designer MUST apply the following rules:

The attributes described in the vocabulary MUST be atomic and semantically unambiguous. The names used
to define/represent the attributes MUST be unique within the namespace.

To preserve the simplicity of the schema, the use of complex datatypes such as containers as well as schema
validation conditions such as value ranges, constraints and units SHOUL D be minimized.

A value of an attribute SHOULD be expressed as a string of characters (literal) or an RDF resource. For values
that are complex data types (such aslists), RDF containers MUST be used. The rdf:resour ce construct MUST
be used, where appropriate, to indicate to the RDF parser that the value of an attribute isindeed a resource and
not aliteral.

The rule for resolving multiple descriptions of an attribute MUST be specified as part of the semantics. The
rule must specify aLocked, Override, or Append treatment for value resolution. If no ruleis specified, a default
rule of Override is assumed for the attribute.

Escape control characters and binary bytes MUST bein conformance with XML syntax [XML].
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8. Binary Encoding of User Agent Profiles

This section is normative. Examples are informative.

A User Agent Profilethat is constructed in accordance with the CC/PP syntax [ CCPP] and the schema of Appendix A
MAY be encoded using acompact binary representation. This compact representation is based upon the WAP Binary
XML (WBXML) Content Format [WBXML] and it can be used between client and WAP gateway when WSP is used,
or if mandated by other specifications, such as WAP Push for OTA transmission [WAP-PushOtad]. It is not expected
that WBXML will be used for transmission over wireline links, or for storage of profiles, i.e. in profile repositories.
This section defines how to use [WBXML] to encode a Profile document.

8.1. Token Description
8.1.1. Global Extension Tokens

This specification does not require the use of the [WBXML] global extension tokens.

8.1.2. Tag and Attribute Tokens

Section 7 defines properties for conformant User Agent Profiles, which are structured according to the CC/PP note
[CCPP], and correspondingly use RDF XML serialization syntax. This section defines single-byte tokens corresponding
to the elements of the RDF serialization syntax. These tokens are distributed among four code pages. Code page zero
(0) defines tokens for RDF serialization elements and attributes. Code page one (1) defines tokens for propertiesin the
core profile schema. Code page two (2) defines tokens for propertiesin the Browser user-agent component of the
schema. Code page three (3) defines tokens for properties in the PushCharacteristics component of the schema.

User agents or applications other than the browser may define additional tag and attribute code pages for their own
properties.

8.1.3. Additional Tokens

Each user agent or application that wants to define properties for use in the user agent profile MUST first definea
component to hold its properties. The name of the component MUST be globally unique. Each such user agent
component is considered to have a unique namespace, so that, for example, the property BackgroundColor for User
Agent A isaproperty distinct from the property BackgroundColor for User Agent B. See Section 7 for more
information.

In addition, each user agent or application SHOULD define a series of token table code pages containing the properties
from its component. If it chooses to define code pages, then it SHOULD define at least two: oneinthe"Tag" space
and onein the "Attribute" space. The property names SHOULD beinserted into each page. Any well-known values
for the properties should be inserted into the "Attribute”" page. Additional pages may be required if the component
contains alarge number of properties.

A default user agent hasbeen defined as part of the schema: the browser. Table 8.4, Table 8.8 and Table 8.12 define
the code page, two, for the browser user agent. Table 8.4 defines"Tag" code space code page two, and Table 8.8 and
Table 8.12together define " Attribute”" code space code page two.

8.2. Encoding Semantics
8.2.1. XML Namespaces

WBXML does not currently support XML namespaces. As User Agent Profiles make use of nhamespaces, special
measures must be taken to encode Profile documents using WBXML. Specifically, the XML namespaces that can be
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used to construct Profile documents are defined and fixed by this specification. In addition, the prefixes that correspond
to these avail able namespaces are fixed. The namespaces and their prefixes are defined in Table 8.1.

If the WBXML encoder encounters a namespace declaration that matches one of the allowed namespaces, and if its
prefix does not match the defined prefix, the encoder MUST convert the document's chosen prefix to the prefix defined
for that namespacein Table 8.1.

If the encoder encounters a namespace other than those defined here, it MUST encode all elements from that namespace
using literal tagsand MUST encode all attribute names for those elements using literal names. The namespace prefix
MUST be preserved in the encoding of the tags and attribute names, and all namespace declarations (instances of the
attribute xmlns) MUST be preserved.

Namespace URI Prefix
Resource Description Framework http://www.w3.0rg/1999/02/22-rdf-syntax-ns# rdf
Composite Capability/Preferences Profiles | http://www.wapforum.orag/profiless UA PROF/ccppsch prf
ema-20010430#

Table 8.1: Namespace Defined for User Agent Profiles

8.2.2. Document Validation

The process of tokenizing a Profile document MUST verify that the document iswell-formed according to [XML]. If it
is not well-formed, encoding MUST NOT be performed. An error condition (NOT APPLIED) MAY bereturned using
the Profile-Warning header in this case.

8.2.3. Decoder Behavior

A decoder processing a Profile document encoded using WBXML MUST NOT consider significant the encoding
means applied to amarkup construct. It MUST treat atag or attribute name encoded with asingle-byte token and atag
or attribute name encoded using the LITERAL global token as equivalent if the resulting strings are equivalent.

Example: Consider the start-tag <Voi cel nput Capabl e> and thefollowing token table:

Tag Name Token
Voi cel nput Capabl e 25

Example Tag Table, Code Page 0

According to thistable, the start-tag should be encoded as a single-byte tag token, 0x25.

If the above token table entry is not available to the encoder, the start-tag would be encoded using the LITERAL global
token (0x04), with an argument that points to the string "V oi cel nputCapable" in the string table.

A decoder processing WBXML-encoded Profile documents must treat the two encodings as equivalent.
8.3. Numeric Constants

8.3.1. Tag Tokens
8.3.1.1. RDF

The following tokens represent tags in code page zero (0). All numbers are in hexadecimal.
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Tag Name

—
o
=
3

r df

(type

us]

rdf:

val ue

rdf:

subj ect

rdf:

predicate

m| Ol O

rdf:

obj ect

T

Tag Name Token
r df : RDF 5
rdf: Description 6
rdf: Al't 7
r df : Bag 8
rdf: Seq 9
rdf:li A

8.3.1.2. Core Vocabulary

Table 8.2: Tag Tokens, Code Page 0

The following tokens represent tags in code page one (1). All numbers are in hexadecimal. The tag names put in

parenthesis are deprecated.
Tag Name Token
rdf: Description 6
rdf: Al't 7
rdf : Bag 8
rdf : Seq 9
rdf:li A
rdf : type B
prf: conponent C
prf:defaults D
prf: BitsPerPi xel E
pr f: Col or Capabl e F
prf: CPU 10
prf: 1 mageCapabl e 11
pr f: 1 nput Char Set 12
prf: Keyboard 13
prf: Model 15
prf: Qut put Char Set 16
prf: Poi ntingResol ution 17
prf:ScreenSi ze 18
prf: ScreenSi zeChar 19
pr f: Nurmber O Sof t Keys 1A

Tag Name Token
pr f: SoundQut put Capabl e 1B
prf: Text | nput Capabl e 1C
pr f: Vendor 1D
pr f: Voi cel nput Capabl e 1E
prf: Accept Downl oadabl eSoftwa | 1F
re

prf: Audi ol nput Encoder 20
pr f : Downl oadabl eSof t war eSupp | 21
ort

prf:JavaEnabl ed 22
prf:JVM/er si on 23
prf: Mexed assnar k 24
prf: MexeSpec 25
pr f: OSNane 26
pr f: GSVendor 27
prf: OSVersion 28
prf: Reci pi ent AppAgent 29
pr f: Sof t war eNunber 2A
pr f: Vi deol nput Encoder 2B
prf: CurrentBearerService 2C
prf: SecuritySupport 2D
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Tag Name Token
prf: St andar dFont Pr oporti onal 3A
()prf : WapSupport edAppl i cation 3B

s

prf:BluetoothProfile 3C
prf: MexeC assmar ks 3D
pr f: MexeSecur eDonmai ns 3E

Tag Name Token
prf: SupportedBearers 2E
prf: WapDevi ceC ass 2F
(prf:WapPushMsgPriority) 30
(prf: WapPushMsgSi ze) 31
prf: WapVer si on 32
prf: Wi DeckSi ze 33
prf: Wi ScriptLibraries 34
prf:Wr Scri pt Versi on 35
prf: W Version 36
prf:WaiLibraries 37
prf: W aVer si on 38
prf: Pi xel AspectRatio 39

Table 8.3 : Tag Tokens, Code Page 1

The following tokens represent tags in code page four (4). All numbers are in hexadecimal .

Tag Name Token
prf:SupportedBluetoothV ersion 10
prf:SupportedPictogramSet 11
prf:CcppAccept 12
prf:CcppAccept-Charset 13
prf:CcppAccept-Encoding 14
prf:CcppAccept-Language 15

Table 8.3.2: Tag Tokens, Code Page 4

8.3.1.3. Browser User-Agent

The following tokens represent tags in code page two (2). All numbers are in hexadecimal. The tag names put in
brackets are deprecated because they are moved to Core Vocabulary (see 8.3.1.2).

Tag Name Token
rdf : Descri ption 5
rdf: Alt 6

Tag Name Token
rdf : Bag 7
rdf : Seq 8
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Tag Name Token Tag Name Token
rdf:li 9 pr f : Downl oadabl eBr owser Apps 13
rdf : type A prf: FramesCapabl e 14
prf: conponent B prf:H m Version 15
prf:defaults C prf:JavaAppl et Enabl ed 16
pr f: Browser Nane D prf:JavaScri pt Enabl ed 17
prf: Browser Versi on E prf:JavaScri pt Versi on 18
(prf: CcppAccept) F pr f: Pref erenceFor Fr anes 19
(prf: CcppAccept - Char set) 10 prf: Tabl esCapabl e 1A
(prf: CcppAccept - Encodi ng) 11 Prf: Xhtm Version 1B
(prf: CcppAccept - Language) 12 prf: Xht m Modul es 1C
Table 8.4: Tag Tokens, Code Page 2

8.3.1.4. PushCharacteristics

The following tokens represent tags in code page three (3). All numbers arein hexadecimal.
Tag Name Token Tag Name Token
rdf : Description 5 prf: Push- Accept D
rdf: Al t 6 pr f : Push- Accept - Char set E
rdf : Bag 7 prf: Push- Accept - Encodi ng F
rdf : Seq 8 prf: Push- Accept - Language 10
rdf:li 9 prf: Push- Accept - Appl D 11
rdf: type A prf: Push- MsgSi ze 12
prf: conponent B pr f : Push- MaxPushReq 13
prf:defaults C

Table 8.5: Tag Tokens, Code Page 3

8.3.2. Attribute Start Tokens

8.3.2.1. RDF

The following tokens represent the start of an attribute in code page zero (0). All numbers arein hexadecimal.

Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token
Prefix Prefix

1D 5 r df : about Each 7

r df : about 6 r df : about EachPr ef i x 8
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Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token
Prefix Prefix

rdf : bagl D 9 rdf : parseType Resour ce D

rdf : type A xm : | ang E

rdf : resource B xm ns: prf F

r df : parseType Literal C xm ns: rdf 10

Table 8.6: Attribute Start Tokens, Code Page O

8.3.2.2. Core Vocabulary

The following tokens represent the start of an attribute in code page one (1). All numbers arein hexadecimal. The

attribute names put in parenthesis are deprecated.

Attribute Name

Attribute Value

Token

Prefix

Attribute Name

Attribute Value | Token

Prefix

rdf: resource

serUA

rdf : resource

http://www.wapf
orum.org/profile

s/UAPROF/ccpp
schema-

20010430#Hard
warePlatform

rdf: resource

http://www.wapf | B
orum.org/profile

s/IUAPROF/ccpp
schema-
20010430#Push

Characteristics

rdf:resource

http://www.wapf
orum.org/profile

s/UAPROF/ccpp
schema-

20010430#Softw
arePlatform

prf: Bi t sPerPi xel

10

prf: Col or Capabl e

Yes 11

prf: Col or Capabl e

No 12

prf: CPU

13

rdf:resource

http://www.wapf
orum.org/profile
s/UAPROF/ccpp
schema-
20010430#Netw
orkCharacteristic
S

prf: 1 mageCapabl e

Yes 14

prf: | mageCapabl e

No 15

prf: 1 nput Char Set

16

prf: Keyboard

17

rdf:resource

http://www.wapf
orum.org/profile
s/UAPROF/ccpp
schema-

20010430#Wap
Characteristics

prf: Model

19

prf: Qut put Char Set

1A

prf: Poi ntingResol ut
i on

1B

prf: ScreenSi ze

1C

rdf:resource

http://www.wapf
orum.org/profile

s/IUAPROF/ccpp
schema-

20010430#Brow

prf: ScreenSi zeChar

1D

pr f: Nurmber O Sof t Key
s

Yes 1E

pr f: SoundQut put Capa
hl e

Yes 20
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Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token
Prefix Prefix

bl e

pr f: SoundQut put Capa | No 21 pr f: SoundQut put Capa | No 21

bl e bl e

prf: Yes 22 prf: Yes 22

Text | nput Capabl e Text | nput Capabl e

prf: No 23 prf: No 23

Text | nput Capabl e Text | nput Capabl e

prf: Vendor 24 prf: Vendor 24

prf: Voi cel nput Capab | Yes 25 prf: Voi cel nput Capab | Yes 25

le le

prf: No 26 prf: No 26

Voi cel nput Capabl e Voi cel nput Capabl e

prf: Pi xel Aspect Rati 27 prf: Pi xel Aspect Rati 27

o] o]

prf: StandardFontPro | Yes 28 prf: StandardFontPro | Yes 28

porti onal porti onal

prf: StandardFontPro | No 29 prf: StandardFontPro | No 29

porti onal porti onal

pr f: Accept Downl oada | Yes 30 pr f: Accept Downl oada | Yes 30

bl eSof t war e bl eSof t war e

pr f: Accept Downl oada | No 31 pr f: Accept Downl oada | No 31

bl eSof t war e bl eSof t war e

pr f: Audi ol nput Encod 32 pr f: Audi ol nput Encod 32

er er

pr f : Downl oadabl eSof 33 pr f : Downl oadabl eSof 33

t war eSupport t war eSupport

prf: JavaEnabl ed Yes 35 prf: JavaEnabl ed Yes 35

prf:JavaEnabl ed No 36 prf:JavaEnabl ed No 36

prf:JVM/ersion 37 prf:JVMersion 37

prf: Mexed assnar k 38 prf: Mexed assnar k 38

prf: MexeSpec 39 prf: MexeSpec 39

pr f: OSNane 3A prf: CSNane 3A

prf: GSVendor 3B prf: GSVendor 3B

prf: OSVersi on 3C prf: OSVersion 3C

prf: Reci pi ent AppAge 3D prf: Reci pi ent AppAge 3D

nt nt

pr f: Sof t war eNunber 3E prf: Sof t war eNunber 3E
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Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token
Prefix Prefix
pr f: Vi deol nput Encod 3F prf: W aVersion 69
er
(prf:WapSupport edAp 70
prf: Current Bearer Se 50 plications)
rvice
prf: Bl uet oot hProfil 71
prf: SecuritySupport 51 e
prf: Support edBear er 52 prf: Mexed assmar ks 72
s
prf: MexeSecur eDonai YES 73
prf: WapDevi ceC ass 60 ns
(prf:WapPushMsgPri o 61 prf: MexeSecur eDonai NO 74
rity) ns
(prf:WapPushMsgSi ze 62 prf: Support edBl ueto 75
) ot hVer si on
prf: WapVer si on 63 prf: Support edPi ct og 76
r antet
prf: Wi DeckSi ze 64
prf: CcppAccept 77
prf:Wr Scri ptLibrar 65
ies prf: CcppAccept - 78
Char set
prf:Wr Scri pt Versi o 66
n prf: CcppAccept - 79
Encodi ng
prf:Wr Version 67
prf: CcppAccept - 7F
prf:Wai Li braries 68 Language

Table 8.7: Attribute Start Tokens, Code Page 1

8.3.2.3. Browser User-Agent

The following tokens represent the start of an attribute in code page two (2). All numbers arein hexadecimal. The tag
names put in brackets are deprecated because they are moved to Core Vocabulary (see 8.3.2.2).

Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token
Prefix Prefix

(prf: CcppAccept) 5 prf: FranesCapabl e Yes A
(prf: CcppAccept - 6 prf: FranesCapabl e No B
Char set)

prf:H m Version 3.2 C
(prf: CcppAccept - 7
Encodi ng) prf:H m Version 4.0 D
(prf: CcppAccept - 8 prf: JavaAppl et Enabl Yes E
Language) ed
pr f : Downl oadabl eBr o 9 prf: JavaAppl et Enabl No F
wser Apps ed
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anng

Attribute Name Attribute Value | Token Attribute Name Attribute Value | Token
Prefix Prefix

prf:JavaScri pt Enabl | Yes 10 anes
ed

prf: Tabl esCapabl e Yes 15
g(rjf :JavaScri pt Enabl No 11 or f - Tabl esCapabl e No 16
prf:JavaScri pt Ver si 12 prf:Xhtm Version 17
on prf: Xht m Mbdul es 18
ZITfB;Pr ef erenceFor Fr Yes 13 or f - Br owser Nare 19
prf: PreferenceFor Fr No 14 prf: Browser Version 1A

Table 8.8: Attribute Start Tokens, Code Page 2

8.3.2.4. PushCharacteristics

The following tokens represent the start of an attribute in code page three (3). All numbers are in hexadecimal.

Attribute Name Token
pr f : Push- Accept 5
prf: Push- Accept - Char set 6
prf: Push- Accept - Encodi ng 7
prf: Push- Accept - Language 8
prf: Push- Accept - Appl D 9
prf: Push- MsgSi ze A
prf: Push- MaxPushReq B

Table 8.9: Attribute Start Tokens, Code Page 3
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8.3.3. Attribute Value Tokens
8.3.3.1. RDF

The following tokens represent attribute values in code page zero (0). All numbers are in hexadecimal.

Attribute Value Token
rdf : St at ement 85
http:// 86
http://ww 87
https:// 88
https://ww. 89
VW, 8A
.com 8B
. edu/ 8C
. net/ 8D
.org/ 8E

Table 8.10: Attribute Value Tokens, Code Page 0

8.3.3.2. Core Vocabulary

The following tokens represent attribute values in code page one (1). All numbers are in hexadecimal.

Attribute Value Token
No 85
Yes 86

Table8.11: Attribute Value Tokens, Code Page 1

8.3.3.3. Browser User-Agent

The following tokens represent attribute values in code page two (2). All numbers are in hexadecimal

Attribute Value Token
No 85
Yes 86

Table8.12: Attribute Value Tokens, Code Page 2
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9. User Agent Profile Transport

This section is normative, unless explicitly stated otherwise. Examples are informative.
This section defines the transport mechanisms for User Agent Profile data.

From the mobile client to the WAP gateway/proxy, the User Agent profile data may be transferred over one of two
protocol variants:

Wireless Profiled HTTP; hereafter referred to asW-HTTP, or
acombination of WSP and HTTP 1.1; hereafter referred to as WSP

A client MUST at least support one of these mechanismsin order to support UAProf. Each mechanism is functionally
equivalent but amajor difference isthat CC/PPex isnot used in the W-HTTP variant.

From the WAP gateway/proxy to the origin server the following applies: A WAP proxy (receiving W-HTTP formatted
CPI information) MUST use the W-HTTP transport method towards the origin server. A WAP gateway (receiving WSP
formatted CPI information) SHOULD use the W-HTTP transport method as specified in section 9.2.3.3 towards the
origin server. Alternatively, CC/PPex over HTTP as specified in section 9.2.3.4 MAY be used. Theuse of HTTPex is
not recommended. Thus, an origin server MUST be prepared to handle CPI information in either W-HTTP or CC//PPex
over HTTP format.

9.1. Transport Over W-HTTP

In the case where the mobile terminal supports wireless profiled HTTP [W-HTTP] the profile is transported using meta
data defined by this specification. The CC/PP Framework remains unaltered. The defined mechanism provides a
functional equivalent for the CC/PP exchange protocol [ CCPPex] but the definition of the syntax and semantics of the
transport remainsin this specification.

9.1.1. Using W-HTTP to transport CC/PP

The following extension headers are defined to transport CC/PPin W-HTTP. The defined extension headers are
considered to be end to end headers. The headers are defined as general headers because they may be used in requests
and responses in the push and pull use cases defined in section 6.

9.1.1.1. X-WAP-PROFILE

The x-wap-profile header is ageneral header field which MUST contain the following :
aURI referencing the CPI or
areferenceto aprofile difference, transported using the x-wap-profile-diff or

acombination of multiple instances of these two types of data.

ThisdataMAY be generated by the mobile terminal or attached by an intermediary point in arequest to an origin
server. In the case of Push thisheader MAY be generated as aresponse to arequest. In the case of Push this data may
be cached. However this header MUST be present in any request or response when UAProf is used. The ABNF
[RFC2234] format of the header is:

Header Name: x-wap-profile

Description:  List of supported referencesto CPI data pertaining to the terminal or intermediate performance
enhancing proxies.
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Format: X-wap-profile = "X-wap-profile" ™" 1#reference
reference =<">(absoluteURl | profile-diff-name)<">
absol ut eURI =<aURI as defined by RFC2396>

profile-diff-name =profile-diff-seq"-"profile-diff-digest

profile-diff-seq ("1"|"2"|"3"| 4| "5"| "6"| "7"| "8"| "9")

*DAT

profile-diff-digest =*OCTET “;” < MD5 message digest encoded by base64 >

DAT <any US-ASCII digit "0".."9">

Default: None

The document referred to by absoluteURI isaprofilethat MAY contain several component instances, each of a
different type. Components MAY contain a prf:default element.

The x-wap-profile header MAY contain references to instances of the x-wap-profile-diff header (defined in the
following section ). Each reference contains two parts, the sequence number and the profile-digest. The sequence
number is used to determine the order of how the x-wap-pr ofile-diff headers should be applied and the digest is used to
validate that the profile-desc in the x-wap-pr ofile-diff header value is correct.

The computation of the MD5 message digest takes place over the profile description defined in section 9.1.1.2,
consisting of an XML/RDF document. It isintroduced for the efficiency of the cache table ook up in gateways, proxies
and user agents and to ensure integrity of the profile description. Prior to the computation of the MD5 digest, the profile
description is normalized as follows:

Leading and trailing white spaces are eliminated. (white space as defined in RFC 2616 section 2.2: LWS)

All non-trailing or non-leading linear white space (LWS) contained in the profile description, including line folding
of multiple HTTP header lines, is replaced with one single space (SP) character.

Note: Thisimpliesthat property values, represented as XML attributes or XML element character data, MUST be
adhering to white space compression as mandated in RFC 2616 section 2.2.

9.1.1.2. X-WAP-PROFILE-DIFF

The x-wap-profile-diff header is a general header and MAY be generated by the mobile terminal or an intermediate
proxy to enhance or alter the CPI. There may be multiple profile differences, each profile difference must also have a
reference in the x-wap-profile header which indicates the order in which differences should be applied. This header
contains two parts, a sequence identifier and the entity which represents the part of the CC/PP description that is being
enhanced. Thisheader MAY be present in arequest or response. In the case of Push this data may be cached.

Header Name: X-wap-profile-diff

Description:  This header contains additional profile information which should be applied to the CPI prior to
serving any content.

Format: x-wap-profile-diff "x-wap-profile-diff" ""profile-diff-seq

;"profile-desc

profile-diff-seq ("1 2" "3T| 4| "5t "e"| "7"| "8"| "9")
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*DIGA T
profil e-desc =<XM. document containing profile subset of
the schema defined in Section 7>
DA T =<any US-ASCII digit "0".."9">
Default: None

The document specified in profile-desc isaprofilethat MAY contain several component instances, each of adifferent
type. Components MAY contain a prf:default element.

The actual profile referred to in the x-wap-profile header URI is merged with its correlated x-wap-profile-diff header
valuesin the order in which they occur. This processis applied to all URIs contained in the x-wap-profile header.
Finally, the resulting profiles are merged in the order in which the corresponding URIs were defined in the xwap-
profile header.

The XML/RDF document which forms the "xwap-profile-diff" header value MUST be adhering to linear white space
(LWS) substitution rules as per section 2.2 of RFC 2616.

9.1.1.3. X-WAP-PROFILE-WARNING

The xwap-profile-warning header is a general header. Its presence indicates the level to which the response has been
tailored in relation to profile datathat has been supplied in the request. This header MAY be present in arequest or
response.

Header Name: x-wap- profil e-warni ng

Description:  This header isused by the server to indicate whether the CPI has been honoured when the
response to the request was generated.

Format: x-wap- profile-warning = "x-wap-profil e-warning" ":"warni ng-code
war ni ng- code = 200|201 | 202 | 203|500
Default: None

The warning codes that are defined fall into the following categories :
Ixx — reserved
100 -- reserved
2xx — indicates whether the content has been adapted depending on the profile
5xx — indicates the server isincapable of processing CPI.
The x-wap-profile-warning may have the following values.
200 Not applied

Thisvalue MUST beincluded if the content has not been tailored, and is sent in arepresentation which is the
only representation available in the server.

201 Content selection applied
MUST beincluded if the included content has been selected from one of the representations available.

202 Content generation applied
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MUST beincluded if the content has been tailored or generated as aresult of applying the included profile.

203 Transformation applied

MUST be added by an intermediate proxy if it applies any transformation changing the content-coding based on
the CPI data.

500 Not Supported

Indicates that the entity sending this warning code does not support UAProf.

9.1.2. Protocol Procedures
9.1.2.1. Over The Air

In thistransport variant the headers and their values are not compressed for over the air transmission. It is recommended
that the hardware and software manufacturer only use the x-wap-profile header to indicate anabsol ut eURI asthe
reference for CPI for the mobile terminal when transmitted over the air. However this specification does not preclude
the use x-wap-profile-diff in this case.

9.1.2.2. Combining X-WAP-Profile and X-WAP-Profile-Diff

If the x-wap-profile-diff header is included the profile-diff-seqg MUST match a sequence number in the x-wap-profile
header otherwise the associated profile-diff-desc MUST NOT be processed. The reference to each x-wap-pr ofile-diff
header contains two parts, a sequence number which governs the order in which the x-wap-profile-diff headers are
processed and an MD5 message digest which is used to validate the profile-desc which is contained in the x-wap-
profile-diff. If either the sequence or the MD5 validation do not match, the particular profile-diff MUST be ignored.

If the x-wap-profile-diff header is added by an intermediate proxy, it MUST NOT alter the existing sequence of x-wap-
profile-diff headers, the proxy MUST append using the next available sequence number in numeric order.

The digest associated with an x-wap-profile-diff MUST be generated by applying MD5 message digest algorithm
[RFC1321] and Base64 algorithm, section 6.8 in the MIME specification [RFC2045] to the corresponding profile-desc
part of the header field-value. The MD5 algorithm takes as input a message of arbitrary length and produces as output a
128-bit "fingerprint" or "message digest" of the input. The Base64 algorithm takes as input arbitrary binary data and
produces as output printable encoding data of theinput.

9.1.2.3. Relationship with HTTP Headers

The profile information referred to in the x-wap-profile and x-wap-profile-diff header does not supersede HTTP request
or response header information.

9.1.2.4. Caching

The x-wap-profile-war ning header MUST NOT be used for cache control purposes. If aserver wishesto indicate a
caching dependency based on these headers then it should use the Vary header as defined in section 14.44 of the HTTP
1.1 specification [HTTP].
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9.1.2.5. Examples

Thissection isinformative

Use Case : HTTP Request

Mobile Terminal

Performance Enhancing Proxy

Request - Origin Server

GET http://anyuri/ HTTP/1.1
Host: plaintext

x-wap-profile: "http://profilerepository/

GET http://anyuri/ HTTP/1.1
Host: plaintext

x-wap-profile: "http://profilerepository/", “ 1-uK djJHuhjHUuj”

x-wap-profile-diff:1;, <?xml..../>

Mobile Terminal

Origin Server

Response <

HTTP/1.1 200 OK

Date:

x-wap-profile-warning:202

Mobile Terminal

Use Case : Push Proxy Gateway Request for Profile

Push Proxy Gateway

< Request

OPTIONS* HTTP/1.1
Host:

Response >

HTTP/1.1 204 OK

Date:

x-wap-profile: "http://profilerepository/

Use Case : Push of Tailored Content
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Mobile Terminal Push Proxy Gateway
< Request

POST /wappush HTTP/1.1
Host:

x-wap-profile-warning:200

9.2. User Agent Profile Transport Over WSP

This section specifies how Profiles are transported over WSP. Section 9.2.1isan introduction and is not normative.
The CC/PP Exchange Protocol over WSP, referred to as CC/PP-WSP, is specified in the normative Sections9.2.2 and
9.2.3

9.2.1. Introduction
9.2.1.1. The CC/PP Framework and the CC/PP Exchange Protocol Over HTTP

The Composite Capability/Preference Profiles (CC/PP) defines aframework for content negotiation [CCPP]. Section 7
defines avocabulary of categories and attributes for WAP-enabled devices, and Section 8 describes how the CC/PP
document is encoded using the WAP Binary XML [WBXML] standard.

To transport CC/PP documents, or references to such profiles, over the Internet, the CC/PP Exchange Protocol Over

HTTP MAY be used. It is specified in [CCPPEX]. The CC/PP Exchange Protocol Over HTTP, referred to as CC/PP-
HTTP, isused over HTTP[HTTP] and uses the HTTP Extension Framework [HTTPext ]. The mapping onto WSP is
specified in this section and is sometimes referred to as CC/PP-WSP.

The CC/PP Exchange Protocol specifies two new request header fields (Profile, Profile-Diff) and one new response
header field (Profile-Warning). The Profile header is used to transport one or many Profile identities, URIs, from the
client to the server. This set of Profilesis used to construct the Composite Profile Information (CPI). The Profile-diff
header is used to transport changes to the CPI. This means that the Profile-Diff header must always be used together
with and referenced by the Profile header. The Profile-Warning header is used by the server to notify the client whether
the request to use Profiles was fulfilled, partly fulfilled, or not fulfilled. To extend the HTTP protocol with the new
header in astructured way, the HTTP Extension Framework MAY be used [HTTPext], however the headers defined in
Section 9.1 SHOULD be used to transport CPI.

9.2.1.2. Using WSP to Transport CC/PP Profiles

The WSP protocol has some features that cannot be found in HTTP. To reduce the size of request messages the WSP
client can cache headersin the gateway for the lifetime of a WSP session. The cached headers are called session
headers and are sent to the gateway during session establishment. The client can use the Resume operation of WSP to
update the session headers during the session. At any time the client or the gateway can terminate the session and
establish anew one, with new session headers. Moreover, the client MAY provide additional headers with each request;
these request headers are merged with the cached headers (and, possibly, other WSP headers) to generate the final CPI
that istransmitted over HTTP.

WSP uses Profile and Profile-Diff headersto convey the CPI. A Profile header contains a single URL, referencing an
externally accessible CPlI document. The Profile-Diff header contains a WBXM L-encoded CPl document. Multiple
Profile and Profile-Diff headers MAY be cached by the gateway and/or included with arequest.

The WAP gateway combines request headers with cached session headersto create HTTP requests [WAE]. The
following list summarizes the WSP header management:

If one or many Profile headers are cached in the server, the client can override all of them within the scope of a
particular request by sending one or more Profile headersin a single request message
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If one or many Profile headers, but no Profile-Diff headers, are cached in the gateway, the client can append
one or many Profile-Diff headers within the scope of a particular request by including them in a request

message.

If one or many Profile-Diff headers are cached in the gateway, the client can override all of them within the
scope of a particular request by sending one or more Profile-Diff headersin a single request message.

If one or many Profile-Diff headers, but no Profile headers, are cached in the gateway, the client can append
one or many Profile headers within the scope of a particular request by including them in arequest message.

By using the Resume function, the client can update the session headers, without establishing a new sessior?’.

9.2.1.3. Differences Between CC/PP-HTTP and CC/PP-WSP
Thefollowing are the differences between CC/PP-HTTP and CC/PP-W SP:

In the CC/PP-W SP Profile-Warning response header, the warning text is not included.

In CC/PP-HTTP, multiple profile references are transmitted in one Profile header. The header may reference
both external profiles (via a URL) or embedded profiles (via a URN containing an MD5 checksum of the
embedded profile). Embedded profiles are associated with custom headers computed from the profile's MD5
checksum. In WSP, a Profile header can only transmit one profile reference, but multiple Profile headers can
be transmitted in the same WSP header; the Profile header only references external profiles via URL. In
addition, multiple Profile-Diff headers, each containing an embedded profile, may be transmitted in the same
WSP header. No functionality is lost, because the WAP gateway is capable of generating the MD5 checksums
for the Profile-Diff documents and constructing a complete Profile header for transmission over HTTP. In the
CC/PP-WSP Profile-Diff header, the profile section must be encoded using WBXML as specified in Section 8.
In the CC/PP-HTTP Profile-Diff header, the profile section must be sent as XML text.

In the CC/PP-WSP Profile-Diff header, the profile section must be encoded using WBXML as specified in
Section 8. In the CC/PP-HTTP Profile-Diff header, the profile section must be sent as XML text.

9.2.2. Structure and Encoding of Header Fields
9.2.2.1. The Profile Header
The syntax of the Profile header SHOULD conform to the production of [1.].
[1.] Profile = Profile-field-name Profile-field-value
[2]  Profile-field-name = Short-integer [WSP]
[3.] Profile-field-value = Uri-value
Example:

0xb5 http://anyco.com/anypda 0x00

In the above example the profile URI ishttp://profile.anyuri.com/anypda. Note that 0x00 signals the end of the
URI-value string.

% Thisis not possiblein WSP 1.0.
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9.2.2.2. The Profile-Diff Header

The syntax of the Profile-Diff header MUST conform to the production of [4.]. The CC/PP-profilein production [7.]
MUST be encoded using WBXML as specified in Section 8.

[4.] Profile-diff = Profile-diff-field-name Profile-diff-field-value

[5.] Profile-diff-field-name = Short-integer [WSP]

[6.] Profile-diff-field-value = Value-length CCPP-profile

[7.] CCPP-profile = *Octet; encoded using WBXML [WBXML]
Example:

0xb6 OxXOA 0x01 0x05 0x04 ...
In the above example:

Thelengthis 10 octets: 0x0A;
The binary XML versionis 1.1: 0x01,;
The public identifier has been assigned the value of 5: 0x05; and
The character set isiso-8859-1 : 0x04
9.2.2.3. The Profile-Warning Header

The syntax of the Profile-Warning header MUST conform to the production of [8.].
[8.] Profile-warning = Profile-warning-field-name Profile-warning-value
[9.] Profile-warning-field-name = Short-integer [WSP]

[10.]  Profile-warning-value = Warn-code | ( Value-length Warn-code Warn-target *Warn-
date)

[11.] Warn-code = Short-integer

Status codes (and corresponding Short-integer values) are 100 (0x90) | 101 (0x91) |
102 (0x92) | 200 (0xa0) | 201 (Oxal) | 202 (Oxa2) | 203 (0xa3) [CCPPEX]

[12.] Warn-target = Uri-value | host [ “.” port ]
[13.] Warn-date = Date-value
Example 1:

0xb7 0x16 0x92 http://anyco.com/pda 0x00
In the above example:

The length is 22 octets (0x16)

The profile warning code is 102 (encoded as 0x92); and
The profile URI ishttp://profile.anyuri.com/anypda

No dateis provided
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Example 2:
0xb7 0x92

In the above example, only the warning codeis sent.

9.2.3. Protocol Procedures
9.2.3.1. Session Establishment

The following procedureis used to establish a WSP session that uses User Agent Profiles:

[14.] Toindicate support for User Agent Profiles, the client MUST include the Profile header in
the connect message.

[15.] If the server responds with the Profile Warning Header (set to warning code 100), the
gateway MUST forward this to the client.

[16.] If the client does not receive the Profile-Warning header with the warning code 100, it MUST
NOT send any additional User Agent Profile headers during the WSP session.

During the session the client can use the Resume procedure to update the session header [WAE] .

Session headers are cached in the gateway for the duration of the WSP session [WSP]. When the gateway generates
HTTP request messages it combines the headers from the request message with the headersin the session's cache,
according to therulesin section 9.2.3.2

9.2.3.2. Combining Session and Request Headers

Upon reception of a WSP request, the WAP gateway combines the request headers with the cached WSP session
headers. Theresultisalist of WSP headers that getstranslated into one HTTP request, see section 9.2.3.3. The
following procedureis used to combine the request headers with the cached session headersinto one list of headers:

“ Thisis not possiblein WSP version 1.0.
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[17.]  Headersfrom the WSP request MUST override cached WSP session headers according to
therulesfor client headers defined in [WAE].

[18.] If, after the previous operation, both request headers and session headers are present in the list
of headers, request headers MUST follow after session.

Since request headers are appended to the list after the session headers, request headers will take precedence over
session headersif the headers are applied to the profile in the same order as they are transported.
Example 1:

I'n this example, both request and session headers remain after the WSP reguest and the WSP session have been
combined. In the result, the request header comes after the session headersin the list.

CC/PP cached session headers:

Profile: URIX
Profile: URyY
CC/PP request header:

Profile-Diff: 0x01 0x05 0x04 OxBB
Will result in:

Profile: URIXx
Profile: URyY
Profile-Diff: 0x01l 0x05 0x04 OxBB

Example 2:
In this example, the request headers override all session headers.
CC/PP cached session headers:

Profile: URIX
Profile: URly
CC/PP request header:

Profile: URIz
Profile-Diff: 0x01l 0x05 0x04 OxBB

Will result in:

Profile: URIz
Profile-Diff: 0x01l 0x05 0x04 0OxBB

9.2.3.3. Header Translation Between CC/PP-WSP and HTTP

Optionally, the WAP gateway MAY forward WSP requests as HTTP 1.1 requests [WAE]. Inforwarding the request,
the gateway MUST forward all CC/PP-WSP headers (defined in Section 9.2.2 and resolved at the gateway according to
therules of Section9.2.3.2) asW-HTTP headers (defined in section 9.1) according to these rules:
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[19.]

[20.]

[21.]

[22.]

Each CC/PP-WSP Profile-Diff header field is translated into exactly one W-HTTP x-wap-
profile-diff header field. The HTTP Profile-Diff headers are generated dynamically as
specified in [CCPPex]. WBXML encoding of the profile section MUST be decoded, leaving
the profile section as XML text.

A single W-HTTP x-wap-profile header field is generated as specified in [CCPPex] by listing
the values of each CC/PP-W SP Profile header and the values of each dynamically generated
W-HTTP x-wap-profile-diff header. The ordering of thislist preserves the ordering of the
corresponding WSP Profile and/or Profile-Diff headersin the WSP setup/Resume and WSP
request messages, as appropriate.

One W-HTTP x-wap-profile-war ning response header is translated into exactly one CC/PP-
WSP Profile-War ning response header. The warning text from the W-HTTP header is not
translated.

The client that wants to convey Accept header information MUST do so through standard
WSP headers, such as Accept, Accept-Charset, and Accept-Language. Information contained
in these headers MUST constitute part of the CPI.

In forwarding the HTTP request and generating the W-HTTP x-wap-profile and x-wap-profile-diff headers, the gateway
MAY insert additional profile information into the request. If provided, this additional information MUST be presented
by appending to the end of the x-wap-profile header either aURI or adynamically generated x-wap-pr ofile-diff header
identifier. Accordingly, acompliant gateway MAY therefore introduce an x-wap-profile (and, if necessary, x-wap-
profile-diff header) on behalf of aclient whose WSP session has no cached Profile or Profile-Diff headers. This support
enables agateway to support User Agent Profiles on behalf of client devicesthat are otherwise unable to convey profile

information.

Example:

The WSP headers:

Profile: URIX

Profile-Diff: 0x01 Ox05 0x04 OxAA

Profile: URly

Profile-Diff: 0x01 O0x05 0x04 0xBB
Aretranslated into the following HTTP headers?

x-wap-profile: “URI x”, “1-uKdjJHuhjHuUuj”, “URlYy”, “2-jdsjhUH suH U
x-wap-profile-diff: 1;<?xm version="1.0"?><RDF>AA. ..
x-wap-profile-diff: 2;<?xm version="1.0"?><RDF>BB. ..

® The value of the Profile-diff di gest isnot real, see [CCPPex].
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10. Origin Server Behaviour

This section is informative.

From the gateway to the origin server, the User Agent Profileistransported over the Internet. In the WAP architecture
specification, and as specified in Section 9.2.3.3, HTTP is assumed to be the transport mechanism for Internet-related
information, using the HTTP 1.1 mechanisms for header management and caching [WAE].

The transmission of profilesinformation is described in section 9.

A combination of the following components may be necessary to implement an Internet server capable of receiving
User Agent Profile information:

AHTTP1.1server [HTTP]
The HTTP 1.1 Extension Framework [HTTPext]
The CC/PP Exchange Protocol [ CCPPex]

Upon receiving a User Agent Profile, an origin server may do the following (architecture is described in Figure
5.1):

Retrieve profile from the profile repository

Parse the profile

Validate the syntax of the profile

If error condition occurs inform gateway/proxy with the proper error code as specified in Section 0

Resolve attribute values by applying overriding rules and default values, applying the algorithm described in
Section 6.4

Validate the attribute val ue types
Customize content according to the information contained within the profile
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11. Deployment Considerations

This section is informative.

End-to-end systems supporting User Agent Profiles will depend upon the support of many of the elementsin the WAP
architecture:

Client devices may need to store, generate, and transmit profile information.
Gateways need to forward profile information to proxies or servers.

Proxies may need to modify some of the profile information according to services that they provide, or they
may need to tailor their provided services according to the client's profile information. They may also provide
profile persistence or caching services.

Servers may need to utilize the profile information to help adapt content that isto be provided to the client
device.

A variety of schemes may be used to provision and maintain the profile information. Designation of these methods and
approaches is beyond the scope of this specification. However, this section outlines some concepts that may need to be
taken into consideration in the preparation and deployment of a UAProf capable system.

The possible uses of CC/PP are described by the W3C in [CCPF].

11.1. Client Support

It isclear that this specification will not be applied to initial WAP products which conform to the WAP 1.1
specifications. For backward compatibility, therefore, future systemswill need to support clients and gateways that are
unaware of User Agent Profiles. Similarly, support for one-way and broadcast service paradigms will create service
models different than that for web browsing. Generally, therefore, client device support for User Agent Profiles will
take various forms and will need to be supported in avariety of ways.

11.1.1. Client Devices Not Supporting User Agent Profiles

For those devices that do not directly support or cannot transmit UAProf information, indirect support may be provided
by the gateway. It may be possible to have a static profile provisioned at the gateway by acarrier or service provider.
This profile would be presented by WAP gateways to proxies and servers on behalf of the device(s) involved. The client
devicein this case does not require any special provisioning or support for this service.

The WAP gateway may also support dynamic, customized profiles on behalf of these |legacy devices and one-way
devices. For example, the WAP gateway may apply adynamically generated profile according to the particular device
ID or subscriber invoking the service.

11.1.2. Client Devices Supporting User Agent Profiles

For those devices that provide UAProf capabilities, the support may take different forms and therefore demand various
provisioning schemes. Some devices may only support a static profile header which is transmitted during WSP session

invocation or on sending HT TP request. Other devices may also be able to collect and send user preference information
during the WSP session invocation or on sending HT TP request.

11.1.2.1. Static Header Support

For some client devices, afixed header may be utilized to support the UAProf Profile header reported during WSP
session creation or on sending HTTP request by using the HT TP extension framework. And for some other client
devices, afixed header may be utilized to support the UAProf x-wap-profile header reported on sending HTTP request.
This fixed header may be common for all devices of the same model or may be somewhat individualized for each
device. A profile could be loaded into non-volatile memory by the manufacturer, network operator, or service provider.
Typically, this profile would simply be a URI reference to a shared set of preference data stored on some repository on
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behalf of all such devices. This shared set of profile information would likely be deployed by the manufacturer, network
operator, or service provider to cover the service characteristics that they wish to enable.

Depending on the number of devices that share the static profile, the supplied URI may itself become a de-facto
preference indicator for proxies or origin servers. For example, areference to aprofile at
http://profile.anyuri.com/anypda that would be invoked by millions of client devices eventually could lead to content
shaping operations based upon the URI itself rather than upon the particular profile attributes that the URI references.
This could lead to a misuse of the UAProf capability because, strictly speaking, the profile referenced by the URI could
change arbitrarily at its server, thereby leading to incorrect behavior at the proxies or origin servers. Consequently,
once aURI emerges as amoniker to represent a default profile, care must be taken not to modify the profile that the
URI references.

Anindividualized URI for the static profile could be stored on each device. Thiswould provide the opportunity to have
some particular device-specific information stored within the profile.

Alternatively, the entire static profile may be stored on the client. The definition of the valuesin such a schema may be
performed in several ways: preset by the manufacturer during production; hardcoded in the user agent software;
programmed by the network operator or service provider at time of subscriber |ease/purchase; and/or, programmed
over-the-air by the network operator or service provider. The methods that may be devel oped are beyond the scope of
this specification.

11.1.2.2. Session-Constant Support

The client device may have the capability to dynamically construct its profile and present that profile during the WSP
session creation. The profile would be used throughout the WSP session lifetime.

The profile attributes delivered by the device may be user alterable or may be pre-set by the device manufacturer,
network operator, or service provider. For example, a device may permit the user to select the default language (e.g.
English, French, or German) but may prevent the user from altering certain other profile attributes, including the URI
representing the basic characteristics of the device or network. The techniques for changing these attributes may differ:
auser interface or form may be used for the user-modifiable values, and an over-the-air scheme may be used for the
server-managed values. The methods that may be devel oped are beyond the scope of this specification.

11.1.2.3. Request-Specific Support

For more dynamic profile updates during the WSP session, the client device needs to support the Profile-Diff header
scheme. And when using UAProf over W-HTTP, each profile is Request-Specific.

For example, a user agent, like a browser, may allow the subscriber to indicate a preference for images. By changing the
preference, the user agent would have tosend an update over the WSP session indicating the change so that it could be
included in the cached profile at the WAP gateway. Depending on the user interface model of the user agent, the change
may be temporary (for the current WSP request) or more long term (service toggle). These would bereflected in
whether the new attribute value is sent within a Profile-Diff included in a WSP request or a WSP Resume operation.

The device may update the cached session profile without direct user intervention. For example, a phone could be
designed to block a user agent's access to the audio services while acall isin progress. When atelephone call is made,
the device may send an updated Profile-Diff to the WAP gateway or the Origin Server to indicate that the user agent no
longer has access to audio capabilities.

11.2. Repository Support

A profilerepository typically would be an HTTP server that provides UAProf CPI elements upon request. UAProf
profiles may reference data stored in repositories provided and operated by the subscriber; network operator; gateway
operator, device manufacturer; or service provider. It is expected that there will be avariety of mechanisms put into
placeto create and manage the datain such repositories:
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Manufacturers and software vendors may provide static profile resources that describe the client devices that
they produce. Such profiles will describe the hardware and standard software elements that exist on the client
devices.

Network operators may provide profile information that includes network characteristics, and gateway
operators may provide profile information that defines permitted service levels through the communications
infrastructure. Some of these operators may provide additional services enabling the storage of user preference
information.

Subscribers may look to other entities to store preference information.

Service providers, including enterprise IT managers, may create profile repositories that reflect the needs of
their hosted applications or services.

Independent of the content of the stored profile, policy controls may be imposed that limit what profile information is
delivered to a particular requester. Any such limits, or methods employed to ensure compliance, are beyond the scope

of this specification.

The specification of an architectural element that can be used as a profile repository is not in the scope of this
document.

11.3. Interim Proxy Support

The CC/PP working group describesin [CCPP] how proxies can be used to do content adaptation and transformation.
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Appendix A. User Agent Profile Schema

This section is normative.

This section specifies the schema and base vocabulary for WAP User Agent Profiles. The schemais expressed in RDF

and encoded in XML, and it includes semantic descriptions of all attributes identified in the vocabulary. However, a
profile that conforms to the schema is not required to instantiate all attributes contained in the schema. Because of
limitationsin the existing XML and RDF standards, certain information in the schema such as attribute type is currently
described in the form of RDF or XML comments. For the purposes of determining whether a profile conforms to this
specification, the entire schema — including comments — is considered normative. In future versions of this
specification, information currently contained within comments is likely to be described more formally using standard
XML and/or RDF methods.

<?xm version="1.0"?>
<rdf: RDF xm ns:rdf ="http://ww. w3. or g/ 1999/ 02/ 22-r df - synt ax- ns#"
xm ns: rdf s="htt p: // ww. w3. or g/ 2000/ 01/ r df - schema#"
xm ns: prf="http://ww. wapf orum or g/ prof i | es/ UAPROF/ ccppschema- 20010430#" >

<rdf: Description | D="Conponent">
<rdf:type resource="http://ww. w3. org/ 2000/ 01/ r df - schema#d ass"/ >
<rdfs: subd assO rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Resour ce"/ >
<rdf s: | abel >Conponent </ r df s: | abel >
<rdf s: conment >
A Conponent within the COPP Schema is a class of related properties
that describe the capabilities and preferences information.
</ rdfs: comment >

</rdf: Description>

<|__ khkkkhkkhkkhkkhkkhkhkhkhhhhhkhkhhhhhhhhhhhdhdhhdhdhdhdhdhhhddddhhhdhhhhhhhhkhhhkhkhkkkkkkk*x*%x ->

<l-- ***** Properti es shared anong the conponents***** ..>

<rdf: Description | D="conponent">
<rdf:type resource="http://ww.w3. or g/ 2000/ 01/ r df -
schena#Property"/ >
<rdf s: | abel >conponent </ rdfs: | abel >
<rdf s: comment >
The conponent attribute links the various conponents to the root node
(profile).
</ rdfs: comrent >
</rdf: Description>

<rdf: Description | D="defaul t s">
<rdfs:type rdf:resource="http://ww:. w3. org/ 2000/ 01/ r df -
schena#Property"/ >
<rdf s: domai n rdf:resource="#Har dwarePl at f orni'/ >
<rdf s: domai n rdf:resource="#Sof t warePl at f orni'/ >
<rdf s: domai n rdf:resource="#WapCharacteristics"/>
<rdf s: domai n rdf:resource="#Browser UA"/ >
<rdf s: domai n rdf:resource="#NetworkCharacteristics"/>
<rdf s: domai n rdf:resource="#PushCharacteristics"/>
<rdfs: coment >
An attribute used to identify the default capabilities.
</ rdf s: comment >
</rdf: Description>

<|__ kkkkkhkkhkkhkkhkkhkkhkkhkkhkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkk*k*x*x -—>

<l-- **xx* Cpnponent Definitions ***** -.>

<rdf: Description | D="HardwarePl at f orni >
<rdf:type resource="http://ww. w3. org/ 2000/ 01/ r df - schema#d ass"/ >
<rdf s: subd assOf rdf:resource="#Conponent"/ >
<rdf s: | abel >Conponent : Har dwar ePl at f or nx/ rdf s: | abel >
<rdf s: comment >
The Har dwar ePl at f or m conponent contai ns properties of the device's
Hardwar e, such as display size, supported character sets, etc.
</ rdf s: comrent >
</rdf: Description>
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<rdf: Description | D="Sof t war ePl at f or ni' >
<rdf:type resource="http://ww. w3. org/ 2000/ 01/ r df - schema#d ass"/ >
<rdf s: subd assOf rdf:resource="#Conponent"/ >
<rdf s: | abel >Conponent: Sof t warePl at f or nx/rdf s: | abel >
<rdf s: comment >
The Sof t war ePl at f or m conponent contai ns properties of the device's
application environnment, operating system and installed software.
</ rdf s: coment >
</rdf: Description>

<rdf: Description | D="Browser UA">
<rdf:type resource="http://ww. w3. org/ 2000/ 01/ r df - schema#d ass"/ >
<rdf s: subd assO rdf:resource="#Conponent"/ >
<rdf s: | abel >Conponent: Browser UA</rdf s: | abel >
<rdf s: comment >
The Browser UA conponent contains attributes related to the browser
user agent running on the device.
</ rdf s: coment >
</rdf: Description>

<rdf: Description | D="NetworkCharacteristics">
<rdf:type resource="http://ww. w3. org/ 2000/ 01/ r df - schema#d ass"/ >
<rdf s: subd assOf rdf:resource="#Conponent"/ >
<rdf s: | abel >Conponent: NetworkCharacteristics</rdfs:|abel >
<rdf s: conment >
The Networ kCharacteristics conponent contains properties describing the
networ k environnent including the supported bearers.
</ rdf s: coment >
</rdf: Description>

<rdf: Description | D="WapCharacteristics">
<rdf:type resource="http://ww. w3. org/ 2000/ 01/ r df - schema#d ass"/ >
<rdf s: subd assOf rdf:resource="#Conponent"/ >
<rdfs: | abel >Conponent: WapCharacteristics</rdfs:|abel >
<rdf s: comment >
The WapCharacteristics conponent contains properties of the WAP
envi ronment supported by the device.
</ rdfs: coment >
</rdf: Description>

<rdf: Description | D="PushCharacteristics">
<rdf:type resource="http://ww. w3. org/ 2000/ 01/ r df - schema#d ass"/ >
<rdfs: subd assOf rdf: resource="#Conponent"/ >
<rdf s: | abel >Conponent: PushCharacteri stics</rdfs:| abel >
<rdf s: comment >
The PushCharacteristics conponent contains properties of the device's
push capabilities, such as supported content mme types.
</ rdfs: coment >
</rdf: Description>

<lo. *%

** |n the followi ng property definitions, the defined types
** are as foll ows:

* %

** Nunber : A positive integer

* % [O- 9]+

*x Bool ean: A yes or no val ue

> Yes| No

*x Literal: An al phanuneric string

*k [AZa-z0-9/.\-_]+

** D nension: A pair of nunbers

*x [0-9] +x[ 0- 9] +

* %

-->

<!__ R R R R R R R R R R S S S R R R R R R Ik ko ko -—>
<l-.- *x*x* Conponent: HardwarePlatform***** -.>

<rdf: Description | D="Bl uetoothProfile">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schena#Property"/ >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
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<rdf s: domai n rdf:resource="#Har dwarePl at f or nmi'/>
<rdfs: coment >

Description: Supported Bluetooth profiles as defined in the Bluetooth specification

[BLT].
Type: Literal (bag)
Resol uti on: Locked
Exanpl es: "di al up", "lanAccess"

</ r df s: comment >
</rdf: Description>

<rdf: Description | D="BitsPerPixel ">

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf: resource="#Har dwar ePl at f or ni'/ >
<rdf s: conment >
Description: The nunber of bits of color or grayscale information per
pi xel, related to the nunber of colors or shades of gray
the devi ce can displ ay.

Type: Nunber
Resol uti on: Override
Exanpl es: "', 8"

</ rdfs: cooment >
</rdf: Description>

<rdf: Description | D="Col or Capabl e" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Har dwar ePl at f orni'/ >
<rdf s: comment >
Description: |Indicates whether the device's display supports color.
"Yes" means color is supported. "No" neans the display
supports only grayscal e or black and white.

Type: Bool ean
Resol uti on: Overri de
Exanpl es: "Yes", "No"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="CPU'>

<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Har dwar ePl at f orni'/ >
<rdf s: comment >
Description: Nane and nodel nunber of the device CPU

Type: Literal
Resol uti on: Locked
Exanpl es: "Pentiumll11", "PowerPC 750"

</ rdf s: conment >
</ rdf: Description>

<rdf: Description | D="1 mageCapabl e" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Hardwar ePl at f orni'/ >
<rdf s: comment >
Description: |Indicates whether the device supports the display of
images. |If the value is "Yes", the property CcppAccept
may |ist the types of inmages support ed.

Type: Bool ean
Resol uti on: Locked
Exanpl es: "Yes", "No"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="1nput Char Set" >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: domai n rdf:resource="#Har dwar ePl at f orn{'/ >
<rdf s: conment >
Description: List of character sets supported by the device for text
entry. Property's value is a list of character sets,
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where each itemin the list is a character set nane, as
regi stered with | ANA

Type: Literal (bag)
Resol uti on: Append
Exanpl es: "US-ASCl 1", "ISO8859-1", "Shift_JIS'

</ rdf s: comment >
</rdf: Description>

<rdf: Description | D="Keyboard">
<rdf:type rdf:resource="http://ww.w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdfs: domai n rdf:resource="#Har dwar ePl at f orn{'/ >
<rdf s: conment >
Description: Type of keyboard supported by the device, as an indicator
of ease of text entry.

Type: Literal
Resol uti on: Locked
Exanpl es: "Di sanbi guating”, "Qnerty", "PhoneKeypad"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="Model ">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdfs: domai n rdf:resource="#Har dwarePl at f orni'/ >
<rdf s: conment >
Description: Mdel nunber assigned to the terninal device by the
vendor or nanufacturer.

Type: Literal
Resol uti on: Locked
Exanpl es: "Mustang GI", "@Q@30"

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="Nunber O Sof t Keys" >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Har dwar ePl at f orni'/ >
<rdf s: comment >
Description: Nunber of soft keys available on the device.

Type: Nunmber
Resol uti on: Locked
Exanpl es: g no

</ rdf s: comment >
</rdf: Description>

<rdf: Description | D="Cut put Char Set " >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: domai n rdf:resource="#Har dwar ePl at f or nf/ >
<rdf s: conment >
Description: List of character sets supported by the device for

output to the display. Property value is a list of

character sets, where each itemin the list is a

character set name, as registered with | ANA

Type: Literal (bag)
Resol uti on: Append
Exanpl es: "US-ASCl 1", "1SO8859-1", "Shift_JIS'

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="Pi xel Aspect Rati 0" >
<rdf:type rdf :resource="http://www. w3. or g/ 2000/ 01/ r df -
schena#Property"/>
<rdf s: donai n rdf:resource="#Hardwar ePl at f or ni'/ >
<rdf s: comment >
Description: Ratio of pixel width to pixel height.

Type: Di nensi on
Resol uti on: Locked
Exanpl es: "1x2"

</ rdf s: conment >
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</rdf: Description>

<rdf: Description | D="PointingResol uti on">
<rdf:type rdf:resource="http://ww.w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Hardwar ePl at f orni'/ >
<rdf s: conment >
Description: Type of resolution of the pointing accessory supported
by the device.

Type: Literal
Resol uti on: Locked
Exanpl es: "Character", "Line", "Pixel"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="ScreenSi ze">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schena#Property"/ >
<rdf s: donai n rdf:resource="#Hardwar ePl at f or ni'/ >
<rdf s: comment >
Description: The size of the device's screen in units of pixels,
conposed of the screen width and the screen height.

Type: Di mensi on
Resol uti on: Locked
Exanpl es: "160x160", "640x480"

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="ScreenSi zeChar" >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Har dwar ePl at f orni'/ >
<rdf s: conment >
Description: Size of the device's screen in units of characters,

conposed of the screen width and screen height. The

devi ce's standard font should be used to determne

this property's value. (Nunber of characters per

row) x(Nunber of rows). In calculating this attribute

use the largest character in the device's default font.

Type: Di mensi on
Resol ution: Locked
Exanpl es: "12x4", "16x8"

</ rdf s: comment >
</rdf: Description>

<rdf: Descri ption | D="St andar dFont Proporti onal ">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >

<rdf s: domai n rdf:resource="#Har dwarePl at f orni'/ >
<rdf s: comment >

Description: Indicates whether the device's standard font is
proportional .

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdf s: conment >
</ rdf: Description>

<rdf: Descri ption | D="SoundCQut put Capabl e" >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schena#Property"/>
<rdf s: donmai n rdf:resource="#HardwarePl atform"/>
<rdf s: conment >
Description: |Indicates whether the device supports sound out put
through an external speaker, headphone jack, or other
sound out put mechani sm

Type: Bool ean
Resol uti on: Locked
Exanpl es: "Yes", "No"

</ rdf s: conment >
</rdf: Description>
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<rdf: Description | D="Text| nput Capabl e" >
<rdf:type rdf:resource="http://ww.w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Hardwar ePl at f or ni'/ >
<rdf s: comment >
Description: Indicates whether the device supports al pha-nuneric text

entry. "Yes" means the device supports entry of both

letters and digits. "No" neans the device supports only

entry of digits.

Type: Bool ean
Resol uti on: Locked
Exanpl es: "Yes", "No"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="Vendor">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schena#Property"/ >
<rdf s: domai n rdf:resource="#HardwarePl at f orni'/ >
<rdf s: comment >
Description: Name of the vendor manufacturing the term nal device.

Type: Literal
Resol uti on: Locked
Exanpl es: "Ford", "Lexus"

</ rdf s: conment >
</rdf: Descripti on>

<rdf: Descri ption | D="Voi cel nput Capabl e" >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: domai n rdf:resource="#Har dwarePl at f orni'/ >
<rdf s: comment >
Description: |Indicates whether the device supports any form of voice
i nput, including speech recognition. This includes voice-
enabl ed browsers.

Type: Bool ean
Resol uti on: Locked
Exanpl es: "Yes", "No"

</ rdf s: comment >
</rdf: Description>

<|__ EEE R R R EEEEEEEETEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE R R R R R R R -->

<l-- ****%% Conponent: SoftwarePlatform***** ..>

<rdf: Descri ption | D="Accept Downl oadabl eSof t war e" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schena#Property"/ >
<rdf s: donmai n rdf:resource="#Sof t warePl at f orni'/ >
<rdf s: conment >

Description: Indicates the user's preference on whether to accept
downl oadabl e sof tware.

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdf s: comrent >
</ rdf: Description>

<rdf: Description | D="Audi ol nput Encoder" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: donai n rdf:resource="#Sof t war ePl at forni'/>
<rdf s: conment >
Description: List of audio input encoders supported by the device.

Type: Literal (bag)
Resol uti on: Append
Exanpl e: "G 711"

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="CcppAccept">

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
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<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdfs: domai n rdf:resource="#Sof t warePl at f orn{'/ >
<rdf s: conment >

Description: List of content types the device supports. Property
value is a list of MM types, where each itemin the
list is a content type descriptor as specified by

RFC 2045.
Type: Literal (bag)
Resol uti on: Append
Exanpl es: "text/htm", "text/plain", "text/htm", "inmage/gif"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="CcppAccept-Charset">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schena#Property"/ >

<rdf:type rdf:resource="http://wwm w3. or g/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: donai n rdf:resource="#Sof t war ePl at f orni'/ >
<rdf s: conment >
Description: List of character sets the device supports. Property
value is a list of character sets, where each itemin
the list is a character set nane registered with | ANA

Type: Literal (bag)
Resol uti on: Append
Exanpl es: "US-AsCl 1", "1SO8859-1", "shift_JIS'

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="CcppAccept-Encodi ng">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: domai n rdf:resource="#SoftwarePl at f orni'/>
<rdf s: comment >
Description: List of transfer encodings the device supports.
Property value is a list of transfer encodings, where
each itemin the list is a transfer encodi ng name as
speci fied by RFC 2045 and registered with | ANA

Type: Literal (bag)
Resol uti on: Append
Exanpl es: "base64", "quoted- printable"

</ rdfs: comrent >
</rdf: Description>

<rdf: Description | D="CcppAccept-Language" >
<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Seq"/ >

<rdf s: domai n rdf:resource="#Sof t warePl at f orni'/ >
<rdfs: coment >

Description: List of preferred document |anguages. |If a resource is
available in nore than one natural |anguage, the server
can use this property to determ ne which version of the
resource to send to the device. The first itemin the
l'ist shoul d be considered the user's first choice, the
second the second choice, and so on. Property value is
a |list of natural |anguages, where each itemin the |ist
is the nane of a | anguage as defined by RFC 3066] RFC3066] .

Type: Literal (sequence)
Resol uti on: Append
Exanpl es: "zh-CN', "en", "fr"

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="Downl oadabl eSof t war eSupport" >

<rdf:type rdf:resource="http://wmw w3. or g/ 2000/ 01/ r df -
schena#Property"/ >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdfs: domai n rdf:resource="#Sof t warePl at f orn{'/ >
<rdf s: comment >
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Description: List of executable content types which the device
supports and which it is willing to accept fromthe
network. The property value is a list of MME types,
where each itemin the list is a content type
descriptor as specified by RFC 2045.

Type: Literal (bag)
Resol uti on: Locked
Exanpl es: "appl i cati on/ x- nsdos - exe"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="JavaEnabl ed" >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdfs: domai n rdf:resource="#Sof twarePl at f orm'/ >
<rdf s: comment >

Description: Indicates whether the device supports a Java virtual
nmachi ne.

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="JavaPl at f or ni' >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >

<rdfs: domai n rdf:resource="#Sof twarePl atform'/>

<rdf s: comment >

Description: The list of JAVA platfornms and profiles installed in the device. Each itemin the

list is a name token describing conpatibility with the name and version of the java platform
specification or the nane and version of the profile specification nane (if profile is included in
t he devi ce)

Type: Literal (bag)
Resol uti on: Append
Exanpl es: "Pjava/1.1.3-conpatible", "M DP/1.0-conpatible", "J2SE/ 1.0-conpati bl e"
</rdf s: comrent >
</rdf: Description>

<rdf: Description | D="JVWer si on">
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schena#Property"/ >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: donai n rdf:resource="#Sof t war ePl at f or ni'/ >
<rdf s: comment >
Description: List of the Java virtual machines installed on the
device. Each itemin the list is a nanme token descri bing
the vendor and version of the WM

Type: Literal (bag)
Resol uti on: Append
Exanpl es: "SunJRE/ 1. 2", "MBIJWM 1.0"

</ rdf s: conment >
</ rdf: Description>

<rdf: Description | D="MexeC assnar ks" >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >

<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df - schena#Bag"/ >

<rdfs: donai n rdf:resource="#SoftwarePl atform"/>

<rdf s: conment >
Description: List of MExE classmarks supported by the device. Value "1" nmeans the MEXE device
supports WAP, value "2" neans that MEXE device supports Personal Java and val ue "3" neans that MExE
devi ce supports M DP applications.

Type: Literal (bag)
Resol uti on: Locked
Exanpl es: "t "3t

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="MexeSpec">
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<rdf:type rdf:resource="http://wwm. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >

<rdf s: domai n rdf:resource="#Sof twarePl at f orm'/ >
<rdf s: conment >
Description: Cass mark specialization. Refers to the first two
digits of the version of the MEXE Stage 2 spec.

Type: Literal
Resol uti on: Locked
Exanpl es: "7.02"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="MexeSecur eDomai ns" >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Sof t war ePl at f orni'/ >
<rdf s: conment >
Description: |ndicates whether the device's supports MEXE security donmins. "Yes"
means that security domains are supported in accordance with MEXE specifications identified by the

MexeSpec attribute. "No" means that security donains are not supported and the device has only
untrusted donain (area).

Type: Bool ean
Resol uti on: Locked
Exanpl es: "Yes", "No"

</ rdf s: conment >
</rdf: Descripti on>

<rdf: Descri ption | D="OSNane" >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdfs: domai n rdf:resource="#Sof twarePl at f orni'/ >
<rdf s: comment >
Description: Name of the device's operating system

Type: Literal
Resol uti on: Locked
Exanpl es: "Mac OS', "Wndows NT"

</ rdfs: coment >
</rdf: Description>
<rdf: Description | D="08Vendor" >

<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdfs: donai n rdf:resource="#Sof t warePl atforn'/>
<rdf s: comment >
Description: Vendor of the device's operating system

Type: Literal
Resol uti on: Locked
Exanpl es: "Apple", "Mcrosoft"

</ rdf s: conment >
</ rdf: Description>

<rdf: Description | D="08Version">

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Sof t war ePl at f or ni'/ >
<rdf s: comment >
Description: Version of the device's operating system

Type: Literal
Resol uti on: Locked
Exanpl es: "6.0", "4.5"

</ rdf s: coment >
</rdf: Description>
<rdf: Description | D="Reci pi ent AppAgent ">

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Sof t war ePl at f or ni'/ >
<rdf s: conment >
Description: User agent associated with the current request. Val ue
shoul d natch the nanme of one of the conponents in the
profile. A conponent nane is specified by the ID
attribute on the prf: Conponent el enent containing the
properties of that conponent.
Type: Literal
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Resol uti on: Locked

Exanpl es: " Br owser Mai | "
</ rdf s: conment >

</rdf: Description>

<rdf: Description | D="Sof t war eNurber " >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >

<rdf s: domai n rdf:resource="#Sof t warePl at f orni'/ >
<rdfs: coment >
Description: Version of the device-specific software (firmware) to
whi ch the device' s | ow | evel software conforns.

Type: Literal
Resol uti on: Locked
Exanpl es: "2"

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="Vi deol nput Encoder" >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: donai n rdf:resource="#Sof t war ePl at f or ni'/ >
<rdf s: conment >
Description: List of video input encoders supported by the device.

Type: Literal (bag)
Resol uti on: Append
Exanpl es: "MPEG-1", "MPEG-2", "H 261"

</ rdf s: conment >
</rdf: Description>

<| P S R R R S S R O

<l-- xxxxx Conponent: NetworkCharacteristics ***** -.>

<rdf: Description | D="Support edBl uet oot hVer si on" >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schena#Property"/ >
<rdf s: domai n rdf:resource="#Net wor kCharacteristics "/>
<rdf s: comment >
Description: Supported Bl uetooth version.

Type: Literal
Resol uti on: Locked
Exanpl es: "1.0"

</ rdfs: conment >
</rdf: Description>

<rdf: Description | D="Current Bearer Servi ce">

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property" />
<rdf s: donai n rdf:resource="#Net workCharacteristics"/>
<rdf s: conment >
Description: The bearer on which the current session was opened.
Type: Literal
Resol uti on: Locked

Exanpl es: "OneVaySMs*, "GUTS', "TwoWayPacket"
</ rdfs: coment >

</rdf: Description>

<rdf: Description | D="SecuritySupport">
<rdf:type rdf:resource="http://ww.w3. or g/ 2000/ 01/ r df -
schema#Property"/ >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Bag"/ >

<rdfs: domai n rdf:resource="#NetworkCharacteristics"/>
<rdfs: coment >

Description: List of types of security or encryption nechani sms supported by the device.
Type: Literal (bag)

Resol uti on: Locked

Exanpl e: "WILS-1", WILS 2", "WILS 3", "signText", "PPTP"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="SupportedBearers">
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<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: domai n rdf: resource="#NetworkCharacteristics"/>
<rdf s: conment >
Description: List of bearers supported by the device.

Type: Literal (bag)
Resol uti on: Locked
Exanpl es: "GPRS', "@JIS', "SM5', CSD', "USSD'

</ rdf s: conment >
</rdf: Description>

<|__ IR E R R R R R R R R RS R R RS R RS SRS S SRS EEEEEE R R R R R R R R R EEEEEEE -->

<l-- ***x* Conponent: BrowserUA ***** _.>

<rdf: Description | D="Browser Nane" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdfs: domai n rdf:resource="#Browser UA"/ >
<rdf s: conment >
Description: Name of the browser user agent associated with the
current request.

Type: Literal
Resol uti on: Locked
Exanpl es: "Mozilla", "MSIE', "WAP42"

</ rdf s: conment >
</rdf: Descripti on>

<rdf: Description | D="Browser Version">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Browser UA"/ >
<rdf s: comment >
Description: Version of the browser.

Type: Literal
Resol uti on: Locked
Exanpl es: "1.0"

</ rdf s: comment >
</rdf: Description>

<rdf: Descri ption | D="Downl oadabl eBr owser Apps" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schena#Property"/ >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: donai n rdf:resource="#Browser UA"/ >
<rdf s: comment >
Description: List of executable content types which the browser

supports and which it is willing to accept fromthe

network. The property value is a list of MME types,

where each itemin the list is a content type

descriptor as specified by RFC 2045.

Type: Literal (bag)
Resol uti on: Append
Exanpl es: "application/x-java-vnijava- appl et"

</ rdf s: conment >
</ rdf: Description>

<rdf: Description | D="FranesCapabl e" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Browser UA"/ >
<rdf s: comment >

Description: |Indicates whether the browser is capable of displaying
frames.

Type: Bool ean

Resol uti on: Override

Exanpl es: "Yes", "No"

</ rdfs: comment >
</rdf: Descri pti on>

<rdf: Description I D="H m Version">
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
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<rdfs: domai n rdf:resource="#Browser UA"/ >
<rdf s: conment >
Description: Version of HyperText Markup Language (HTM.) supported
by the browser.

Type: Literal
Resol uti on: Locked
Exanpl es: "2.0", "3.2", "4.0"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="JavaAppl et Enabl ed" >
<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Browser UA"/ >
<rdf s: conment >

Description: |Indicates whether the browser supports Java applets.
Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</r df s: comment >
</rdf: Description>

<rdf: Description | D="JavaScri pt Enabl ed" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Browser UA"/ >
<rdf s: comment >

Description: Indicates whether the browser supports JavaScript.
Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="JavaScri pt Ver si on" >
<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Browser UA"/ >
<rdf s: comment >
Description: Version of the JavaScript |anguage supported by the

br owser .
Type: Literal
Resol ution: Locked
Exanpl es: "1, 4"

</ rdf s: comment >
</rdf: Description>

<rdf: Description | D="Pref erenceFor Franes" >
<rdf:type rdf:resource="http://ww.w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#Browser UA"/ >
<rdf s: conment >

Description: |Indicates the user's preference for receiving HTM
content that contains franes.

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdf s: conment >
</ rdf: Description>

<rdf: Description | D="Tabl esCapabl e" >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schena#Property"/>
<rdfs: domai n rdf:resource="#Browser UA"/ >
<rdf s: comment >

Description: |Indicates whether the browser is capable of displaying
tabl es.

Type: Bool ean

Resol uti on: Locked

Exanpl es: "Yes", "No"

</ rdf s: conment >
</rdf: Description>
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<rdf: Description | D="Xhtnl Version">
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >

<rdf s: domai n rdf:resource="#Browser UA"/ >
<rdfs: coment >

Description: Version of XHTM. supported by the browser.
Type: Literal

Resol uti on: Locked

Exanpl es: "1.0"

</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="Xhtm Mdul es">
<rdf:type rdf:resource="http://wwm. w3. or g/ 2000/ 01/ r df -
schena#Property"/ >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >

<rdf s: domai n rdf:resource="#Browser UA"/ >
<r df s: comment >

Description: List of XHTM. nodul es supported by the browser. Property
value is a |list of nodul e names, where each itemin the
list is the name of an XHTM. nodul e as defined by the
WBC docurent " Modul ari zation of XHTM.", Section 4. List
itenms are separated by white space. Note that the
referenced docunent is a work in progress. Any subsequent
changes to the nodul e nam ng conventions shoul d be
reflected in the values of this property.

Type: Literal (bag)

Resol uti on: Append

Exanpl es: "XHTM.1- struct", "XHTM.1-bl kstruct", "XHTM.1-franes"

</ rdf s: coment >

</rdf: Description>

<!__ R R R R EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEESE -——>
<l-- ***** Component: WapCharacteristics ***** .._.>
<rdf: Description | D="Support edPi ct ogr antet " >
<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: donai n rdf:resource="#WapCharacteristics"/>
<rdf s: comment >
Descri ption:

Pi ct ogram cl asses supported by the device as defined in "WAP Pi ct ogram speci fication"
Type: Literal (bag)

Resol ution: Append
Exanpl es:
</ rdf s: cooment >

</rdf: Description>

"core", "core/operation", "hunman"

<rdf: Description | D="WapDevi ceC ass" >
<rdf:type rdf:resource="http://ww.w3. or g/ 2000/ 01/ r df -
schema#Property"/ >

<rdf s: domai n rdf:resource="#WapCharacteristics"/>
<rdf s: conment >

Description: dassification of the device based on capabilities as
identified in the WAP 1.1 specifications. Current
val ues are "A', "B" and "C'.
Type: Literal
Resol uti on: Locked
Exanpl es: A
</ rdfs: comment >
</rdf: Description>
<rdf: Description | D="WapVersi on">
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >

<rdf s: domai n rdf:resource="#WpCharacteristics"/>
<rdf s: conment >
Description: Version of WAP supported.

Type: Literal
Resol uti on: Locked
Exanpl es: "1.1", "1.2.1", "2.0"
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</ rdf s: conment >
</rdf: Description>

<rdf: Description | D="Wni DeckSi ze" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schenma#Pr operty"/ >
<rdf s: domai n rdf:resource="#WapCharacteristics"/>
<rdf s: comment >
Description: Maxi mum size of a WML deck that can be downl oaded to
the device. This may be an estinate of the nmaxi mum size
if the true maxi mum size is not known. Value is number

of bytes.
Type: Nunmber
Resol uti on: Locked
Exanpl es: "4096"

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="Wh Scri ptLi brari es">
<rdf:type rdf:resource="http://ww:. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: domai n rdf:resource="#WapCharacteristics"/>
<rdf s: comrent >

Description: List of mandatory and optional libraries supported in
the device's WWLScript VM
Type: Literal (bag)
Resol uti on: Locked
Exanpl es: "Lang", "Float", "String", "URL", "WAWLBrowser", "D al ogs", "PSTOR'

</ rdfs: comment >
</rdf: Description>

<rdf: Description | D="Wh Scri pt Ver si on" >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdfs: domai n rdf:resource="#WapCharacteristics"/>
<rdf s: comment >
Description: List of WWScript versions supported by the device.

Property value is a list of version nunbers, where

each itemin the list is a version string conform ng

to Version.

Type: Literal (bag)
Resol ution: Append
Exanpl es: "1, 12"

</ rdf s: comment >
</rdf: Description>

<rdf: Description | D="WH Version">
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: domai n rdf:resource="#WapCharacteristics"/>
<rdf s: conment >
Description: List of WW | anguage versions supported by the device.
Property value is a |list of version nunbers, where
each itemin the list is a version string conform ng

to Version.
Type: Literal (bag)
Resol uti on: Append
Exanpl es: "1.1", "2.0"

</ rdf s: conment >
</rdf: Description>

<rdf: Description |ID="Wai Li braries">

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdfs: domai n rdf:resource="#WapCharacteristics"/>
<rdf s: conment >
Description: List of WIAI network common and network specific
l'ibraries supported by the device.
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Property value is a list of WIA |ibrary names, where each

itemin the list list is alibrary nane as specified by

"WAP WTAI " and its addenduns. Any future addendunms to "WAP WTAI" shoul d be
reflected in the values of this property.

Type: Literal (bag)
Resol uti on: Locked
Exanpl es: "WIAVoi ceCal | ", "WIANet Text", "WAPhoneBook",

"WFACal | Log", "WIAM sc", "WFAGSM', "WAl S136", "WIAPDC'
</ rdf s: conment >

</rdf: Description>

<rdf: Description | D="W aVer si on">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schena#Property"/ >
<rdf s: domai n rdf:resource="#WapCharacteristics"/>
<rdf s: comment >
Description: Version of WA user agent.

Type: Literal
Resol uti on: Locked
Exanpl es: "1.1"

</ rdf s: conment >
</rdf: Description>

<| . Kkkkkkkkkkkkkkkhkhkhkhkhkhkhkhhhhhhhhhhhhhdhhdhhhhhhdhhddkdkdxdxdxdxdxdxdxdxkxkxkkxkx*x*x%x%

<l-- ***** Conmponent: PushCharacteristics ***** -.>

<rdf: Description | D="Push-Accept">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Bag"/ >
<rdf s: donai n rdf:resource="#PushCharacteristics"/>
<rdf s: conment >
Description: List of content types the device supports, which can be carried

inside the nessage/http entity body when OTA HITP is used.

Property value is a list of MM types, where each itemin the

list is a content type descriptor as specified by RFC 2045.

Type: Literal (bag)
Resol uti on: Override
Exanpl es: "text/htm", "text/plain", "image/gif"

</ rdf s: comment >
</rdf: Description>

<rdf: Description | D="Push-Accept - Charset">

<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schena#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schenma#Bag"/ >

<rdfs: domai n rdf:resource="#PushCharacteristics"/>

<rdf s: comrent >

Description: List of character sets the device supports. Property

value is a list of character sets, where each itemin
the list is a character set nane registered with | ANA

Type: Literal (bag)
Resol uti on: Qverride
Exanpl es: "USASCI", "ISC 8859-1", "Shift_JIS

</ rdf s: connent >
</rdf: Description>

<rdf: Description | D="Push-Accept - Encodi ng" >

<rdf:type rdf:resource="http://wmw w3. or g/ 2000/ 01/ r df - schema#Pr operty"/>

<rdf:type rdf:resource="http://wmw w3. or g/ 2000/ 01/ r df - schenma#Bag"/ >

<rdf s: donai n rdf:resource="#PushCharacteristics"/>

<rdf s: comrent >

Description: List of transfer encodings the device supports.

Property value is a list of transfer encodings, where
each itemin the list is a transfer encoding name as
specified by RFC 2045 and registered with | ANA

Type: Literal (bag)
Resol uti on: Overri de
Exanpl es: "base64", "quoted-printable"

</ rdf s: conment >
</rdf : Descri pti on>

<rdf: Description | D="Push-Accept -Language" >
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<rdf:type rdf:resource="http://wmw w3. or g/ 2000/ 01/ r df - schema#Pr operty"/>

<rdf:type rdf:resource="http://wmw w3. or g/ 2000/ 01/ r df - schema#Seq"/ >

<rdf s: domai n rdf:resource="#PushCharacteristics"/>

<rdf s: comrent >

Description: List of preferred docunment |anguages. |If a resource is

avail able in nore than one natural |anguage, the server
can use this property to determ ne which version of the
resource to send to the device. The first itemin the
l'i st should be considered the user's first choice, the
second the second choice, and so on. Property val ue is
a list of natural |anguages, where each itemin the |ist
is the nane of a language as defined by RFC 3066[ RFC3066] .

Type: Literal (sequence)
Resol uti on: Overri de
Exanpl es: "zh-CN', "en", "fr"

</ rdfs: coment >
</rdf:Description>

<rdf: Description | D="Push-Accept - Appl D' >
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df -
schema#Property"/ >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schema#Bag"/ >
<rdf s: domai n rdf:resource="#PushCharacteristics"/>
<rdf s: conment >
Description: List of applications the device supports, where each item

inthe list is an application-id on absol uteUR fornat

as specified in [PushMsg]. A wldcard ("*") may be used

to indicate support for any application.

Type: Literal (bag)
Resol uti on: Override
Exanpl es: "x-wap-appl i cati on: wi . ua", "*"

</ rdfs: coment >
</rdf: Description>

<rdf: Description | D="Push-MgSi ze" >
<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#PushCharacteristics"/>
<rdf s: comment >
Description: Maxi numsize of a push nessage that the device can
handl e. Val ue i s nunber of bytes.

Type: Nunber
Resol uti on: Override
Exanpl es: "1024", "1400"

</ rdf s: comment >
</rdf: Description>

<rdf: Description | D="Push-MaxPushReq" >
<rdf:type rdf:resource="http://wmw. w3. or g/ 2000/ 01/ r df -
schema#Property"/ >
<rdf s: donai n rdf:resource="#PushCharacteristics"/>
<rdf s: conment >
Description: Maxi num nunber of outstanding push requests that the device

can handl e.
Type: Nunber
Resol uti on: Qverride
Exanpl es: "1, "5"

</ rdf s: conment >
</ rdf: Description>
</ rdf : RDF>
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Appendix B. Summary of User Agent Profile Schema

This section is informative.

The table below summarizes the components and attributes defined within the WAP User Agent Profile schema (see

Appendix A). Thetag names put in parenthesis are deprecated.

Attribute Description Resolution Type Sample Values
Rule
Component: HardwarePlatform

Bl uet oot hProfil e Supported Bl uetooth Locked Li teral "di al up",
profiles as defined in the (bag) "l anAccess"”
Bl uet oot h specification
[BLT]

Bi t sPer Pi xel The number of bits of color | Override Nunber 2", "8
or grayscale information
per pi xel

Col or Capabl e Wet her the device display Override Bool ean Yes", "No"
supports col or

CPU Nanme and nodel nunber of Locked Li teral "PentiumlI 1",
devi ce CPU " Power PC 750"

| mageCapabl e Wet her the device supports | Locked Bool ean "Yes", "No"
the display of images

I nput Char Set Li st of character sets Append Li teral "US-ASCl I,
support ed by the device for (bag) "1 SO 8859-1",
text entry "sShift_JIS"

Keyboard Type of keyboard supported Locked Li teral " Di sanbi guati ng”
by the device , "Qnerty",

" PhoneKeypad"

Model Model nunber assigned to Locked Li teral "Mustang GT",
the term nal device by the " B0"
vendor or manufacturer

Nurmber OF Sof t Keys Nurmber of soft keys Locked Nunber 3", "2
avai | abl e on the device.

Qut put Char Set Li st of character sets Append Li teral "US-ASCl I,
supported by the device for (bag) "1 SO 8859-1",
output to the display "sShift_JIS"

Pi xel Aspect Rati o Ratio of pixel width to Locked Di mensi on | "1x2"
pi xel hei ght

Poi nti ngResol ution | Type of resolution of the Locked Li teral "Character",
poi nting accessory "Line", "Pixel"
supported by the device

ScreenSi ze The size of the device's Locked Di mensi on | "160x160",
screen in units of pixels " 640x480"

WAP Forum® Confidential

O 2001, Wireless Application Protocol Forum, Ltd.

All rights reserved




WAP-248-UAPROF-20011020-a, Version 20 October 2001

Page 70 (86)

Scr eenSi zeChar Si ze of the device's screen | Locked Di mensi on | "12x4", "16x8"
in units of characters.
(Nunber of characters per
row) x( Nunber of rows). In
calculating this attribute
use the | argest character
in the device's default
font.
SoundCQut put Capabl e | I ndi cat es whet her the Locked Bool ean "Yes", "No"
devi ce supports sound
out put
St andar dFont Propor | I ndi cat es whet her the Locked Bool ean "Yes", "No"
tional device's standard font is
proporti onal
Text | nput Capabl e I ndi cat es whet her the Locked Bool ean "Yes", "No"
devi ce supports al pha-
nuneric text entry
Vendor Nanme of the vendor Locked Literal "Ford", "Lexus"
manuf acturing the term nal
devi ce
Voi cel nput Capabl e I ndi cat es whet her the Locked Bool ean "Yes", "No"
devi ce supports any form of
voi ce input, including
speech recognition
Component: SoftwarePlatform
Accept Downl oadabl e | I ndicates the user's Locked Bool ean "Yes", "No"
Sof t war e preference on whether to
accept downl oadabl e
sof tware
Audi ol nput Encoder Li st of audio input Append Literal "G 711"
encoders supported by the (bag)
devi ce
CcppAccept Li st of content types the Append Li teral "text/htm™",
devi ce supports (bag) "text/plain",
"text/htm ",
"image/ gi f"
CcppAccept - Charset | List of character sets the | Append Literal "US-AsCl I ™,
devi ce supports (bag) "1 SO 8859-1",
"Shift_JIS
CcppAccept - Li st of transfer encodi ngs | Append Li teral "base64",
Encodi ng the devi ce supports (bag) "quot ed-
printabl e"
CcppAccept - Li st of preferred document | Append Literal "zh-CN', "en",
Language | anguages (sequence | "fr"
)
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Downl oadabl eSoftwa | Li st of executable content | Locked Literal "application/x-
r eSupport types which the device (bag) nmsdos- exe"
supports and which it is
willing to accept fromthe
net wor k
JavaEnabl ed I ndi cat es whet her the Locked Bool ean "Yes", "No"
devi ce supports a Java
virtual machine
JavaPl at f orm The list of JAVA platforns Append Literal "Pjava/l.1. 3-
and profiles installed in the (bag) conpati bl e",
devi ce. "M DP/ 1. 0-
conpati bl e",
"J2SE/ 1. 0-
conpati bl e"
JVMVer si on Li st of the Java virtual Append Literal "SunJRE/ 1. 2",
machi nes installed on the (bag) "MBJWM 1. 0"
devi ce
(Mexed assmar k) ETSI MexE cl assmar k Locked Nunber i, t2"
MexeSpec Cl ass mark specialization Locked Literal "7.02"
MexeCl assmar ks Li st of MEXE cl assmar ks Locked Li teral B
supported by the device. (bag)
MexeSecur eDonai ns | ndi cat es whet her the Locked Bool ean "Yes", "No"
devi ce supports MEXE
security donmai ns as
specified in the MEXE
speci fications
OSNane Name of the device's Locked Li teral "Mac OS',
operating system "W ndows NT"
OSVendor Vendor of the device's Locked Literal " Appl e",
operating system "M crosoft"”
OSVer si on Version of the device's Locked Li teral "6.0", "4.5"
operating system
Reci pi ent AppAgent User agent associated with | Locked Literal " Browser Mai | "
the current request
Sof t war eNurrber Version of the device- Locked Literal "2
specific software
(firmvare) to which the
device's | ow-1evel
sof tware conforns
Vi deol nput Encoder Li st of video input Append Li teral "MPEG 1",
encoders supported by the (bag) "MPEG 2",
devi ce "H 261"
Component: Networ kChar acteristics
Cur r ent Bear er Ser vi The bearer on which the Locked Li teral " OneVay SM5"
ce current session was opened "QJTS",
" TwoWayPacket "
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Securi t ySupport List of types of security or Locked Li teral "WILS- 1", WILS 2",
encrypti on mechani snms (bag) "WILS- 3",
supported by the device. "signText", "PPTP"

Support edBear er s Li st of bearers supported Locked Literal "GPRS', "@UTS",
by the device (bag) "SMB", CSD',

" USSD"

Support edBl uet oot h | Supported Bl uetooth Locked Literal "1.0"

Ver si on ver si on

Component: Browser UA

Br owser Nanme Nanme of the browser user Locked Literal "Mozilla",
agent associated with the "MSIE", "WAP42"
current request

Br owser Ver si on Version of the browser Locked Literal "1.0"

Downl oadabl eBrowse | Li st of executable content | Append Literal "application/x-

r Apps types which the browser (bag) java-vnijava-
supports and which it is appl et
willing to accept fromthe
net wor k

FramesCapabl e I ndi cat es whet her the Override Bool ean "Yes", "No"
browser is capabl e of
di spl ayi ng franes

Ht m Ver si on Ver si on of Hyper Text Locked Literal "2.0", "3.2",
Mar kup Language (HTM.) "4.0"
supported by the browser

JavaAppl et Enabl ed I ndi cat es whet her the Locked Bool ean "Yes", "No"
browser supports Java
appl ets

JavaScri pt Enabl ed I ndi cat es whet her the Locked Bool ean "Yes", "No"
br owser supports
JavaScri pt

JavaScri pt Ver si on Version of the JavaScri pt Locked Literal "1.4"
| anguage supported by the
br owser

Pr ef erenceFor Franme | I ndi cat es the user's Locked Bool ean "Yes", "No"

s preference for receiving
HTML content that contains
frames

Tabl esCapabl e I ndi cat es whet her the Locked Bool ean "Yes", "No"
browser is capabl e of
di spl ayi ng tabl es

Xht M Ver si on Ver sion of XHTM. supported | Locked Literal "1.0"
by the browser

Xht M Modul es Li st of XHTM. nodul es Append Li teral " XHTM.1-struct”,
supported by the browser (bag) " XHTM.1-
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Component: WapChar acteristics

Support edPi ct ogram | Pi ct ogram cl asses Append Literal "core",
Set supported by the device as (bag) "cor e/ operation”
defined in the WAP , "human"
Pi ct ogram speci fication
WapDevi ced ass Classification of the Locked Literal A
devi ce based on
capabilities as identified
inthe WAP 1.1
speci fications
(WapPushMsgPriorit | User's preference on the Locked Literal “critical",
y) priority of incom ng push "l ow', "none"
nmessages
(WapPushMsgSi ze) Maxi mum si ze of a push Locked Nurnber "1024"
nmessage that the device
can handl e
WapVer si on Versi on of WAP supported Locked Literal 1.1, "1.2.1",
"o o
Wil DeckSi ze Maxi mum si ze of a WML deck | Locked Nunber "4096"
that can be downl oaded to
the device
Wr ScriptLibraries | List of mandatory and Locked Literal "Lang", "Float",
optional libraries (bag) "String", "URL",
supported in the device's "WWLBr owser ",
WWLScri pt VM "Di al ogs", "
PSTOR"
Wil Scri pt Ver si on Li st of WMLScript versions | Append Literal "1.1", "1.2"
supported by the device (bag)
Wil Ver si on Li st of WWL | anguage Append Literal "1.1", "2.0"
versions supported by the (bag)
devi ce
W ai Li brari es Li st of WAl network Locked Li teral "WI'AVoi ceCal | ",
comon and net wor k (bag) "WIANet Text ",
specific libraries "WIrAPhoneBook",
supported by the device. "WIrACal | Log",
"WIAM sc",
"WIAGSM',
"WI'Al S136",
" WIAPDC"
W aVer si on Ver si on of WIA user agent Locked Literal "1.1"
(WapSupportedAppli | List of applications Locked Literal “urn: x- wap-
cations) supported by the WAP (bag) appl i cati on: push
device that are accessible .sia”, “urn:x-
using the push application wap-

addressing framework. Each
value is a URI and
represents an application
identifier which may be
reigstered with WNA

application: wr.
ua’
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Component: PushCharacteristics
Push- Accept Li st of content types the Override Literal "text/htm ",
devi ce supports for push (bag) "text/plain",
"image/ gi f"
Push- Accept - Li st of character sets the | Override Li teral "US-AsCl I,
Char set devi ce supports for push (bag) "1 SO 8859-1",
"Shift_JIS
Push- Accept - Li st of transfer encodings | Override Li teral "base64",
Encodi ng the device supports for (bag) "quot ed-
push printabl e"
Push- Accept - Li st of preferred docunent | Override Literal "zh-CN', "en",
Language | anguages for push (sequence | "fr"
)
Push- Accept - Appl D Li st of applications the Override Literal " X- wap-
devi ce supports for push (bag) application: wr .
ua", "*"
Push- MsgSi ze Maxi mum si ze in bytes of a | Override Nunber "1024", "1400"
push nessage that the
devi ce can handl e
Push- MaxPushReq Maxi mum nunber of Override Nunber 1 " 5"

out st andi ng push requests
that the device can handl e
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Appendix C. Reserved Attributes

This section is normative.

The following attributes are not currently included in the base vocabulary for User Agent Profiles, but are reserved for
possible incorporation at afuture date. Extended vocabularies SHOULD NOT make use of these attribute names.

<rdf: Description |ID="LocationCapabl e">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - scherma#Pr operty"/ >
<rdf s: domai n rdf:resource="#NetworkCharacteristics"/>
<rdf s: comment >

Description: |ndicates whether the device supports determ nation and
transm ssion of its |ocation.

Type: Bool ean

Resol uti on: Overri de

Exanpl es: "Yes", "No"

</ rdfs: coment >
</rdf: Description>

<rdf: Description I D="Locati onEncodi ng">
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schema#Pr operty"/ >
<rdf s: domai n rdf:resource="#Net wor kCharacteristics"/>
<rdfs: coment >
Description: Description of the encoding of the device's |ocation.

Type: Literal
Resol uti on: Locked
Exanpl es: "lat-long", "cell-id"

</ rdfs: comment >
</ rdf: Description>

<rdf:Description |ID="LocationVal ue">
<rdf:type rdf:resource="http://ww.w3. org/ 2000/ 01/ r df - schema#Pr operty"/ >
<rdfs:domai n rdf:resource="#NetworkCharacteristics"/>
<rdfs: comment >
Description: Description of the device's |ocation.
Type: Literal
Resol uti on: Overri de
</ rdfs: conment >
</rdf: Description>
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Appendix D. Serialized and Abbreviated Syntaxes

This section provides a comparison of the long and abbreviated syntax of XML encoded RDF using an example
indicated in the following RDF graph (verified with SSRPAC [SIRPAC]). Thissection isinformative.

Hardware
Platform

rdf:type
Defaults

Imagecapable n

ntingResolution

TerminalHardware

OutputCharget
Bag

rdf:_1 US-ASCII

rdf:_2

Shift_JIS

1) Thecorresponding RDF syntax:

<?xm version="1.0" encodi ng="UTF-8"?>
<RDF xml ns="http://ww.w3. org/ 1999/ 02/ 22-r df - synt ax- ns#"
xm ns:rdf ="http://ww. w3. org/ 1999/ 02/ 22- r df - synt ax- ns#"
xm ns: prf="http://ww. wapf orum org/ profil es/ UAPROF/ ccppschema-
20010430#" >
<rdf: Description |D="Term nal Har dwar e" >
<rdf:type resource="http://ww. wapforum org/ profil es/ UAPROF/ ccppschenma-
20010430#Har dwar ePl at f or mi'/ >
<prf:defaults rdf:resource="http://profile.anyuri.com profiles/2160"/>
<prf: Qut put Char set >
<r df : Bag>
<rdf:1i>US-ASCI I </rdf:li>
<rdf:1i>Shift_JIS</rdf:li>
</rdf: Bag>
</ prf: Qut put Charset >
<prf: | mageCapabl e>Yes</ prf: | nageCapabl e>
<prf: Poi ntingResol ution>pi xel </ prf: PointingResol ution>
</rdf: Description>
</ RDF>
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2) Theequivalent compact or abbreviated syntax:

<?xm version="1.0" encodi ng="1S0O 8859-1" ?>
<! DOCTYPE rdf: RDF [
<IENTITY rdf '"http://ww.w3. org/ 1999/ 02/ 22-rdf - synt ax- ns#' >
<IENTITY a "http://profile.anyuri.com profiles/'>
<IENTITY b 'http://ww. wapforum org/profil es/ UAPROF/ ccppschema- 20010430#"' >
<IENTITY ¢ '"file:profil e_exanple2.rdf# >

1>

<rdf: RDF xm ns: rdf =" &rdf;"
xm ns: a="&a;"
xm ns: b="&b; "

xm ns: c="&c; ">
<b: Har dwar ePl at f or m r df : about =" &c; Ter m nal Har dwar e"
b: I mgeCapabl e=" Yes"
b: Poi nti ngResol uti on="pi xel ">
<b: Qut put Charset rdf:resource="&c; geni d2"/>
<b: defaults rdf:resource="&a; 2160"/ >
</ b: Har dwar ePl at f or n>
<rdf:Bag rdf:about="&c; geni d2"
rdf: _1="US-ASCI | "
rdf: 2="sShift_JIS"/>
</ rdf: RDF>

WAP ForumO Confidential O 2001, Wireless Application Protocol Forum, Ltd.
All rights reserved



WAP-248-UAPROF-20011020-a, Version 20 October 2001 Page 78 (86)

Appendix E. Static Conformance Requirements (Normative)

The notation used in this appendix is specified in [CREQ)].

1.1 Client
1.1.1 Binary encoding

: Mandatory / Requirement
Item Function Reference Optional
WAG-UA-B-C-001 |Profile encoding 8 0]
1.1.2 Protocol
: Mandatory / Requirement
[tem Function Reference Optional
WA G-UA-Proto-C-002
WA G-UA-proto-C-001 | Profile transport Section 9 M OR WA G UA-Proto-C-
003
WAG-UA-P-C-001 AND
WAG-UA-P-C-002 AND
WA G-UA-proto-C-002 | Profile transport using WSP Section 9.2 (0] WA G-UA-P-C-003 AND
WAG-UA-P-C-004 AND
WAG-UA-P-C-006
WA G-UA-proto-C-003 | Profile transport using W-HTTP Section 9.1 O WA G-UA-P-C-009

Transport Variant : WSP

|tem Function Reference Mandgtory/ Requirement
Optional
\WAG-UA-P-C-006 AND
WAG-UA-P-C-001 |Profile header in WSP Connect 9.2.1.2 o] \WSP-CO-C-001

Behaviour on missing Profile-

WAGUA-P-C002 | o ng in response o
Order of request and session
WA G-UA-P-C-003 headers 9.2.3.2 0]
Doesthe client comply with the
WAG-UA-P-C-004 rulesin[14] and [16]? 9.2.3 0]
WAG-UA-P-C-005 |Additonal headerswith requests 9.2.3.3
WAGUA-P-C-006  |poes the Profile header match the 9221
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production rule[1]?

Does the Profile-Diff header

WAGUA-P-CO07 | ateh the production rule [4]?

9222

Does the Profile-warning header

WAGUA-P-C-008 | veh the production rule [8]?

9.2.2.3
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Transport Variant : W-HTTP

: Mandatory / Requirement
Item Function Reference Optional
WAG-UA-P-C-009 |Client generates x-wap-profile header 9.1.1.1 o]
Client generates x-wap-profile-diff WAG-UA-P-C-012 AND
WAGUA-P-C-010 | 9.1.1.2 o) WAG.UA-P-G-013
Client processes x-wap-profile-
WAG-UA-P-C-011 warning header 9.1.1.3 @]
X-wap-profile contains sequnence
WAG-UA-P-C-012  |number anf digest of instancesx-wap-| 9.1.2.2 0]
profile-diff
WAGUA-P-C-013 [ COrMUPt X-wap-profile-diff header 9122 o
\values will beignored.
1.2 Gateway
: Mandatory / Requirement
[tem Function Reference Optional
. . WA G-UA-proto-S-002 OR
WA G-UA-proto-S-001 | Profile transport Section 9 M \WAG-UA-Proto-S-003
WAG-UA-P-S-001 AND
WAG-UA-P-S-002 AND
WAG-UA-P-S-003 AND
WA G-UA-proto-S-002 |Profile transport using WSP Section9.2 0] WA G-UA-P-S-004 AND
WAG-UA-P-S-005 AND
WAG-UA-P-S-006 AND
WAGUA-P-S-010
WAGUA-P-S-011 AND
WA G-UA-proto-S-003 | Profile transport using W-HTTP Section9.1 @] WAG-UA-P-S-012 AND
WAG-UA-P-S-013
1.2.1 Transport Variant WSP
: Mandatory / Requirement
Item Function Reference Optional
WA G-UA-P-S-001 :Zr)]cﬁz]tge gateway comply with the rules 923 o \WSP:M SF
WA G-UA-P-S-002 f;f;‘f?]‘*;e gateway comply withtherules |, 5, 0
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WAG UA-P-S-003 :::1(3[01% ]t?he gateway comply with the rules 9232 o
\WAG UA-P-S-004 :?:J[elsg]tge gateway comply with the rules 9233 o
\WAG-UA-P-S-005 acigsé]t?he gateway comply with the rules 9233 o
\WAG UA-P-S-006 :?‘cigsl]t?he gateway comply with the rules 9233 o
WAG-UA-P-S-007 Caching of Profile and Profile-Diff 91.2 o \WSP:M SF
headers
\WAG-UA-P-S-009 ;(r;zz;nisﬁion of multiple profilesin one 913 o
\WAG UA-P-S-010 gﬁﬁoﬁggecr);the Profile section in Profile- 913 o WBXML
1.2.2 Transport Variant W-HTTP
Item Function Reference M(&;r;?i%t:;]y / Requirement
WAG-UA-P-S-011 E&iﬂﬁ?ﬁ?ﬁw pass x-wap-profile 9.11 0
WAGUA-P-S012  poosthe gj‘tg"rfay pass x-wap-profile-diff | g 9 o
WAG-UA-P-S-013 V[\)Igrﬁ:]gehgejde‘e";%%ajsﬁ'wap'pmﬂ'e' 9.11 0
1.3 Schemas
Item Function Reference M(&;r;?i%t:;]y J REYUTEMERS

WA G-UA-Schema-001

Isthe schemaavalid WAP User Agent
Profile Schema?

WAG-UA-S-002 AND
WAG-UA-S-003 AND
WAG-UA-S-004 AND
WAG-UA-S-005 AND
WAG-UA-S-006 AND
WAG-UA-S-008 AND
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WAG-UA-S-009 AND

WAG-UA-S-010 AND

WAG-UA-S-011 AND

WAG-UA-S-012 AND

WAG-UA-SA -002 AND
WAG-UA-SA-003 AND
WAG-UA-SA -005 AND
WAG-UA-SA -006 AND
WAG-UA-SA-007 AND
WAG-UA-SA -008 AND
WAG-UA-SA-010 AND
WAG-UA-SP-002 AND
WAG-UA-SP-003 AND
WAG-UA-SP-004 AND
WAG-UA-SP-005 AND

WAG-UA-SP-006 AND

WAG-UA-SX-001 AND
WAG-UA-SX-002 AND
WAG-UA-SX-003 AND
WAG-UA-SX-004 AND

WAG-UA-SX-005

: Mandatory / Requirement
Item Function Reference Optional
Does the schema correspondto a
WAG-UA-S-001 \vocabulary specified in conformity with 7.1 0]
the RDF standard?
I's the namespace of the schema
WAG-UA-S-002 identified using the prefixes “rdf” and 7.1 M
“rdfs’?
WA G-UA-S-003 Are all namespace declarationsin the 71 M
schema declared as attributes of the
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“rdf:RDF" root element?

WAG-UA-S-004

IAre all namespace aliases defined
outside of nested XML elements of the
schema?

7.1

WAG-UA-S-005

Does aunique URI serve as an
unambiguous identifier for the
\vocabulary?

7.1

WAG-UA-S-006

Does the schema consist of at |east one
component?

7.1

WAG-UA-S-007

Does each component in said schema
describe a set of attributes within one or
more description blocks?

7.1

WAG-UA-S-008

Do all componentsin the schema have
the same schema structure (layout)?

7.1

WAG-UA-S-009

I's every component in the schemaan
object of the type Class?

7.1

WAG-UA-S-010

Does each component contain a
subordinate description block for
default attributes?

7.1

WAG-UA-S-011

IAre default attributes described within
the Default description block?

7.1

WAG-UA-S-0012

IAre descriptions to override default
\values included in the component
description, but outside the Default
description block?

7.1

1.3.1 Attributes

Item

Function

Reference

Mandatory /
Optional

Requirement

WAG-UA-SA -001

Does each profile attribute belong to
only one component in the schema?

7.3

O

WAG-UA-SA -002

Isadomain constraint (rdfs:domain)
used to describe the attribute-
component relationship in the
schema?

7.3

WAG-UA-SA-003

Is each profile attribute defined using
aname and value pair syntax?

7.3

WAG-UA-SA-005

I's every attribute description within an|
RDF description embedded inline to
denote the value, or expressed as an
RDF resource?

7.3

WAG-UA-SA -006

Are all multi value and composite

attributes described as RDF

7.3

O
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resources?

WAG-UA-SA -007

For all caseswhen lists of values are
associated with given attributes, are
RDF containers (Bag or sequence)
used?

7.3

WAG-UA-SA -008

I'sthe description of the attribute
within the Default tag resolved first?

Do other descriptions of the attribute
override the default description?

Isthe ultimate value of the attribute
determined by the resolution rules for
that attribute?

(see section 7.3 (Locked, Override,
IAppend))

7.3

WAG-UA-SA-010

Does the attribute follow the naming
conventions defined in RDF, and the
RDF schema?

7.3

1.3.2 Profile

Item

Function

Reference

Mandatory /
Optional

Requirement

WAG-UA-SP-001

I's the root node identified with an
invariant node ID?

7.4

o

WA G-UA-SP-002

Does the profile contain one or more
attributesidentified in the base
\vocabulary?

7.4

WAG-UA-SP-003

IAre the component instances of the
components identified in the schema?

7.4

WA G-UA-SP-004

Do all profile parsers parse the profile
based on the component type?

7.4

WAG-UA-SP-005

Isthe relative order of the profilesto
be merged maintained?

7.5

\WAG-UA-SP-006

IAre default property values loaded
first?

7.5

1.3.3 XML Namespace

Item

Function

Reference

Mandatory /
Optional

Requirement

WAG-UA-SX-001

Doesthe WBXML encoder convert the
document'’s chosen prefix to the prefix
defined for that namespace in table 8.1,

when it encounters a namespace

821

O
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declaration that matches one of the
allowed namespaces and its prefix does
not match the defined prefix.

WAG-UA-SX-002

Does the encoder, when it encounters a
namespace other than those defined here,
encode all elements from that namespace
using literal tags?

8.2.1

WAG-UA-SX-003

Does the encoder, when it encounters a
namespace other than those defined here,
encode all attribute names for elements
defined in that namespace using literal
names?

821

WA G-UA-S5X-004

Does the encoder, when it encounters a
namespace other than those defined here,
preserve the namespace prefix in the
encoding of the tags and attribute names?

821

WA G-UA-SX-005

Does the encoder, when it encounters a
namespace other than those defined here,
preserve al namespace declarations
(instances of the attribute xmlns)?

8.2.1
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Appendix F. Change History

(Informative)

Typeof Change Date Section Description
Class0 0-Oct-2001 Theinitial version of this document.
Class 2 20-Oct 7,89 E Updates after public review.
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