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1. Scope (Informative)

This document defines the architecture of Dynamint€nt Delivery (DCD) Enabler. This architecturebiased on the
requirements listed in the DCD Requirement Docurf@MA-DCD-RD].
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT", “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” andrdbfuction”, are normative, unless they are exgidndicated to be

informative.

3.2 Definitions

Application

Application Profile (AP)
Application Registration
ATOM

Authentication
Channel

Channel Guide

Channel Metadata

Channel Registration
Channel Resumption

Channel Subscription

Channel Suspension
Channel Unsubscription
Client Activation

Client Deactivation

Content Metadata

Content Publication

DCD Client

DCD Client Device
DCD Content

DCD Content Provider

DCD Distribution and Adaptation

DCD-Enabled Client Application

See [OMA-DICT]

See [OMA-DCD-RD].

See [OMA-DCD-RD].

A set of standards for web feeds, including ThemA®yndication Format (an XML language used
for web feeds) and the Atom Publishing Protocdifaple HTTP-based protocol for creating and
updating web resources).

See [OMA-DCD-RD].

See [OMA-DCD-RD]

See [OMA-DCD-RD].

The Channel Metadata is a set of static settingsrales for handling delivery of the DCD Content
for a particular channel (e.g. delivery, storagetifitation rules). Channel Metadata is associated
with the channel’s content types.

The process of establishing the availability oesvrDCD Channel.
The process of resuming DCD Enabled services fpregific DCD Channel.

The process of establishing a Subscription to a [EDBbled service, represented as a DCD Channel,
for a DCD Enabled Client Application.

The process of suspending DCD Enabled services $piecific DCD Channel.
The process of terminating a subscription to a D& annel.

The process of establishing or re-establishing ® Bession.

The process of terminating a DCD Session.

The Content Metadata is a set of dynamic settimgs rales for handling delivery of the DCD
Content. Content Metadata is associated with dcpéat unit of content and may include rules and
settings for content expiry, replacement, fragmigornaetc.

The process whereby DCD Content Providers makeenobatailable for ingestion and subsequent
delivery by DCD Servers.

See [OMA-DCD-RD].
See [OMA-DCD-RD].
See [OMA-DCD-RD].
See [OMA-DCD-RD].

The DCD Distribution and Adaptation is a set of dtions that distribute DCD Content and DCD
Content Notifications to the DCD Clients, and adafiie data to suit the device and support
distribution with bandwidth efficiency.

See [OMA-DCD-RD].

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
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DCD Server
DCD Service
DCD Service Provider

DCD Subscription and
Administration

DCD XML

DCD-1

DCD-2

DCD-3

DCD-CADE

DCD-CAR

DCD-CPDE

DCD-CPR

Dynamic Content Delivery

Enabler
Interface
Personalization
Pull

Push

Push-OTA

Receive-Only Client Case

RSS

Subscriber

Subscription

Subscription Personalization

Subscription Validation

Terminal

See [OMA-DCD-RD].
See [OMA-DCD-RD].
See [OMA-DCD-RD].

The DCD Subscription and Administration is a setfunfictions for administration of the DCD
Enabler, including the subscription to the DCD ahels. Business aspects of subscription is out of
scope of the DCD enabler.

The XML document type used to express DCD messages.

A uni-directional point-to-point interface betwettre DCD Server and the DCD Client, used by the
DCD Client to send content requests and submissitiee DCD Server and to receive DCD Content
in response.

A uni-directional interface between the DCD Seraed the DCD Client, used by the DCD Server to
push notifications and / or content to the DCD (tie

A bi-directional interface between the DCD Served ¢he DCD Client, is used by the DCD Server
and the DCD Client to exchange DCD Subscription Aduhinistration information.

A bi-directional interface between the DCD EnabBigznt Application and the DCD Client, used by
the DCD Client to send notifications and / or cont®e the DCD Enabled Client Application, and
enabling the DCD Enabled Client Application to i@te content from the DCD Client.

A bi-directional interface between the DCD EnahB®nt Application and the DCD Client, used by
the DCD Enabled Client Application to register witte DCD Client when the application is installed
on a terminal.

A bi-directional interface between the DCD Conteravider and the DCD Server, used by the
Content Provider to publish content at the DCD 8eand by the DCD Server to retrieve content
from the Content Provider.

A bi-directional interface between the DCD Contértvider and the DCD Server, used by the
Content Provider to register new content channéts tive DCD Server and to notify the DCD Server
about subscription events and vice versa.

See [OMA-DCD-RD].

See [OMA-DICT]
See [OMA-DICT].
See [OMA-DCD-RD].

A service delivery method in which the client iattts a service transaction.
A service delivery method in which the server atiés a service transaction.

The over-the-air interface via which OMA Push messaare delivered to terminals.
Broadcast-related deployment model for DCD in whadBCD Client has no need or ability to
transmit requests or responses to DCD transactions.

See [OMA-DCD-RD].

See [OMA-DICT]
See [OMA-DCD-RD].

The process of adapting DCD Enabled services &rticplar user’s preferences and context.

The process of verifying DCD Enabled Client Apptioa agreement with a DCD Server-initiated
Channel Subscription action.

The mobile device with which an End-User received @onsumes a Broadcast Service.
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User See [OMA-DICT]

User Agent Profile A document format defined by the OMA UAProf enaljerror! Reference source not found), via
which a device vendor discloses characteristias advice and the OMA enablers that it supports.

3.3 Abbreviations

AP Application Profile

BCAST The OMA BCAST enabler

CBS Cell Broadcast Service

CDF Compound Document Formats

DCD Dynamic Content Delivery

HTTP Hypertext Transport Protocol

ID Identifier

IP Internet Protocol

MCC Mobile Charging and Commerce

MIME Multipurpose Internet Mail Extensions

OMA Open Mobile Alliance

OMNA Open Mobile Naming Authority, the operational naghauthority established by WAP (as WAP Interim
Naming Authority - WINA) and inherited by OMA.

PAP Push Access Protocol

RFC Request for Comments

RSS Really Simple Syndication

UAProf User Agent Profile

ul User Interface

URI Universal Resource Identifier

URL Universal Resource Locator

WAP Wireless Application Protocol
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4. Introduction (Informative)

The Dynamic Content Delivery (DCD) Enabler is expecto enhance a mobile user's experience throbghperiodic
delivery of personalised or customized contentegithn a one-to-one (point-to-point) or one-to-mémpadcast) basis. The
delivery of DCD Content may be based on the supson and preferences of a user, operator or semiovider. As a
complementary delivery mechanism to the existingchmeisms, e.g. browsing, messaging, etc., it vallse as much
existing technology as possible, while providing tidded benefits of delivery control managemerd, amenhanced user
experience. The content delivery will support vasiacnetwork technologies (i.e. network types andbearers), and may
operate autonomously in the background.

The content types and formats used by DCD will, iehier possible, be consistent with those of thabtished delivery
mechanisms, e.g. XML, RSS, ATOM etc. The DCD Enableables an application to be enhanced by maltingontent
available through automatic asynchronous delivrgugh it does not specify detailed DCD applicatioor how to render
the content of those applications. The DCD EnaiBlagnostic to different content types used byedéht applications.

This document defines the architecture of the Dyina@ontent Delivery (DCD) Enabler based on the Df@Quirements
defined in [OMA-DCD-RD].

As part of the DCD Enabler several functions angeeked to be standardized. These include, buimded, to:

» A generic Client framework that allows automategistration of DCD enabled applications;
» The ability to allow customization of the delivesf/content by the DCD client in the broadcast sdena
» The asynchronous delivery of content utilizing bptfint-to-point and broadcast bearers;

« Content delivery and subscription based notificatimechanisms between DCD Client and DCD Servebédh
point-to-point and broadcast bearers;

» DCD envelope mechanism that allows DCD applicatind content interoperability between DCD Client &€D
Server.

The DCD Enabler is a part of the OMA Service Enniment [OMA-OSE] and designed to interface other Obtfablers.
Figure 1 illustrates DCD Enabler interactions wither enablers and applications.
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Figure 1: DCD Enabler Interactions with External Enablers and Applications

The structure of this architecture document isollews.

Section 5 defines the architecture of the DCD Esrat$ection 5.2 introduces the overall DCD architex diagram and its
logical entities and interfaces.

Section 5.3 defines the DCD Content packaging mthde¢lmakes possible for the DCD Enabler to beesttrtlpe agnostic.

Section 5.4 presents diagrams for dynamic registratf DCD-Enabled Client Applications and Contemnbviders’ channels
with the DCD Enabler. The registration model suppatynamic plug-in of new applications and chanwéts the DCD
Enabler without interruption of services providgdtbe enabler.

Section 5.5 describes in further detail the DCDcfiomal entities and their interfaces.

Section 5.6 presents several fundamental signallowgs that show how the basic interactions betwdenDCD Enabler
functions.

In section 6, the DCD Enabler protocol stack isadticed to better describe the end-to-end contitedy flows and how
the DCD Enabler handles the content delivery betwtee DCD Client, DCD Server and the DCD-Enablede!
Application.

The external interfaces EXT-1, EXT-2 and EXT-3 a defined by the DCD Enabler, but are used by DE&iabler
entities. EXT-2 represents interfaces the DCD Senas to external entities providing informatioredsn fulfilling specific
DCD enabler requirements. EXT-3 represents inteddahe DCD Server has to external subscription gemant systems,
for maintaining the current status of DCD channdissriptions for a user. EXT-1 represents integabe DCD Client has
to external entities providing information usedfilfilling specific DCD Enabler requirements. Whettee interfaces are to
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OMA Enabler entities, the use of these interfaceDlED Enabler entities is described in section Z.and the OMA-
specified interfaces are described.

4.1 Planned Phases

This entire architecture will be implemented in phd..

4.2 Security Considerations

The following sections describe the security fumesi required to be supported by the DCD Enabler.

42.1 Authentication and Authorization

4211 Secure Session Establishment

The DCD Enabler provides support for a network-petelent authentication mechanism between the DGNCGAnd DCD
Server é.g., Digest Authentication). When required (e.g. fasezure point-to-point delivery scenario), the DCent and
the DCD Server are mutually authorized to estatdiskcure session prior to any DCD content deliveguests.

4.2.1.2 DCD-Enabled Client Application Registration

The DCD Enabler supports an authentication and caiatition mechanism that allows new DCD-Enabledeli
Applications to be registered with a DCD Client,d&scribed in section 5.5.1.2, and the authenticadind authorization of
the registered DCD-Enabled Client Application wittle DCD Server.

42.1.3 Two-Way Content and Subscription Security

The DCD Enabler supports the ability to authentéiGatd authorize a user prior to the delivery fromMGD Server to DCD
Client and / or consumption of DCD Content.

The DCD Enabler also supports the ability to enghee DCD Clients receive DCD content only fromteariticated and
authorized DCD Servers.

4.2.1.4 Service Configuration

The DCD Enabler ensures that only authorized aaoespermitted to update DCD service configuratidormation (e.g.
subscriptions, channel metadata, etc.). When s\fomation resides on a DCD Client Device, a useoisfirmation may be
requested.

4.2.2  Delivery Security

The DCD Enabler applies measures of security fobBEZbntent and DCD Content notification deliveryg.eas required for
the used delivery mechanisms (see [OMA-BCAST-AD]).

When required, the DCD Enabler ensures secureatgld DCD Content. The DCD Enabler also providesusity on a per
Channel basis with the same measures as usecefdetivery mechanisms.

When the DCD Server delivers DCD Content utilizinghadcast bearers (e.g Cell Broadcast or MBMS) t#fication
describing any changes in subscription by a ustreatlient and the subsequent delivery of cordssbciated to the change
in subscription is sent by the client back to tbtharized DCD Server.

42.3 Content Protection

The DCD Enabler can permit the DCD Content to lmtqmted by utilizing [OMA-DRM].
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4.2.4  Content and Subscription Information Privacy

The DCD Client has a responsibility to protect fhrévacy of, and restrict access to, DCD Content aobscription
information contained within a DCD Client Device.DXCD Client Device supporting DCD-Enabled Clientplipations will
allow the subscriber identity to change over tfetime of the terminal, either temporarily or pamently, whilst protecting
DCD subscription information associated to previsubscriber entities. The DCD Enabler ensurestindidentiality of a
user’'s DCD Content and subscription preferencesicions to be considered include:

o0 Content Access Control due to PrivaBased upon a user’s privacy options, the DCD Cligmequired to deny
access to DCD content on a terminal unless thésusientity (e.g. username / password) has beefiactr

0 Subscriber ValidationThe DCD Client in conjunction with the DCD Servemrequired to verify a subscriber (e.g.
via (U)SIM-based subscriber identity or user-sugmgblcredentials) prior to accessing to a ServiceiBeo's DCD
supported services and associated content frorlitire.

4.3 Actors

In Figure 1, the DCD Content Providers and DCD-HeeltClient Applications are “actors” of the DCD Her. They are
non-DCD entities via which users (Content Providerd end users) provide or consume services sugapbytthe DCD
Enabler.

Actors may use the external interfaces providetheyDCD Enabler (e.g. DCD-CPDE and DCD-CPR) thigadhg the
deployment of DCD-based services using combinatidrexisting and new Content Providers and DCD-EahClient
Applications.

4.3.1 DCD-Enabled Client Application

DCD-Enabled Client Applications are mobile-termihalsed applications, which can consume contentateld via the
DCD Enabler, e.g. presenting the content to usenssing it for any arbitrary purpose. While the DClient must be aware
of all DCD-Enabled Client Applications, the DCD-Hhed Client Applications may be aware or unawarthefDCD
Enabler. For example, DCD-Enabled Client Applicatianay be designed to use the DCD Enabler in alditngr explicit
manner for one or more DCD Enabler functions, e.g.:

« The DCD-Enabled Client Application provides an Apation Profile to the DCD Enabler, announcing its
characteristics and the characteristics of the mmbianit seeks to access, and optionally using somal of the
content delivery facilities of the DCD Enabler,.e.g

o Making explicit content requests to the DCD Enabled receiving responses
o Asynchronously receiving delivery notificationsamtent

o Simply consuming content that is delivered by tl&CDEnabler to a pre-arranged content storage lmtati

» The DCD-Enabled Client Application may simply comsucontent that is transparently made availabliheyDCD
Enabler, e.g.:

o The DCD Client may act as a local proxy (possibBnsparent), e.g. through implementation-specific
means supported by the terminal.

o The DCD Client may be used to fill and manage all@ontent storage location (e.g. supported by the
terminal filesystem) with content. The applicatimay still request remote content, either direatbnf the
local storage or via the DCD Client acting as axpras above.

As an example of the latter case, the DCD Enalalerprovide content delivery to existing terminawsers using the
following approaches:

* The browser is configured to use the DCD Clierd &scal proxy.
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» The browser is configured with a homepage or fagsnivhich point to locally stored web pages that ar
maintained by the DCD Enabler. An arbitrary amaoafribcal content can be stored and referencedngivat
the browser supports local references, e.qg. file://

DCD-Enabled Client Applications interact with th€D Enabler via:
» the DCD-CADE interface, for data exchange e.gréguesting content and receiving delivered content.
» the DCD-CAR interface, for registration with th€D Enabler.

DCD-Enabled Client Applications may be designe@ntbed the DCD Client as a library or a software ponent. When
these two logical entities are combined in one Wayentity:

» the DCD-CADE and DCD-CAR interfaces are no longecessary, and are converted into internal functodribe
DCD-Enabled Client Application

 The DCD-Enabled Client Application becomes resgaasfor compliance to the other requirements of @DD
Client

The behavior (e.g. rendering capabilities or intgoa with other clients residing on a terminalltioé DCD-Enabled Client
Application is out-of-scope of the DCD Enabler dssumptions are made how any specific DCD-EnabliethtC
Application determines that additional content e=ja should be made through the DCD Enabiler, ifired. However,
available methods may include:

* Via content references in the application contasing a DCD-related URI scheme; In this case th®D&lated
URIs must be associated with the application, eitlyethe DCD-Enabled Client Application or the témai runtime
component that maps URIs to target clients.

Note: Use of a DCD-specific URI scheme is an implementati on-specific feature for DCD Release 1.0, and may be
standardized in future releases.

* Via DCD Channel Metadata provided by the Content/ieler or DCD Service Provider and accessible éoRED-
Enabled Client Application via the DCD Client, tefthe the rules for routing content references thia DCD
Enabler.

* Via application-specific metadata exchanged betwkerContent Providers and DCD-Enabled Client Aggtions;
While this metadata is opaque to the DCD Enahtter RCD Enabler allows for its exchange along witpleation
content. Such metadata may be used by Contentdersvand DCD-Enabled Client Applications to define rules
for routing content references via the DCD Enaldey,:

0 Associating specific URI domains to the DCD Enabler
0 Associating specific content types (e.g. as impligdilename “extensions” in URIs) to the DCD Enebl

o Other application-specific methods

4.3.2 DCD Content Provider

DCD Content Providers interact with the DCD Enaliteain implicit or explicit manner for the purpasfeutilizing one or
more DCD Enabler functions, e.g.:

« The DCD Content Provider may directly serve reqauést content, e.g. as any normal web server. iBdase, the
DCD Server appears as a normal web client.

« The DCD Content Provider may provide channel metadgehich defines the characteristics of the chamniitel
provides, and optionally support one or more canpeblication / delivery methods.

* The DCD Content Provider may publish available eahto the DCD Server. The DCD Server will deligeich
DCD Content to subscribed devices.

DCD Content Providers interacts with the DCD Enabla:

» the DCD-CPDE interface, for data exchange e.grdoeiving content requests and requesting contiviedy.

» the DCD-CPR interface, for registration with th€D Server

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-DCD-V1_0-20081223-C Page 16 (55)

5. Architectural Model

The DCD Enabler is realized as client- server aechire. It uses and interacts with other OMA eaabhnd non-OMA
network functions or technologies. The proposediitacture is in line with the requirements in [OMXCD-RD].

5.1

Dependencies

The DCD Enabler can use other OMA Enablers and@bi# functions or technologies.

5.2

The DRM Enabler for content protection as descrind@MA-DRM-AD].
The MCC Enabler for charging as described in [OM&GHAD].
The DM Enabler for the DCD-Enabled Client Applicatiprovisioning as described in [OMA-DM-AD].

The PUSH Enabler for the service and system funstas well as content delivery, as described in fAZRUSH-
AD] and [OMA-SIP_PUSH-AD].

The Browsing Enabler for the service and systenctfans including content delivery as described GMVA-
Browsing].

The BCAST Enabler for service administration andteat delivery as described in [OMA-BCAST-AD].
The CBCS Enabler for the content filtering as diésd in [OMA-CBCS-AD].
The CSCF Enabler for the content screening as ithescin [OMA-CSCF-AD].

The UAPROF Enabler for the adaptation of contersedaon terminal capabilities as described in [OMA-
UAPROF].

The DPE Enabler for the adaptation of content baseigrminal capabilities as described in [OMA-DRBE].
The 3GPP SMS for service administration and cordelitery as described in [3GPP-SMS].
The 3GPP Cell Broadcast (CBS) for service admiatigtn and content delivery as described in [3GPRSICB

The Presence Enabler for the adaptation of coriiaséd on presence information as described in [ONRS-
IMPS-AD] and [OMA-PRS-SIMPLE-AD].

The Location Enabler for the adaptation of contasted on location information as described in [OMRS-AD].

Architectural Diagram

Figure 2 describes the functional entities andriates of the DCD Enabler. The functional entitiesl interfaces in the
DCD Enabler Architecture are described in deptbection 5.5.1.
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Figure 2: DCD Enabler Architecture

There are two main functional entities in the scoptne DCD Enabler:

DCD Client resides in the mobile terminal and isdugo communicate with the DCD Server. Three déffiédogical
functions can be differentiated inside this enfithe Subscription and Administration function (@li€omponent),

in charge of handling the exchange of service mamagpt information with the DCD Server. The Content
Reception and Storage Management function, in ehafdandling the content reception from the serkarally,
the Client Application Interaction Function thabpides the necessary functions to make possiblentieeaction
between DCD Enabler supported services and regéf2€D Enabled Client Applications.

« DCD Server implements the application level netwionkctionality for the DCD application. It is comped of two
logical functions:

= The Subscription and Administration function isctmarge of handling the exchange of service
management information between the DCD Server a@® Qlient, and between the DCD
Server and the Content Provider, such as when ¢ime@t Provider handles subscriptions.

= The Distribution and Adaptation function distribsitddCD Content and DCD Content
notifications to the DCD Client.

The following entities are out of the scope, buyrnmeract with the DCD Enabler:

« DCD Content Provider Server: interacts with the DSExrver in order to provide content and DCD Conterd
related information to the Enabler.

« DCD Enabled Client Application: interacts with tB€D Client in order to enable content deliveryhe £nd user.
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In order to maintain independence from the undegymplementation platform, all DCD interfaces n¢éede defined only
in terms of data schema for the parameters of tiieegfaces. For the purpose of this documentnterface between two
entities is called “bi-directional” if each entitffers a set of operations for use by the othatye® uni-directional interface
is an interface between two entities where only entty offers a set of operations to the otheitgnThe bi-directional

interface is a combination of two uni-directionaitdrfaces. Each uni-directional interface couldlude synchronous
(request-response) and / or asynchronous operafitvesconcept of uni-directional vs. bi-directioglan enabler interface
level concept and independent of the underlyingspart mechanism. The following interfaces arecwpg of DCD:

 DCD-1 is a uni-directional point-to-point interfabetween the DCD Server and the DCD Client. Thisrface is
used by the DCD Client to send content requesteeddCD Server and to receive DCD Content in tlepoase.
The DCD Client may include DCD Content receivedhira DCD-Enabled Client Application to be consumgd b
the DCD Content Provider in requests sent overitisface (e.g., subscription personalization iinfation).

 DCD-2 is a uni-directional interface between the@dGServer and the DCD Client. This interface is ubgdhe
DCD Server to push notifications and / or contenthie DCD Client. The DCD-2 interface could martifiéself as
point-to-point push interface or point-to-multipplroadcast interface.

» DCD-3 is a bi-directional interface between the DE&rver and the DCD Client. This interface is usgdhe DCD
Server and the DCD Client to exchange DCD Subsoripind Administration information. The DCD-3 irfze
could manifest itself as point-to-point interfagepoint-to-multipoint broadcast interface when aqgible.

» DCD-CPR is a bi-directional interface between theDDContent Provider and the DCD Server. This i@tesfis
used by the Content Provider to register new cartkannels with the DCD Server and to notify theDS8erver
about subscription events and vice versa.

» DCD-CPDE is a bi-directional interface between E@D Content Provider and the DCD Server. This fais is
used by the Content Provider to publish contethatDCD Server and by the DCD Server to retrievaeat from
the Content Provider. The interface could also $edufor exchange of administration informationajifplicable.
While the interface is bi-directional, only the DCBerver provided interface functions are a subject
standardization.

« DCD-CAR is a bi-directional interface between th€MEnabled Client Application and the DCD Clienhig
interface is used by the DCD-Enabled Client Appilarato register with the DCD Client when the apation is
installed on a terminal. In addition, this intediais used by DCD Client and DCD-Enabled Client Aggilon to
perform subscription related actions.

 DCD-CADE is a bi-directional interface between DE€D-Enabled Client Application and the DCD Cliemhis
interface is used by the DCD Client to send ndifiins and / or content to the DCD-Enabled Cliepplication,
and enables the DCD-Enabled Client Applicationetimieve content from the DCD Client. The interfacald also
be used for exchange of administration informatiérgpplicable.While the interface is bi-directional, only the
DCD Client provided interface functions are a sabjfer standardization.

5.3 DCD Content Packaging

The DCD Content is packaged using a layered “epelmodel. Each envelope contains Content Metaaladethe nested
envelope. There is unique Content Metadata for pamtessing tier (i.e. the DCD Server, the DCD @li@and the DCD-
Enabled Client Application), and each tier usesaeropriate Content Metadata to operate on thiedesvelope prior to
delivery to the next tier. Unlike Channel Metadatajch is associated with channel settings andigeal/upon registration
of the DCD Enabled Client Application or the DCDr@ent Provider’'s channels (see section 5.4), thet€@n Metadata is
packaged and associated with the runtime DCD Coatmh passed from the DCD Server to the DCD Ena®lisht
Application through the DCD Client. If Channel Md#da is available, it is used by the processingpti®r to applying the
Content Metadata.

Content payload inside the envelope is opaqueat®®D Enabler. The processing tier does not nesdétribwledge of
nested envelope content but operates on procesinging associated Content Metadata. Howeverptbcessing tier may
use, create, or modify the Content Metadata fonth tier (e.g. the DCD Server may open the DCRrEIEnvelope and
update priority setting in the Content Metadatatifer DCD Client). In the common case scenarioX8® Server envelope
(including all nested envelopes) is provided byE&D Content Provider. The Content Provider hasnsic knowledge of
the content, and therefore defines dynamic metgdéagaexpiry, replacement, priority settings) assted with this content.
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The envelope model for packaging the DCD Contesurss that the DCD Enabler operations are geneddéralependent
from the content type.

The following is a brief description of the prodesstiers, in addition to the related envelopes @odtent Metadata. A
schematic of the layered “envelope” model is predidh Figure #3.

DCD Content Flow

A

DCD Enabled Client .
Application DCD Client DCD Server

DCD Content Envelope DCD Client Envelope DCD Server Envelope

Content Metadata for the Content Metadata for the Content Metadata for the
DCD Enabled Client

=T DCD Client DCD Server
Application (out of scope)

A

A

DCD Content Payload { DCD Content Envelope { DCD Client Envelope

(out of scope)

Figure 3: DCD Packaging — Envelope Model

1. The DCD Server: The DCD Server envelope contaiesDED Client envelope and Content Metadata for DIGD
Server. This metadata is used by the DCD Servieamalle the DCD Client envelope prior to deliverytie DCD Client.

2. The DCD Client: The DCD Client envelope containe thCD Content envelope and Content Metadata foDiG®

Client. This metadata is used by the DCD Clienhamdle the DCD Content envelope prior to deliverythte DCD-
Enabled Client Application.

3. The DCD-Enabled Client Application: The DCD Contemtvelope contains the DCD Content payload. Thigtesd
payload may have associated Content Metadata whelDCD-Enabled Client Application may use whencpssing
the content. The content and any associated matadabut of scope for the DCD.
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5.4 Registration with the DCD Enabler

App 1 App.2
DCD Client —» DCD Server
/——D .

Application App3
Profile
registering
CP.A CPB
DCD Client < DCD Server

CP.C

Channel
Metadata

registering

Figure 4: Registration with the DCD Enabler

Figure 4 shows the relationship between DCD Seawerregistered DCD Content Providers’ channels,thadelationship
between DCD Client and registered DCD Enabled Chgplications.

A DCD-Enabled Client Application registers with tb€D Enabler by interacting with the DCD-CAR int&cé of the DCD
Client. The DCD-CAR interface allows dynamic regision of new applications. Upon registration, @D Enabled Client
Application supplies its Application Profile (inaling Channel Metadata for the types of content thaupports). The
Application Profile is not limited to DCD Client epations and may include the address or URL of DD Server
associated with the application, and may also telsettings for the DCD Server, if applicable antharized.

Following the registration of th®CD-Enabled Client Application with the DCD Clierthe DCD Client propagates the
registration to a DCD Server. The DCD Client adfima with the DCD Server, which results in sesséstablishment, has to
take place prior to registering application witle tfCD Server. This registration may be achievedieip (e.g. by direct
DCD Client and DCD Server interaction via DCD-3)implicitly (e.g. by DCD Client using a broadcasdrtsport enabler,
which may not require interaction with a DCD Se})ver

In architectural terms, the process involving tbgistration of components of the DCD Enabler isanstbod as "activation
(i.e. activation of the DCD Enabler "pipe") and theocess of registering external entities with thD€D Enabler is
understood as "registration". The activation precemy later reoccur, e.g. upon upgrade of the DABnCor Server, or
change in the DCD Server endpoint.
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The DCD-Enabled Client Application may be preirishlon the terminal and pre-registered with the DCliznt “out-of-
the-box”. In this situation the address or URL v DCD Server associated with the application nsy be pre-defined.

Additionally, generic applications (i.e. “DCD unawd such as a browser or RSS feed viewer may tegiated into the
DCD enabler. For example, by registration of theege application using mediator entities that jdevapplication profiles
on behalf of the application, or using a local preentity for content delivery using DCD. Details oftegrating such
applications are out of scope of the DCD Enabler.

The DCD Content Provider registers its channel& wie DCD Enabler by interacting with the DCD-CRikeiface of the
DCD Server. The DCD-CPR interface allows dynamigig&ation of new applications and content channélpon

registration, the Content Provider supplies therDleh Metadata. The Channel Metadata supplied bpraedt Provider is
not limited to DCD Server operations, but may atsude settings for a DCD Client.

Similarly to integrating generic applications witie DCD Client, a non-DCD Content Provider may riaté with the DCD
Enabler, for example, mediated registration perfmrthrough a DCD Service Provider or any otheraigbd entity.

Content delivery may start when both the DCD-Endiléient Application and the appropriate channetsragistered and
bound together through the DCD Client and DCD SerVee binding between a DCD-Enabled Client Apglora and a
DCD Content Provider is dynamic and may change raieg to the settings defined by the Applicatiomfi®e. The DCD

Enabler uses explicit or implicit binding mechanssto bind registered DCD Enabled Client Applicatioith registered
DCD Content Providers’ channels.

In explicit binding, the association between DCDabled Client Application and DCD Content Providsraichieved by
matching DCD-Enabled Client Application ID with thiRI of the Content Provider.

In implicit binding the association between DCD-Elea Client Application and DCD Content Provideathieved through
the use of heuristics at the DCD Server to matehcibntent types supported by the DCD-Enabled Chgnlication, as
described by its Application Profile and identifiéy the DCD Enabled Client Application ID, with trentent type
attributes provided by the Content Provider duriegistration of the DCD Channels. The content tgpeibutes are
expressed in a standard format defined in [OMA-DT®-Semantics]. The heuristics of implicit binding amplementation
specific and out of scope of the DCD Enabler.

5.5 DCD Processes, Functional Components and Interfaces

55.1 DCD Processes
55.1.1 Activation

As described in section 5.4, the DCD Client needactivate with the DCD Server. The activation gsscresults in
establishing the session. The activation of the OliEnt is a prerequisite to registration, subd@im and content delivery
processes. The activation process may be trigdereigvice provisioning, installation of the DCD @i, registration of the
first DCD Enabled Client Application, user requett,. Client authentication may be required in otdgroceed with the
activation. The need for the use of authenticagiod the required authentication type are estaldiblased on Service
Provider policy.

A single DCD Client may communicate with one or m@CD Servers. The DCD Server address may be piigaoed in
the DCD Client, supplied by an application as d pathe Application Profile, or provided by othmeans (e.g. OMA DM).

5.5.1.2 Registration

As described in section 5.4, the DCD Enabled Cligmtlication needs to register with the DCD Enalieorder to receive
the DCD Content. At registration, the DCD-Enabldiz@ Application provides an Application Profile the DCD Client
that describes the application’s capabilities aredgvences. The Application Profile represents neametadata to facilitate
channel offering for this application as well aplégation preferences common for all channels. g$dcD-CAR the DCD
Enabled Client Application registers with the DCIDe@t and submits its Application Profile. The D@EDabled Client
Application registration and the submission ofAfsplication profile could be mediated by anotheplagation submitting the
Application Profile on its behalf.
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Upon registration of the DCD Enabled Client Apptioa, the DCD Client sends registration messaghedCD
Server. Registration of applications with the D&&rver is required for point-to-point delivery mteld3oth the DCD
Client activation and the application registratigith the DCD Server may not be required for sonwatcast delivery
models.

The registration message to the DCD Server contairentire Application Profile or a subset of thephcation Profile. The
DCD Server binds the DCD Enabled Client Applicatwith one or more registered DCD Content Providesed on the
preferences in the Application Profile. To faciiédindings between the application and the comiemtiders, the
Application Profile may contain information abobetcontent types supported by the application.

If the registration is successful, the DCD Senatums the list of content channels matching appba preferences. This
list is provided to the DCD Enabled Client Applicet with the registration response. For generic [Dfaware)
applications, which are registered indirectly, tegponse is provided to the mediator or omittetgfregistration is internal
to the DCD Enabler (e.g. the DCD Client is precguffed to register the application).

5.5.1.3 Content Delivery

“Content delivery” as used in the context of thimdment includes the methods and overall processstablishing and
maintaining the automated or on-demand delivergooftent via the DCD Enabler. Content delivery isalidbed here in term
of channel (the set of content items related teifipeDCD-enabled services) lifecycle and operatioRurther details on the
following described functions are provided in thdsequent sections for the DCD functional entitied interfaces.

There are two main phases in the lifecycle of clkén

» Establishment: Channel establishment is the ifotiabf content delivery/reception of a channel bspacific DCD
Client, and can be initiated by the DCD Server @DClient upon various events, including subsaooiptactions
occurring outside the DCD Enabler, or/and subsonptequests by the DCD-Enabled Client Applications

» Operations: the autonomous or on-demand delivecpofent for the channel per the settings for thenael and its
related content. Channels may be defined for varinathods of delivery and periodic update.

The lifetime of channels and the applicable metfodshannel delivery/update are determined byDBE® Service Provider
and/or Content Provider for particular DCD-enaldedvices. Channel lifetime and the number of rdlatantent delivery
transactions may vary, e.g. one request and aelinsieries of directly related responses (such gdbmarovided by a DCD-
enabled browser proxy service), a limited-durageries of autonomous content updates (e.g. fotspuents), or an
indefinite series of autonomous content updates &local weather channel).

DCD Client-initiated channel establishment begirith\an initial request for content by the DCD Clieta the DCD-1
interface, referencing a general or specific rese(e.g. the root content address of an applicatiarhannel, or any generic
URI), and include various attributes of the reqedsesource as channel metadata. A DCD-Enabledt@jgplication uses
the DCD-CAR interface to request channel establaftmrhe preferences for such channel establishareritentified by
the Application Profile associated with the apgiiwa. In its response, the DCD Server may includenmel metadata which
the DCD Client then uses to complete channel @stabent, e.g. allocate content storage and schetalenel updates.
Similarly, DCD Server-initiated channel establisimi@cludes delivery of channel metadata whichRi@D Client uses to
complete channel establishment, e.g. setup corgeaption from the DCD-2 interface or DCD-1 inteda

Once the channel has been established, contemédetccurs via push (use of the DCD-2 interfagenfetwork-initiated
content delivery), and/or pull (use of the DCD-feifiace for client-initiated content delivery) metis. Channel metadata
may be updated as needed via the DCD-3 interfaeveé®n the DCD Client and DCD-Enabled Client Apgtiiens, the
DCD-CADE interface is used for content requests @eltvery.

Content delivery may be automated and/or on-demantbmated delivery may be controlled by schedul@D Client-
initiated updates through channel metadata asgocigith the overall channel or individual conteetns, or DCD Server
scheduling for pushed updates. Automated deliveay aiso be controlled by means outside the DCD Engly Content
Providers or DCD-Enabled Client Applications. Frdre DCD Enabler perspective, such externally-itetladelivery
requests are handled the same as any on-demawdrgebquest by Content Providers or DCD-EnabladrtlApplications.
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If the DCD Server had previously requested confardelivery of the content, the DCD Client shallifyothe DCD Server
of content delivery and the DCD Server retries enhtlelivery, based on DCD retry reschedule pref@e or until the
content is successfully delivered.

55.14 Personalization and Customization

As defined in [OMA-DCD-RD], personalization invols¢he dynamic adaptation of content accordingusex’s dynamic
profile, whereas customization involves the statleptation of content according to a user’s prefsgs. As described in
[OMA-DCD-RD], “content transformation” as a resoftpersonalization and customization is out of gcopthe DCD
Enabler. Thus for the DCD Enabler, content adagtas limited to controlling the way that contestdelivered, i.e.
what/when/how content is delivered based upon yhamhic profile and static preferences of the usertzearer selection for
the delivery. For example DCD Content Provider rselyd different versions of content items (e.qg. eifies encoded for
different quality and size for different beareigICD Server in order to enable content adaptai@hDCD Server may
support delivery of different versions of the carittems. The DCD Enabler may support external tions to “open and
modify” content objects for the purpose of conteahsformation if required.

The scope of personalization and customizationherDCD Enabler includes the ability to controy.¢he delivery of, DCD
Content based upon a subscriber’s profile attrigutdrich are provided by external enablers (egsgnce and location), or
managed by the DCD functional entities as dataifipaity related to DCD operation. The profile @tutes specifically
related to DCD operation include:

» statically applicable preferences (i.e. preferencdsrce until changed), usable for delivery cusization
(e.g. scheduling of DCD Channel delivery)

» dynamically applicable preferences (i.e. prefersri@sed upon dynamically determined user profile
attributes) , usable for application and content personalization

The following preferences as derived from [OMA-D@&D] are specified to provide a baseline of conbtions through
which personalization and customization can beeae:

» Per-channel static preferences

0 Subscription: This attribute is whether a subscribgiven access to a DCD channel, which is fefdl
by filtering received DCD channels at the clienthie broadcast case

o Delivery schedule and content expiry: These attédwcontrol, for example, the periodic update, and
the time-to-refresh content items, and the scheduwi the delivery of content items according te th
time of day.

0 Storage space usage: This attribute representsittismmum / maximum content storage space for each
DCD channel

o Manual suspension: This attribute indicates whetledivery for a DCD channel is currently manually
suspended

» Per-channel dynamic preferences

o Deliver when roaming: This attribute conditions tiedivery (i.e. deliver or do not deliver) of conte
channels based upon a subscriber’'s roaming status

o Deliver based upon current location: This attribcomditions the delivery of content channels based
upon a subscriber’s location.

o Deliver based upon Presence attribute: This at&ilbanditions the delivery of content channels Base
upon the value of a specific attribute value predidy a Presence Service.

These preferences are under the control of thecsbbs and the DCD Service Provider. User (or stibsc) preference
control is governed by the DCD Service Providetabgl policies for the DCD channel, including padis expressed by the
Content Provider. In some cases a subscriber iprogtded with control over specific preferences.

The methods by which the preferences are managétedyCD Service Provider or subscriber are owtcope of the DCD
Enabler.
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The role of the DCD Server and DCD Client in colitng content delivery based on the specified prfees is described in
[OMA-DCD-TS-Semantics].

55.2 DCD Functional Entities
5.5.2.1 DCD Client

The DCD Client resides on the terminal and intexadth DCD server and the DCD Enabled Client Apgiian.
The DCD Client provides the functions as describatie subsequent sections.

55.2.1.1 Subscription and Administration Function

The Subscription and Administration function has tbsponsibility for the following actions:
» Activation of the DCD Client with the DCD Server

0 The activation of the DCD Client is a prerequigiteregistration, subscription, and content delivery
The activation results in session establishmenen€Clauthentication may be required in order to
proceed with the activation.

* Registration of the DCD Enabled Client Applicatieith the DCD Enabler

o DCD Enabled Client Application registers with the€D Enabler in order to receive DCD Content.
Upon registration, the DCD Enabled Client Applioatiprovides an Application Profile (including
Application-ID). The DCD Client forwards the regeion information (i.e. the Application Profile or
its subset) to the DCD Server.

» Deregistration of the DCD Enabled Client Applicatio

o Deregistration process occurs when the DCD Enalilédnt Application initiates deregistration
request to the DCD Client. Such request could baeid as a result of user action, software removal,
etc. Alternatively, the DCD Client may deregisharapplication upon discovering that the applicatio
is no longer available.

» Deactivation of the DCD Client

0 Upon deregistration of the last DCD Enabled Cligpplication or the change of device user, the DCD
Client may deactivate with the DCD Server. The tigation results in session removal.

» Session management

0 The session describes the context of DCD contdivedg. In the point-to-point delivery a sessiorais
continuous logical association between the DCD &emand the DCD Client established for the
purpose of exchanging the DCD Content. In the brasd delivery a session represents logical
association between the DCD Server and the groupG Clients. The session is removed upon
DCD Client deactivation.

» Reporting of security violations (security-relators) and statistics

o In accordance with the DCD Service Provider politye DCD Client may report security violations
(security-related errors) and usage statistickédXCD Server.

» Discovery of available DCD Channels

0 After registration, the DCD-Enabled Client Appliat may obtain the list of available DCD Channels
matching Application Profile preferences. This lisintains relevant subset of the Channel Metadata
allowing the application to decide whether or mostibscribe to the available channels.

»  Subscription handling

o The DCD Enabled Client Application may request sdpsion to DCD Channels. The DCD Client
handles these subscriptions. The DCD Client natifiee DCD Server about the subscriptions in point-
to-point case and may notify in some broadcastscdsebroadcast case, the DCD Client supports
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content filtering. DCD Client also facilitates w@dition of subscription requests coming from the DCD
Server (for subscriptions established outside t&®Enabler).

» DCD channel suspension and resumption on behéfeoDCD Service Provider

(o]

The DCD Client handles channel suspension and nesumrequests from the DCD Server. These

requests may be originated by the DCD Content Bewwir the DCD Service Provider.

» DCD channel suspension and resumption on beh#tfeoDCD Enabled Client Application

0 The DCD Client handles channel suspension and netsomrequests from the DCD Enabled Client
Application and notifies DCD Server upon such reqsie
5.5.2.1.2 Content Reception and Storage Management Function:

The Content Reception and Storage Management Buntaéis the responsibility for the following actions

* Reception of DCD Content via pull, push, or broatcaethods

(o]

The DCD Client receives DCD Content from the DCDvBe The content is delivered over DCD-1 or
DCD-2 interfaces.

* Handling of connection parameters such as:

(o]

(o]

DCD interface to use for content delivery, i.e. DC@&nd/or DCD-2.

DCD Server and/or proxy address and data connegdgtails, for requests made via DCD-1 and DCD-
3: the IP-routable address of the DCD Server, &ga domain name or IP address. These may be
individually specified for DCD-1 and DCD-3.

Connection security to be applied to requests ma&lB®CD-1 and DCD-3: this defines whether a non-
secure (e.g. HTTP) or secure connection (e.g. H) Tt be used.

Transport method, for content delivered via DCDH#s indicates from which terminal the DCD
Client should expect content delivered via DCD-8, /AP Push client, BCAST client, or SMS client
(for Cell Broadcast).

Broadcast channel access parameters, for contéinerdéel via DCD-2: parameters specific to the
broadcast transport in use, e.g. for Cell Broad¢hstchannel number.

» Processing of DCD Content according to settingsddfin the DCD content metadata

(o]

Upon reception of the DCD Content, the DCD Cliexea@ites storage management functions
according to local policies (e.g. to ensure ademgttrage is available) and according to the gmsitin

defined in content metadata (e.g. removal of expa@ntent, replacement of outdated content, pyiorit
handling, etc.)

»  Specific content delivery functions:

(o]

(o]

Support for content bundles and channel aggreg&iomandwidth efficiency
Support for content delivery confirmation, if regted by the DCD Server

=  When requested by the DCD Server, the DCD Clienifie® the DCD Server following the
successful or unsuccessful delivery of DCD Content.

. Content storage management

(o]

The DCD Client manages content storage accordirtbereferences defined by the DCD-Enabled
Client Application at registration

The DCD-Enabled Client Application can request #jmecontent storage options or actions from the
DCD Client, such as:

= Reserve space, retrieve, or erase (part of ottelPCD content in the DCD Client-controlled
content storage.
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= Provide DCD Client with access to the content gfereontrolled by the DCD-Enabled Client
Application for content update, when required

= Set DCD Content storage and content retentionipslior a particular DCD channel.
5.5.2.1.3 Client-Application Interaction Function

The Client-Application Interaction Function providthe following functions to the DCD Enabled Cliéygplications:

»  Support for registration with a DCD Client

o The DCD Client uses Client-Application Interactiuinction to register the DCD Enabled Client
Application. During registration, the applicatiombsnits an Application Profile.

e Support for deregistration with a DCD Client

o The DCD Client uses Client-Application Interactibanction to deregister the DCD Enabled Client
Application.

» .Support for subscription to DCD Channels and stiptson for broadcast channels

o0 Channel selection. After registration, the DCD-HedbClient Application interacts with Client-
Application Interaction Function to select DCD Chals according to the channel metadata provided
by the Content Providers at registration.

o Notification of new DCD Channel availability. Usirigjient-Application Interaction Function the DCD
Client may notify the DCD Enabled Client Applicaiimbout availability of new DCD Channels
matching application preferences.

0 Subscription for broadcast DCD Channels. The DCigr€lfilters broadcast channels according to
application defined channel selection. The Cliepplkcation Interaction Function makes possible for
the DCD Enabled Client Application to indicateiitgerest in specified broadcast DCD Channel.

e Support for content delivery

o Notification of new content delivery via DCD. ClieApplication Interaction Function allows DCD-
Enabled Client Applications to receive notificasothat the new content has been delivered by the
DCD Enabler, and is available in the terminal’ sastge.

0 Requests for DCD Content and associated respo@$iest-Application Interaction Function allows
DCD-Enabled Client Applications to request contgmiate and to receive responses.

0 Reception of asynchronously delivered content.r@lAgpplication Interaction Function allows DCD-
Enabled Client Applications to receive new contnatt has been delivered asynchronously (Push or
Broadcast).

o0 Notification of DCD Channel suspension and resuomptiThis allows a DCD Enabled Client
Application to receive notifications that the DCDha@nel has been suspended. The DCD Enabled
Client Application may use this notification forbétrary purposes, e.g. to update graphical Ul
elements (e.g. a “connection status” icon, or grgybut of menu options for manual updates) or
suspend requests for synchronous DCD Content update

0 Requests for DCD Channel suspension and resumpfitis allows a DCD-Enabled Client
Application to request DCD Channel suspension asdimption. The DCD Client notifies the DCD
Server upon such request.

e Application Profile handling

o This function allows the DCD Client to handle deliy of the DCD Content for a particular DCD
Enabled Client Application according to its Applica Profile.
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5.5.2.2 DCD Server

The DCD Server implements the network side of t@Enabler and provides the functions as desciibéte subsequent
sections.

5.5.2.2.1 Subscription and Administration Function

The Subscription and Administration function haes tesponsibility for the following actions

» DCD Content Providers registration of channels ligh DCD Enabler

o DCD Content Provider registers its channels wite tXCD Server. Upon registration, the DCD
Content Provider supplies Channel Metadata for stpd DCD Channels. The DCD Content
Provider registers additional channels when thepbe available and updates registration for exgstin
channels when the channel preferences change.

» Deregistration of the DCD Channels by DCD Contentilers

o Channel deregistration process occurs when the D@ment Provider terminates offering the content
for this DCD Channel.

»  Subscription event notifications by DCD Content\iders

0 In case when DCD Content Provider handles subsmnipevents (e.g. subscriptions and
unsubscriptions), it informs DCD Server about thiergs via the DCD-CPR interface. If required, it is
the DCD Enabler's responsibility to validate exsdrsubscriptions with the DCD Enabled Client
Applications.

» Activation of the DCD Client

o Upon activation, the DCD Client and the DCD Sergstablish a new session. This session provides
the context for content delivery and administrathietions. The DCD Server may need to authenticate
the DCD Client in order to process activation.

» Registration of the DCD Enabled Client Application

o Upon registration of the DCD Enabled Client Applioa, the DCD Client forwards registration
information to the DCD Server. The DCD Server reeeithe Application Profile (or its subset) and
binds the DCD Enabled Client Application with th€D Channels matching application preferences.
The list of matching channels is returned with idgistration response.

» Deregistration of the DCD Enabled Client Applicatio

o Upon deregistration of the DCD Enabled Client Apation, the DCD Client deregisters it with the
DCD Server. The deregistration results in termorabf DCD content delivery to this DCD Enabled
Client Application, and may trigger DCD Client ddaation. The DCD Sever may also notify Content
Providers of deregistration of the DCD Enabled @lidpplication, if requested by the Content
Providers.

+ Deactivation of the DCD Client

0 Upon deregistration of the last DCD Enabled Cligpplication or the change of device user, the DCD
Client may deactivate with the DCD Server. The tigation results in session removal.

» DCD Client subscription event handling
0 The DCD Server handles subscription events from GEIiEnt via the DCD-3 interface.
» Collection of security violations (security-relatedors) and statistics from the DCD Client

o The DCD Client may report security violations (sdtgdrelated errors) and usage statistics to théDC
Server, if required.

« Session management
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o Upon activation, the DCD Client and the DCD Sergstablish a session. The session provides the
scope for content delivery between the DCD Cliemd the DCD Server. The DCD Server determines
when to close the session or may do so upon DC&ntCtequest.

» DCD channel suspension and resumption by DCD SeRiovider or on behalf of the DCD Content Provider

o0 The DCD Server handles channel suspension and ptgumrequests from the DCD Content
Provider. These requests are either explicit ¢Mer DCD-CPDE interface) or implicit (e.g.. as defil
in Channel Metadata submitted by the Content Peyjcr as required by DCD Service Provider).
DCD Server acceptance of suspension and resumgutimns is performed upon an authorized request
and in accordance with the DCD Service Provideol&y.

» DCD channel suspension and resumption on behétfeoDCD Enabled Client Application

o The DCD Server handles channel suspension and ptisumrequests from the DCD Client. These
requests are either explicit (i.e. over DCD-3 ifgee) or implicit (i.e. as defined in Channel Mettad
submitted by the DCD Enabled Client Application).

5.5.2.2.2 Content Distribution and Adaptation Function

The Content Distribution and Adaptation functiors lae responsibility for the following actions

» Delivery of DCD Content via pull, push, or broadceethods

0 The DCD Server receives content from the DCD Cdnfgnvider and delivers it to the DCD Client
over DCD-1 or DCD-2 interfaces. The DCD Contentdd&ivered to the DCD Client on demand, on
schedule, on application request, or upon avaitglat the DCD Server.

» Processing of DCD Content according to the Corltstadata

o0 The DCD Server processes DCD Content accordingecséttings defined in content metadata (e.g.
removal of expired content, replacement of outdateatent, priority delivery, fragmentation due to
size limitations, etc.)

»  Specific content distribution functions:
o0 Support for content publishing by the DCD ContertviRlers

0 Support for channel bundles e.g. delivering updé&esnultiple channels in a single response action
for bandwidth efficiency

o Facilitate content adaptation according to termateracteristics
o Facilitate content personalization according tspnee and location information

0 Support for content delivery according to settirgsl retrieval scheduling as defined by Channel
Metadata

0 Support for handling content delivery confirmation

= When required, the DCD Server requests from thgetaDCD Client the successful or
unsuccessful delivery of DCD Content.

. Content storage management

0 The DCD Server allocates and manages temporarggedor content in delivery. This storage is used
for the DCD Content:

= Pending delivery to “out-of-coverage” terminals
= Pending delivery confirmations
= Fragmented to satisfy limitations of the terminafsrage

= Pending delivery slot as per the delivery schedule
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5.5.3 External Enabler Dependencies

The following sections describe the external OMAaRler entities with which the DCD Enabler interaditectlyin the
fulfillment of core DCD requirements, e.g. in the operation of DCD-specified interfaces.

Except where noted, the external enabler entitiesmat mandatory dependencies of the DCD Enablanynspecific
deployment, e.g. the DCD Enabler can be used whinsome of the external enabler clients referermre are present in
a terminal. What is mandatory is that the DCD Eanbk capable of interfacing (if applicable) tosexternal enablers,
when they are present in any specific deployment.

Where the DCD Enabler interacts directly with ext¢tOMA enablers, it does so under the enabler sxgocontrol
environment called for in [OSE]. Depending upongpecific policies applicable between the DCD Smr\Rrovider and the
provider of the external enablers, a policy enforeat step may be required.

55.3.1 Push Enabler Entities

This section describes Push Enabler functions heil telated functional components for reuse by@@D Enabler. The
decision on whether some of these Push functiaraponents are implemented in DCD server / cliemasle at the time of
DCD service deployment.

The DCD Server uses the Push Enabler for delivérgomtent or administration actions to the DCD 6Glieither by
interacting with:

» the Push Proxy Gateway (PPG) entity via the Pustes#s Protocol (PAP) interface defined in [OMA-PUBRG]
for adaptation of Push operations to underlying dea

» the Push Client entity via the Push Over-the-Aatpcol (Push-OTA) interface defined in [OMA-PUSH-Q[T
e The SIP Push Client entity via the Push over StRguol interface defined in [OMA-SIP_PUSH)]

The DCD Client uses the Push Enabler for recemiforontent or administration actions from the PGélent. The interface
between the Push Client and DCD Client is implemgm-dependent and unspecified by OMA.

Push messages received by the Push Client aradrtmutee DCD Client via association with an OMNAsigmed Push-OTA
Application-ID.

55.3.2 BCAST Enabler

This section describes BCAST Enabler functionstaed related functional components for reuse lgy@CD Enabler. The
decision on whether some of these BCAST functignaiponents are implemented in DCD server / clieB@AST server
/ client, is made at the time of DCD service depient.

To enable the use of any of the BCAST functiongdisn this section for broadcast DCD contents piesumed that the
DCD Enabler supports the use of the BCAST entiies BCAST functional components relevant to eaetifip function,
as defined in [OMA-BCAST-AD].

The DCD Content has to be agnostic for the BCASalitar, hence the DCD Server will use the BCAST#&rence point
as defined in [BCAST-AD] for interaction with theJAST enabler. For the interaction between both lemaln the Client
side, there isn't a reference point exposed in [BTAAD], thus it will be implementation dependent.

Point-to-point DCD supported applications may atsake use of some of the BCAST entities and BCASittional
components defined in [OMA-BCAST-AD] for each oEtBCAST functions listed in this section (e.g: adistiation
purposes, personalization of BCAST Services dinggther with the relevant mechanisms specifidd@b.

DCD Enabler’s use of BCAST Enabler is based on soradl of the following BCAST functions:

e Service Guide Function: BCAST Service Guide camded to provide users with information about dekdeDCD
Content.
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* File / Stream Distribution Function: BCAST File aStteam Distribution Functions can allow respedyiwdficient
file and streaming delivery for the broadcast offDéntents to DCD Clients.

» Service and Content Protection Function

o0 BCAST Service Protection enables access controBfdAST channels via which DCD Content can be
delivered. Use of the channel as a delivery mediomDCD Content presumes that DCD Client host
terminals have access to the related BCAST chanflels may require pre-distribution of BCAST chahne
access rights to DCD -enabled terminals, or dynafisgibution of BCAST channel access rights ifshe
are affected by user or Service Provider subsorpdictions.

o0 BCAST Content Protection can enable access cofatrohdividual broadcasted DCD Content, once DCD
Content is in the terminal. This may require pretitbution of BCAST content access rights to DCD-
enabled terminals, or dynamic distribution of BCA&Intent access rights if these are affected by DCD
Service / content subscription actions.

e Service Provisioning Function: The BCAST Servicewsioning Function can enable user subscriptioiD@D
supported services and Content, and charging defatetions. This involves point to point channapabilities.

* Notification Function: The BCAST Notification furioh can allow the efficient delivery of DCD notiitions,
which can be used to inform the DCD Client aboutarping events related to the DCD supported services
Content.

554 Interfaces

In order to maintain independence from the undegyimplementation platform, all DCD interfaces néedhe defined only
in terms of data schema for the parameters of tiksdaces.

5541 Interface DCD-1

DCD-1 interface is a uni-directional point-to-pointerface between the DCD Server and the DCD €lIMia this interface
the DCD Client sends content pull requests to tB®[Berver, and receives responses. The DCD Clagtssrequests to the
DCD Server via DCD-1 interface as a result of sa\vigiggers, e.g.:

Automatic request upon notification of content #adaility at the DCD Server

Automatic request for content upon a predefinecdate

Automatic request for content upon stored contgpiration

O O O o

On-demand request for content by the DCD-Enabldédn€ClApplication, e.g. upon end-user interaction or
application-initiated interaction

The DCD Client may include DCD Content receivedrira DCD Enabled Client Application to be consumgdhe DCD
Content Provider in requests sent over this interfg.g. subscription personalization information).

55.4.2 Interface DCD-2

DCD-2 interface is uni-directional interface betwedbe DCD Server and the DCD Client. The DCD-2rifistee is supported
as a point-to-point content push interface andtpmirmulti-point broadcast interface. Via this irfece the DCD Server
delivers pushed notifications and / or contentwDCD Client, e.qg.

* Notification of content availability for client-iroked retrieval via DCD-1 interface

» Direct delivery of content

As DCD-2 interface is supported as a point-to-poaritent push interface and point-to-multi-poiredxcast interface, the
semantics of notifications indicating content aafility differ according to whether broadcast oimpdo-point modes are
used. In the point-to-point case, these notificatiare targeted to a specific application and temiser, and the message
contains application ID, terminal ID, etc. In th®éadcast case, the DCD Server expects the DCDtGbdilter these
notifications (e.g. based on the application ID Andcontent type match with registered DCD Endl@¢ient Applications).

The use of this interface is initiated by the DC&n&r upon request by a Service Provider / CorRenwtider (through DCD-
CPDE interface), or by the DCD Server itself.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-DCD-V1_0-20081223-C Page 31 (55)

5543 Interface DCD-3

DCD-3 interface is a bi-directional interface beéneghe DCD Server and the DCD Client. The DCD-8rifisice is supported
as a point-to-point interface and as point-to-npaitit broadcast interface when applicable. Via ithtierface the DCD Client
and the DCD Server perform channel subscriptionaahdinistration functions, e.g.:

o DCD Client Activation and session managerment
o DCD-Enabled Client Application registration actions
= Register
= Deregister
0 Service administration actions, e.g.
= change channel delivery options
= suspend /resume channel
o Channel Discovery actions
0 Channel subscription actions
= subscribe / unsubscribe
= subscription validation for external subscriptions
The use of this interface can be initiated by:
o DCD Client upon request of a DCD-Enabled Client kgagion (through DCD-CAR interface)
o DCD Client (e.g. activation / deactivation of DCOigdt, application registration / deregistration)

o DCD Server (e.g. channel un-subscription or newinbhannouncement over push or broadcast bearers)
5544 Interface DCD-CPR

DCD-CPR is a bi-directional interface between tten@nt Provider and the DCD Server. This interfeceised by the
Content Provider to register new content channéls the DCD Server. The Content Provider uses DGIRGnterface
when the new channels become available or whee fkexn update to the settings of the existing ebkn The interface is
used to supply Channel Metadata to the DCD Enalbles.DCD-CPR interface allows the plug-in of newn@mt Providers’
channels into the DCD Server dynamically i.e. therao need for the DCD Server restart or inteioupbf DCD Server
operations upon registration. The registrationhef Content Providers’ channels is independent fitoenregistration of the
DCD Enabled Client Applications. This interfacealso used to exchange subscription related infoomdtetween the DCD
Content Provider and the DCD Server. Content Peywbtifies the DCD Server about subscription evelnt addition, the
DCD Server may use this interface to notify the DCahtent Provider about subscription events from a DCD Client.

5545 Interface DCD-CAR

DCD-CAR is a bi-directional interface between théEnabled Client Application and the DCD ClienhiF interface is
used by the DCD-Enabled Client Application to régig deregister with the DCD Client when the aggiion is installed on
a terminal or upgraded and to perform subscriptédated actions (e.g. subscribe and unsubscrilie) DICD-Enabled Client
Application uses DCD-CAR interface to supply Applion Profile (including the Channel Metadata)ite DCD

Enabler. The DCD-CAR interface allows the plug-fmew DCD-Enabled Client Applications into the D@&Dabler
dynamically i.e. there is no need for the DCD (liegstart or interruption of DCD Client operatianson registration. The
registration of the DCD-Enabled Client Applicatidasndependent from the registration of the ConEnoviders’ channels.
In addition, DCD Client may use this interface &ify external subscriptions with DCD-Enabled Cti&pplication.

5.5.4.6 Interface DCD-CPDE

DCD-CPDE is a bi-directional interface between@wntent Provider and the DCD Server. This interfaagsed by the
Content Provider to publish content at the DCD 8eand for the DCD Server to retrieve content ftbmContent Provider.
The interface DCD-CPDE is used to exchange datkaggel according to the envelope model describsédtion 5.3. The
data inside the envelope is opaque to the endahbxefore only the structural parameters of the CE&bver envelope need
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to be specified. Content publication by a Conteot/leler must conform to the interface offered by tiICD Enabler.
Requests for content retrieval by the DCD Servestroonform to the interface offered by the Contertvider, and may
include metadata (e.g. HTTP headers) useable b@dhéent Provider to optimize / structure contemtdCD delivery.

5547 Interface DCD-CADE

DCD-CADE is a bi-directional interface between t€D-Enabled Client Application and the DCD Cliehhis interface is
used by the DCD Client to send notifications and ¢ontent to the DCD-Enabled Client Applicatiorddry the DCD-
Enabled Client Application to retrieve updated emntfrom the DCD Client. The interface DCD-CADE.Ised to exchange
data packaged according to the envelope modelieddn section 5.3. The data inside the envelsmpaque to the
enabler, therefore only the structural parametetseoDCD Content envelope need to be specifie@. Michanism for DCD
Client interaction with the DCD Enabled Client Ajgaltion is platform specific. The data schema Fis interface is defined
in the Application Profile, provided during DCD-Ebrlad Client Application registration.

56 Flows

The legend used in this section is as follows:

Mandatory Step

Optional Step or
Out-of-Scope Step

5.6.1 Registration of the DCD Enabled Client Application
There are two distinct examples for registratiothef DCD Enabled Client Application.
Example 1 Application is aware of the DCD Content Provideldress prior to the registration.

The DCD Enabled Client Application may be awar¢hef DCD Content Provider address prior to registnatvith the DCD
Enabler. This information could be provided to B@D Enabled Client Application as a result of DCPBrent discovery by
external means, provided through direct interactiith the terminal user, predefined by the appigatendor, or setup by
the service provider (e.g. using OMA DM).

DCD Enabled Client Application DCD Client DCD Server DCD Content Provider

|
1 1. Registration
2. Registration

3. Registration

>
>

| |
| |
| |
| |
I |
D 4, Process Registration }
5. Registration Response f }
| |
| |
| |
| |

6. Registartion Response

4447(“““‘“44444

|
|
|
|
|
|
|
|
|
|
|
|
|
|
¢
b
|
|

Figure 5: Registration of DCD Enabled Client Appliation

1. DCD Content Provider registers content channelb thie DCD Server.

2. DCD Enabled Client Application registers with th€D Client providing the Application Profile (AP)h€ AP
contains the DCD Content Provider address and s#ttings specifying application capabilities anefgrences.

3. DCD Client sends registration message to the DODeBeThe message contains the entire AP or thesside
applicable subset of the AP. In this example, tidD5erver address must be knoavpriori, or determined by
other implementation-specific means.

4. DCD Server validates the AP and binds the appbocatiith the specified Content Provider and with ¢hannels
offered by this Content Provider. The registraioacess may include user authorization for acee#izet requested
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DCD Content. The DCD Server may also interact with Content Provider through non-DCD interfacethiat
time (e.g. for authorization or service provisiag)in

DCD Server sends an Registration Response. Ifthistration was successful, the registration respanessage
will contain channel metadata for the channels@ased with the registered application.

DCD Client returns a Registration Response to gptieation. If the registration was successful, &pplication is
now ready to initiate pull-based content deliveig/the DCD-1 interface or to receive pushed contenthe DCD-
2 interface. The application may need to subsdohlibe requested content channel with the DCD CurReovider,
if applicable. Alternatively, the subscription magcur outside of the DCD Enabler.

Example 2 Application is unaware of DCD Content Providedeass at registration.

The DCD Enabled Client Application provides itsfprences and capabilities including supported cbbtypes (e.g. MIME
types) to the DCD Client. It expects the DCD Enabdediscover content channels matching applicapi@ierences and
provide this information upon registration. Exangptd such applications are general purpose, ofittedf applications
designed to handle specific content types (e.g. RSl Viewer, Video Player, etc.), or applicatidesigned for a specific
business domain (e.g. Stock Quotes, Traffic Netes) e

Refer to Figure 5:

1.
2.

5.6.2

DCD Content Provider registers content channelk thie DCD Server.

DCD Enabled Client Application registers with th€D Client providing the Application Profile (AP)hE AP
contains application capabilities and preferennekiting content types for channels supported ksyahplication.

DCD Client sends an application registration messaghe DCD Server. The message contains the AR or
applicable subset of the AP. In this example R® Server address must be knoavpriori, or determined by
other implementation-specific means.

DCD Server validates the AP and matches its comtypet preferences with available content chanregsstered by
Content Providers. It constructs a list of chanmedgéching AP preferences. The registration prooesginclude
user authorization for access to the requested BDGfient. The authorization may limit the list obcimels offered
to the application. The DCD Server may also intewdth applicable Content Providers through non-DCD
interfaces at this time (e.g. for authorizatiorservice provisioning).

DCD Server sends a Registration Response. If tfistration is successful, the message containksthef
applicable channels, and associated channel matadat

DCD Client returns a Registration Response to gptieation. If the registration was successful, thgponse may
contain the list of channels matching AP preferengédternatively, the application may retrieve tis¢ of channels
from the DCD Client. The application chooses dekgentent channels. It may need to subscribe el content
with the DCD Content Providers, if applicable. Bubscription with the DCD Content Providers is ofisscope for
the DCD Enabler, but could be treated as an opdgteeexchange over the DCD-1 interface. Alternatjtbe
subscription may occur outside of the DCD Enabler.

Registration of the DCD Enabled Client Application without interaction
with the DCD Server

This example is applicable to certain broadcastages such as receive-only broadcast kiosk or gem&y broadcast. In
these scenarios the registration is local to theiteal and does not result in registration inforimateing sent to the DCD

Server.

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-DCD-V1_0-20081223-C Page 34 (55)

DCD Enabled Client Application DCD Client DCD Server
I I I
| | 1. Channel Availability List |
: 2. Registration « :
| 8 |
I il |
| | |
| | 3. Process Registration |
| |
L 4. Registartion Response : !
" | |
: 5. Channel Subscription : :
. - |
I I

Figure 6: Registration of the DCD Enabled Client Aplication without DCD Client interaction with the D CD Server

1. DCD Server broadcasts a number of available chararel associated metadata

2. DCD Enabled Client Application registers with th€D Client providing the Application Profile (AP)h€ AP
contains application capabilities and preferennekiting content types for channels supported ksyahplication.

3. DCD Client validates the AP and matches its contgre preferences with available broadcasted cowitemnels.
Based on AP settings and channel metadata probigitte DCD Server at step 1, the DCD Client autiesstibes
the application to certain broadcast channels @grgency alerts, advertisement, etc.). It alspames a list of
“optional” channels matching AP preferences.

4. DCD Client returns a Registration Response to fidiation. It may contain the lists of auto-suliised channels
and of “optional” broadcast channels matching ABfgnences. Alternatively, the application may eatei these lists
from the DCD Client.

5. The application chooses desired broadcast chafioetsthe “optional” list. It issues a Channel Sufystion to
notify the DCD Client of selected “optional” chatsdf any. The DCD Client starts monitoring théested
broadcast channels for new content.

5.6.3  Channel Subscription

This flow illustrates “top-down” channel subscripti i.e. when the DCD-Enabled Client Applicationd® channel
subscription request to the DCD Server. Therewoedistinct scenarios for channel discovery leadmguch subscription.

1. Internal channel discovery upon registration respaor upon channel availability notification

At registration, the DCD-Enabled Client Applicatioeceives the metadata for the channels matchiplication
preferences. Additionally, an already registeregliaption may receive the metadata for new matckhmannels when they
become available. The subset of Channel Metadatasexl to the DCD-Enabled Client Application condathannel name,
description, identifier, etc. Based on this infotioa, the application selects a set of DCD Chanteeubscribe.

2. External channel discovery (e.g. via browser)

Users may discover DCD channels through subscriggatals external to the DCD Enabler. The subsiongportal may be
associated with the DCD Service Provider or a DGInt€nt Provider. In order to complete the subsicnippver the DCD
Enabler, the DCD-Enabled Client Application neeamlsltitain the identifier for a selected channel. itezhanism for
communicating channel identifier from a discoveggiat to a DCD-Enabled Client Application is devésal application
specific and out of scope for DCD. Alternativelyetexternal channel discovery may trigger registnadf the DCD-Enabled
Client Application and the identifier for a selettehannel may be specified as a part of metadakaded in the Application
Profile.
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Figure 7: Channel Subscription by a DCD-Enabled CEnt Application

1. DCD-Enabled Client Application sends subscriptiequest to the DCD Client specifying channel idéstifor a
selected DCD Channel. This channel identifier cgpoads to the channel already registered with 8B Berver.

2. DCD Client sends subscription request messageet® @D Server.

3. DCD Server validates subscription request and optip forwards the subscription to the DCD Conteravider,
which offers the channel. The subscription messagiee DCD Content Provider contains informatioatth
associates the user and / or device with the siptiser.

4. DCD Content Provider validates the subscription serds subscription response.
5. DCD Server sends subscription response to the DIBGnNd establishes the subscription, if succgssf

6. DCD Client returns subscription response to thdiegton. If the subscription was successful, tppleation is
now ready to receive the content for a selectedmélzor to establish subscription personalizatiettirsgs with the
DCD Content Provider, where applicable.

5.6.4  Noatification on External Channel Subscription

In this example the DCD Content Provider notifies DCD Server about channel subscription estaldishiéside the DCD
Enabler. To complete subscription setup, the DCBHaT validates the subscription with the DCD-EedtClient
Application. It is assumed here that the externbksription portal is associated with the DCD Cahrovider. In this
scenario the DCD Server is required to obtain deeanfirmation before setting up the subscriptiarthe alternative
scenario, the subscription portal may be associaittdthe DCD Service Provider and the DCD Servaymeceive
subscription notification directly from the subgdidn portal.

DCD Enabled Client Application DCD Client DCD Server DCD Content Provider
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Figure 8: Notification of External Subscription for a DCD Channel
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1. DCD Content Provider sends subscription notificatio the DCD Server. The subscription notificatinassage
contains delivery endpoint information (e.g. devécel/or user identity, application identifier, @tchannel
identifier, and subscription identifier, if applida.

DCD Server identifies target device and sends sigigm notification to the DCD Client

DCD Client requests subscription validation frora target DCD-Enabled Client Application
DCD-Enabled Client Application validates the sulgon and sends response back to the DCD Client
The DCD Client forwards the response to the DCDv&er

o g M w0 N

The DCD Server validates application response idsdbscription is confirmed, establishes the stipion. Next,
it forwards subscription notification responselie DCD Content Provider.

5.6.5 DCD Content Delivery
5.6.5.1 Pull-based Content Delivery over DCD-1 Interface

This example illustrates pull based content dejividrthe DCD Content. The flow describes two scergone with content
retrieval from the DCD Content Provider upon reg&jva content request and another with contentipatin at the DCD
Server prior to the content request. Both scenamiadve content adaptation at the DCD Server basethe information
obtained from personalization sources (e.g. lobafioesence, etc.)

DCD Enabled Client Application DCD Client DCD Server DCD Content Provider Personalization Sources
| | | | |
| | | |
i 1. Subscription Personalization i

‘

2. Content Request 2. Content Request 2. Content Request

l e

3. Content Response

|
4. Personalization Info Acquisition

———— e =L
& Y-

10. Content Adaptatfon

11. Content Response 11. Content Response
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Figure 9: Pull-based Content Delivery over DCD-1 Iterface

1. Subscription personalization request is sent fioenRCD Enabled Client Application to the DCD Conterovider.
Subscription personalization is optional as som®Edntent Providers may not support personalizedert.
Subscription personalization with the DCD ConteraviRler typically follows channel subscription withe DCD
Enabler (see sections 5.6.3 and 5.6.4).

2. Content request is sent from the DCD Enabled Chgmlication to the DCD Content Provider. This camtt
request could be a result of user action or a sghddcontent query by the DCD Enabled Client Apgdiien or by
the DCD Client (e.g. based on AP preferences).
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3. Content response from the DCD Content Provideh¢odCD Server. The response contains the DCD Cbaten
the error information if the content is unavailable

4. DCD Server acquires personalization informatiorunezgl to perform content adaptation. Such infororathay
include location, presence, terminal profile, etc.

5. DCD Server performs content adaptation based ondteired personalization information and the Agdiion
Profile preferences obtained at registration.

6. Content is returned to the application. Alterndtivéhe DCD Client may retain the content for fuathetrieval by
the application.

7. DCD Content Provider publishes new content to tlx¥DCBerver. This could be either the content matghin
subscription preferences (as specified at steprgome general content of interest to multiple DEiabled Client
Applications.

8. DCD Enabled Client Application issues a Contentiest The request is terminated at the DCD Sewvénea
content is available locally due to content pulilaraat step 7.

9. Same as step 4
10. Same as step 5

11. Same as step 6

5.6.5.2 Push-based Content Delivery over DCD-2 Interface

This example illustrates push based content dgligethe DCD Content.

DCD Enabled Client Application DCD Client DCD Server DCD Content Provider Personalization Sources

I
1. Subscription Personalization
i i

! 7> 4. Content Adaptation
5. Content Delivery 44—~

Figure 10: Push-based Content Delivery over DCD-2terface

1. Subscription personalization request is sent fioenRCD Enabled Client Application to the DCD Corterovider.
Subscription personalization is optional as som®Zontent Providers may not support personalizedert.
Subscription personalization with the DCD Contertvitler typically follows channel subscription withe DCD
Enabler (see sections 5.6.3 and 5.6.4).

2. DCD Content Provider publishes new content at te®Berver. This could be either the content matghin
subscription preferences (as specified at steprsome general content of interest to multiple DEiabled Client
Applications.

3. DCD Server acquires personalization informatiorunezyl to perform content adaptation. Such infororathay
include location, presence, terminal profile, etc.
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4. DCD Server performs content adaptation based oadbeired personalization information and the Agadion
Profile preferences obtained at registration.

5. Content is pushed to the DCD Client. If the terrhzeannot be reached (e.g. out-of-coverage), the [3€fver
retains the content until the terminal is availawéh respect to the settings in channel and cunteetadata). At
this time, the server evaluates the content vglishised on expiry and replacement information éndbintent
metadata. If the content is still valid, the DCDn&e repeats steps 3 and 4 prior to content push.

6. DCD Content is delivered to the DCD Enabled Cligpplication. Alternatively, the content could beaieed by
the DCD Client until the application retrieves thimntent.

5.6.5.3 Pull-based Content Delivery over DCD-1 Interface with Content Availability
Notification over DCD-2 Interface

This example shows pull based content deliverynef@CD Content. The DCD Server uses the DCD-2fimterto send a
content availability notification to the DCD Clieahd the application. The flow describes initiahtamt publication and
content update scenarios.

DCD Enabled Client Application DCD Client DCD Server DCD Content Provider Personalization Sources
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Figure 11: Pull based Content Delivery over DCD-1riterface with Content Availability Notification over DCD-2
Interface

1. Subscription personalization request from the DCatited Client Application to the DCD Content Praid
Subscription personalization is optional as som®Edntent Providers may not support personalizedert.
Subscription personalization with the DCD Contertvitler typically follows channel subscription witie DCD
Enabler (see sections 5.6.3 and 5.6.4).

2. DCD Content Provider publishes new content to tCServer. This could be either the content matghin
subscription preferences (as specified at stepripme general content of interest to multiple DEliabled Client
Applications.

3. DCD Server sends a content availability notificato the DCD Client and the DCD Client relays thigification
to the application, where applicable. Alternativehe DCD Client may retain the notification uritils queried by
the application.

4. Content request is sent from the DCD Enabled Chgmlication to the DCD Server.
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5. DCD Server evaluates content validity based ore#péry and replacement information in the conteptadata. If
the content is still valid, the server acquiresspaalization information required to perform contadaptation.
Such information may include location, presencemieal profile, etc.

6. DCD Server performs content adaptation based oadfeired personalization information and the Agxdiion
Profile preferences obtained at registration.

7. Content is returned to the application. Alterndiivéhe DCD Client may retain the content for fuathetrieval by
the application.

8. DCD Content Provider publishes new or updated edritethe DCD Server. The following steps are idehtto
steps 3-7 above.

5.6.5.4 Suspension and Resumption of Content Delivery Channels

This example shows 2 scenarios for DCD Channelenspn and resumption. The first two scenarioslaren by the DCD
Enabled Client application: first directly, requiegtthe DCD Client to suspend delivery of certdmarnels, another
indirectly through the Application Profile settingshe third scenario is driven by the DCD Contemvitler and the DCD
Client is notified upon channel suspension andmggion by the content provider.

DCD Enabled Client Application DCD Client DCD Server DCD Content Provider

( Content Delivery ]

1. Suspend

1. Suspend

2. Content Publication

3. Resume 3. Resume

Y- --¥Y___

4. Content Delivery

4. Content Delivery

A
_____IV_“_“___

T

( Moved to visited network: roaming ]

5. Content Publication

|
|
P
L]
|
|

( Moved back to home network )

6. Content Delivery

6. Content Delivery

7. Channel Suspended

8. Notification

9. Channel Resumed

10. Notification

|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
Y Y, .
I Y S

Figure 12: Suspension and Resumption of Content Deéry Channels

1. DCD Enabled Client Application requests the DCDe6tito suspend content delivery for a channellahannels.
The DCD Client relays this request to the DCD Serve
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10.

5.6.6

DCD Content Provider publishes new content to t¥C5erver. The DCD Server retains the content timil
channel is resumed. Alternatively, the DCD Servaymiscard the content based on the channel metadatided
by the content provider.

DCD Enabled Client Application requests DCD Cliemtesume content delivery. The DCD Client reldys t
request to the DCD Server.

Content is delivered to the DCD Client and to tH@IDEnabled Client Application. Alternatively, thertent could
be retained by the DCD Client until the applicatietrieves this content. It is assumed (not showthé diagram)
that at this step the DCD Server may perform cdntalidation (e.g. for expiry) and adaptation.

DCD Content Provider publishes new content to tl¥C5erver. Based on location information, the DGIvBr
determines that the terminal is roaming. The Agtian Profile settings prohibit content deliverythe certain
channel(s) while roaming. The DCD Server retaimsdbntent until the terminal is back to its homevoek.
Alternatively, the DCD Server may discard the cahteased on channel metadata provided by the coptevider.
During this period the content delivery is suspehdg both the DCD Client and the DCD Server are@awhthe
suspended state.

DCD Server determines that the terminal is badkstbome network and delivers the content to théO8Jient and
to the DCD Enabled Client Application. It is assuhtieat at this step the DCD Server may perform exant
validation (e.qg. for expiry) and adaptation.

DCD Content Provider notifies the DCD Server alsugpension of content delivery for a channel omoag of
channels.

DCD Server sends a channel suspension notificaidinee DCD Client and to the DCD Enabled Client Agrgion.

DCD Content Provider notifies the DCD Server alr@sumption of content delivery for a channel oreug of
channels.

The DCD Server sends channel resumption notifinatiche DCD Client and to the DCD Enabled Client
Application.

Deregistration of the DCD Enabled Client Application

Deregistration process occurs when the DCD EnabBlexht Application initiates deregistration requissthe DCD Client.
Such request could be issued as a result of usenasoftware removal, etc. Alternatively, the DClient may deregister
an application without receiving deregistrationuest (e.g. when discovers that the applicatiomiknger available).

DCD Enabled Client DCD Client DCD DCD Content
Application Server Provider

1.
2.

I . .
———— 1;991"99'?&399@ ,,,,, 2. Process

: deregistration
|
|

“:}. Deregistartion Response

********************* 4. Deregistration )

|
: : : 5. Process
I I 6. Deregistration | Deregistration
: | Response |
D —
|

| |
Figure 13: Deregistration of DCD Enabled Client Apgication
DCD Enabled Client Application issues Deregistmratiequest to the DCD Client.

DCD Client processes deregistration and may déhetépplication Profile context.
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6.

5.6.7

DCD Client returns Deregistration Response to tl®IEnabled Client Application
The DCD Client sends Deregistration request tdxg6® Server.

DCD Server receives the Deregistration requestpancesses deregistration (e.g. deletes all apjlicatlated
context for the specific user).

DCD Server sends Deregistration Response to the Olibt

Lifecycle of the DCD Enabled Client Application

This example shows the lifecycle of a DCD Enabl&dr® Application using point-to-point content dediy over the DCD-1
and DCD-2 interfaces. The following events are ghawthe lifecycle diagram:

New DCD Enabled Client Application joins the DCDdher. This action could be triggered by instatiatof the
new application, installation of the DCD Clientuaer action, an action of the external applicafiery. content
discovery client), a Service Provider action (¢hgough OMA DM), etc.

The DCD Enabled Client Application is upgraded ardified. As a result of this, the Application Ptefneeds to
be updated (due to a change in application cagiabilin terms of supported channels or channghgs).
Availability of new content channels as a resultaohew channel registration. The analogous everthahnel
removal results in identical flow and is not shawnhe diagram below.

Terminal switching to roaming results in contentivdgy suspension, as prescribed in the ApplicatRnofile
provided at registration.

Removal of the DCD Enabled Client Application opkgation deactivation on the terminal.
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Figure 14: Lifecycle of the DCD Enabled Client Appication using P2P content delivery

1. DCD Enabled Client Application registers with th€D Client and the DCD Client registers the applaatvith
the DCD Server. See section 5.6.1 for details. DG&® Client activation with the DCD Server (not shjvis a
prerquisite for this step.

2. DCD Enabled Client Application discovers DCD Chdsrand subscribes with the DCD Enabler. See secBoh 3
and 5.6.4 for details.

3. Content is delivered to the DCD Enabled Client Agagion. The application may need to set up pefssth
subscription with the DCD Content Provider. Sediers 5.6.5.1, 5.6.5.2 and 5.6.5.3 for details.

4. DCD Enabled Client Application reregisters with fD€D Client providing an updated Application PrefilThe
DCD Client reregisters application with the DCD &gt relaying updated information to the servere Tlow is
identical to new registration process describeskiction 5.6.1.

5. Content is delivered to the DCD Enabled Client Aggdion. The application may need to subscribestw nhannels
with the DCD Content Provider or re-subscribe teviusly subscribed channels (e.g. if applicatidrhhs
changed). See sections 5.6.5.1, 5.6.5.2 and 5f5dtails.

6. DCD Content Provider registers a new content chiggmoeiding the metadata associated with this cleann
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7. DCD Server matches channel information with apgiliceprofile preferences for the registered appicaand
sends new channel availability notifications tolaggible DCD Clients. The DCD Client relays this ifioation to
the DCD Enabled Client Application or retains thitification for later retrieval by the application

8. DCD Enabled Client Application chooses to subscfilvtexa new channel. See sections 5.6.3 and 5.6 deftails.

9. Content is delivered to the DCD Enabled Client Agagion. The application may need to set up pefseth
subscription for a new channel with the DCD Conterdvider. See sections 5.6.5.1, 5.6.5.2 and 3.6056 details.

10. The terminal moving to a visited network result€damtent delivery suspension, as prescribed ifigication
Profile. Content delivery is resumed when DCD Sedetermines that the terminal is back to the hoetevork.
See section 5.6.5.4 for details.

11. DCD Enabled Client Application unsubscribes somthefDCD Channels.

12. DCD Enabled Client Application deregisters with €D Client and the DCD Client sends deregistratissage
to the DCD Server. All outstanding subscriptioroimhiation and content for this application is deldtg the DCD
Enabler. See section 5.6.6 for details.
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6. DCD Enabler Protocol Stack
6.1 DCD Enabler Protocol Stack

The DCD Enabler architectural model describes riteractions of DCD Enabler with other Enablers.

Based on the DCD Enabler Architectural model, ti@DCENnabler is viewed as a protocol stack with faxgers as follows.

DCD Content Adaptation

Client Application Interaction Functions

Metadata Syntax: App. Profile / Channel / Content Metadata

DCD Content Delivery and Administration Functions

Logical Definitions: Session, Registration, etc.

Physical Packaging: XML / Binary XML / Textual Tokens

Data Transport Binding for DCD Objects

HTTP WAP SMS Cell Broadcast BCAST
Push

Bearer Network

DCD related protocol

Figure 15: DCD Enabler Protocol Stack

The bottom two layers are the data transport lagyees different media, i.e. bearer networks formoint-to-point and
point-to-multipoint paradigms. These bottom twodesywill reuse the existing bearer protocols fanpto-point and point-
to-multipoint data transport, for example HTTP, I@¥badcast etc.

Above the bottom two data transport layers, the Transport Binding defines the interface dpmtions on how to
deliver the DCD Content and related control managemessages between the DCD Server and the D@ndt@Ner
different data transport layers. The DCD objecisapsulated in different syntax models are transplooiver data transports.
The syntax models, such as XML, binary XML objet dextual token objects, are defined as part obEdntent Delivery
and Administration Functions.

The DCD Content Delivery and Administration Funogalefine two aspects of the key DCD Enabler fansti One is the
logical definition of the DCD Enabler functions Inding the control management message types aachiational
elements. Thus the DCD Client and DCD Server cteraperate in terms of control management functidhe other is the
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physical packaging of the logical functions, el standard payload structure of the DCD Conteditralated control
management messages. There may be several typagload structure depending on the transport bdiangations. For
example, it may be XML for HTTP, or an SMS tokehl¢afor Cell Broadcast, etc. However, the applmatpecific data is
opaque to the content delivery layer, and the &&fits and interpretation rules are representejiplication Profile.

At the top, there is the Application Profile (AR dluding Channel Metadata) that allows the DCDe@tito handle the DCD
Content for delivery to a particular DCD-Enablede@t Application. The Client Application Interactid-unctions use
Application Profile settings to process the DCD aon. At this layer, the channel and / or user-gBpeftinctions can be
applied, e.g. through integration with other Enebleot directly related to content delivery.
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Appendix A. Other OMA Enabler Entity Use by DCD (Informative)

This appendix describes DCD enabler entity direet af, or indirect support by, other OMA enabléites. The entities
described in this appendix are not directly depanids of the DCD Enabler, but deployment optiongliie fulfillment of
specific DCD requirements. For example, to perseegustomized DCD operation, the DCD Server cémene
personalization/customization-affecting informatfoom other enablers.

While OMA seeks to promote the use of OMA enablersuch functions, there are other options whi€?CDdeployments
can include. For example non-OMA location/presdacdities can provide personalization/customizataffecting
information, and DCD entities may obtain this imf@tion through other unspecified means. Howevegre/la deployment
does call for use of OMA Enablers for these funddiat is expected that DCD entity implementationsst conform to the
OMA requirements for interfacing with those enablédrhis section thus describes the OMA enabletiestand their
interfaces for use by DCD, if applicable for a sfiedeployment.

A.1 OMA Device Management Enabler

A.1.1 Device Provisioning and Management Client

The Device Provisioning and Management Client iseaternal entity providing the provisioning funct®to the DCD
Client. It is able to:

* Receive the initial parameters needed for DCD $ersent by service provider by using mechanismeifige in
[OMA-CP-ARCH] or [OMA-DM-AD].

» Retrieve and update the parameters needed for Ogplications sent by a Service Provider by using f©BDIM-
AD].

The detailed description of the functionalitiesgiswen in [OMA-CP-ARCH], [OMA-DM-AD], [OMA-FUMO-AD] and
[OMA-SCOMO-AD].

Editor’s note: the specific interfaces to be used and other dependencies are TBD pending further discussion with
the DM group.

A.1.2 Device Provisioning and Management Server

The Device Provisioning and Management Server nafopm the following functions that are needed upggort of DCD
applications:

» Initialization and updating of all the configuratiparameters necessary for the DCD Client.
» Software update for terminals allowing OTA applicatupgrade.

The detailed description of the functionalitiesgiwen in [OMA-CP-ARCH], [OMA-DM-AD], [OMA-FUMO-AD] and
[OMA-SCOMO-AD].

Editor’s note: the specific interfaces to be used and other dependencies are TBD pending further discussion with
the DM group.
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Charging Entity

A.2 OMA Charging Enabler
A.2.1 Charging Entity

This is an external entity, which may reside in 8esvice Provider's domain. This entity takes usimoles, which network
operators and / or service providers need to parfdrarging activities.

This entity is specified in [OMA-MCC-AD].

Editor’s note: the specific interfaces to be used are TBD pending further discussion with the MCC group.

Presence Server

A.3 OMA Presence Enabler

A.3.1 Presence Server
The Presence Server provides presence informatiaruser, which may be used for content persortadiza
This entity is specified in [OMA-PRS-IMPS-AD] an®@MA-PRS-SIMPLE-AD].
For access to presence information, the DCD Sexstsras a Watcher and interfaces to:
» the SIP/IP Core network via the PRS-2 referencatpas defined in [OMA-PRS-SIMPLE]
» the Content Server via the PRS-14 reference paintlefined in [OMA-PRS-SIMPLE]
The DCD Server uses the methods defined by [OMA-BRBPLE] to acquire user presence information.

The conditions under which the Presence Servidevisked and the methods to be used in any spebii®© supported
services are application-specific, and thus nanéedfor limited by the DCD Enabler.

Location Server

A.4 OMA Location Enabler

A.4.1 Location Server

The Location Server is an entity that provides fiecainformation of a user utilizing DCD supporteervices.
This entity is specified in [OMA-MLS-AD].

For access to location information, the DCD Senats as a MLS Client and interfaces to:

» the Requesting Location Server via the Le refergmmat, using the Mobile Location Protocol (MLP) \23as
defined in [OMA-MLP3.2].

The DCD Server uses the HTTP-based methods ddiipdilLP V3.2 to acquire user location information.

The conditions under which the Location Servernigoked and the methods to be used in any speci@® Bupported
services are application-specific, and thus nanéefor limited by the DCD Enabler.
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Categorization-Based Content Screening Enabler Content Screening Entity

A.5 OMA Categorization-Based Content Screening Enabler
A.5.1 Content Screening Entity

The Content Screening Entity of the CategorizaBaised Content Screening Enabler (CBCS) providesenbiscreening
functionality.

This entity is specified in [OMA-CBCS-AD].

The DCD Server and DCD Client interact with the CBContent Screening Component via the CBCS-1 mterflefined in
[OMA-CBCS-AD].

The conditions under which the CBCS Content Scregkintity is invoked and the methods to be usezhinspecific DCD
supported services are application-specific, and ttot defined or limited by the DCD Enabler.

As the CBCS Enabler can alter the DCD content wovkfthe DCD Enabler defines the error codes assediwith CBCS
blocking the content during delivery.

Client-Side Content Screening Framework Service Scan Engine

A.6 OMA Client-Side Content Screening Framework Enabler
A.6.1 Scan Engine

The Scan Engine entity of the Client-Side Conteste&ning Framework (CSCF) provides content screefuinctionality in
terminals.

The CSCF Scan Engine is specified in [OMA-CSCF-AD].
The DCD Client interacts with the Scan Engine i@ €CSF-1 interface as specified in [OMA-CSCF-TS].

The conditions under which the CSCF Scan Engirievisked and the methods to be used in any spediid supported
services are application-specific, and thus naneedfor limited by the DCD Enabler.

As the CSCF Enabler can alter the DCD content iarkfthe DCD Enabler defines the error codes preditdy the DCD
Client associated with CSCF blocking the contemirdudelivery.

User Agent Profile Storage Server

A.7 OMA User Agent Profile Enabler
A.7.1 User Agent Profile Storage Server

The User Agent Profile Storage Server is an emtitthe UAProf framework that stores terminal’s [limfesources. The
User Agent Profile Storage Server [OMA-UAPROF] vgitbvide information for content adaptation.

This entity is specified in [OMA-UAPROF].
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DRM Enabler Entities

A.8 OMA DRM Enabler

The DRM Enabler is used in order to ensure comdotlonsumption of digital media objects by providihe ability, for
example, to manage previews of DRM Content, to kensiperdistribution of protected contents, andrtable transfer of
content between DRM Agents. DRM Enabler entitiesdafined in [OMA-DRM].

In the DRM framework, DCD Server acts as contesiiés that is an entity that delivers DRM Conte®MA-DRM] defines
the format of protected content delivered to DRMeAtg, and the way protected content can be trategpfsom a content
issuer to a DRM Agent using different transport hesdsms. The content issuer (i.e. DCD Server) nuaghd actual
packaging of protected content itself, or it mageige pre-packaged protected content from DCD CGurReovider.

While DCD Server assumes role of content issuénérDRM framework, it does not directly interacthwany entities of
DRM Enabler, but permits the DCD Content to be geted by using the DRM Content Format specificatid@D Content
payload is opaque to DCD Enabler. DCD Content maylcan be either unprotected or protected.

On the terminal side, the DRM Agent is responsibtesnforcing permissions and constraints assatiadth protected
content, controlling access to protected content,As described earlier, DCD-Enabled Client Apglion consumes content
that is transparently made available by the DCDbleraDCD-Enabled Client Application may interadtwDRM Agent
when DCD Content payload is protected. Hence, DAiBn€does not directly interact with any entit@sDRM Enabler
either.
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Appendix B. DCD over BCAST Architecture

B.1 Architectural Diagram

DCD Server
DCD-BCAST-1 DCD-BCAST-2
BCAST Service BCAST Subscription
Distribution / Adaptation Management
BCAST-5 BCAST-6
BDS Service Distribution / Adaptation | BCAST-7
Broadcast Network | Interaction|Network
Legend
DCD Logical Entities i
BCAST Client
BCAST Logical Entities
DCD-BCAST-3
' Non-BCAST/DCD Entities !
"""""""""""""" DCD Client
BCAST Reference Points
DCD-BCAST Interfaces .
Terminal

Figure 16: DCD over BCAST Functional Architecture Dagram

Figure 1 provides an overview of the DCD over BCAfBiictional architecture. This architecture iscua push delivery
of DCD content over BCAST as part of the DCD-2 ifdee and push delivery of administrative messagivey BCAST as
part of the broadcast instantiation of the DCD1&iiface.

The DCD over BCAST architecture includes entitied mterfaces from the OMA BCAST enabler. The #etture also
includes a set of BCAST adaptation specific DC2iifices (DCD-BCAST) which enable interaction betwthee generic
DCD enabler entities and corresponding BCAST enahiéties.

A description of each of the interfaces and refeegmoints shown in Figure 1 and their role in tf@Dover BCAST
architecture is provided in the sections that f@llo

B.2 BCAST Reference Points

The DCD over BCAST adaptation utilizes interfacesrf the BCAST-5, BCAST-6, and BCAST-7 referencenfmi
described in [OMA-BCAST-AD] to provision broadcasssions, enable service protection, and delivdd Bahtent over
BCAST. The BCAST reference points relevant toB@D over BCAST adaptation are described below.
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B.2.1

BCAST-5 Reference Point

The DCD over BCAST adaptation utilizes the follogiimterfaces that are defined as part of the BCAS&ference point
described in [OMA-BCAST-AD]:

ne

Interface Usage

SG-5 The SG-5 interface may be used for the dgligeBCAST Service Guide containing BCAST
file delivery session access parameters for DCDhieels over the Broadcast Distribution
System.

FD-5 The FD-5 interface is used for the delivelBEAST files or bundles of files containing DCD
content and associated content metadata over theBast Distribution System.

SP-5-1 The SP-5-1 interface is used for the dglieéservice protected BCAST files or bundles tddi
containing DCD content and associated metadatahwkiguires service protection.

SP-5-2 The SP-5-2 interface is used for the delige BCAST STKM over the broadcast channel to t
BCAST SP-C in terminal or smartcard when BCAST merprotection is desired.

B.2.2 BCAST-6 Reference Point

The DCD over BCAST adaptation utilizes the follogimterfaces that are defined as part of the BCAS&ference point
described in [OMA-BCAST-AD]:

Interface Usage
SG-6 The SG-6 interface may be used for the dglisgEBCAST Service Guide containing BCAST
file delivery session access parameters for DChieels over the Interaction Channel.
FD-6 The FD-6 interface is used for point-to-paletivery of BCAST files or bundles of files
containing DCD content and associated metadatatbednteraction Channel.
SP-6 The SP-6 interface is used for delivery of BTASTKM over the interaction channel when
BCAST service protection is desired.

B.2.3

BCAST-7 Reference Point

The DCD over BCAST adaptation utilizes the follogiimterfaces that are defined as part of the BCAS&ference point
described in [OMA-BCAST-AD]:

Interface Usage
SP-7 The SP-7 interface may be used for the siggaxchange for registration and delivery of
LTKM over the interaction channel for BCAST fileldlery sessions associated with DCD
channels.
SPR-7 The SPR-7 interface may be used for delioEngessages used for subscription to BCAST file
delivery sessions associated with DCD channels.
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B.3 DCD over BCAST Interfaces

The DCD Server must interact with the BCAST Seriéstribution / Adaptation function and the BCASTilEcription
Management function to deliver DCD content and adstriative messaging over BCAST. This interactomaccomplished
via the DCD-BCAST-1 and DCD-BCAST-2 interfaces restprely.

The DCD Client must interact with the BCAST Cligatreceive DCD content and administrative messagimy BCAST.
This interaction is accomplished via the DCD-BCASinterface.

B.3.1 DCD-BCAST-1 Interface
The DCD-BCAST-1 interface allows the DCD Serveirtigract with the BCAST Service Distribution / Adapon function
to provision broadcast sessions and to insert D@ident into the BCAST enabler. This interfacexpexted to allow the
DCD Server to perform the following functions:

« Establish a BCAST file delivery session

e Submit DCD content to be delivered on a specificABQ file delivery session

*« Remove DCD content from a specific BCAST file dely session

e Terminate a BCAST file delivery session

« Obtain or specify access parameters or a servide giagment reference for a BCAST file delivergsien

B.3.2 DCD-BCAST-2 Interface

The DCD-BCAST-2 interface allows the DCD Serveirtigract with the BCAST Subscription Managementtion to
provision subscription information for DCD channdistributed over BCAST. This interface is expediedllow the DCD
Server to perform the following functions:

*  Provision subscription and authorization relatddrimation required by the BCAST subscription mamaget
function

B.3.3 DCD-BCAST-3 Interface

The DCD-BCAST-3 interface allows the DCD Clientimteract with the BCAST Client to initiate conteeteption and to
receive DCD content delivered over BCAST. Thi®ifdce is expected to allow the DCD Client to perfohe following
functions:

» Initiate content reception on a specific BCAST fieivery session by providing BCAST access paramset
obtained through DCD metadata
» Obtain content delivered on BCAST file deliverysieas for which content reception has been initiate

» Terminate content reception on a specific BCASE diklivery session

B.4 DCD over BCAST Metadata
B.4.1 Inclusion of BCAST Access Information in DCD Metadata

Access information for the BCAST file delivery siessassociated with each DCD channel or interfagdiwvered over
BCAST must be available to the DCD Client in orfterthe DCD Client to initiate content receptioneo BCAST. This
information is provided to the DCD Client througl€D metadata. There are several mechanisms thwwhigt the DCD
Client can obtain this information:

* Access information for the DCD-3 interface anddefault or pre-subscribed channels delivered ov@AST may
be pre-provisioned as part of the Application Redfor an application
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» Access information for specific DCD channels dalagover BCAST is provided by the DCD Server as phthe
Channel Metadata. This information is availablénlitbrough channel discovery and in response t@eessful
channel subscription

B.4.2 Supported BCAST Access Information Formats

BCAST access information may be included in DCDadata in several different formats. The followfogmats are
supported for inclusion of BCAST access informaiioiCD metadata:

* URI referencing a BCAST Service Guide ‘Servicegfrzent as defined in [OMA-TS-BCAST)]
» One or more complete, well-formed BCAST ServicedeuiAccess’ fragments as defined in [OMA-TS-BCAST]

» One or more complete, well-formed SDP session geagms as defined in [RFC 4566]

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-DCD-V1_0-20081223-C

Page 54 (55)

Appendix C. Change History
C.1 Approved Version History

(Informative)

Reference Date Description
n/a n/a No prior version —or- No previous version wit@MA
C.2 Draft/Candidate Version 1.0 History
Document Identifier Date Sections Description
Draft Versions 26 Oct 2005 All Initial draft template
OMA-AD-DCD-V1_0 06 Mar 2006 All Updated according to minutes 0091 and contribl@@r4R02. Editorial
changes to references.
16 Mar 2006 All Updated according to minutes 0109 and contribuf®96R02 and
0098RO01.
05 Apr 2006 All Updated according to minutes 0154 and 0167, andribations
0100R01, 0123, 0132R01 and 0141R01.
27 Apr 2006 All Updated according to minutes 0171 and 0175, anttibation
0122R02 and 0169R01.
05 May 2006 All Updated according to minutes 0186 contribution 0140R01.
11 May 2006 All Updated according to minutes 0197 and 0198, anttibations
0136R01, 0138R01, 0182R01, 0183R01, 0184R01, 01BER®7,
0188, 0190R01, 0194R01 and 0196R01
26 May 2006 All Updated according to minutes 0228j contribution 0218R01
02 Jun 2006 All Updated according to minutes 0281 @ntribution 0225 and 0230.
16 Jun 2006 All Updated according to minutes 0278 and contribut@#5R03,
0214R01, 0226R01, 0241, 0243R01, 0246R01, 0261ROD262R01.
12 Jul 2006 All Updated according to minutes 0288 and BAC-CD-200870and
contribution 0287 and BAC-CD-2006-0028.
21 Jul 2006 All Updated according to minutes 0031, Bitfone’s contsieand
contribution 0256, 0269R02 and 0289R02 and 0032
26 Jul 2006 All Editorial update according to thecdssion and minutes 0036.
02 Aug 2006 All Update according to discussion rteésu0042 and contribution 0041.
15 Sep 2006 All Updated according to Beijing discussion minutesSB002 and
contribution 0045R01
21 Sep 2006 All Updated according to contributi®®TR01 (minutes 0108).
14 Oct 2006 All Updated according to contribution 0072R03, 0083R087R01,
0090R01, 0092R01, 0093R01, 0095R01, 0096, 0098RAL, and
editorial changes (minutes 0103, 0107, 0108, 00135, 0120).
06 Nov 2006 All Updated according to contributions 0110R01, 0111RQ22,
0123R01, 0124R01, 0129R02, 0130R03, 0131, 0133REURO1,
0135, 0137, 0139, 0140R02, 0141R01, 0143R01 andR0Y (minutes
0149R01).
10 Nov 2006 All Editorial changes (minutes 0149R0# 0154R01)
04 Dec 2006 All Editorial changes (minutes 0154R0d 0160)
08 Dec 2006 All Updated according to contribution 0164R01, 017%,71R03 and
0178R01 (minutes 0173 and 0181).
18 Dec 2006 All Updated according to contribution 0179, 0183R0B8®R02, 0192,
0193, 0194R01 (minutes 0195R01)
04 Jan 2007 All Updated according to 2006-0174R@iL2006-0175R01
01 Feb 2007 All Updated according to 0018R01, 0019R01, 0027R0108AAR01, and
editorial changes (minutes 0032).
14 Feb 2007 All Updated according to 0047 and q@%i2utes 0054)
07 Mar 2007 All Updated according tBAC CD-2007-A001
30 Apr 2007 All Updated according to 0094, 0103Rad 0104R01 (minutes 0106)
10 May 2007 All (1) editorial changes of diagrargu¥e 1 and 2.
(2) Updated according to 0122 (minutes 0127)
22 May 2007 All Updated according to 0128 (minutes 0145) and editohanges of
cross references of sections

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-DCD-V1_0-20081223-C

Page 55 (55)

Document Identifier Date Sections Description
17 Jul 2007 All Updated according to CD-DCD-2007-0005R01 and 0016R0nutes
CD-DCD-2007-0041R01), and updated Figure 9, 10Jdnéccording
to CD-2007-0128.
08 Aug 2007 All Updated according to 0038R01 (masu@059)
11 Sep 2007 All Updated according to 0085 (min0ts30)
19 Nov 2007 55.2.1.2 Updated according to 0141(R0dutes 0154)
1 May 2008 Appendix A, | Updated according to CD-DCD-2008-0089R01
Appendix B | Corrected titles for Appendix A.1 and A.1.2
08 Sept 2008 All Updated according to resolutions of all “CLOSED” R comments in
OMA-CONRR-DCD-V1_0-20080903-I.
Candidate Version 23 Dec 2008 All Status changed to Candidate by TP
OMA-AD-DCD-V1_0 OMA-TP-2008-0493-
INP_DCD_V1_0_ERP_for_Candidate_Approval

[0 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




