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1. Scope

This document specifies how the BCAST 1.0 enaklénplemented over a specific BDS(Broadcast Distiiim System).

The BCAST 1.0 Enabler supports the global interapiéity among different Broadcast Distribution Sysis, and can also be
adapted according to the characteristics of Bragtdsstribution Systems for BCAST 1.0 enabler inmpémtation over a
certain BDS. In this document, two types of adéptaare presented.

The BCAST 1.0 Enabler includes 9 functions an@®diinctions can be implemented over the specifiSBbth minimal
adaptation. This is referred to as "generic adeptgtwhich can be applied for any kind of BDS.

The underlying BDS may already have a method fonation defined in the BCAST 1.0 Enabler. Thisdfieation defines
the cases where this method selected in the unidgmBDS is utilised for the BCAST function also.this case BCAST
functionality is adapted, as described in this doent. This is referred to as "BDS specific adapteti

This is further explained in Section 4 Introduction
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exiiéghdicated to be
informative.

This is an informative document, which is not imted to provide testable requirements to implemiamtst

3.2 Definitions

Cell_ID Cell Identifier as defined in [3GPP TS 25.401 vibpters 6.1.5

Cell_Group_ID Identifier for a group of cells sharing protocotiges for point-to-multipoint MBMS transmissions a
described in [3GPP TS 25.346 v6] (section 5.2.2)[8&GPP TS 25.331 v6] (section 10.2.16h)

3.3 Abbreviations

OMA Open Mobile Alliance

BCMCS Broadcast Multicast Service (3GPP2)

DVB-H Digital Video Broadcasting - Handheld

MBMS Multimedia Broadcast Multicast Service (3GPP)
MKI Master Key Identifier

MSK MBMS Service Key

MTK MBMS Traffic Key

SG Service Guide

SRTP Secure Real-time Transport Protocol
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4. Introduction

This technical specification specifies how the OMiabile Broadcast Services (BCAST) Enabler can bglémented in
3GPP MBMS network.

4.1 Version 1.0

BCAST ERP 1.0 has two modes of adaptation for MBMS:

1. Generic adaptation over an underlying MBMS IP traission network

In this mode, this Technical Specification explaiosv the BCAST Enabler has access to the IP trahkp@r so that
BCAST services can be provided from BCAST Netwarikites to BCAST Terminal. Furthermore, this alloas
common behaviour across multiple BCAST enabled &cast Distribution Systems (BDSes)

However, in generic adaptation mode, it may be issfide to share broadcast services with a nativé8Berminal (a
terminal that supports MBMS as specified by 3GRIR® w differences between the technologies seléctéd specific
BDS and the Generic adaptation. For example, &levdry mechanisms may be different or service eomtent
protection mechanisms may be different. In pradtice means file delivery sessions and streamisgises are most
likely to be provided in parallel in order to cafer BCAST Terminals and MBMS terminals.

2. BDS specific adaptation to MBMS functionality

In this mode, this Technical Specification expldiosv various BCAST functionalities are adapted MBMS IP
transmission network taking in consideration thec#iic technical aspects of the underlying Broat&astribution
System (BDS). In this mode, it is possible thataol@ast services can be shared between BCAST tdsnaind MBMS
terminals. Hence BCAST Network entities and MBM8/ges can provide services to both types of tertaina

For example, file delivery mechanisms and protectieechanisms would be those defined by 3aGPP MBMS
specifications. In practice this means file deljveessions and streaming sessions would cateptbrBCAST
terminals and MBMS terminals, without the needdmviding sessions in parallel.

Note that the purpose of BDS specific adaptatido isnable sharing a service between BCAST termiaadl native BDS
terminals. In contrast, generic adaptation allowvshtare a BCAST service across different BDSs. ésxiibed above,
BCAST Network entities and BCAST Terminals will &ble to handle the two types of adaptation, progidnaximum
deployment flexibility for the Service Provider.i$tallows BCAST terminal to work automatically inth situations, as
signalling is provided to indicate to the termitfa type of adaptation provided. As not all undedyBDS functionality is
adopted by BCAST, BCAST Enabler may be adapteatb types, i.e. BDS specific adaptation (optimif@dBDS) for
certain functions whilst using generic adaptatiB&AST-specific functionality) for other functions.

Note that in the context of ‘MBMS IP transmissiagtwork’, the ‘IP transmission’ means IP multicast® unicast between
BM_SC and UE.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
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5. Overview of MBMS (Informative)

MBMS (Multimedia Broadcast / Multicast Service) Heeen developed by 3GPP as mobile broadcast texndt is a
mechanism for delivering the same content to séusers more efficiently over existing cellularwetks than using
dedicated channel and will be available to both2l (GSM / EDGE) radio access network and thea{B access
network. MBMS follows a toolbox approach, wherdeliént applications can be delivered over a contluinaf different
delivery methods (namely download and streaming)kearers (point-to-point bearers and MBMS beapmsiding
multicast/broadcast transmission down to radiorayes shown in Fig. 1.

User service/ MMS PSS Other
Application "

Delivery method Download Streaming
Bearer Unicast Bearer MBMS Bearer

Figure 1: Functional Layers for MBMS User Service

MBMS bearers (shown at the bottom in Fig. 1) previde mechanism by which IP data is transportedMi@Bearers as
defined in 3GPP TS 23.246 v6 and 3GPP TS 22.146e/@ised to transport multicast and broadcastdriaffan efficient
one-to-many manner and are the foundation of MBMSel services. MBMS bearers may be used jointly wiicast PDP
contexts in offering complete service capabilitiés. MBMS bearer (identified by IP multicast addressl APN) might be
used in providing data to more than one MBMS dowadlor streaming session (3GPP TS 22.246 v6, seg}fiorhe
different session are identified by different UDétp.

When delivering MBMS content to a receiving apgdiica one or more delivery methods are used. Thieeatyllayer
provides functionality such as security and keyritigtion, reliability control by means of forwagtror-correction
techniques and associated delivery proceduresasifite-repair, and delivery verification. Two delry methods are
defined, namely download and streaming. Deliveryhmés may be added beyond release 6. Delivery rdstimay use
MBMS bearers and may make use of point-to-pointdrsahrough a set of MBMS associated procedures.

In addition to the MBMS bearer there are also serlayer functions specified for MBMS. This inclgdie definition of
MBMS user services, media codecs, formats andgratiapplication protocols using MBMS. The MBMS WUservice
enables applications. Different applications impdiferent requirements when delivering contentvt8MS subscribers and
may use different MBMS delivery methods. As an egkama messaging application such as MMS would luselownload
delivery method while a streaming application sasiPSS would use the streaming delivery methodMBMS user
service is an entity that is used in presentingrapiete service offering to the end-user and alhgwiim to activate or
deactivate the service. It is typically associatétth short descriptive material presented to thé-eser, which would
potentially be used by the user to decide whethdnehen to activate the offered service.

A single service entity can contain multiple distimultimedia objects or streams, which may neduktprovided over
various MBMS download or MBMS streaming sessionslofvnload session or a streaming session is assdaiath its
MBMS bearers and a set of delivery method parametgecifying how content is to be received on tlobila side. A set of
one or more MBMS bearers can be used for delivatatg as part of an MBMS download or streamingisesas an
example, the audio and visual part of video streambe carried on separate MBMS bearers. Howehisitécommended to

[0 2009 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-BCAST_MBMS_ Adaptation-V1_0-20090212-A Page 11 (33)

transfer MBMS download and/or streaming sessiotmginbelong to the same MBMS user service on theeddBMS
bearer service.

Figure 3 depicts the MBMS network architecture singyWWIBMS related entities involved in providing MB3/Auser
services.

MBMS
Receiver
Content
— Provider
GERAN | T S
.. 7 Core Network g
SGSN [ GGSN [+ BM-SC
/ e T
, UTRAN T 1P Network £
MBMS
Receiver

Figure 2: MBMS network architecture model

MBMS User Service architecture is based on an MBBt®iver on the UE (i.e., terminal) side and a B&1< the network
side. Details about the BM-SC functional entities given in Fig. 3.
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http Interactive
Announcement
Functions

to UE

User Service
Discovery /
Announcement

Gmb Sessm_n &
to GGSN Transmissio
Functior

MBMS Data Delivery Content Provider/
[UDP/(s)RTP, UDP/FLUTE] MBMS Delivery Multicast Broadcast

to UE Functions Source

Associated
http Delivery
to UE Functions

http / http Digest AKA Key Request
to UE Function

UDP/MIKEY

Key Distribution

to UE .
Function

Key Management
BM-SC Function

Figure 3: BM-SC sub-functional structure

The Session and Transmission function is furthbdstided into the MBMS Delivery functions and thesdciated Delivery
functions. The BM-SC and UE may exchange servicecamtent related information either over poinptunat bearers or
MBMS bearers whichever is suitable. To that enddllewing MBMS procedures are provided:

User Service Discovery / Announcement providingiserdescription material to be presented to thibweger as well
as application parameters used in providing semdceent to the end-user.

MBMS-based delivery of data/content from the BM+48Ghe UE over IP multicast or over IP unicast.
- The data/content is optionally confidentialityddor integrity protected

- The data/content is optionally protected by aved error correction code

Key Request and Registration procedure for recgikeys and key updates.

Service specific key distribution procedures whegritle BM-SC distributes service specific key matiergéquired to
access service data and delivered content.

Associated Delivery functions are invoked by theibEelation to the MBMS data transmission. Thédwing
associated delivery functions are available:

- File repair for download delivery method used¢dmplement missing data.
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- Delivery verification and reception statisticdlection procedures.

The interfaces between internal BM-SC functionsaarside the scope of 3GPP.

The Content Provider/Multicast Broadcast Source &Eg. 3) may provide discrete and continuous meiavell as service
descriptions and control data, to the BM-SC toraofervices via MBMS broadcast- and multicast beseevices at a time.
An MBMS User Service may use one or several MBMI&/eiey methods simultaneously. The Content Provideiticast
Broadcast Source may also be&Rarty Content Provider/Multicast Broadcast Source.

The Content Provider/Multicast Broadcast Sourcetion may reside within the broadcast service mterNs network or

may be provided from outside the broadcast sepviceider's network. The Content Provider/MulticBsbadcast Source
can also configure the Session and Transmissiastifurs (e.g. delivery or associated delivery). Triterface between the
Content Provider/Multicast Broadcast Source andBieSC is outside the scope of 3GPP.

The following specification describes the MBMS seevrequirements:

3GPP TS 21. 246 Multimedia Broadcast/Multicast ®eruser
services
3GPP TS 22.146 Multimedia Broadcast/Multicast SeryvEStage 1

The following specification describes the MBMS atetture:

3GPP TS 23.246 Multimedia Broadcast Multicast SErvi
Architecture and Functional Description
3GPP TS 25.346 Introduction of the Multimedia Brecast/Multicast

Service (MBMS) in the Radio Access Network
(RAN); Stage 2

3GPP TS 43.246 Multimedia Broadcast/Multicast &er¢yMBMS) in
the GERAN; Stage 2

The following specifications and reports describe/ie layer aspects of MBMS:

3GPP TS 26.346 MBMS; Protocols and Codecs

3GPP TR 26.946 MBMS user service guidelines

3GPP TS 32.273 MBMS Charging

3GPP TS 33.246 3G Security; Security of MBMS
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6. Generic Adaptation over MBMS’ IP transmission
network

This Section describes how BCAST specificationsrglyg [BCAST10-Services], [BCAST10-SG], [BCAST10-
ServContProt], [BCAST10-Distribution] and [DRM20-X3) are used over an MBMS network. The provisianthis
Section thus complement the ones in the generiifegaions so that BCAST services can be distedutver MBMSIP
transmission network, without re-using the MBMSdtionality and hence without the ability feharing services with
native MBMS terminals (unlike the adaptation spedifin Section 7 below).

The sentence "as defined by BCAST Enabler spetiiicg!’ is a shorthand notation that indicates B@AST server and
terminal SHALL respect the relevant BCAST speciiiwa (listed above).

Generic adaptation MAY be supported by BCAST Netwamtities and SHALL be supported by BCAST Terminal

All normative statements in this specification andy applicable in the case OMA BCAST servicesdistributed over
3GPP MBMS.

6.1 Access to the MBMS IP layer

3GPP MBMS specification SHALL apply. See chaptéorza list of specifications.

6.2 MBMS adaptation related to OMA-TS-BCAST_Service s

6.2.1 Interaction

Note that MBMS itself specifies the broadcast/nealéit capability of a cellular 3GPP network. It doesitself include an
interaction channel, but it is assumed that MBM8&lvgays part of a cellular network that provide®iaction channel
capabilities. For purposes of MBMS adaptation,“MBMS interaction channel” should be understoocatedicated
signalling connection established between the BCA&Work entities (BSM/BSDA) and the BCAST Termifelg. as
specified by [23.060]). The MBMS interaction chahmey be realized using access-independent tranppuiocols (e.g.
HTTP, TCP, UDP) over an IP bearer and/or acceserdmt mechanisms (e.g. telephony, SMS, MMS). Sinee
interaction channel exists and is used in MBMS BRAST Terminal SHALL support interaction defined [BCAST10-
Services].

The Terminal SHOULD support SMS for service inté¢i@at
6.2.2  Service Provisioning

As defined by [BCAST10-Services].
6.2.3  Terminal Provisioning

As defined by [BCAST10-Services].

Note: SG bootstrap information is provisioned usiegminal Provisioning.

6.2.4 Notification

The specification in section 5.14 of [BCAST10-Seed] SHALL apply.

When using 3GPP MBMS as the underlying BroadcastriDution System the Notification functionalityésabled as
specified in [BCAST10-Services].
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6.3 MBMS adaptation related to OMA-TS-BCAST_Service Guide
6.3.1  Service Guide Delivery over Broadcast Channel

As defined by [BCAST10-SG].
6.3.2  Service Guide Delivery over Interaction Chann el

As defined by [BCAST10-SG].
6.3.3  Service Guide Encoding

As defined by [BCAST10-SG].
6.3.4  Session Description

As defined by [BCAST10-SG].

6.3.5 Service Guide Data Model
As defined by [BCAST10-SG].

6.3.5.1 CellTargetArea in MBMS
See section 7.3.5.1.

6.3.6  Service Guide Bootstrap for SG Delivery over  Broadcast Channel

The entry point information according to [BCAST1GSsection 6.1.1 SHALL be provisioned to the teratinsing OMA
DM as specified in [BCAST10-Services] and using B@AST MO specified in [BCAST10-Services].

6.3.7  Service Guide Bootstrap for SG Delivery over  Unicast Channel

The entry point information , i.e the BSDA URL, SHIAbe provisioned to the terminal using OMA DM aeesified in
[BCAST10-Services] and using the BCAST MO specifiefBCAST10-Services].

6.4 MBMS adaptation related to OMA-TS-
BCAST_SvcCntProtection and OMA-TS-DRM_XBS

As defined by [BCAST10-ServContProt] and [DRM20-Bdeast-Extensions].
6.4.1 DRM Profile

The Terminal MAY support service protection using DRM Profile. IF the DRM Profile based servicetpction is
supported, the Terminal SHALL support the receptiad processing of keys transported in OMA DRMRights Objects
(ROs).

The Terminal MAY support content protection usihg DRM Profile as defined in [BCAST10-ServContProt]

The Terminal MAY support extensions for servicetpotion and content protection of broadcast-onkjias as defined in
[DRM20-Broadcast-Extentions].

6.4.2 OMA BCAST Smartcard Profile

The Terminal SHALL support service protection using Smartcard profile as defined in [BCAST10-SamtProt] section
4.5 and 6.
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The Terminal MAY support content protection usihg Smartcard Profile as defined in [BCAST10-Serv@out].

6.5 MBMS adaptation related to OMA-TS-BCAST _Distrib  ution
6.5.1  File Distribution

As defined by [BCAST10-Distribution].

The FEC RAPTOR scheme MAY be supported by the Babé SHALL be supported by terminal as specifiefBBPP TS
26.346] Annex B (there called MBMS FEC).

6.5.1.1 Signalling of parameters with FLUTE
FLUTE FDT Instances SHALL comply with [BCAST10-Ditution], with the following restrictions :

- FEC-OTI-FEC-Encoding-ID attribute SHALL be included<FDT-Instance> element ;
- Content-Type attribute SHALL be included in <FDTslance> element ;

- Content-Length attribute SHALL be included in ea¢file> element.
6.5.1.2 FDT Instance schema

FLUTE FDT Instances SHALL comply with BCAST FDT tasce schema defined in [BCAST10-Distribution].

In addition, MBMS adaptation restrictions definadsection 6.5.1.1 SHOULD be enforced in BCAST Fb3tances, using
the ‘xsi:type’ attribute as follows:

* Type of <FDT-Instance> element SHOULD be 'FDT-Imst@Type-BdsMbmsDvb’ from BCAST FDT namespace ;
* Type of each <File> element SHOULD be 'FileType-BidsnsDvb’ from BCAST FDT namespace.

6.5.2  Associated Delivery Procedures

As defined by [BCAST10-Distribution].

6.5.3  Stream Distribution

As defined by [BCAST10-Distribution], with the follving exceptions:
Terminals SHALL implement the streaming servicedefined in [3GPP 26.234].

The FEC RAPTOR scheme MAY be supported by the B&bé SHALL be supported by the terminal as specified
[BGPP TS 26.346] Annex B (there called MBMS FEC).

6.5.4 Media codecs

While BCAST Enabler does not define support of aredia codecs, BCAST Terminals SHALL follow suppafrtmedia
codecs as defined in 3GPP MBMS specifications.Sation .7.5.4.
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7. BCAST enabler adapting to MBMS functionality

This Section describes which BCAST technologieschasen from MBMS and how the 9 BCAST Functionsaatapted for
MBMS network. The adaptation can be implementedestrictions and extensions of the BCAST spedifices (namely
OMA-TS-BCAST_Services, OMA-TS-BCAST_ServiceGuidéVi®TS-BCAST_SvcCntProtection, OMA-TS-BCAST-
Distribution, and OMA-TS-DRM-XBS). The provisions this section take precedence over the ones iB&AST
specifications to enable BCAST services using MBAdiBpted functionality to be distributed over MBM&work allowing
service sharing for MBMS terminals.

BDS Specific adaptation MAY be supported by BCASatMork entities and SHALL be supported by BCASTrfigral.

All normative statements in this specification andy applicable in the case OMA BCAST servicesdistributed over
MBMS network.

7.1 Access to the MBMS IP layer

See Section 6.1.

7.2 MBMS adaptation related to OMA-TS-BCAST_Service s
7.2.1 Interaction

As defined by [BCAST10-Services].
For specific adaptation, MBMS is understood as MBM®8r service, thus including interaction capabéig. for file repair.

In this context, the “MBMS interaction channel” SHAbe understood as a dedicated signalling conoeastablished
between the BCAST network entities (BSM/BSDA) ahed BCAST Terminal. The MBMS interaction channel/ i be
supported using access-independent transport pisteg. HTTP, TCP, UDP, IP) over an IP beare/@naccess-
dependent mechanisms (e.g. telephony, SMS, MM8eShe interaction channel exists and is usedBM®, the BCAST
Terminal SHALL support interaction defined by [BCAB)-Services].

The Terminal SHOULD support SMS for service intéi@at
7.2.2  Service Provisioning

As defined in [BCAST10-Services].
7.2.3  Terminal Provisioning

As defined in [BCAST10-Services].
Note: SG bootstrap information is provided usingrii@al Provisioning.

7.2.4 Notification

See section 6.2.4.

7.3 MBMS adaptation related to OMA-TS-BCAST_Service Guide

7.3.1  Service Guide Delivery over Broadcast Channel

As defined by [BCAST10-SG].

If the Service guide is delivered over the broatichannel, it SHALL be delivered using an MBMS ddead session and
using FLUTE as the transport protocol.
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7.3.2  Service Guide Delivery over Interaction Chann el

As defined by [BCAST10-SG].
7.3.3  Service Guide Encoding

As defined by [BCAST10-SG].

The Service Guide Delivery Unit carrying a setraiginents for Service Guide SHOULD be compressethtodelivery
using the GZIP algorithm.

7.3.4  Session Description

The Session Description fragment SHALL be providsihg either SDP or the session description asneéfby MBMS user
service bundle description (MBMS-USBD) as specifiefBGPP 26.346] section 5.2. MBMS-USBD referoi® or several
SDP description(s), formatted according to [BCASEKB] section 5.1.2.5 and [BCAST10-SPCP] section 10.

Note: The min-buffer-time attribute appears alsMiBMS. However, it appears as parameter of “mbnpsiré SDP
attribute and serves a different purpose. Thereéfonet recommended to use it for signaling Initiaffering time when used
for stream distribution over MBMS.

MBMS USBD SHALL NOT contain security description.
7.3.5  Service Guide Data Model

As defined by [BCAST10-SG].
7.35.1 CellTargetArea in MBMS

Underlying MBMS functionality is re-used, as explad below.

OMA BCAST Service Guide allows describing the targea for Service and Content in terms of BDS-djperell
identification. In the case of MBMS, ,the value ‘@ellTargetArea” element of “TargetArea” elemestexpressed as defned
in [BCAST10-SG], but can only assume the followirggues for “type”: 1 (3GPP Cell Global IdentifieB) (3GPP Routing
Area Identifier), 3 (3GPP Location Area Identifie) (3GPP Service Area ldentifier), 5 (3GPP MBM3vB® Area

Identity).

7.3.6  Service Guide Bootstrap

See sections 6.3.6. and 6.3.7

7.4 MBMS adaptation related to OMA-TS-
BCAST_SvcCntProtection and OMA-TS-DRM_XBS

The Terminal SHALL support service protection using Smartcard Profile using (U)SIM as definedBECAST10-
ServContProt] sections 4.5, 6 and 13.

For streaming services, the CS ID map type subB¢lALL be set to “SRTP-ID” in LTKMs as defined iBEGPP TS 33.246
V7).

The Terminal MAY support service protection using DRM Profile as defined in [BCAST10-ServConProt].

As defined by Section 9 Encryption Protocols of 8T 10-ServContProt] with the constraints indicabetbw in Section
7.4.1.1.
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7.4.1  Content Encryption

The specification in Section 9 "Encryption Protaaf [BCAST10-ServContProt] with the constraintdicated below in
Section 0 SHALL apply.

SRTP is the common content encryption method iredud [3GPP TS 33.246] and [BCAST10-ServContProt].
If IPsec or ISMACryp are used, BCAST specificatiamply i.e. without constraints.
74.1.1 Constraints on content encryption

This section sets specific restrictions on theafseRTP relative to what is described in [BCASTR&E ontProt] so that
compliance to [3GPP TS 33.246]is achieved, i.ethaba common encryption layer is achieved, allmaioth BCAST
Terminals and MBMS Terminals to access the sameyptedl stream.

SRTP

A 128 bit Master Key SHALL be used, as per BCAST MBMS specifications.

A 112 bit Master Salt SHALL be used.

MKI length SHALL be 6 bytes to provide compatibjlivith DRM Profile, Smartcard Profile and MBMS..

The Table below summarises constraints require@RTP to allow BCAST and MBMS Terminals to shareess to a
common encrypted data stream.

Parameter DRM Profile STKM Key ID Smartcard Profile 3GPP MBMS MIKEY
TEK ID for SRTP MKI (6 bytes) MKI = MSK ID || MTK ID 6 bytes
MK for SRTP 128 bits 128 bits
MS for SRTP 112 bits 112 bits

Table 1: Encryption parameters for shared BCAST/MBMS SRTP encrypted content stream

7.4.1.2 SRTP encryption: Sharing a protected media  stream between BCAST and
3GPP- MBMS terminals

This subsection describes how a number of broadeagice providers can share an SRTP protectedansédiam while
maintaining compatibility with the 3GPP MBMS spécdttions. The solution allows MBMS only terminatsshare a
protected media stream with BCAST terminals usirg®RM or Smartcard Profile.

The use of SRTP is mandatory with respect to 3GBIMBI [3GPP TS 33.246]. This means that IPSec andASNp
protected media streams, which are supported in8ICGAan not be shared with MBMS only terminals.

A protected media stream is encrypted using asisefl of Traffic Encryption Keys (TEKS). Broadcsstvice providers
wishing to share a protected media stream musigedkeir subscribers with STKMs containing the TEai€quired for
decryption of the content. The STKMs must also ammén identifier to allow the terminal to determiwhich protected
packets the TEK can be used to decrypt.

The Master Key Identifier (MKI) identifies the cent Traffic Encryption Key (TEK) to use to decrype protected media
stream. The MKI is included in the SRTP packetthefprotected media stream and SHALL be used éseadkiin [RFC
3711].

According to [3GPP TS 33.246] the MKI is formatisifollows where MSK is the MBMS Service Key and KB the
MBMS Traffic Key:

MKI = MSK ID || MTK ID
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The MSK ID and MTK ID are constructed as follows:

- MSK ID (4 bytes): is split into 2 sub parametehse Key Group part and the Key Number part.

0 Key Group part (2 bytes): is used to group keyhétdiger in order to allow the efficient managemdrgtored
MSKs.

o0 Key Number part (2 bytes): is used to distinguisBKg that have the same Key Domain ID and Key Group
part.

- MTK ID (2 bytes): is used to distinguish MTKs tHave the same MSK ID and Key Domain ID.

In BCAST the SEK is the functional equivalent of tiBMS MSK and the TEK is the functional equivalefithe MTK.
The SEK ID and TEK ID are constructed as per th&KNI$ and MTK ID respectively.

If several broadcast service providers share theessRTP protected media stream, distributed bpglesBSDA, the MKI
value transmitted in SRTP packets will also be ethar

This in turn means that the SEK IDs (MSK IDs) arieKTIDs (MTK IDs) included in the STKMs transmittéxy each of the
broadcast service providers must be the same.Heo8EK ID (MSK ID) this means that both the Key @rgart and the
Key Number part must be the same.

The requirement to synchronise the SEK IDs (MSK)IBsd TEK IDs (MTK IDs) between broadcast servicevjiers
implies that the update frequency of both SEKs (Mp#hd TEKs (MTKs) must also be synchronised.

[BGPP TS 33.246] mandates that when a new MSKkentanto use, the MTK ID of the first MTK protectég that MSK
must be set to an initial value greater than zadualitionally, for each new MTK protected by a sgecMSK, the value of
the MTK ID must be greater than the value usedHermprevious MTK. In most situations the practiciabice for the initial
value and the MTK ID increment will be one. Howewiis does not prevent the use of different valifahe MTK ID is
used as part of the MKI for a protected media strednich is shared between broadcast service provaidressing
BCAST and MBMS only terminals, the rules defined3GPP TS 33.246] for the update of MTK IDs mustégpected by
the BSDA.

In summary to share a protected media stream aimtairacompatibility with MBMS:

* In order for the terminal to identify the correcER (MTK) to use to decrypt the protected media atne all
broadcast service providers must distribute STKivg include the SEK ID (MSK ID) and TEK ID (MTK ID)sed
to generate the MKI value used by the shared SRERm.

*  The MKI must be constructed as follows: MKI = (M3B || MTK ID)

* Assingle set of TEKs (MTKs) must be used. It follothat the STKMs provided by each broadcast sepriceider
for the shared protected media stream will necégsaontain the same TEKs (MTKs) and that the TEWTK)
update period will be the same for all broadcastise providers.

» Broadcast service providers don't have to usedhesSEKs (MSKs) to protect their STKMs. Howevenduafcast
service providers must all update their SEKs (MS#tghe same time and use the same SEK IDs.

* The BSDA must use the following SRTP parametersesl

Parameter / Profile DRM Profile Smartcard Profile
M same as Smartcard MSKIID || MTK 1D
(6 bytes)
MK same as Smartcdard random 128 bits
MS same as Smartcard random 112 bits or NULL
derivation rate r 0 0 or non-zero
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Table 2: BCAST SRTP Parameters — sharing common stam with MBMS terminals

It should be noted that even though SEK (MSK) uegeriods must be synchronised between the broasieagce
providers sharing a protected media stream, eaxddbast service provider can independently dédayevalidity periods
for the SEKs (MSKs) that they issue to their us€ére key validity periods defined by the broadsastvice provider cannot
exceed the lifetime of the SEK (MSK). SEK (MSK) keglidity periods can be updated without updatimg 8EK (MSK) ,
cf. section 6.5.3 [TS 3GPP 33.246]. The SEK ID (MISK must be changed when a new SEK (MSK) is used.

The following can then be considered:

Assuming that there is a single shared protectetiarsream, the SEK renewal period is one montth that there are two
broadcast service providers (A and B):

- Subscribers from broadcast service provider A caess the shared media stream using SEK_AL1 to uieitry
TEKSs in the STKMs sent by broadcast service pravilBroadcast service provider A issues its subges with
LTKMs that include SEK_A1, with a key validity ped of one weeland a SEK ID = SEK_1. Broadcast service
provider A can issue a second LTKM to provide tlseibscribers with an additional week’s accesse@tiotected
media stream. In this case the second LTKM wouldaa the same SEK (SEK_A) and the same SEK_ID (SBK
but with a key validity period extended to coves tdditional week.

- Subscribers from broadcast service provider B caess the shared media stream using SEK_B1 tgputebe
TEKSs in the STKMs sent by broadcast service pravi2leBroadcast service provider B issues its subers with
LTKMs that include SEK_B1, with a key validity ped of one monttand a SEK ID = SEK_1.

In the above example, the value of the SEK_ID a&ret between the broadcast service providers, WigiBEK and the key
validity periods are different. Using different keglidity periods allows the broadcast service feks to offer their
subscribers customised service offerings relatedesame shared protected media stream.

Broadcast service providers A and B have to pecallli update the SEK used to protect the STKMs. SiRHates must be
completed at the same time by A and B. Furtherm®iad B must use the same SEK_ID for each new SEK.

With the above solution, different use cases assipte, depending on the number of BSDAs and kayagement systems
implemented by the Broadcast service providers.

7.4.1.2.1 A single SRTP stream shared by three broa dcast service providers using the
Smartcard Profile

The first use case deals with sharing a singleeptetd SRTP stream between three broadcast sereicielgrs implementing
the Smartcard Profile for key management. Figuoetfnes this use case.
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Operator A, Operator B, Operator C,

key domain ID=A key domain ID=B key domain ID=C
MSK_A MSK_B MSK_C
MSK_A ID = WXYZ MSK_B ID = WXYZ MSK_C ID = WXYZ
where key Group=WX, where key Group=WX, where key Group=WX,
key number=YZ key number=YZ key number=YZ
MTK where MTK where MTK where
MTK ID = 123 MTK ID = 123 MTK ID =123

BSD/A protected stream : MKI = WXYZ || 123
where
Em"’;dcf‘“ MSK_ID=WXYZ
onten MTK ID = 123
CUSTOMERS

Figure 4: Sharing a single SRTP stream between thesbroadcast service providers implementing the Smérard
Profile for key management

Figure 4 illustrates how a single protected metli@asndistributed by the can be shared betweerdbasaservice providers
A, B and C, all of whom implement the SmartcardfiRro

Broadcast service providers A, B and C generatie then SEKs, SEK_A, SEK_B and SEK_C respectivelye SEKs are
all different. The update frequency of the SEKsyischronised amongst broadcast service providéesidentifier used for
each of the broadcast service provider'sSEK islssorised. For SEK_A, SEK_B and SEK_C the MKI usetMXYZ || 123
(SEK_ID ||TEK ID. Each broadcast service providetributes the common TEK, in an STKM protectedly relevant
SEK, over the broadcast bearer. Each broadcastsemovider broadcasts their own STKM stream.

The BSDA broadcasts the protected media streanymect with the common TEK. Upon reception of thetpcted media
stream the Terminal retrieves the correct TEK torget the content based on the SEK ID and the TBkttracted from the
MKI.

7.4.1.2.2 Two SRTP streams, provided by two differe  nt BSDAs and shared by three
broadcast service providers all using the Smartcard Profile

The second use case illustrates how two SRTP peatesedia streams, provided by different BSDAs (BSD and
BSDA_2), can be shared between three broadcastegmoviders implementing the Smartcard ProfiiguFe 5 outlines
this use case.
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Operator X, Operator Y, Operator Z,

key domain, key domain, key domain,

ID_X ID_Y ID_Z
MSK_X1 MSK_X2 MSK_Y1 MSK_Y2 MSK_Z72
MSK_X ID1 = WXYZ MSK_XID2=STUV  MSK_Y ID1=WXYZ MSK_Y ID2 = STUV MSK_Z1D2 = STUV
key Group=WX, key Group=ST, key Group=WX, key Group=ST, key Group=ST,
key number=YZ key number=YzZ key number=YZ key number=UV key number=Uv
MTK1 where MTK2 where MTK1 where MTK2 where MTK2 where
MTK ID1 =123 MTK ID2 = 456 MTK ID1 =123 MTK ID2 = 456 MTK ID2 = 456

BSD/A1l |— protected stream 1 : MKI1 = WXYZ || 123
Broadcast where
CONTENT MSK_ID=WXYZ
MTK ID =123

BSD/A2 |————» / protected stream2: MKI2= STUV || 456

Broadcast
CONTENT where
MSK_ID=STUV
MTK ID = 456
CUSTOMERS

Figure 5: Sharing two SRTP streams between three badcast service providers using the Smartcard Prdé for key
management

Figure 5 illustrates how two SRTP protected streprosided by BSDA_1 and BSDA_2 can be shared baivleee
broadcast service providers X, Y and Z, all of whiamplement the Smartcard Profile. The protectedimstream broadcast
by BSDA 1 is shared by X and Y while the proteateetlia stream broadcast by BSDA_2 is shared byaxd Z.

Broadcast service providers X, Y and Z generatie tven SEKs for each of the protected media stretiasthey are
sharing, SEK_X1/SEK_X2, SEK_Y1/SEK_Y2 and SEK_Zhe SEKSs generated by each broadcast service jproaid
different, as are SEKs used by X and Y for thegutetd media streams provided by BSDA_1 and BSDA_2.

The SEK IDs used for each protected media is symised between the broadcast service provdersSEl 1D =
"WXYZ" is used for stream 1 and SEK ID ="STUV"used for stream 2. The update frequencies of th&s 3@ each
protected media stream are synchronised betweeltast service providers. Each protected mediamtises a common
TEK and TEK ID, e.g. for TEK_1, which is used faremam 1, the TEK_ID ="123 ", while for TEK_2, whids used for
stream 2, the TEK_ID = "456". Each broadcast serpiovider distributes the common TEKs (TEK_1 afKT?2), in an
STKM protected by the relevant SEK, over the breatlbearer.. Each broadcast service provider basésltheir own
STKM stream.

BSDA 1 and BSDA 2 broadcast the protected medeastrencrypted with the corresponding common TE#, BEK_1
for stream 1 and TEK_2 for stream 2. Upon receptibthe protected media stream the terminal red¢sethe TEK required
to decrypt the content based on TEK ID and MTK Kiracted from the MKI.
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7.4.1.2.3 A single SRTP stream shared by broadcast  service providers using the DRM
profile and (U)SIM and (R-)UIM/CSIM variants of the  Smartcard profile

Operator B,

Operator A, MBMS smart card profile Operator C, .
OMADRM profile Key Domain 1D B BCMCS smart card profile
. MSK_B
Generation of SEK MSK B ID = WXYZ Sn%MCBAiLO\IAI{‘) IE
Key_indicator of TKM where key Group=WX  \i vz | 123
to identify the TEK
Key
indicator=WXYZ| | 123 MTK  where
MTK ID = 123
BSD/A R protected stream : MKI = WXYZ || 123
Broadcast
CONTENT
CUSTOMERS

Figure 6: sharing a single SRTP stream between seaéBroadcast service providers, using the Smartcat profile and
the DRM Profile for key management

The third use case illustrates how a single SRDRepted stream can be shared between broadcasesproviders
implementing the Smartcard profile and the DRM Reofigure 6 illustrates this use case.

Broadcast service providers A implements the DREfiRy, broadcast service provider B implementstbsSIM variant of
the Smartcard Profile and broadcast service providienplements the (R-)UIM/CSIM variant of the Sitaard Profile.

Broadcast service providers A, B and C generaie thvn SEKs. The SEKs generated by each broadeagice provider
are different. A TEK common to broadcast servicavjaters A, B and C is used to protect the medieasir..

The value of the MKI, which in the above exampl& WXYZ || 123", has to be synchronised betweetttoadcast service
provider implementing the DRM Profile and the twwoddcast service providers implementing the vasiafithe Smartcard
Profile.

The BSDA broadcasts the protected media streanygect with common.

Upon reception of the protected media stream timeital retrieves the TEK required to decrypt thatemt based on MKI.

7.4.2 Key Management

As defined by [BCAST10-ServContProt].
7.4.2.1 SDP Signaling of Key Management Information

As defined by [BCAST10-SG] and [BCAST10-ServContRro
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7.4.2.2 DRM Profile

The Terminal MAY support service protection using DRM Profile. IF the DRM Profile based servicetpction is
supported, the Terminal SHALL support the receptiad processing of keys transported in OMA DRMR@s.

The Terminal MAY support content protection usihg DRM Profile as defined in [BCAST10-ServContProt]

The Terminal MAY support extensions for servicetpotion and content protection of broadcast-onkjais as defined in
[DRM20-Broadcast-Extensions].

7.4.2.3 OMA BCAST Smartcard Profile

The Terminal SHALL support service protection using Smartcard profile as defined in [BCAST10-SamtProt] section
4.5 and 6.

The Terminal MAY support content protection usihg Smartcard profile as defined in [BCAST10-Servi®oot].
7.4.3  File Protection

As defined by [BCAST10-ServContProt].

7.5 MBMS adaptation related to OMA-TS-BCAST _Distrib  ution
7.5.1  File Distribution

As defined by [BCAST10-Distribution].
Split TOI SHALL NOT be used.
The BSDA SHALL use FLUTE for file distribution.

The FEC RAPTOR scheme MAY be supported by the Ba&bé SHALL be supported by terminal as specifiefBBPP TS
26.346] Annex B (there called MBMS FEC).

7.5.1.1 Signalling of parameters with FLUTE

FLUTE FDT Instances SHALL comply with [BCAST10-Ditution], with the following restrictions :

- FEC-OTI-FEC-Encoding-ID attribute SHALL be included<FDT-Instance> element ;
- Content-Type attribute SHALL be included in <FDTslance> element ;

- Content-Length attribute SHALL be included in ea¢hile> element.
7.5.1.2 FDT Instance schema

FLUTE FDT Instances SHALL comply with BCAST FDT tasce schema defined in [BCAST10-Distribution].

In addition, MBMS adaptation restrictions definadsiection 7.5.1.1 SHOULD be enforced in BCAST FD3tances, using
the ‘xsi:type’ attribute as follows:

* Type of <FDT-Instance> element SHOULD be 'FDT-Imst@Type-BdsMbmsDvb’ from BCAST FDT namespace ;
* Type of each <File> element SHOULD be 'FileType-BldsnsDvb’ from BCAST FDT namespace.
7.5.2  Associated Delivery Procedures

As defined by [BCAST10-Distribution].

The Terminal and the BSDA SHALL implement file rapand reception reporting mechanisms as spedifi¢gBCAST10-
Distribution].
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7.5.3 Stream Distribution

As defined by [BCAST10-Distribution], with the follving exceptions;
Terminals SHALL implement the streaming servicelened in [3GPP 26.234].
The sender SHALL send RTCP sender reports as desdn [3GPP TS 26.346].

The FEC RAPTOR scheme MAY be supported by the B&bé SHALL be supported by the terminal as specified
[BGPP TS 26.346] Annex B (there called MBMS FEC).

754 Media codecs

The Terminal SHALL be able to receive, decode amler the codecs and payload types that are MANDRY @ccording
to [3GPP TS 26.346].

The Terminal SHOULD be able to receive, decoderander the codecs and payload types that are RECEIMMED
according to [3GPP TS 26.346].

The Terminal MAY be able to receive, decode andieehe codecs and payload types that are OPTIO&b&brding to
[3GPP TS 26.346].
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Appendix A. Change History (Informative)
A.1 Approved Version History
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Appendix B.  Static Conformance Requirements

The notation used in this appendix is specified@PPROC].

(Normative)

Note: BCAST adaptation specifications, in whicksispecified how the BCAST 1.0 enabler is impleredrtver a specific
BDS (Broadcast Distribution System), may overruladept requirements from this SCR or provide daldlitl requirements.

a. SCR for BCAST MBMS Client

Item Function Reference Status Requirement
BCAST-MBMS-C-002 AND
BCAST-MBMS-C-003 AND
S MBMS BCAST-MBMS-C-006 AND
BCAST-MBMS-C-001 (‘;pp"”. O | BCAST-MBMS-C-007 AND
adaptation BCAST-MBMS-C-008 AND
BCAST-MBMS-C-015 AND
BCAST-MBMS-C-018
TS MBMS
BCAST-MBMS-C-002 gép;p;:\tﬂgﬁgms for | adaptation o)
6.54and 754
Support Service TS MBMS : .
BCAST-MBMS-C-003 | Interaction btw Network| Adaptation 0] 22221 msmi g 882 AND
and Terminal 6.2.1and 7.2.1 . o~
TS MBMS
BCAST-MBMS-C-004 | SUPPOILHTTP, TCP, | 54 station O | BCAST-SERVICES-C-013
UDP, IP
6.21and 7.2.1
Support access TS MBMS
BCAST-MBMS-C-005 depgn St mechanism | Adaptation o)
P 6.2.1and 7.2.1
Support Service TS MBMS
BCAST-MBMS-C-006 pp . . Adaptation (@] BCAST-SERVICES-C-006
Provisioning Function
6.2.2and 7.2.2
Support Terminal TS MBMS
BCAST-MBMS-C-007 | 2uPPOT ¢ . Adaptation O | BCAST-SERVICES-C-011
Provisioning Function
6.2.3and 7.2.3
. TS MBMS
BCAST-MBMS-C-008 ?L‘flgt?(;tn'\'o“f'cat'o” Adaptation 0
6.24and 7.2.4
BCAST-MBMS-C-010 AND
BCAST-MBMS-C-011 AND
Support the SpeCiﬁC TS-MBMS- BCAST-MBMS-C-012 AND
BCAST-MBMS-C-00g | adaptation of Service | Adaptation O | BCAST-MBMS-C-013 AND
Guide Function for section 6.3 and
3GPP MBMS Network | 7.3 BCAST-MBMS-C-014
Support Service Guide Iﬁé\Mti't\iAoi-
BCAST-MBMS-C-010 | Delivery over Interaction P (0] BCAST-SG-C-012
section 6.3.2
Channel
and 7.3.2
TS-MBMS-
Adaptation
BCAST-MBMS-C-011 | Support FLUTE section 6.3.1 (0]
and 7.3.1
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Item Function Reference Status Requirement
TS-MBMS-
BCAST-MBMS-C-012 Suppo_rt _Sessmn Adaptanon o
Description section 6.3.4
and 7.3.4
Support Service Guide Iﬁé\Mtilt\iA;-
BCAST-MBMS-C-013 | Bootstrap over broadcast P (0]
channel section 6.3.6
and 7.3.6
Support Service Guide XiéMti,t\iAoSn-
BCAST-MBMS-C-014 | Bootstrap over P 0]
interaction channel section 6.3.7
and 7.3.6
Suooort File Distribut Xﬁ'MtB’t\_"S' BCAST-MBMS-C-016
BCAST-MBMS-C-015 | SuPPOr Fiie Distribution) Adapration O |AND
Function section 6.5.1
and 75.1 BCAST-MBMS-C-017
TS-MBMS-
BCAST-MBMS-C-016 | Support FEC RAPTOR| Adaptation O | BCAST-FD-C-009
section 6.5.1
and 7.5.1
TS-MBMS-
BCAST-MBMS-C-017 | SUPPOrtAssociated | Adaptation O | BCAST-FD-C-015
Delivery Procedure section 6.5.2
and 7.5.2
TS-MBMS-
BCAST-MBMS-C-018 | Accessto IP layer | Adaptation o
section 6.1 and
7.1
TS-MBMS BCAST-MBMS-C-020
BCAST-MBMS-C-019 | SUPPOT BCAST Serviea ,joniaion6.4| o | AND
Protection Function BCAST-MBMS-C-021
and 7.4
Support Smartcard XﬁéMtilt\i/losn-
BCAST-MBMS-C-020 | profile for Service 6.4 g and 0] BCAST-TerminalCapability-C-001
Protection 7493
Support Encryption TS-MBMS-
BCAST-MBMS-C-021 | 5PP yp Adaptation O | BCAST-MBMS-C-022
Protocol '
section 7.4.1
TS-MBMS-
BCAST-MBMS-C-022 | Support SRTP Adaptation 0]
section 7.4.1
TS-MBMS-
BCAST-MBMS-C-023 | Support IPSEC Adaptation 0]
section 7.4.1
TS-MBMS-
BCAST-MBMS-C-024 | Support ISMACrypt Adaptation 0]
section 7.4.1

b. SCR for BCAST MBMS BSM
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Item Function Reference Status Requirement
Support BCAST
E%AOTT'MBMSBSM' Adaptation on 3GPP o
MBMS Network
BCAST-MBMSBSM- | Support 3GPP MBMS | TS-MBMS- o
S-002 Generic Adaptation Adaptation 6
BCAST-MBMSBSM- | Support BCAST Servicel TS-MBMS- i ~
S-003 Protection Function Adaptation 6.4 o BCAST-BSM-S-004
: _ | Support Smartcard TS-MBMS-
2%’%?— MBMSBSM profile for Service Adaptation 0]
Protection 6.4.2
BCAST-MBMSBSM- | Support DRM profile for| |- MBMS-
. . Adaptation 0]
S-005 Service Protection
6.4.1
BCAST-MBMSBSM- | Support DRM extension| > MBMS-
) . Adaptation 0]
S-006 for Service Protection 6.41
BCAST-MBMSBSM- | Support BCAST Content TS-MBMS- o
S-007 Protection Function Adaptation 6.4
BCAST-MBMSBSM- | Support DRM profile for| > MEMS-
- Adaptation 0]
S-008 Content Protection 6.41
Support Smartcard TS-MBMS-
E%%ST'MBMSBSM' profile for Content Adaptation o]
Protection 6.4.2
BCAST-MBMSBSM- | Support DRM extension| 15 MBMS-
. Adaptation o
S-010 for Content Protection 6.41
BCAST-MBMSBSM-S-012 AND
BCAST-MBMSBSM- | Support 3GPP MBMS | TS-MBMS- o Egﬁimgm:zﬁgﬁ 2:3
S-011 Specific Adaptation Adaptation 7 ) b
BCAST-MBMSBSM-S-015
BCAST-MBMSBSM- Support !nte_ractlve TS-MBMS-
S-012 communication between Adaptation 0]
BSM and Terminal 7.2.1
Support Service TS-MBMS-
E%AliT-MBMSBSM- Provisioning between | Adaptation o BCAST-SERVICES-BSM-001
BSM and Terminal 7.2.2
i _ | Support Terminal TS-MBMS-
E%Ali-r MBMSBSM Provisioning between | Adaptation 0] BCAST-SERVICES-BSM-006
BSM and Terminal 7.2.3
Support Notification TS-MBMS-
BCAST-MBMSBSM- | |, otween BSM and Adaptation o
S-015 ;
Terminal 724
BCAST-MBMSBSM- | Support BCAST Servicel TS-MBMS- o
S-016 Protection Function Adaptation 7.4
: _ | Support Smartcard TS-MBMS-
2%’?‘51— MBMSBSM profile for Service Adaptation 0]
Protection 7.4.2
BCAST-MBMSBSM- | Support DRM profile for| |- MBMS-
! : Adaptation 0]
S-018 Service Protection
7.4.2.2
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Item Function Reference Status Requirement
BCAST-MBMSBSM- | Support DRM extension| > MBMS-
) . Adaptation 0]
S-019 for Service Protection
7.4.2.2
BCAST-MBMSBSM- | Support BCAST Content TS-MBMS- o
S-020 Protection Function Adaptation 7.4
BCAST-MBMSBSM- | Support DRM profile for| > MEMS-
. Adaptation 0]
S-021 Content Protection
7.4.2.2
: _ | Support Smartcard TS-MBMS-
E%A;T MBMSBSM profile for Content Adaptation 0]
Protection 7.4.2
BCAST-MBMSBSM- | Support DRM extension| > MBMS-
. Adaptation o
S-023 for Content Protection
7.4.2.2
c. SCR for BCAST MBMS BSDA
Item Function Reference Status Requirement
Support BCAST
E_C(Z)A()?T-MBMSBSDA- Adaptation on 3GPP o BCAST-MBMSBSDA-S-002
MBMS Network
TS 3GPP
E%ggT-MBMSBSDA- Support IP bearer MBMS Section| O
6.1and 7.1
TS-MBMS BCAST-MBMSBSDA-S-004 AND
BCAST-MBMSBSDA- | Support 3GPP MBMS | | dé tation‘ o BCAST-MBMSBSDA-S-007 AND
S-003 Generic Adaptation sectlioon 6 BCAST-MBMSBSDA-S-008 AND
BCAST-MBMSBSDA-S-009
BCAST-MBMSBSDA- 23{51) pgtticggeo?g;?\r/liie TS-MBMS-
S-004 Guige Function for Adaptation 0] BCAST-MBMSBSDA-S-005 AND
3GPP MBMS Network section 6.3 BCAST-MBMSBSDA-S-006
: _ | Support Service Guide | TS-MBMS-
BCAST-MBMSBSDA Bootstrap over broadcast Adaptation 0]
S-005 '
channel section 6.3.6
BCAST-MBMSBSDA- Support Service Guide TS-MBMS-
Bootstrap over Adaptation 0]
S-006 ; : )
interaction channel section 6.3.7
TS-MBMS-
BCAST-MBMSBSDA- Support File Distribution| Adaptation 0
S-007 )
section 6.5.1
BCAST-MBMSBSDA- | Support Stream TS-MBMS-
LS Adaptation 0]
S-008 Distribution '
section 6.5.3
TS-MBMS-
BCAST-MBMSBSDA- Adaptation
S-009 Support FEC RAPTOR section 0]
6.5.1.and 6.5.3
BCAST-MBMSBSDA- | Support MBMS TS-MBMS- BCAST-MBMSBSDA-S-011
S-010 Specific Adaptation Adaptation © AND
section 7
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Item Function Reference Status Requirement
BCAST-MBMSBSDA-S-028
AND
BCAST-MBMSBSDA-S-029
AND
BCAST-MBMSBSDA-S-030
Support the Specific TS-MBMS-
BCAST-MBMSBSDA- | adaptation of Service . BCAST-MBMSBSDA-C-018
- . Adaptation 0]
S-011 Guide Function for section 7.3 AND
3GPP MBMS Network ' BCAST-MBMSBSDA-C-019
: _ | Support Service Guide | TS-MBMS-
BCAST-MBMSBSDA Delivery over Broadcast| Adaptation (0] BCAST-SGGAD-S-019
S-012 )
Channel section 7.3.1
TS-MBMS-
BCAST-MBMSBSDA- Support FLUTE Adaptation o
S-013 !
section 7.3.1
. : TS-MBMS-
BCAST-MBMSBSDA- Suppo.rt Service Guide Adaptation o BCAST-SGGAD-S-017
S-014 Encoding !
section 7.3.2
BCAST-MBMSBSDA- | Support Session TS-MBMS-
S-015 Description Adaptation ©
P section 7.3.3
BCAST-MBMSBSDA- | SuPport Restrictions on | TS-MBMS-
S-016 use of elements and Adaptation 0]
attributes on SGDD section 7.3.4
: . TS-MBMS-
BCAST-MBMSBSDA- | Support Service Guide Adaptation o BCAST-SGGAD-S-005
S-017 Data Model :
section 7.3.4
Support Service Guide | TS-MBMS-
BCAST-MBMSBSDA- Bootstrap over broadcastAdaptation o
S-018 '
channel section 7.3.6
BCAST-MBMSBSDA- Support Service Guide TS-MBMS-
S-019 Bootstrap over Adaptation 0]
interaction channel section 7.3.6
Support the specific
i i - - BCAST-MBMSBSDA-S-021
BCAST-MBMSBSDA- adaptatllon of Se'rwce TS MBMS
Protection Function and| Adaptation 0] AND
S-020 : !
Content Protection section 7.4 BCAST-MBMSBSDA-S-025
Function
BCAST-MBMSBSDA- | Support Encryption | 15 MBMS-
S-021 Protocol Ada|_otat|on ©
section 7.4.1
TS-MBMS-
BCAST-MBMSBSDA- Support SRTP Adaptation 0
S-022 !
section 7.4.1
TS-MBMS-
BCAST-MBMSBSDA- Support IPSEC Adaptation 0
S-023 !
section 7.4.1
TS-MBMS-
BCAST-MBMSBSDA- Support ISMACrypt Adaptation o
S-024 !
section 7.4.1
BCAST-MBMSBSDA- | Support Key TS-MBMS- O
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Item Function Reference Status Requirement
S-025 management Adaptation
section 7.4.2
BCAST-MBMSBSDA- | Support DRM Profile | |- MBMS-
S-026 Key management Adaptation ©
y 9 section 7.4.2.2
BCAST-MBMSBSDA- | Support Smartcard TS-MBMS-
S-027 Profile Key management Adaptation o
section 7.4.2.3
TS-MBMS-
BCAST-MBMSBSDA- Support File Distribution| Adaptation o)
S-028 !
section 7.5.1
BCAST-MBMSBSDA- | Support Associated | 15 MBMS-
. Adaptation 0]
S-029 Delivery Procedure :
section 7.5.2
BCAST-MBMSBSDA- | Support Stream TS-MBMS-
R Adaptation o
S-030 Distribution '
section 7.5.3
d. SCR for BCAST MBMS BSA
Item Function Reference Status Requirement
BCAST-MBMSBSA-S- | Support for 3GPP : o
001 MBMS @] BCAST-MBMSBSA-S-002
Support BCAST
S(C):ZAST'MBMSBSA'S' Adaptation on 3GPP o]
MBMS Network
BCAST-MBMSBSA-S- | Support 3GPP MBMS | TS MBMS o BCAST-MBMSBSA-S-004 AND
003 Generic Adaptation Adaptation 6 BCAST-MBMSBSA-S-005
BCAST-MBMSBSA-S- | Support CODECS for XﬁaMtBa':?OSn o
004 3GPP MBMS b
6.5.4
Support the interactive | TS MBMS
gg;ST'MBMSBSA'S' communication between Adaptation o] BCAST-SERVICES-BSA-001
BSA and Terminal 6.2.1
BCAST-MBMSBSA-S- | Support 3GPP MBMS | TS MBMS o BCAST-MBMSBSA-S-007 AND
006 Specific Adaptation Adaptation 7 BCAST-MBMSBSA-S-008
BCAST-MBMSBSA-S- | Support CODECS for | ;5 VB¥S °
007 3GPP MBMS b
754
Support the interactive | TS MBMS
S(C)?ST'MBMSBSA'S' communication between Adaptation o BCAST-SERVICES-BSA-001
BSA and Terminal 7.2.1
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