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1. Scope

This document specifies the functions, interfaces lzehaviour of CPNS entities, then protocols aRtNE System concept
together with syntax and semantics of CPNS messages
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT", “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exgijiéghdicated to be

informative.

3.2 Definitions

Adminee
CPNS Device
CPNS Entity

CPNS Server

Capabilities Sharing
Group

External Entity
Group Key

Group Key
Decryption Key
(GKDK)

Group Key
Encryption Key
(GKEK)

Mode
Operator Policy
Overlay Network

Personal Network
(PN)

Personal Network
Element (PNE)

Personal Network
Gateway (PN GW)

PN Admin
PN Inventory
Remote PNE

Secure PAN

Secure Storage

See [CPNS-AD]
See [CPNS-RD]

There are three identified logical entities: PNE, BW and CPNS Server. In the CPNS v1.0, the CPNS
Server entity resides in the core network and tE Bnd/or PN GW entity resides in the CPNS device.

See [CPNS-RD]

A Service Group comprising PNEs with different @evcapabilities which are selected based on specifi
service requirements.

See [CPNS-RD]
See [CPNS-AD]

Key used by PNE to decrypt Group Key when usin@tcast based Group Key delivery from PN GW to
PNE.

Key used by PN GW to encrypt Group Key when usiraaticast based Group Key delivery from PN GW
to PNE.

See [CPNS-RD]

Policy provided by Network Operator or CPNS SenRcevider.

See [CPNS-RD]

See [CPNS-RD]

See [CPNS-RD]

See [CPNS-RD]

See [CPNS-RD]
See [CPNS-RD]

A PNE which does not belong to the same PN asettpgasting PNE does and communicates with that
requesting PNE through the CPNS Server

PAN which has security mechanism to protect autbigntconfidentiality and integrity of CPNS
message. That is, if PNE/PN GW uses security meéstmaof Secure PAN, it is guaranteed that source ID
of CPNS message is not falsified (i.e. authentigigtection), payload of CPNS message can notduk re
by CPNS Entity other than receiver CPNS Entity gieated by destination ID of the message (i.e.,
confidentiality protection), and CPNS message ischanged during transmission (i.e., integrity
protection).

A storage that stores the key material (e.g., Ektter Key (EUKey), Group Key, protected Passworyd,...
to protect against unauthorized access
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Service See [CPNS-RD]
Service Group (SG) See [CPNS-AD]

SG Inventory A list of Service Group(s) and the information @r@ice Group which includes information of group
members.
SG Owner A PNE which requests creation of the Service Graig granted ownership of the Service Group by

CPNS Server or former SG Owner. It is authorizeexpel member PNE from a Service Group, delete a
Service Group and pass the ownership to another Pbins ‘SG’ and ‘Service Group’ are used
interchangeably in this specification. They repnesxactly the same concept.

Temporary Key (TK) Key used by CPNS Entity to encrypt and decrypt EYitben EUKey is delivered from PN GW to PNE
in case that PNE does not have enough Ul capabikitnd the PAN between PN GW and PNE is not

secure.
Zone PN GW See [CPNS-RD]
3.3 Abbreviations
CSG Capabilities Sharing Group
GBA_U Generic Bootstrapping Architecture with UICC-basethancements
OMA Open Mobile Alliance
PSK Pre-Shared Key
SG Service Group
SHA-1 Secure Hash Algorithm 1
ul User Interface
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4. Introduction

This document defines signalling procedure of CRN&ies and syntax and semantics of CPNS messagesl on CPNS
requirement document [CPNS-RD] and CPNS architeaiocument [CPNS-AD].

Section 5 describes the CPNS system concept

Section 6 describes the high level procedure

Section 7 describes the signalling procedures M EBntities with CPNS messages.
Section 8 describes syntax and semantics of CPNSages.

Section 9 describes CPNS Transport Protocol bingipegification.

4.1 Version 1.0

This specification release covers all the requirgsé&om [CPNS-RD] assigned for this Release 1.0.

4.2 \Version1l.1

This specification release covers all the requimrgsmé&om [CPNS-RD] assigned for this Release 1.1.
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5. CPNS System Description

51 Identification

The following identifiers are used in the CPNS Heab

* The UserlD allows to uniquely identify a CPNS User

The PNID allows to uniquely identify a PN

The EntitylD allows to uniquely identify an CPNStHn
» ServicelD, which identifies uniquely the CPNS seed

e The SGID allows to uniquely identify a Service Gpou

5.1.1 UserlD

A CPNS User is identified by his/her CPNS UserID.

A CPNS UserID can be used for authentication, aightion and charging, etc.

A CPNS UserlD is in the form of:
A MSISDN which is uniquely and globally identifyirgmobile service subscription; or,
* An Email Address, in the case that a CPNS User doeswn his/her MSISDN; or,
* An operator SHALL assign a UserID, if any of abdwe UserlDs is not appropriate.

An example of a MSISDN is “82212345678"” and alseaample of an Email Address is jeonghoon@mailrco.k

5.1.2 PNID

A PN in the CPNS Enabler is identified by its PNID.
A PNID is composed of 2 parts:

» The first part is the EntitylD of the PN GW pertiaig to the PN

» The second part is number. This part allows totilewhich PN it is if the PN GW manages severals?N
For example:

* APN GW has the ID: 00-17-C4-E1-A0-Q2.PNGW.

The ID of the first PN is:

00-17-C4-E1-A0-Q2.PNGW.1

* Ifthe PN GW has a second PN:

00-17-C4-E1-A0-Q2.PNGW.2

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 21 (337)

5.1.3  EntitylD

The EntitylD of CPNS Server is identified by thekisting ID such as domain name, etc.

For the PN GW and PNE, the EntitylD is composetivaf parts: the first part is a device ID for idéyitig a physical device
and the second part is a type of Entity.

» A device ID may have the following formats:

o a physical address given by the manufacturer, asdilac addresses for Ethernet, Bluetooth, Wi-KjB2e,
etc ; and/or

o adevice name combined with a UserID : a devicemisnallocated by a user and the allocated de\dceeris
unigue among devices owned by the user. Since dJseglobally unique, the combination of a deviane
and a UserID is an identifier of a device.

NOTE: The device ID expressed with physical addieggrsistent, whereas a device hame combinedanitberlD
is not always persistent. If there are two or nprgsical addresses in the device, the CPNS en8blAL L choose
one. How to choose and when to choose is up tortheementation matter.

» Atype of Entity can be either of
o PNGW
o PNE

For example, if a CPNS Device has two capable MdedRsGW and PNE, then the CPNS Device has two DSt one for
PN GW and the other for PNE such as “00-17-C4-E1QOPNGW” and “00-17-C4-E1-A0-Q2.PNE".

514 ServicelD

ServicelD is an identifier used to identify a sfiecservice over the CPNS Enabler.
ServicelD is a unique identifier for active sengce

It is important that the format of the ServicelDassociated with an EntitylD and/or domain namthefservice provider and
a number to differentiate from other services m$hme category. This makes it easier to distihghis service and also
associate it with the provider e.g. BBC sport cteufbbc.co.uk/sport/snooker_1).

A ServicelD is made of 2 parts:

» Source ID: In the case of an External Entity oild be URL or other forms, while in the case &fNE, it should be
the PNEID

* Service name
For example:
* URL (PNEID)_service name

ServicelD can be created by PNE or the CPNS Serlien providing a service and is included in theviserdescription.
ServicelD is also used when populating a Servicau@inventory, to manage the service or a servioap and also is used
for service discovery functionality.

5.1.5 SGID

A SG in the CPNS Enabler is identified by its SGID.
A SGID is used in SG management.

A SGID is composed of 3 parts:
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e Thefirst part is a prefix “SG”.
» The second part is the EntitylD of PNE or PN GW athiequests SG creation.
* The third part is number. This part allows to idignivhich SG it is if the PNE or PN GW creates saVe&Gs.
For example:
* A PNE has the ID: 00-17-C4-E1-B0-Q2.PNE.
The ID of the first SG is:
SG.00-17-C4-E1-B0-Q2.PNE.1
» If the PNE creates a second SG:

SG.00-17-C4-E1-B0-Q2.PNE.2

5.2 CPNS Entity Mode

In the CPNS Enabler v1.0, CPNS Device can suppoettidentified Modes, PN GW, PNE and BOTH. The ®lodn be
detected by CPNS Entity Discovery function, amofjNS Devices. Because a PN consists at a minimuardefiice acting
in PN GW Mode and another or same device actiiNE Mode, devices should know the mode of the alkeices to
create or join PN. The PN GW SHALL be able to retag the PNE(S) in order to make it as a memb&MNfPNE SHALL
be able to recognize the PN GW to request to joicreate PN.

If a device supports the only PNE functionalitiegg( MP3 player, Smart meter), the device ope@tgson PNE mode. If a
device supports only PN GW functionalities (e.gntéoNetwork Router), the device operates only oM mode.

If a device supports both of PN GW and PNE fundlities (e.g. mobile phone), the Mode of deviceuwtidoe set initially
and can be changed according to user’s preferan@perator Policy. For example, when the CPNS imgates to create or
joins a Personal Network the user can set the Maaleually or the Operator Policy can be applied matically for the
Mode. (e.g. depending on the Operator Policy camisid the device capabilities, network capabiljties

5.3 Security Consideration

5.3.1 EUKey Management

CPNS Server assigns EUKey to PNE and PN GW aftéeaticating CPNS User based on UserID and passwasigned
EUKey is stored securely in CPNS Server togethér #ntitylD, UserlD and password.

Before assigning EUKey to PNE or PN GW, UserID aadsword of the CPNS User who owns PNE or PN GW ISH#e
registered with CPNS Server.

EUKey assignment to PNE SHALL be performed after®NE discovers PN GW by Entity Discovery and befeNE
attempts to connect to PN (i.e., before establggRiN, joining PN or being invited to PN)

EUKey assignment to PN GW SHALL be performed befatgual authentication between PN GW and CPNS &erve
If there is EUKey in the PNE or PN GW already assiy EUKey assignment SHALL NOT happen.

Section 7.4 describes the different approachedJéfdy assignment depending on Ul capability and Ps&Nurity

5.3.2 Group Key Management

Group Key is a security key which all member eetitin the same Service Group share and is usettweesecurity (e.g.,

confidentiality and integrity etc.) of messagestitesl to Service Group. For Group Key managemeRNE supports the
following operations:
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* create Group Key

When Service Group is created, CPNS Server cr&atmasp Key.

» delete Group Key

When Service Group is deleted, CPNS Server and 8@har PNEs delete Group Key.

e update Group Key

Update of Group Key is performed in two ways;
o When SG member PNE leaves or is expelled from 8e@roup, CPNS Server updates Group Key.
0 CPNS Server itself can update Group Key. (e.gpériodic updates).

» deliver Group Key

When Group Key is created or updated, CPNS Seeleratls a Group Key to PN GW(s). Then, each PN Qlivdrs a
Group Key to Service Group member PNE(s) pertaitintpe same PN of the PN GW.

Delivery of Group Key from PN GW to PNE can be penfed in three different ways: unicast based Gieyp
delivery, broadcast based Group Key delivery orriaybf the two (Section 7.8.5). PN GW and PNE SHAdupport
unicast based Group Key delivery. If a device inckHiPN GW/PNE is deployed supports underlying nekwiroadcast
mechanism, PN GW/PNE SHOULD support broadcast b&@edp Key delivery

5.3.3 Authentication, Confidentiality and Integrity
5.3.3.1 CPNS messages to CPNS Entity

Authenticity, confidentiality and integrity of CPN8essages to CPNS Entity are ensured by the ssess®n established
between CPNS Server and PNE, CPNS Server and PMr@aVPN GW and PNE.

Regarding message protection between PN GW and @eN&r, if fixed or removable module keeping idtgrinformation

and credential (e.g., a SIM/USIM/ISIM) is installed PN GW, PN GW and CPNS Server can utilize thedential (e.g., a
SIM/USIM/ISIM) for security

Regarding message protection between PN GW and PRE,GW and PNE connect to Secure PAN, PN GWRN& can
utilize security mechanism of Secure PAN to prossdurity of CPNS message.

Otherwise, secure session needs to be establigtwddn PN GW and PNE.
Secure session used to protect CPNS message endbased on its SourcelD and DestID.
» For CPNS message whose SourcelD and DestID are GeN@r/PNE and PNE/CPNS Server respectively
0 Secure session is achieved between CPNS ServétNiad
» For CPNS message whose SourcelD and DestID are @eN@r/PN GW and PN GW/CPNS Server respectively
0 Secure session is achieved between CPNS ServérNu@iwv
» For CPNS message whose SourcelD and DestID areWIRISE and PNE/PN GW respectively
0 Secure session is achieved between PN GW and PNE
5.3.3.1.1 Secure Session in CPNS Enabler
*  Secure session establishment

Secure session between CPNS Entities is establishB&K-based approach.
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As for session establishment between CPNS SeneePhife/PN GW, EUKey is used as PSK.

As for session establishment between PNE and PNd&idther key is used as PSK, since EUKey is natssrily
shared between PNE and PN GW. The key (hereinafbeglEUKey) is created in CPNS Server and se®N& and
PN GW after encrypted by EUKey of each entity. Befassigning LocalEUKey, EUKey is assigned to PN& BN
GW.

By using EUKey or LocalEUKey as PSK, secure sessi@stablished by the two operations: mutual anitbation and
session key sharing

0 Mutual authentication
Two CPNS Entities authenticate each other by uBig based authentication outlined in section 7.5.
0 Session key sharing

Session key sharing is also performed by using ASK. CPNS Entities create session key by calcuddtesh value
from random number and PSK (i.e., EUKey or LocallElyK Since both sides use the same random numbehan
same PSK, the same session keys are created aitdesh Same random numbers exchanged during mutual
authentication are used here.

Message protection by secure session
0 Authenticity and integrity

Message sender calculates hash value of messags&ipn key, and adds the hash value to the measagacC
(message authentication code). Message recipianteréfy message authenticity and integrity by fyénig MAC
using session key.

o Confidentiality

Message is encrypted by session key. For some gessencryption can be skipped. CPNS Entities MAYeh
predefined policy on which message they can skgoygtion. How to set the policy is out of scopeGH#NS Enabler
1.0.

Note: Whether or not to skip encryption can be ehasn a message by message basis. That is, ifaénceressage is
chosen to be encrypted, all the elements and aisbexcept for common parameter (8.1.1) of thasamge should
be encrypted.

5.3.3.2 CPNS messages to Service Group

When sending out a message to Service Group, CPiitteE SHALL use Group Key to guarantee securftgnessage
delivery to member PNEs. However, to those membdtdwhich satisfy both of the following two conditis, CPNS
Entities can send the message without protectiamsiyg Group Key.

1.
2.

PNE connects to its PN GW via Secure PAN which smessage authenticity, integrity and confidétytia

its PN GW has fixed or removable module keepingtidginformation and credential (e.g., a SIM/USIBIM) and
uses the module for secure communication with CBBiSer

When using Group Key, security of CPNS messagpsotected as follows:

Authenticity and integrity

Message sender calculates hash value of mess@gmbp Key, and adds the hash value to the messagd\&
(message authentication code). By verifying MAQhgsGroup key, message recipient can verify message
authenticity (i.e., can verify if the message ist§eom SG member PNE or CPNS Server). Also, messagjpient
can verify message integrity.

Confidentiality
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CPNS message destined to Service Group is encriggt€toup Key.

5.3.4 Authorization

Since CPNS Server stores EUKey with EntitylD of PNEPN GW and UserID of CPNS User who owns PNENIGRW,
CPNS Server can know correct EntitylD and Userleraduthenticating PNE or PN GW. Thus, CPNS Seraarperform
authorization using EntitylD and UserID.

5.4 PN Management and SG Management
541 PN Management

PN Management covers PN Establishment, PN Setag B\ usage information, PN Update as a resuliNét P
joining/invitation/leaving/expulsion and PN Release

PN SHALL be established with only one PN GW and onmore PNE(s) in PAN and the PN create requesbealone by
both PNE and PNGW. After creating PN, PN Invent@se section 5.8) is created in PNE, PNGW and CB&t®er. CPNS
User can allow sharing of PNE information among rhenPNEs. The PN Inventory SHALL be kept in PNE, BW and
CPNS Server even though member PNEs are disconneittePN GW temporary because CPNS Enabler supgtable
information related with PN, which is sustained @\y. PN Inventory, continuous Content/Service &gl per Service in
PN, and Usage statistic history per PNID). Howe@®NS User can configure the temporary PN so thatéleased
immediately and removed from PN Inventory aftergbal disconnection of PAN, which means PNE isaisected from
PN GW (e.g. PN for Zone based service).

PN SHOULD be established using PN usage informaBdhusage information (see section 5.9) is geadray CPNS
Server depending on CPNS User’s request and it MAtored in PNE and PN GW according to the CPNS’'8s
preference.

PN Admin can initiate PN Inventory change of Adrmareelonging to the same PN. For example, CPNS ti#sechange
information such as Mode, Zonebasedservicesupp®Ni Inventory.

NOTE: If Sharing attribute is “Protected” in the BiNentory, PN Admin cannot initiate PN Inventotyange of Adminee.
In zone based service scenario, PN consists oPditeand one PN GW which can belong to differentsise

Member PNE Update can be requested by PNE and PNRBIE can invite or request to expel the other RN& PNE can
join or leave itself. PN GW also can invite or elipee other PNE. If the User wants to share thermftion of member
PNE’s with each other, the member PNE get theigatibn about member update.

PN Release can be requested by PNE, PN GW or CeN8rS

5.4.2 SG Management

SG Management covers SG Establishment, SG Updaieessilt of PNE joining/invitation/leaving/expusi and SG
Release.

SG SHALL be established with one or more PNE(d)e $GCreateRequest can be initiated either by ANy BNGW.
After SG creation, the output is SG Inventory inEEPNGW and CPNS Server (see section 5.8). If iBRE&User wants to
share the information of member PNEs each otherCIANS User can set member sharing.

The SG Inventory SHALL be kept in PNE, PN GW and\NSPServer even in the case when member PNEs arendiscted
from PN GW. SG member Update can be requested lgydd PN GW. Any PNE SHALL be able to send requiesfsin,
and member PNE shall be able to leave and inviterdNEs to join an SG, but only the SG owner o#iate expulsion of
other PNEs. SG Owner can invite or expel the oM. If the User wants to share the informatiomeimber PNE’s each
other, the member PNE get the notification aboutiver update.

SG Release can be requested by SG Owner or CPN&rSer
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5.4.3 CSG Management

CSG Management covers CSG creation and CSG release.

CSG SHALL be created with more than one PNE witrisiy capabilities. PNEs in CSG can be in the sBM®r different
PNs. The CSG creation can be initiated either big BNby PNGW. After CSG creation, the output is I[B@&ntory in PNE,
PNGW and CPNS Server with CSGIndicator attribute 8haringCapa elements (see section 5.9).

CSG release can be requested by owner of CSG withc® Group Release procedure in section 7.7.5.

5.5 Service / Content Delivery

551 General

The Service/Content delivery procedure providegtion to deliver Services and Content between:
» Different PNEs
* PNEs and External Entity;
The Service/Content Delivery can be performed &@feNS Entity Discovery, PN Management and PN Reien.
The PNE invoke service or content of another PNExdernal Entity via CPNS Server.
Each operation is application specific and outoofpe of CPNS Enabler. As example, the operatioseifice are;
*  “Play” : the service requester of e.g., mediaastreg service initiates the consumption of the ested service
e “Stop”: the service requester of e.g., media stiagraervice stops the consumption of the requesstedce.
» “Pause”: the service requester of e.g., mediamsiirggaservice stops for a while the consumptiorhefdervice.
* “Resume”: the service requester of e.g., mediasiieg service reactivates the consumption of théace
5511 PNE and external entities
PNE SHALL be able to invoke the Service / Conteatiery.
PNE can send and receive Content to and from Ext&mtity.
PNE can send and receive Content to and from PNE.
55.1.2 CPNS Server

CPNS Server sends and/or forwards messages andrntémt Service/Content Delivery to and from PN @GWd external
entities.

The CPNS Server controls the Service / ContentvBsli
* Initialization
* Management of the services
 Management of the Content

55.1.3 PN GW
PN GW forwards:
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* messages needed for Service / Content Delivery,
» contents to and from PNE,

e contents to and from CPNS Server.

5.6 Device Capability
Based on Devices capabilities, CPNS Server SHALRHie to determine resources allocation and utitina

5.7 Non CPNS Device Proxy

The PN GW supports Non CPNS Device Proxy functigmich translates CPNS message to the corresponuiitigod of
external Personal Networks, not implementing CPtd8dards, e.g., UPNP, DLNA and Bluetooth and vieesa. The Non
CPNS Device Proxy forwards the translated messatyeden CPNS Entity and Non CPNS Device. The Non £€PBNvice
Proxy acts on behalf of non CPNS Device as PNE.Ndme CPNS Device Proxy can manage the informatfaxternal
Personal Networks.

The Non CPNS Device Proxy supports;
* Non CPNS Device registration
» Service Advertisement and Discovery

» Service / Content Delivery

5.8 PN Inventory

PN Inventory contains the information about PN(s).

PN Inventory SHALL be created or updated when as&stablished or when a PN is changed. PN Inve8bALL be
deleted when a PN is released.

CPNS Server SHALL store PN Inventory registere@BRNS Server. PN GW SHALL store PN Inventory upanriceipt of
successful PN registration notification from CPNS\@r.

PNE SHALL store PN Inventory upon the receipt afcssful PN setup notification from PN GW.

PN Inventory SHALL be used when a CPNS Entity masage PN, or when device capability needs to keawedged, or
in case that PNE asks about PN information of o@feNS Users or PN information in a remote PN of GRiNer via
service discovery.
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PN Inventory

PNInfo #1 PNInfo #2 PNInfo #N
| PNGWinfo | | PNGWInfo | | | PNGWinfo |
\ PNEInfo #1 \ \ PNEInfo #1 \ \ PNEInfo #1 \
\ PNEIn‘fo #N \ \ PNEIn‘fo #N \ \ PNEIn‘fo #N \

Figure 1 PN Inventory Diagram

T: Type, S: CPNS Server, G: PN GW, P: PNE.

Element Cardinality | T Data Description S| G
Type

PNInfo 1..n E PN Information. M|M|M

Its sub attributes are

* PNID

» Description

e TempPN
* Active
* Sharing

» Disclosure

e OwnershipEntitylD

Its sub elements are

*  PNGWInfo

* PNEInfo
PNID 1 A | String PN Identification. M M
Description 0.1 Al String PN Description. D D
TempPN 0.1 Al Boolean If this PN is temporary PhNs fs “TRUE”". If | O | O

the physical connection between PNGW and
all of PNEs is broken, this PN should be
released automatically.

If this PN is sustained PN, this TempPN
attribute is empty or “FALSE".
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Active 1 A | Boolean| The active status of PN. M|M|M

TRUE — This PN is active because at least gne
more member PNEs are physically connected.
FALSE — This PN is not active because all of
member PNEs are disconnected.

Sharing 1 A| Integer| The level of PN Inventory shgrin PNE side| M | M | M

1 — Shared, both PNGWInfo and PNEInfo in
PNInfo are shared in PNE

2 — Protected, only PNGWInfo in PNInfo is
shared in PNE.

Disclosure 1 A| Integer| The willingness of openness of PN M|M|M
Information, in case Service Discovery is
requested after PN Setup

1 - Blocked; PN information should not be
unveiled.

2 - Open; PN information will be unveiled,
when other CPNS Entities asks service
discovery.

3 - Selective: PN can be unveiled, only wher
the authorized CPNS entity allows in case
Service discovery request contains PNID,
PNEID or UserID

OwnershipEntitylD 0.1 A String | The ID of authorized CPNS Entity which hag O
authorization to allow PN Information open, |n
case Service Discovery is requested.

PNGWInfo 1 E PN GW Information M|M|M

Its sub attributes are

+ PNGWID

*  PNGWName

* Mode

» Zonebasedservicesupport

» Broadcastgroupkeydeliverysupport

*  PNAdmin

* Adminee
PNGWID 1 A| String PN GW Identification. M M
PNGWName 0.1 A String PN GW Name (e.g. assignekingime) (0]
Mode 1 A| Integer | The mode of current device M| M

2 — PNGW, If the mode of device is PN GW,
the value should be “PN GW".

3 — BOTH, If the mode of device is both of
PNE and PN GW, the value should be
“BOTH" ( e.g. mobile phone )

Zonebasedservicesupport 0.1 A Boolean If this CBNSy is a capable PN GW of O|O
Zone Based Service, this value should be
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“TRUE".

Broadcastgroupkeydeliverysuppd

t 0.1

=

A Boole

pan

ERBN GW supports broadcast Group KeyD
delivery
FALSE: PN GW does not support broadcast
Group Key delivery.

PNAdmin

0.1

A

Boolear

If this PN GW is PN Admin in the PN, this | O
value should be “TRUE”

Adminee

0.1

Boolean If this PN GW is Adminee in the PN, this

value should be “TRUE”.

PNEInfo

PNE Information M

Its sub attributes are

+ PNEID

»  PNEName
* Active

* Mode

*  PNAdmin

e Adminee

Its sub elements are

» Userlnfo
» DeviceCapa

» ServiceProfile

PNEID

String

PNE Identification.

Name

String

PNE Name (e.g. mp3 player)

Active

Boolean

The active status of PNE. M

TRUE — This PNE is active because PNE is
physically connected.

FALSE — This PNE is not active because PNE
is physically disconnected.

Mode

Integer

The mode of current device
1 - PNE, If the mode of device is PNE, the
value should be “PNE”.
3 — BOTH, If the mode of device is both of
PNE and PN GW, the value should be
“BOTH" ( e.g. mobile phone)

PNAdmin

A

Boolear

If this PNE is PN Admin in the PN, this O
value should be “TRUE”

Adminee

Boolean If this PNE is Adminee in the PN, this

value should be “TRUE”.

Userlnfo

Its attributes are (0]

e UserlD
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e UserName

UserlD 1 A| String CPNS UserIlD o O

UserName 0.1 A String CPNS User Name O |O

DeviceCapa 0.1 E Capability information of deverebedding O|l0| O
PNE

Its sub attributes are

* UlCapa

Its sub element is

» ExternalCapa

UlCapa 0.1 A| Boolean If this device doesn't suppdr O|0|O
functionalities, this value SHALL be set with
“TRUE”".

TRUE: PN GW needs to support confirmatio
and/or Key assignment functionalities instea
of PNE.

[N

ExternalCapa 0.1 E - XML fragment contains information suchas| O | O | O
DeviceType, VideoCodec, etc. CPNS V1.0 gan
make use of the format of device capabilities
from DPE Enabler specification.

ServiceProfile 0.1 = CPNS enabled applicationrimfation to O|0| O
support certain service and status.

Its sub elements are

» Service (See section 5.10.2)

» ContentInfo (See section 5.10.2)

Table 1 Information elements in PN Inventory

5.9 SG Inventory

SG Inventory contains the information about Ser@ceup(s). If the SG is a Capabilities Sharing @r@8GIndicator
attribute and SharingCapa element SHALL be stane®iG Inventory.SG Inventory SHALL be created or ified when a
Service Group is established or when a Service i®uohanged. SG Inventory SHALL be deleted whenviSe Group is
released. CPNS Server SHALL store the SG InverdbBervice Groups registered with the CPNS SeRErGW SHALL
store the SG Inventory of Service Groups to whiblieR) of the same PN belong to. PNE SHALL storeSkelnventory of
Service Groups to which the PNE belongs to

This is the format of SG Inventory in CPNS Senr¥, GW and PNE.

Element Cardinalit T Data Type Description
y
SGinfo 1..n E Service Group Information.

Its sub attributes are

« SGID
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e SGDescription
e Sharing

«  MaxPNE

* MaxUser

»  SGOwner
CSGlIndicator

Its sub elements are

» ServicelD

Memberinfo

SGID 1 A | String Service Group ldentification.

SGDescripti | 0..1 A | String Service Group description. This is mam readable

on description and helpful to understand or searchviGe
Group.

Sharing 1 A | Integer The level of SG Inventory shagri

1- Open, every PNE can have access to SG Inventgry

2- Selective, open to SG member PNEs only

3- Closed, no PNE will have access to SG Inventory.
In this case only the SG owner can have access {o
the SG Inventory

MaxPNE 0.1 A | Integer The maximum number of meni€E in Service Group.

If this value is empty, it follows the policies Operator
and/or Service Provider.

MaxUser 0.1 A | Integer The maximum number of useBérvice Group.

If this value is empty, it follows the policies Operator
and/or Service Provider.

SGOwner 1 A | String Entity Identification of SGOwner

CSGindicato| 0..1 A | Boolean Indicator of Capabilities Sharingp@p. If this attribute is

r “TRUE”, this Service Group is a CSG, If this attrib is
“FALSE” or skipped, this Service Group is not a CB@G
just a SG.

ServicelD 0..n E| String Service ldentifications.

Memberinfo | 1..n E The Service Group member PNEBrmftion.

Its sub attributes are

« PNEID
«  PNGWID
¢ Name

Its sub elements are

* Userlnfo
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» DeviceCapa
» ServiceProfile

*  SharingCapa

PNEID 1 A | String PNE Identification.

PNGWID 1 A | String PNGW Identification. The PN GWIldegs to the same PN
as PNE.

Name 0.1 A | String PNE Name (e.g. mp3 player, asgiqnickname)

UserInfo 0.1 E| - User Information.

Its attributes are

* UserlD
* Name
UserlD 0.1 A | String User Identification
Name 0.1 A | String User Name
DeviceCapa| 0..1 E Capability information of devirebedding PNE

Its sub attribute is

* Ulcapa

Its sub element is

» ExternalCapa

UlCapa 0.1 A | Boolean If this device doesn’t suppdirfunctionalities, this value
SHALL be set with “TRUE".

TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCap | 0..1 E | - XML fragment contains information such as Device&yp

a VideoCodec, etc. CPNS V1.0 can make use of thedbof
device capabilities from DPE Enabler specification.

ServiceProfil| 0..1 E CPNS enabled application information topgupcertain

e service and status.

Its sub-elements are

* Service (See section 5.10.2)

» ContentInfo (See section 5.10.2)

SharingCapal 0..1 E The capability(ies) will beredge.g., XML fragment
device capabilities information). This elementeas anly if
CSGindicator is “TRUE”. SharingCapa is a sub-set of
DeviceCapa to indicate which kind of capabilitieifl tve
shared. SharingCapa element can be retrieved from
DeviceCapa element.

Table 2 Information elements in SG Inventory
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5.10 CPNS metadata
5.10.1 CPNS profile

Following shows the conceptual image of CPNS peofil

CPInfo

Devicelnfo

Userinfo

DeviceCapa

ServiceProfile

Figure 2 Conceptual image of CPNS profile

CPNS profile is metadata for the CPNS Device, &iedeixternal entities. The CPNS Server contains CPiéSles of
external entitiesWhen creating CPNS messages, CPNS Entity utilifesmation in CPNS profile, such as user
information and device information.

CPNS profile may be pre-configured (e.g., shipp&tt WNE or PN GW software) or configured dynamigafhen PNE or
PN GW boots up or with user interaction. When aow ko create and update CPNS profile is out of s@fplCPNS
Enabler. The CPNS profile of external entities NS Server is created based on information puldislyeexternal entities
and can be updated through Service Discovery fancti

Following is the brief description related to CPpisfile.

» The CPNS profile contains several subsets suckesinformation, device information, applicatiofoirmation,
device capability, status information, and serviwtadata.

» CPNS Entity SHOULD know the Service part of CPNSfite supplied by CPNS enabled application. Theickev
metadata of CPNS profile is preconfigured or witmg other means known to CPNS Entity. Hence PN&axt
local proxy for CPNS enabled application. For CHRabler V1.0, how the CPNS enabled applicatioeatized
by CPNS entity and configuration interaction of @NS enabled application is out of scope.

»  The namespace definition for CPNS profile is impdatation matter for CPNS Enabler V1.0.
Following is the overview description of CPNS ermabapplication profile elements.
» CPInfo is the information of external content provideclsias CPID, the name of external content provider.
» Devicelnfo contains the information of CPNS Device such agogelD, the name of PNE or PN GW.
» UserlInfo is the UserID and additional information for udepending on the Operator Policy.

» DeviceCapais the device capability of the device (SharingCiapsection 5.9 can be retrieved from this
DeviceCapa).
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» ServiceProfileis the common description for the CPNS enablediegipdn. This has the sub service or content
information.

o0 Service Elementis the metadata that describes services providied) CPNS enabled application

o Contentinfo Elementis the metadata that describes Information of uravailable to the CPNS enabled
application

5.10.2 CPNS Profile Format

Element Cardinality T Data type Description

Profile 1 E | - Its sub-elements are

« CPInfo

« Devicelnfo

e Userinfo

¢ DeviceCapa

* ServiceProfile

CPInfo 0..1 E External Content Provider informatio

Its sub attributes are

« CPID

¢ CPName

CPID 0.1 A | String Identifier of external contembpider.

CPName 0.1 A| String Name of external content prewi

Devicelnfo 0..1 E Device information

Its attributes are

» DevicelD

« PNEName

«  PNGWName
* Mode

* InactiveMode

DevicelD 1 A | String Device identifier, e.g. devieceker / model / serial number,
UuUID.

PNEName 0.1 A| String Assigned nickname for PNEerElf the PNE is not active, this
name should be set in profile in case device has PN
functionalities. This name is used in Entity Disepwprocedure
and Service Discovery procedure.

PNGWName | 0..1 A| String Assigned nickname for PN@&xXen if the PN GW is not active
this name should be set in profile in case devaePN GW
functionalities. This name is used in Entity Disepwprocedure
and Service Discovery procedure.

Mode 0.1 A | Integer The acting mode of device.

If the active mode is PNE, the value should be PNE). If the
active mode is PN GW, the value should be “2"(PN)GW
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If the active mode is both of PNE and PN GW, thieeahould
be “3"(BOTH) ( e.g. mobile phone)

1 — PNE, If the mode of device is PNE, the valususth be
“PNE".

2 — PNGW, If the mode of device is PN GW, the vaheuld be
“PN GW".

3 - BOTH, If the mode of device is both of PNE &id GW, the
value should be “BOTH” ( e.g. mobile phone)

InactiveMode | 0..1 A| Integer If the current valueMddde is “1”"(PNE) or “2”"(PN GW) in a
device and there are functionalities of PNE and@W in a
device, the other function is inactive.

(e.q. If the value of Mode is “PNE” and its functadities are
PNE and PN GW in a mobile phone, InactiveMode {sBN
GW?” and this means inactive mode is “PN GW”.
e.g. If the value of Mode is “PN GW” and its furastalities are
PNE and PN GW in a mobile phone, InactiveMode iSBBE”
and this means inactive mode is “PNE”.)
1-PNE
2 —PNGW
UserInfo 0.1 E| - User Information for device.
Its attributes are
e UserlD
¢ UserName
Its element is
« ExtraUserInfo

UserlD 0..1 A | String CPNS UserID (See section$.1.

UserName 1 A| String CPNS User Name
This value MAY be filled with input from user and/application.
If there is no specific input, it SHOULD be as saasdJserID.

ExtraUserinfo| 0..1 E| - ExtraUserInfo element camsaiser information(e.g. Age to
check this PNE’s User is the allowed person fotaiercontent.).
For CPNS V1.0 additional format definition is oditscope and
implementation matter.

DeviceCapa 0.1 El - Capability information of devembedding PNE
Its sub attributes are

« UlCapa
Its sub element is
« ExternalCapa

UlCapa 0.1 A | Boolean If this device doesn’t suppdirfunctionalities, this value
SHALL be set with “TRUE”.

TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCapa| 0..1 El - XML fragment contains infotima such as DeviceType,
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VideoCodec, etc. CPNS V1.0 can make use of thedbah
device capabilities from DPE Enabler specification.

ServiceProfile

0.1

CPNS enabled applicatidarmation to support certain service
and status in device or from external content tei

Its sub-elements are

e Service

* Contentinfo

Service

Service metadata is the metadegerithes service of CPNS
enabled application, which Service Discovery ansisgay
Service/Content Delivery function uses for operatio

Its attributes are

e ServicelD

¢ Name

Its sub-elements are
e Operation

e StatusVariable

ServicelD

String

Service identification.

Namespace for the service, which is implementatiatter for
CPNS V1.0

Name

String

User-friendly representation ofvgas e.g., application specific
service name

Operation

Its attribute is

« Name

Its sub-elements are

¢ InputParameterList

e OutputParameterList

Name

String

User-friendly representation ofvgar e.g., application specific
operation name

InputParamete
rList

0.1

The input parameter (argument) for the service

Its sub-elements are

e Parameter (See Table 4)

OutputParame
terList

0.1

The output parameter (returned paramégethe service

Its sub-elements are

e Parameter (See Table 4)

StatusVariabl
e

0..n

Status variable the application supports.

Its sub attributes are
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e StatusName
 DataType

* SendEvents

Its sub element is

« AllowedValueList (see Table 5)

StatusName 1 A| String Name of status parameter
DataType 1 A | String Variable data type
SendEvents 1 A| Boolean TRUE means “yes”
FALSE means “no”
When “yes” and the value associated to StatusViarieltanges,
StatusPublicationRequest message SHALL be generated
DefaultvValue | 0..1 A| String Initial value
Contentinfo 0..n E| - Description of content infotina.

XML fragment which structure is out of scope of CHFO.

Table 3 CPNS Profile metadata

Following table shows the Parameter metadata format

Element Cardinality T Data type Description
Parameter 1l.n E |- Its attributes are
« Name
« DataType
* RelatedStateVariable
» DefaultValue
Its sub-element is
¢ AllowedValuelList (see Table 5)
Name 1 A | String Name of the parameter
DataType 0.1 A| String Parameter valuable data. tiReguired if RelatedStateVariable
not set.
RelatedStateVf 0..1 A | String Related state valuable name. Requfr®dtaType is not defined
ariable and referenced for parameter valuable.
DefaultvValue | 0..1 A| String Not required if Relatedt®Variable is set

Table 4 CPNS Profile-Parameter

Following table shows the AllowedValueList metaditanat.

Element

Cardinality

T

Data type

Description

AllowedValue

0..n

E

List of allowed value
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List

Its sub-elements are

« AllowedValueRange

+« AllowedValue

AllowedValue | 0..1 String Allowed value for the certain parelgment
Range
Its sub attributes are
¢ Minimum
¢ Maximum
Minimum 1 Integer / Float / | Minimum value of the range
Double
Maximum 1 Integer / Float /| Maximum value of the range
Double
AllowedValue| 1..n String Allowed Value

5.11 PN Usage Info

Table 5 CPNS Profile-AllowedValueList

Only if the HLF-053 in the CPNS 1.1 RD regarding BBhge Info is supported, following actions SHAL# facilitated.

CPNS Server contains the UserID, StorePNUsagelRfé)iist of PN usage information and PN information

PN usage information contains the index, PN aliakexpiration time of PN usage information, PN Gi#frtification and
PNE identification(s). A CPNS Server SHALL defiletmaximum size of the PN usage information list éoe expiration
time of PN usage information (e.g. by the CPNS &esvoperation policy).

When the user requests to create PN usage infanmiatiCPNS Server (see the section 6.6.11.1), RMEPAN GW MAY
store PN usage information (i.e., in case StoreRigemfolnPN is set to ‘TRUE’) and CPNS Server SHAdtbre a list of
PN usage information as defined in Figure 1.
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PN Usage Info List in CPNS Server PN Usages Info List in PNE/PNGW
UserlD ‘ ‘ StorePNUsagelnfolnPN (‘T’ or ‘F’) ‘ ‘ UserlD ‘ ‘ StorePNUsagelnfolnPN ‘
PNUsagelnfo #1 PNInfo #1 PNUsagelnfo #1
PN Alias, Expiration Time PN Alias, Expiration Time
PNUsage ‘ ‘ Description PNUsage ‘ ‘
Info : Info
Index #1 ‘ PNGW ID ‘ Index #1 ‘ PNGW ID ‘
PNGWInfo
PNE ID #1
| PNE ID #1 | PNEInfo #1 | |
| PNE ID #N |||[ PNEnfo#N | | PNE ID #N |
PNUsagelnfo #2 PNInfo #2 PNUsagelnfo #2
PN Alias, Expiration Time PN Alias, Expiration Time
PNUsage ‘ ‘ Description PNUsage ‘ ‘
Info : Info
Index #2 || PNGW D | Index #2 | | PNGW 1D |
PNGWInfo
| PNE .ID #1 | ONEinfo #1 | PNE ID #1 |
| PNE ID #N ||| PNEnfo#N | | PNE ID #N |
PNUsagelnfo #N PNInfo #N PNUsagelnfo #N
‘ PN AIiaS, Expiration Time ‘ ‘ PN A|ias, Expiration Time ‘
PNUsage PNUsage
Info : Inf
PNGW ID | : nfo PN
Index #N | GW ID
PNGWInfo Index #N ‘ ‘
PNE ID #1
| | PNEnfo #1 | PNE D #1 |
| PNE ID #N |||l PNEmfo#N | | PNE ID #N |

Figure 3 Format of PN Usage Info
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6. High level procedures (informative)

The information flow in the following subsectionestribes flow of information between CPNS entitied include the
abstract messages or information elements but tinetessarily fully conform to all the messagemfarmation element.
Normative specifications are found in section 8.

6.1 CPNS Typical Flow

The CPNS typical flow shows general sequences dfERinctions to perform CPNS Service as generas fitw includes
CPNS Entity Discovery & PN Registration, ServicbReation & Discovery, Service/Content Delivery WwiDevice
Capability and Usage Statistics Collecting & Rejoayt

Service Content

PNE PNGW CPNS Server Provider | Application

0. Possible Service / Content Publication

|
1. PN GW Authentication

|
2. CPNS Entity Discovery
| |
3. PN Establishment & Registration
| | |
4. Service Advertisement & Discovery
| | |
5. Service / Content Invoke
| | | |
6. Device Capability
| | | |
7. Service / Content Delivery
| | | |
8. Usage Statistics Collection & Reporting
| | |

9. PN Disconnection & De-Registration
| | |
Figure 4 CPNS typical flow

A physical connection (pairing) with PAN technolegibetween the PNE and the PN GW should be establiisefore
CPNS message is sent. It assumes that the PNE abthve diagram and text below is the first PNEcWIpiarticipates in the
PN.

0. The Service/Content Provider or application puldisthe Service Description to the CPNS Server wiegrtbe service
and content is available.

1. The PN GW is authenticated by the CPNS Server. fitisess can be done before or after the pairihgdsn PN GW
and PNE.
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2. The PNE or the PN GW initiates CPNS Entity Discgvéihis enables discovery of the current operati@RNS Mode
(PNE or PN GW) in a CPNS device.

3. PNE and PN GW connect to each other through a IRN.PN GW creates the information about the cormdipg PN
that is sent to the CPNS Server and stored inNténRentory. Part of this PN information is sent®@@NS Server to the
associated PN GW

4. The CPNS Server advertises Service Descriptiohdd®NE or the PNE queries Service Description@dQRNS Server.
5. The PNE invokes service based on the Service OQmgeriprovided by the CPNS Server.

6. The information of device capability of the PNE,iglhconsumes service or content, may be sharedthétiCPNS
Server and/or Service/Content Provider for delivadrgervice and content.

7. The service or content is delivered to the PNEfthe Service/Content Provider.

8. The PNE reports all the information on the servisage from the CPNS device based on user prefecer@perator
Policy. The CPNS Server collects the report fromPINE(s) with the related user information.

9. The PNE or the PN GW requests disconnection wighN. Then, the PN GW de-registers to the CPNSegernv
behalf of the PNE.

6.2 Zone Based Service Flow

This section describes general flows for Zone B&sdice, which is mainly provided through the puBIN GW
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PNE

PN GW

CPNS Server

1. Periodical search

applied for PN GW

used for Zone based
senvice

2. CPNS Entity Discovery

3. PN Establishment

4. Service Description
Advertisement

A

5. Store Service Description

6. Check

if the PNH is available for the
seryice

7. Service Description
Advertisement

-
.

available service

8. PNE is aware of

Figure 5

Flow of Zone Based Service

0. The CPNS Server delivers the ServiceDescriptionAtseemessage to the PN GW. This is a presumedatepe Zone
Based Service, and can be happed again duringlibeiing steps.

P w0 D PF

Periodical search performed by PN GW for Zone b&ssdice is executed.

PN establishment is executed between the newlyef®ME, PN GW, and CPNS Server.

message was made, the CPNS Sever sends the SersicgiflonAdvertise message to the PN GW

o

6. The PN GW checks if the PNE is available for thevise based on PN Inventory.

7. The PN GW delivers the ServiceDescriptionAdvertisessage to the PNE

After receiving the ServiceDescriptionAdvertise sege, the PN GW stores the Service Description.

CPNS entity discovery is executed between PNE &h&W® when there is a newly found PNE entering itsez

If there’s no Service Description Advertise sepnhirCPNS Server beforehand or the new ServiceDéisaridvertise
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8. Based on ServiceDescriptionAdvertise message, BNlare of available services to consume in theeZbnring the
period above, the PN GW shall continuously perfperiodic search to find another new PNE(S) entetisgone.

6.3 EUKey Assignment
6.3.1 EUKey Assignment for PNE with Ul capabilities

Figure 6 shows high level flow of EUKey assignmfemta PNE running on a CPNS Device which providesugh Ul for
CPNS User to insert UserID and password.

:. 0. mutual authentication between PN GW and CPNS Server (e.g., using USIM credential) l
1A. User requests 1B. User requests
regsitration of User regsitration of User
ID and Password N D and Password

2.1D_PWD Registration Request Message
3. Register User ID and Password
5.Userinserts his/her 4.1D_PWD Registration Response Message

own|Dand Password

6.Userrequests

E_L! Key assignment |
7. EUKeyAssignmentRequest
8.EUKeyAssignmentRequest
: 9. Verification of User ID and Password 1
L (e.g., digest authentication) 1

10. Create and Store EUKey

11. EUKeyAssignmentResponse

12. EUKeyAssignmentResponse

| 13. Store EUKey I

Figure 6 Flow of EUKey Assignment for PNE with Ul

0. PNGW and CPNS Server authenticate each other aiibus ways (e.g., using USIM-creadentials)

1. CPNS User requests to register his/her own UsemtDpassword with CPNS Server. CPNS User can retfuest
registration from PN GW (1A.). CPNS User can aklsguest the registration directly to CPNS Server)iBa way
provided outside of the CPNS enabler, such as ¢irauwebsite. If the user has registered the IDpasdword via the
external way (1B), steps from 2 to 4 are not nergss

2. If CPNS User requests the UserID and passwordtratim from the PN GW, PN GW sends
ID_PWDRegistrationRequest Message to the CPNS Bgrike case where PN GW and CPNS Server autlaatic
each other beforehand (e.g., using USIM-credeitials

3. CPNS Server registers UserID and password witlf itse
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4. |If registration of UserID and password is triggebsdD_PWDRegistrationRequest message, CPNS Seevels
ID_PWDRegistrationResponse message to the PN GW.

If the ID and password of CPNS User are alreadisteiggd with the CPNS Server before, steps fromDwill be
skipped.

CPNS User turns on a CPNS Device which runs in Ri$He, and inserts UserlD and password
CPNS User triggers PNE to request EUKey assignment.

The PNE sends EUKeyAssignmentRequest Message NoGWP.

The PN GW relays EUKeyAssignmentRequest Messa@didS Server.

© © N o O

Upon receiving the EUKeyAssignmentRequest MessageCPNS Server verifies the UserlD and passwedy.,
using digest authentication)

10. If authentication succeeds, CPNS Server createsedglUBPNS Server also stores EUKey with the PNE'§ kD,
EntitylD) and UserID of CPNS User who owns the PNE.

11. CPNS Server encrypts EUKey by a secure materialtzied from password (e.g., hashed password)samds the
encrypted EUKey via EUKeyAssignmentResponse Mesgatie PN GW.

12. The PN GW forwards EUKeyAssignmentResponse Meskathe PNE.

13. Upon receiving EUKeyAssignmentResponse Message RNBW, PNE decrypts and stores EUKey.
6.3.2 EUKey Assignment for PNE without Ul capabilities
This section describes general EUKey assignmewsffor PNE without UI.

6.3.2.1 EUKey Assignment when PAN is secure

The following procedure will happen when the PNEsiaot have Ul capabilities and the underlying ogkvbetween the
PNGW and PNE is the Secure PAN and PNE and PN @&&waned by the same CPNS User.
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PNE PN GW CPNS Server

0. Mutual Authentication & Key Exchange

0. Mutual Authentication & Key Exchange

1. ID_PWDRegistrationRequest

-

2. Store user-id &
Hash(user-password)

3. ID_PWDRegistrationResponse

A

4. ID/Password Installation Request

-
]

5. Store user—id &
Hash(user-password)

6. ID/Password Installation Response

Y

7. EUKeyAssignmentTrigger

A

8. EUKeyAssignmentRequest

» 9. EUKeyAssignmentRequest

T0. Verify
EUKeyAssignmentRequ
e‘st
11. Generate KEK and
EUKey

12. EUKeyAssignmentResponse

13. EUKeyAssignmentResponse

-

14. Generate KEK and
decrypt and store EUKey

Figure 7 Key Assignment for PNE without Ul

0. Before EUKey assignment for PNE without Ul, a CP8Ever and a PNGW perform the mutual authenticaidey
exchange using the existing mechanism (e.g., 3GB&R) R\lso the PNGW and a PNE perform the mutual
authentication & key exchange using the existindgNRéchnologies.

1. The PN GW sends the ID_PWD Registration_Requessagesto the CPNS Server. The message includesD)serl
encrypted user-password and subscription informatio

2. Upon receiving the ID_PWD Registration Request mgssthe CPNS Server stores the received Userlastd of
user-password to the Secure Storage in the CPN&ISer

3. The CPNS Server sends the ID_PWD Registration Resgpmessage to the PN GW. The message includes sfat
handling the Subscription & Registration Requestsage.

4. The PN GW sends the ID & Password Installation Retjmessage to the PNE. The message includes UsedlD
encrypted user-password.
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10.

11.

12.

13.
14.

Upon receiving the ID & Password Installation Rexjuaessage, the PNE stores the received Userlbastdof user-
password to the Secure Storage in the PNE.

The PNE sends the ID & Password Installation Respaonessage to the PN GW. The message includes sfatu
handling of the ID & Password Installation Requasssage.

The PN GW sends the EUKeyAssignmentTrigger mestatie PNE.

Upon receiving the EUKeyAssignmentTrigger mess#uePNE verify the trigger is sent by the userhef PNE. If the
verification is success, the PNE sends the EUKeighssentRequest message to the PN GW. The messzdgden
UserlD and security material for EUKeyAssignmentest.

The PN GW relays the EUKeyAssignmentRequest medsate CPNS Server.

Upon receiving the EUKeyAssignmentRequest messhge;PNS Server verifies the request using therggcu
material for EUKey assignment.

If the verification of the request is success,@RNS Server generates the KEK (i.e. Key Encrypiey) based on the
user-password, the received security material fteerPNE and the CPNS Server generated securityialatdso the
CPNS Server randomly generates the PNE EUKey.

The CPNS Server sends the EUKeyAssignmentRespoessage to the PN GW. The message includes status of
handling the EUKeyAssignmentRequest message, tihSGGerver generated security material and the ptexty
EUKey with the KEK.

The PN GW relays the EUKeyAssignmentResponse megsafe PNE.

The PNE generates the KEK based on the user-padstherreceived security material from the CPNS/&eand the
PNE generated security material. After generatimgEK, the PNE decrypts the PNE EUKey with the KEtores the
EUKey in the Secure Storage of the PNE.

6.3.2.2 EUKey Assignment when PAN is not secure

The following procedure will happen, if the PNE do®t have Ul and the underlying network betweenrRNGW and PNE
is not the Secure PAN
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PNE

PN GW

CPNS Server

0. Mutual Authentication & Key Exchange

1.EUKeyAssignmentRequest
(Entity|Dpne, User 1D, PWD,
RANDenew)

A

\ 4

PNE EUKeys

2 Verify EntitWDpNE, D, PWD, RANDPNGW
3.Generate and store a EUKey or a set of

- Seedpne=H(RANDpnaw ,RANDserver )
- Generate PNE Hash chain [EUKeypne]
EUKey,=H(Seedpne)

EUKey,-1=H(EUKey,)
EUKey,-o=H(EUKey-1)

EUKey»,=H(EUKeys)
EUKey;=H(EUKey>)

5.EUKeyAssignmentResponse
(TKene, [EUKeypng) ] or EUKey)

4. TKpne

A

5. Store TKpne,

[EUKeypne] or

EUKey

<
|

6.EUKeyAssignmentNotification
E_TKPNE(EU Key)

7.Store EUKey

[EUKeypnel: a set of EUKeys
E_TK( EUKey): EUKey
Encrypted by TK

Figure 8 EUKey Assignment for PNE without Ul capabiities

In the description below, PNGW and PNE are ownethbysame CPNS User. In addition, PNE has secssppaase,
“Temporary Key”, which is preconfigured by manufaer. Temporary Key is stored inside of PNE.

0. Before EUKey assignment for PNE without Ul, a CP8Ever and a PNGW perform the mutual authenticaiey
exchange using the existing mechanism (e.g., 3GBR) G
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1. The PN GW sends the EUKeyAssignmentRequest messdlge CPNS Server upon CPNS User request. Theageess
includes the CPNS UserID and PNE EntitylD. In &ddi to enable CPNS Server to verify CPNS UserEhie
message, the message includes hashed user password.

2. Upon receiving the EUKeyAssignmentRequest messhge,PNS Server authenticates CPNS User of PNE by
verifying hashed user password. .

3. The CPNS Server generates and stores a PNE EUKaegairof PNE’'s EUKeys together with CPNS UserlD BNE
EntitylD to Secure Storage.

4. The CPNS Server receives the Temporary Key correpg to the received EntityID.

5. The CPNS Server sends the EUKeyAssignmentRespoessage to the PN GW. The message includes the Targpo
Key and a PNE EUKey or a set of PNE's EUKeys. Upgmeiving the EUKeyAssignmentResponse messag®Nhe
GW stores the received Temporary Key and a PNE Bléfe set of PNE's EUKeys in the Secure StoragherPN
GW.

6. The PN GW sends EUKeyAssignmentNotification messadbe PNE. The message includes PNE’'s EUKey gbtedy
by PNE’s Temporary Key.

7. Upon receiving the EUKeyAssignmentNotification meggs, the PNE decrypts the PNE’s EUKey with the Temay
Key and stores the PNE’s EUKey securely.

6.3.3 Flow of EUKey Assignment for PN GW

6.3.3.1 Flow of EUKey Assignment for PN GW with Ul

Figure 9 shows high level flow of EUKey assignmfemta PN GW running on a CPNS Device which providesugh Ul
for CPNS User to insert UserlD and password. Kdixor removable module keeping identity informationl credential (i.e.
a SIM/USIM/ISIM) is installed and used for secuogrenunication on PN GW, following procedure is netfprmed.
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PNGW CPNSServer

1 Userinserts his/her
own 1D and Password

2. User requests EUKey
assignment

____________________ >

3. EUKeyAssignimentRequest

4. PNGW authentication using UseriD and |
password (e.g., digestauthentication) |

l___________.l._

5. Create and Store EUKey

6.EUKevAssignimentRespons

S
T

7.Store EUKey

Figure 9 Flow of EUKey Assignment for PN GW with Ul

CPNS User turns on a CPNS Device which runs in BNaB PNE+PN GW mode, and inserts UserlD and passwor
Previous step for Inserting User ID and passwagdiérs PN GW to request EUKey assignment.

The PN GW sends EUKeyAssignmentRequest MessagERNS Server.

P W N PF

Upon receiving the EUKeyAssignmentRequest MesshageCPNS Server authenticates the PN GW using Dserd
password of CPNS User who owns the PN GW. For elgrdgest authentication mechanism is appliedHisr
authentication.

Note: CPNS Enabler does not specify flow of digeghentication, since existing standard covers it.

5. If authentication succeeds, CPNS Server createseglUBPNS Server also stores EUKey with the PN G\Y'6.e.,
EntitylD) and UserID of CPNS User who owns the PW.G

6. CPNS Server encrypts EUKey by a secure materialtzkbd from password (e.g., hashed password)samds the
encrypted EUKey by EUKeyAssignmentResponse Meskatiee PN GW.

7. Upon receiving EUKeyAssignmentResponseMessage 8BNS Server, PN GW decrypts and stores EUKey slgcure

6.4 CPNS Entity Discovery

This section describes the flow of CPNS Entity Digery.
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CPNS Device A CPNS Device B

1. Entity Discovery Request

2. Entity Discovery Response

Figure 10 CPNS Entity Discovery

Note 1: when the device detects the other devibgsigally, it has no information about Entity invilee.
Note 2: If the CPNS device is a Zone based PN GW,GPNS device should inform of this zone basggpatt information

1. CPNS Device A sends Entity Discovery Request to SEPMvice B. This EntityDiscoveryRequest messagkldes
the information such as;

* The mode of CPNS Device A
e The CPNS Entity ID (PNEID, PNGWID)

2. CPNS Device B sends Entity Discovery Response td&Bevice A. This Entity Discovery Response message
includes the information such as;

* The mode of CPNS Device B

«  The CPNS EntitylD (PNEID, PNGWID)

6.5 PN GW Authentication

Figure 11 shows the high level flow of PN GW Auttieation. In the flow, PN GW and CPNS Server parfenutual
authentication and session key sharing. If fixedeonovable module keeping identity information anedential (i.e., a
SIM/USIM/ISIM) is installed and used for secure gommication on PN GW, following flow is not perforche
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PN GW GCPNS Server

1. Connect Request
(PN GW ID, random_PN GW)

>
* Parenthesis shows mah ekments
nclided n messages

2. Authenticate Request

<
(random_server)

3. Cakublte hash valie hash PN GW)
for authenticaton
I

4. Create sessbn key

5. Authenticate Response

(PN GW ID, hash_PN GW)
IG. Create session keyl

I
|7. Verify hash_PN GWI

I

8. Cakuhte hash valie hash_server)
for authenticaton

9 Connect Response

<
|10.Verify hash_serverl

(hash_server)

Figure 11 PN GW Authentication

1. PN GW sends ConnectRequest message to CPNS SEmeamessage includes CPNS EntitylD of the PN GW and
random number created by PN GW (random_PN GW).

2. CPNS Server sends AuthenticateRequest message RNtIGW. The message includes random number crbgted
CPNS Server (random_server).

3. PN GW calculates hash value from message 1 & Smguits own EUKey (hash_PN GW).
4. PN GW creates session key from random_PN GW, randeraer and its own EUKey.

5. PN GW sends AuthenticateResponse message to CAN& .Skhe message includes CPNS EntitylD of theG3™M
and hash_PN GW calculated in step 3.

6. CPNS Server creates session key from random_PNr&wom_server and EUKey of the PN GW.

7. CPNS Server authenticates PN GW. That is, CPNSeBeerifies hash_PN GW by checking if the same hashe can
be calculated by itself.

8. CPNS Server calculates hash value (hash_servem)rfressage 1, 2 & 5 by using EUKey of the PN GW.
9. CPNS Server sends ConnectResponse message to tB&/PINhe message includes hash_server

10. PN GW authenticates CPNS Server. That is, the PNv@Nfles hash_server by checking if the same vasie can be
calculated by itself.
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6.6 PN Management

This section provides a flow of PN Establishmentotenables PNE to connect to CPNS Server throdge®/ for
consuming/providing services or contents. PN E&hfilent can be initiated by PNE or PN GW, basedi@mumstances or
some user preferences.

6.6.1 PN Establishment

This section differentiates PNE initiated and PN @GWiated PN Establishment for easy understandimg) readability.
6.6.1.1 PNE initiated

This flow shows the PNE initiated procedure of Pdablishment. In the flow, it is assumed that PNE and PN GW have
physical pairing among themselves with PAN techgi@s. In the case when PNE and PN GW belong teahee CPNS
Device (e.g., mobile phone), physical paring antitiDiscovery can be done without PAN technologies

The PN may consist of one PN GW and one PNE oriphiPNESs. This section covers both cases in Figdrand
description.

PNE #1 PNE #2 PN GW CPNS Server

0. CPNS Entity Discovery

1. PNSetupRequest

)/

2. PNSetupRequest

I
3. PNSetupResponse

A4

4. PNSetupReqguest

5. AuthenticateRequest

6. AuthenticateRequest <
il

-

7. AuthenticateRequest

A

8. AuthenticateResponse

9. AuthenticateResponse

vy

10. AuthenticateResponse

[
|

11. Register PN with
PN Inventory

12. PNSetupResponse

-
%

13. Store
PN Inventory

14. PNSetupResponse
15. PNEstablishmentNotify

A

Figure 12 Flow of PN Establishment initiated by PNE
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Figure 12 shows a flow of PN Establishment. Thevftepicts the scenario where PNE initiates PN é&stahent.

0. Before PN Establishment, the PNE 1, 2 and PN GibparCPNS Entity Discovery among themselves resypelgt
Detailed flow is shown in section 6.4

1. The PNE 2 sends a PNSetupRequest message to PNGW.

The PNSetupRequest message contains;

» Device Capabilities of device the PNE belongs to

*  Optionally Content(s) information which the devitas

* Type of PN Setup
A ‘'1-1’ case which enable the PNE to establish a N the PN GW only; or
B ‘All' case which enable the PNE to establish a Pithwall CPNS devices connected to the PN GW; or
C PNEIDs to be invited

 Random number created by PNE2 (hereinafter, ran&2Ph be used for mutual authentication betweeEZahd
CPNS Server

* Indication to request LocalEUKey assignment if botlthe following two conditions are met. Otherwitige
indication is not included in the message:

o PNE2 has enough Ul

o PAN between PNE2 and PN GW does not provide sefficsecurity mechanism to protect authenticity,
confidentiality and integrity of CPNS message,

NOTE: In case of 1-1, the only procedure relateBNE 2 with PN GW and CPNS Server should be pedrin Figure 12.
2. The PN GW sends the PNSetupRequest message tblEhé.P

The PNSetupRequest message contains;

* The initiator of PN Setup

« PNID

3. The PNE 1 sends the PNSetupResponse to the PN @Wlénto confirm participation in PN. The PNSetegponse
message contains;

* Random number created by PNEL1 (hereinafter, ran&1Ph be used for mutual authentication betweePahd
CPNS Server

» Indication to request LocalEUKey assignment if botlthe following two conditions are met. Otherwitige
indication is not included in the message:

o PNE1 has enough Ul

o PAN between PNE1 and PN GW does not provide sefficsecurity mechanism to protect authenticity,
confidentiality and integrity of CPNS message

4. When receiving a PNSetupRequest message, the PNré&atés the information for PN Inventory for theresponding
Personal Network, creates and maintains routinig &l the routing of inside Personal Network, whis made out of
PN Inventory.

PN GW sends PNSetupRequest message to CPNS Server.

The PNSetupRequest message may contain the informat
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PN GW Info.
o Capability information of device which PN GW is dieyed

0 Subscription information

PNE Info.
o Capability information of device which PNE is deydal
0 Optionally Contents information which the devicesha
o PNEID
* PNID
* rand_PNE1 and rand_PNE2

5. The CPNS Server creates two LocalEUKeys to be dhizeveen PNE1 and PN GW (hereinafter, LocalEUK&ED),
and between PNE2 and PN GW (hereinafter, LocalEUR&E?), if there is indication to request LocalElYyKe
assignment. For each LocalEUKey, two copies aratece one for PNE and the other for PN GW, and eaply is
encrypted by PNE’'s EUKey and PN GW'’s EUKey.

Then, the CPNS Server sends AuthenticationRequessage for the PNEs to the PN GW.

The AuthenticateRequest message contains;

» Random number created by CPNS Server (hereingdiadl, server) to be used for mutual authenticateiween
CPNS Server and PNE1 and PNE2

» Encrypted LocalEUKey PNE1 and encrypted LocalEUKBYE?2 (two encrypted copies for each LocalEUKey,
one encrypted by PNE’s EUKey and the other encdyptePN GW'’s EUKey)

* PNID

6. Upon receiving AuthenticateRequest message, PN &iygts LocalEUKey PNE1L and LocalEUKey PNEZ2 by its
own EUKey, and stores the LocalEUKey PNE1 and LEed&ley PNE2 Then, the PN GW relays the
AuthenticateRequest message to the PNE 2 basexuiting table identified with PNID.

The AuthenticateRequest message contains;
* Encrypted LocalEUKey PNE2 (copy of LocalEUKey_PNégtrypted by PNE2's EUKey)
e rand_server
Upon receiving AuthenticateRequest message, PNE¥puls LocalEUKey PNEZ2 and stores the LocalEUKeyEPN

Then, if PAN between PNE2 and PN GW does not pmsidficient security mechanism to protect authodmti
confidentiality and integrity of CPNS message, PNE2 PN GW perform mutual authentication and sedséy sharing by
using LocalEUKey PNE2 in the same way as desciiin@db.5 “PN GW Authentication”

7. The PN GW also relays the AuthenticateRequest rgessathe PNE 1 based on routing table identifigtd ®NID.
The AuthenticateRequest message contains;
» Encrypted LocalEUKey PNE1 (copy of LocalEUKey PNéfcrypted by PNE1's EUKey)
e rand_server

Upon receiving AuthenticateRequest message, PNEYpuls LocalEUKey PNE1 and stores the LocalEUKeyEPN
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Then, if PAN between PNE1 and PN GW does not pmsidficient security mechanism to protect auttodmti
confidentiality and integrity of CPNS message,PNiEll PN GW perform mutual authentication and sedségrsharing by
using LocalEUKey PNEL1 in the same way as desciin@db.5 “PN GW Authentication”

8. The PNEZ2 calculates hash value for authenticatierefnafter, hash_PNEZ2) and session key to bedatie CPNS
Server (hereinafter, SK_PNE2). SK_PNE2 is calcdl&tem rand_PNEZ2, rand_server and EUKey of PNE2.
hash_PNE?2 is calculated from rand_PNEZ2, rand_seBi#iKey of PNE2 and SK_PNE2. Then, the PNE 2 sémels
AuthenticateResponse message to the PN GW.

The AuthenticateResponse message contains;
 hash_PNE 2

9. The PNEZ1 calculates hash value for authenticatierefnafter, hash_PNE1) and session key to bedatie CPNS
Server (hereinafter, SK_PNE1). The calculationgégfgrmed in the same way as in the above step.,TherPNE 1
sends the AuthenticateResponse message to the PN GW

The Authentication response contains;
e hash_PNE1
10. The PN GW relays the AuthenticateResponse messdfje CPNS Server.
The AuthenticateResponse message contains;
* hash_PNE 1 and hash_PNE 2

11. Upon receiving the AuthenticateResponse messagé&RINS Server authenticates PNE1 and PNE2 by iegify
hash_PNE1 and hash_PNEZ2, respectively. The CPN&1Segisters the PN with PN Inventory, when astieme of
the PNEs is authenticated.

12. CPNS Server calculates session key and hash vaaeithentication for each PNE (hereinafter hastvesePNE1 and
hash_server_PNE2).

Session keys are calculated in the same way aeistép 8 and 9 (Thus, the same session key, SK1 Bhd
SK_PNE2 are calculated, if CPNS Server and PNE tteeveame EUKey).

hash_server_PNEL1 and hash_server_PNE2 are alstatettin the similar way as in the step 8 andu® ddlditionally
use another value, hash_PNEZ1 for hash_server_PhiEtiash_PNE2 for hash_server_PNEZ2, respectively.

Then, CPNS Server sends PN Registration Responssageto PN GW.
The PNSetupResponse message contains;
* hash_server_PNE 1 and hash_server_PNE 2
13. PN GW stores the PN Inventory locally.
14. PN GW sends PNSetupResponse message to PNE 2.
The PNSetupResponse message contains;
* PN Inventory
* hash_server_PNE2

Upon receiving PNSetupResponse message, PNE2 tHiodtes CPNS Server by verifying hash_server_PNielcacate PN
Inventory.

15. The PN GW sends the PNEstablishmentNotify to th& RN

The PNEstablishmentNotify message contains;
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* PN Inventory
* hash_server_PNE1

Upon receiving PNEstablishmentNotify message, PHiihenticates CPNS Server by verifying hash_seRKE1 and
create PN Inventory

If PNE1 and PNEZ2 fail to verify hash_server_PNE@ hash_server_ PNEZ2, they do not store PN informatia give up to
connect to the PN.

6.6.1.2 PN GW initiated

This flow shows the PN GW initiated procedure of BMablishment, in case PN GW establishes a PNomighPNE or
multiple PNEs. In the flow, it is assumed that PN and PN GW among themselves have physicahgaivith PAN
technologies. In the case when PNE and PN GW bdltige same CPNS Device (e.g., mobile phone),ipalyparing and
Entity Discovery can be done without PAN technodsgi

PNE 1 PNE 2 PN GW CPNS Server

0. CPNS Entity Discovery

1. PNSetupRequest

2. PNSetupRequest

3. PNSetupResponse

A

4. PNSetupResponse - 5. PNSetupRequest

6. AuthenticateRequest

7. AuthenticateRequest

8. AuthentiqateRequest

I
9. AuthenticateResponse

A

10. AuthenticateResponse

> 11. AuthenticateResponse

[

12. Register PN
with PN Inventory

13. PNSetupResponse

14. Store
PN Inventory

15.
< PNEstablishmentNotify

16. PNEstablishmentNotify

Figure 13 PN GW initiated PN Establishment

Before PN Establishment, PNEs and PN GW perform €ENtity Discovery as described in section 6.4
The PN GW sends a PNSetupRequest message to PNE 2.

The PN GW sends a PNSetupRequest message to PNE 1.

w Moo

Upon receiving the PNSetupRequest message froNh&W, the PNE 2 sends PNSetupResponse messagafitonc
whether it participates in the PN or not.

The PNSetupResponse message contains;
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» Device Capabilities of device the PNE belonging to
» Optionally, Contents information which the deviash
* PNEID

 Random number created by PNE2 (hereinafter, ran&2Ph be used for mutual authentication betweeEZahd
CPNS Server

» Indication to request LocalEUKey assignment if botlhe following two conditions are met. Otherwitige
indication is not included in the message:

o PNE2 has enough Ul
o PAN between PNE2 and PN GW is not Secure PAN,

4. Upon receiving the PNSetupRequest message frolaNh@W, the PNE 1 sends PNSetupResponse messageaironc
whether it participates in the PN or not.

The PNSetupResponse message contains;

e Capability information of device which PNE is deyptol
e Optionally, Contents information which the deviash
+ PNEID

 Random number created by PNEL1 (hereinafter, ran&1Ph be used for mutual authentication betweekPahd
CPNS Server

» Indication to request LocalEUKey assignment if botlhe following two conditions are met. Otherwitige
indication is not included in the message:

o PNE1 has enough Ul
o PAN between PNE1 and PN GW is not Secure PAN.

5.  When receiving a PNSetupResponse message witlottiiencation of participation in the PN, the PN G\Wates the
information for PN Inventory for the correspondiRgrsonal Network, creates and maintains the rotgiblg for the
routing of inside the Personal Network.

The PN GW sends PNSetupRequest message to CPNS.Serv
The PNSetupRequest message contains;
* PN WG Info.
o Capability information of device which PN GW is dieyed
0 Subscription information
* PNE Info.
o Capability information of device which PNE is deydal
o Optionally Contents which the device has
o Optionally, PNEID which is embedded in factory be tuser creates
* PNID

 rand_PNE1 and rand_PNE2
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6. The CPNS Server creates two LocalEUKeys to be dhizeveen PNE1 and PN GW (hereinafter, LocalEUK&ED),
and between PNE2 and PN GW (hereinafter, LocalEURSE?2). For each LocalEUKey, two copies are creaied
for PNE and the other for PN GW, and each copynsypted by PNE’s EUKey and PN GW'’s EUKey.

Then, the CPNS Server sends AuthenticationRequessage for the PNEs to the PN GW.

The AuthenticationRequest message contains;

» Random number created by CPNS Server (hereingdiad, server) to be used for mutual authenticateiwéen
CPNS Server and PNE1 and PNE2

e Encrypted LocalEUKey PNE1 and encrypted LocalEUKBYE?2 (two encrypted copies for each LocalEUKey,
one encrypted by PNE’s EUKey and the other encdyptePN GW'’s EUKey)

* PNID

7. Upon receiving AuthenticationRequest message, PNdeevypts LocalEUKey PNEL and LocalEUKey PNE2 by it
own EUKey, and stores the LocalEUKey PNE1 and LIEd#ley PNEZ2. Then, the PN GW relays the
AuthenticationRequest message to the PNE 2 basealting table identified with PNID.

The AuthenticationRequest message contains;
» Encrypted LocalEUKey PNE2 (copy of LocalEUKey PN&fRerypted by PNE2's EUKey)
e rand_server
Upon receiving AuthenticationRequest message, PiERypts LocalEUKey PNEZ2 and stores the LocalEURNE2.

Then, if PAN between PNE2 and PN GW is not Secddd,PNE2 and PN GW perform mutual authentication seskion
key sharing by using LocalEUKey PNE2 in the samg asdescribed in 7.5.5 “PN GW Authentication”

8. The PN GW also relays the AuthenticationRequessagesto the PNE 1 based on routing table identifigidl PNID.
The AuthenticationRequest message contains;
* Encrypted LocalEUKey PNEL1 (copy of LocalEUKey_PNégticrypted by PNE1's EUKey)
* rand_server

Upon receiving AuthenticationRequest message, PiERypts LocalEUKey PNE1 and stores the LocalEURNEL.

Then, if PAN between PNE1 and PN GW is not Secédd,PNE1 and PN GW perform mutual authentication sesision
key sharing by using LocalEUKey_PNEL1 in the samg asdescribed in 7.5.5 “PN GW Authentication”

9. The PNEZ2 calculates hash value for authenticatierefnafter, hash_PNEZ2) and session key to bedatie CPNS
Server (hereinafter, SK_PNE2). SK_PNE2 is calcdlftem rand_PNEZ2, rand_server and EUKey of PNE2.
hash_PNEZ2 is calculated from rand_PNEZ2, rand_sdBi#Key of PNE2 and SK_PNE2. Then, the PNE 2 s¢imels
AuthenticationResponse message to the PN GW.

The AuthenticationResponse message contains;
* hash_PNE 2

10. The PNEL1 calculates hash value for authenticatienefnafter, hash_PNE1) and session key to be¢hatle CPNS
Server (hereinafter, SK_PNE1). The calculationgégfgrmed in the same way as in the above step.,TherPNE 1
sends the Authentication response to the PN GW.

The AuthenticationResponse message contains;
e hash_PNE1

11. The PN GW relays the AuthenticationResponses medsatpe CPNS Server.
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The AuthenticationResponse message contains;
 hash_PNE 1 and hash_PNE 2

12. Upon receiving the AuthenticationResponses messhage&;PNS Server authenticates PNE1 and PNE2 lifyingr
hash_PNE1 and hash_PNEZ2, respectively. The CPN&1Segisters the PN with PN Inventory, when asti@me of
the PNEs is authenticated.

13. The CPNS Server calculates session key and hasb i@l authentication for each PNE (hereinaftehhasrver PNE1
and hash_server_PNE2).

Session keys are calculated in the same way agistép 8 and 9 (Thus, the same session key, SK1 BhNd
SK_PNE2 are calculated, if CPNS Server and PNE tteveame EUKey).

hash_server_PNEL1 and hash_server_PNE2 are alstatattin the similar way as in the step 8 andu® ddlditionally
use another value, hash_PNEL1 for hash_server_RN&Ehash_PNE2 for hash_server_PNE2, respectively.

Then, CPNS Server sends PNSetupResponse messhgetd GW.
The PN Registration Response message contains;
* hash_server_PNE 1 and hash_server_PNE 2
14. The PN GW stores the PN Inventory locally.
15. The PN GW sends PNEstablishmentNotify message © 2N
The PNEstablishmentNotify message contains;
e PNID
* hash_server_ PNE2

Upon receiving PNEstablishmentNotify message, PHiERenticates CPNS Server by verifying hash_seRKE2 and
create PN Inventory.

16. The PN GW sends PNEstablishmentNotify message t© PN
The PNEstablishmentNotify message contains;
e PNID
* hash_server_PNE1

Upon receiving PNEstablishmentNotify message, PHiEhenticates CPNS Server by verifying hash_seRME1 and
create PN Inventory.

If PNE1 and PNEZ2 fail to verify hash_server_PNE@ hash_server_PNEZ2, they do not store PN informatia give up to
connect to the PN.

6.6.2 PNE Management

6.6.2.1 PN GW Inviting

This section describes general PN GW invite flow iAN. Basic assumption is that the PNE1 is a mepftfeN and PN
GW wants to invite PNE2 as a member of PN.
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Figure 14 PNE Invite initiated by PN GW

1. PN GW sends PNActionRequest message with Comméinel 2 - Invite, the PNE or PN GW wants to invit&er
PNE(s)) to PNE2, which means PN GW invites PNEBe¢@ member of PN.

PNE2 sends PNActionResponse message to PN GW.
PN GW sends PNUpdateRequest message to CPNS Server.
CPNS Server sends AuthenticateRequest message &Pt authenticate invited PNE, PNE2.

PN GW forwards AuthenticateRequest message to PNE2.

o o M w N

PNE2 generates authentication data using its EUtelysend it by AuthenticateResponse message to GBNSr via
PN GW

N

PN GW forwards AuthenticateResponse message to (GeN&r.
8. After authenticating PNE2, CPNS Server updatesidritory and sends PNUpdateResponse message t&\PN G

9. If the PN GW shares the member information withrtiember of PN, PN GW sends PNUpdateNotificationgags to
the PNEL including PNE2 information.

10. PN GW sends PNUpdateNotification message to theZRNHEet PNE2 know it successfully connects to PN.
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6.6.2.2 PNE inviting
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Figure 15 PNE Invite Initiated by PNE

PNE2 sends PNActionRequest message with Commainel 2 ¢ Invite, the PNE or PN GW wants to invitber
PNE(s)), which means PNE2 invites PNE3 to be a neerobPN.

PN GW sends PNActionRequest message to PNE3.

PNE3 sends PNActionResponse message to PN GW.

PN GW sends PNUpdateRequest message to CPNS Server.

CPNS Server sends AuthenticateRequest message &Pt authenticate invited PNE, PNE3.
PN GW forwards AuthenticateRequest message to PNE3.

PNE3 generates authentication data using its EUtelysend it by AuthenticateResponse message to GBNSr via
PN GW

PN GW forwards AuthenticateResponse message to (GeN&r
After authenticating PNE3, CPNS Server updatesidrtory and sends PNUpdateResponse message t&\PN G
PN GW sends PNActionResponse message to PNE2.

If the PN GW shares the member information withrtrember of PN, PN GW sends PNUpdateNotificationgags to
the PNEL including PNES information.

The PN GW sends PNUpdateNotification message t&®ME3 to let PNE3 know it successfully connectBb

6.6.2.3 PNE Joining
Figure 16 shows a flow of PNE joins a PN whichisiated by PNE.
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Figure 16 Flow of PNE Joins a PN Initiated by PNE

The PN GW sends PNUpdateRequest message to the SENS'.
CPNS Server sends AuthenticateRequest message ®WPto authenticate PNE.

PN GW forwards AuthenticateRequest message to PNE.

PN GW forwards AuthenticateResponse message to (GeiN&r
After authenticating PNE, The CPNS Server upddte$N Inventory.
The CPNS Server sends PNUpdateResponse messagelt GW.

The PN GW updates PN Inventory locally.

10. The PN GW sends PNActionResponse message to the PNE

PNE and PN GW discover each other, and PNE getsstrad PN(s) this PN GW belongs to.

The PNE sends PNActionRequest message with Comtiaiidioin) to PN GW to join one of PN(s) in thetlis

PNE generates authentication data using its EUKKeysand it by AuthenticateResponse message to (FeN&r via
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6.6.2.4

PNE Leaving
Figure 17 shows a flow of PNE leaves a PN whidhitated by PNE.

PNE

a 0 @ NpoPF

1. PNActionRequest

PN GW

6. PNActionResponse

2. PNUpdateRequest

CPNS Server

A

3. PN Inventory Update

4.2. PNUpdateResponse

5. PN Inventory Update

Figure 17 Flow of PNE Leaves a PN Initiated by PNE

The PN GW updates PN Inventory locally.

The CPNS Server updates the PN Inventory.

6. The PN GW sends PNActionResponse message to the PNE

6.6.2.5

PNE Expulsion

The PN GW sends PNUpdateRequest message to the SEMNS.

The CPNS Server sends PNUpdateResponse messhgdl GW.

Figure 18 shows a flow of PNE leaves a PN whidhitsated by PN GW.

The PNE sends PNActionRequest message with ComiBaiideave) to PN GW for leaving the PN.
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Figure 18 Flow of PNE Leaves a PN Initiated by PN &

The PN GW sends PNActionNotification message witm@and “1” to PNE, indicate the PNE will be removesim

the PN.

The PN GW sends PNUpdateRequest message to the S&MNS .
The CPNS Server updates the PN Inventory.

The CPNS Server sends PNUpdateResponse messhgdli GW.

The PN GW updates PN Inventory locally.

6.6.3 PN Release

This section describes PN Release flow. The PNeRelean be done by PNE or PN GW.

Basic assumption is the PNE1 and PNE2 are memb&N and PN GW decides to remove PN.

6.6.3.1 Initiated by PN GW
Figure 19 shows a flow of PN Release which isatétid by PNE.
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Figure 19 PN Release initiated by PN GW

PN GW sends PN Release Request to CPNS Server.

CPNS Server removes local PN Inventory and thedssBiN Release Response to PN GW.

w N

PN GW sends PN Release Notification to the PNE2.
4. PN GW sends PN Release Notification to the PNE1.

6.6.3.2 Initiated by PNE
Figure 20 shows a flow of PN Release which isatétid by PNE.
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PNE PN GW CPNS Server

1. PN Release Request

2. PN Release Request

3. PN Inventory Deleting

4. PN Release Response

A

5. PN Release Response

A

Other PNE(s)
belong to this PN

6. PN Release Notification

Figure 20 Flow of PN Release Initiated by PNE

The PNE sends PNReleaseRequest message to the PN GW

The PN GW sends PNReleaseRequest message to tie &Rixer.

The CPNS Server deletes the PN Inventory whichPtResW requests.
The CPNS Server sends the PNReleaseResponse mestzay®N GW.
The PN GW sends the PNReleaseResponse messagePiuh

o g > w Nk

The PN GW notifies PN is released to other PNEéX)g to this PN.

6.6.4 PN Admin Assignment and Release

PN Admin assignment can be requested by PNE or RNAvBo wants to be PN Admin. PN Admin release carelgested
by PNE or PN GW who is already PN Admin.
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In the figure below, PN GW initiates PN Admin assigent or PN Admin release.

Adminee addition can be performed with PN Admingresent within the same request message which retegsl and
step 2 in the procedure. However, PN Admin assigriraed release are performed without step 1 amdXste

CPNS

PNE 2 PNE 1 PN GW Server

1. PNAdminRequest

2. PNAdminResponse

3. PNAdminRequest

4. PNAdminResponse

5. PNAdminNotification

Figure 21 PN GW requests PN Admin assignment

1. Before PN GW sends the PNAdminRequest messagedd’beAdmin in the PN, PN GW sends the PNAdminRegue
message to PNE 1 to add PNE 1 as an Adminee. PN#&bmimand attribute in this message is set as “SiffsPN
Admin and also Add Adminee).

2.  PNE 1 decides whether it accepts the request cimbsends the PNAdminResponse message to PN Githeit
result.

3. PN GW sends the PNAdminRequest message to CPN8r3erassign or release a PN Admin. If PNE 1 accBpt
GW'’s Adminee addition request, PNAdminCommand lattie in this message is set as “Assign PN Adminasal
Add Adminee”, otherwise, the attribute is set assgn PN Admin”. Upon receiving this message, CFé8/er
decides whether it accepts PN GW'’s request orlhGPNS Server accepts the request, it updatéNtenventory.

4. CPNS Server sends the PNAdminResponse message@¥\PWith the result.

5. If the result from CPNS Server is “1”"(Success), BW updates its PN Inventory and sends the PNAdmifibktion
message to all PNE(s) in the PN.

In the figure below, PNE 1 initiates PN Admin assigent or PN Admin release.

Adminee addition can be performed with PN Adminigrement within the same request message which reted2 and
step 3 in the procedure. However, PN Admin assigrraed release are performed without step 2 aqd3ste
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Figure 22 PNE requests PN Admin assignment

1. PNE 1 sends the PNAdminRequest message for PN Aassignment or release. If PNE 1 requests PNEb2 &n
Adminee, PNAdminCommand attribute in this messageet as “5” (Assign PN Admin and also Add Adminee)
otherwise, the attribute is set as “1"(Assign PNal).

2. If PNE 1 requests PNE 2 for PN Admin assignmentaad Adminee addition, PN GW forwards the PNAdnegRest
message to PNE 2.

3. PNE 2 decides whether it accepts the request camibsends the PNAdminResponse message to PN GWheitesult.

4. PN GW sends the PNAdminRequest message to CPN8rSEWNE 2 accepts PNE 1's Adminee addition retue
PNAdminCommand attribute in this message is s&5'¢8ssign PN Admin and also Add Adminee), otheravihe
attribute is set as “1"(Assign PN Admin). Upon rne@gg this message, CPNS Server decides whetlec#pts PNE 1's
request or not. If CPNS Server accepts the reqiegtdates its PN Inventory.

5. CPNS Server sends the PNAdminResponse messagtheitbsult of the request, Success or Fail.
6. PN GW forwards the PNAdminResponse message to PNE 1

7. If the result from CPNS Server is “1"(Success), BW updates its PN Inventory with changes in thesags and
sends the PNAdminNotification message to all PNE(she PN.

6.6.5 Adminee Addition and Removal

PN Admin requests Adminee addition to PNE or PN @Vdcquire acceptance of Adminee. However, PN Adeduests
Adminee removal not to PNE or PNE who is Adminag, ®PNS Server.

In the figure below, PN GW which is PN Admin regise&dminee addition or removal of PNE 1.

For Adminee removal procedure, as it does not Aekdinee’s acceptance, step 1 and step 2 are skipped
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Figure 23 PN GW requests Adminee addition or remova

1. PN GW sends the PNAdminRequest message to PNEAdfomee addition with PNAdminCommand attributeét as
“3"(Add Adminee).

2. PNE 1 decides whether it accepts PN GW'’s requesbband sends the PNAdminResponse message to PWiGW
the result.

3. In case of Adminee addition, if PNE 1 accepts #wiest, PN GW sends the PNAdminRequest messageN& CServer
including PNAdminCommand set as “3"(Add Admined)PN GW wants Adminee removal of PNE 1, PN GW sends
the PNAdminRequest message to CPNS Server incliRivAdminCommand attribute set as “4"(Remove
Adminee).Upon receiving this message, for Admingditeon, CPNS Server checks whether PN Admin andested
Adminee belong to the same CPNS User. If CPNS $aneepts the request, it updates Adminee chanige RN
Inventory.

4. CPNS Server sends the PNAdminResponse message@\PWith the result.
If the result from CPNS Server is “1"(Success), BW sends the PNAdminNotification to all PNE(s) lire tPN.

In the figure below, PNE 1 which is PN Admin regise&dminee addition or removal of PNE 2.

For Adminee removal procedure, as it does not Aekdinee’s acceptance, step 2 and step 3 are skipped
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Figure 24 PNE requests Adminee addition or removal

1. PNE 1 sends the PNAdminRequest message to PNEAZIfomee addition or removal with PNAdminCommand
attribute is set as “3"(Add Adminee) or “4”(Remokdminee).

In case of Adminee addition request, PN GW forwdhi& 1's request message to PNE 2.
PNE 2 decides whether it accepts PNE 1's requasbtoaind sends the PNAdminResponse message withghk.

4. If PN GW receives PNAdminResponse message from PWhich accepts Adminee addition of PNE 2, PN GW
forwards PNE 1's PNAdminRequest message to CPN&Edf PN GW receives the PNAdminRequest message f
PNE 1 which requests Adminee removal of PNE 2, BMfGrwards PNE 1’s PNAdminRequest message to CPNS
Server. After receiving the PNAdminRequest messfageAdminee addition, CPNS Server checks whetieAdmin
and requested Adminee belong to the same CPNS WSH#NS Server accepts the request, it updatesidelthange
in its PN Inventory.

5. CPNS Server sends the PNAdminResponse messageG¥\PN
PN GW forwards the PNAdminResponse to PNE 1.

If the result from CPNS Server is “1"(Success), BW updates its PN Inventory with Adminee change sevttls the
PNAdminNotification to all PNE(s) in the PN.

6.6.6  Adminee Information Change

PN Admin can request information change in PN Itegnfor Adminee belonging to the same PN as PN id@hanges
are also updated in PN Inventories of other PN negmband CPNS Server. If PN Admin wants to chargevin PN
Inventory, it updates its PN Inventory and shaeedhange(s) with other PN members and CPNS Server.

In the figure below, PN GW is PN Admin and PNE Adminee.

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 72 (337)

PNE 2 PNE 1 PN GW CPNS Server

1. PNAdminRequest

T
|
|
|
|
N

2. PNAdminResponse

3. PNAdminRequest

N

4. PNAdminResponse

5. PNAdminNotification

———d e e N ]

——— e = ]

|
|
|
|
I
|
|
|
|
|
|
|
|
|
n
T
|
|
|

Figure 25 PN GW requests PNE 1's information change

1. PN GW sends the PNAdminRequest message to PNHutling elements/attributes to be changed. PNAdmin@and
attribute in this message is set as “6”(Informatibange). Upon receiving this message, PNE 1 updtat®N Inventory
as requested.

PNE 1 sends the PNAdminResponse message to PN @G\theiresult.

3. Ifthe resultis “1"(Success), PN GW sends theindPNAdminRequest to CPNS ServerUpon receiviig itiessage,
CPNS Server updates its PN Inventory.

4. CPNS Server sends the PNAdminResponse message@\PNIpon receiving this message, PN GW update3nts
Inventory.

5. PN GW sends the PNAdminNotification message t&HIEs.

In the figure below, PNE 1 is PN Admin and PNE Adminee.
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Figure 26 PNE 1 requests PNE 2’s information change

e e

———— LN

———ee e e e N

1. PNE 1 sends the PNAdminRequest message includimgesits/attributes to be changed. PNAdminCommanit ut:
in this message is set as “6”"(Information change).

2. PN GW forwards the message to PNE 2. Upon receiviisgnessage, PNE 2 updates its PN Inventorycqasested.

PNE 2 sends the PNAdminResponse message to PN @G\theiresult.

If the result is “1"(Success), PN GW forwards PNE RNAdminRequest message to CPNS Server. Afteivie this
message, CPNS Server updates its PN Inventory.

5. CPNS Server sends the PNAdminResponse message®@W\PMfter receiving this message, PN GW updaef N

Inventory.

6. PN GW sends the PNAdminResponse message to PNfet réceiving this message, PNE 1 updates itsriRinitory.
PN GW sends the PNAdminNotification message t@HIEs.

6.6.7 PNE Switching

PNE switching can be requested by PNE or PN GWdidate PNE for switching can be selected among CEBhffies in
the same PN with the original PNE. CPNS Entity whitates the PNE switching procedure SHALL chotse candidate

PNE.

In the figure below, PNE 1 requests to switch ftsePNE 2 in the same PN.
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Figure 27 PNE Switching

PNE 1 chooses PNE 2 as the candidate PNE for dngt@tcording to PNE 2’s Device Capabilities, aadds
PNESwitchRequest message to PN GW.

PN GW sends PNESwitchRequest message to PNE 2.

PNE 2 sends InvokeRequest message to PN GW acgdodihe Service Description received from PNSwiRehuest
message.

PN GW sends InvokeRequest message to CPNS Server.
CPNS Server sends InvokeResponse message to PN GW.
PN GW suspends service(s) which is(are) consumdiNgy 1.
PN GW sends InvokeResponse message to PNE 2.

PNE 2 sends PNESwitchResponse message to PN GW.

PN GW sends PNESwitchResponse message to PNE 1.

6.6.8 PN GW Switching

Mode information of CPNS Devices in the PN is aliyeknown by Entity Discovery before PN GW Switching
PN GW switching can be initiated by PNE on CPNSiPewhich can be switched to PN GW.
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In the figure below, PN GW A is active PN GW ofg¢t#N, while PN GW B is the gateway to be switcteedrt this case,
PNE B initiates PN GW switching by sending the esjio PN GW A. After this PN GW Switching, Devigechanges its
Mode to PNE and Device B changes its Mode to PN GW.

PN GW switching can also be initiated by curremttyive PN GW.

If PN GW A initiates the procedure, PN GW A sentus tequest to PNE B in step 1 and PNE B sendetponse to PN
GW A in step 2, and later steps in the proceduedtee same as PNE initiating case.

Device A Device B

PNEA | | PNGWA PNGWB | | PNEB

CPNS
Server

1. PNGWChangeRgquest

2. PNGWChangeResponse

3. PN GW Authentication

4. PNGWChangeRequest

5. Update PN / SG
Inventory

6. PNGW[hangeResponse

7. Update PN Inventory
and Create SG Inventory

8. PNGWChangeNotification

9. PNGWChangeNotification

<// - 10. Suspend
— Service(s)

11. PNGWChangeNotification

12.Resume —
Service(s) S~

I

Figure 28 PNE initiating PN GW Switching

1. PNE B sends the PNGWChangeRequest message to PN @it Mode attributes set as “1"(PNE) for Devige
and “2”"(PN GW) for Device B.

2. PN GW A sends the PNGWChangeResponse message t8 RIME Result attribute.

If PN GW A accepts the request, Device B changeblide to PN GW, and PN GW B performs PN GW
Authentication with CPNS Server. NOTE: Communicatieetween PN GW B and PNE B on the same CPNS
Device is out of scope of CPNS Enabler.

PN GW B sends the PNGWChangeRequest message to 8&M& including PN GW B’s information.
CPNS Server updates its PN Inventory and SG Invgnto

CPNS Server sends the PNGWChangeResponse mes$igexd/ B including PN/SG information and also
currently consuming/providing Service(s) without\ee Group in this PN.

7. PN GW B updates its PN Inventory and creates S@ntory with the information in the PNGWChangeResgon
message.

8. PN GW B sends the PNGWChangeNotification messagé tbe PNE(s) including information of PN GW B.
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9. PN GW B sends the PNGWChangeNotification messafNtGW A.
10. PN GW A suspends on-going Service(s) in the PN.

11. When the suspension is completed. PN GW A sendBNM@WChangeNotification message to PN GW B. And
Device B change its Mode to PNE.

12. PN GW B resumes the Service(s).

6.6.9 PN Splitting

PN splitting can be requested by PNE or PN GWRNaThe PNE which initiates the splitting requesi $T be part of the
newly created PN. New PN GWs of split PNs can becssd among CPNS Entities of an existing PN whidhbe split.

In the figure below, PNE 1 requests to split arstexg PN into two PNs, one PN which will keep tixeséng PN GW 1 and
the new PN which will have PN GW 2.
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Figure 29 PN Splitting

PNE 1 sends PNSplittingRequest message to PN GW 1.

PN GW 1 forwards PNSplittingRequest message to PMMich is on a device that also has PN GW entity.

Device which has PNE 2 changes its Mode to PN G\B'@TFH.

Authentication between PN GW 2 and CPNS Server.

. PN GW 2 sends PNSplittingResponse message to\WN..G

PN GW 2 sends PNSetupRequest message to CPNS.Server

CPNS Server sends PNSetupResponse message to PNa@#\stores PN information in PN Inventory.

PN GW 2 sends PNSetupRequest message to PNEsiimgchalvly invited PNE(S).
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9. PNEs send PNSetupResponses to PN GW 2.

10. PN GW 2 sends PNSetupNotify message to PN GW 1.

11. PN GW 2 sends PNSetupNotify message to PNE 1 gihes to be part of the new PN.
12. PN GW sends PNUpdateRequest message to CPNS Server.

13. CPNS Server updates PN Inventory and sends PNUpeésp@nse message to PN GW.
14. PN GW 1 sends PNSplittingResponse message to PNE 1.

15. PN GW 1 sends PNUpdateNatification to PNE(s) whidghstay in the original PN.

6.6.10 PN Merging

PN merging can be requested by PN GW only. New MNd® merged PN can be selected among PN GWs ofviiich
will be merged. Public PN GW, Zone based PN GW randote PN cannot be merged.

In the figure below, PN GW A requests to merge PANnA PN B into one PN and PN GW A in PN A will be hew PN
GW of merged PN.
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PNE(s) in PN A

-l

9. PNUpdateNotification

PN GW A

PN GW B

1. Choose the|candidate PN
GW for Merged PN

PNE(s) in PN B

2. PNMergingRequest

3. PNMergingResponse

-l
-

4. Add informdtion of PNE(s)
in PN B in ts local PN

Inventory

5. PNUpdateRequest

CPNS Server

A

6. PNUpdateReponse

7. PNMergingNotification

8. Suspends service(s)

9. PNUpdateNotification

10. InvokeRequest

11. InvokeRequest

12. InvokeResponse

13. InvokeResponse

14. PNReleaseNotificaiton

Figure 30 Merging of PNs

1. Candidate PN GW can be selected by CPNS UserghrBtd GW A for the merged PN among PN GWs of PNs
belonging to that CPNS User PN GW A is the caneid® GW for the merged PN in this flow,

2. PN GW A sends PNMergingRequest message to invites PN GW (i.e. PN GW B in this flow).

3. PN GW B sends PNMergingResponse message to PN GWadree the merging request.
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PN GW A adds information of PNE(s) in PN B in it€&l PN Inventory.

PN GW A sends PNUpdateRegeust message to CPNS Serve

CPNS Server sends PNUpdateResponse message to PNaBWupdate PN Inventory.
PN GW A sends PNMergingNotification message to RM B

PN GW B suspends service(s).

© © N o 0 >

PN GW A sends PNUpdateNotification message toME@®) in merged PN.

10. PNE(s) in PN B sends InvokeRequest message to PM@&Wesume service which is used before merging.
11. PN GW A sends InvokeRequest message to CPNS Server.

12. CPNS Server sends InvokeResponse message to PN GW A

13. PN GW A sends InvokeResponse message to PNE(H B P

14. CPNS Server sends PNReleaseNotification to PN GMYrBlease PN B PN GW B forwards this message to PNE(s)
in PN B.

6.6.11 PN Setup using PN Usage Info

This section describes a procedure for PNE indiid@&B Establishment using PN usage information.

6.6.11.1 Create PN Usage Info

This procedure can be initiated by PNE or PN GW thedPNE initiated procedure of creating PN usaf@rination in the
CPNS Server is depicted in the following flow. histflow, it is assumed that PNE 1, 2 and PN GWehalwysical pairing
among themselves with PAN technologies. The PNeugeg#grmation is only generated by the CPNS Semteen the CPNS
User executes this procedure and can be storedind? PN GW according to the CPNS User’s preferdnee
StorePNUsagelnfolnPN attribute in PNUsagelnfoCirRatpiest message). The maximum size and expiratiencin be set
by the CPNS Server’s operation policy.
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PNE #1 PNE #2 PN GW CPNS Server

0-1. CPNS Entity Discovery
I |
0-2. PN Establishment

1. PNUsagelnfoCreateRequest

2. PNUsagelnfoCreateRequest

|

3. Create PN Usage
Info from PN Info

4. PNUsagelnfoCreateResponse
-t

5. PNUsagelnfoCreateResponse

6. PNUsagelnfoCreateNotification

Figure 31 Flow of Creating PN Usage Info by PNE

Figure 31 shows the flow of creating PN usage imfgion by PNE.

0.

Before creating PN usage information in CPNS SeMBiE 1, 2 and PN GW perform CPNS Entity Discowamong
themselves. It is assumed that PNE 1, 2 and PN [B&dy established PN among themselves so th&ikhe
information already exists in PN Inventory of theEs, PN GW and CPNS Server.

The PNE 1 sends a PNUsagelnfoCreateRequest meassRi&W for creating PN usage information in theNSP
Server. The PNUsagelnfoCreateRequest messagercohiseriD, PNAlias, ExpirationTime and
StorePNUsagelnfolnPN attribute. If PNE 1 wantsttmesPN usage information in the PNE and PN GW, the
StorePNUsagelnfolnPN attribute is set to ‘TRUE'PNE 1 wants to delete PN usage information foresurPN,
ExpirationTime is set to ‘0'.

PN GW sends the PNUsagelnfoCreateRequest messtdge@®NS Server.

CPNS Server creates new PN usage information lmas#tk received attributes in the request messadj¢ha current
PN information. The PN usage information PNUsagdhdex, PNAalias, ExpirationTime, PNGWID and PNED(
CPNS Server stores the PN usage information tofliBiN usage information.

After stroing the PN usage information, the CPN8&/&ecreates and sends PNUsagelnfoCreateRespossagedo
PN GW. The response message which includes th# ofsweating the PN usage information. If
StorePNUsagelnfolnPN of PNUsagelnfoCreateRequessage is set to ‘TRUE’, this response messagedaslu
PNUsagelnfo.

PN GW sends PNUsagelnfoCreateRespnonse messdgeROIE 1. If the response message includes the &j¢lido,
PN GW stores the PNUsagelnfo in the PN usage irdtiam list. Upon receiving the response messag&, Pkhecks
the result of this procedure. If the response ngesgacludes PNUsagelnfo, PNE 1 stores PNUsagetntioet PN usage
information list.

If the PNUsagelnfoCreateResponse message incliddsdgelnfo, PN GW generates PNUsagelnfoCreate Nati€in
message and sends the message to PNE 2 includidgd@iinfo. Upon receiving the notification messdj¢k 2
stores PNUsagelnfo to the PN usage information list
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6.6.11.2 PN Setup using PN Usage Info

This flow shows the PNE initiated procedure of PNUp using PN usage information. In the flow, iassumed that PNE 1,
2 and PN GW among themselves have physical paiitigPAN technologies and PNE already get the CRIN&'’s
preference whether or not PN usage informatiorsézifor PN setup through the user interaction.

If PN usage information is shared with PN memberhié PN, the PNE or PN GW can skip the step 1 to this case, a
PNE start the procedure from the step 6.

PNE #1 PNE #2 PN GW CPNS Server

0. CPNS Entity Discovery

1. PNUsagelnfolistRequest

2. PNUsagelnfolistRequest

3. PN Usage Info Lis
Query in CPNS Serve

= &

5. PNUsagelnfoListResponse

-t
-

6. PNE 1 Selects
PN Usage Info

7. PNSetupUsingBNUsagelnfoRequest

-

8. PN GW checks
PNE’s status

©

.| PNSetupUsingPNUsagelnfoRequest

10. PN Setup using PN Usage Info and
Update PN Inventory with PN Usage Info

11. PNSetupUsingPNUsagelnfoResponse

-l
-«

12. Update
PN Inventory

13. PNSetupUsingPNUsagelnfoResponse

-t

14. Update
PN Inventory

15. PNEstablishmentNotify

-

16. Update
PN Inventory

Figure 32 PN Setup using PN Usage Info

0. Before PN Setup using PN usage information proadRNEs and PN GW perform CPNS Entity Discovery as
described in section 6.4
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10.

11.
12.

13.
14.
15.
16.

The PNE 1 sends a PNUsagelnfoListRequest messd&eGaV for retrieving the PN usage information stbirethe
CPNS Server.

PN GW forwards the PNUsagelnfoListRequest messagetCPNS Server.
CPNS Server retrieves the list of PNUsagelnfoef BiN usage information list exists in CPNS Server.

CPNS Server sends the PNUsagelnfoListResponse geetssthe PN GW. The PNUsagelnfo of the responssage
includes PNAlias, ExpirationTime, PNGWID and PNESD(

PN GW forwards the PNUsagelnfoListResponse messatlee PNE 1. Upon receiving the response mesgage,1
selects PNUsagelnfo to request PN Setup.

The PNE 1 selects one of PN usage informationérréiceived PN usage information list or the stétBidusage
information.

The PNE 1 generates PNSetupUsingPNUsagelnfoRemesstage and sends its message to PNGW. The request
message includes UserID , PNUsagelnfolndex and IEX{) regarding selected PN usage information.

PN GW checks whether each PNE in the request messagailable to join the PN. If all member PNEs aot
available, PN GW generates the PNSetupUsingPNUsffeésponse message with failure and send the geessa
PNE 1. Otherwise, PN GW updates the request message

PN GW sends the PNSetupUsingPNUsagelnfoRequesageess the CPNS Server. The request message isclude
available PNEID(s) for PN Setup.

CPNS Server checks the corresponding PN informatidine PN usage information list in CPNS Servethé CPNS
Server finds PN information, CPNS Server retrieRBkinformation and setup new PN with the PN usamgrination
and updates PN Inventory by adding selected PNrimdton with new PN ID. After that, CPNS Serverates the
PNSetupUsingPNUsagelnfoResponse message inclutirigN information. Otherwise, the CPNS Server esetite
response message with failure result.

CPNS Server sends the PNSetupUsingPNUsagelnfoRespogssage to PN GW.

PN GW updates PN Inventory by adding the receiMddrformation from the response message. PN GWrgéreethe
PNEstablishmentNotify message based on PN infoomdtom the response message.

PN GW sends the PNSetupUsingPNUsagelnfoResponsageet the PNE 1.
PNE 1 updates the PN Inventory by adding the reckRN usage information from the response message.
PN GW sends the PNEstablishmentNotify message © 2N

PNE 2 updates the PN Inventory by adding the receRN information from the notify message.

6.7 Service Publication & Discovery

6.7.1  ServiceDescriptionRegistration flow

Following figure shows high level ServiceDescripfRegistration flow.
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CPNS Server

ServiceDescrptionRegistrationRequest

Content Provider
(PNE interfaced / External)

ServiceDescriptionRegistrationResponse

B

Figure 33 ServiceDescriptionRegistration flow

to publish the Service Description.

6.7.2

ServiceDiscoveryRequest/Response flow

Following figure presents high level ServiceDisagiRequest / Response flow.

PNE A

PNGW A

1. ServiceDiscoveryRequest

>

9. ServiceDiscoveryResponsg

>

CPNS Server

PNGW B

2. ServiceDiscoveryRequest

<
<

>

3. Checking
Disclose Rule

8. ServiceDiscoveryRespon

4. ServiceDiscoveryConfirmationRequest

<
<

The Content Provider sends ServiceDescriptionRegishRequest message with Service DescriptiorRNE Server

The CPNS Server stores the received Service Déserignd sends back the ServiceDescriptionRegisti@esponse
to the content provider with result (e.g., sucags&ilure).

PNE B

5. ServiceDiscoveryConfirmationRequest

»
>

6. ServiceDiscoveryConfirmationResponse

7. ServiceDiscoveryConfirmgtionResponse

(]

I I
Figure 34 ServiceDiscoveryRequest/Response flow
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The PNE A sends a ServiceDiscoveryRequest to th&¥RNA with or without searching condition, Keywood
PNEID.

The PN GW A relays the ServiceDiscoveryRequesh¢oQPNS Server.

The CPNS Server checks the configuration of williegs to open Service / Content Info in of PN Inggnt
corresponding to the PNEID. If the configuratiotssgpen to deliver Service/Content information k IRventory, the
CPNS Server may send ServiceDiscoveryResponse teNhGW A.

When the ServiceDiscoveryRequest contains seardundition and there are no Operator PoliciesQR&IS Server
performs searching based on the request and compeaech results and sends the ServiceDiscovergRespvith
composed Service Description to the PN GW. If nacmés found, then the CPNS Server sends the
ServiceDiscoveryResponse with no Service Descrigtiche PN GW.

When the ServiceDiscoveryRequest contains seardundition and there are Operator Policies, the EBrver
finds the Service Description based on the seandioa policies (e.g., Operator Policy) and sends th
ServiceDiscoveryResponse to the PN GW with theiSeescription

When the ServiceDiscoveryRequest contains no segrclondition, but there are Operator Policies,@IRNS Server
finds the Service Description based on policieg.(®perator Policy) and sends the ServiceDiscdesponse to the
PN GW with the Service Description.

Note: The definition and procedure of managing.(eagistering, updating, and so on) the Operadlicis out of
scope of CPNS Enabler.

When the ServiceDiscoveryRequest contains no searclondition and there are no Operator Policies tie request
is for all available services, the CPNS Serveriifies all the available Service Descriptions ardds them through
the ServiceDiscoveryResponse to the PN GW.

In all other cases, the CPNS Server sends SengcelxryResponse with no Service Description. Ia thise, the step
4 — 7 will be skipped. In addition, if the sourded@scovered service/content is an external Sef@iostent Provider,
the step 4-7 will be skipped.

If the configuration sets block to deliver Servicentent information in PN Inventory, the CPNS Sesends
ServiceDiscoveryResponse with no Service Descrigtiche PN GW.

If the configuration sets necessity of confirmatittren CPNS Server sends the ServiceDiscoveryQoafionRequest
to the authorized CPNS Entity, which the CPNS Wsarfigured.

The CPNS Server sends ServiceDiscoveryConfirmatouoRBst to the PN GW B.

If the OwnershipEntitylD is PN GW B, then step @lahare skipped. Otherwise, PN GW B relays Service
DiscoveryConfirmationRequest to the PNE B.

The PNE B sends ServiceDiscoveryConfirmationResptmshe PN GW B.

The PN GW B sends ServiceDiscoveryConfirmationRespdo the CPNS Server.

The CPNS Server sends the ServiceDiscoveryRespotise Service Discovery request to PN GW A.
The PN GW A relays the ServiceDiscoveryResponskedadNE A.

6.7.3  ServiceDescriptionAdvertise flow

Following figure presents high level ServiceDestimipAdvertise flow.
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CPNS

PNE PN GW
Server

Content provider
(i.e., External)

* SewviceDescripticnAdvenise

+

2. SerwviceDescrptionAdrertize

-
&

—— —— ——
Figure 35 ServiceDescriptionAdvertise flow

1. The CPNS Server sends ServiceDescriptionAdvetisiee PNE via PN GW.

2. The PN GW relays the ServiceDescriptionAdvertisthtoPNE.

6.8 Service Group Management

This section describes general flows of ServiceuBnmanagement.

6.8.1 Create Service Group

PNE creating a Service Group initially becomes aC3@er.
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Figure 36 Flow of Service Group creation

Figure 36 shows a flow of Service Group (SG) cresati
In this figure, PNE A-1 initiates to create a negngce Group.

In order to create Service Group, the PNE A-1 needhoose a specific Service among list of ses/foem received
Service description.

1. PNE A-1 sends a SG Create Request message to PN @it information of PNE A-1's PNEID, SG descripti and
PNE B-1's PNEID(s) as invitee PNE. PN GW A forwatls request to CPNS Server.
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10.
11.
12.
13.

14.

15.

16.
17.

The SG Creation Request message contains;

e Service indication to be shared with other sergicaip members

e Optionally, PNEID(s)

NOTE: If the SG Creation Request does NOT incluN&EP(s), then steps from 3 to 9 are skipped.
CPNS Server assigns SGID.

CPNS Server sends SG invite request to PN GW Bwfoiavards the request to PNE B-1.

The SG Invite Request message contains;

» Service indication to be shared with other sergimap members

PNE B-1 sends SG invite response to PN GW B whiclvdrds the response to CPNS Server.

CPNS Server creates and stores SG Inventory whighimelude SGID, SG description, Service indicatiol
PNEID(s) registered in Step.1 etc. If steps 3 aadedperformed, CPNS Server adds information of BNENn SG
Inventory. Then, CPNS Server creates Group Keydatislers the Group Key to PNE A-1 and PNE B-1 ().8.

The CPNS Server verifies Service indication, retpitiee service and notifies to Service Providdyseahosen based on
the Service indication and shared, that a Serviceis created.

The CPNS Server receives the response from 3rg Barvice Provider.
CPNS Server sends a SG Change Notification to PNBGW

PN GW B stores a list of PNEs, which join the Seevisroup and managed by this PN GW in PN, accotdir8G
Inventory (i.e., in this case PNE B-1).

PN GW B forwards the SG Change Notification to PBHE.
PNE B-1 stores SG Inventory locally
CPNS Server sends a SG Create Response messad&iy A.

PN GW A stores a list of PNEs, which join the Seevisroup and managed by this PN GW in PN, acconadir®G
Inventory.

If this procedure was initiated by PNE A-1, PN GWokwards the SG Create Response message to PNH ik
procedure was initiated by PN GW A, PN GW A serfiids$G Create Notification with all the informatiohthe SG to
PNE A-1.

PNE A-1 stores SG Inventory locally.
PNE B-1 receives the service or content provisidne8ervice Provider.

PNE A-1 receives the service or content provisidmg&ervice Provider.
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6.8.2

Invite Service Group member by PNE

PNEA-1

PNGW A

CPNS
Server

PNGWB

PNEB-1

1. SG Invite Request

1. SG Invite Request

>

—p

2. Check if

PNEB-1
canjoin

3.SG Invite Request

3.SG Invite Request

>

&

P

4. SG Invite Response | 4.SG Invite Response

<&

5. Add to the SG
and update SG
Inventory

10. SG Invite Responsg

<

6.SG Change Notification

11. SG Invite Response

12. Update SG
Inventory

7.StoreSG
Inventory

8.SG Change Notifica

fion

9. Store SG
Inventory

13. SG Change Notification

Figure 37 Flow of member invite by PNE

Figure 37 shows a flow of member invite. In thigufie, PNE A-1 invites PNE B-1 to an existing Seevi&roup.

1. PNE A-1 sends a SG invite request to PN GW A wiiictvards the request to CPNS Server.

2. CPNS Server checks if PNE B-1 can join the SG alingrto PNEID of PNE B-1 under PNEID(S) registene&G
creation.

3. If PNE B-1 is permitted to join SG, CPNS Serverdsethe SG invite request to PN GW B which forwatdsrequest
to PNE B-1.

4. PNE B-1 sends a SG invite response to PN GW B wioickiard the response to CPNS Server.

5. CPNS Server adds information of PNE B-1 in SG Inegn Then, CPNS Server delivers Group Key to PNE B

(7.8.5).
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6. CPNS Server sends a SG Change Notification to PNBGW

7. PN GW B stores a list of PNEs, which join the SeeviGroup and managed by this PN GW in PN, accortdir®@G
Inventory (i.e., in this case PNE B-1).

8. PN GW B forwards the SG Change Notification to PBIE.
9. PNE B-1 stores SG Inventory locally.

10. CPNS Server sends the SG invite response to PN GW A
11. PN GW A forwards the SG invite response to PNE A-1.
12. PNE A-1 updates SG Inventory locally.

13. CPNS Server delivers the SG Change Notificatioméonber PNEs. This flow is provided as another flow.

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 91 (337)

6.8.3  Expel Service Group Member

PNEA-1 PNGW A CPNS PNGW B PNEB-1
Server

1. SG Action Request | 1.SG Action Request
(Expel) (Expel)

>
>

2. Check if PNE A-1 can request
member expulsion and if yes,
expel fromthe SG

3. SG Action Notificgtion

4.Remove SG
Inventory

5.SG Action Notificatjon

6. Remove SG
Inventory

7.Update SG
Inventory

8. SG Action Response|

9. SG Action Response

10. Update SG
Inventory

11. SG Change Notification

Figure 38 Flow of member expulsion

Figure 38 shows a flow of member expulsion. In flyare, if PNE A-1 is a SG Owner of Service Groifman request
expulsion of PNE B-1 from the Service Group.

1. PNE A-1 sends a SG Action Request (Expel) for PNEtB PN GW A which forwards the request to CPN8/8e
2. CPNS Server checks if PNE A-1 (e.g. SG Owner) hasatithority to request member expulsion of SG

3. Ifthe PNE A-1 is permitted to expel the PNE B-BNS Server sends the SG Action Notification to PN 8. Then,
CPNS Server updates Group Key and delivers theiKay to PNE A-1 (7.8.2)
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4. PN GW B removes a list of PNEs which join the Seevisroup and managed by this PN GW in PN since BNE
which is only one member of Service Group in PNgXpelled from Service Group.

PN GW B forwards the SG Action Noatification to PMBEL.
PNE B-1 removes SG Inventory and deletes Group(Ke3¢3) locally.
After step 3, CPNS Server deletes information oEEBN1 from SG Inventory.

CPNS Server sends the SG Action Response to PN GW A

© ® N o O

PN GW A forwards the SG Action Response to PNE A-1.
10. PNE A-1 updates SG Inventory locally.

11. CPNS Server delivers the SG Change Notificatioméonber PNEs. This flow is provided as another flow.

6.8.4  Join Service Group

PNEA-1 PNGW A CPNS PNGWB PNEB-1
Server

1.SG Action Request | 1.SG Action Request
(Join) (Join)

2. Check if PNE B-1 can
joinand if yes, add to
the SG

3. Update SG Inventory

4. SG Action Response

5.StoreSG
Inventory

6. SG Action Responsg

7.StoreSG
Inventory

8. SG Change Notification

Figure 39 Flow of member join
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Figure 39 shows a flow of member join. In this figuPNE B-1 joins Service Group to which PNE A-lobegs.

1.
2.

6.8.5

PNE B-1 sends a SG Action Request (Join) to PN GWhEBh forwards the request to CPNS Server.

CPNS Server checks if PNE B-1 can join accordingnéximum number of PNEs (i.e, MaxPNE) and maximum
number of CPNS Users (i.e, MaxUser).

If PNE B-1 is permitted to join SG, CPNS Serveraddormation of PNE B-1 in SG Inventory.

CPNS Server sends a SG Action Response to PN GW B.

PN GW B stores a list of PNEs in SG Inventory vREID, which joins the Service Group and is managethis PN

GW in PN.

PN GW B forwards the SG Action Response to PNE B-1.

PNE B-1 creates SG Inventory locally.

CPNS Server delivers the SG Change Notificatiomémnber PNEs in this case PNE A-1.

Leave Service Group

PNEA-1

PNGW A

CPNS

PN
Server

GWB PNEB-1

1. SG Action Request
(Leave)

1. SG Action Request
(Leave)

——

2.Remove PNE B-1 and
update SG Inventory

3. SG Action Respon

S€

4.Remove SG
Inventory

5.SG Action Response|

>
>

6. Remove SG
Inventory

7.SG Change Notification

Figure 40 Flow of member leave

Figure 40 shows a flow of member leave. In thisifegg PNE B-1 leaves Service Group to which PNE @ad PNE B-1
belongs.
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1. PNE B-1 sends a SG Action Request (Leave) to PNE3Which forwards the request to CPNS Server.

2. CPNS Server deletes information of PNE B-1 fromI8&ntory. Then, CPNS Server updates Group Keydatiders
the Group Key to PNE A-1 (7.8.2).

3. CPNS Server sends a SG Action Response to PN GW B

4. PN GW B removes a list of PNEs which join the Seevisroup and managed by this PN GW in PN.

5. PN GW B forwards the SG Action Response to PNE B-1.

6. PNE B-1 removes SG Inventory and deletes Group(Ke33) locally.

7. CPNS Server delivers the SG Change Notificatiomémnber PNEs in this case PNE A-1. This flow is ed as

another flow.

6.8.6  Delete Service Group

PNE A-1 PN GW A CPNS Server PN GWB PNE B-1

1. SG Release Request 1. SG Release Request

2. Check if PNE A-1 can request SG
Deletion and if yes, delete the SG

3. SG Release Notification

4. Remove SG Inventory ‘

5. SG Release Notification

>

‘ 6. Remove SG Inventory

\ 7. Remove SG Inventory

SG Release Response

8.

\ 9. Remove SG Inventory \

10. SG Release Response

-

11. Remove SG Inventory ‘

Figure 41 Flow of Service Group delete

Figure 41 shows a flow of Service Group deletiorthiis figure, if PNE A-1 is a SG Owner of Servigdeoup, it can delete
the Service Group to which PNE A-1 and PNE B-1 bglo

1. PNE A-1 sends a SG Release Request to PN GW A iialards the request to CPNS Server.
2. CPNS Server checks if PNE A-1 (e.g. SG Owner) hasatithority to request Service Group deletion

3. If PNE A-1 is permitted to delete SG, CPNS Sererds a SG Release Notification to PN GW B. This/fitould be
done all PN GWs which connect to member PNEs inT8@n, CPNS Server deletes Group Key (7.8.3).

4. PN GW B removes a list of PNEs which join the Seevisroup and managed by this PN GW in PN.
5. PN GW B forwards the SG Release Notification to FBJE.

6. PNE B-1 removes SG Inventory and deletes Group(Ke¢3) locally.
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7. After step 3, CPNS Server deletes SG Inventory.

8. CPNS Server sends a SG Release Response to PN GW A.

9. PN GW A removes a list of PNEs which join the SeeviGroup and managed by this PN GW in PN.
10. PN GW A forwards the SG Release Response to PNE A-1

11. PNE A-1 removes SG Inventory and deletes Group (Re8/3) locally
6.8.7  Notify membership change to member PNE(S)
When membership of SG changes, CPNS Server ndtiiesnember PNE(s). This flow may be performethatevents of

member invite/expel and member join/leave. Alst flow is performed after PN GW Switching to upsl&N GW
information in SG Inventory of SG members in otR&(s).

PNE A-1 PN GW A CPNS Server

1. SG Change Notification

-
-4

2. Update SG Inventory
3. SG Change Notification

4. Update SG Inventory

Figure 42 Flow of SG member change notification

Figure 42 shows a flow of SG member change notifiocaln this figure, CPNS Server notifies SG memtieange
notification to PNE A-1.

1. When membership of SG changes, CPNS Server sé®@sGhange Notification to PN GW A.

2. PN GW A updates a list of PNEs which join the SeeviGroup and managed by this PN GW in PN if theng&e&nber
change notification indicates that PNE residin@hh join or leaves the Service Group.

3. PN GW A delivers the SG Change Notification to memBNEs connected to PN GW A in this case PNE A-1.

4. PNE A-1 updates SG Inventory locally.
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6.8.8 Transfer of SG Owner

PNE - A PN GW A CPNS Server PN GW B PNE-B

1. SG owner Transfer
R st
eques >

1. SG owner Transfer
Request >

2. Check if PNE-A can transfer SG

3. 8G Owner Selection Procedure

4. 8G owner Transfer

Request . .
i 4. SG owner Transfer

Request

5. PNE-B decides to accept or reject
SG owner transfer request

0. SG owner Transfer
Response

7. Update SG Inventory

8. SG owner Transfer
Response
-

9. Update SG Inventory

10, SG owner Transfer
Response

-

1. Update SG Inventory

12. 8G owner Transfer
Response

13, Update 5G Inventory

14, Serviee Group Owner change notification

Figure 43 Flow of Service SG Owner Transfer

Figure 43 shows a flow of SG Owner Transfer. Is figure, if PNE A-1 is a SG Owner of SG, it caansfer SG Owner to
PNE B-1 from the SG.
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PNE A-1 sends a SG Owner Transfer request to PNAGMiich forwards the request to CPNS Server.
CPNS Server checks if PNE A-1 has the authorityensfer SG Owner (e.g. SG Owner).If Yes, thenicoetto step 3.

Based on device capabilities, service descript@perator Policy of CPNS Server or the requestifggsstion) of the
original SG owner (PNE A-1), PNE-BL1 is selectedhesnew SG Owner, and the ownership is transfdroed PNEA-
1 to PNE B-1.

CPNS Server sends the SG Owner Transfer RequB$t t8W B and forwards SG Owner Transfer RequeBNE
B-1

PNE B-1 can decide to accept or reject the SG Owrarsfer Request.

If PNE B-1 accepts it, PNE B-1 sends SG Owner TfearResponse with positive confirmation to PN- GWBPNE
B-1 rejects it, PNE B-1 sends SG Owner TransfepBese with negative confirmation to PN- GW B

NOTE: In step5 if PNE-B rejects to be a SG ownkitha following steps 7, 9, 11 and 13 of "Updaté Biventory” will not
be performed. And PNE-A will remain as a SG owner.

7.

8.
9.

10.
11.
12.
13.
14.

With the SG Owner Transfer Response with positgficmation from step6, PN GW B updates SG Inventocally
to indicate new Owner is PNE-B1 instead of PNE A-1.

PN GW B forwards the SG Owner Transfer Respon&PfS Server.

CPNS Server updates SG Inventory to indicate newedvg PNE-B1 instead of PNE A-1.
CPNS Server forwards the SG Owner Transfer respimnBBIE GW A.

PNE GW A updates SG Inventory locally to indicagswOwner is PNE-B1 instead of PNE A-1.
PN GW A sends the SG Owner Transfer response toARNE

PNE A-1 updates SG Inventory to indicate new OWs&NE-B1 instead of PNE A-1.

CPNS Server delivers the SG Owner change notifinadth member PNEs.

6.8.9  Service Group Query

This section describes general flows of ServiceuBrQuery. Service Group List Query procedure iceted to avoid
certain circumstances of redundant SG creatioratsulcan be applied when PNE tries to join other SG

NOTE: If the PNE doesn’t know the existence of otB&s, there will be a lot of redundant SGs createdn there are
existing SGs available to provide the service BIYdE wants to consume.
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PNE A-1

1. SG Discovery Request

PN GW A

3. SG Discovery Response

1. SG Discovery Request

CPNS Server

3. SG Discovery Response

2. Collect SG list from SG
Inventory about
existing SG.

Figure 44 shows a flow of Service Group (SG) Lisie€y procedure.

Figure 44 Flow of Service Group List Query

1. PNE A-1 queries information of current SGs store@N-GW or CPNS Server with certain query constsaamd
parameters, such as specific services, or UserlDo @riteria.

2. CPNS Sever collects SG list from SG Inventory infation about existing SG. If there are some pri&Eeand some
related information invisible to other PNESs, priyamncern needs to be considered at CPNS Server.

3. CPNS Server responds with the current SG and PNF@Wards this to the PNE.

6.8.10 Service Group Owner Change Notification

CPNS Server

PN GW

PNE

SG Owner Change Notification

SG Owner Change Notification
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Figure 45 Flow of SG Owner Change Notification

1. CPNS Server sends SG Owner Change Notificatiomt&W inside the service group to update
2. PN GW sends SG Owner Change Notification to all BMSide the service group to update the latesv\B&er.

6.9 Group Key Management
6.9.1 GKDK request

Figure 46 shows a flow of GKDK request, in whicRld GW assigns GKDK to a PNE in the same PN.

This flow is initiated by PNE when the PNE wantsteate Service Group or join Service Group onétéd to Service
Group. This flow is not performed if GKDK has besready assigned from the PN GW. This flow is penfed when PNE
detects PN GW supports broadcast group key delivery

PNE A-1 PN GWA

1. GKDKRequest

L

2. Create GKDK for PNE

3. GKDKResponse

4. Store GKDK

Figure 46 Flow of GKDK request

1. PNE A-1 sends a GKDKRequest message to PN GW A.
2. Upon receiving the GKDKRequest message, PN GW AteseeGKDK for PNE A-1.
3. PN GW A sends a GKDKResponse message to PNE AHLthét created GKDK and stores PNEID of PNE A-1.

4. Upon receiving GKDKResponse message, PNE A-1 stBkd3K.

6.9.2 Group Key delivery

Figure 47 shows a flow of Group Key delivery iniéid by update of Group Key. In this figure, Serv@®up consists of
three SG member PNEs which are connected to the BANTGW.
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PNE
T PN GW A CPNS Server
[

‘ 1. Update Group Key ‘

2. GroupKeyDeliveryRequest

A

3. GroupKeyDeliveryResponse

Y

- ide Unicast, Br
hybrid delivt
Unicast Broadcast
or hybrid delivery or hybrid delivery

GroupKeyDeliveryRequest (Unicast)

5.

)
<
-}

‘ 6. Store Group Key ‘

7. GroupKeyDeliveryResponse

§ wy

Y

-
‘ 8. Encrypt Group Key using GKEK ‘

N

9. GroupKeyDeliveryRequest
< (Broadcast in PN)

10. Decrypt Group Key
using GKDK
[ T ]

11. Store Group Key

12. GroupKeyDeliveryResponse

vy

Note that if PN GW selects hybrid delivery in Step 4, Group Key is delivered by Unicast to some PNEs (from
Step 6 to 7) and is delivered by Broadcast to other PNEs (from Step 8 to 12).

Figure 47 Flow of Group Key delivery

1. CPNS Server updates a Group Key.
2. After updating a Group Key, CPNS Server sends aiifeyDeliveryRequest message to PN GW A with Gridap.

3. Upon receiving the GroupKeyDeliveryRequest mess$amge CPNS Server, PN GW A sends a
GroupKeyDeliveryResponse message to CPNS Server.

4. PN GW A chooses a transmission method to deliveu@Key to SG member PNE(s) (i.e., Unicast, Broatioa
hybrid delivery).

PN GW A chooses Unicast, Broadcast or hybrid defiased on certain criteria such as used mediaderlying
PN, the number of SG member PNE(s) in PN and chtyadii SG member PNE(s) in PN. In the hybrid deliy,
Group Key is delivered to some SG member PNE(d)digast and is delivered to other SG member PNE(s)
Broadcast.
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5. If PN GW A chooses Unicast or hybrid delivery ire#, PN GW A sends a GroupKeyDeliveryRequest ngesadéth
Group Key to each SG member PNE by Unicast.

Upon receiving the GroupKeyDeliveryRequest messageh PNE stores Group Key.
Each PNE sends a GroupKeyDeliveryReponse messdgjé GW A.
If PN GW A chooses Broadcast or hybrid deliverysiep 4, PN GW A encrypts Group Key using the GKEK.

© ® N ©

PN GW A broadcasts a GroupKeyDeliveryRequest messaBN with the encrypted Group Key.
10. Upon receiving the GroupKeyDeliveryRequest messageh PNE decrypts Group Key using pre-assigned KaKD
11. Each PNE stores Group Key.

12. Each PNE sends a GroupKeyDeliveryResponse messd&je GW A.

6.9.3 Simplified Group Key management

This section describes procedure for a simplifiedup Key management.

6.9.3.1 Create Service Group

This flow shows the procedure of group key delivierycreating a Service Group. In this flows, iessume that PNE 1 has
execute the Service Group Creation procedure destin section 6.8.1.

PNE #1 PNE #2 PN GW CPNS Sever

I 0.PNE #1 is
| create a SG

0-1. SGCreateRequest

fffffffffffffffff

0-2. Create and
store SG Inventory

1. Generate a
Group Key

2. SGroupKeyDeliveryRequest

3. SGroupKeyDeliveryRequest

A

4. SGroupKeyDeliveryResponse

5. SGroupKeyDeliveryResponse
»

>

Figure 48 Flow of Service Group Creation

Figure 48 shows a flow of generating a Group Kegmthe Service Group is created. The flow deplasstenario where
PNE 1 initiates to create a Service Group.

0. Before starting a simplified Group Key Delivery pealure, the PNE 1 performs Service Group Creatioogulure.

1. CPNS Server generates a Group Key for the Servioafs
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After generating a Group Key, the CPNS Server eseatSGroupKeyDeliveryRequest message and sendsdsage
to PNGW. The SGroupKeyDeliveryRequest messagedeslan encrypted Group Key with PNE1's EUKey.

Upon receiving the SGroupKeyDeliveryRequest messalyeGW checks target PNE of the message and fdriker
SGroupKeyDeliveryRequest message to the PNEL. WHeeRNEL receives the SGroupKeyDeliveryRequest aigess
the PNEL1 decrypts an encrypted Group Key with PNELIKey and stores the Group Key.

If the PNE1 handles the SGroupKeyDeliveryRequestsage successfully, the PNE1 generates the
SGroupKeyDeliveryResponse message and send i¢ tBXIGW. Otherwise, the SGroupKeyDeliveryResponse
message includes failure reason.

Upon receiving the SGroupKeyDeliveryResponse mesdaly GW forwards the SGroupKeyDeliveryResponse
message to the CPNS Server.

6.9.3.2 Invite / Join a member

This flow shows the procedure of group key deliviargase of inviting a member or joining a member.

PNE #1 PNE #2 PN GW CPNS Sever

,,,,,,,,,,,,,,

0-1|. SGInviteResponse / SGActiomRequest (Join)

**************

I 0-2. Update }
L SG Inventory }

1. Retrieve a current
Group Key

2. SGroupKeyDeliveryRequest

l

3. SGroupKeyDeliveryRequest

A

4. SGroupKeyDeliveryResponse

5. SGroupKeyDeliveryResponse

»
»

Figure 49 Invite / Jon a member

Figure 49 shows a flow of retrieving a Group Keyanta member is joined or invited. The flow deptbis scenario where
PNE 1 is joined or invited to a Service Group.

0.

Before starting a simplified Group Key Delivery pealure, the PNE 1 performs joining a Service Graipviting a
Service Group procedure.

CPNS Server retrieves a Group Key for the Servicai

After retrieving a Group Key, the CPNS Server aesa SGroupKeyDeliveryRequest message and sendesage
to PNGW. The SGroupKeyDeliveryRequest messagedeslan encrypted Group Key with PNE1's EUKey.

Upon receiving the SGroupKeyDeliveryRequest mesdalyeGW checks target PNE of the message and fdrikar
SGroupKeyDeliveryRequest message to the PNE1. WHeeRNE1 receives the SGroupKeyDeliveryRequest agess
the PNEL1 decrypts an encrypted Group Key with PNELIKey and stores the Group Key.
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If the PNE1 handles the SGroupKeyDeliveryRequestsage successfully, the PNE1 generates the
SGroupKeyDeliveryResponse message and send i¢ tBNXIGW. Otherwise, the SGroupKeyDeliveryResponse
message includes failure reason.

Upon receiving the SGroupKeyDeliveryResponse mesdaly GW forwards the SGroupKeyDeliveryResponse
message to the CPNS Server.

6.9.3.3 Leave / Expel a member

This flow shows the procedure of group key deliviargase of leaving a member or expelling a member.

PNE #1 PNE #2 PN GW CPNS Sever

I 0. Expel PNE #2 or
| Leave PNE #2

,,,,,,,,,,,,,,,,,

0-1. SGActionRequest (Expel) /SGActlonRequest (Leave)

ffffffffffffff

0-2. Update
SG Inventory

1. Update a
Group Key

2. SGroupKeyDeliveryRequest

<

3. SGroupKeyDeliveryRequest

A

4. SGroupKeyDeliveryResponse

5. SGroupKeyDeliveryResponse

Figure 50 Leave / Expel a member

Figure 50 shows a flow of retrieving a Group Keyanta member is leaved or expelled. The flow depiesscenario where
PNE 2 is leaved or expelled from a Service Group.

0.

Before starting a simplified Group Key Delivery pealure, the PNE 2 performs leaving a Service Goolgxpelling a
Service Group procedure.

CPNS Server updates a Group Key for the Serviceiro

After updating a Group Key, the CPNS Server creat8&roupKeyDeliveryRequest message and sendsessage to
PNGW. The SGroupKeyDeliveryRequest message incladesncrypted Group Key with remaining SG members’
EUKey (i.e., PNEl's EUKey).

Upon receiving the SGroupKeyDeliveryRequest mesdalyeGW checks target PNE of the message and fdriker
SGroupKeyDeliveryRequest message to the PNEL. WHeeRNEL receives the SGroupKeyDeliveryRequest aigess
the PNEL1 decrypts an encrypted Group Key with PNELIKey and stores the Group Key.

If the PNE1 handles the SGroupKeyDeliveryRequestsage successfully, the PNE1 generates the
SGroupKeyDeliveryResponse message and send ie BNXIGW. Otherwise, the SGroupKeyDeliveryResponse
message includes failure reason.

Upon receiving the SGroupKeyDeliveryResponse mesdaly GW forwards the SGroupKeyDeliveryResponse
message to the CPNS Server.
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6.10 Service/Content Delivery

6.10.1 Service/Content Delivery
Following Service/Content Delivery scenarios ameniified.

* Service/Content Delivery when content providerxsenal Entity

» Service/Content Delivery when content providerMER known as Remote PNE connection use-case
6.10.2 Service/Content Delivery flow

Following figure presents high level Service/Conterlivery flow for the scenario where content pgdzr is External Entity.

PNE PN Gy CPNS Server Application/Content Server

1. Service Invocation request

Lt

2. Senvice Invocation reguest

»
>

3 Sewice Invocation requzst

4. Service Invocationrespange

M &

5 Sernvice Invocation respor(s

&+
+

b. Service Invocationrespanse

Figure 51 Flow of Service/Content delivery

The PNE sends the service invocation request teth&W#1 to invoke the service.
The PN GWH#1 relays the request to the CPNS Server.

The CPNS Server relays the request to the ApplicAfiontent Server
Application/Content Server relays back the respaasbe CPNS Server

The CPNS Server relays back the response to the\RK1.

The PN GW#1 relays the response to the PNE.

2 o
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6.10.3 Service/Content Delivery flow-Remote PNE connection

Following figure presents high level Service/Conmteglivery flow through CPNS Server for the sceaavhere content
provider is PNE. PN GW#1 is the gateway for sergiaesumer PNE and both reside in same PN. PN G¥/#igateway
for content provider PNE and both reside in samebBINifferent from the one PN GW#1 resides in.

ok N

7.
8.

PHE®#

PN GW#

CPNS Server

PN G2

PNE#2
({Content provider)

1. Service nvocation regques

3 Sewice Ivocation resaonsp

2 Serice Invocation reques|

7. Service Invocation resporise

3. Serice Irwocation reqlest]

. Service Invocation responge

4. Service Invocation request

8. Service Insuvalivn respunsze

Figure 52 Service/Content Delivery flow-Remote PNEonnection through CPNS Server

The PNE#1 sends the service invocation requesiet®N GW#1 to invoke the service. The request amhiaformation
element such as ID of entity hosting service aretaton.

The PN GWH#1 relays the request to the CPNS Server.
The CPNS Server relays the request to the PN GW#2.
The PN GWH#2 relays the request to PNE#2.

The PNE#2 sends the response with result of theest@nd reason of the result (e.g., successlorpif available to
the PN GW#2.

The PN GW#2 relays the response to the CPNS Server.
The CPNS Server relays the response to the PN GW#1.
The PN GW#1 relays the response to the PNE#1.

6.11 Device Capabilities Request and Response

This section describes general flows of Device Gditi@s query when applied.
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PNE-A PN GW-A

CPNS Serve

‘1 Device Capabiliies Query Request

1 Device Capabilities Query Request

2 Device Capabiliies Query Responﬁ

2 Device Capabilities Query Response]

Figure 53 Flow of Device Capabilities Query of PNEA

Figure 53 shows a flow of Device Capabilities Quergcedure

1. When CPNS Server wants to know the Device Capigsildf PNE-A, Device Capabilities Query Requesteist from
CPNS Server to PNE-A through PN GW-A. PN GW-A fordsthis message to PNE-A.

2. Device Capabilities Query Response is sent from-{N& CPNS Server through PN GW-A. PN GW-A forwatlis
message to CPNS Server.

In Figure 53, dotted box means PN GW only forwardklys the message received and sent. It doesicegs the message.
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PN GW-A

CPNS Serwve

1 Device Capabilities Query Request

<

Figure 54 Flow of Device Capabilities Query Procede of PN GW -A

Figure 54 shows a flow of Device Capabilities QuefryPN GW-A.

2 Device Capabilities Query Responf

1. When CPNS Server wants to know the Device Capisilaif PN GW —A, Device Capabilities Query Requgsent
from CPNS Server to PN GW-A.

2. PN GW-A responds with Device Capabilities Querypese

6.12 Device Capabilities Change Notification

This function is used for delivering and managing information of CPNS device capabilities, e.gdinare and software
characteristics of each device in the PN.

NOTE: A Service Provider and/or CPNS User can detiidopt in and opt out for this service. An entign decide to

retrieve the device capabilities information and aytt for automatic/dynamic device capability nictition.

6.12.1 Device Capabilities Change Notification

This section describes general flows of Device Gditi@s Change Notification.
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FNE PN GW CPNS Server

1. Device Capabalities Change Matification

2. Drevice Capabilities Change Wotification

3 Dievice Capabilities Change Notification Confiirm

4 Device Capabilities Change Nonfication Confirm

Figure 55 Flow of Device Capabilities Change Notifation of PNE

Figure 55 shows a flow of Device Capabilities Notifion Procedure

1.

When a PNE is connected to a PN GW in a PN, desapability information of the PNE is sent to PN Gihy
subsequent change of these device capabilitiesisil be notified to the PN GW and CPNS Server

PN GW forwards this information to CPNS Server.
Device Capabilities Change Notification Confirmsent from CPNS Server to PN GW
PN GW forwards this message to PNE

In Figure 55, PN GW only forwards/ relays the rgedimessage and sent. It doesn’t process the neessag
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PN G CPNS Server

1. Dewice Capabilities Change MNotification

2. Dewice Capalilities Change Motitication Contirm

Figure 56 Flow of Device Capabilities Change Notifation Procedure of PN GW

Figure 56 shows a flow of Device Capabilities Craahptification of PN GW.

1. When there is an update of Device Capabilities NrG®RV, Device Capabilities Change Notification issom PN
GW to CPNS Server.

2. CPNS Server responds with Device Capabilities Caashgtification Confirm.
6.12.2 Device Capabilities Request and Response

This section describes general flows of Device Gditi@s query and response when applicable.
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FNE PN GW C'PNS Server

1. Dievice Capabilities Query Eequest

2 Device Capabilities Query Fequest

3. Device Capabilities Query Eesponse

4 Device Capabilities Query Response

Figure 57 Flow of Device Capabilities Query of PNE

Figure 57 shows a flow of Device Capabilities Quergcedure

1. When CPNS Server wants to know the Device Capigsildf a PNE, Device Capabilities Query Requeserg from
CPNS Server to the PN GW

2. PN GW forwards this message to PNE.
Device Capabilities Query Response is sent from RNEN GW.
PN GW forwards this message to CPNS Server.

In Figure 57, PN GW only forwards/ relays the mgssaceived and sent. It doesn’t process the messag
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PN GW ("PNS Server

1. Device Capabilities Query Bequest

2 Device Capabalizies Query Response

Figure 58 Flow of Device Capabilities Query Procede of PN GW

Figure 58 shows a flow of Device Capabilities Queir N GW.

1. When CPNS Server wants to know the Device Capisilaf PN GW, Device Capabilities Query Requeskist from
CPNS Server to PN GW

2. PN GW responds with Device Capabilities Query Respo
6.13 Status Management

6.13.1 Introduction

The Status Management provides a mechanism toghloibllect, subscribe and notify the status of RINE PN GW.

Each message in Status Management is formatte®HS ®Messages. The format of each message can i ifogection
8.13.

Following status management procedures are idedtifi
*  Publishing status information

» Subscribe and notify
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6.13.2 Publishing status information

CPNS Server PNE/PN GW

1. Status publication

A

2 Status publication
response

I — —
Figure 59 Publishing status information

1. When status changes, the PNE/PNGW publishes thesstdormation to CPNS Server. In case PNE puligskhe
status information, the PNE publishes the statfggrimation via adjacent PNGW.

2. Receiving the status information, the CPNS Serigres the status information and sends back tiponse with result
(e.g., success or failure), reason of the resultsanon.

6.13.3 Subscribe and Notify

Following figure presents high level flow of suliberand notify.
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PNE

PN GW

1. Subscribe Request

4. Subscribe Response

v

2. Subscribe Request

3. Subscribe Response

A

A

6. Status notification

5. Status notification

A

CPNS Server
R _Status _
information
changes

<
<

In case of renewing subscription

7. Subscribe Request

10. Subscribe Response

v

8. Subscribe Request

9. Subscribe Response

A

v

<
<

In case of unsubscribing

11. Un-subscribe request (Subsciibe message with subscription duratiop zero)

14. Un-subscribe response

»

12. Un-subscribe request

A

13. Un-subscribe response

»

A

Figure 60 Subscribe and notify flow

The PNE sends Subscribe Request with ID of théyemtisting the service and duration of subscriptithe CPNS

Server via PN GW. Since the request is initial stpsion, subscription ID is not included.

via PN GW.

The PN GW relays the request to the CPNS Server.

The PN GW relays the request to the PNE.

The CPNS Server registers the event in accorddnbe eequest and allocates unique subscriptioari® sends the
Subscribe Response with result of subscription,(&sgccess” or “failure”) and reason of the resiuétny to the PNE

In accordance of registered event, the CPNS Semrads a status notification with subscription IDHe PNE via PN

GW. The flow for status information change, pulilighstatus information can be found in section 8.13
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10.
11.

12.
13.

14.

The PN GW relays the request to the PNE.

Before subscription duration expires, the PNE MA1ds Subscribe Request to the PN GW with subsanipb to
renew the subscription and extend the subscrigtization.

The PN GW relays the request to the CPNS Server.

The CPNS Server updates the event registrationdardance of the request and sends a responseesith of
subscription (e.g., “success” or “failure”) andsen of the result if any to the PNE via PN GW.

The PN GW relays the request to the PNE.

The PNE MAY unsubscribe from the event explicitlysending Subscribe Request with subscription turatero to
the CPNS Server with subscription ID via PN GW.

The PN GW relays the request to the CPNS Server.

The CPNS Server releases the event registration waweiving such request and sends the responiseesitlt of un-
subscription (e.g., “success” or “failure”) andsea of the result if any to the PNE via PN GW.

The PN GW relays the request to the PNE.

6.14 Flows for Usage Statistics

6.14.1 Flow for Usage Statistics Collection and Reporting on the PNE side

\ Application/
i-content

: 0.Usage stats |
i___collected __ |
L}
WL Usage stats report
' oy
r
]
) 2. Usage stats
]
' recorded
) 5. Usagze otats repart
]
]
]
) 4. Usage stats
) recorded
]
' S Usage stats report
:
' 6. Usage stats
, recorded
)
— . ] ]

Figure 61 Flow for usage statistics from PNE to CPS Server

This flow is initiated by the application on the PNide, which collects the usage statistics infdimneand sends to the
PNE.

0.

Usage statistics are collected by the applicatfter the content is delivered to the PNE. Any usshaviour following
the reception of the content, e.g. opening of trgent, rendering it, deleting, do nothing, delet#hout opening etc.
Will be captured by this functionality.

Application sends the usage statistics informat@mthne PNE
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PNE records the usage statistics information reckftom the application to be reused again if nesgli
PNE forwards the usage statistics information ®RIN GW
PN GW records the usage statistics informationivedefrom the PNE to be reused again if required

PN GW forwards the usage statistics informatiotheoCPNS Server

2 T

CPNS Server records the usage statistics informaticeived from the PN GW to be reused again ifiired or to be
aggregated in a report document together withssitzgi collected from other sources. The informatiothis report can
also be analysed when deciding what content to aémate should be sent, which could be decideddbasaiser
behaviour and preference.

6.14.2 Flow for Usage Statistics Collection and Reporting on the Server

side

CPNS ¢ Application/ !
Server \_Content______.

|
i 0.Usage stats |
-_Collected___

;

/l Usage stats repart E

:

2. Usage stats '

recorded :

L]

]

]

]

:

1

]
] —

Figure 62 Flow for usage statistics from applicatio to the CPNS Server

This flow is initiated by the application on the I€® Server side, which collects the usage statistficsmation and sends to
the CPNS Server.

0. Usage statistics are collected by the applicatiomfdifferent content providers or different sowrce
1. Application sends the usage statistics informatiotihe CPNS Server

2. CPNS Server records the usage statistics informagiceived from the application to be reused ajagquired or to
be aggregated in a report document together watissts collected from other sources.

6.15 Capabilities Sharing Group

This section describes general flows of CapalsliS&aring Group (CSG).
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6.15.1 Create Capabilities Sharing Group

CSG creation can be initiated by PNE or PN GWhimfigure below, PNE A initiates to create a CS&WNE B to share
their capabilities.

Service/Content

PNE A PNE B PN GW CPNS Server .
provider

1. CSGCrgateRequest

1. CSGCreateRequest

2. Assign SGID

3. CSGlnviteRequest

3. CSGlnviteRequest

4. CSGlnviteResponse
4. CSGlnviteResponse

5. Store information of CSG
in SG Inventory

6. CSGCreateNotification

7. Store information of
CSG in S¢ Inventory

8. CSGCreateNotification

9. Store information of
CSG in SG Inventory

10. CSGCreateResponse

10. CSGCreateResponse

11. Store information of
CSG in SG Inventory

12. Service invoke and §ervice Content Delivery

Figure 63 Flow of CSG creation

Figure 3663 shows a flow of Capabilities Sharingur (CSG) creation.

In this figure, PNE A initiates to create a new CHBIE A and PNE B share capabilities to use setaigether.

1. PNE A sends a CSGCreateRequest message to PN GW@WPHdrwards the request to CPNS Server.
2. CPNS Server assigns SGID for the CSG and sets Gigator as “TRUE”.
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3. CPNS Server sends CSGInviteRequest message to PWIEN forwards the request to PNE B.

4. Based on user consensus, operator policy and deapability, PNE B determines whether it agrees the
CSGlnviteRequest, and then sends CSGInviteResponessage to PN GW, PN GW forwards the response KSCP
Server.

5. Ifthe CSG is created successfully, CPNS Serveestmformation of CSG in SG Inventory.
6. CPNS Server sends CSGCreateNotification messaghl BW.

7. PN GW stores information of CSG in SG Inventorydibgaccording to information in CSGChangeNotifioat
message.

8. PN GW sends CSGChangeNotification message to PNE B.

9. PNE B stores information of CSG in SG Inventoryaibe

10. CPNS Server sends CSGCreateResponse message /Riéh forwards the response to PNE A.
11. PNE A stores information of CSG in SG Inventorydthy.

12. Service is invoked and delivered between Servicet€d provider and PNEs in CSG.

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 118 (337)

7. Signalling procedure

7.1 Overview

This section describes the core functionalitie€BNS enabler and the procedures required to suppdracilitate these
functions.

Before any communication or exchange of messageseba the CPNS Entities a physical connection ifpgirusing PAN
technologies SHOULD be established. Following tBIBNS Entities can discover each other and itsatgg modes and
services.

If a CPNS Device supports both PNE and PN GW fonetlities, the Mode of CPNS Device (i.e. PNE, PN GMBOTH) is
set by the User or certain policies configured pgrators upon the start up of CPNS Enabler. Sulesteuiode changes of
CPNS Devices SHALL be able to be done accordiridger’'s request or provider’s policies.

Other core CPNS functionalities are PN Managent®&@tManagement, Status Management, Service Discevety
Publication, usage statistics collection and repgrtService and Content Delivery, Device CapahiBecurity of messages
sent between the entities etc.

In the case of security of messages, underlyingn@alogies that can provide secure channels arewked applicable,
otherwise additional security is supported.

7.2 CPNS Entity Discovery

This Entity Discovery procedure is only executecbagmCPNS Devices.

Each CPNS Entity needs to find out the other detedevice’'s Mode and additional information likeremt PN Information
during entity discovery procedure after physicaireection. The requesting CPNS Entity and requeSRNS Entity
recognize the Mode of CPNS Device they residend,the CPNS Device acting as PNE finds out cufd®hinformation
which CPNS Device stores, in case the requestedSdEttity is PN GW. If the bearer among CPNS erstitian support
broadcasting feature for discovery, this messag@\3tD be delivered via broadcasting.

7.2.1  Entity Discovery
7.2.1.1 Requesting CPNS Entity

When connecting a network, the CPNS Entity doesknotv the detected device’s mode. If two or mordNSHEntities send
the discovery message at a same time, the sub @lémh@mation of that messages are duplicatedaBse of this, the
CPNS Device having PN GW Mode SHOULD send EntitgDieeryRequest message immediately after physi¢ahga
between two CPNS Devices. If the PN GW sends thiefetlement including member PNEs in PN, thenedsieed to
send additional Entity Discovery message to PN#®(&how PNE’'s Mode when the CPNS Device detecterallevice. For
the CPNS Entity Discovery, the CPNS Entity SHALleate the EntityDiscoveryRequest message including

» Entitylnfo element SHALL be inserted as the infotima of requesting CPNS Entity.
0 UserInfo element SHALL be inserted as the inforomatf requesting CPNS Entity
= UserlD attribute SHOULD be inserted from CPNS Apation Profile in device.
= UserName attribute SHALL be inserted.
o PNEID attribute of active PNE in the requestingide\SHALL be inserted.
o PNGWID attribute of active PN GW in the requestitayice SHALL be inserted.
o PNEName and/or PNGWName attribute SHOULD be inddftdevice supports.
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0 Mode attribute, InactiveMode attribute SHALL beeén®d in case the requesting CPNS Device has loth o
PNE and PN GW functionalities. The CPNS Entity SHAhsert active mode into Mode attribute and
inactive mode into InactiveMode attribute. If PNdldPNGW are active, the value of Mode attribute
SHALL be “3"(BOTH). If PNE is active but PN GW igsactive, the value of Mode attribute SHALL be
“1"(PNE) and InactiveMode attribute SHALL be “2"(PEW). If PN GW is active but PNE is inactive, the
value of Mode attribute SHALL be “2"(PN GW) and bteweMode attribute SHALL be “2"(PNE).

o PNiInfoReq attribute SHALL be inserted as “TRUE”" dase the requesting CPNS Entity wants to know the
PN information stored by requested CPNS Entityngctis PN GW. In case the requesting CPNS Entity
does not want to know the PN Information of reqe@stPNS Entity acting as PN GW, PNInfoReq
attribute SHALL be “FALSE” or skipped.

0 UlCapa attribute SHALL be inserted with “TRUE” b\E, in case the PN GW stands in for PNE's behalf
in specific environment for this PNE. For examples PN GW needs to decide to accept to PN setup
request or service group management request daekof User Interface. The CPNS Entity acting PN
GW needs to insert text like UserID or passwordkiad of this device at EUKey assignment step after
entity discovery procedure.

0 Zonebasedservicesupport attribute SHALL be insestitil“TRUE” in case CPNS entity acting PN GW is
capable of Zone Based Service.

o0 Broadcastgroupkeysupport attribute SHALL be ingbrtben PN GW sends EntityDiscoveryRequest
message. If the PN GW supports broadcast Groupdékyery, the value is “TRUE”. Otherwise, the value
is “FALSE".

o PNiInfo element SHALL be inserted, in case the reting CPNS Entity is acting as PN GW and stores PN
Inventory and Disclosure attribute is ‘2'(Open)PIN GW does not expose its PN Information to
unauthenticated PNE, which means Disclosure at&ibfiPN is ‘1’(Blocked) or ‘3'(Selective), PN GW
SHALL NOT include PN Information in the EntityDiseeryRequest message

= PNID attribute SHALL be inserted.
= Description attribute SHOULD be inserted.

= TempPN attribute SHOULD be applied if requestingitigrhas PN Inventory with TempPN
attribute. Based on preference setting (e.g. UssfeRence, Operator Policy), this TempPN
attribute MAY be skipped. How to configure the Upeeference is out of scope in CPNS 1.0.

= Sharing attribute SHOULD be inserted. Based onepegice setting (e.g. User Preference,
Operator Policy), this Sharing attribute MAY begbed.

=  PNEInfo element as the member of PN SHALL be imskrSub attributes PNEID and Active
SHALL be inserted, but PNEName attribute SHOULDiriserted only in case PN Inventory
stores name of PNE.

After creating the EntityDiscoveryRequest mess#ge CPNS Entity SHALL send the EntityDiscoveryResfuaessage to
detected devices. The EntityDiscoveryRequest mesSaipULD be sent by broadcast in PAN ,e.g., wherBthernet or
WiFi is used as PANAfter receiving the EntityDiseoyResponse message, the CPNS Entity SHALL retignieh CPNS
Device have what mode and additionally PN inforomatif any. If PNE finds out the PNGW with PNEInftements and its
sub element PNEID, PNE does not need to send additrequest to find another PNE in PNEInfo elem@fitPNGW.
Based on this, the CPNS Entity acting PNE can asé&ttPNE to join the PN if PN GW has the PN, octeate PN if PN
GW has no PN or proper PN. The CPNS Entity actiNg®V can make the PN including detected PNE(s)ilavite PNE to
be a member of its PN.

7.2.1.2 Requested CPNS Entity

When receiving the EntityDisocveryRequest messidageCPNS Entity recognizes the mode and IDs inftionaf
requesting CPNS Entity through Entitylnfo element.
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When receiving the EntityDiscoveryRequest messtigeCPNS Entity SHALL send the EntityDiscoveryResp®mmessage
including

» Entitylnfo element SHALL be inserted as the infotima of requested CPNS Entity.
o UserInfo element SHALL be inserted as the infororatf requesting CPNS Entity
= UserlD attribute SHOULD be inserted from CPNS Apation Profile in device.
= UserName attribute SHALL be inserted
o PNEID attribute SHALL be inserted if the requestiedice has active PNE.
o PNGWID attribute SHALL be inserted if the requestiice has active PN GW.
o PNEName and/or PNGWName attribute SHOULD be inddftdevice supports.

0 Mode attribute, InactiveMode attribute SHALL beéntgd in case the requested CPNS Device has both of
PNE and PN GW functionalities. The CPNS Entity SHAhsert active mode into Mode attribute and
inactive mode into InactiveMode attribute. If PNEJaPNGW are active, the value of Mode attribute
SHALL be “3"(BOTH). If PNE is active but PN GW isactive, the value of Mode attribute SHALL be
“1"(PNE) and InactiveMode attribute SHALL be “2"(PEW). If PN GW is active but PNE is inactive, the
value of Mode attribute SHALL be “2"(PN GW) and bteweMode attribute SHALL be “1"(PNE).

0 UlCapa attribute SHALL be inserted with “TRUE” bNE in case the PN GW stands in for PNE’s behalf
in specific environment for this PNE. For examples PN GW needs to decide to accept to PN setup
request or service group management request daekof User Interface. The CPNS Entity acting PN
GW needs to insert text like UserID or passwordkiad of this device at EUKey assignment step after
entity discovery procedure.

0 Zonebasedservicesupport attribute SHALL be insesi¢il“TRUE” in case CPNS entity acting PN GW
PN GW is capable of Zone Based Service.

0 Broadcastgroupkeysupport attribute SHALL be ingbrttben PN GW sends EntityDiscoveryResponse
message. If the PN GW supports broadcast Groupd€kyery, the value is “TRUE”. Otherwise, the value
is “FALSE".

o PNinfo element SHALL be inserted, in case the PbIR€(q in the EntityDiscoveryRequest message is
“TRUE”, the requested CPNS Entity acting PN GW asoPN Inventory and Disclosure attribute is
‘2'(Open). If PN GW does not expose its PN Inforioatto unauthenticated PNE, which means Disclosure
attribute of PN is ‘1’(Blocked) or ‘3'(Selective,N GW SHALL NOT include PN Information in the
EntityDiscoveryResponse message

=  PNID attribute SHALL be inserted.
= Description attribute SHOULD be inserted, when Riehtory contains.

=  TempPN attribute SHOULD be inserted if requestimgjtiz has PN Inventory with TempPN
attribute. Based on preference setting (e.g. UssfeRence, Operator Policy), this TempPN
attribute MAY be skipped. How to configure the Upeeference is out of scope in CPNS 1.0.

= Sharing attribute SHOULD be inserted. Based ongpegice setting (e.g. User Preference,
Operator Policy), this Sharing attribute MAY begied.

= PNEInfo element as the member of PN SHALL be imgkrBub attribute PNEID SHALL be
inserted, but PNEName attribute SHOULD be inseotdgt in case PN Inventory stores name of
PNE.

After sending the EntityDiscoveryResponse messhgeCPNS Entity SHALL retrieve which CPNS Devices lmehat mode
and additionally PN information.
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7.2.2 PN Discovery
7.2.2.1 PNE

When necessary to discover the current PN from B BNE SHALL send the EntityDiscoveryRequest messad®N
GW including PNInfoReq sub attribute as “TRUE” @&sdribed in section 7.2.1.1.

When PNE receives the PNDiscoveryResponse messagePN GW, it can recognize PNInfo element in the
PNDiscoveryResponse message.

71.2.2.2 PN GW

When receiving the EntityDiscoveryRequest messega PNE, the PN GW SHALL send the EntityDiscovergpense
message to PNE. If there is PNInfo available inRhelnventory, then the sub attributes and elemefnisat PNInfo element
SHALL be included in the message.

7.3 Registration of UserlID and password

Before assigning EUKey to PNE/PN GW, CPNS User wivas PNE/PN GW SHALL register his/her own Userl@lan
password with CPNS Server.

Note: How to encrypt the password between PN GWGIPNS Server is out of scope of CPNS Enabler 1.0.

7.3.1 Registration of UserID and password via CPNS Interfaces

CPNS Server and CPNS Device which runs in PN GWenHALL authenticate each other using a mechanidaerrl to
CPNS Enabler (e.g., using USIM-credential) befoagting the registration procedure.

When requested by CPNS User, PN GW SHALL send IDDFRégistration Request message to CPNS Server.
Before sending the ID_PWD Registration Request aggssthe PN GW SHALL perform the following procegtur
1. Receive the UserID, Password and User Descriptam the User.

2. Generate the ID_PWD Registration Request messdgemessage SHALL contain the UserlD, the Passwuddtze
User Info.

When receiving ID_PWD Registration Request messaB&S Server SHALL register UserlD and passwordh wielf, and
send ID_PWD Registration Response message to PN GW.

Upon receiving the ID_PWD Registration Request mgssthe CPNS Sever SHALL store the UserID, Pasband User
Info in the Secure Storage of the CPNS Server. CB&I8er MAY store hash value of Password, instéadioning
Password itself.

The CPNS Server SHALL send the ID_PWD RegistraResponse message to carry the result of the prozedu

7.3.2 Registration of UserID and password not via CPNS Interfaces.

CPNS Server MAY allow CPNS User to register Useaiidl password not via CPNS interfaces (e.g., prewkbh interface
for CPNS User to register UserID and password).

7.4 EUKey Assignment

7.4.1 EUKey Assignment for PNEs with Ul capabilities

74.1.1 EUKey Assignment Request
+ PNE
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EUKey request procedures in PNE differ dependinthercapability of CPNS Device in which the PNEoidbe
deployed.

If PNE runs in the CPNS Device which provides eroUg for CPNS User to insert UserID and passwdrd,RNE
SHALL support UserID and password insertion by CR)®r.

Upon requested by CPNS User for EUKey assignmetiE, BHALL:
1. Generate and store a RANR. RANDp\e is a random number generated by the PNE.

2. Generate hash value for user authentication datsh lAuthData ) where AuthData = Hash( Passwérd )
RANDpye | Time

3. KeyType SHALL be inserted with “1” (Ul functionaiéts supported, with secure PAN),

4. Generate the EUKeyAssignmentRequest message. T¢sageSHALL contain the PNEID, UserlD, RANR
Time, KeyType and the user authentication data.

After the above procedure, the PNE SHALL send EUXssygnmentRequest message to the PN GW.
 PNGW

When receiving EUKeyAssignmentRequest message BB, PN GW SHALL forward the
EUKeyAssignmentRequest message to CPNS Server.

» CPNS Server

When receiving EUKeyAssignmentRequest message BNNGW, CPNS Server SHALL authenticate the CPNS User
who owns PNE.

The authentication of CPNS User by CPNS Server SHi¢ performed using UserID and password of CPN& Us
who owns the PNE. Upon receiving the EUKeyAssigntRequest message, the CPNS Server SHALL:

1. Generate hash value for user authentication. HasthData ) where AuthData = Hash( Password ) | RA |
Time

2. Verify the user authentication data using the CFé8/er generated hash value for user authenticatitire
verification is fail, send the EUKeyAssignmentResg® message to the PN GW with fail status code.

7.4.1.2 EUKey Assignment Response
* CPNS Server
If the user authentication succeeds, CPNS Serval &H
1. Generate and store a RAMR. RANDsyr is a random number generated by the CPNS Server.

2.  Generate and store a KEK(i.e. Key Encryption Kelere KEK = Hash ( Hash( Password ) | RANE|
RANDsvr )

3. Generate and store a EUKey for PNE. The EUKey NI s a random number generated by the CPNS Server.

4. Generate the EUKeyAssignmentResponse message. ddsage SHALL contain the Status, RANR and
EUKey for PNE that is encrypted with the KEK.

After the above procedure, the CPNS Sever SHALId $8dKeyAssignmentResponse message to the PN GW.
 PNGW

Upon receiving EUKey by EUKeyAssignmentResponsesags sent from CPNS Server, PN GW SHALL forward the
EUKey by sending EUKeyAssignmentResponse messaghl o
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* PNE

When receiving EUKey by EUKeyAssignmentResponsesamgs forwarded from PN GW, PNE SHALL securely store
EUKey after the decryption.

7.4.2 EUKey Assignment for PNE without Ul capabilities

7.4.2.1 EUKey Assignment when PAN is secure

A EUKey for PNE is securely delivered from a CPNSv&r to a PNE. It is assumed that PNE and PN G3baned by the
same CPNS User. This procedure is comprised of thaets: ID & Password Registration, ID & Passwiostallation, and
Key Assignment.

Before starting the Key Assignment procedure foERMthout enough Ul capabilities for inserting IBdaPassword, a
CPNS Server and a PNGW SHALL perform the mutuahenitication & key exchange using the existing maism (e.g.,
3GPP GBA). Also the PNGW and a PNE SHALL perform thutual authentication & key exchange using th&lPA
technologies.

7.4.2.1.1 ID & Password Registration

After the mutual authentication & key exchange legwthe CPNS Server and the PN GW, the PN GW eairtisé ID &
Password Registration to the CPNS Server. ID & WassRegistration procedure is described in théi@ed.3.1.

7.4.2.1.2 ID and Password Installation

After the mutual authentication & key exchange lestwthe PN GW and the PNE, the PN GW can staibtl8&ePassword
Installation to the PNE.

7.4.2.1.2.11D and Password Installation Request
Before sending the ID_PWDInstallationRequest messthg PN GW SHALL perform the following procedure:
1. Receive the ID, Password and subscription inforomafiiom the User.
2. Generate the ID_PWDiInstallationRequest messagemBssage SHALL contain the ID and the encryptedwaisl.
After the above procedure, the PN GW SHALL sendRR/DinstallationRequest message to the PNE.
7.4.2.1.2.2ID and Password Installation Response
Upon receiving the ID_PWDInstallationRequest mess#ttge PNE SHALL perform the following procedure:
1. Generate the hash value of the Password using Shisfi algorithm.
2. Store the ID and hash value of the Password.
The PNE SHALL send the ID_PWDinstallationRespongssage to the PN GW to inform the result of thegdare.
7.4.2.1.3 EUKey Assignment
7.4.2.1.3.1EUKey Assignment Trigger
Before sending the EUKeyAssignmentTrigger messadleet PNE, the PN GW SHALL perform the followingopedure:
1. Receive the ID and Password from the User.
2. Generate a RANRw. RANDpnew IS @ random number generated by the PN GW.

3. Generate hash value for user authentication datstamting the EUKey Assignment procedure. HashthRata )
where AuthData = Hash( Password ) | RANBy | Time

4. KeyType SHOULD be inserted with “2” (Ul functiontiis not supported, with secure PAN)
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5. Generate the EUKeyAssignmentTrigger message. Tissage SHALL contain the ID, RANRew, Time, KeyType
and the user authentication data.

After the above procedure, the PN GW SHALL send EyKssignmentTrigger message to the PNE.
7.4.2.1.3.2EUKey Assignment Request
Upon receiving the EUKey Assignment Trigger messtge PNE SHALL perform the following procedure:

1. Generate hash value for user authentication dataexnify the hash value of the user authenticatiata. Hash
( AuthData ) where AuthData = Hash( Password ) NRAwcw | Time

2. Generate and store a RANR. RANDp\e is a random number generated by the PNE.

3. Generate hash value for user authentication datsh {AuthData ) where AuthData = Hash( PasswRIANDpye |
Time

4. KeyType SHOULD be inserted with “2” (Ul functiontiis not supported with secure PAN)

5. Generate the EUKey Assignment Request messagenéssage SHALL contain the ID, RANR, Time, KeyType
and the user authentication data.

After the above procedure, the PNE SHALL send EUKegignment Request message to the PN GW.

Upon receiving the EUKey Assignment Request messhge®N GW SHALL relay the EUKey Assignment Reques
message to the CPNS Server.

7.4.2.1.3.3EUKey Assignment Response
Upon receiving the EUKey Assignment Request messhgeCPNS Server SHALL perform the following prdoee:
1. Generate hash value for user authentication. HAshihData ) where AuthData = Hash( Password ) | RAM | Time

2. Verify the user authentication data using the CFe8/er generated hash value for user authenticatitire
verification is fail, send the EUKeyAssignmentReasg® message to the PN GW with fail status code.

Generate and store a RAMNR. RANDsyr is a random number generated by the CPNS Server.
Generate and store a KEK where KEK = Hash ( HaakéW®ord ) | RANB\g | RANDsyr )

Generate and store a EUKey. The EUKey is a randamber generated by the CPNS Server.

o 0~ W

Generate the EUKeyAssignmentResponse message. 83sage SHALL contain the Status, RANR and encrypted
PNE Key that is encrypted with the KEK.

After the above procedure, the CPNS Sever SHALId $8ldKeyAssignmentResponse message to the PN GW.

Upon receiving the EUKeyAssignmentResponse messag®N GW SHALL relay the EUKeyAssignmentResponse
message to the PNE.

Upon receiving the EUKeyAssignmentResponse messadj¢he Status is Success, the PNE SHALL perfoaridiiowing
procedure:

1. Generate and store a KEK where KEK = Hash ( HaakéWord ) | RANB\e | RANDsyr )
2. Decrypt the EUKewith the KEK.

7.4.2.2 EUKey Assignment when PAN is not secure

To perform procedure described in this subsecfamlgwing conditions need to be satisfied:

e PNE and PN GW are owned by same user
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* PNE has secret passphrase, “Temporary Key(TK)"clvis preconfigured by manufacturer and storedlasif the
PNE

» TKis available to CPNS Server (e.g., stored in GE¥¢rver, can be retrieved from external datalrase CPNS
Server)

The EUKey for PNE SHALL be securely delivered fral€PNS Server to a PNE as illustrated in Figurésotion 6.3.2.2.

Before starting the EUKey Assignment procedurePiNiE without enough Ul, a CPNS Server and a PNGW I[SHA
perform the mutual authentication & key exchangagithe existing mechanism (e.g., 3GPP GBA). Affiver step, the PSK1
is shared between the CPNS Server and the PN GW.

7.4.2.2.1 EUKey Assignment
7.4.2.2.1.1EUKey Assignment Request

Before sending the EUKeyAssignmentRequest messdte ICPNS Server, the PN GW SHALL perform thedieihg
procedure:

1. Receive the PNE EntitylD, CPNS UserID and User wass from the User.

2. Generate and store a RANRRw. RANDpncw is @ random number generated by the PNGW.

3. Generate hash value for user authentication datsh lAuthData ) where AuthData = Hash( PasswpRIAN Doy |
Time

4. KeyType SHOULD be inserted with “3” (Ul functiontiéis not supported, without secure PAN)

5. Generate the EUKeyAssignmentRequest message. T¢sageSHALL contain the PNE EntitylD, CPNS UserID,
Time, KeyType and the user authentication data.

After the above procedure, the PN GW SHALL send EWKssignmentRequest message to the CPNS Server
7.4.2.2.1.2EUKey Assignment Response

Upon receiving the EUKeyAssignmentRequest messhge;PNS Server SHALL perform the following procezlu

1. Generate hash value for user authentication. HashhData ) where AuthData = Hash( Password ) | RAMw |
Time

2. Verify the received user authentication data usigCPNS Server generated hash value for userraigigon (i.e.,

hash value generated in stepl). If the verificafals, send the EUKeyAssignmentResponse messape BN GW
with fail status code.

3. Generate and store a RANR.RANDsyr is a random number generated by the CPNS Server

4. Generate Seed value for generating a PNE EUKeWN& PUKey sets where [Sega@=Hash(RAND;,r, RANDpnew )]
to avoid receiving frequent EUKeyAssignmentRequesssage from PN GW. The update of EUKey is perfdrme
during mutual authentication process. A set of EUK8HOULD be generated as follows:

EUKey,=Hash(Seegkg)
EUKey,..=Hash(EUKey)
EUKey,.,=Hash(EUKe}.,)
EUKey,=Hash(EUKey)
EUKey,=Hash(EUKey)
5. Store it with PNE EntitylD and CPNS UserlID.
6. Find the Temporary Key, Ti{g corresponding to the EntitylD.

Note: Temporary Key can be obtained from the PNBMMacturer. How to acquire the temporary key cqroesling to
the EntitylD is out of scope of CPNS specification

7. Generate the EUKeyAssignmentResponse message. 8ssage SHALL contain the Status, a EUKey or EUKaty s
(i.e [EUKeyyng) and Temporary Key.

After the above procedure, the CPNS Server SHAldd4eUKeyAssignmentResponse message to the PN GW.
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7.4.2.2.1.3EUKey Assignment Notification

Upon receiving the EUKeyAssignmentResponse medsagethe CPNS Server, the PN GW SHALL perform tbkofving
procedure:

1. The PN GW SHALL store the Temporary Key and a EUKeget of EUKeys (i.e.[EUKey).

2. If the set of EUKeys are delivered, the PN GW SHAddlect the EUKey among EUKey sets, otherwisePtResW
use the EUKey.

3. Generate the EUKeyAssignment Notification message.message SHALL contain the EUKey that is eneyptith
the Temporary Key.

Upon receiving the EUKeyAssignmentNotification megps and the Status is Success, the PNE SHALL peitioe
following procedure:

1. Decrypt the PNE's EUKewith the Temporary Key and stores PNE's EUKey.

7.4.3 EUKey Assignment for PN GW

If fixed or removable module keeping identity infuation and credentials (i.e. a USIM/ISIM/CSIM) iisfalled and used for
secure communication on PN GW, GBA_U procedure sipgly as specified in [3GPP-GBA]:

- PN GW EUKey is assigned to the device via GBA_Ucpture as specified in [3GPP-GBA]
- CPNS server shall retrieve the EUKey as specifid@ GPP-GBA].

If GBA is not used, the following procedures (7.4.3and 7.4.3.2) are performed.

7.4.3.1 EUKey Request and Creation
« PNGW

Key request procedures in PN GW differ dependinghencapability of CPNS Device in which the PN G3\a be
deployed.

If PN GW runs in the CPNS Device which providesugtoUl for CPNS User to insert UserID and passwibre PN
GW SHALL support UserlD and password insertion BBNS User.

Upon requested by CPNS User for EUKey assignméiiG®V SHALL send EUKeyAssignmentRequest message to
CPNS Server.

* CPNS Server
When receiving EUKeyAssignmentRequest message BNNGW, CPNS Server SHALL authenticate the PN GW.

The authentication of PN GW by CPNS Server (ilentauthentication) SHALL be performed using UBeand
password of CPNS User who owns the PN GW.

If authentication succeeds, CPNS Server SHALL er&iKey and store it with the PN GW'’s ID (i.e., EyiD) and
UserID of CPNS User who owns the PN GW.

7.4.3.2 EUKey Delivery
e CPNS Server

After creating EUKey, CPNS Server SHALL encrypt tdKey and send encrypted EUKey to PN GW by
EUKeyAssignmentResponse message.
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The EUKey SHOULD be encrypted by a secure mateiiéth is calculated from password of CPNS User wvos
the PN GW (e.g., hashed password of the CPNS User).

* PNGW

When receiving Key Delivery message from CPNS SeRi GW SHALL securely store EUKey included in
EUKeyAssignmentResponse message after decryption.

7.5 Mutual Authentication
751 PNE Authentication

During PN Establishment, PNE Inviting and PNE Jugnprocedures, the mutual authentication and se&sip sharing are
performed between PNE and CPNS Server and betwéBraRd PN GW, respectively.. This section expl&ios the
mutual authentication and session key sharing erfepned

7.5.1.1 PNE

To start mutual authentication with CPNS ServerEFBYHALL generate a random number, and includeDitand the
random number as AuthPNEID and rand_PNE into thiéhlhiData sub element of the following messagdsetsent to PN
GW. Also, if PNE has enough Ul, PNE SHALL indic#itat it needs LocalEUKey assignment by setting
LocalEUKeyAssignment “TRUE” in the AuthIniData selement of the following messages.

* During PN Establishment procedure
0 PNSetupRequest message from originating PNE
0 PNSetupResponse message from invited PNE

» During PNE Management (PNE Inviting)

0 PNActionResponse (Invite) from invited PNE
e During PNE Management (PNE Joining)

o PNActionRequest (Join) from joining PNE

Upon receiving AuthenticateRequest message front®N PNE SHALL calculate hash value, “hash_PNE”, aession
key to be shared with CPNS Server. The calcul&BidALL be performed as follows:

» hash_PNE SHALL be calculated from rand_PNE, randes€a hash value calculated by CPNS Server and
included in the received message), PNE’'s EUKeythadession key

» the session key SHALL be calculated from rand_PidE¢_server and PNE’s EUKey.

PNE SHALL include its EntitylD and hash_PNE as i) and HASH into AuthResData sub element of
AuthenticateResponse message and send AuthentisgteRRse message to PN GW.

In addition, if AuthenticateRequest includes Lodadkeey, PNE SHALL decrypt LocalEUKey included in theceived
AuthenticateRequest message by its own EUKey and #te LocalEUKey.

Afterwards, if PAN between PNE and PN GW is nokeaBe PAN, PNE SHALL perform mutual authenticatzom session
key sharing by using LocalEUKey (when PNE has ehdulj or Temporary Key (when PNE does not have ghdul) in
the same way as described in 7.5.2 “PN GW Authatitin” (i.e., PNE SHALL perform the same signallimgpcedure of PN
GW described in the section 7.5.2).

Note: mechanism to check if PAN is a Secure PAbLisof scope of CPNS1.0

Upon receiving the following messages from PN GVeach procedure, PNE SHALL authenticate CPNS Sduyer
verifying hash_server (i.e., checks if the sameeals hash_server can be calculated from rand_RN#&, server, PNE’s
EUKey, the session key and hash_PNE)
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* During PN Establishment procedure
0 PNSetupResponse (received by originating PNE)
o0 PNEstablishmentNotify (received by invited PNE)

*  During PNE Management (PNE Inviting)
0 PNUpdateNoatification (received by invited PNE)
*  During PNE Management (PNE Joining)
o0 PNActionResponse (Join) (received by joining PNE)

7.5.1.2 PN GW
Upon receiving the following messages from PNE,
» During PN Establishment procedure
0 PNSetupRequest message from originating PNE
0 PNSetupResponse message from invited PNE

» During PNE Management (PNE Inviting)

0 PNActionResponse (Invite) from invited PNE
*  During PNE Management (PNE Joining)

o0 PNActionRequest (Join) from joining PNE

PN GW SHALL include AuthPNEID(s) and rand_PNE(9)luded in the received message(s) into the Autidtalzub
element of the following messages and send theageds the CPNS Server. If there are multiple PtéHse connected to
PN during the single procedure (e.g., If one oreriovited PNES are to be connected to PN in additiooriginating PNE in
the single PN Establishment procedure), PN GW SHidlude all AuthPNEIDs and rand_PNEs sent fromRMES into
the following messages.

* During PN Establishment procedure
0 PNSetupResponse

» During PNE Management (PNE Inviting)
0 PNUpdateRequest

» During PNE Management (PNE Joining)
0 PNUpdateRequest

Upon receiving AuthenticateRequest message fromSCBé&tver, PN GW SHALL deliver AuthenticateRequestssage(s)
to PNE(s) to be authenticated. When there are ptellRNEs to be authenticated, PN GW SHALL distebut
AuthenticateRequest messages to those PNEs.

Note: Whether or not to use new message headdrdaonessage distributed to PNE(Ss) is out of sco@PiNS 1.0

In addition, for mutual authentication between PW @nd PNE, if AuthenticateRequest message includealEUKey(s),
PN GW SHALL decrypt LocalEUKey(s) included in theceived AuthenticateRequest message by its own EldKe store
the LocalEUKey(s). PN GW SHALL include copy of LdEbKey encrypted by PNE’'s EUKey into Authenticatefdest
message.

Afterwards, if PAN between PNE and PN GW is noea8e PAN, PN GW SHALL perform mutual authenticatand
session key sharing by using LocalEUKey (when Pi&dnough Ul) or Temporary Key (when PNE does agélenough
Ul) in the same way as described in 7.5.2 “PN GWhaatication” (i.e., PN GW SHALL perform the sanigrslling
procedure of CPNS Server described in section)?.5.2
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Note: mechanism to check if PAN is a Secure PAbLisof scope of CPNS1.0

Upon receiving AuthenticateResponse message(s)PieE(s) to be authenticated, PN GW SHALL deliver an
AuthenticateResponse message to CPNS Server. Weenare multiple PNEs to be authenticated, PN GIALS. deliver
an aggregated AuthenticateResponse message witmassage header to the CPNS Server.

Upon receiving the following message from CPNS 8erv
» During PN Establishment procedure
0 PNSetupResponse

» During PNE Management (PNE Inviting)
0 PNUpdateResponse

» During PNE Management (PNE Joining)
0 PNUpdateResponse

PN GW SHALL include hash_server included in theereed message into the AuthFinData sub elemertteofdliowing
messages and send the message to the PNE(s)elftteemultiple PNEs to be connected to PN dutiegsingle procedure
(e.g., If one or more invite PNEs are to be corgrbtd PN in addition to originating PN in the $®@N Establishment
procedure), PN GW SHALL send the following messegeach PNE.

* During PN Establishment procedure
0 PNSetupResponse message to originating PNE
0 PNEstablishmentNotify to the invited PNE(S)

*  During PNE Management (PNE Inviting)
o0 PNUpdateNoatification to invited PNE
e During PNE Management (PNE Joining)
0 PNActionResponse (Join) to joining PNE

7.5.1.3 CPNS Server

Upon receiving rand_PNE(s) from PN GW, CPNS SeBHALL generate a random number, rand_server, aidde
PNEID and rand_server as TargetlD and RAND intoAbthReqData sub element of AuthenticateRequessages If there
are multiple PNEs to be connected to PN duringsthgle procedure (e.g., If one or more invite PHEsto be connected to
PN in addition to originating PN in the single BNtablishment procedure), CPNS Server include3N#IDs into the
AuthenticateRequest message.

In addition, for mutual authentication between PYEnd PN GW, if PNE requests LocalEUKey assignp@RNS Server
SHALL generate LocalEUKey(s) to be shared betwedB(B) and PN GW.

For each LocalEUKey, CPNS Server SHALL create tapies, one for PNE and the other for PN GW, andygn@ach

copy by PNE’s EUKey and PN GW's EUKey, respectiv€fPNS Server SHALL include the copies of LocalEy{ as
LocalEUKey PNE and LocalEUKey PN GW into the AutRata sub element of AuthenticateRequest messdgetent
to PNE(s) via PN GW. If there are multiple PNE$#&oconnected to PN during the single procedure, (é.gne or more
invite PNEs are to be connected to PN in additioartginating PN in the single PN Establishmemtggdure), CPNS Server
creates different LocalEUKeys for each PNE anduides all encrypted LocalEUKey into the Authenti®aquest message.

Upon receiving AuthenticateResponse message frorlGRNCPNS Server SHALL calculate session key framdr PNE,
rand_server and PNE’s EUKey. CPNS Server SHALL entibate PNE(s) by verifying hash_PNE(s) (i.e.,oilsef the
same hash value can be calculated from rand_seavet, PNE, PNE’'s EUKey and the session key).
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In addition, CPNS Server SHALL calculate anothesthaalue(s) from rand_PNE, rand_server, PNE's EU ey session
key and hash_PNE. CPNS Server SHALL include theutatled hash value(s) as HASH into AuthFinDatéheffollowing
messages and send them to PNE via PN GW

* During PN Establishment procedure
0 PNSetupResponse

» During PNE Management (PNE Inviting)
0 PNUpdateResponse

*  During PNE Management (PNE Joining)
0 PNUpdateResponse

7.5.2 PN GW Authentication

The session key will be expired after certain an@dfitime. When there is no session key or sedsiyris expired, PN GW
Authentication described below is performed.

Before starting message forwarding between PNECENS Server, PN GW SHALL perform mutual authenticatvith
CPNS Server.

* PNGW

Before starting message forwarding between PNECGENS Server, PN GW SHALL send ConnectRequest megssag
CPNS Server to trigger mutual authentication. CotiRequest message SHALL include CPNS Entity IChefRN GW
and random number created by PN GW (in RAND attépu

When receiving AuthenticateRequest message, PN BALS create session key from random_PN GW,
random_server (random number included in the AuibateRequest message) and its own EUKey.

In addition, PN GW SHALL send AuthenticateRespom&ssage to the CPNS Server. The message SHALLdmclu
hash value (in HASH attribute of AuthResData sudmednt) calculated from ConnectRequest message,
AuthenticateRequest message and the PN GW's EUKey.

When receiving ConnectResponse message, PN GW Shkiéality hash_server (random number included in the
ConnectResponse message) included in the messapetking if the same value can be calculated from
ConnectRequest message, AuthenticateRequest messatlpenticateResponse message and the PN GW'sEUK

e CPNS Server

When receiving ConnectRequest message from PN GM3CServer SHALL send AuthenticateRequest message t
the PN GW. AuthenticateRequest message SHALL irctaddom number created by CPNS Server (in RAND
attribute of AuthReqgData sub element).

When receiving AuthenticateResponse message, CRN@rSHALL create session key from random_PN GW,
random_server and EUKey of the PN GW which is sepflethe message.

In addition, CPNS Server SHALL verify HASH includeadthe message by checking if the same value ean b
calculated from ConnectRequest message, AuthesiRegiest message and the PN GW'’s EUKey.

If verification succeeds, CPNS Server SHALL sena@tResponse message to the PN GW. The messaded SHA
include hash value (in HASH attribute) calculatemhf ConnectRequest message, AuthenticateRequesagees
AuthenticateResponse message and the PN GW'’s EUKey.
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7.6 PN Management

7.6.1 PN Establishment
7.6.1.1 PNE

[Procedure in originating PNE]

The PNE SHALL generate a PNSetupRequest messagedaagto format of CPNS Message in section 8hin t
PNSetupRequest message, the PNE

SHALL include the PNEID as part of OriginEntitylDtabute.
2. SHALL choose one of three options and include yipe bf PN setup in PNSetupType attribute
A. 1for ‘1-1’ case which enables the PNE to estatdi$N with the PN GW only, or
B. 2 for ‘All’ case which enables the PNE to establisAN with all CPNS devices connected to the PN GW,
C. 3 for ‘Specific’ case which enables the PNE to lgith a PN with PNESs to be invited.
MAY include PNEIDs to be invited to the PN in Ine@PNEID attribute.
SHALL include PNinfo element.
The PNInfo element contains attributes below.
A. PNE SHALL choose one of three options and incluglDsure attribute
i 1 for preventing PN Information to be deliveredcase Service Discovery is requested after PN setup
ii. 2 for allowing PN Information to be delivered, iase Service Discovery is requested after PN setup.

iii. 3 for asking confirmation to OwnershipEntity whatloe not PN Information is delivered, in case Sesvi
Discovery is requested after PN setup.

B. OwnershipEntitylD attribute MAY be included. OwnbkigEntityID is the ID of authorized CPNS entity
which has authorization to allow PN Information opim case Service Discovery is requested aftes&Np.

C. PNE SHALL choose one of two options and include pEM.

i. True, indicating that broken physical connectideases PN after PN setup.

ii. False, indicating that PN Information remains inNSPServer, even if physical connection is broken.
D. PNE SHALL choose one of two options and includerBigeattribute

i. 1 for sharing the PNE Info and PN GW Info with atRPNE member(s) of PN

ii. 2 for preventing the PNE Info to be shared witheotANE member(s) of PN, but delivering PN GW Info
to PNE member(s) of PN

5. SHALL include PNEInfo element.
The PNEInfo element contains attributes below.
A. PNEID attribute SHALL be PNEID, which establish thN.
B. PNEName attribute MAY include a nickname assigne@BNS User.
C. Mode attribute SHALL set the value ‘1’ (PNE) or (BOTH) according to the its local active Mode.
D. Description attribute MAY include the descriptiohRN (e.g. Home, Office)
6. MAY include DeviceCapa element.

NOTE: DeviceCapa fragment contains information sageviceType, VideoCodec, etc. For CPNS V1.0 &rm
definition is out of scope (e.g. DPE Enabler) amglementation matter.
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7. MAY include ServiceProfile element containing Aggaltion or Content information as described in s&ch.5
CPNS Metadata.

SHALL include AuthlniData element as describedect®n 7.5.1.1.

SHALL send PNSetupRequest message towards the PM¢8@vding to the rules and procedures of undeglyin
PAN technology.

Upon receiving the PNSetupResponse message froRNH@W, the PNE

1. SHALL check the answer to PNSetupRequest messagetirn attribute.

2. SHALL store, if the value of Return is ‘1’, the dexd PN information in sub attributes under PNIafement in the
PN Inventory from the PNSetupResponse message.

[Procedure in invited PNE]
Upon receiving the PNSetupRequest message froNh@W, the PNE

1. SHALL check the OriginEntitylD in order to know wtiitiate to make the PN.
2. SHALL derive MsgID and PNID from PNSetupRequest sage.

The PNE SHALL generate the PNSetup Response aogptalithe format of CPNS Message in section 8.AKE

1. SHALL include the answer to PNSetupRequest mesisageturn attribute.
A. 1 for OK

B. 2 for Failure, indicating that PNE is not capabidandling the request, e.g., internal error precegurs in
the device embedding PNE or CPNS User does not wadrticipated in

2. SHALL include the received Message ID in MsgIDiatite in order to identify the transaction.

If the value of answer to PNSetupRequest messdgie(ie., OK), the following sequences performh@rwise, the
following sequences are skipped till step 14.

3. SHALL include PNInfo element.
The PNInfo element contains attributes below.

A. PNID attribute SHALL set the PNID, which is to barficipated in and derived from PNSetupRequest
message.

B. TempPN attribute SHALL be included if PNSetupRequesssage includes.

i. True, indicating that broken physical connectideases PN after PN setup.

ii. False, indicating that PN Information remains inNSPServer, even if physical connection is broken.
C. Sharing attribute SHALL be included if PNSetupRexjueessage includes.

i. 1 for sharing the PNE Info and PN GW Info with atRNE member(s) of PN

ii. 2 for preventing the PNE Info to be shared witheotANE member(s) of PN, but delivering PN GW Info
to PNE member(s) of PN

4. SHALL include PNEInfo element.
The PNEInfo element contains attributes below.
A. PNEID attribute SHALL set own PNEID to be invitegd ©riginating CPNS Entity.
B. PNEName attribute MAY include a nickname assigne@BNS User.
C. Mode attribute SHALL set the value ‘1'(PNE) or ‘@0OTH) according to the local active Mode.
D. Description attribute MAY include the descriptiohRN (e.g. Home, Office)
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MAY include DeviceCapa element.

NOTE: DeviceCapa fragment contains information sageviceType, VideoCodec, etc. For CPNS V1.0 &rm
definition is out of scope (e.g. DPE Enabler) anglementation matter.

MAY include ServiceProfile element containing Aggation or Content information as described in sech.5
CPNS Metadata.

SHALL include AuthlniData element as describedént®n 7.5.1.1

SHALL send PNSetupResponse message towards the/PoGording to the rules and procedures of undeglyi
PAN technology.

Upon receiving the PNEstablishmentNotify messagsmfPN GW, the PNE

1.

7.6.1.2

SHALL store the derived PN information in sub dttities under PNInfo element from the PNEstablishhetifly
message.

PN GW

[PNE Initiated]

Upon receiving the PNSetupRequest message frofNiie the PNGW

1. SHALL check the type of PN setup in PNSetupTgfigbute. If the value of PNSetupType is;

A. 1for 1-1' case or empty case which enables thE RINestablish a PN with the PN GW only, the PNGW
SHALL send the PNSetupRequest message towardsRNS Gerver.

B. 2 for ‘All’ case which enables the PNE to establisAN with all CPNS devices connected to the PN @\,
PNGW SHALL send the PNSetupRequest message towhittie PNES connected to the PNGW except the
requesting PNE.

C. 3for ‘Specific’ case which enables the PNE told&h a PN with PNEs to be invited, the PNGW SHALL
send the PNSetupRequest message towards the PNEIDEs invited during PN Establishment.

SHALL create the PN information for PN Inventory tbe corresponding Personal Network.

SHALL create and maintains routing table for thetimg of inside Personal Network, which is made afu®N
Information.

After checking the type of PN setup, if the valdi€dlSetupType is 2 or 3, the PN GW SHALL generhte t
PNSetupRequest message according to the forma@@BS0Message in section 8. The PN GW

1.
2.

SHALL include the PNEID as part of OriginEntitylDRtabute.

MAY include PNEID(s) to be invited to the PN in itedPNEID attribute in order to acknowledge whidkBEgs)
is(are) invited to the PN.

SHALL include PNInfo element.

The PNiInfo element contains attributes below.

A. PNID attribute

B. Description attribute MAY be created by the origing PNE and include texts which explain the PN.
SHALL include PNGWInfo element.

The PNGWiInfo element contains attributes below.

A. PNGWID attribute SHALL set the PNGWID.

B. PNGWName attribute MAY include the nickname of PW/@ssigned by CPNS User or device type.
SHALL include AuthiniData element as described i5.7.2

SHALL send PNSetupRequest message towards the PiH(s invited.
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Upon receiving the PNSetupResponse message froRNEBethe PN GW SHALL check the answer to PNSetugpiest
message in Return attribute in order to confirntipi@ation in PN. If the value of Return attribugel, the PN GW SHALL
create the information for PN Inventory for theresponding PN, create and maintain routing tabié¢hfe routing of inside

PN.

When checking if the value of PNSetupType attribsite after receiving the PNSetupRequest messagetfre originating
PNE or if the value of Return attribute is 1 afteceiving the PNSetupResponse from the invited RNEPNGW SHALL
genenrate PNSetupRequest message according torhat fof CPNS Message in Section 8.

If the value of PNSetupType attribute is 2 or afeceiving the PNSetupRequest message from idieating PNE, the
PN GW SHALL wait the response from all the CPNSides connected to the PN GW if PNSetupType atteiligi? or
PNEs to be invited if PNSetupType attribute is §oextively. After receiving the responses, the PNGWALL generate
PNSetupRequest message according to the forma@@NBS0Message in Section 8.

The PN GW

1.
2.

SHALL include the PNEID as part of OriginEntitylDRtabute.
SHALL include PNinfo element.

The PNInfo element contains attributes below.

5.
6.

A. PNID attribute SHALL set the PNID, which is creaiad®N GW.
B. Description attribute SHALL include texts which é¢xip the PN.

C. Disclosure attribute SHALL be included from PNS&Reguest message from PNE or PN GW SHALL
choose one of three options and include.

i. 1 for preventing PN Information to be deliveredcase Service Discovery is requested after PN setup
ii. 2 for allowing PN Information to be delivered, iase Service Discovery is requested after PN setup.

iii. 3 for asking confirmation to OwnershipEntity whatloe not PN Information is delivered, in case Seevi
Discovery is requested after PN setup.

D. OwnershipEntity attribute MAY be EntitylD which hasthorization to allow PN Information delivery, in
case Service Discovery is requested after PN setup.

E. TempPN attribute SHALL be included from PNSetupResjumessage from PNE or PN GW SHALL choose
one of two options and include.

i. True, indicating that broken physical connectideases PN after PN setup.

ii. False, indicating that PN Information remains inNSPServer, even if physical connection is brokén. |
PN GW decides False, TempPN attribute MAY be skibpe

F. Sharing attribute MAY be included.

i. 1 for sharing the PNE Info and PN GW Info with atR&NE member(s) of PN. If PN GW decides ‘1’
(Shared), Sharing attribute MAY be skipped

ii. 2 for preventing the PNE Info to be shared witheotANE member(s) of PN, but delivering PN GW Info
to PNE member(s) of PN

SHALL include the PNGWInfo element.

The PNGWiInfo element contains attributes below.

A. PNGWID attribute SHALL set PNGWID.

B. PNGWName attribute MAY include the nickname of PW/@ssigned by CPNS User or device type.

SHALL include PNEInfo element which contains all B(¥) information including DeviceCapa and ServiodiRr
from originating PNE and invited PNE(s).

SHALL include AuthlniData element as described i5.7.2
SHALL send the PNSetupRequest message to the CBNSrS
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Upon receiving the AuthenticateRequest from the SE¥rver, the PN GW SHALL deliver Authenticateresjue the
PNEs as described in 7.5.1.2. Upon receiving thinénticateResponse from the requested PNEs, tt@\WNsHALL
deliver the Authenticateresponse to the CPNS Seleseribed in 7.5.1.2.

Upon receiving the PNSetupResponse message fro@RN& Server, the PN GW

1. SHALL store the PN Information in local PN Inventamder PNInfo element.

2. SHALL include AuthFinData as described in 7.5.1n2 aend the PNSetupResponse message to the arginat
PNE. If the value in sharing attribute is,

A. 1 - Shared, the PN GW SHALL include PN GW Info &ME Info, which are derived in PNSetupResponse
message from the CPNS Server, in the PNSetupRespoessage to the originating PNE.

B. 2 - Protected, the PN GW SHALL include only PN GHifol, which is derived in PNSetupResponse message
from the CPNS Server, in the PNSetupResponse messalige originating PNE.

3. SHALL include AuthFinData as described in 7.5.1n#2l send the PNEstablishmentNotify to the invited2P. If
the value in sharing attribute is,

A. 1-Shared, the PN GW SHALL include PN GW Info &NE Info, which are derived in PNSetupResponse
from the CPNS Server, in the PNEestablishmentNotify

B. 2 - Protected, the PN GW SHALL include only PN GHfol, which is derived in PNSetupResponse from the
CPNS Server, in the PNEstablishmentNotify.

[PN GW Initiated]

The PN GW SHALL generate and send PNSetupRequestage to the PNE(s) according to format of CPN Sslstges in
section 8.

Upon receiving the PNSetupResponse message froRNBethe PN GW SHALL check the answer to PNSetugjpiest
message in Return attribute in order to confirnmtipi@ation in PN. If the value of Return attribugel, the PN GW SHALL
create the information for PN Inventory for theresponding PN, create and maintain routing talbié¢hfe routing of inside
PN.

After receiving the responses, the PNGW SHALL gateePNSetupRequest message according to the fofr@RNS
Message in Section 8. The PN GW

1. SHALL include the PNGWID as part of OriginEntityl@itribute.
2. SHALL include PNInfo element.

The PNInfo element contains attributes below.

A. PNID attribute SHALL set the PNID, which is creaiad®N GW.
B. Description attribute SHALL include texts which éip the PN.

C. Disclosure attribute SHALL be included from PNSd&Reguest message from PNE or PN GW SHALL
choose one of three options and include.

iv. 1 for preventing PN Information to be deliveredcase Service Discovery is requested after PN setup
v. 2 for allowing PN Information to be delivered, iase Service Discovery is requested after PN setup.

vi. 3 for asking confirmation to OwnershipEntity whetloe not PN Information is delivered, in case Sesvi
Discovery is requested after PN setup.

D. OwnershipEntity attribute MAY be EntitylD which hasthorization to allow PN Information delivery, in
case Service Discovery is requested after PN setup.

E. TempPN attribute SHALL be included from PNSetupResjunmessage from PNE or PN GW SHALL choose
one of two options and include.

iii. True, indicating that broken physical connectideases PN after PN setup.
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iv. False, indicating that PN Information remains inNGPServer, even if physical connection is brokén. |
PN GW decides False, TempPN attribute MAY be skibpe

F. Sharing attribute MAY be included.

iii. 1 for sharing the PNE Info and PN GW Info with atRNE member(s) of PN. If PN GW decides ‘1’
(Shared), Sharing attribute MAY be skipped

iv. 2 for preventing the PNE Info to be shared witheotANE member(s) of PN, but delivering PN GW Info
to PNE member(s) of PN

3. SHALL include the PNGWInfo element.
The PNGWiInfo element contains attributes below.
A. PNGWID attribute SHALL set PNGWID.
B. PNGWName attribute MAY include the nickname of PW/@ssigned by CPNS User or device type.

4. SHALL include PNEInfo element which contains all B(¥) information including DeviceCapa and ServiodiRr
from originating PNE and invited PNE(s).

5. SHALL include AuthiniData element as described i5.7.2
6. SHALL send the PNSetupRequest message to the CBNSrS

Upon receiving the AuthenticateRequest from the SErver, the PN GW SHALL deliver the Authenticatprest to the
PNEs as described in 7.5.1.2Upon receiving the éntitbateResponse from the requested PNEs, the PI$BALL deliver
the Authenticateresponse to the CPNS Server asiloleddn 7.5.1.2.

Upon receiving the PNSetupResponse message fro®RNS Server, the PN GW

1. SHALL store the PN Information in local PN Invengamder PNInfo element.

2. SHALL include AuthFinData and send the PNEstablishtNotify to the invited PNE(S). If the value inasing
attribute is,

A. 1 - Shared, the PN GW SHALL include PN GW Info &NE Info, which are derived in PNSetupResponse
from the CPNS Server, in the PNEestablishmentNotify

B. 2 - Protected, the PN GW SHALL include only PN GHfol, which is derived in PNSetupResponse from the
CPNS Server, in the PNEstablishmentNotify.

7.6.1.3 CPNS Server

Upon receiving the PNSetupRequest message from\RINtkie CPNS Server SAHLL generate the Authenti®agquest
according to format of CPNS Message in section @asribed in 7.5.1.3. The CPNS Server

1. SHALL include AuthRegData element as described 173
2. SHALL send AuthenticateRequest towards the PN Gtk ®NID.

If the authentication is successful, the CPNS SeBwALL register and store the PN information whistderived from
PNSetupRequest message in the PN inventory.

After storing the PN Information in the PN Inventothe CPNS Server SHALL generate the PNSetupRegpaccording to
the format of CPNS Message in section 8. The CP&'8eB

SHALL include the answer to PNSetupRequest messalgeturn attribute.

SHALL include the stored PN information in the RiNéntory under PNInfo element.
SHALL include AuthFinData element as described. ;7.3

SHALL send the PNSetupResponse message to the PN GW

NOTE: Based on the specific criteria, the CPNS &ecan decide whether to allow the PN setup orTiwe. criteria set by
such as operator’s decision, capacity of CPNS semger’s configuration, and so forth is out of pe@f CPNS v1.0

A w DR
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7.6.2 PNE Management

This section describes managing members of PN,hwdrie PNESs, after PN Establishment procedure. ABNE inviting
and PNE joining, invited PNE and joining PNE SHAperform mutual authentication with PN GW and CPNS®/8r
before connecting to PN. The procedure for mututiientication in each entity is described in 7.5ubdili Authentication

7.6.2.1 PNE Inviting
7.6.2.1.1 PNE
[Procedure in inviting PNE]

After a PN is established, PNE can invite additid?dE to join the PN. To realize this, PNE SHALleate the
PNActionRequest message including below sub atethand elements. PNE SHOULD find out the infororatf invited
PNE in entity discovery procedure.

e Command attribute SHALL be inserted with “2” (Ingjtvalue.
»  OriginEntitylD attribute SHALL be inserted for irtei requesting PNE’'s PNEID.
* PNEInfo element SHALL be inserted for PNE to beitien.
o PNEID attribute SHALL be inserted
*  PNInfo element SHALL be inserted
0 PNID attribute SHALL be inserted from PN Inventory.
o0 Description attribute SHOULD be inserted if PN Int@y contains
o TempPN attribute SHALL be applied if requestingifnhas PN Inventory with TempPN attribute.
0 Sharing attribute SHALL be inserted from PN Invegto
0 PNGWInfo element SHALL be inserted from PN Invegtor
=  PNGWID attribute SHALL be inserted.
=  PNGWName attribute SHOULD be inserted if PN Inveptmontains.
= Zonebasedservicesupport attribute SHALL be insaftetll Inventory contains.
= Mode attribute SHALL be inserted from PN Inventory.
After creating the PNActionRequest message, PNEISH#end the PNActionRequest message to PN GW.

When PNE receives the PNActionResponse messagdrettlt attribute “1” (Success) from PN GW, PNE SHD store
invited PNE’s PNEInfo including below attributeslotal PN Inventory if the PN GW shares the memnibfarmation with
the member of PN, which means Sharing attributé”is

* PNEID attribute SHALL be inserted.
PNEName attribute SHOULD be inserted if it is founantity discovery procedure.
» Active attribute SHALL be inserted with “TRUE” vadu

[Procedure in invited PNE]

When the invited PNE receives the PNUpdateNotificainessage from PNGW, PNE SHALL create PN Invgnéord store
PNInfo elements in local PN Inventory and then simedPNActionResponse message including Resulbatigr“1”
(Success) to PN GW
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PNE's procedure for PNE authentication during PN\ting is described in 7.5.1.1.
7.6.2.1.2 PN GW
[PN GW initiated invitation request]

After a PN is established, PN GW can invite addiaid®NE to join the PN after entity discovery prdwee. To realize this,
PN GW SHALL create the PNActionRequest messagenfared PNE including below sub attribute and elatse

* Command attribute SHALL be inserted with “2” (Irejtvalue.
* PNEInfo element SHALL be inserted for PNE to beitie.
o PNEID attribute SHALL be inserted
*  PNiInfo element SHALL be inserted
0 PNID attribute SHALL be inserted from PN Inventory.
o Description attribute SHOULD be inserted if PN Int@y contains
o TempPN attribute SHALL be applied if requestingifnhas PN Inventory with TempPN attribute.
0 Sharing attribute SHALL be inserted from PN Invegto
0 PNGWInfo element SHALL be inserted from PN Invegtor
=  PNGWID attribute SHALL be inserted.
= Name attribute SHOULD be inserted if PN Inventooytins.
= Zonebasedservicesupport attribute SHALL be insaftetll Inventory contains.
= Mode attribute SHALL be inserted from PN Inventory.

o PNEInfo element SHOULD be inserted for current merdd PN if Sharing attribute is set “1” to shahne t
member information from PN Inventory.

= PNEID attribute SHALL be inserted.

= PNEName attribute SHOULD be inserted if PN Inveptmontains.

= Mode attribute SHALL be inserted from PN Inventory.
After creating the PNActionRequest message, PN GIALE send the PNActionRequest message to eached\RNE.
[PNE initiated invitation request]

When PN GW receives the PNActionRequest messageGuinmand attribute “2” (Invite) from PNE, PN GW AH.
check that invited PNE is in detected devices by@M through entity discovery procedure.

If PNGW does not have information of invited PNHjieh means PN GW can’'t connect with invited PNEgibally or
can'’t find invited PNE through entity discovery, BBW SHALL send the PNActionResponse message wituRattribute
“3” (Fail, not connected) to requesting PNE.

If the invited PNE is detected by PN GW, PN GW SHAbrward the PNActionRequest message to PNE tioieed.
[PN GW procedure common to PNE initiated and PN GWnitiated invitation cases]

When PN GW receives the PNActionResponse messdgeResult attribute “1” (Success) from PNE, PN GWARL send
the PNUpdateRequest message to CPNS Server inglbdlow sub attribute and element.

*  PNInfo element SHALL be inserted
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o PNID attribute SHALL be inserted
o0 PNEInfo element SHALL be inserted for successfinljited PNE.
= PNEID attribute SHALL be inserted
= PNEName attribute SHOULD be inserted if it was nee@ in entity discovery procedure.
= Active attribute SHALL be “TRUE”.
= Update attribute SHALL be inserted with “1” (Newglue.
= Mode attribute SHALL be inserted during entity digery procedure.

* AuthlniData element SHALL be inserted as descrilmedl5.1.2, which describes PN GW'’s procedure fJEP
authentication.

When PN GW receives the PNUpdateResponse messagefPNS Server, PN GW SHALL update PNEInfo in Idesll
Inventory from the PNUpdateRequest message

After storing PNEInfo in local PN Inventory, if tHeN GW shares the member information with the memb®@N (Sharing
attribute is “1"), PN GW SHALL send the PNUpdateNoation message to newly invited member PNE. Betoe
attributes and elements included in the messag®e, AN GW SHOULD send the PNUpdateNotification ragesto existed
member PNE(s) including below sub attribute andheleat.

* PNInfo element SHALL be inserted from PN Inventory.

0 PNID attribute SHALL be inserted from PN Inventory.

0 PNEInfo element SHALL be inserted for the newlyited PNE(S).
= PNEID attribute SHALL be inserted
= PNEName attribute SHOULD be inserted if it was nee@ in entity discovery procedure.
= Active attribute SHALL be “TRUE”".
= Update attribute SHALL be inserted with “1” (Newglue.
= Mode attribute SHALL be inserted.

» AuthFinData element SHALL be inserted as descrihedl5.1.2, which describes PN GW'’s procedure fdEP
authentication.

If the original request was initiated by PNE, PN GBNALL send PNEActionResponse message includingliRatribute
“1” (Success) to PNE referring OriginEntitylD in EctionRequest message.

Additional PN GW'’s procedure for PNE authenticatéhring PNE inviting is described in 7.5.1.2.
7.6.2.1.3 CPNS Server

When CPNS Server receives the PNUpdateRequest gessean PN GW, CPNS Server SHALL update PN Inventeith
PNEInfo element in PNInfo element, and then CPNS&eSHALL send the PNUpdateResponse message wihlR
attribute to PN GW.

CPNS Server’s procedure for PNE authenticationnduFINE inviting is described in 7.5.1.3.
7.6.2.2 PNE Joining

7.6.2.2.1 PNE

After a PN is established, PNE can join PN as a beznilro realize this, PNE SHALL send the PNActiogRest message to
PNGW in a target PN including below attribute ateheents.
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e Command attribute SHALL be inserted with “1” (Jouglue.

* PNEInfo element SHALL be inserted for joining PNERNGW in a target PN.
o PNEID attribute SHALL be inserted
o PNEName attribute SHOULD be inserted

*  PNinfo element SHALL be inserted to notify which PN

o PNID attribute SHALL be inserted regarding PNGW #lias several PNs. And this PNID was obtained
when PNE went through entity discovery processm éut proper PN GW or its PN.

* AuthiniData element SHALL be inserted as descrilmedl5.1.1, which describes PNE’s procedure for PNE
authentication.

When PNE receives the PNActionResponse messagdRettit attribute “1” (Success) from PN GW, PNE SHiAreate
PN Inventory and then store PNInfo element in IétdlInventory.

Additional PNE’s procedure for PNE authenticatiamidg PNE joining is described in 7.5.1.1.

7.6.2.2.2 PN GW

When PN GW receives the PNActionRequest messageGuimmand attribute “1” (Join) from PNE, PN GW SHA&end
the PNUpdateRequest message to CPNS Server inglbdliow attribute and element.

*  PNInfo element SHALL be inserted
o PNID attribute SHALL be inserted
o PNEInfo element SHALL be inserted for joining PNE
= PNEID attribute SHALL be inserted

= PNEName attribute SHOULD be inserted if it was neee in the PNActionRequest message or
entity discovery procedure.

= Active attribute SHALL be “TRUE".
= Update attribute SHALL be inserted with “1” (Newdlue.
= Mode attribute SHALL be inserted.

e AuthiniData element SHALL be inserted as descrilpedl.5.1.2, which describes PN GW'’s procedure fdEP
authentication.

When PN GW receives the PNUpdateResponse messageCPNS Server, PN GW SHALL store PNEInfo in loeal
Inventory and then PN GW SHALL send the PNActioniese message to newly joined PNE including beltribate and
element.

* Result attribute SHALL be inserted with “1”"(Succesgalue.
*  PNInfo element SHALL be inserted
0 PNID attribute SHALL be inserted from PN Inventory.
o Description attribute SHOULD be inserted if PN Int@y contains
o TempPN attribute SHALL be applied if requestingifnhas PN Inventory with TempPN attribute.

0 Sharing attribute SHALL be inserted from PN Invegto
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0 PNGWInfo element SHALL be inserted from PN Invegtor
=  PNGWID attribute SHALL be inserted.
=  PNGWName attribute SHOULD be inserted if PN Inveytmontains.
= Zonebasedservicesupport attribute SHALL be inseaftedll Inventory contains.
= Mode attribute SHALL be inserted.

o PNEInfo element SHOULD be inserted for current mendf PN if Sharing attribute is set “1” to shahe t
member information from PN Inventory.

= PNEID attribute SHALL be inserted.

= PNEName attribute SHOULD be inserted if PN Invepimontains.
= Active attribute SHALL be inserted.

= Mode attribute SHALL be inserted.

» AuthFinData element SHALL be inserted as descrihefl5.1.2, which describes PN GW'’s procedure fdEP
authentication.

After sending the PNActionResponse message, iPt&W shares the member information with the merob&N
(Sharing attribute is “1"), PN GW SHOULD create fARUpdateNoatification message for existed membegBNinclude

* PNInfo element SHALL be inserted from PN Inventory.

0 PNID attribute SHALL be inserted from PN Inventory.

0 PNEInfo element for the newly joined PNE.
= PNEID attribute SHALL be inserted
= PNEName attribute SHOULD be inserted if it was nee@ in entity discovery procedure.
= Active attribute SHALL be “TRUE”.
= Update attribute SHALL be inserted with “1” (Newglue.
= Mode attribute SHALL be inserted.

After creating PNUpdateNotification messages, PN SMOULD send PNUpdateNotification messages to tember
PNEs in the PN.

Additional PN GW'’s procedure for PNE authenticatéhring PNE joining is described in 7.5.1.2.
7.6.2.2.3 CPNS Server

When CPNS Server receives the PNUpdateRequest gessean PN GW, CPNS Server SHALL update PN Inventeith
PNEInfo element in PNInfo element, and then CPNSeSeSHALL send the PNUpdateResponse message wihlR
attribute to PN GW.

CPNS Server’s procedure for PNE authenticationnduFINE joining is described in 7.5.1.3.

7.6.2.3 PNE Expulsion

If all of member PNEs in a PN are owned by same ERMNer, any member PNE can request expulsion aftties member
PNE.
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7.6.2.3.1 PNE
[Procedure in expelling PNE]

When PNE wants to expel the other PNE, PNE SHALindgbe PNActionRequest message to PN GW includahgvb
attribute and element.

+ Command attribute SHALL be inserted with “4”(Expe§lue.

»  OriginEntitylD attribute SHALL be inserted for PN&hich wants to expel other PNE.

* PNEInfo element SHALL be inserted for expelled PNE
o PNEID attribute SHALL be inserted

* PNInfo element SHALL be inserted to notify that PBtould be expelled from which PN.
o PNID attribute SHALL be inserted.

When PNE receives the PNActionResponse messagdRegtlt “1”(Success) from PN GW, PNE SHALL remoke t
PNEInfo element of PNInfo from PN Inventory.

[Procedure in expelled PNE]

When PNE receives the PNActionNotification messaige Command attribute “1” (Expel) from PN GW, eXpd PNE
SHALL remove PNInfo element in local PN InventondaSHALL remove available SGInfo element in loc&@l Biventory
for the SG related with this PN.

7.6.2.3.2 PN GW

When PN GW receives the PNActionRequest messa@eGuinmand “4”(Expel) from PNE or if PN GW wantsexpel a
certain member PNE of PN, PN GW SHALL check if thguesting PNE can expel the target PNE, if thaeesting PNE
can do this, then PN GW SHALL check the expelledER§connected with PN GW currently. If expelledEPId not
connected with PN GW and the expulsion requestimtiated by PNE, PN GW SHALL send the PNActionResge
message with Result attribute “3” (Fail, not corted} to the requester PNE.

After sending the PNActionResponse message, PN &ALE check member PNEs in this PN.
If the expelled PNE is the last member PNE in PNLGW SHALL initiate PN release procedure (Sectioh.3.2 PN GW).

If there are member PNEs of this PN, PN GW SHALhdsthe PNUpdateRequest message to CPNS Servedimglioelow
attribute and element

*  PNinfo element SHALL be inserted to notify which PN
0 PNID attribute SHALL be inserted.
o0 PNEInfo element SHALL be inserted for expelled PNE.
= PNEID attribute SHALL be inserted.
= Update attribute SHALL be inserted with “3” (Remdyealue.

When PN GW receives the PNUpdateResponse messagefPNS Server, PN GW SHALL check Sharing attritnftthis
PN. If the PN GW shares the member information withmember of PN (Sharing attribute is “1”), PN GMOULD send
the PNUpdateNotification messages to existed mefbi&rs including below attribute and element.

* PNInfo element SHALL be inserted from PN Inventory.
0 PNID attribute SHALL be inserted from PN Inventory.

o PNElInfo element for the expelled PNE.
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= PNEID attribute SHALL be inserted
= Update attribute SHALL be inserted with “3” (Remdyealue.

After checking Sharing attribute for sending PNUgediéotification messages, PN GW SHALL send the
PNActionNotification message to expelled PNE inahgdbelow attribute and element.

e Command attribute SHALL be inserted with “1"(Expe8lue.
* PNEID attribute SHALL be inserted with expelled PBIED
* PNID attribute SHALL be inserted to notify that PNNEould be expelled from which PN.

After sending the PNActionNotification message, BW SHALL remove PNEInfo element of PNInfo elementacal PN
Inventory. If the expulsion request was initiatgd?NE, PN GW SHALL send the PNActionResponse messath Result
attribute with “1” (Success) to requester PNE.

7.6.2.3.3 CPNS Server

When CPNS Server receives the PNUpdateRequest gessean PN GW, CPNS Server SHALL update PN Inventor
removing PNEInfo element in PNInfo element.

After updating PNInfo element in local PN InventoBPNS Server SHALL send the PNUpdateResponse gesgth
Status attribute to PN GW.

7.6.2.4 PNE Leaving

7.6.2.4.1 PNE

When PNE wants to leave a PN, PNE SHALL send thad®inRequest message to PN GW including belovibatte and
element.

+ Command attribute SHALL be inserted with “3” (Leawalue.

* PNEInfo element SHALL be inserted for PNE to leave
o PNEID attribute SHALL be inserted

* PNInfo element SHALL be inserted to notify that PBtould leave from which PN.
o PNID attribute SHALL be inserted.

If PNE is physically disconnected with PN GW formitemporary PN, PNE SHALL remove the PNInfo elenmierbcal PN
Inventory.

7.6.24.2 PN GW

When PN GW receives the PNActionRequest messageGuinmand “3”(Leave) from PNE, PN GW SHALL send the
PNUpdateRequest message to CPNS Server includiog béribute and element

* PNInfo element SHALL be inserted to notify which PN
o PNID attribute SHALL be inserted.
o0 PNEInfo element SHALL be inserted for left PNE.
= PNEID attribute SHALL be inserted.

= Update attribute SHALL be inserted with “3” (Remdyealue.
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When PN GW receives the PNUpdateResponse messageClPNS Server, PN GW SHALL check Sharing attrilmftthis
PN and SHALL send the PNActionResponse messageyiqally connected PNE to be left including belativibute and
element.

* Result attribute SHALL be inserted with
“1"(Success)

After sending the PNUpdateResponse message, PN I@Al/ISremove PNEInfo element of PNInfo element icéb PN
Inventory.

If the PN GW shares the member information withrilamber of PN (Sharing attribute is “1”), PN GW SHID send the
PNUpdateNotification messages to existed membersRhtuding below attribute and element.

* PNInfo element SHALL be inserted from PN Inventory.
0 PNID attribute SHALL be inserted from PN Inventory.
o0 PNEInfo element for the expelled PNE.
= PNEID attribute SHALL be inserted
= Update attribute SHALL be inserted with “3” (Remdyealue.
If the leaving PNE is the last member in PN, PN GWALL initiate PN release procedure.
7.6.24.3 CPNS Server

When CPNS Server receives the PNUpdateRequest geessam PN GW, CPNS Server SHALL update PN Invento
removing PNEInfo element in PNInfo element.

After updating PNInfo element in local PN InventoBPNS Server SHALL send the PNUpdateResponse geesgth
Result attribute “1” (Success) to PN GW.

7.6.3 PN Release

When PNE or PN GW wants to release PN which itiigdao, PNE or PN GW can send release request geessa

If the type of PN is temporary PN, the PN shouldddeased when all of the physical connection betwgateway and
devices are broken, which means PN GW should seledse message to CPNS Server and PNE and PN G\ sémove
the PNInfo element in local PN Inventory each other

7.6.3.1 PNE

When PNE wants to remove a PN which it belong® g SHALL send the PNReleaseRequest message RINH&EN
including below attributes.

* PNID attribute SHALL be inserted
» PNEID attribute SHALL be inserted for requestingPN

If PNE receives the PNReleaseResponse messagé oW, PNE SHALL remove the PNInfo element of PNdntory
related with this PNID.

If PNE receives the PNReleaseNotification messema PN GW, PNE SHALL remove the PNInfo element bf P
Inventory related with this PNID.

If the PNE in the temporary PN is unintentionallymbnnected without PN Release, that PNE SHALL nesrtbe PNInfo
element in local PN Inventory.
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7.6.3.2 PN GW

When PN GW receives the PNReleaseRequest messag®fME, PN GW wants to remove a PN which PN GWrgEdo,
or PN GW is disconnected with all of PNEs formiegiporary PN, PN GW SHALL send the PNReleaseRedunessage to
CPNS Server including below attributes.

*  PNID attribute SHALL be inserted
* PNEID attribute for requesting PNE SHALL be insdrifthis release request was initiated by PNE.

When PN GW receives the PNReleaseResponse mesighdeasult attribute “1” (Success) from CPNS SerirRM GW
SHALL check there are connected PNEs forming thlisased PN. If there are connected member PNE§\WNSHALL
send the PNReleaseNotification messages includii® Rttribute to the PNEs, which are members in PRNE requested
release PN originally, PN GW SHALL NOT send the RINRseNotifcation message to the requesting PNESRN
SHALL remove PNInfo element in local PN Inventogjated with this PNID of PN to be released.

When PN GW receives the PNReleaseNotification ngesfam CPNS Server, PN GW SHOULD display Reastiibate
to the User if this message contains Reason atribu

PN GW SHALL check there are connected PNEs forntigreleased PN. If there are connected membé&sPRN GW
SHALL send the PNReleaseNotification messages datuPNID attribute to the PNEs, which are memixeiBN. After

notification to the member PNE, PN GW SHALL send BNReleaseReponse message including Result tetvitin “1”

(Success) to CPNS Server. PN GW SHALL remove PNétganent in local PN Inventory related with thisIPNf PN to
be released.

If the PN GW is disconnected with member PNE foigritN to be release, PN GW SHALL send the PNReleasmdhse
message to the CPNS Server including.

» Result attribute SHALL be “3” (Fail, PNE disconned}
 PNEInfo element SHALL be included for the discorteddPNE
o0 PNEID attribute SHALL be included for PNE ID.

7.6.3.3 CPNS Server

When CPNS Server receives the PNReleaseRequesigrdssm PN GW, CPNS Server SHALL create the
PNReleaseResponse message including

» Result attribute SHALL be inserted with “1”(Success

After creating the message, CPNS Server SHALL skadPNReleaseResponse message to PN GW and CPS8 Ser
SHALL remove the PNInfo element related with thMIB in local PN Inventory if there is no Servicedap for member
PNEs.

If PN release is requested by Operator Policy, CBNISer SHALL send the PNReleaseNotification messaguding
PNID attribute and Reason attribute to the PN GWNINS Server SHALL remove PNInfo element in local IRientory.

7.6.4 PN Admin Assignment and Release

Only if the HLF-047 in the CPNS 1.1 RD regarding Rtimin is supported, following procedures in sett6.4, 7.6.5 and
7.6.6 SHALL be facilitated.

PN Admin assignment and release can be requestBdibyor PN GW who will be/is PN Admin.
7.6.4.1 PNE

[Procedure in requesting PNE]

If PNE wants to request PN Admin assignment to B&laAdmin or PN Admin release if it is already a Rimin, PNE
SHALL send the PNAdminRequest message to PN GWidlire) following elements and attributes.

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 146 (337)

¢ PNAdminCommand attribute SHALL be inserted with (Bssign PN Admin) or “2” (Release PN Admin).
¢ PNiInfo element SHALL be inserted.

o PNID attribute SHALL be inserted to indicate the.PN
*  PNEInfo element SHALL be inserted.

o PNEID attribute SHALL be inserted to indicate PNnAid.

o PNAdmin attribute SHALL be inserted with “TRUE”".

PNE can request Adminee addition and PN Admin assémnt with one PNAdminRequest message. In this case
PNAdminCommand attribute is set as “5” (Assign Pihin and also Add Adminee) in the message andviitig element
and attributes also SHALL be included.

. PNEInfo or PNGWInfo element SHALL be inserted.
o0 PNEID or PNGWID attribute SHALL be inserted to indie Adminee.
o0 Adminee attribute SHALL be inserted with “TRUE".

When PNE receives the PNAdminResponse messagePko@W including Result attribute with “1” (SuccesBNE
SHALL update its PN Inventory with PN Admin and Afree change.

[Procedure in requested PNE]

During PN Admin assignment, PNE can be requesteAdminee addition. For this procedure, see 7.gPBrtcedure in
PNE who is not PN Admin].

7.6.4.2 PN GW

[PN GW initiated procedure]

If PN GW wants to request PN Admin assignment ta BN Admin or PN Admin release when it is alread3N Admin,
PN GW SHALL send the PNAdminRequest message to CB&&er including following elements and attributes

¢ PNAdminCommand attribute SHALL be inserted with (Bssign PN Admin) or “2” (Release PN Admin).
¢ PNiInfo element SHALL be inserted.

0 PNID attribute SHALL be inserted to indicate the.PN
*  PNGWInfo element SHALL be inserted.

o PNGWID attribute SHALL be inserted to indicate PNmin

0 PNAdmin attribute SHALL be inserted with “TRUE".

PN GW can request Adminee addition and PN Admiigassent with one PNAdminRequest message. In this,ca
PNAdminCommand attribute is set as “5” (Assign PiAin and also Add Adminee) and PN GW SHALL send the
PNAdminRequest message above to PNE includingviotip element and attributes additionally for Admereddition
request.

*  PNEInfo element SHALL be inserted.
o PNEID attribute SHALL be inserted to indicate Admn
0 Adminee attribute SHALL be inserted with “TRUE”.
When PN GW receives the PNAdminResponse messageANE
e If Result attribute is set as “1"(Success)
0 PN GW SHALL send the same PNAdminRequest to CPN#Bas PN GW sent to the PNE
e Otherwise

0 PN GW SHALL send the PNAdminRequest message to Ce&t@er for PN Admin assignment request
above
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When PN GW receives the PNAdminResponse messageGRNS Server

If Result attribute is set as “1”(Success)
0 PN GW SHALL update its PN Inventory with PN AdmincaAdminee changes.
0 PN GW SHALL send the PNAdminNoatification messag®MEs with the change(s)

[PNE initiated procedure]
When PN GW receives the PNAdminRequest messageRidEn

If PNAdminCommand attribute is set as “1” (Assigd Rdmin)
o PN GW forwards the PNAdminRequest message to CRM&6
If PNAdminCommand attribute is set as “2” (ReleBdAdmin)
o If the requester is correct PN Admin
= PN GW forwards the PNAdminRequest message to CRM&6
o Otherwise

= PN GW sends the PNAdminResponse message to theérieNHing Result attribute set as “4” (Fail,
requesting PN Admin is incorrect).

If PNAdminCommand attribute is set as “5” (Assigd Rdmin and also Add Adminee)
0 PN GW SHALL send the PNAdminRequest message toestgd PNE for Adminee addition.

When PN GW receives PNAdminResponse message frdi PN

If Result attribute is set as “1"(Success)
0 PN GW SHALL forward the PNAdminRequest messageivedefrom originating PNE to CPNS Server.
Otherwise

0 PN GW SHALL send the PNAdminRequest message reiqgestly PN Admin assignment to CPNS Server
including following elements and attributes.

=  PNAdminCommand attribute SHALL be inserted with {&ssign PN Admin).
=  PNiInfo element SHALL be inserted.

® PNID attribute SHALL be inserted to indicate the.PN
= PNEInfo element SHALL be inserted.

® PNEID attribute SHALL be inserted to indicate PNnaAid.

® PNAdmin attribute SHALL be inserted with “TRUE”.

When PN GW receives the PNAdminResponse messageGRNS Server

7.6.4.3

PN GW SHALL forward the message to originating PNE.

If Result attribute is set as “1” (Success)

0 PN GW SHALL update its PN Inventory with PN AdminchAdminee change(s).

0 PN GW SHALL send the PNAdminNoatification messagetioer PNEs with the change(s).

CPNS Server

When CPNS Server receives the PNAdminRequest me$sag PN GW

If PNAdminCommand attribute is set as “1”"(Assign RNmin)
o If currently there is no PN Admin in the PN and R8imin has enough capabilities (e.g. Ul capability)
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7.6.5

(o]

= CPNS Server SHALL update its PN Inventory with PHidin change.

= CPNS Server SHALL send the PNAdminResponse mesed@d GW including Result attribute with
“1"(Success).

Otherwise

= CPNS Server SHALL send the PNAdminResponse meded@d GW including Result attribute with
“2" (Fail, PN Admin assignment failed).

If PNAdminCommand attribute is set as “5”(Assign Rdmin and also Add Adminee)

(o]

If currently there is no PN Admin in the PN and Rtimin has enough capabilities (e.g. Ul capabilig)well
as PN Admin and Adminee belong to the same CPN$ Use

= CPNS Server SHALL update its PN Inventory with Piiidin and Adminee changes.

= CPNS Server SHALL send the PNAdminResponse meded@fd GW including Result attribute with
“1"(Success).

If there is already PN Admin in the PN or PN Adrdimes not have enough capabilities

= CPNS Server SHALL send the PNAdminResponse meded@fd GW including Result attribute with
“2" (Fail, PN Admin assignment failed).

If PN Admin and Adminee do not belong to the sarfNS User

= CPNS Server SHALL send the PNAdminResponse mesed@fd GW including Result attribute with
“3” (Fail, Adminee addition failed).

If PNAdminCommand attribute is set as “2” (ReleBdAdmin)

(o]

(o]

If the requester is correct PN Admin
= CPNS Server SHALL update PNAdmin attribute as “FAL$ its PN Inventory.

= CPNS Server SHALL update Adminee attributes witAtSE” in its PN Inventory since all Adminees
SHALL be removed with PN Admin release.

= CPNS Server SHALL send the PNAdminResponse mesed®id GW including Result attribute set as
“1"(Success).

If the requester is not PN Admin

= CPNS Server SHALL send the PNAdminResponse mesed@id GW including Result attribute set as
“4” (Fail, requesting PN Admin is incorrect).

Adminee Addition and Removal

Adminee addition and removal can be requested iy ®N\PN GW who is PN Admin.

7.6.5.1

PNE

[Procedure in PNE who is PN Admin]

If PNE who is PN Admin wants to request Admineeitiad or removal, PNE SHALL send the PNAdminRequesssage
to PN GW including following elements and attritaite

PNAdminCommand attribute SHALL be inserted with {&dd Adminee) or “4” (Remove Adminee).
PNInfo element SHALL be inserted.

(o]

PNID attribute SHALL be inserted to indicate the.PN

PNEInfo element SHALL be inserted.

(o]

PNEID attribute SHALL be inserted to indicate PNmid.
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o PNAdmin attribute SHALL be inserted with “TRUE".
. PNEInfo or PNGWInfo element SHALL be inserted.
o0 PNEID or PNGWID attribute SHALL be inserted to indie Adminee.

0 Adminee attribute SHALL be inserted with “TRUE"RIN Admin requests Adminee or “FALSE” if PN
Admin requests Adminee removal.

When PNE receives the PNAdminResponse messagdPo@W, PNE SHALL update its PN Inventory with Adree
change.

[Procedure in PNE who is not PN Admin]
When PNE receives the PNAdminRequest message fio@\W
« If PNAdminCommand attribute is set as “3” (Add Adrae)
o If the requester is correct PN Admin and the PN&epts the request

= PNE SHALL send the PNAdminResponse message to PNreMing Result attribute set as
“1"(Success).

o If the PNE does not accepts the request

= PNE SHALL send the PNAdminResponse message to PNBMding Result attribute set as “3”(Falil,
Adminee addition failed).

o If the requester is not PN Admin

= PNE SHALL send the PNAdminResponse message to PNeMting Result attribute set as “4”(Fail,
requesting PN Admin is incorrect).

When PNE receives the PNAdminNotification messagmfPN GW, PNE SHALL update its PN Inventory witdrAinee
change.

7.6.5.2 PN GW

[Procedure in PN GW who is PN Admin]

If PN GW who is PN Admin wants to request Adminédeition or removal, PN GW SHALL send the PNAdminRest
message to PNE including following elements andbaites.

«  PNAdminCommand attribute SHALL be inserted with (&dd Adminee) or “4” (Remove Adminee).
*  PNiInfo element SHALL be inserted.
o PNID attribute SHALL be inserted to indicate the.PN
¢ PNGWInfo element SHALL be inserted.
0 PNGWInfo attribute SHALL be inserted to indicate RNmin.
0 PNAdmin attribute SHALL be inserted with “TRUE”.
*  PNEInfo element SHALL be inserted.
o PNEID attribute SHALL be inserted to indicate Admén

0 Adminee attribute SHALL be inserted with “TRUE"RPIN Admin requests Adminee addition or “FALSE” if
PN Admin requests Adminee removal.

When PN GW receives the PNAdminResponse messageHNE, it checks Result attribute in the messdgaelResult is
“1” (Success), PN GW SHALL send the original PNAdRequest message to CPNS Server.

When PN GW receives the PNAdminResponse messageGRNS Server including Result attribute with “Iti¢8ess), PN

GW SHALL update its PN Inventory with Adminee charand send the PNAdminNotification to PNEs to infokdminee
change.

[Procedure in PN GW who is not PN Admin]
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When PN GW receives the PNAdminRequest messageRidEn
e If the PNE is not PN Admin

0 PN GW SHALL send the PNAdminResponse message tBfteincluding Result attribute with “4” (Fall,
requesting PN Admin is incorrect).

e If the PNE is genuine PN Admin
o If the PNE requests PN GW for Adminee addition
= |[f PN Admin and Adminee belong to the same CPNS Use
® PN GW SHALL forward the PNAdminRequest messageRdIS Server.
= |[f PN Admin and Adminee belong to the different C’®Nser, or PN GW rejects the request

® PN GW SHALL send the PNAdminResponse message toiRtNEding Result attribute with
“3"(Fail, Adminee addition failed).

e If the PNE requests PN GW for Adminee removal
0 PN GW SHALL forward the message to CPNS Server.
e If the PNE requests another PNE for Adminee additio
o PN GW forwards the message to the requested PNE.
When PN GW receives the PNAdminResponse messageANE
e If Result attribute is set as “1"(Success)
0 PN GW SHALL forward the PNAdminRequest messageivedefrom originating PNE to CPNS Server.
When PN GW receives the PNAdminResponse messageGRNS Server
¢ PN GW SHALL forward the PNAdminResponse messageitpnating PNE.
« If Result attribute is set as “1"(Success)
0 PN GW SHALL update its PN Inventory with Admineeacige.
0 PN GW SHALL send the PNAdminNotification messagetioer PNEs to inform Adminee change.

7.6.5.3 CPNS Server
When CPNS Server receives the PNAdminRequest me$sag PN GW
e If Adminee addition is requested
o If the requester is correct PN Admin as well asA&hhin and Adminee belong to the same CPNS User
= CPNS Server SHALL update its PN Inventory with Ade® change.

= CPNS Server SHALL send the PNAdminResponse meded@d GW including Result attribute with
“1"(Success).

o Otherwise

= CPNS Server SHALL send the PNAdminResponse meded@d GW including Result attribute with
“3"(Fail, Adminee addition failed).

e If Adminee removal is requested
o If requesting PN Admin and requested Adminee argeco
= CPNS Server SHALL update its PN Inventory with Ade® change.

= CPNS Server SHALL send the PNAdminResponse mesed@d GW including Result attribute with
“1"(Success).

o If the requester is not PN Admin
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= CPNS Server SHALL send the PNAdminResponse mesed®d GW including Result attribute with
“4”(Fail, requesting PN Admin is incorrect).

o If the requestee is not Adminee

= CPNS Server SHALL send the PNAdminResponse meded@d GW including Result attribute with
“5”(Fail, requested Adminee is incorrect).

7.6.6  Adminee Information Change
Adminee information change can be requested by &N\EN GW who is PN Admin

7.6.6.1 PNE

[Procedure in PNE who is PN Admin]

If PNE wants to change information on Adminee peitay to the PN that PN Admin and Adminee belongRNE SHALL
send the PNAdminRequest message to PN GW inclddltayving elements and attributes.

If PNE wants to change its own information, PNE SHAipdate its PN Inventory and send the PNAdminRstjmessage
to PN GW including following elements and attrilaite inform the changes.

¢ PNAdminCommand attribute SHALL be inserted with {&iformation change).
*  PNiInfo element SHALL be inserted.
o PNID attribute SHALL be inserted to indicate the.PN
o0 Attributes to be changed SHOULD be inserted.
*  PNEInfo element SHALL be inserted.
0o PNEID attribute SHALL be inserted to indicate PNmid.
0 PNAdmin attribute SHALL be inserted with “TRUE".
¢ PNEInfo or PNGWInfo element SHOULD be inserted.
o PNEID or PNGWID attribute SHALL be inserted to indie Adminee or PN Admin itself.
o Elements which include attributes to be changed SHie inserted.
= Attributes to be changed SHALL be inserted.

When PNE receives the PNAdminResponse messagelimglResult attribute with “1”(Success) from PN GRNE
SHALL update its PN Inventory as it was requesteAdminee.

[Procedure in PNE who is Adminee]

¢« When PNE who is Adminee receives the PNAdminReqguestsage from PN GW requesting information change
If the requester is correct PN Admin

0 PNE SHALL update its PN Inventory as it was regeest
0 PNE SHALL send the PNAdminResponse message to PNrm@lMling Result attribute with “1” (Success).
e If the requester is not PN Admin

0 PNE SHALL send the PNAdminResponse message to PNr8Mling Result attribute with “4”(Fail,
requesting PN Admin is incorrect).

[Procedure in PNE who is not PN Admin or Adminee]

When PNE who is not Adminee receives the PNAdminiRetimessage requesting information change, PNH_&l4And
the PNAdminResponse message to PN GW includinglRatstibute with “5” (Fail, requested Adminee igbrrect).
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7.6.6.2 PN GW

[Procedure in PN GW who is PN Admin]

If PN GW wants to change information on Admineetg@ieing to the PN that PN Admin and Adminee belotmd®N GW
SHALL send the PNAdminRequest message to PNE iimguidllowing elements and attributes.

If PN GW wants to change its own information, PN GNALL update its PN Inventory and send the PNAdRgiquest
message to CPNS Server including following elemantsattributes to inform the changes

*«  PNAdminCommand attribute SHALL be inserted with {&iformation change).
¢ PNinfo element SHALL be inserted.
o PNID attribute SHALL be inserted to indicate the.PN
0 Attributes to be changed SHOULD be inserted.
*  PNGWInfo element SHALL be inserted.
0 PNGWiInfo attribute SHALL be inserted to indicate RNmin.
0 PNAdmin attribute SHALL be inserted with “TRUE”.
¢ PNEInfo or PNGWInfo element SHOULD be inserted.
o PNEID or PNGWID attribute SHALL be inserted to indie Adminee or PN Admin itself.
o Elements which include attributes to be changed SHie inserted.
= Attributes to be changed SHALL be inserted.

When PN GW receives the PNAdminResponse messageFNE including Result attribute with “1”(SuccesBN GW
SHALL send the original PNAdminRequest messagé\ftminee information change to CPNS.

When PN GW receives the PNAdminResponse messageGRNS Server including Result attribute with “Lli¢8ess), PN
GW SHALL update its PN Inventory as it requestedtiminee and send the PNAdminNotification messageNEs to
inform the Adminee’s information change.

[Procedure in PN GW who is Adminee]
When PN GW who is Adminee receives the PNAdminRsgoessage from PNE
e If the requester is genuine PN Admin
0 PN GW SHALL update its PN Inventory as it was resjad
0 PN GW SHALL forward the PNAdminRequest message whias received from PN Admin to CPNS Server
e If the requester is not PN Admin

0 PN GW SHALL send the PNAdminResponse message toiRtNEling Result attribute with “4”(Fail,
requesting PN Admin is incorrect)

When PN GW receives the PNAdminResponse messalyelimg Result attribute with “1"(Success) from C®Server, PN
GW SHALL send the PNAdminNotification to PNEs tdarm its information change.

[Procedure in PN GW who is not PN Admin or Adminee]
When PN GW receives the PNAdminRequest messageRidR
e If the PNE is genuine PN Admin
o Ifthe PNE requested PN GW for information change

= PN GW SHALL send the PNAdminResponse message toiRtNEding Result attribute with “5” (Fail,
requested Adminee is incorrect).

o If the PNE requests another PNE for informationngea
= PN GW SHALL forward the message to the requested.PN
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o If the PNE requested information change for itself
= PN GW SHALL forward the message to CPNS Server.
* If the PNE is not PN Admin

0 PN GW SHALL send the PNAdminResponse message tBfteincluding Result attribute with “4” (Fall,
requesting PN Admin is incorrect).

When PN GW receives the PNAdminResponse messageANE
e If Result attribute is set as “1"(Success)

0 PN GW SHALL forward the original PNAdminRequest m&ge received from PNE who is PN Admin to
CPNS Server.

When PN GW receives the PNAdminResponse messageGRNS Server
e If Result attribute is set as “1”(Success)
0 PN GW SHALL send the PNAdminResponse message towEs PN Admin.
0 PN GW SHALL send the PNAdminNotification messagetioer PNES.

7.6.6.3 CPNS Server

When CPNS Server receives the PNAdminRequest me$ésagdminee information change
e CPNS Server SHALL update its PN Inventory as it wegiested.

e« CPNS Server SHALL send the PNAdminResponse meded®fd GW including Result attribute with “1”
(Success).

7.6.7  PNE Switching

PNE Switching can be requested by PNE or PN GW. £ERtity who initiates the PNE switching proced8i¢ALL
choose the candidate PNE.

7.6.7.1 PNE

[Procedure in requesting PNE]

If PNE wants to request PNE Switching, PNE SHALIoake the candidate PNE among all other member P E(se
same PN according to their Device Capabilitiestbeocriteriaand SHALL send the PNESwitchRequest message to PN
GW including following elements and attributes.

*  PNEID attribute SHALL be inserted as the ID of regting PNE
e TargetlD attribute SHALL be inserted

*  ServiceProfile element SHALL be inserted.

[Procedure in candidate PNE]

When PNE receives PNESwitchRequest message fro@\WNand TargetID is its PNEID, PNE SHALL send
InvokeRequest message to PN GW including follovétements and attributes.

» ServicelD element SHALL be included to identify\dee according to the information received from the
PNESwitchRequest.

* InputParameterList element SHALL be included acitwydo the information received from the PNESwitelggest.

When PNE receives InvokeResponse message from PNPBM SHALL send PNESwitchResponse message to PN GW
including following element and attribute.

. Result attribute SHALL be inserted.
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0 Resultis “1” (Success), if the switching is suambes

0 Otherwise Result is “2” (Fail).

7.6.7.2 PN GW

When PN GW receives PNESwitchRequest message fhify PN GW SHALL send PNESwitchRequest message to
candidate PNE including following elements andiladtes.

«  PNEID attribute SHALL be inserted as the ID of regting PNE
e TargetlD attribute SHALL be inserted.
*  ServiceProfile element SHALL be inserted.

If PN GW wants to request PNE Switching, PN GW SHAdhoose the candidate PNE among all other memKE&i($) in
the same PN according to their Device Capabilitiesther criteria, and SHALL send PNESwitchRequestandidate PNE,
including following elements and attributes.

*  PNEID attribute SHALL be inserted as the ID of PINRich will be switched.
e TargetlD attribute SHALL be inserted if the cand&lRNE already be chosen.
. ServiceProfile element SHALL be inserted.

When PN GW receives InvokeRequest message fromdaird®NE, PN GW SHALL forward the InvokeRequestsage
to CPNS Server

When PN GW receives InvokeResponse message frons&eNer, PN GW SHALL suspend service(s) whichréy(a
consumed by requesting PNE and PN GW SHALL forvihedinvokeResponse message to candidate PNE.

When PN GW receives PNESwitchResponse messagecandidate PNE, PN GW SHALL send PNESwitchResponse
message to requesting PNE including following latii, if this request is initiated by the reques®NE.

¢ Result attribute SHALL be inserted.
0 Resultis “1” (Success), if the switching is suatet
0 Otherwise Result is “2” (Fail).

7.6.7.3 CPNS Server

Upon receiving the InvokeRequest, the CPNS Ser#&LE forwards the message to the external conteowider based on
the received CPID (i.e., ID of external contentyider).

In case of Remote PNE case where PNE is actingrgert provider, upon receiving the InvokeRequibst, CPNS Server
SHALL forwards the message to the PN GW based emdteived CPNS EntitylD (i.e., PNEID of contend\ader).

Upon receiving the InvokeResponse, the CPNS S&M&lL L forwards the message to the relevant PN GW.

7.6.8 PN GW Switching

7.6.8.1 PNE

If CPNS User wants to change the Mode of CPNS Bsvior PN GW Switching procedure, PNE SHALL seral th
PNGWChangeRequest message to current PN GW. Tlsisage includes following elements and attributes.

¢ PNinfo element SHALL be inserted.
o PNID attribute SHALL be inserted.
*  PNGWInfo element SHALL be inserted.
o PNGWID attribute SHALL be inserted to indicate @t PN GW in the PN.
0 Mode attribute SHALL be inserted to indicate Mode&C®NS Device which has this PN GW after switching.
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*  PNEInfo element SHALL be inserted.
o PNEID attribute SHALL be inserted.
0 Mode attribute SHALL be inserted to indicate Mod€&C®NS Device which has this PNE after switching.

When PNE receives the PNGWChangeResponse messag® it GW including Result attribute with “1"(SucegsCPNS
Device which has this PNE SHALL change its Mod@M GW or BOTH as this PNE requested, and candist&W on
the device SHALL perform PN GW Authentication.

When PNE receives the PNGWChangeRequest messag®oGW requesting Mode switching to PN GW or BOfoH
PN GW switching, PNE SHALL send the PNGWChangeRespanessage to PN GW including Result attribute
“1"(Success) if it accepts the request, or “2”(fatherwise. If PNE accepts the request, CPNS [@ewitich has this PNE
SHALL change its Mode to PN GW or BOTH as it isuegted, and candidate PN GW on the device SHALfoparPN
GW Authentication.

When PNE receives the PNGWChangeNotification mesfagn candidate PN GW, PNE SHALL update its PNelmtory
and SG Inventory with PNGWInfo element in the mgssédf the PNE needs to update GKDK(s), the PNEs¢hne
GKDKRequest message to PN GW to retrieve new GKDKfer PN GW switching (See section 7.8.4 GKDK/GKE
management).

7.6.8.2 PN GW

[Procedure in PN GW]

When PN GW receives the PNGWChangeRequest messegdNE, PN GW SHALL send the PNGWChangeResponse
message to the PNE including Result attribute #WitiSuccess) if it accepts the request, or “2"(fFatherwise.

If CPNS User wants to change the Mode of CPNS Rsvior PN GW Switching procedure, PN GW SHALL sémel
PNGWChangeRequest message to PNE. This messagéedadbllowing elements and attributes.

¢ PNinfo element SHALL be inserted.

o PNID attribute SHALL be inserted.
¢ PNGWInfo element SHALL be inserted.

o PNGWID attribute SHALL be inserted to indicate PM/Gn the PN.

0 Mode attribute SHALL be inserted to indicate Mode&C®NS Device which has this PN GW after switching.
*  PNEInfo element SHALL be inserted.

o PNEID attribute SHALL be inserted.

0 Mode attribute SHALL be inserted to indicate Mod€&C®NS Device which has this PNE after switching.

When PN GW receives the PNGWChangeNoatification feandidate PN GW, PN GW SHALL suspend on-going
Service(s) and sends the PNGWChangeNotificatiorsagesto candidate PN GW with PNID attribute and
SuspensionCompletion attribute set as “TRUE". Afiending the message, CPNS Device which has thiS\WNSHALL
change the Mode.

[Procedure in candidate PN GW for PN GW switching]

After CPNS Device changes its Mode to PN GW or BA®dHPN GW switching, candidate PN GW SHALL perfoRi
GW Authentication and send the PNGWChangeRequestage to CPNS Server including following elements a
attributes.

¢ PNinfo element SHALL be inserted.
o PNID attribute SHALL be inserted.

*«  PNGWInfo element SHALL be inserted to deliver calade PN GW's information.
o PNGWID attribute SHALL be inserted to indicate catade PN GW.
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PNGWName attribute MAY be inserted.
Mode attribute MAY be inserted.

o O O

Zonebasedservicesupport attribute MAY be inserted.
o Broadcastgroupkeydeliverysupport attribute MAY bseirted.

When candidate PN GW receives the PNGWChangeRespoassage from CPNS Server including Result at&iith
“1"(Success), candidate PN GW SHALL update its BiXehtory with PNEInfo element(s) and, create SGitory with
SGInfo element(s) in the message. And also PN GWLSHsend the PNGWChangeNotification message tothallPNE(S)
in the PN including following elements and attrigsit

*  PNiInfo element SHALL be inserted.
o PNID attribute SHALL be inserted.

*«  PNGWInfo element SHALL be inserted to deliver calade PN GW's information.
o PNGWID attribute SHALL be inserted to indicate calade PN GW.
o PNGWName attribute MAY be inserted.
0 Mode attribute MAY be inserted.
0 Zonebasedservicesupport attribute MAY be inserted.

o0 Broadcastgroupkeydeliverysupport attribute MAY beeirted

After sending the PNGWChangeNotification messageN&(s), candidate PN GW SHALL send the
PNGWChangeNatification message to PN GW with PNiEhe PN and PNGWID of the candidate PN GW.

Upon receiving the PNGWChangeNotification messagm fcandidate PN GW, PN GW SHALL suspend Servida(f)e
PN with InvokeRequest message.

When suspension is completed, PN GW SHALL sendPti&WChangeNotification message to candidate PN @Nding
PNID of the PN.

Upon receiving PNGWChangeNotification message fRMNGW, candidate PN GW SHALL resume the suspended
Service(s) with InvokeRequest message. Informaifd®ervice(s) to suspend and resume is deliveréd Sérvicelnfo
element(s) in the PNGWChangeResponse message@anCPNS Server to candidate PN GW.

7.6.8.3 CPNS Server

When CPNS Server receives PNGWChangeRequest mdssageandidate PN GW, if it accepts the requeBiINS Server
SHALL update its PN Inventory with PNGWInfo elememtd SG Inventory with PNGWID in the message. Alsd £PNS
Server SHALL send the PNGWChangeResponse mess#ge ¢andidate PN GW including following elements a
attributes.

e Result attribute SHALL be inserted with “1"(Success
*  PNiInfo element SHALL be inserted.
o0 PNID attribute SHALL be inserted.
*  PNEInfo element SHALL be inserted.
0 All sub elements/attributes of PNEInfo SHALL beeén®d.
¢ Servicelnfo element SHOULD be inserted.
o All sub elements/attributes of Servicelnfo SHALL ibserted.
*  SGInfo element SHOULD be inserted
o0 All sub elements/attributes of SGInfo SHALL be irtee.
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After sending PNGWChangeResponse message, CPN& S#HALL send Group Key(s) with GroupKeyDeliveryRegt
message to the candidate PN GW.

If there is a PN, except this PN, who has any S@b& belonging to the SG which is updated dueitoRIN GW switching,
CPNS Server send the SGChangeNotification messatpe PN GW of the PN (See 6.8.7).

If CPNS Server does not accept the request, CPN&ISBHALL send the PNGWChangeResponse messade G\
including Result attribute with “2”(Fail).

7.6.9 PN Splitting

PN Splitting can be requested by PNE or PN GW.HRNE& which initiating the splitting request MUST $@lit to new PN.
PN Admin and Adminee(s) of PN before splitting vii# released and removed after PN splitting, res@dz. PN Admin
and Adminee(s) can be re-assigned following thesplitting.

7.6.9.1 PNE

[Procedure in requesting PNE]

If PNE wants to request PN Splitting, PNE SHALL de¢he PNSplittingRequest message to PN GW inclufihgwing
elements and attributes.

«  TargetEntitylD attribute SHALL be inserted if PNBdws which device has the target entity will be M GW
for the split PN.

*  PNEID attribute SHALL be inserted.
o ID of PNE which will be part of newly created PN SH. be inserted.
[Procedure in requested PNE]

When PNE receives PNSplittingRequest message fierGW, if the CPNS Device which has the PNE acctpmsequest,
the PNE in the CPNS Device SHALL send PNSplittingfiteise message to requesting PN GW including foligwattribute.

* Result attribute SHALL be inserted.
0 Resultis “1"” (Success)

When PNE receives PNSplittingRequest message fldr@W, if the CPNS Device which has the PNE doesagoept the
request, the PNE in the CPNS Device SHALL send RiMiBgResponse message to requesting PN GW inoguftillowing
attribute.

. Result attribute SHALL be inserted.
0 Resultis “2” (Fail)

When PNE receives PNSetupRequest message frondesam@N GW, PNE SHALL send the PNSetupResponseages$s
candidate PN GW including following attribute.

. Return attribute SHALL be inserted as describeseiction 8.7.1.2.

When PNE receives PNEstablishmentNotify message éandidate PN GW, PNE SHALL store the informatidsplit PN
in PN Inventory.

7.6.9.2 PN GW

[Procedure in requesting PN GW]

If PN GW wants to request PN Splitting or PN GWaiges PNSplittingRequest message form PNE, PN GWL&Hsend
the PNSplittingRequest message to PNE which icatdd by TargetEntitylD, including following elenterand attributes.

e TargetEntitylD attribute SHALL be inserted

¢ PNEID attribute SHALL be inserted.
o ID of PNE which will be part of the newly created BHALL be inserted.
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When PN GW receives PNSplittingNotification messagen candidate PN GW for the split PN and the Restribute is
“1” (success), PN GW SHALL update its local PN Inte@y and send PNUpdateRegeust message to CPN& Serv
including following elements and attributes.

. PNEInfo element SHALL be inserted.
0 PNEID attribute SHALL be inserted.
0 Update attribute SHALL be inserted as “3” (Removed)

When PN GW receives PNSplittingNotification messigen candidate PN GW for the split PN with the Reattribute,
PN GW SHALL send PNSplittingResponse message to, fittie request is initiated by PNE, includinglésting attribute.

¢ Result attribute SHALL be inserted.
0 Resultis “1” (Success), if split is successful.
0 Otherwise Result is “2” (Fail).

When PN GW receives PNSplittingNotification messagen candidate PN GW for the split PN and the Restribute is
“1"(Success), PN GW SHALL send PNUpdateNotificatroessage to PNE(s) which is(are) not split to n&i{slP

When PN GW receives PNUpdateResponse message i Server, PN GW SHALL send PNUpdateNotification
message to PNE(s) which stay in the original PN.

[Procedure in candidate PN GW]

When PNE receives PNSplittingRequest message fié@W, if the CPNS Device which has the PNE accegtrequest,
the CPNS Device SHALL switch its Mode to PN GW @BH and the PN GW in the CPNS Device SHALL send
PNSplittingResponse message to requesting PN GMling following elements and attributes.

. Result attribute SHALL be inserted.
0 Resultis “1” (Success)
*  PNGWiInfo element SHALL be inserted.

o Every attribute of PNGWInfo which will be the PN Gbo¥ split PN SHALL be inserted (See section 8. 00 f
detail).

After that, authentication between PN GW and CPN&& SHALL be performed.
If the authentication is successful, PN GW SHALhd®NSetupRequest message to requested PNE(ggpte ernew PN.

When receives PNSetupResponse message from redj@dsigs), PN GW SHALL send PNSetupRequest messaG@ NS
Server as described in section 8.7.1.1.

When PN GW receives the PNSetupResponse messag€fPdS Server, and the Return attribute is “1” (CRY GW
SHALL send PNEstablishmentNotify message to all imenmPNE(s) as described in section 8.7.1.1.

When PN GW receives the PNSetupResponse messag€fPdlS Server, PN GW SHALL send PNSplittingNotifica
message to requesting PN GW, including followirgnents and attributes.

* Result attribute SHALL be inserted.
0 Resultis “1” (Success), if splitting is succeeded

0 Resultis “2" (Fail), if splitting is failed.
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7.6.9.3 CPNS Server

When CPNS Server receives the PNSetupRequest neefssagPN GW, CPNS Server SHALL register and stbesPN
information which is derived from PNSetupRequesssage in the PN inventory, and send PNSetupRespoessage to
PN GW including following element and attribute.

*  Return attribute SHALL be inserted.
0 Returnis “1” (OK), if the PN is setup successfully
0 Returnis “2” (Failure), if the PN setup is failed.

¢ PNiInfo element SHALL be inserted.

When CPNS Server receives the PNUpdateRequest geesean PN GW, CPNS Server SHALL update PN Inventeith
PNEInfo element in PNInfo element, and then CPNS&eSHALL send the PNUpdateResponse message wihlR
attribute to PN GW.

7.6.10 PN Merging

PN Merging can be requested by PN GW. Public PN Gdvie based PN GW and remote PN cannot be merded. P
Admin(s) and Adminee(s) of PN before merging wél feleased and removed after PN merging, respgct®i Admin
and Adminee(s) can be re-assigned following therixging.

7.6.10.1 PNE

[Procedure in requested PNE]

When PNE receives PNUpdateNotification message frandidate PN GW, PNE SHALL send InvokeRequest atgsto
candidate PN GW to resume service before mergingdéssary.

When PNE receives InvokeResponse message fronatitidate PN GW, PNE SHALL resume the service.
7.6.10.2 PN GW

[Procedure in requesting PN GW]

If PN GW wants to request PN Merging, PN GW SHAIlHoose candidate PN GW among all the PN GWs in PiNshw
will be merged. When the candidate PN GW is choB&hGW SHALL send the PNMergingRequest messagevited PN
GW including following elements and attributes.

*  CandidatePNGWID attribute SHALL be inserted
e InvitedPN element SHALL be inserted.
o PNID attribute SHALL be inserted as identificatiohinvited PN.
o PNGWID attribute SHALL be inserted as identificatiof invited PN's PN GW.
0
When PN GW receives PNMergingResponse messageifinotad PN,

e If the value of Result is “2”(Fail) and there is ather invited PN(s) or the Result(s) from othesitied PN GW(s)
is(are) “2"(Fail), the merging is failed.

PN GW SHALL send PNMergingNotification message aadidate PN GW and invited PN GW including follogin
elements and attributes. If the candidate PN GWedgequesting PN GW itself, the requesting PN Gi&sdhot need to send
this PNMergingNotification message to the candidRteGW.

. Result attribute SHALL be inserted.

e CandidatePNGWID attribute SHALL be inserted as fl@andidate PN GW if Result attribute set as “1'gge for
merging).

«  PNiInfo element SHALL be inserted if this messaggeisding to candidate PN GW with Result attribetees
“1"(Ready for merging)..
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0 All the PNInfo element(s) of invited PN(s) SHALL lreserted.

[Procedure in invited PN GW]

When PN GW receives PNMergingRequest message fqoesting PN GW, PN GW SHALL send PNMergingResponse
message to requesting PN GW including followingredats and attributes.

* Result attribute SHALL be inserted.
0 Resultis “1” (Success), if the request is accepted
0 Otherwise Result is “2” (Fail).
¢ PNiInfo element SHALL be inserted if Result is “Buccess).
o Every attribute and sub-element of PNInfo SHALLibgerted (See section 8.7.9 for detail).

When PN GW receives PNMergingNotification messagefrequesting PN GW, and candidate PN GW is seffitPN
GW SHALL suspend service(s) which is(are) used K¥) in the same PN.

[Procedure in candidate PN GW]

If the candidate PN GW is the requesting PN GW, MVABl GW receives PNMergingResponse message fratedn?N
GW, PN GW SHALL add all information of PNE(s) whiahll be merged in its local PN Inventory.

When PN GW receives PNMergingNotification messagefrequesting PN GW, and candidate PN GW is jttedf PN
GW SHALL be the PN GW of merged PN. PN GW SHALL adidnformation of PNE(s) which will be mergedits local
PN Inventory.

PN GW SHALL send PNUpdateRequest message to CPN@rSecluding updated information for the merged P

When receives PNUpdateResponse message from CRNMS &&h successful result, PN GW SHALL send
PNUpdateNotification message to all the member BNE(

When receives InvokeRequest message from PNE, PN6BMLL send InvokeRequest message to CPNS Server.
When receives InvokeResponse message from CPN8rSBN GW SHALL send InvokeResponse message to PNE.

7.6.10.3 CPNS Server

When CPNS Server receives the PNUpdateRequest gessean PN GW, CPNS Server SHALL update PN Inventor
accordingly and send PNUpdateResponse message ®\Pcluding following element and attribute.

¢ Result attribute SHALL be inserted.
0 Resultis “1” (Success), if the update is succéssfu
0 Otherwise Result is “4” (Fail).

Upon receiving the InvokeRequest, the CPNS Ser#&LE forwards the message to the external conteowider based on
the received CPID (i.e., ID of external contentyider).

In case of Remote PNE case where PNE is actingrgert provider, upon receiving the InvokeRequibst, CPNS Server
SHALL forwards the message to the PN GW based emdteived CPNS EntitylD (i.e., PNEID of contend\ader).

Upon receiving the InvokeResponse, the CPNS S&M&l_L forwards the message to the relevant PN GWerAhat
CPNS Server SHALL initiate PNRelease proceduredmgmg PNReleaseNotificaiton to invited PN GW(s).

7.6.11 PN Setup using PN Usage Info

Only if the HLF-053 in the CPNS 1.1 RD regarding Bbhge Info is supported, following procedure iotiesm 7.6.11
SHALL be facilitated.
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7.6.11.1 Create PN Usage Info

7.6.11.1.1 PNE

The PNE SHALL generate a PNUsagelnfoCreateRequessage according to format of CPNS Message inose8tiln the
PNUsagelnfoCreateRequest message, the PNE

1. SHALL include the UserlD attribute. UserlID is Uséentification of a current PN.

2. SHALL include the PNAlias attribute. PNAlias is alias of a PN. It used to remember a PN simply BP&AIS
User.

3. SHALL include the ExpirationTime attribute. Expii@Time is indicates an expiration time of PN usage
information. After the time, the PN Usage Info Wik deleted from a CPNS Server. If PNE wants tetdd?N
usage information for current PN, ExpirationTimeés to ‘0’

4. SHALL include the StorePNUsagelnfolnPN attribufeCPNS User wants to store PN usage information in
PNEs/PN GW, then StorePNUsagelnfolnPN attribute Ise set ‘TRUE’. Otherwise, StorePNUsagelnfolnPN
attribute is to be set ‘FALSE’.

The PNE SHALL send a PNUsagelnfoCreateRequest igessdPN GW.

Upon receiving the PNUsagelnfoCreateResponse me$sag the PN GW, the PNE

1. SHALL check the answer to PNUsagelnfoCreateRequessage in Return attribute.

2. SHALL store PNUsagelnfo in the PN usage informatishin the PNE if the value of Return is ‘1’ atite
message includes PNUsagelnfo element.

Upon receiving the PNUsagelnfoCreateNotificatiorsgage from the PN GW, the PNE

1. SHALL store PNUsagelnfo in the PN usage informatishif the message includes PNUsagelnfo element.

7.6.11.1.2 PN GW

Upon receiving the PNUsagelnfoCreateRequest medsagehe PNE, the PN GW SHALL forward the
PNUsagelnfoCreateRequest message to the CPNS Server

Upon receiving the PNUsagelnfoCreateResponse me$sag the CPNS Server, the PN GW

1. SHALL check the answer to PNUsagelnfoCreateRequessage in Return attribute.

2. SHALL store PNUsagelnfo in the PN usage informatishin the PN GW if the value of Return is ‘1’dithe
message includes the PNUsagelnfo.

PN GW SHALL forward the PNUsagelnfoCreateResponessage to the PNE.

If the PNUsagelnfoCreateResponse message inclhddaNUsagelnfo element, the PN GW SHALL generate th
PNUsagelnfoCreateNotification message and senthdssage to PNE(s) except the requested PNE innRtNe |
notification message, the PN GW SHALL include ti.Ragelnfo element that is received from the
PNUsagelnfoCreateResponse message.

7.6.11.1.3 CPNS Server

Upon receiving the PNUsagelnfoCreateRequest me$sagePN GW, the CPNS Server SHALL check the reeéiv
message, get the attributes. The CPNS Server
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SHALL check if there is already a PN usage infoipratist that has the same User ID in the receimedsage.

2. If PN usage information list for the User ID doeg axist, CPNS Server SHALL generate the PN usage
information list PN usage information list SHALLdlmde the UserlD and StorePNUsagelnfolNPN attriltbioe
were received from the PNUsagelnfoCreateRequestages

3. SHALL generate the PNUsagelnfolndex and PNUsagelh@PNS Server finds the User ID in the PN usage
information list, and copy the PN Info element frtme PN Inventory to the PN usage information lite
PNUsagelnfo

A. SHALL include the PN Alias and ExpirationTime abite that were received from the
PNUsagelnfoCreateRequest message.

B. SHALL include the PNGWID and PNEID(s) attributeatiSHALL be copied from the PNInfo element in PN
Inventory.

After generating the PNUsagelnfo in the PN usafmrimation list, CPNS Server SHALL generate a
PNUsagelnfoCreateResponse message according tatfoff@PNS Message in section 8. In the
PNUsagelnfoCreateResponse message, the CPNS Server

1. SHALL include the answer to CreatePNUsagelnfoRegmessage in Return attribute.

2. SHALL include the PNUsagelnfo elements if the SB&IsagelnfolnPN attribute of PNUsagelnfoCreateRstjue
message was set to ‘TRUE'.

The CPNS Sever SHALL send a PNUsagelnfoCreateRespoessage to PN GW.

7.6.11.2 PN Setup using PN Usage Info
7.6.11.2.1 PNE

[PN Usage Info List Query]

If a PNE does not have PN usage information lisstorePNUsagelnfolnPN in PN usage informationiséistet to ‘FALSE’,
PNE SHALL generate a PNUsagelnfoListRequest messegarding to format of CPNS Message in sectidn &e
PNUsagelnfoListRequest message, the PNE

1. SHALL include the UserID attribute. UserID is Uséentification regarding the PN usage information.

2. SHALL include the MaximumListlength attribut®aximum List length that PNE can receive with tbgeration.
If this value is non-zero, the CPNS Server SHALhds¢he list of PN usage information shorter thaeaqual to
this value.

3. SHOULD include the QueryOption element. QueryOpttament MAY include PNGWID and PNEID attributes
which are used for an additional searching keywordinding the PN usage information in the CPN$v8e This
Request message

A. MAY include the PNGWID attribute. PNGWID is PN G\Weantification of a PN that CPNS User wants to
find.

B. MAY include the PNEID attribute. PNEID is PNE iddittation of a PN that CPNS User wants to find.

Upon receiving the PNUsagelnfoListResponse messagethe PN GW, the PNE

1. SHALL check the answer to PNUsagelnfoListRequestgage in Return attribute.

2. SHALL store the PNUsagelnfo(s) in the PN usagerinfaion list in the PNE if the value of Return 13 and the
message includes PNUsagelnfo.
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[PN Setup using PN Usage Info]

The PNE SHALL select the PN usage information &iablishing a PN and generate a PNSetupUsingPNUdgagequest
message according to format of CPNS Message ifose®tIn the PNSetupUsingPNUsagelnfoRequest messiag PNE

1. SHALL include the UserID attribute. UserID is Uséentification regarding the selected PN usagerin&dion.

2. SHALL include the PNUsagelnfolndex attribute. PNyesimfolndex indicates a key index for searchingRhe
usage information from the PN usage informationitisCPNS Server.

3. SHALL include the PNEID attributes. PNEID(s) ingat PN except request PNE is(are) used in PN Geti¢ck
whether the PNE is ready to PN Setup.

The PNE SHALL send a PNSetupUsingPNUsagelnfoRegnessage to PN GW.

Upon receiving the PNSetupUsingPNUsagelnfoResporessage from the PN GW, the PNE

1. SHALL check the answer to PNSetupUsingPNUsagelnfolst message in Return attribute.

2. SHALL update, if the value of Return is ‘1’, the BiNventory by adding the PNInfo element in the
PNSetupUsingPNUsagelnfoResponse message.

Upon receiving the PNEstablishmentNotify messagmftne PN GW, the PNE

1. SHALL update the PN Inventory by adding the PNIafement in the PNEstablishmentNotify message.

7.6.11.2.2 PN GW
[PN Usage Info List Query]

Upon receiving the PNUsagelnfoListRequest message the PNE, the PN GW SHALL forward the
PNUsagelnfoListRequest message to the CPNS Server.

Upon receiving the PNUsagelnfoListResponse mesfsagethe CPNS Server, the PN GW SHALL forward the
PNUsagelnfoListResponse message to the PNE.

[PN Setup using PN Usage Info]

Upon receiving the PNSetupUsingPNUsagelnfoRequestage from the PNE, the PN GW SHALL check whether
PNE(s) in target PN is(are) ready to PN setupll inember PNE(s) do not ready to PN setup, PN GWegses the
PNSetupUsingPNUsagelnfoResponse message with Rattibute which is set to ‘3’ Not Accepted by PNVGOtherwise,
PN GW SHALL update the request message and seretjnest message to the CPNS Server. The requesageeSHALL
include the available PNEID(s) for PN Setup.

Upon receiving the PNSetupUsingPNUsagelnfoResporessage from the CPNS Server, the PN GW

1. SHALL store the PN Information in local PN Inventamder PNInfo element.

2. SHALL send the PNSetupUsingPNUsagelnfoRespomsssage to the originating PNE. If the value irrigiga
attribute is,
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A. 1- Shared, the PN GW SHALL include PNGWInfo anddiMNo, which are derived in
PNSetupUsingPNUsagelnfoResponsessage from the CPNS Server, in the
PNSetupUsingPNUsagelnfoRespomsessage to the originating PNE.

B. 2 - Protected, the PN GW SHALL include only PNGWinfvhich is derived in
PNSetupUsingPNUsagelnfoRespomsessage from the CPNS Server, in the
PNSetupUsingPNUsagelnfoResponsessage to the originating PNE. PN GW SHALL incléddEID(S),
which are established to the PN.

3. SHALL the PNEstablishmentNotify to PNE(s) excep tequested PNE in PN. If the value in sharinglaite is,

A. 1- Shared, the PN GW SHALL include PN GW Info &NME Info, which are derived in
PNSetupUsingPNUsagelnfoRespoffieen the CPNS Server, in the PNEestablishmentNotify

B. 2 - Protected, the PN GW SHALL include only PN GHfol, which is derived in PNSetupResponse from the
CPNS Server, in the PNEstablishmentNofity.

7.6.11.2.3 CPNS Server

[PN Usage Info List Query]
Upon receiving the PNUsagelnfoListRequest message PN GW, the CPNS Server

1. SHALL find the PN usage information where the U2f PN usage information is same as received IDser
attribute in the PNUsagelnfoListRequest messaganfadditional condition, if the QueryOption attrie is
included in the PNUsagelnfoListRegeust messageQthexryOption SHALL be used to find the PN usage
information where the same QueryOption is matched PNID of QueryOption is same with PNID in A
usage information).

2. SHALL check MaximumListlength attribute in the mags. If this value is non-zero, the CPNS Server BHA
send information of User Info List equal to thetlliength value. If the List is longer than the MaximListlength
Length, the CPNS Server SHALL divide the informataf PN Usage Info List into several chunks.

The CPNS Server SHALL generate a PNUsagelnfoLigi®ese message according to format of CPNS Messaggetion 8.
In the PNUsagelnfoListResponse message, the CPN®8rSe

1. SHALL include the answer to PNUsagelnfoListRequesssage in Return attribute.

2. SHALL include PNUsagelnfoList element. The PNUsag@llist element is consisting of the list of the th
PNUsagelnfo element. The PNUsagelnfo element SHifstlude PNusagelnfolndex, PNAlias, ExpirationTime
attribute, PN GWID and PNEID attribute(s).

[PN Setup using PN Usage Info]
Upon receiving the PNSetupUsingPNUsagelnfoRequestage from PN GW, the CPNS Server

1. SHALL find PN usage information where the both afeddD and PNUsagelnfolndex of PN usage informadian
same as received PNUsagelnfolndex and UserlID atitisbfrom the PNSetupUsingPNUsagelnfoRequest messag

2. SHALL retrieve the PN information which is derivefdm PN usage information if the CPNS Server fitits PN
usage information from the PN usage informationitithe CPNS Server. Otherwise (i.e., PN usageriétion
does not exist in the CPNS Server), the CPNS S&M&LL answer with Failure value.

After finding the PN Information, the Active stataSPNE(s) (i.e. PNEs in the request message) imnfddmation SHALL
set to ‘TRUE’, the CPNS Server SHALL update PN meey by adding the PN Information and generate the
PNSetupUsingPNUsagelnfoResponse message accoodimg format of CPNS Message in section 8. The CB&t8er

1. SHALL include the answer to PNSetupUsingPNUsagé&tef&ponse message in Return attribute.
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2. SHALL include the PN information which is storedtite PN usage information, if the CPNS Server fitidsPN
usage information from the PN usage informationitithe CPNS Server. Otherwise (i.e., PN usagerinétion
does not exist in the CPNS Server), the CPNS S&M&LL NOT include the PN information.

7.7 Service Group Management

After PNE Switching, PN Merging and PN Splitting|ated SG(s) need to be updated as describedtiors&c7.2.4 and
7.7.3.

7.7.1  Service Group Creation

7.7.1.1 PNE

When PNE is requested to create Service Group €8S User and PNE wants to be SG Owner of cerivice® Group,
PNE SHALL send the SGCreateRequest message to PM&Wding below. If there is no SG Inventory iretRNE, PNE
SHALL create SG Inventory first.

e OriginEntitylD attribute SHALL be inserted for ctéan requesting PNE.
* SGinfo element SHALL be inserted
0 SGDescription attribute SHOULD be inserted to diéscthe Service Group.
o0 Sharing attribute SHALL be inserted based on ti@iegble access level to the SG information.

= |f a member PNE wants to share the SG informatiith ether SG members only, the value of the
Sharing attribute will be ‘2’ for Selective accéssel.

= |f amember PNE wants to restrict access to SQnmdtion for any PNE, regardless of whether
being of SG member or not, the value of the Shaattripute will be ‘3’ for Closed access level

0 MaxPNE attribute SHALL be inserted if PNE wantsrsert its maximum number of members. CPNS
Server SHALL check this MaxPNE whenever the addald®NE joins.

0 MaxUser attribute SHALL be inserted if PNE wantsrsert its maximum number of CPNS User(s).
CPNS Server SHALL check this MaxUser whenever tditeonal PNE joins using CPNS User
information of that PNE.

o ServicelD elements SHALL be inserted if this PNBWs ServicelDs through service discovery procedure
or the other procedure, and wants to get that aervi

* PNEInfo element SHALL be inserted for invited PNE(Ecreation requesting PNE wants to invite thiees PNES.
o PNEID attribute SHALL be inserted to specify PNEbwinvited.

When PNE receives the SGCreateResponse messagPft@w, PNE SHALL store following information ingtSG
Inventory.

* SGinfo element SHALL be stored from the SGCreatpBese message.

Memberinfo element SHALL be stored from PNEInfoneént in the SGCreateResponse message, which PNEInfo
element has Result attribute with “1” (Success).
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7.7.1.2 PN GW

When PN GW receives the SGCreateRequest messagéfie or PN GW creates the SGCreateRequest meissagging
attribute and elements except OriginEntitylD atitdbat CPNS User request, PN GW SHALL send the 8&€Request
message to CPNS Server. When PN GW creates theea@Request message, PN GW SHALL insert SG Owiirgg us
member PNE in PN handled by this PN GW.

When PN GW receives the SGCreateResponse messag€RNS Server, PN GW SHALL create new SGInfo elgrire
local SG Inventory based on following informatiorcluded in the SGCreateResponse message.

* SGinfo element SHALL be stored from the SGCreatpBese message.

*  Memberinfo element SHALL be stored from PNEInfoneént with only PNEID and PNGWID attributes (without
any elements and Name attribute because theyaesh local PN Inventory) in the SGCreateRespansssage
if Result attribute is “1” (Success), and valuePdfGWID is part of its PN for this PNGW, which medhis PNE is
forming same PN with this PN GW.

And then PN GW SHALL send the SGCreateResponsesagedo the requesting PNE for Service Group artiSG
creation request was initiated by PNE.

7.7.1.3 CPNS Server
When CPNS Server receives the SGCreateRequestgre€2NS Server SHALL assign SGID.

If invited PNE’s PNEID(S) is inserted in the SGOeRequest message, CPNS Server SHALL create SE&Rmaest
messages per PN GW forming same PN with invited$?INEluding

* SGInfo element SHALL be inserted.
0 SGID attribute SHALL be inserted which is assighgdCPNS Server.

0 SGDescription attribute SHOULD be inserted if tisi@vailable in the SGCreateRequest message from PN
GW.

o Servicelnfo element SHALL be inserted if the SG@eRequest message has Servicelnfo element.
= ServicelD attribute SHALL be inserted if the SGQedRequest message has this.

= Keyword attribute SHALL be inserted if CPNS Serfiads out appropriate Keyword for this
ServicelD in the registered service list.

o Memberinfo element SHALL be inserted with only b element for the SG Owner if Sharing attribute
is “2"(Selective).

=  PNEID attribute SHALL be inserted.

= Name attribute SHOULD be inserted for the name®fGvner PNE if the SGCreateRequest
message contains.

* PNEInfo element SHALL be inserted for invited PNt PN GW forming same PN.
0 PNEID attribute SHALL be inserted for invited PNE

0 PNGWID attribute SHALL be inserted with proper Pdt the invited PNE. If the invited PNE joins
multiple PNs, CPNS Server should select proper 8d¢&th on certain criteria such as the number of PNEs
in PN and capabilities of PN GW (e.g. network calités, device capabilities, charging, location).

CPNS Server SHALL send SGInviteRequest messagesi@éoted PN GW(s) forming same PN with invited P$yEfter
CPNS Server finds out appropriate PN in local Piefriory.
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When CPNS Server receives the SGInviteResponseagesfrom all PN GW(s), which are forming the Pthvimvited
PNE(s), CPNS Server SHALL request the serviceedSbrvice Provider based on ServicelD attributeariJgeceiving the
success response from Service Provider, CPNS S8H&L L create new SGInfo element in SG Inventory atore the
SGinfo element from the SGCreatRequest messagstarealMemberinfo element from PNEInfo element hg\wesult
attribute “1” (Success) in the SGInviteResponsesags.

CPNS Server SHALL send the SGCreateResponse messtigePN GW, which sent the SGCreateRequest medsa
CPNS Server originally, If CPNS Server changesvtige of sub attribute in SGInfo element, it SHAh& applied in
SGCreateResponse message. (e.g. requester wastsltdfor MaxPNE, but CPNS Server allows only 5)

After sending the SGCreateResponse message, CRM& SEIALL initiate Service Group Member Update gedure
when the Shairing attribute is “1” or “2”.

NOTE: The member update procedure can be donedbsémding the SGCreateResponse message to PN GNipHate is
possible when CPNS Server sends the SGChangeldétificmessage for the member update procedureebedoding the
SGCreateResponse message.

7.7.2 Management of SG Controlling Entities
This section describes managing members of Se@&ioap after Service Group Creation procedure.

7.7.2.1 PNE Invite in Service Group
7.7.21.1 PNE
[Procedure in inviter PNE]

When CPNS User requests PNE to invite the other(B)N\ENE SHALL send the SGInviteRequest messaNtGW
including below.

»  OriginEntitylD attribute SHALL be inserted which intitylD of the requesting PNE
» SGinfo element SHALL be inserted to provide infotima of the Service Group to invited PNE
0 SGID attribute SHALL be inserted for Service Grdlp

0 SGDescription attribute MAY be inserted. This dititie can be skipped because this is stored in SG
Inventory of CPNS Server.

* PNEInfo element SHALL be inserted for PNE(s) tarédted.
o0 PNEID attribute SHALL be inserted for PNE to beitad.

When PNE receives the SGInviteResponse messagePiko@W, PNE SHALL update local SG Inventory usingghfo
element for the successfully invited PNE, which neethe value of Result attributes “1” (SuccesghanSGinviteResponse
message.

[Procedure in invited PNE]

When PNE receives the SGInviteRequest messageRMIBW in the same PN, PNE SHALL create the SGlRagponse
message including PNEInfo element with below twalattes.

 PNEID attribute SHALL be inserted.

* Result attribute SHALL be inserted with “1” (Sucspf CPNS User accepts SG Invite Request or PNfteis
configured to automatically accept SG Invite Retyuas*5” (fail) if CPNS User rejects SG Invite Reggt.

And PNE includes additionally below attributes aheiments for the PNE in case of Result “1”.

*  PNGWID attribute SHALL be inserted from the SGleRiequest message

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 168 (337)

* Name attribute SHALL be inserted if device supports
* UserInfo element SHOULD be inserted from CPNS Rrafi device

» DeviceCapa and ServiceProfile element MAY be irezbftom CPNS Profile in device if the CPNS User tsan
share its information with the other members. Tais be inserted depending on its local privacyhariag policy
about CPNS Profile in device.

After creating the SGInviteResponse message, PN&E EKend the SGInviteResponse message to the PN GW.

7.7.2.1.2 PN GW

When PNGW receives the SGInviteRequest messageRidEor create SGInviteRequest message includamesits and
attributes except OriginEntitylD attribute for rexpier PNE (see section 7.7.2.1.1) at CPNS UseestgdN GW SHALL
send the SGInviteRequest message to CPNS Server.

When PN GW receives the SGInviteRequest message@i®NS Server,

PN GW SHALL send the SGInviteResponse message MSCFerver including Result attribute “4” (fail, $iPNE
is disconnected) if physical connections to alinvited PNEs are disconnected, or there is onlyiomiged PNE in
the SGlInviteRequest message and the PNE is discatheith PN GW physically.

PN GW SHALL send SGInviteRequest messages with oné/PNEInfo element to each invited PNE

*  When PN GW receives all of SGInviteResponse messiags PNEs to which the PN GW sent SGInviteRequest
messages, PN GW SHALL send the SGIinviteResponssageto CPNS Server including all of PNEInfo elemen
in the SGInviteResponse messages which were sentPNEs. The Result attribute value is

0 “1"(Success) for the successfully invited PNE
o “4” (Fail) for the disconnected PNE with PN GW
o “b” (Fail) for the rejecting PNE from CPNS User.

When PN GW receives the SGInviteResponse messaigeGPNS Server, PN GW SHALL send the SGInviteRespon
message to the requester PNE if the SGInviteRequessage is issued by PNE. PN GW SHALL updateubeessfully
invited PNEInfo (Result attribute is “1” (Succesajjh only PNEID and PNGWID attributes (without aefements and
Name attribute because they are stored in locdnRéhtory) in local SG Inventory if invited PNEseathe member of PN
handed by this PN GW.

7.7.2.1.3 CPNS Server

When CPNS Server receives the SGInviteRequest geésan PN GW, CPNS Server checks that PNEID aiteifis in the
SGInviteRequest message.

» If there is OriginEntitylD, the CPNS Server SHALheaxk whether it is the ID of member PNE. . If therao
OriginEntitylD attribute, the CPNS Server SHALL chewhether the sender of this message (PN GWEBIE a
Owner. CPNS Server can allow the invite requesitioér PNEs following the Operator Policy. If comalits above
are not satisfied, CPNS Server SHALL send the SiBdResponse message to the PN GW including Result
attribute as fail “2".

» The CPNS Server SHALL check that invited PNEs camthe Service Group. If the invited PNE has nuiwgh
capabilities to consume Service(s) in the Servicau@, CPNS Server SHALL send the SGInviteResporessage
to the PN GW including Result attribute as fail “®’sum of the number of invited PNEs and the namtf current
member PNEs exceeds the maximum number of SG mdpiies, CPNS Server SHALL send the
SGInviteResponse message to the PN GW includinglRasribute as fail “6”.

If above two examinations are successful, CPNS&S&WHALL create the SGInviteRequest message inotudi

* SGInfo element SHALL be inserted
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0 SGID attribute SHALL be inserted for Service Grdlp
0 SGDescription attribute SHALL be inserted if itkispt in the SG Inventory.
0 Sharing attribute SHALL be inserted from SG Invepto
» Servicelnfo element SHALL be inserted if SG Invegtoontains.
o ServicelD attribute SHALL be inserted if it is kaptthe SG Inventory.

o Keyword attribute SHALL be inserted after findingtdeyword in the registered service list if SG
Inventory contains ServicelD.

* Memberinfo element SHALL be inserted if Sharingihtite is “2”"(Selective).
o0 PNEID attribute SHALL be inserted.
o Name attribute SHOULD be inserted if it is keptlie SG Inventory.

* PNEInfo element SHALL be inserted per the relatsld@\s forming same PN with invited PNEs.
o0 PNEID attribute SHALL be inserted for invited PNE.

0 PNGWID attribute SHOULD be inserted with proper faKthe invited PNE. If the invited PNE joins
multiple PNs, CPNS Server should select proper Bd¢d on certain criteria such as the number of PNEs
in PN and capabilities of PN GW (e.g. network calitéds, device capabilities, charging, location).

And CPNS Server SHALL send SGlInviteRequest messagbe related PN GWs with invited PNEs to relaig imessages
after CPNS Server finds out appropriate PN GWse@all PN Inventory.

When CPNS Server receives the SGInviteResponseagef®m the PN GW which is forming the PN withited PNEs,
CPNS Server SHALL update SG Inventory with PNElafement having Result attribute “1” (Success).

After getting all of SGInviteResponse messages fRMnGWSs to which CPNS Server had sent SGInviteRequessages,
CPNS Server SHALL send the SGInviteResponse mesgsdfge requesting PN GW, which had sent the S@&Request
message to CPNS Server at the first step, . Thiavli@Response SHALL include PNEInfo element frasneaived
SGInviteResponse messages.

Finally, the Service Group Member Update proce@HALL be performed. (see Section 6.8)
7.7.2.2 PNE Expulsion in Service Group

77221 PNE

[Procedure in PNE when PNE expels other PNE(Ss)]

When a certain PNE requests to expel other PNE#)e SG, the PNE SHALL send the SGActionRequessage to PN
GW including below.

e OriginEntitylD attribute SHALL be inserted.
* SGinfo element SHALL be inserted with only SGIDriattite to inform the Service Group
* PNEInfo element SHALL be inserted for expelled P§)Ecluding
o0 PNEID of target PNE and Action attribute with “IExXpel)
When PNE receives the SGActionResponse messagePo@W, PNE SHALL remove PNE information in Memlvdol
element of local SG Inventory using the succesgiibelled PNE, which means the value of ResuRNfEInfo is “1”

(Success) and Action attribute is “1"(Expel).

[Procedure in PNE when PNE is expelled from Servic&roup]
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When PNE receives the SGActionNotification messaige Action attribute “1”(Expel), PNE SHALL removeGIinfo
element in SG Inventory according to the Serviceuprwhich is designated by the SGActionNotificatroassage.

7.7.22.2 PN GW

When PN GW receives the SGActionRequest messageRIE or create the SGActionRequest message imgjudi
elements (see section 7.7.2.2.1) without Origirtgii attribute at CPNS User request, PN GW SHALhd¢he
SGActionRequest message to CPNS Server.

When PN GW receives the SGActionRequest message@i®NS Server, PN GW SHALL send the SGActionRespons
message to CPNS Server including Result attribbitéfail, this PNE is disconnected) if all of tatgeNEs are disconnected,
or there is only one PNE in the SGActionRequestsags and PNE is disconnected with the PN GW.

After checking connection between PN GW and exddPREs, PN GW SHALL create SGActionNotification reages
with SGID and PNEInfo (PNEID attribute and Actiottrilbute “1"(Expel)) and then send SGActionNotifiimam messages to
each target PNEs if one or more of target PNEs@anaected with this PN GW pertaining to the same PN

And then, PN GW SHALL send the SGActionResponsesags to CPNS Server including Result attributes Result
attribute value is

*  “1"(Success) for the successfully expelled PNE
e “4” (Fail) for the disconnected PNE with PN GW.

When PN GW gets the SGActionResponse message fRIMBEGServer, PN GW SHALL remove successfully exjelle
PNEInfo with Action attribute “1” (Expel) and ResW” (Success) from local SG Inventory. And then BM/ SHALL send
the SGActionResponse message to the requestingfRNESGActionRequest message is issued by PNE.

7.7.2.2.3 CPNS Server

When CPNS Server receives the SGActionRequest gedsan PN GW, CPNS Server checks Action attritateub
element of PNEInfo element.

o If the value is “1” (Expel), the CPNS Server SHAtheck that OriginEntitylD is SG Owner in the Seeviroup.
« If the value is “1” (Expel), the CPNS Server SHAtheck that this target PNE is the member of Ser@iazip.

If either or both of above examinations are faildd of sub elements of PNEInfo, CPNS Server SHAENd the
SGActionResponse message to the PN GW includinglRattribute as “2” (Fail, requesting PNE is natlaorized for
member expulsion) or “3” (Fail, expelled PNE ig ttte SG member).

If above two examinations are successful for onmore sub elements of PNEInfo, CPNS Server SHALrldse
SGActionRequest messages to the PN GW(s), whichxpelled PNE(s) pertains to, using the PNGWID tbimthe SG
Inventory.

When CPNS Server receives all of SGActionResporessages from PN GWs, to which CPNS Server sent
SGActionRequest message, CPNS Server SHALL u@atmventory using PNEInfo element having Actiotmiltite “1”
(Expel) in SGActionRequest messages and send thetBBResponse message to the PN GW in the sanmasRiith
requesting PNE including PNEInfo with PNEID and &eattribute

« “1"if the expel is success
o “3"if requesting PNE does not match with SG OwmeCiPNS Server examination

o “4”if the Result value is “4” in the SGActionRegme message from the related PN GW

After sending the SGActionResponse message, CPN@ISRHALL initiate Service Group Member Update gdure. (see
Section 0)
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7.7.2.3 PNE Joining, Leaving Service Group
7.7.2.3.1 PNE

When CPNS User wants PNE to join a Service Group teave a Service Group, PNE SHALL create the 8@ARequest
message including

»  OriginEntitylD attribute SHALL be inserted for regsting PNE.
» SGinfo element SHALL be inserted with only SGIDriattite to inform the Service Group
* PNEInfo element SHALL be inserted including

0 PNEID attribute SHALL be inserted for requestingPN

o PNGWID attribute SHOULD be inserted in case of ijeinafter selecting appropriate PN GW from PN
Inventory. If there are several PN GWs in PN Ineept PNE can select proper PN based on certaieriait
such as the considering bigger number of member &Narly established PN.

0 Action attribute SHALL be inserted with “2” (Joif)r joining or “3” (Leave) for leaving
And PNE SHALL send the SGActionRequest messageetae¢lected PN GW.
When PNE receives the SGActionResponse messagePikb@W, PNE SHALL

» store SGInfo element to local SG Inventory in cafsining (Action attribute is “2”(Join) and Resuttribute is
“1” (Success) in PNEInfo element) .

* remove local SG Inventory in case of leaving (Actatribute is “3”(Leave) in PNEInfo element)

7.7.2.3.2 PN GW

When PN GW receives the SGActionRequest messageRdE or PN GW wants connected member PNE to joieave,
PN GW SHALL send the SGActionRequest message toSCB&ver (see section 7.7.2.3.1).

When PN GW receives the SGActionResponse messageGPNS Server, PN GW SHALL,
» in case of joining, add following information ofeessful joining of PNE (Result attribute “1”) is3nventory.
If PN GW stores SGInfo related with SGID contaimethe SGActionResponse message in local SG Inwgnto
o PNEID attribute and PNGWID attribute in PNEInforalent SHALL be added in local SG Inventory.

If PN GW does not store SGInfo related with SGIDtained in the SGActionResponse message in locah@htory, PNE
GW SHALL create one SGIinfo element in local SG meey and

0 SGID attribute, SGDescription attribute SHALL belad into SGInfo element
0 ServicelD attribute of Servicelnfo element SHALL ddded.

o PNEID attribute and PNGWID attribute of Memberldiement SHALL be added from PNEInfo element
and Memberinfo element in the SGActionResponse agess

* in case of leaving, remove Memberinfo element éir PNE from SG Inventory. If the left PNE is I&5 member
PNE of a Service Group in PN GW, PN GW SHALL rem&Info element from SG Inventory for the Service
Group.

And then PN GW SHALL send the SGActionResponse ags$o the requesting PNE in case the SGActionReque
message was initiated by PNE.
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7.7.2.3.3 CPNS Server

When CPNS Server receives the SGActionRequest ge$san PN GW, CPNS Server checks Action attritiitgub
element of PNEInfo element.

» If the value is “2” (Join), the CPNS Server SHALherk maximum number of PNEs (i.e, MaxPNE) or maximu
number of CPNS Users (i.e, MaxUser) for the SG

» If the value is “3” (Leave), the CPNS Server SHAtheck that this target PNE is the member of Ser@iamuip.

If above examination is fail, CPNS Server SHALL d¢he SGActionResponse message to the PN GW imgjuRiesult
attribute “5” in case of join and “3” as fail in e of leave.

If above two examinations are successful, CPNSe3etHALL update Memberinfo element of SG Inventosing
PNEInfo element in the SGActionRequest messageSatil L create the SGActionResponse message incluaktawy.

* PNEInfo element SHALL be inserted from the SGAcReguest message
o PNEID attribute SHALL be inserted
o Action attribute SHALL be inserted
0 Result attribute SHALL be inserted with “1” (Sucsgs

* SGinfo element SHALL be inserted from local SG Imtggy in case of join.

And then CPNS Server SHALL send the SGActionRespomsssage to the PN GW in the same PN with reqgeBtNE
after finding PNGWID in local SG Inventory.

After sending the SGActionResponse message, CPN@ISRHALL initiate Service Group Member Update gedure. (see
Section 7.7.2.4)

7.7.2.4 Service Group Member Update

After SG Creation, SG Update, PNE Invitation, PNgp&sion, PNE Joining and PNE Leaving proceduleyfahe
members of Service Group should get the membertepasification. After PNE Switching, PN MergingdaRN Splitting,
any member of SG which has been affected by atilyesle functions should get the member update oatiidin.

7.7.2.4.1 PNE
When PNE get the SGChangeNotification message RbiNGW, PNE SHALL store or update in local SG Ineent
7.7.2.4.2 PN GW

When the PN GW receives the SGChangeNotificatiossage from CPNS Server, the following attribute#\BHbe stored
or updated in the local SG Inventory of PN GW.

* SGInfo element
0 SGID attribute is to find out SG in local SG Invernt
*  Memberlnfo element

o If PNEID attribute in Memberinfo element is the mgan PNE managed by this PN GW in PN, PNEID and
PNGWID attribute SHALL be updated in local SG Intay of PN GW.

After updating, PN GW SHALL forward SGChangeNotifiion messages to its PNEs pertaining to the sanand its
PNEs are members of this Service Group.
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7.7.2.4.3 CPNS Server

CPNS Server SHALL send SGChangeNotification messpgerelated PN GWs forming same PN with membeg$PN
including below element. CPNS Server SHALL set S@iDestination ID in common header since the
SGChangeNotification message is delivered to aln&@nber PNEs.

* SGInfo element SHALL be inserted
0 SGID attribute SHALL be inserted

o Memberinfo element SHALL be inserted if Sharing2% (Selective) and CPNS Server gets the
SGActionRequest message including PNEInfo element.

= the information of modified member SHALL be insertgith a proper Result attribute for all of
existed members if there is modified member PNg (ein, invite, expel, leave)

= all of the sub elements of PNEInfo with Result {Current) attribute SHALL be inserted for
only the newly joined or invited members after dojnprocedure.

NOTE: In Join, Leave, Expel procedure, the joirleft,and expelled PNE that received the messadedimg SG Inventory
from CPNS Server does not need to get addition&t@@geNotification message. The only Invite procegdthe invited
PNE needs to receive the SGChangeNotification ngessa

7.7.3 Service Group Update

7.7.3.1 PNE

When PNE acting as SG Owner wants to update SGinfilve SGInfo is changed after PNE Switching, P&rgihg and PN
Splitting, PNE SHALL send the SGActionRequest mgesa PN GW including below

»  OriginEntitylD attribute SHALL be filled with EntyiD of requesting PNE.
*  SGInfo element SHALL be inserted.
0 SGID attribute SHALL be inserted.
0 SGDescription SHALL be inserted if PNE wants toropea
o Servicelnfo element SHALL be inserted if PNE watshange.
= ServicelD attribute SHALL be inserted if PNE watdschange.

= ServiceStatus attribute SHALL be inserted with IfIPNE wants to insert, “2” if PNE wants to
remove.

When PNE receives the SGActionResponse messageSPIMEL update SG Inventory.

7.7.3.2 PN GW

When PN GW receives the SGActionRequest messageRidE, PN GW SHALL forward the SGActionRequest ragss
to CPNS Server.

When PN GW wants to update SGInfo in case PN GWrigel to the same User of the SG Owner as a memP&t, PN
GW SHALL send the SGActionRequest message at @sgrest to CPNS Server including below.

» SGiInfo element SHALL be inserted.
0 SGID attribute SHALL be inserted.
0 SGDescription SHALL be inserted if PN GW wants baege.

0 Servicelnfo element SHALL be inserted if PN GW v&td change.
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= ServicelD attribute SHALL be inserted if PN GW waib change.

=  ServiceResult attribute SHALL be inserted with fLlPN GW wants to insert, “2” if PN GW
wants to remove.

When PN GW receives the SGActionResponse messhigeVW SHALL update SG Inventory. If the SGActionRegti
message was initiated by PNE, PN GW SHALL forwdmel 8GActionResponse message to PNE.

7.7.3.3 CPNS Server

When PN GW receives the SGActionRequest messageRitd GW, CPNS Server SHALL check whether the
OriginEntitylD is equal to EntitylD of SG Owner logferring local SG Inventory. If there is no OrigimitylD in the
SGActionRequest message, CPNS Server SHALL checkelated PN GW belongs to the same User of SG Ownriecal
PN Inventory.

If there is a request for the Service Group upffata External entities or from the operator’s dimisthe CPNS Server
SHALL be able to execute the process as same gsdhess initiated by SG member. In this procdesPNS Server
SHALL update in local SG Inventory according to B@ActionRequest message. CPNS Server SHALL send th
SGActionResponse message to PN GW.

After sending the SGActionResponse message, CPN@ISRHALL initiate Service Group Member Update gdure.
7.7.4  Service Group Discovery

7.74.1 PNE

When CPNS User wants to find out the existed Ser@@mup list, PNE SHALL create the SGDiscoveryRetjugessage
with SGInfo including ServicelD and/or Keyword #itrtes according to User’s request. If the CPNSrUamts to receive
the member information of found Service Group(§yEFSHALL set MemberReq with “TRUE”.

After creating the SGDiscoveryRequest message, B L send the SGDiscoveryRequest message to PN GW.

When PNE receives the SGDiscoveryResponse meszagd®N GW, PNE can join a certain Service Groughexmessage
(see section 7.7.2.3), or PNE can create new Se6ioup if there is no matched Service Group (setta 7.7.1.1).

7.7.4.2 PN GW

When PN GW receives the SGDiscoveryRequest messagePNE or create the SGDiscoveryRequest messige w
SGinfo including ServicelD and/or Keyword attribsii@t CPNS User request, PN GW SHALL send the
SGDiscoveryRequest message to CPNS Server.

When PN GW receives the SGDiscoveryResponse mefsagePNS Server and its original request wasaitgtl by PNE,
PN GW SHALL send the SGDiscoveryResponse messathe teNE. If the discovery request was originatgtP GW,
PN GW can join a certain Service Group in the mgsgaee section 0), or PN GW can create new Se@iicap if there is
no matched Service Group (see section 7.7.1.1).

7.7.4.3 CPNS Server

When CPNS Server receives the SGDiscoveryRequesstage from PN GW, CPNS Server SHALL find the prdpevice
Group, which has Sharing “1”(Public), based on &eid and/or Keyword attributes in SG Inventory. #ihKeyword is set
in SGDiscoveryRequest message, CPNS Server triggdtout Service Group with proper Service, SGDiggion, member
identifier related with Keyword.

After finding the proper Service Group, CPNS SelSEALL create the SGDiscoveryResponse messageS@Gihfo
element from local SG Inventory. If the MemberRedTIRUE", CPNS Server SHALL insert the Memberinferaent in the
SGDiscoveryResponse message. After creating thes8GryResponse message, CPNS Server SHALL send th
SGDiscoveryResponse message to PN GW.
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7.7.5 Service Group Release

7.7.5.1 PNE

When PNE acting as SG Owner wants to release ttvic8ésroup (including Capabilities Sharing GroupNE SHALL
create the SGReleaseRequest message including.below

*  SGID attribute SHALL be inserted.
»  OriginEntitylD attribute SHALL be inserted.
After creating the SGReleaseRequest Message, tReIMLL send the SGReleaseRequest message to PN GW.

When PNE receives the SGReleaseResponse messaSHALL remove SGInfo element in SG Inventory rethtvith
this SGID.

When the PNE receives the SGReleaseNotificatiorsages PNE SHALL remove SGInfo element in SG Inventelated
with this SGID.

7.7.5.2 PN GW

When PN GW receives the SGReleaseRequest messag®NE or create SGReleaseRequest message with &taltidte,
PN GW SHALL send the SGReleaseRequest messageN8 SErver. If PN GW belongs to same User with SG@vas
member PNE in PN, PN GW can request SG Release.

When PN GW receives the SGReleaseResponse messag€EPNS Server, the PN GW SHALL forwards the
SGReleaseResponse message to the PNE. After bh&@WPSHALL remove SGinfo element in local SG Invamytrelated
with this SGID. If the release request is initialydthe PNE which belongs to same PN. the PN GWdais the
SGReleaseResponse message to the PNE.

When PN GW receives the SGReleaseNotification ngesBam CPNS Server, PN GW SHALL send
SGReleaseNotification messages to member PNEsrat8d&sroup except PNE which requests SG releafier that, PN
GW SHALL remove SGInfo element in local SG Invegtoglated with this SGID.

7.7.5.3 CPNS Server
When CPNS Server receives the SGReleaseRequesigadsam PN GW, CPNS Server SHALL check that

» OriginEntitylD is equal to EntitylD of SG Owner the Service Group if there is OriginEntitylD, OR,
PN GW belongs to same user with SG Owner as meRi¥Erin PN Inventory.

* SGID is registered in SG Inventory

If at least one of above examinations fail, CPNB/&eSHALL send the SGReleaseResponse message RiNIGW
including Result attribute as “2” in case that @rigntitylD is not equal to EntitylD of SG Owner BN GW does not have
SG Owner as a member of PN, or “3” in case thatt5i§Inot registered in SG Inventory.

If above all of examinations are successful, CPH&& SHALL send SGReleaseNotification messagds 8@GID attribute
to the related PN GWs forming same PN with PNEsrdftding PNGWID in local SG Inventory. CPNS Sar&HALL set
SGID in Destination ID in common header since tkdR8leaseNotification message is delivered to alh@#nber PNEs.

And then, CPNS Server SHALL remove SGIinfo elemer&G Inventory related with this SGID and CPNS 8eSHALL
send the SGReleaseResponse message to the PN GWseght the SGReleaseRequest message to CPNS. Server

If the Service Group is released due to the OpeRatticy, CPNS Server SHALL send the SGReleaseNatibn message
including SGID attribute to the related PN GWs fargnsame PN with PNEs after finding PNGWID in lo&b Inventory.
Then, CPNS Server SHALL remove SGInfo element aal&G Inventory.
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7.7.6  Service Group Owner Transfer

7.7.6.1 PNE

When SG Owner wants to transfer its ownership hewotandidate PNE inside the service group, th®©8@Ger SHALL
create SGOwnerTransferRequest message includirgGlie of the original SG owner, and SHOULD inclutie PNEID of
the candidate of next SG Owner recommended byrigaal SG Owner and the reason to transfer if jibss

After creating the SGOwnerTransferRequest messge, SHALL send the SGOwnerTransferRequest messagl IGW.

If the new PNE accepts the group ownership, thik Bhall create the SGOwnerTransferResponse mesgstgaccept
equal to TRUE indicating the owner transfer is gssful and should also include with PNEID of thevi&G Owner and
SGID of the new SG Owner.

When the original PNE receives the SGOwnerTrangfgpRnse message from PN GW with positive confimnatidicating
the ownership transfer is successful, PNE SHALLaipdts SG Inventory.

When PNE receives SGOwnerChangeNotification messagePN GW, PNE SHALL update its SG Inventory.

7.7.6.2 PN GW

When PN GW receives the SGOwnerTransferRequestagesscluding the SGID of the former SG Owner freME, PN
GW SHALL send the SGOwnerTransferRequest message s Server.

When PN GW receives the SGOwnerTransferResponssage$rom CPNS Server, PN GW SHALL send the
SGOwnerTransferResponse message to the PNE.

When PN GW receives the SGOwnerTransferResponssagesvith positive confirmation indicating the owsteép transfer
is successful, PN GW SHALL update its SG Inventory.

When PN GW receives SGOwnerChangeNotification ngesi@m CPNS server, it delivers SG Owner Changgfisiation
to member PNEs in the SG, PN GW SHALL update itsli8@ntory.

7.7.6.3 CPNS Server

When CPNS Server receives the SGOwnerTransferRequessage from PN GW, CPNS Server SHALL forward the
SGOwnerTransferRequest message to the candida@\®@r based on device capabilities, service desanipOperator
Policy of CPNS Server or the recommendation froendtiginal SG Owner. .

When CPNS Server receives the SGOwnerTransferRespoassage with positive confirmation, CPNS SeB¥bhLL
update its SG Inventory and forward the SGOwnerdfieResponse message to the original SG Owner.

CPNS Server SHALL deliver the SG Owner change itatiibon to member PNEs in the SG.

When CPNS Server receives the SGOwnerTransferRespoassage with negative confirmation, CPNS S&iil L
forward the SGOwnerTransferRequest message toemedihdidate SG Owner or forward the SGOwnerTraRsfgponse
message to the original SG Owner.

7.8 Group Key Management

7.8.1  Group Key creation

¢ CPNS Server

When CPNS Server receives a SGCreateRequest me€sd8 Server SHALL create a Group Key and stage th
Group Key.

After CPNS Server creates Group Key, CPNS Servekl$Hieliver a Group Key to all member PNEs in Seevi
Group according to procedures in Section 7.8.5.
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7.8.2 Group Key update

e CPNS Server

When CPNS Server receives a SGActionRequest messtigAction = “3” (i.e, SG leave request) from @&mber
PNE or SGActionRequest message with Action ="18.(iSG expel request) from SG Owner, CPNS Servéy.&H
update a Group Key and store the Group Key.

CPNS Server SHOULD update a Group Key periodicatigt store the Group Key.

After CPNS Server updates Group Key, CPNS Servekl%Hieliver a Group Key to all member PNEs in Seevi
Group according to procedures in Section 7.8.5.

7.8.3 Group Key deletion

» CPNS Server

When CPNS Server receives a SGReleaseRequest mészadSG Owner, CPNS Server SHALL delete a Groap.K
* PNE

When PNE receives a response message of SGActioeRemessage with Action = “3” (i.e, SG leave resye

SGActionRequest message with Action ="1" (i.e., &@el request), or a SGReleaseNoatification messhgd?NE
SHALL delete a Group Key.

7.8.4 GKDK/GKEK management

If PNE or PN GW supports broadcast based Groupdédiyery, GKDK/GKEK management procedure descritmeithis sub
section SHALL be supported in PNE or PN GW, respebt.

* PNE

When PNE wants to create or join Service Grou émvited to Service Group, PNE SHALL send a GKDI§Rest
message to PN GW in the same PN except in thexfimitpcases.

0 GKDK has been already assigned from the PN GW or

0 PNE detects that the PN GW supports broadcast deeyidelivery
When PNE receives a GKDKResponse message from PNt@WPNE SHALL store GKDK.
* PNGW

When PN GW receives a GKDKRequest message from BiEPN GW SHALL create GKDK for the PNE and store
EntitylD of that PNE.

After the GKDK creation, PN GW SHALL send a GKDKResse message with created GKDK to PNE which sends
the GKDK request.

When SG member PNEs in PN change, PN GW SHALL @GHEK.
7.8.5 Group Key delivery
* CPNS Server

To deliver Group Key to SG member PNE(s) in SerGeeup, CPNS Server SHALL send a
GroupKeyDeliveryRequest message to PN GW with Gidey

* PNGW
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When PN GW receives a GroupKeyDeliveryRequest ngestam CPNS Server, PN GW SHALL send a
GroupKeyDeliveryResponse message to CPNS Server.

After sending a GroupKeyDeliveryResponse messa@teS Server, PN GW SHALL choose a transmissioratet
to deliver Group Key to SG member PNE(s) in PN ,(Unicast, Broadcast or hybrid delivery). If PN Giypports
broadcast based Group Key delivery, PN GW SHALLodeoeither of Unicast, Broadcast or hybrid delivétgw to
select either of Unicast, Broadcast or hybrid delnis out of scope.

In the hybrid delivery, Group Key is delivered tmse SG member PNE(s) by Unicast and is deliveredher SG
member PNE(s) by Broadcast.

If PN GW chooses Unicast or hybrid delivery, PN ®NALL sends a GroupKeyDeliveryRequest message @ithup
Key to each SG member PNE by Unicast. If PAN betweld GW and PNE is not Secure PAN,
GroupKeyDeliveryRequest message is sent via saaasion between PN GW and PNE. Otherwise, the
GroupKeyDeliveryRequest message is sent via SétAike

If PN GW chooses Broadcast or hybrid delivery, PW GHALL encrypt Group Key using the GKEK. After t&oup
Key encryption, PN GW SHALL broadcast a GroupKeyizalyRequest message in PN with the encrypted GKayp

* PNE

When PNE receives a GroupKeyDeliveryRequest medsagePN GW, the PNE SHALL store Group Key and sand
GroupKeyDeliveryResponse message to the PN GW.

If PNE receives GroupKeyDeliveryRequest messagéroadcast, PNE SHALL decrypt Group Key using psigned
GKDK before storing Group Key.

7.8.6 Simplified Group Key management

7.8.6.1 PNE
Upon receiving the SGroupKeyDeliveryRequest mes§age the PN GW, the PNE

3. SHALL check the EncryptedGroupKey attribute andrgetthe encrypted GroupKey with the PNE’s Entityed
Key.

4. SHALL store, if the Group Key is successfully dgasd, the Group Key to the secure storage in the.PN

After decrypting the Group Key, PNE SHALL generat8GroupKeyDeliveryResponse message accordingrwafof
CPNS Message in section 8. In the SGroupKeyDelResponse message, the PNE

3. SHALL include the answer to SGroupKeyDeliveryResgmmessage in Return attribute.

7.8.6.2 PNGW

Upon receiving the SGroupKeyDeliveryRequest mesfage the CPNS Server, the PNGW SHALL forward the
SGroupKeyDeliveryRequest message to the PNE.

Upon receiving the SGroupKeyDeliveryResponse mesgagn the PNE, the PNGW SHALL forward the
SGroupKeyDeliveryResponse message to the CPNSrServe
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7.8.6.3 CPNS Server

If the Service Group is created and SG Inventostased to the CPNS Server, the CPNS Server SHAdrletate a Group
Key randomly and generate the SGroupKeyDeliveryRstjmessage according to format of CPNS Messaggction 8. In
the SGroupKeyDeliveryRequest message, the CPN&®Serv

4. SHALL include SGID attribute.

5. SHALL include GroupKeylnfo element. GroupKeylnfeaient SHALL include PNEID and EncyrptedGroupKey
attribute. PNEID is current PN’s Identification. &mptedGroupKey attribute SHALL include encryptecb@
Key with PNE’s Entity Use Key.

Upon receiving the SGroupKeyDeliveryResponse mesfagh PN GW, the CPNS Server

3. SHALL check the answer to SGroupKeyDeliveryRespansgesage in Return attribute.

7.9 Service / Content Publication & Discovery

791 General

79.1.1 Service Discovery
ServiceDiscoveryRequest is activated whenever mkede

* immediately after the PN Registration; or

» when the Service Discovery is initiated explici#ly., CPNS user activation and periodical activatio
ServiceDiscoveryRequest/Response provides a mesrhdaidiscover service and information of Remot&PN

To execute service, CPNS Entity SHALL be able taeee Service Description (i.e., ServiceProfiledr this purpose, the
Service Discovery provides a mechanism to disceeerices with or without employing searching coiodit The searching
condition could be at least one of these attrihufasgetID (i.e., PNEID or CPID), UserlID, UserNaar&d/or any arbitrary
text keyword to find out service. Additionally, tervice Discovery provides a mechanism to discegerice based on
Operator Policy combined or not combined with tearshing condition

To create Service Group including Remote PNE antite Remote PNE to be member of Service Group GRNS Entity
SHALL be able to retrieve the information of rem&tetity from CPNS Server using Service Discoverygedure. The
remote Entity is the PNE which isn't physically eeeted with requesting PNE and is the member obtemN. For this
purpose, the Service Discovery provides a mechatusiiscover Remote PNE related information withplaying
searching condition. The searching condition cdidlct least one of these attributes, TargetID, REID or CPID),
UserID, UserName, PNID and/or any arbitrary textkerd. In this case, CPNS Entity Discovery procedeain be omitted,
as the Service Discovery can cover CPNS Entity ®iscty procedure.

7.9.1.2 ServiceDescriptionAdvertise

ServiceDescriptionAdvertise provides a mechanisntfe CPNS Server advertises the Service Desaniptiche PNE via
PN GW. ServiceDescriptionAdvertise message is @hiceessage. To prevent spam of Service DescrigfiBNS Server
advertises the Service Description to appropridtE$according to the criteria (e.g. status and eiséafistics).

7.9.1.3 ServiceDescriptionRegistration

ServiceDescriptionRegistration provides a mecharfiisnthe PNE as content provider and external adrpeovider to
publish its Service Description to the CPNS Sewigh ServiceDescriptionRegistrationRequest/Respomsssage.
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7.9.2 Service Discovery
7.9.2.1 PNE

To find out service, the PNE SHALL send a ServiceieryRequest message with following parametdnsePNS Server
via PN GW.

» As searching condition(s), DiscoveryDestinatiomedat SHALL be included with at least one of followi
parameters.

o TargetID attribute (i.e., PNEID or CPID)
o UserInfo element with UserID attribute or UserNaattgibute or both
o Keyword element

» ContentinfoRequest attribute SHOULD be includeththicate if content related information is requedste not.

Note: The definition of content related informatidepends on content/service provider and out gfesod CPNS
Enabler.

0 Set the value equals to TRUE to indicate that cuntsdated information is requested

0 Set the value equals to FALSE to indicate that INES not want to receive any content related
information

To find Remote PNE related information, PNE SHAIldnd the ServiceDiscoveryRequest message to CPNSrSea PN
GW including below.

» As searching condition(s), DiscoveryDestinatiomeat SHALL be included with at least one of follogs
parameters.

o UserInfo element with UserID attribute or UserNaattgibute or both
o PNID attribute
o Keyword element

Upon receiving the ServiceDiscoveryConfirmationResffrom PN GW, the PNE SHALL send the
ServiceDiscoveryConfirmationResponse with Resutlhée allowing or denying to access to PN Inforrmajito the CPNS
Server via PN GW.

When PNE receives the ServiceDiscoveryResponseagessom PN GW, the PNE can invoke service as ddfin
Service/Content delivery signaling procedure or stamt to create Service Group including Remote AhNEte the Remote
PNE to Service Group considering proper PN or Rihfrom public PN GW.

7.9.2.2 PN GW
Upon receiving the ServiceDiscoveryRequest mesagePNE, the PN GW SHALL forward the message tiNGFServer.

To find Remote PNE related information, PN GW SHA4énd the ServiceDiscoveryRequest message to CBNSrS
including below.

» As searching condition(s), DiscoveryDestinatiomedat SHALL be included with at least one of follongs
parameters.

o UserInfo element with UserID attribute or UserNaattgibute or both
o PNID attribute
o Keyword element

Upon receiving the ServiceDiscoveryConfirmationResffrom CPNS Server,
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» If the final destination of the message is the RN,&e PN GW SHALL send back the
ServiceDiscoveryConfirmationResponse message végulR (either allowing or denying to access to PN
Information).

» If the final destination of the message is PNE,RhNeGW SHALL forward ServiceDiscoveryConfirmationiResst
message to the PNE.

Upon receiving the ServiceDiscoveryResponse medsaigeCPNS Server, the PN GW SHALL forward the naggsto
PNE in case PNE initiates ServiceDiscoveryRequest.

7.9.2.3 CPNS Server

7.9.23.1 Overall procedure

Upon receiving the ServiceDiscoveryRequest with EN& PNID or UserID in DiscoveryDestination elenethe CPNS
Server SHALL perform PN Inventory access contradzhon Disclosure and OwnershipEntity attribute.

If the value of Disclosure attribute is

e 1: the CPNS Server SHALL send back the Servicel¥isiyResponse with Result set to FALSE and Reasgn, (
Access Denied) to the PNE via PN GW.

» 2:the CPNS Server SHALL send back the ServiceRisgdresponse with matched information (See section
7.9.2.3.2) in PN Inventory to the PNE via PN GW.

e 3:the CPNS Server SHALL forwards ServiceDiscovanyfrmationRequest message with UserID or PNID or
PNEID to the CPNS Entity which is indicated by OwstepEntitylD attribute.

Upon receiving ServiceDiscoveryConfirmationRespomsssage from the PN GW,

» If Result in the message is FALSE, the CPNS Se8#ALL send back the ServiceDiscoveryResponse withuR
set to FALSE and Reason (e.g., Access Deniedet®ME via PN GW.

» If Result in the message is TRUE, the CPNS Serkil3E send back the ServiceDiscoveryResponse witkchead
information (See section 7.9.2.3.2) in PN Inventarthe PNE via PN GW.

7.9.2.3.2 Searching relevant information and assembling response message
To find service or Remote PNE related informatiBRNS Server SHALL perform following.

In case the ServiceDiscoveryRequest message cemaisearching condition,

* And there are Operator’s policies, the CPNS SeB¥ALL find the Service Description based on polieyg.,
Operator Policy).

» And there are no Operator’s policies, the CPNS &eBHALL send the ServiceDiscoveryResponse witlthall
available Service Descriptions to the PNE via PN.GW

Note: The definition and procedure of managing.(eapistering, updating, and so on) the OperatticiPis out of scope of
CPNS Enabler.

In case the ServiceDiscoveryRequest message cemstaamching condition,

* And there are Operator’s policies, the CPNS SeB¢hLL perform searching based on the searchingitiondand
on the policies and composes search result andsakdthe ServiceDiscoveryResponse with the Service
Description to the PNE via PN GW.

* And there are no Operator’s policies, the CPNS&e8HALL perform searching based on the searcbimglition
and composes search result and send back the &eistoveryResponse with the Service DescripticthhécPNE
via PN GW.

When the searching condition is an arbitrary téheé, CPNS Server SHALL finds the Service Descriptigth the text for
partial match. Partial match refers to matchinggefword value with values in Service Descriptioriita the match that
begins with, contains or ends with the keyword ealu
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In case the ServiceDiscoveryRequest message cer@aimentinfoRequest with value of TRUE, then CF3¢8/er SHALL
respond with content related information from tleev&e Description to the PNE via PN GW.

Note: The definition of content related informatidepends on content/service provider and out gfesod CPNS Enabler.
In result, the mechanism for the CPNS Server terfiinly content related information from ServicesPription is also out
of scope of CPNS Enabler.

The ServiceDiscoveryResponse SHALL contain follayyrarameter sets.
* Result attribute SHALL be set as “TRUE”.

» Targetinfo element(s) SHALL be included with follmgs if CPNS Server finds out matched Target suppmpr
services

0 TargetlD SHALL be included. If the Target is PNEBrgetID is PNEID. If the target is external content
provider, TargetID is CPID.

0 TargetName attribute SHOULD be included. Namelaite indicate Name of PNE or external content
Provider hosting the service with the matched Serfdescription.

0 Active attribute SHALL be included if the Targeti®PNEID.

o UserInfo element SHOULD be included if Disclosuteilute is ‘2’'(Open) or with the confirmation (i,e
ServiceDiscoveryConfirmationResponse) from CPNStgdesignated by OwnershipEntitylD.

o0 PNID element SHOULD be included if Disclosure dititie is ‘2’(Open) or with the confirmation (i.e.,
ServiceDiscoveryConfirmationResponse) from CPNStEmtith OwnershipEntitylID.

o ServiceProfile element SHALL be included if Targietis PNE ID and Disclosure attribute is ‘2’(Openn)
with the confirmation (i.e., ServiceDiscoveryConfationResponse) from CPNS Entity designated by
OwnershipEntitylD. If the TargetID is CPID then SeeProfile SHALL be included, composed from
CPNS Profile stored in CPNS Server.

*  PNinfo element(s) SHALL be included if CPNS Serfirds out Remote PNE information and if Disclosure
attribute is ‘2’(Open) or with the confirmation€i, ServiceDiscoveryConfirmationResponse) from CEN&ty
designated by OwnershipEntityID.

When no match with searching condition is founéntthe CPNS Server SHALL send the ServiceDiscovespBnse with
no Targetinfo element and Result attribute “FALS&the PNE via PN GW.

The detail searching process is out of scope of €ENabler, but to only describe the CPNS Enablecifip searching
framework.

* In Remote PNE case where PNE is the content prouide Service Description as ServiceProfile iduded in PN
inventory stored in CPNS Server.

» In external content provider case where the ExtdEntty is interfaced with CPNS Server, the Seevizescription
of the provider is stored in the form of CPNS Heofin CPNS Server.

To search for matched text, CPNS Server SHOULDgs®sboth Service Description forms (i.e., ServioéRrin PN
Inventory and CPNS Profile).

To assemble the ServiceDiscoveryResponse with @eBescription, following MAY need to be taken imtonsideration.

* In Remote PNE case where PNE is the content prowuide ServiceProfile is included in PN InventoFje
consideration is for such case where single PNE, @ontent provider) registered in multiple PNig, CPNS Server
SHOULD make sure of no duplicated ServiceProfilsted by the same PNE be returned.
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7.9.3 Service Discovery Advertise
7.9.3.1 CPNS Server

When CPNS Server receives Service Description #atarnal content provider through ServiceDescripiieigstration, the
CPNS Server MAY send ServiceDescriptionAdvertisssage including relevant Service Description to RMEPN GW.

The ServiceDescriptionAdvertise message SHALL dorflowing parameter sets.

e ZoneBasedServiceSupport attribute MAY be includetT&UE” if the purpose of this service is for zdpased
service.
* CPInfo element SHALL be included.

0 CPID attribute SHALL be included. CPID attributelicates ID of external content provider hosting the
service.

o CPName attribute MAY be included for name of exé¢icontent provider.
» ServiceProfile element SHALL be included.

For Zone Based Service, the CPNS Server SHALL fem&erviceDescriptionAdvertise message to the RNvich
supports Zone Based Service with following paramegiieved from PN Inventory. PN GW SHALL advedithe Service
Description to the PNE. If the ServiceDescriptiomAdise message from CPNS Server indicates to gier8ervice
Description, the PN GW SHALL store the Service Diggion.

» ZoneBasedServiceSupport attribute MAY be includetT&® UE” to indicate if PN GW need to store theaieed
Service Description.

7.9.3.2 PN GW
When PN GW receives the ServiceDescriptionAdvenisssage, the PN GW SHALL forward the messagect® ME.

For Zone Based Service, PN GW SHALL advertise thwiSe Description to the relevant PNE. If the
ServiceDescriptionAdvertise message from CPNS S@ndécates to store the Service Description, theGW SHALL
store the Service Description. In case the SendsebptionAdvertise message includes an indication,
ZoneBasedServiceSupport and the value is “TRUEi the PN GW SHALL store the received Service Dgsic.

7.9.3.3 PNE

By receiving the ServiceDescriptionAdvertise, tidEcan invoke service as defined in Service/Condelivery signaling
procedure.

7.9.4  Service Description Registration

The Service Description Registration provides almacsm where PNE acting as content provider oreateontent
provider hosting the service publishes the Seriliescription to the CPNS Server.

PN Management procedure is responsible for registraf Service Description in case of PNE actisgantent provider
publishes the Service Description. The detail dpon can be found in section 8.6.

In addition, after initial registration, to publi§ervice Description (i.e., ServiceProfile), PNE@g as content provider
MAY publish the Service Description using ServicebeptionRegistrationRequest message. For theafasaernal content
provider publishing the Service Description (i®erviceProfile information set for the CPNS Seitwecreate CPNS Profile),
the ServiceDescriptionRegistrationRequest can itizad.

7.9.4.1 PNE

The case where PNE acting as content provider pukles Service Description after PN establishment

To publish Service Description (i.e., ServicePm)filo the CPNS Server, PNE SHALL send the
ServiceDescriptionRegistrationRequest messagefallhwing parameter sets.
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* PNID attribute to designate the target PN Inven®IiALL be included.

* PNEID attribute to designate the target PNEInfo $HAe included.

» ServiceProfile element SHALL be included.

» Disclosure attribute SHALL be included.

»  OwnershipEntitylID SHALL be included if the value Bfsclosure is “3” (i.e. selective)

By receiving the ServiceDescriptionRegistrationRerse message from PN GW, the PNE acknowledge st ff service
description registration.

7.9.4.2 PN GW

The case where PNE acting as content provider reggss Service Description

When PN GW receives the ServiceDescriptionRegistiRequest message from PNE, the PN GW SHALL forvtae
message to the CPNS Server.

When PN GW receives the ServiceDescriptionRegistiResponse message from CPNS Server, the PN GW.ISHA
forward the message to the PNE.

7.9.4.3 CPNS Server

The case where PNE acting as content provider pukles Service Description

Upon receiving the ServiceDescriptionRegistratiomiest message from PN GW, the CPNS Server repllaees
ServiceProfile of target PNE Info in relevant PNéntory.

After updating the PN Inventory, the CPNS Servedsethe ServiceDescriptionRegistrationResponseageds the PNE
via PN GW.

The case where external content provider publisheService Description

Upon receiving the ServiceDescriptionRegistratiomirest message from external content provider, BldSServer creates
and stores the CPNS Profile. The ServiceDescriRgistrationRequest message SHALL have CPID at&iand
ServiceProfile element and MAY have CPName attebut

If the CPNS Profile of the requesting external eanfprovider is already stored, identified by CPilite CPNS Server update
or replaces the existing CPNS Profile with receietvice Description.

* CPNS Server SHALL send the ServiceDescriptionReggisnResponse message to the external contentiprov
including Result attribute.

7.10 Service / Content Delivery

The Service/Content Delivery procedure facilitadtes delivery of service/content.
Service/Content Delivery is activated when the Be/Content Delivery is initiated explicitly e.gvjth user interaction.

Based on specific policies pre-configured in theNSRserver by Operators, content providers or uleesdelivery which
violates any of these specific policies SHOULD hetdelivered. These specific policies SHOULD beatidetween CPNS
Entities. How to set and share this policy is dudappe.

By performing the Service Discovery procedure,RINE receives the Service Description, which cost&arviceProfile,
CPNS EntitylD or CPID hosting application, and $o o

7.10.1 PNE

To execute a specific operation, the PNE SHALL stredinvokeRequest message to the CPNS ServelviaW with
following parameter sets.
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SGID attribute MAY be included to identify the gmof services for specific service. This attribist@sed only if
the specific service is part of a service group.

ServicelD element SHALL be included to identify\dee.

0 Operation attribute SHALL be included. Operatiotmilatite is for the operation name specific to each
service.

InputParameterList element SHALL be included. IffarameterList contains the argument for the service
invocation.

o Parameter element(s) MAY be included, which cangyargument value.
= Name attribute SHALL be included to indicate thenesof argument for the service invocation.

= DataType SHALL be included to indicate the dataetgp argument value.

In case of Remote PNE connection where PNE is@etina content provider, upon receiving the Invaakst from PN
GW, the PNE sends back the InvokeResponse to th@\WNvith following parameter sets.

Result element SHALL be included to indicate resfilinvokeRequest. The value TRUE indicate succéssfrvice
invocation and the value FALSE indicate for somasom the service invocation is failed.

Reason element MAY be included. The element isuohedl when the Result is FALSE.

OutputParameterList element MAY be included. Thearent contains the return value for the servicedation if
available.

o Parameter element(s) SHALL be included, which ctreyreturned value.

= Name attribute SHALL be included to indicate thenezof returned value for the service
invocation.

By receiving the InvokeResponse, the requesting RNEPNE request the service invocation) acknogéetie result of
InvokeRequest. The requesting PNE can performhanagervice invocation utilizing the operation @ehich is the Applinfo,
carried in ServiceDiscoveryResponse) and applinapecific value (which is the OutputParameterldatried in
InvokeResponse).

7.10.2 PN GW

Upon receiving the InvokeRequest from PNE, the RM f8rwards the message to the CPNS Server.

Upon receiving the InvokeRequest from CPNS SetherPN GW forwards the message to the PNE actingr@ignt
provider.

Upon receiving the InvokeResponse from PNE actggomtent provider, the PN GW forwards the messagiee CPNS

Server.

Upon receiving the InvokeResponse from CPNS SethierPN GW forwards the message to the requestitig(fhe PNE
requesting the service invocation).

7.10.3 CPNS Server

Upon receiving the InvokeRequest, the CPNS SerM&L% forwards the message to the external contemwiger based on
the received CPID (i.e., ID of external contentyider).

In case of Remote PNE case where PNE is actingrgert provider, upon receiving the InvokeRequibst CPNS Server
SHALL forwards the message to the PN GW based emdbeived CPNS EntitylD (i.e., PNEID of contermider).

Upon receiving the InvokeResponse, the CPNS S&iél_L forwards the message to the relevant PN GW.
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7.11 Zone Based Service

7.11.1 General

The Zone Based Service facilitates the content pas¥ice with CPNS enabler.

When the PNE comes to the Zone, by performing tAB € Entity Discovery & PN Registration functionetBNE is
discovered by the PN GW and registered in the Riritory of the CPNS server without the initial regufrom PNE or
input from the user.

7.11.2 PNE

Only by setting to reply on the PN GW'’s periodias#, a PNE can be pushed the contents or thecsatescription
information.

When the PNE comes to the Zone, the PNE will baddoy PN GW by using periodic search describedppehdix C.

After receiving the EntityDiscoveryRequest message the PN GW, the PNE SHALL send EntityDiscoveegRonse
message to the PN GW as described in section 7.2.

After receiving the PNSetupRequest from the PN @&W ,PNE SHALL send PNSetupResponse message to\ti@NPas
described in section 7.6.

* The Return attribute SHALL be set
o 1for OK.

o 2 for Failure, indicating that PNE is not capabidandling the request.

7.11.3 PN GW

If the PN GW acts as Zone PN GW, the PN GW SHALqren periodic search described in Appendix C.

After finding a PNE by periodic search, the PN GWASL send EntityDiscoveryRequest message to the B8lHescribed
in section 7.2.

After receiving the EntityDiscoveryResponse mesdega the PNE, the PN GW SHALL send PNSetupRegmestsage to
the PNE as described in section 7.6.

After receiving the PNSetupRsponse from the PNEthad/alue of Return attribute is “1”, the PN GWAHL send
PNSetupRequest message to the CPNS Server ashdésicrisection 7.6, and the Zonebasedservicesuatobite SHALL
be set as “1”.

After receiving the ServiceDescriptionAdvertise sage from CPNS Server, PN GW SHALL store that Seridescription
if the ZoneBasedServiceSupport attribute is “1'teAthat, PN GW SHALL check if the target PNE iséable for the
service based on PN Inventory. If the PNE is atgldor the service, the PN GW SHALL send that &enDescription to
the PNE by using ServiceDescriptionAdvertise messeggdescribed in section 8.8.

In the case that the PN GW already has a storadc8ddescription, which had been delivered from@RNS Server
beforehand, the PN GW SHALL send the Service Dp8ari Advertise to the PNE without receiving thenBee
Description Advertise from the CPNS Server again.

7.11.4 CPNS Server

Upon receiving the PNSetupRequest message from\RINtkie CPNS Server SHALL send PNSetupResponse gessa
PN GW as described in section 7.6.

The CPNS Server SHALL generate the ServiceDesoripiivertise message according to format of CPNSskigs in
section 8 when the CPNS Server wants to adveriséce to a Zone. The CPNS Server
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SHALL include CPNS EntitylD or CPID (see the Prejihosting the discovered service in Name attrute

2. SHALL set ZoneBasedServiceSupport attribute agf‘ttie PN GW need to store the Service Descriptitich is
received from this message, otherwise the ZoneEssseiteSupport attribute SHALL be set as “0”.

3. SHALL include the target CPNS metadata (See seétibd) in element ServiceProfile

7.12 Device Capability

7.12.1 Device capabilities Query

A CPNS Server SHOULD send Device capabilities Qureguest to PNE and PN GW to retrieve informatibdevice
capabilities of PNE, and PN GW, respectively. Deviapabilities Query Response is accordingly respdmand sent from
PNE and PN GW back to CPNS Server.

The procedure SHALL be applied when the deviceslidifies information is required.

Subsequent Device Capabilities Change Notifica86fOULD be triggered by a device capability charmmye;scheduled or
requested from CPNS Servers from PNE and PN GWy ¢éinee when there is a device capability changBNE and PN
GWs.

7.12.2 DPE

CPNS enabler MAY support interaction with OMA DREntify device capabilities of PNE and PN GW Hitinteraction
is supported, the PNE and PN GW SHALL support tieemanism for device capability notification as sfied in OMA
DPE. PNE and PN GW initially SHALL notify their capilities during the PN setup phase. Subsequeriteleapability
notification will be triggered by a device capatyilchange, pre-scheduled or requested from theserv

PNE and PN GWs can act as DPE clients to notifyfptR& Server on device capabilities of PNEs and RWCGDPE server
would notify the CPNS Server every time there wdagda device capability change.

7.13 Status Management
7.13.1 General

The Status Management provides a mechanism toghuloibllect, subscribe and notify the status of RIN&E PN GW.

Each message in Status Management SHALL be forchat€€CPNS Messages. The format of each messadpge daand in
section 8.13.

7.13.2 Service Status Publication

The status information is published by target CRNfy (i.e., PNE or PN GW) or PN or device whialids the status
information for collection and notification trigged by the status changes.

The status information is published to CPNS Seavet stored in the CPNS Server.

7.13.3 Status Subscription and Notification

To be notified of status changes, the watcheraifistSHALL subscribe to the CPNS entity statusrinfion notification.

The PNE sends a StatusSubscribeRequest messageangttID (i.e., PNEID, PNGWID, PNID) for event isgation into
the CPNS Server. Receiving the message the CPN8rSegisters the event and sends back the Stdiss#ueResponse
message to the PNE via PN GW.

When the registered event occurs, the CPNS SeHALE send a StatusNotify message with TargetID atadus
information, which is StatusVariable (See CPNS etz format in section 5.10) associated with Taytt the PNE the
watcher via PN GW.
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Subscription duration is set in the StatusSubsBégeiest message. The subscription should be rdleasematically when
the duration expires. The subscription can be sel@&xplicitly by sending the StatusSubscribeRequessage with zero
subscription duration time.

The PNE the watcher of status SHOULD send the StatiscribeRequest message with TargetID to the C3&x\&r to
keep subscription.

7.13.4 PN /PNE Inactive Status Management

If there is a disconnection between PN GW and RiNiEdre part of the same PN, which is not a teargd?N but a
sustained PN, PN GW SHALL notify the CPNS Sentmo this disconnection and also MAY notify the neoted PNEs
belonging to the same PN if the Sharing attribsiteet as “1”(Shared).

7.13.4.1 PNE

When PNE is disconnected with PN GW forming PN, PMHALL set Active attribute “FALSE” of PNInfo eleméin local
PN Inventory.

When PNE receives the StatusNotify message fronG®Nin case Sharing attribute is “1”(Shared) in PMentory, PNE
retrieves the TargetID attribute for disconnect®ERN the message and set Active value as “FAL®IEtfsconnected
PNE’s PNEInfo element in local PN Inventory of theteiving PNE..

7.13.4.2 PN GW

When PN GW is disconnected from PNE forming PN iétigere are still other connected PNEs formingRiNg PN GW
SHALL create the StatusPublicationRequest messadieding below sub attributes. In case of Sharitgoaite “1”
(Shared) in PN Inventory, PN GW SHOULD create theisNotify message including below sub attribatesvell.

» TargetlD attribute SHALL be inserted with PNEID fdisconnected PNE.
» Active attribute SHALL be inserted with “FALSE”

After creating message, PN GW SHALL send the SRatbicationRequest message to CPNS Server and PISIBQULD
send StatusNotify messages to PNEs forming the $dne

When PN GW receives the StatusPublicationRespoessage from CPNS Server, PN GW SHALL update thelidE
element with Active attribute as “FALSE” in locaNRnventory. If there are no other PNEs in the s&iNewhere the
disconnected PNE belonged to , PN GW SHALL updatinf element with Active attribute as “FALSE” indal PN
Inventory.

7.13.4.3 CPNS Server

When CPNS Server receives the StatusPublicationgg¢guessage from PN GW, CPNS Server SHALL updatel iy
element related with this TargetID with Active ditrte in local PN Inventory. If all of PNEs in PXeanactive, CPNS
Server SHALL update Active attribute as “FALSE"PMNInfo element of local PN Inventory. CPNS ServidAEL send the
StatusPublicationResponse message to PN GW.

7.13.5 PN/PNE Active Status Management
After repairing physical connection, PN GW can aesthe PN service using notification message vattonnected PNE.

7.135.1 PNE

When PNE is reconnected with PN GW forming PN, PNALL set Active attribute as “TRUE” of PNInfo elemt in
local PN Inventory

When a PNE is reconnected to a PN part of whichRINE was before, other PNEs within the same PNregeive the
StatusNotify message from PN GW in case of Shattripute is set as “1"(Shared). These PNEs wilieege the TargetID
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attribute for the reconnected PNE from StatusNotiBssage and SHALL set Active value as “TRUE” ferannected
PNE’s PNInfo element in local PN Inventory.

7.13.5.2 PN GW

When PN GW detects that PNE is reconnected to RINfdahere were other connected PNEs forming tiNsaRd Sharing
attribute set as “1” (Shared) in PNInfo InventdP}y GW SHOULD send the StatusNotify message to atiedePNES in
that PN including below attributes:

e TargetlD attribute SHALL be inserted with PNEID faconnected PNE.
» Active attribute SHALL be inserted with “TRUE”"

After sending the StatusNotify message, PN GW SHAtdate the StatusPublicationRequest message adLS3¢nd it to
CPNS Server including below attributes.

e TargetlD attribute SHALL be inserted with PNEID faconnected PNE.
» Active attribute SHALL be inserted with “TRUE”

When PN GW receives the StatusPublicationRespoessage with Status attribute “TRUE” from CPNS Ser® GW
SHALL update the PNInfo and sub PNEInfo elementeabnnected PNE with Active attribute as “TRUE'HN Inventory.
If there is at least one connected PNE forming N PN GW SHALL update PNInfo element with Actiattribute as
“TRUE” in local PN Inventory.

NOTE: PN GW can send the StatusPublicationRequessage to CPNS Server before sending the StatiigNmssage to
PNEs. After receiving the StatusPublicationRespdrsa CPNS Server, PN GW can send the StatusNotégsage to
PNEs and then PN GW can update PN Inventory inl.loca

7.13.5.3 CPNS Server

When CPNS Server receives the StatusPublicatiord&¢quessage from PN GW, CPNS Server SHALL updatef@N
element and sub PNEInfo element related with thaig&tID with Active attribute as “TRUE” in local PIRventory, and
then CPNS Server SHALL send the StatusPublicatiepBese message with Status attribute “TRUE” to RM. G

7.14 Usage Statistics

7.14.1 Usage statistics collection

After content delivery to a PNE the applicationitgron the PNE side can collect the informatiorusége statistics of this
content. This information can be aggregated iep@rt which could be sent to the PNE and forwatdetie PN GW and
CPNS Server.

Usage statistics collection applies to the PNEtherreceiving side only.

The message name for reporting usage statistitiseoserver side is AppServerUsageStatsReport vduintains the
following parameters: AppServerID, StatsReportMgstia and UsageStatsData.

The massage name for reporting usage statistitiseoRNE side is AppPNEUsageStatsReport which amsithe following
parameters: AppPNEID, StatsReportMessagelD, PNENIGWID and UsageStatsData

Application entity on the server side can alsoamilthe usage statistics information and aggreigaaeeport which will be
sent to the CPNS Server.

7.14.2 Usage statistics reporting

The reporting of usage statistics information tdNGPServer can be done by the application entittherserver side as well
as by the application entity on the PNE side. ®porting of this information on the server side bardone via CPNS-4
interface, while on the PNE side can be done vil&B interface.
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PNE SHALL be able to combine a number of receivealye statistics reports and forward to the PN G\paasof one
message.

Usage statistics information can be sent to autkdrparties only.

If an application on PNE side sending the usagésstas information is not recognized by CPNS Sexethe authentication
failed (e.g. the specific application is not authed to report on usage statistics informatiomnticPNS Server will block
the application.

Further behaviour of PNE side application in thise (e.g. retry of usage statistics reportinghipecified.

If an application on CPNS Server side sending #aga statistics information is not recognized bNSFServer or the
authentication failed (e.g. the specific applicati® not authorized to report on usage statistifirination), then CPNS
Server will block the application.

Further behaviour of CPNS Server side applicatiotiis case (e.g. retry of usage statistics repgyis unspecified

The frequency of usage statistics information répgrdepends on service provider policies and ptesshedules

7.15 Non-CPNS Proxy
7.15.1 PN GW with Non-CPNS Proxy Function

When PN GW receives access request from Non-CPNE&é’N GW SHALL active Non-CPNS Proxy and inwite
Non-CPNS Device join PN as a PNE by creating a EN#&id other information described in PNEInfo eletfenthe Non-
CPNS Device based on its Device Capabilities inlfRintory.

When PN GW receives message from Non-CPNS Devioa;BPNS Proxy in PN GW SHALL map the message to £PN
message(s), and if the destination Entity(ieshefrhessage is not PN GW, PN GW SHALL send CPNSamges$s) to
destination Entity(ies) using created PNEID of NOANS Device as source .

When PN GW receives message and the destinationsCPNS Device, Non-CPNS Proxy in PN GW SHALL ntlag
message to message(s) which can be supported bioth€PNS Device, and PN GW SHALL send the message(Non-
CPNS Deuvice.

If certain CPNS Functions cannot be support by I®INS Device, PN GW SHALL not map messages for tQ#26S
Functions and return fail to the CPNS Entity(ies).

7.16 Capabilities Sharing Group Management

7.16.1 Capabilities Sharing Group Creation
7.16.1.1 PNE

[Procedure in inviting PNE]
When PNE wants to create a CSG, PNE SHALL sen€8®CreateRequest message to PN GW including below

»  OriginEntitylD attribute SHALL be inserted for cté&an requesting PNE.
* SGInfo element SHALL be inserted
* 0 CSGindicator SHALL be set as “TRUE”
* PNEInfo element SHALL be inserted for invited PNE(s
o0 PNEID attribute SHALL be inserted to specify PNEbwinvited.

o SharingCapa element SHALL be inserted to indicdtelwcapability(ies) of this PNE will be shared.
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When PNE receives the CSGCreateResponse messagPitd&sW, PNE SHALL store following information ihé SG
Inventory.

* CSGindicator attribute SHALL be stored.
» SharingCapa element SHALL be stored from PNEInément in the CSGCreateResponse message

[Procedure in invited PNE]

When PNE receives the CSGInviteRequest messageFNd@W, PNE SHALL create CSGInviteResponse message
including below.

* Result attribute SHALL be inserted, 1 — Succesthiff PNE agrees on sharing its capability (ielsg @ — Fall, if this
PNE does not agree on sharing its capability(ies}twer reason.

» PNEInfo element SHALL be inserted
o PNEID attribute SHALL be inserted
o0 SharingCapa element SHALL be inserted to indicdielwcapability(ies) of this PNE will be shared.

When PNE receives CSGCreateNotification message RN GW, PNE SHALL update SG Inventory and store
CSGindicator attribute, SharingCapa element andraitiributes, elements in SGinfo in SG Inventory.

7.16.1.2 PN GW

When PN GW receives the CSGCreateRequest messagd>MEor PN GW wants to create a CSG, PN GW SHAlate
CSGCreateRequest message including:

e OriginEntitylD attribute SHALL be inserted.
* SGinfo element SHALL be inserted
* PNEInfo element SHALL be inserted for invited PNE(s
o PNEID attribute SHALL be inserted to specify PNEbwinvited.

0 SharingCapa element SHALL be inserted to indicdteelwcapability(ies) of this PNE will be shared.

PN GW SHALL send the CSGCreateRequest messageN& Gerver. When PN GW receives CSGInviteRequestages
from CPNS Server, PN GW SHALL send SGInviteRequestsage(s) to each invited PNE(s).

When PN GW receives the CSGInviteResponse messagePNE(s), PN GW SHALL forward CSGInviteResponse
message to CPNS Server.

When PN GW receives the CSGCreateNotification nggs§@m CPNS Server, PN GW SHALL create SGInfo
withCSGlndicator attribute and SharingCapa elermaadtstore SGInfo in local SG Inventory, and then®N SHALL send
CSGCreateNotification message to invited PNE(s¢ldhem to update SG Inventory and store CSGhtdicattribute and
SharingCapa element.

After receives CSGCreateResponse message from GBN®r, PN GW SHALL send CSGCreateResponse messye
requesting PNE for CSG creation if CSG creatiomuestjwas initiated by PNE.

7.16.1.3 CPNS Server

When CPNS Server receives the CSGCreateRequesageesPNS Server SHALL create SGInfo and assigioS@t set
CSGindicator as “TRUE”.
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And then CPNS Server SHALL create CSGInviteReqoestsage including below.
* SGinfo element SHALL be inserted

0 SGID attribute SHALL be inserted.

0 CSGindicator attribute SHALL be inserted.
* PNEInfo element SHALL be inserted for invited PNE(s

o0 PNEID attribute SHALL be inserted to specify PNEbwinvited.
CPNS Server SHALL send CSGInviteRequest messadgeN (GW.

When CPNS Server receives CSGInviteResponse messag®N GW. CPNS Server SHALL store each PNE's
SharingCapa element in SG Inventory.

After above, CPNS Server SHALL send CSGCreateNuatiion message to PN GW to tell invited PNE(s)ddate SG
Inventory and store SharingCapa element.

And CPNS Server SHALL send CSGCreateResponse mess&dN GW, which sent the CSGCreateRequest metsage
CPNS Server originally.
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8. CPNS message

8.1 General Consideration

This section describes message containing sub ateraad sub attributes.

In message element table, “E” means element andif@dns attribute. If the Type of element is emptyeans that the
element has not value but sub attributes.

The basic message formats are
* “~Request” and “~Response” pair for a two way teati®n
» “~Notification” for one way transaction.

The request, response and notification messaged SHAve MsgID attribute to specify messages to suipgpeveral
messages sending in a device. The response medldagd. have RequestlID attribute to specify this @sgpe message is
related with which request message.

8.1.1 Common parameter set

For CPNS V1.0 transport protocol binding specifimatis out of scope but specify the list of messpgemeter necessary
for each message.

This section describes the parameter set whicbrigon to all CPNS messages.
Followings are the principle of common parametéf@eCPNS message.

» For the purpose of specifying the adjacent CPN&\Efirough which the CPNS message will go, CPN@mmn
parameter set SHALL contain TargetlD.

» For the purpose of specifying the end to end rgupath, CPNS common parameter set SHALL contaimc@dD
and DestID which indicate the source and finalidatibn of the CPNS message.

0 CPNS common parameter set MAY contain Route parnfsg¢tunder DestinationRoute if the intermediate
route entities are known to the CPNS message atigir{Source parameter).

* CPNS common parameter set MAY contain TraceRouenvdesignated by the CPNS message originator (Sourc
parameter). Each CPNS Entity SHALL append its olvifds value of Route parameter).

* CPNS common parameter set SHALL contain MsgID patanto distinguish a CPNS message dialog withrethe

» CPNS common parameter MAY contain MsgType parantetdesignate specific transport protocol related
behavior (e.g., HTTP Client and Server. See Appe@di

Following table shows the parameter set commoti ORNS messages.

Parameter name | Cardinalit T Data type Description
y
TargetID 0.1 E String ID of adjacent CPNS Entityough which the CPNS

message will go traverse to the destination, PRMICSGID

Only if TargetlD and DestID are the same, this elatrwill
be omitted.

SourcelD 1 E String ID of CPNS Entity which is tiwéginator of the CPNS
message
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Destination

String

Destination element for eménd CPNS message routing
path

Its sub-element is

+ DestinationRoute

e DestlD

DestinationRoute

0.3

In case the intermedR®lS Entities to the destination
CPNS Entity (Dest) are known to the originating (GPEhtity
(Source) and to specify the routing path to thdidason, the
CPNS Entity assembles the CPNS message with npDdt
element but also DestinationRoute element(s).

Its attribute is

« DestinationRouteEntity

DestinationRoute
Entity

String

ID of intermediate CPNS Entity for eradend routing path to
destination CPNS Entity (Dest)

DestID

String

ID of CPNS Entity, PNID or Swhich is the final
destination of the CPNS message

In case the Route element(s) is not known to tierating
CPNS Entity (Source), the CPNS Entity assembles the
Destination element with Dest element only.

TraceRoute

0.1

String

To trace the routing patihe destination CPNS Entity
(Dest), PNID or SGID, the originating CPNS Enti§ofrce)
SHOULD include the TraceRoute element.

Its sub-element is

¢ Route

Route

1.4

With TraceRoute element, each CPMNByESHALL append
its EntityID into the Route element.

In case of no TraceRoute element is designatetidoy t
originating CPNS Entity (Source), the Route elen®AALL
not be included.

Its attribute is

«  EntitylD

EntitylD

String

ID of intermediate CPNS Entifiyr the purpose of tracing
intermediate CNPS Entity on the end to end routiat to
destination(Dest)

MsgID

String

Unique ID to distinguish the meags&rom other messages.
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ID schema is based on service provider and outages of

CPNS V1.0.
MsgType 0.1 E String Indicating the type of message;
“Advertise/Notification” or “Request” or “Response
Encrypted 0.1 E Boolean Indicates if the paylofthe CPNS message (i.e., all the
elements and attributes except for common parasjeter
encrypted.
If the payload is encrypted, CPNS Entity can skijntlude
this element in the message.
Table 6 Common CPNS message parameters
8.2 UserlD and Password Registration
Message Implementation Direction
ID_PWD Registration Request Message Conditional| PN GW - CPNS Server
ID_PWD Registration Response Message Conditional| CPNS Server- PN GW

If PN GW is running on device which does not suppautual authentication using USIM (or GBA), PN Gldles not need
to proceed with ID_PWD Registration Request/Respdnessage.

If CPNS Server does not support mutual authentinaising USIM (or GBA), CPNS Server does not neeslipport
ID_PWD Registration Request/Response Message.

8.2.1 ID_PWDRegistrationRequest Message
Element Cardinality T Data Type Description
ID PWD R | 1 E Its sub elements are:
egistration_
Request e UserlD
e Password
e UserDescription
UserlD 1 E String UserlD that CPNS User wants t. 0his element is empty (i.e.,
<UserID/>), if CPNS User requests CPNS Server ¢ater UserID.
Password 1 E String Password that CPNS User wantset This element is empty (i.e.
<Password/>), if CPNS User requests CPNS Servaetie
password.
UserDescrip| 0...1 E String User information such as name andaigt®on number. This

tion

element may be filled according to the Operatordyol

Table 7 Information elements in ID_PWD RegistrationRequest Message

8.2.2 ID_PWDRegistrationResponse Message
Element Cardinality T Data Type Description
ID PWD R |1 E Its attribute is:
egistration

+ Status
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Response

Its sub elements are:

e UserlD

 Password

Status

Integer

The status of success or fail.
1 — Success
2 — Fail, UserID CPNS User requests to use is djreaed
3 — Fail, UserID CPNS User requests to use is ag#ie policy for
UserlD (e.g., UserlD is too long)

4 — Fail, Password CPNS User requests to use isshghe policy
for password (e.g., password is too short)

5 — Fall, failed due to unknown reason.

UserlD

String

UserlD that is registered WitANS Server. In case of registratio
failure, this element is empty.

Password

String

Password that is registefdd@PNS Server. In case of
registration failure, this element is empty.

8.3

Table 8 Information elements in ID_PWD RegistrationResponse Message

ID & Password Installation

Message Implementation Direction
ID_PWD Installation Request Message Conditional | PN GW - PNE
ID_PWD Installation Response Message Conditional| PNE —~ PN GW
8.3.1 ID_PWD Installation Request Message
Element Cardinality T Data Type Description
ID PWD R |1 E Its sub elements are:
equest
e UserlD
» Password

UserlD 1 E String UserlD that was already registénethe CPNS Server through th
Id & Password Registration. This element contaames User 1D
and to be installed to PNE.

Password 1 E String Password that was alreadyteegisin the CPNS Server through
the ID & Password Registration. This element corggiame
Password and to be installed to PNE.

Table 9 Information elements in ID_PWD_ InstallationRequest Message
8.3.2 ID_PWD Installation Response Message
Element Cardinality T Data Type Description

Subscription | 1 E Its attributes are:

_Registratio

n_Response +  Status

Status 1 A| Integer The status of success or fail.
1 — Success
2 — Fall, ID & Password Installation is failed.

Table 10 Information elements in ID_PWD_Installaticn Response Message

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




OMA-TS-CPNS_Core-V1_1-20130402-C

Page 197 (337)

8.4 EUKey Assignment

This subsection provides format of the messagesssecy for EUKey assignment for PNE and PN GW.

Message Implementation Direction
EUKey Assignment Trigger Message Conditional PN GW - PNE
EUKey Assignment Request Message Mandatory PNE - PN GW
PN GW - CPNS Server
EUKey Assignment Response Message Mandatory CPNS Servers PN GW
PN GW - PNE
EUKeyAssignmentNotification Message Conditional PN GW - PNE

NOTE: EUKeyAssignmentTrigger Message is mandatoRNE does not have enough Ul capabilities forritiisg UserlD

and Password.

8.4.1 EUKeyAssignmentTrigger Message

Element Cardinality T Data Type Description
EUKeyAs_S| 1 E Its attributes are:
gnmentTrigg
er + UserlD
Its sub-elements are:
e Trginfo
UserlD 1 A String UserID of CPNS User who owns bttt GW and PNE
Trglnfo 1 E EUKey Assignment Trigger information
Its sub attributes are
*  RANDpnew
« Time
* Authinfo
RANDppnew | 1 A Integer RANDR\cw is a random number generated by the PN GW
Time 1 A String Time is the current time as meagurgthe PN GW
Authinfo 1 A String Authinfo is a Hash ( AuthDatavhere AuthData = Hash( Passwq
) | Nonce | Time

Table 11 Information elements in EUKeyAssignmentTrjger Message

8.4.2 EUKeyAssignmentRequest Message

Element Cardinality T Data Type Description
EUKeyAssi | 1 E Its attributes are:
gnmentRequ
est + UserlD
e EntitylD

rd
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Its sub-element is:

PNS

* Reqinfo
UserlD 1 A String UserID of CPNS User who owns asignee PNE/PN GW
EntitylD 1 A String EntitylD of an assignee PNE/BW
Reqinfo 1 E EUKeyAssignmentRequest information
Its sub attributes are
* RAN DAssig nee
« Time
¢ Authinfo
RANDAssig | 1 A Integer RANDsigneeis @& random number generated by the assignee CH
nee Entity (i.e., PNE or PN GW)
Time 1 A String Time is the current time measurgdhe assignee CPNS Entity
(i.e., PNE or PN GW)
Authinfo 1 A String Authinfo is a Hash ( AuthDatavhere AuthData =
Hash( Password ) | RANRginee| Time
Table 12 Information elements in EUKeyAssignmentRegest Message
8.4.3 EUKeyAssignmentResponse Message
Element Cardinality T Data Type Description
EUKeyAssi | 1 E Its attributes are:
gnmentResp
onse + Result
* UserlD
« EntitylD
Result 1 A | Integer The Result of success or fail.
1 — Success
2 — Fail, User authentication fails
3 — Fail, Other reasons
UserID 1 A | String UserID of CPNS User who owns asignee PNE/PN GW
EntitylD 1 A | String EntitylD of an assighee PNE/BW
Reslinfo 1 E EUKeyAssignmentResponse information
Its sub attributes are
M RANDSVR
 EUKey
 Temporary Key
RANDgyr 1 A | Integer RANR\r is a random number generated by the CPNS Server
EUKey L.n A | String Encrypted EUKey that is encrypted by the KEK
'(Ie';,-mporaryK 0.1 A | String Key used for ensuring the security between PNERM®GW in the

case of underlying network does not support s@ficsecurity
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‘ mechanism.

Table 13 Information elements in EUKeyAssignmentRgmonse Message

8.4.4 EUKeyAssignmentNotification Message
Element Cardinality T Data Type Description
EUKeyASS'. 1 E Its attributes are:
gnmentNotif
ication « UserlD
» EntitylD
» EUKey
UserlD 1 A | String UserID of CPNS User who owns asignee PNE/PN GW
EntitylD 1 A | String EntitylD of an assighee PNE/BW
EUKey 1 A | String Encrypted EUKey that is encrypted by the Tempokaey

Table 14

Information elements in EUKeyAssignmentNiifiation Message

8.5 CPNS Entity Discovery

A device which has the initial Mode following thefahition of Entity Mode in section 5.2 can stdretentity discovery to

recognize the Mode of the other device in PAN.

CPNS Entity Discovery transaction can be done betw®NE and PN GW, PNE and PNE, or PN GW and PN @vduse
the requested CPNS Entity does not know the Modehar device before the Entity Discovery trangactfter physical

connection.

Note: The interface between PNE and PNE will notibed for peer to peer but for CPNS entity discpealy in CPNS 1.0.

Message

Implementation Direction

EntityDiscoveryRequest

Mandatory PNE - PNE,
PNE - PN GW,
PN GW - PNE,

PN GW - PN GW

EntityDiscoveryResponse

Mandatory | PNE - PNE,
PN GW - PNE,
PNE - PN GW,

PN GW - PN GW

8.5.1 CPNS Entity Discovery Request message
Element Cardinalit T Data Type Description
y

EntityDiscover| 1 E Its sub elements are

yRequest
e UserlInfo
«  Entitylnfo
« PNinfo

Userlnfo 1 E| - Its attributes are
e UserlD
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e UserName

UserlD 0.1 String CPNS UserlD
UserName 1 String CPNS User Name
Entitylnfo 1 Entity information
Its sub attributes are
« PNEID
-  PNGWID
¢ Name
* Mode
« PNInfoReq
¢ UlCapa
e Zonebasedservicesupport
e Broadcastgroupkeydeliverysupport
PNEID 0.1 String PNE lIdentification (see sectiemor! Reference source not
found.).
PNGWID 0.1 String PN GW Identification (see sentError! Reference source not
found.).
Name 0.1 String PNE or PN GW Name (e.g. MP3 glagissigned nickname)
Mode 1 Integer The mode of requester. If the moidequestor is PNE, the value
should be “1” (PNE). If the mode of requestor is 8W/, the value
should be “2” (PN GW).
If the mode of requestor is both of PNE and PN @w,value
should be “3” (BOTH) ( e.g. mobile phone )
1 — PNE, If the mode of device is PNE, the valususth be “PNE”.
2 — PNGW, If the mode of device is PN GW, the valheuld be
“PN GW".
3 — BOTH, If the mode of device is both of PNE &N GW, the
value should be “BOTH” ( e.g. mobile phone)
PNInfoReq 0.1 Boolean The value is “TRUE” in edbe PNE requests PN information.
UlCapa 0.1 Boolean If this device doesn’t suppdirfunctionalities below, this value
SHALL be set.
TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.
Zonebasedsery 0..1 Boolean If this CPNS entity is a capable BW of Zone Based Service, this
icesupport value should be “TRUE".
Broadcastgrou| 0..1 Boolean When PN GW sends EntityDiscoveryRstimessage, this
pkeydeliverysu attribute SHALL be inserted.
pport TRUE: PN GW supports broadcast Group Key delivery
FALSE: PN GW does not support broadcast Group katiyeky.
PNiInfo 0..n PN information when the requestd?NsGW and it handles PN(s).

This is helpful information to join request from EN

Its sub attributes are
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e PNID
«  Description
e  TempPN

e Sharing

Its sub element is

* PNElInfo

PNID

String

PN identification.

Description

0.1

String

PN Description. (e.g. froffice)

TempPN

0.1

Boolean

If this PN is temporary BN is “TRUE”. If the physical
connection between PNGW and all of PNEs is broitga,PN
should be released automatically.

If this PN is sustained PN, this TempPN attribgtempty or
“FALSE".

Sharing

0.1

Integer

The level of PN InventoryPINE side

1 — Shared, PN GW Info and PNE Info are shared\E& P
2 — Protected, PN GW Info only in PNE

PNEInfo

The member PNEs of PN.

Its sub attributes are

« PNEID

¢ PNEName

Its sub element is

* Devicelnfo

PNEID

String

PNE Identification

PNEName

String

PNE Name (e.g. mp3 playesigagd nickname)

Devicelnfo

Device information

Its sub attribute is

* Mode

¢ InactiveMode

Mode

0.1

Integer

The mode of device
1 — PNE, If the mode of device is PNE, the valususth be “PNE”.

3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

InactiveMode

0.1

Integer

If current mode is PNE and there are functionalities of PN GW in a
device, the other function is inactive.

(e.g. If the value of Mode is “1"(PNE) and its functionalities are PNE
and PN GW in a mobile phone, inactive is set “2” (PN GW) and this
means inactive mode is “PN GW".)

1-PNE

2 - PNGW
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Table 15 Information elements in EntityDiscoveryRegest message

8.5.2 CPNS Entity Discovery Response message

Element Cardinalit T Data Type Description
y

EntityDiscover| 1 E Its sub elements are

yResponse
e UserInfo
e Entitylnfo
« PNinfo

Userinfo 1 E| - Its attributes are
e UserlD

e UserName

UserlD 0..1 A | String CPNS UserID
UserName 1 A| String CPNS User Name
Entitylnfo 1 E Entity Information

Its sub attributes are

« PNEID

«  PNGWID
*  Name

* Mode

¢« UlCapa

e Zonebasedservicesupport

« Broadcastgroupkeydeliverysupport

PNEID 0.1 A | String PNE Identification (see sectiemor! Reference source not
found.).

PNGWID 0.1 A | String PN GW Identification (see sentError! Reference source not
found.).

Name 0.1 A | String PNE or PN GW Name (e.g. plagssjgned nickname)

Mode 1 A | Integer The mode of respondent.

If the mode of respondent is PNE, the value shbell” (PNE). If
the mode of respondent is PN GW, the value shoall®b(PN
GW). If the mode of respondent is both of PNE ahd@®WV, the
value should be “3” (BOTH) ( e.g. mobile phone)

1 — PNE, If the mode of device is PNE, the valususth be “PNE”.
2 — PNGW, If the mode of device is PN GW, the vaheuld be
“PN GW".

3 — BOTH, If the mode of device is both of PNE &N GW, the
value should be “BOTH” ( e.g. mobile phone )

UlCapa 0.1 A | Boolean If this device doesn’t suppdirfunctionalities below, this value
SHALL be set with “TRUE".
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TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

IS

Zonebasedsery 0..1 Boolean If this CPNS entity is a capable ®W of Zone Based Service, thi

icesupport value should be “TRUE".

Broadcastgrou| 0..1 Boolean When PN GW sends EntityDiscoveryRasp message, this

pkeydeliverysu attribute SHALL be inserted.

pport TRUE: PN GW supports broadcast Group Key delivery
FALSE: PN GW does not support broadcast Group Kadiyery.

PNiInfo 0..n PN information when the value of Matribute is PN GW. This
is helpful information to join request from PNE.

Its sub attributes are
« PNID
«  Description
e  TempPN
e Sharing

Its sub element is
¢ PNElInfo

PNID 1 String PN identification.

Description 0.1 String PN Description. (e.g. froffice)

TempPN 0.1 Boolean If this PN is temporary Pis is “TRUE". If the physical
connection between PNGW and all of PNEs is broiga,PN
should be released automatically.

If this PN is sustained PN, this TempPN attribgtempty or
“FALSE”".

Sharing 0.1 Integer The level of PN InventoryPINE side
1 — Shared, PN GW Info and PNE Info are shared\& P
2 — Protected, PN GW Info only in PNE

PNEInfo 0..n The member PNEs of PN.

Its sub attributes are
« PNEID
« PNEName
Its sub element is
« Devicelnfo

PNEID 1 String PNE Identification

PNEName 0.1 String PNE Name (e.g. mp3 playesigagd nickname)

Devicelnfo 0.1 Device information

Its sub attribute is
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* Mode

* |nactiveMode

Mode

0.1

Integer

The mode of device
1 — PNE, If the mode of device is PNE, the valususth be “PNE”.

3 - BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

InactiveMode

0.1

Integer

If current mode is Pl there are functionalities of PN GW in|a
device, the other function is inactive.

(e.g. If the value of Mode is “1"(PNE) and its ftionalities are
PNE and PN GW in a mobile phone, inactive is s&{P2N GW)
and this means inactive mode is “PN GW".)

1-PNE

2 - PNGW

8.6

Table 16 Information elements in EntityDiscoveryRegonse message

PNE and PN GW Authentication

This subsection provides format of the messagessseacy for PNE and PN GW authentication describesg¢tion 7.5.
These messages are also utilized for secure sesstimiplishment between PNE and PN GW.

Message Implementation Direction

ConnectRequest Message Conditional PNE- PN GW

PN GW - CPNS Server
ConnectResponse Message Conditional PN GW- PNE

CPNS Server. PN GW
AuthenticateRequest Message Mandatory CPNS Server- PN GW

PN GW - PNE
AuthenticateResponse Message Mandatory PNE- PN GW

PN GW - CPNS Server

8.6.1 ConnectRequest Message
Element Cardinality T Data Type Description
ConnectReq| 1 E Its sub attributes are:
uest
« RAND
RAND 1 A String Random value generated by PN GWNE (e.g., random_PN GV
in section 7.7.)

Table 17 Information elements in ConnectRequest Msage

Note: Entity ID of sender PN GW/PNE, which is nbbwn in the table, is included in source ID of tiriessage.

8.6.2 ConnectResponse Message
Element Cardinality T Data Type Description
ConnectRes | 1 E Its sub attributes are:
ponse
e HASH
HASH 1 A String Hash value calculated by CPNS Sefggy., hash_server in sectig
7.7)
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Table 18 Information elements in ConnectResponse Msage

8.6.3 AuthenticateRequest Message

Element Cardinality T Data Type Description
Authenticate | 1 E Its sub element is:
Request
* AuthReqgData
AuthReqgDat | 1..n E Set of information to be delivered to tafgNE(s)/PNGW to be
a authenticated. This sub element is inserted irtartessage for

each CPNS Entity to be authenticated. (i.e., Wheretare more
than one PNEs to be authenticated, more than engeelts are
inserted.)

Its sub attributes are:
« EntitylD
« RAND
e LocalEUKey PNE

e LocalEUKey PNGW

EntitylD 1 A String Entity ID of target PNE(s) oNPGW to be authenticated by CPN
Server or PN GW

RAND 1 A String Random value generated by CPNS &esv PN GW (e.qg.,
random_server in section 7.6.1)

LocalEUKe | 0..1 A String LocalEUKey encrypted by target PNEdKey.

y_PNE Note: This attribute is included when target ertityoe
authenticated is PNE which requests LocalEUKeygassent.

LocalEUKe | 0..1 A String LocalEUKey encrypted by PN GW’s EUKey

y_PNGW Note: This attribute is included when target ertiityoe

authenticated is PNE which requests LocalEUKeygassent and
when message is sent from CPNS Server to PN GW.

Table 19 Information elements in AuthenticateRequdsViessage

8.6.4 AuthenticateResponse Message

Element Cardinality T Data Type Description
Authenticate| 1 E Its sub element is:
Response
¢ AuthResData
AuthResDat | 1..n E Set of information to be delivered to tafgRE(s)/PNGW to be
a authenticated. This sub element is inserted irtariessage for

each CPNS Entity to be authenticated. (i.e., Wheretare more
than one PNEs to be authenticated, more than engeelts are
inserted.)

Its sub attributes are:
« EntitylD

« HASH
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EntitylD

A

String

Entity ID of target PNE or PNV&to be authenticated by CPNS
Server or PN GW

HASH

A

String

Hash value calculated by target RMEPN GW (i.e., hash_PNE in
7.6.1 or hash_PN GW in section 7.7)

8.7
8.7.1

Table 20 Information elements in AuthenticateRespose Message

PN Management

PN Establishment

Message

Implementation Direction

PNSetupRequest

Mandatory PNE - PN GW
PN GW-> PNE

PN GW - CPNS Server

PNSetupResponse

Mandatory | CPNS Server- PN GW
PN GW - PNE

PNE - PN GW

PNEstablishmentNotify

Mandatory PN GW - PNE

8.7.1.1

PNSetup Request messag

e

NAME

Cardinalit T
y

Data Type

Description

st

PNSetupRequg¢

b1 E

Command when PNE requests to establish a PNItGW.
Its sub attribute is

e OriginEntitylD

¢ PNSetupType

Its sub element is

* InvitedPNEID
* PNinfo

* AuthiniData

OriginEntitylD

String

The originating CPNS EtiD to establish PN

PNSetupType

Integer

Type of PN Setup to indidedw the PN is established

1 - ‘1-1’ case which enables the PNE to establiBtiNawvith the PN
GW only

2 — ‘All' case which enables the PNE to establisPMN with all
CPNS devices connected to the PN GW

3 — ‘Specific’ case which enables the PNE to eihbh PN with
PNEs to be invited

InvitedPNEID

String

PNEID(s) to be invitedrohg PN Establishment

PNInfo

17

PN Information. This is the informatitmbe registered and stored
in CPNS Server.

Its sub attributes are
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« PNID

«  Description

» Disclosure

e OwnershipEntity
e  TempPN

e Sharing

Its sub elements are

*  PNGWInfo
* PNEInfo
PNID 0.1 A | String PN Identification
Description 0.1 A| String PN Description (e.g., Hanffice)
Disclosure 1 A | Integer The willingness of openness of PN Information, &se Service

Discovery is requested after PN Setup
1 - Blocked; PN should not be unveiled.

2 - Open; PN will be unveiled, when other CPNS Ergitisks
service discovery.

3 - Confirm Mode: PN can be unveiled, only when thhatized
CPNS entity allows

OwnershipEnti| 0..1 A | String The ID of authorized CPNS Entity which has authetign to allow
ty PN Information open, in case Service Discovergpuested
TempPN 1 A | Boolean If this PN is temporary PN, 1hiSTRUE".

True, indicating that PN Information will not be gtein CPNS
Server after broken physical connection.

False, indicating that PN Information remains inNSP Server,
even if physical connection is broken. If PN GW ides False
TempPN attribute MAY be skipped.

Sharing 1 A | Integer The level of PN Inventory inlPBide

1 — Shared, PN GW Info and PNE Info are shared\ig P
2 - Protected, PN GW Info only to PNE

PNGWInfo 0.1 E PN GW Information.

Its sub attributes are

«  PNGWID
*  PNGWName

PNGWID 1 A | String PN GW Identification
PNGWName 0.1 A| String PN GW Name (e.g. nicknanségagd by user or device type)
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PNEInfo 0..n E PNE Information.

Its sub attributes are

« PNEID
¢ PNEName
* Mode

«  Description

Its sub elements are

e DeviceCapa

¢ ServiceProfile

PNEID 1 A | String PNE Identification
PNEName 0.1 A| String PNE Name (e.g., nicknamegassi by user)
Mode 0.1 A | Integer The mode of device. The mensherbe “1” or “3".

1 — PNE, If the mode of respondent is PNE, theerahould be
“PNE".

2 — PNGW, If the mode of respondent is PN GW, thiele should
be “PN GW".

3 — BOTH, If the mode of respondent is both of Pt PN GW,
the value should be “BOTH” ( e.g. mobile phone)

Description 0.1 A| String PN Description (e.g., Hanffice)
DeviceCapa 0.1 E Capability information of devisebedding PNE

DeviceCapa fragment contains information such asideg@ype,
VideoCodec, etc. For CPNS V1.0 format definitioroig of scope
(e.g. DPE Enabler) and implementation matter.

ServiceProfile | 0.1 Bl - CPNS enabled application information or conterdupport certain

service and status.

NOTE: Section 5.5 CPNS Metadata is referred.

AuthlniData 0..n E Set of information used to initiate PNEhauitication procedure.
The included information is generated by target BB be
authenticated.

Its sub attributes are:

e AuthPNEID
« rand_PNE

e LocalEUKeyAssignment

The number of this sub element included in the angssliffers
depending on the message direction;

e PNE (inviting PNE)» PN GW: one

PN GW- PNE (invited PNE): none
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« PN GW- CPNS Server: one or more than one, dependjng
on the number of invited PNE

AuthPNEID 1 A | String Entity ID of target PNE to be authenticated by CPd&Bver
rand_PNE 1 A| String Random value generated by PNE

Lo_caIEUKeyA 1 A | Boolean Flag to indicate the necessity of LocalEUKey assignt.
ssignment

TRUE: necessary, FALSE: unnecessary

Table 21 Information elements in SETUP Request meage

8.7.1.2 PNSetup Response message

Element Cardinalit | T Data Type Description
y
PNSetupRespo 1 E The response to PNSetup Request message
nse

Its sub attributes are

e Return

Its sub elements are

* PNInfo
* AuthlniData

¢ AuthFinData
Return 1 A | Integer The answer to SETUP Request

1-0K

2 — Failure: CPNS Enabler can’t handle the request, internal
error process occurs in the device embedding PNE

3 — Not Accepted: CPNS User does not allow theestju

NOTE: the answer may be added later according ter&r
Policy.

PNInfo 0.1 E PN Information. This is the inforneat to be registered and stor
in CPNS Server.

9%
o

Its sub attributes are

« PNID
e Description
e TempPN

e Sharing

Its sub elements are

*  PNGWiInfo
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¢ PNElInfo
PNID 1 A | String PN Identification
Description 0.1 A| String PN Description (e.g., Hardffice)
TempPN 0.1 A| Boolean If this PN is temporary PiNs is “TRUE".

If the physical connection between PNGW and PNHEsadg&en, this
PN should be released automatically.

Sharing 0.1 A | Integer The level of PN InventoryPINE side

1 — Shared, PN GW Info and PNE Info are shared\i& P
2 - Protected, PN GW Info only is shared to PNE

PNGWInfo 0..1 E PN GW Information.

Its sub attributes are

«  PNGWID

«  PNGWName

PNGWID 1 A | String PN GW Identification
PNGWName 0.1 A| String PN GW Name (e.g. nicknanségagd by user or device type)
PNEInfo 1.n E PNE Information.

Its sub attributes are

e PNEID
« PNEName
* Mode

«  Description

Its sub elements are

« DeviceCapa

*  ServiceProfile

PNEID 1 A | String PNE Identification
PNEName 0.1 A| String PNE Name (e.g., nicknamegassi by user)
Mode 1 A | Integer The mode of device. The memberbeatil” or “3”.

1 — PNE, If the mode of respondent is PNE, theerahould be
“PNE".

3 — BOTH, If the mode of respondent is both of Pie PN GW,
the value should be “BOTH” ( e.g. mobile phone)

Description 0.1 A| String PN Description (e.g., Hardffice)

DeviceCapa 0.1 El - Capability information of devembedding PNE

DeviceCapa fragment contains information such asideg@ype,

VideoCodec, etc. For CPNS V1.0 format definitioroig of scope
(e.g. DPE Enabler) and implementation matter.
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ServiceProfile

0.1

CPNS enabled application information to supportaierservice
and status.

NOTE:*See Section 5.105 CPNS Metadata is referred.

AuthlniData

0.1

Set of information used tdimtie PNE authentication procedure.
The included information is generated by target BR)E be
authenticated.

Its sub attributes are:

e AuthPNEID
« rand_PNE

¢ LocalEUKeyAssignment

The number of this sub element included in the angssliffers
depending on the message direction;

e PNE (invited PNE) PN GW: one
¢ CPNS Server, PN GW: none

e PN GW-PNE (inviting PNE): none

AuthPNEID

String

Entity ID of target PNE to bhethenticated by CPNS Server

rand_PNE

String

Random value generated by RNE fand_PNE in section 7.6.)

LocalEUKeyA
ssignment

Boolean

Flag to indicate the necessity of LocalEUKey assignt.
TRUE: necessary, FALSE: unnecessary

AuthFinData

Set of information used to authenticate CPNS Sdryd?NE.
Its sub attribute is:
e HASH

The number of this sub element included in the engssiefers
depending on the message direction;

¢ PNE (invited PNE) PN GW: none

¢« CPNS Server, PN GW: one or more than one, depending
on the number of invited PNEs

e PN GW-PNE (inviting PNE): one

HASH

String

Hash value calculated by target PNE or PN GW (ash_server
in7.6.)

8.7.1.3

Table 22 Information elements in SETUP Response nmesge

PNEstablishmentNotify message

Element

Cardinalit
y

T

Data Type

Description

PNEstablishm
entNotify

1

E

The command to notify PN Inventory from PN GMPNE

Its sub elements are
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* PNInfo

¢ AuthFinData

PNiInfo 0.1 E PN Information. This is the inforneat to be registered and stor
in CPNS Server.

1%
o

Its sub attributes are

- PNID
«  Description
e  TempPN

e Sharing

Its sub elements are

«  PNGWInfo

* PNEInfo
PNID 1 A | String PN Identification
Description 0.1 A| String PN Description (e.g., Haordffice)
TempPN 0.1 A | Boolean If this PN is temporary PiNs is “TRUE".

If the physical connection between PNGW and PNHEsadg&en, this
PN should be released automatically.

PNGWInfo 1 E PN GW Information.

Its sub attributes are

*  PNGWID

*  PNGWName

PNGWID 1 A | String PN GW Identification
PNGWName 0.1 A| String PN GW Name (e.g. nicknansigagd by user or device type)
PNEInfo 1.n E PNE Information.

Its sub attributes are

« PNEID

« PNEName

Its sub elements are

« DeviceCapa

*  ServiceProfile

PNEID 1 A | String PNE Identification
PNEName 0.1 A| String PNE Name (e.g., nicknamegassi by user)
DeviceCapa 0.1 E Capability information of devéerebedding PNE

DeviceCapa fragment contains information such asidegype,
VideoCodec, etc. For CPNS V1.0 format definitioroig of scope
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(e.g. DPE Enabler) and implementation matter.
ServiceProfile | 0.1 Bl - CPNS enabled application information to supportaierservice
and status.
NOTE: Section 5.5 CPNS Metadata is referred.
AuthFinData 1 Bl - Set of information used to authenticate CPNS Sdryd?NE.
Its sub attribute is:
e HASH
HASH 1 A | String Hash value calculated by target PNE or PN GW (hash_server
in7.6.)
Table 23 Information elements in PNEstablishmentNdty message
8.7.2 PN Update
Message Implementation Direction
PNUpdateRequest Mandatory | PN GW - CPNS Server
PNUpdateResponse Mandatory | CPNS Server. PN GW
PNUpdateNotification Mandatory PN GW - PNE
8.7.2.1 PN Update Request message
Element Cardinalit | T Data Type Description
y
PNUpdateReq| 1 E Its sub element is
uest
*  PNinfo
¢ AuthlniData
PNInfo 1 E PN Information. This is information BN to be uploaded.
Its sub attributes are
« PNID
Its sub element is
* PNEInfo
PNID 1 A | String PN Identification.
PNEInfo 0..n E PNE Information. If there is modétion of PNE, this should be
inserted. (e.g. new PNE joined, PNE left)
Its sub attributes are
« PNEID
« PNEName
* Mode
* Active
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e Update

PNEID

String

PNE Identification.

PNEName

0.1

String

PNE Name (e.g. mp3 player)

Mode

0.1

Integer

The mode of device. The valodoa“1” or “3”.

1 — PNE, If the mode of respondent is PNE, theerahould be
“PNE".

3 — BOTH, If the mode of respondent is both of Patie PN GW,
the value should be “BOTH” ( e.g. mobile phone)

Active

Boolean

The active status of PNE.

TRUE — This PNE is active

FALSE — This PNE is not active because PNE is teapo
disconnected.

Update

Integer

The update information of thisE?

1 — New, the PNE is newly joined in this PN
2 — Update, the PNE is updated
3 — Removed, the PNE is removed in this PN

AuthlniData

Set of information used toimti® PNE authentication procedure.
The included information is generated by target BR)E be
authenticated.

Its sub attributes are:

* AuthPNEID
« rand_PNE

e LocalEUKeyAssignment

AuthPNEID

String

Entity ID of target PNE to bhethenticated by CPNS Server

rand_PNE

String

Random value generated by RNE fand_PNE in section 7.6.)

LocalEUKeyA
ssignment

Boolean

Flag to indicate the necessity of LocalEUKey assignt.
TRUE: necessary, FALSE: unnecessary

Table 24 Information elements in PNUpdateRequest nssage

8.7.2.2 PN Update Response message

Element Cardinalit T Data Type Description
y
PNUpdateRes| 1 E Its sub attributes are
ponse
* Result
Its sub element is:
e AuthFinData
Result 1 A | Integer The status of success or fail.
1 — Success
2 — Fail, this PN is not registered before.
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3— Fall, this PNE is not the member of this PN @gpulsion).
4 — Fail, this PNE was the member of this PN beftoejoining).

AuthFinData 0..n E Set of information used to authenticate CPNS Sdryd?NE.
Its sub attribute is:
e HASH
HASH 1 A | String

Hash value calculated by target PNE or PN GW (hash_server
in7.6.)

Table 25 Information elements in PNUpdateResponseassage

8.7.2.3 PNUpdateNotification message

Element Cardinalit T Data Type Description
y
PNUpdateNoti| 1 E Its sub element is
fication
« PNinfo
PNInfo 1 E PN Information.

Its sub attributes are

« PNID
Its sub element is
* PNElInfo
PNID 1 A | String PN Identification.
PNEInfo 0..n E PNE Information

Its sub attributes are

« PNEID

« PNEName
¢ Mode

» Active

» Update

PNEID 1 A | String PNE Identification.

PNEName 0.1 A| String PNE Name (e.g. mp3 playesigagd nickname)

Mode 1 A | Integer The mode of device

1 — PNE, If the mode of device is PNE, the valususth be “PNE”.

3 - BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

Active 1 A | Boolean The active status of PNE.
TRUE — This PNE is active

FALSE — This PNE is not active because PNE is teapo
disconnected.

Update 1 A | Integer The update information of thisE?

0 — Current, the PNE is member in this PN
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1 — New, the PNE is newly joined in this PN

2 — Update, the PNE is updated

3 — Removed, the PNE is removed in this PN

in7.6.)

AuthFinData 0.1 E Set of information used to authenticate CPNS Sdryd?NE.
Its sub attribute is:
HASH
HASH 1 A | String Hash value calculated by target RMPN GW (i.e., hash_server

Table 26 Information elements in PNUpdateNotificatbn message

8.7.3

PNE Joining, Inviting, Leaving, Expulsion

Message

Implementation

PNActionRequest

Mandatory

PNE - PN GW
PN GW - PNE

PNActionResponse

Mandatory

PN GW - PNE
PNE - PN GW

PNActionNoaotification

Mandatory

PN GW - PNE

8.7.3.1

PNActionRequest message

Element

Cardinalit T

y

Data Type

Description

PNActionRequ
est

1

Its sub attributes are

¢ Command

e OriginEntitylD

Its sub elements are

* PNEInfo
* PNiInfo

¢ AuthlniData

Command

Integer

It is a command that a CPNByages it based on the actions tg
be performed by PN GW or CPNS Server, e.g. joaydeinvite,
expel etc.

1 - Join, the PNE wants to join

2 — Invite, the PNE or PN GW wants to invite otR&E(s)
3 — Leave, the PNE wants to leave

4 — Expel, PNE or PNGW wants to expel other PNE.

OriginEntitylD

0.1

A

String

PNE Identification thariginally requests action related with the
other PNE. (e.g. request action of invitation, dsjmun)

PNEInfo

E

Target PNE Information to join, leabe,invited or be expelled.
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Its sub attribute are

* PNEID

* PNEName

PNEID

String

PNE ldentification.

PNEName

0.1

String

PNE Name (e.g. mp3 playesigagd nickname)

PNInfo

PN Information

Its sub attributes are

« PNID
«  Description
e  TempPN

e Sharing

Its sub element is

*  PNGWiInfo

PNID

String

PN Identification.

Description

0.1

String

PN Description. (e.g. Harffice)

TempPN

0.1

Boolean

If this PN is temporary BN is “TRUE”". If the physical
connection between PNGW and all of PNEs is broiga,PN
should be released automatically.

If this PN is sustained PN, this TempPN attribgtempty or
“FALSE".

Sharing

0.1

Integer

The level of PN InventoryPINE side

1 — Shared, PN GW Info and PNE Info are shared\N& P
2 — Protected, PN GW Info only in PNE

PNGWInfo

0.1

PN GW Information.

Its sub attributes are

« PNGWID

«  PNGWName

e Zonebasedservicesupport
* Mode

« Broadcastgroupkeydeliverysupport

PNGWID

String

PN GW Identification.

PNGWName

0.1

String

PN GW Name (e.g. mobile gh@ssigned nickname)

Zonebasedser
icesupport

0.1

Boolean

If this CPNS entity is a capable BW of Zone Based Service, th
value should be “TRUE".

is

Mode

Integer

The mode of current device

2 — PNGW, If the mode of device is PN GW, the valbeuld be
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“PN GW".

3 - BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone)

Broadcastgrou| 0..1 A | Boolean TRUE: PN GW supports broadcast Giey delivery
pkeydeliverysu FALSE: PN GW does not support broadcast Group Kadiyery.
pport
AuthiniData 0.1 E Set of information used toiatié¢ PNE authentication procedure.
The included information is generated by target R)E be
authenticated.
Its sub attributes are:
e AuthPNEID
« rand_PNE
¢ LocalEUKeyAssignment
This element is included in the message if the candrattribute is
Join and the message direction is from PNE to PN GW
AuthPNEID 1 A | String Entity ID of target PNE to bethenticated by CPNS Server
rand_PNE 1 A| String Random value generated by RME (and_PNE in section 7.6.)
Is‘gic;lrigrlfteyA 1 A | Boolean Flag to indicate the necessity of LocalEUKey assignt.
TRUE: necessary, FALSE: unnecessary
Table 27 Information elements in PNActionRequest mesage
8.7.3.2 PNActionResponse message
Element Cardinalit T Data Type Description
y
PNActionResp| 1 E Its sub attributes are
onse
¢ Result
Its sub elements are
* PNinfo
¢ AuthlniData
* AuthFinData
Result 1 A | Integer The status of success or fail.
1 — Success
2 — Falil, this PN is not registered before.
3 — Fall, this PNE is not connected.
4 — Notification, this PNE has active SG relatethvtiis PN.
PNInfo 0.1 E PN Information.

Its sub attributes are

« PNID
«  Description

e TempPN
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e Sharing

Its sub elements are

*  PNGWiInfo

* PNEInfo

PNID

String

PN Identification.

Description

0.1

String

PN Description. (e.g. Harffice)

TempPN

0.1

Boolean

If this PN is temporary BiNs is “TRUE". If the physical
connection between PNGW and all of PNEs is broiga,PN
should be released automatically.

If this PN is sustained PN, this TempPN attribgtempty or
“FALSE”".

Sharing

Integer

The level of PN Inventory shgrin PNE side

1 — Shared, PN GW Info and PNE Info are shared\E& P
2 — Protected, PN GW Info only in PNE

PNGWInfo

PN GW Information

Its sub attributes are

« PNGWID

«  PNGWName

e Zonebasedservicesupport
* Mode

« Broadcastgroupkeydeliverysupport

PNGWID

String

PN GW Identification.

PNGWName

0.1

String

PN GW Name (e.g. mobile gh@ssigned nickname)

Zonebasedser
icesupport

0.1

Boolean

If this CPNS entity is a capable BW of Zone Based Service, this
value should be “TRUE".

Mode

Integer

The mode of device

2 — PNGW, If the mode of device is PN GW, the valbeuld be
“PN GW".

3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

Broadcastgrou
pkeydeliverysu
pport

0.1

Boolean

TRUE: PN GW supports broadcast Gidenp delivery
FALSE: PN GW does not support broadcast Group Kadiyery.

PNEInfo

PNE Information. If there is modéition of PNE, this should be
inserted. (e.g. new PNE joined or invited, PNE)left

Its sub attributes are

e PNEID
¢ PNEName

* Active
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* Mode
PNEID 1 A | String PNE ldentification.
PNEName 0.1 A| String PNE Name (e.g. mp3 playesigagd nickname)
Active 0.1 A | Boolean The active status of PNE.

TRUE - This PNE is active

FALSE — This PNE is not active because PNE is teapo
disconnected.

Mode 0.1 A | Integer The mode of device
1 — PNE, If the mode of device is PNE, the valususth be “PNE”.

3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

AuthlniData 0.1 E Set of information used toimti® PNE authentication procedure.
The included information is generated by target B)© be
authenticated.

Its sub attributes are:
* AuthPNEID
« rand_PNE
¢ LocalEUKeyAssignment

This element is included in the message if the candrattribute is
Invite and the message direction is from invitedeRN PN GW.

AuthPNEID 1 A | String Entity ID of target PNE to bhethenticated by CPNS Server
rand_PNE 1 A| String Random value generated by RNE fand_PNE in section 7.6.)
Is_gil;arl:rigrl?teyA 1 A | Boolean Flag to indicate the necessity of LocalEUKey assignt.

TRUE: necessary, FALSE: unnecessary
AuthFinData 0.1 E Set of information used to authenticate CPNS Sdryd?NE.

Its sub attribute is:

+ HASH

This element is included in the message if the candrattribute is

Join and the message direction is from PN GW to.PNE
HASH 1 A | String

Hash value calculated by target PNE or PN GW (ash_server
in7.6.)

Table 28 Information elements in PNActionResponse essage

8.7.3.3 PNActionNotification message

Element Cardinalit | T Data Type Description
y

PNActionNotif | 1 E Its sub attributes are

ication
¢ Command
« PNEID
« PNID

Command 1 A | Integer The command for target PNE.
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If a PNE or PN GW wants to expel other PNE, comnfaoich PN
GW is “Expel”.

1 — Expel, PN GW sends expel notification to PNE.

PNEID 1 A | String PNE Identification for target PNE.
(e.g. expelled PNE, reconnected PNE)
PNID 1 A | String PN Identification.

Table 29 Information elements in PNActionNotificatbn message

8.7.4 PN Release

Message Implementation Direction

PNReleaseRequest Mandatory | PNE -~ PN GW
PN GW - CPNS Server

PNReleaseResponse Mandatory | PN GW - PNE
CPNS Server- PN GW

PNReleaseNotification Mandatory PN GW - PNE
CPNS Servers PN GW

8.7.4.1 PN Release Request message
Element Cardinalit | T Data Type Description
y

PNReleaseReq 1 E Its sub attributes are

uest
- PNID
« PNEID
* Reason

PNID 1 A | String PN Identification.

PNEID 0.1 A | String PNE Identification. The releasguesting PNE’s PNEID.

If PN GW makes the PN release, this attribute tsheoe.
Reason 0.1 A| String The reason to release. (eege fs no action for a long time)
Table 30 Information elements in PNReleaseRequestassage
8.7.4.2 PN Release Response message
Element Cardinalit T Data Type Description
y

PNReleaseRes 1 E Its sub attributes are

ponse
* Result

Result 1 A | Integer The status of success or fail.

1 — Success
2 — Fail, this PN is not registered before.
3 — Fail, this PNEs are disconnected.

Table 31 Information elements in PNReleaseRespons®ssage
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8.7.4.3 PN Release Notification message
Element Cardinalit | T Data Type Description
y
PNReleaseNot 1 E Its sub attributes are
ification
- PNID
PNID 1 A | String PN Identification
Table 32 Information elements in PNReleaseNotificain message
8.75 PN Admin
Message Implementation Direction
PNAdminRequest Optional PNE - PN GW
PN GW - PNE
PN GW - CPNS Server
PNAdminResponse Optional CPNS Servers PN GW
PN GW - PNE
PNE - PN GW
PNAdminNotification Optional PN GW - PNE
8.7.5.1 PNAdminRequest message
Element Cardinalit | T Data Type Description
y
PNAdminReq | 1 E Its sub attribute is
uest )
*  PNAdminCommand
Its sub elements are
*  PNinfo
PNAdminCom | 1 A | Integer It is a type of PN action regarding Rtmin
mand
1 — Assign PN Admin, assign a new PN Admin in the P
2 — Release PN Admin, release current PN AdmihénRN
3 — Add Adminee, add Adminee(s)
4 — Remove Adminee, remove Adminee(s)
5 — Assign PN Admin and also Add Adminee, assige\a PN
Admin and add an Adminee
6 - Information change, information change in PMelmtory
PNinfo 1 E PN Information
Its sub attributes are
- PNID
e Description
e  TempPN
e Sharing
» Disclosure
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¢ OwnershipEntitylD

Its sub element is

*«  PNGWInfo
¢ PNElInfo
PNID 1 A | String PN Identification.
Description 0.1 A| String PN Description. (e.g. Hanffice)
TempPN 0.1 A | Boolean If this PN is temporary BiNs is “TRUE”. If the physical

connection between PNGW and all of PNEs is brokaa,PN
should be released automatically.

If this PN is sustained PN, this TempPN attribgtempty or
“FALSE”".

Sharing 0.1 A | Integer The level of PN InventoryPINE side

1 — Shared, PN GW Info and PNE Info are shared\N& P
2 — Protected, PN GW Info only in PNE

Disclosure 0..1 A| Integer The willingness of openness of PN Information, &se Service
Discovery is requested after PN Setup

1 - Blocked; PN information should not be unveiled.

2 - Open; PN information will be unveiled, when otig®?NS
Entities asks service discovery.

3 - Selective: PN can be unveiled, only when thtb@ized CPNS
entity allows in case Service Discovery requestaios PNID,
PNEID or UserlD

OwnershipEnti| 0..1 A | String The ID of authorized CPNS Entity which has authetign to allow
tylD PN Information open, in case Service Discovergefuested.
PNGWInfo 0.1 E PN GW Information.

Its sub attributes are

«  PNGWID

*  PNGWName

e Zonebasedservicesupport

* Mode

« Broadcastgroupkeydeliverysupport
* PN Admin

« Adminee

PNGWID 1 A | String PN GW Identification.

PNGWName 0.1 A| String PN GW Name (e.g. mobile gh@ssigned nickname)
Zonebasedsery 0..1 A | Boolean If this CPNS entity is a capable BW of Zone Based Service, this
icesupport value should be “TRUE".

Mode 0.1 A | Integer The mode of current device

2 — PNGW, If the mode of device is PN GW, the vaheuld be
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“PN GW".
3 - BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone)
Broadcastgrou| 0..1 A | Boolean TRUE: PN GW supports broadcast Giey delivery
pkeydeliverysu FALSE: PN GW does not support broadcast Group Kadiyery.
pport
PNAdmin 0.1 A | Boolean | If this PN GW is PN Admin, it is “TRUE”
Adminee 0.1 A| Boolean | If this PN GW is Adminee, it is “TRUE”
PNEInfo 0..n E PNE Information.
Its sub attribute are
« PNEID
¢ PNEName
¢ Mode
« PN Admin
« Adminee
PNEID 1 A | String PNE Identification.
PNEName 0.1 A| String PNE Name (e.g. mp3 playesigagd nickname)
Mode 0.1 A | Integer The mode of current device
1 — PNE, If the mode of device is PNE, the valususth be “PNE”.
3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )
PNAdmin 0.1 A | Boolean | If this PNE is PN Admin, it is “TRUE”
Adminee 0.1 A| Boolean | If this PNE is Adminee, it is “TRUE”

Table 33 Information elements in PNAdminRequest mesge

8.7.5.2 PNAdminResponse message

Element Cardinalit | T Data Type Description
y
PNAdminResp| 1 E Its sub attribute is
onse
* Result
Result 1 A | Integer The status of success or fail.
1 — Success

2 — Fail, PN Admin assignment failed (e.g. PN Admlready
exists or not enough Device capability)

3 — Fail, Adminee addition failed (e.g. PN Admirdakdminee are
not belonging to the same User)

4 — Fail, requesting PN Admin is incorrect
5 — Fail, requested Adminee is incorrect

Table 34 Information elements in PNAdminResponse nssage

8.7.5.3 PNAdminNotification message
| Element | Cardinalit | T | Data Type | Description
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y

PNAdminNoti | 1 E Its sub element is

fication
* PNinfo
PNiInfo 1 E PN Information.
Its sub attributes are
« PNID
e Description
« TempPN
* OwnershipEntitylD
e Sharing
« Disclosure
Its sub element is
* PNGWiInfo
* PNEInfo

PNID 1 A | String PN Identification.

Description 0.1 A| String PN Description.

TempPN 0.1 A | Boolean If this PN is temporary PiNs s “TRUE". If the physical
connection between PNGW and all of PNEs is broiga,PN
should be released automatically.

If this PN is sustained PN, this TempPN attribgtempty or
“FALSE”".

OwnershipEnti| 0..1 A | String The ID of authorized CPNS Entity which has authatiin to allow

tylD PN Information open, in case Service Discovergfuested.

Sharing 0.1 A| Integer The level of PN Inventorgishg in PNE side
1 — Shared, both PNGW!Info and PNEInfo in PNInfostrared in
PNE
2 — Protected, only PNGWInfo in PNInfo is sharedPME.

Disclosure 0.1 A| Integer The willingness of openness of PN Information, &se Service
Discovery is requested after PN Setup
1 - Blocked; PN information should not be unveiled.

2 - Open; PN information will be unveiled, when otig®?NS
Entities asks service discovery.

3 - Selective: PN can be unveiled, only when thtb@ized CPNS
entity allows in case Service Discovery requesta@ios PNID,
PNEID or UserID

PNGWInfo 0.1 E PN GW Information
Its sub attributes are

«  PNGWID
«  PNGWName
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* Mode

e Zonebasedservicesupport

« Broadcastgroupkeydeliverysupport
*  PNAdmin

« Adminee

PNGWID 1 A | String PN GW Identification.

PNGWName 0.1 A| String PN GW Name (e.g. assignekiaime)

Mode 0.1 A | Integer The mode of current device
2 — PNGW, If the mode of device is PN GW, the vaheuld be
“PN GW".

3 - BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

Zonebasedsery 0..1 A | Boolean If this CPNS entity is a capable ®W of Zone Based Service, this
icesupport value should be “TRUE".

Broadcastgrou| 0..1 A | Boolean TRUE: PN GW supports broadcast Gieyp delivery
pkeytdeliverysu FALSE: PN GW does not support broadcast Group kadiyery.
ppor

PNAdmin 0.1 A | Boolean | If this PN GW is PNAdmin, it is “TRUE”

Adminee 0.1 A| Boolean | If this PN GW is Adminee, it is “TRUE”

PNEInfo 0..n E PNE Information

Its sub attributes are

« PNEID

« PNEName
* Mode

e PNAdmin

e Adminee

PNEID 1 A | String PNE ldentification.

PNEName 0.1 A| String PNE Name (e.g. mp3 playesigagd nickname)

Mode 0.1 A | Integer The mode of device

1 — PNE, If the mode of device is PNE, the valususth be “PNE”.

3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

PNAdmin 0.1 A | Boolean | If this PNE is PNAdmin, it is “TRUE”
Adminee 0.1 A| Boolean | If this PNE is Adminee, it is “TRUE”

Table 35 Information elements in PNAdminNotification message

8.7.6  PNE Switching

| Message Implementation Direction
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PNESwitchRequest Mandatory PNE - PN GW
PN GW - PNE
PNESwitchResponse Mandatory | PNE —~ PN GW
PN GW - PNE

8.7.6.1 PNESwitchRequest message

Element Cardinality | T Data Type Description
PNESwitchRe| 1 E Its sub attributes are
quest
e PNEID
e TargetlD

Its sub element is

*  ServiceProfile

PNEID 1 A | String ID of PNE which will be switched.

TargetID 1 A | String ID of target entity which whle the candidate PNE

ServiceProfile| 0..1 E Information of Service(s)igrhis used or provided in PNE
currently.

Its sub attributes are

*« Service

* ContentInfo

Service 1..n E| - Service metadata is the metadedteritbes service of CPNS
enabled application, which Service Discovery ansisgaly
Service/Content Delivery function uses for operatio

Its attributes are

*  ServicelD

¢ Name

Its sub-elements are
e Operation

e StatusVariable

ServicelD 1 A | String Service identification.

Namespace for the service, which is implementatiatter for

CPNS V1.0
Name 1 A | String User-friendly representation ofvgar e.g., application specific
service name
Operation 1.n Its attribute is
« Name

Its sub-elements are

e InputParameterList

e OutputParameterList

Name 1 A | String User-friendly representation ovgmr e.g., application specific

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 228 (337)

operation name
InputParamete 0..1 E |- The input parameter (argument) for the service
rList
Its sub-elements are
« Parameter (See Table 4)
OutputParame| 0..1 E | - The output parameter (returned paramfgethe service
terList
Its sub-elements are
« Parameter (See Table 4)
StatusVariable| 0..n El - Status variable the apjdinssupports.
Its sub attributes are
e StatusName
 DataType
* SendEvents
Its sub element is
¢ AllowedValuelList (see Table 5)
StatusName 1 A| String Name of status parameter
DataType 1 A | String Variable data type
SendEvents 1 A| Boolean TRUE means “yes”
FALSE means “no”
When “yes” and the value associated to StatusViarielanges,
StatusPublicationRequest message SHALL be generated
Defaultvalue | 0..1 A| String Initial value
Contentinfo 0..n E|l - Description of content infotina.
XML fragment which structure is out of scope of CBIFO.

Table 36 Information elements in PNESwitchRequest Bssage

8.7.6.2 PNESwitchResponse message
Element Cardinalit | T Data Type Description
y
PNESwitchRe | 1 E Its sub attribute is
sponse
* Result
Its sub element is
e ServiceProfile
Result 1 A | Integer The status of success or fail.
1 — Success
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2 — Fail

ServiceProfile

0.1

Information of Service(s)igbhis used or provided in PNE
currently.

Its sub attributes are

* Service

* Contentinfo

Service

Service metadata is the metadederitbes service of CPNS
enabled application, which Service Discovery ansisgay
Service/Content Delivery function uses for operatio

Its attributes are

*  ServicelD

¢ Name

Its sub-elements are
e Operation

e StatusVariable

ServicelD

String

Service identification.

Namespace for the service, which is implementatiatter for
CPNS V1.0

Name

String

User-friendly representation olvgmr e.g., application specific
service name

Operation

Its attribute is

¢ Name

Its sub-elements are

¢ InputParameterList

e OutputParameterList

Name

String

User-friendly representation ofvgar e.g., application specific
operation name

InputParamete
rList

0.1

The input parameter (argument) for the service

Its sub-elements are

« Parameter (See Table 4)

OutputParame
terList

0.1

The output parameter (returned paramfgethe service

Its sub-elements are

e Parameter (See Table 4)

StatusVariable

Status variable the apjdinssupports.

Its sub attributes are
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e StatusName
 DataType

* SendEvents

Its sub element is

« AllowedValuelist (see Table 5)

StatusName 1 A| String Name of status parameter
DataType 1 A | String Variable data type
SendEvents 1 A| Boolean TRUE means “yes”
FALSE means “no”
When “yes” and the value associated to StatusViarielanges,
StatusPublicationRequest message SHALL be generated
DefaultvValue | 0..1 A| String Initial value
Contentinfo 0..n E| - Description of content infotina.

XML fragment which structure is out of scope of CHIFO.

Table 37 Information elements in PNESwitchResponsmessage

8.7.7 PN GW Switching
Message Implementation Direction
PNGWChangeRequest Mandatory | PNE - PN GW
PN GW - PNE
PN GW - CPNS Server
PNGWChangeResponse Mandatory | CPNS Server. PN GW
PN GW - PNE
PNE -~ PN GW
PNGWChangeNoatification Mandatory PN GW - PNE
PN GW - PN GW
8.7.7.1 PNGWChangeRequest message
Element Cardinalit | T Data Type Description
y
PNGWChange| 1 E Its sub elements are
Request
*  PNinfo
PNInfo 1 E PN Information

Its sub attribute is

e PNID

Its sub elements are
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*  PNGWiInfo

* PNEInfo

PNID 1 String PN Identification.

PNGWiInfo 1 E If this message is transmitted betwell GW and PNE, this is
information of currently active PN GW in the PN h®twise,
between PN GW and CPNS Server, this is informatfocendidate
PN GW.

Its sub attributes are

>

« PNGWID

«  PNGWName

* Mode

e Zonebasedservicesupport

e Broadcastgroupkeydeliverysupport

PNGWID 1 A | String PN GW Identification.

PNGWName 0.1 A| String PN GW Name (e.g. assignekiaime)
Mode 0.1 A | Integer If this message is transmibbetiveen PN GW and PNE, this is th
new Mode of CPNS Device which has currently acBeGW in
the PN. Otherwise, between PN GW and CPNS Sehisristthe
Mode of CPNS Device which has candidate PN GW.

D

1 — PNE, If the mode of device is PNE, the valususth be “PNE”
2 — PNGW, If the mode of device is PN GW, the vaheuld be
“PN GW".

3 — BOTH, If the mode of device is both of PNE &N GW, the
value should be “BOTH” ( e.g. mobile phone )

Zonebasedsery 0..1 A | Boolean If this CPNS entity is a capable BW of Zone Based Service, this
icesupport value should be “TRUE".

Broadcastgrou| 0..1 A | Boolean TRUE: PN GW supports broadcast Gienp delivery
pkeytdeliverysu FALSE: PN GW does not support broadcast Group kadiyery.
ppor
PNEInfo 0.1 E PNE Information. This element islided when this message is
transmitted between PN GW and PNE.

Its sub attribute are

« PNEID

* Mode

PNEID 1 A | String PNE Identification.

Mode 1 A | Integer The Mode of CPNS Device which tiesPNE having the above
PNEID.

1 — PNE, If the mode of device is PNE, the valususth be “PNE”.

2 — PNGW, If the mode of device is PN GW, the valbeuld be
“PN GW”

3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone)

Table 38 Information elements in PNGWChangeRequeshessage
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8.7.7.2

PNGWChangeResponse message

Element

Cardinalit
y

T

Data Type

Description

Response

PNGWChange| 1

E

Its sub attribute is

* Result

Its sub element is

* PNInfo
* Servicelnfo

« SGinfo

Result

Integer

The status of success or fail.

1 — Success
2 — Fail

PNiInfo

PN Information.

Its sub attributes are

* PNID

Its sub element is

* PNElInfo

PNID

String

PN Identification.

PNEInfo

Information of PNE(s) in the PN.

Its sub attributes are

« PNEID

« PNEName
« Active

* Mode

¢ PNAdmin

« Adminee

Its sub elements are

« UserInfo
« DeviceCapa

¢ ServiceProfile

PNEID

1

A

String

PNE Identification.

Name

0.1

A

String

PNE Name (e.g. mp3 player)

Active

1

A

Boolean

The active status of PNE.
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TRUE — This PNE is active because PNE is physicahlynected.
FALSE — This PNE is not active because PNE is [uiajyi
disconnected.

Mode 1 A | Integer The Mode of CPNS Device which tiesPNE having the above
PNEID.

1 — PNE, If the mode of device is PNE, the valususth be “PNE”.

3 - BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

PNAdmin 0.1 A | Boolean | If this PNE is PN Admin in the PN, this value should be
“TRUE".
Adminee 0.1 A | Boolean | If this PNE is Adminee in the PN, this value should be
“TRUE”.
UserInfo 0.1 E| - Its attributes are
e UserlD

¢ UserName

UserlD 1 A | String CPNS UserlD
UserName 0..1 Al String CPNS User Name
DeviceCapa 0.1 E Capability information of devezebedding PNE

Its sub attributes are

« UlCapa

Its sub element is

« ExternalCapa

UlCapa 0.1 A | Boolean If this device doesn’t suppdirfunctionalities, this value SHALL
be set with “TRUE".

TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCapa | 0..1 El - XML fragment contains information such as Device@yp
VideoCodec, etc. CPNS V1.0 can make use of thedbahdevice
capabilities from DPE Enabler specification.

ServiceProfile | 0..1 E CPNS enabled applicationrimiation to support certain service
and status.

Its sub elements are

e Service (See section 5.10.2)

« ContentInfo (See section 5.10.2)

Servicelnfo 0..n E Information of Service(s) prsil/consumed by PNE(s) in the P
without Service Group.

=

Its sub attributes are

* ServicelD

« PNEID
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Its sub element is

e Operation

ServicelD 1 A | String Service identification
PNEID 1 A | String Identification of PNE providing/esuming the Service
Operation 1.n E Its sub attribute is
* Name
Its sub elements are
e InputParameterList
e OutputParameterList
Name 1 A | String User-friendly representation ofvaas (e.g., application specific
operation name)
InputParamete| 0..1 E The input parameter (argument) for the service
rList
Its sub-elements are
e Parameter (See Table 4)
OutputParamet 0..1 E The output parameter (returned parametethé service
erlList
Its sub-elements are
e Parameter (See Table 4)
SGinfo 0..n E Information of Service Group whiddEs) in the PN belonging
to.
Its sub attributes are
e SGID
e SGDescription
e SGOwner
Its sub elements are
*  Servicelnfo
*  Memberinfo
SGID 1 A | String Service Group ldentifier.
SGDescription| 0..1 Al String Service Group desaniptiThis is human readable description and
helpful to understand or search Service Group.
SGOwner 0.1 A| String Entity Identification of SGOer
Servicelnfo 0..n E Service Information for this\Bee Group.
Its sub attributes are
e ServicelD
e ServiceStatus
ServicelD 1 A | String Service ldentification.
ServiceStatus | 0..1 A Integer The status of theiGerv
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0 — Current, this Service is available for thisvBzr Group
1 — New, this Service is added.
2 — Deleted, this Service is deleted.

Memberinfo 0..n E| String

The Service Group memh#armation.

Its sub attributes are

« PNEID
«  PNGWID
¢ Name

e Status

Its sub elements are

e UserlInfo
e DeviceCapa

¢ ServiceProfile

PNEID 1 String

PNE ldentification.

PNGWID 0.1 String

PN GW Identification

Name 0.1 String

PNE Name (e.g. MP3 player, assighickname)

>|>|>|>

Status 1 Integer

The status of the PNE.

0 — Current, this PNE is member of SG
1 — Invited, this PNE was invited.

2 — Expelled, this PNE was expelled.

3 — Joined, this PNE has joined.

4 — Left, this PNE has left.

UserInfo 0..1 E| -

User Information.
Its attributes are

e UserlD

¢ Name

UserlD 0.1 A | String

UserlDentification

Name 0.1 A | String

User Name

DeviceCapa 0.1 E

Its sub attribute is

Capability information of deverebedding PNE

¢ UlCapa

Its sub element is

ExternalCapa

UlCapa 0.1 A | Boolean

If this device doesn’t suppdirfunctionalities below, this value
SHALL be set with “TRUE".
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TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCapa | 0..1 E - XML fragment contains information such as Device@yp
VideoCodec, etc. CPNS V1.0 can make use of thedbof device
capabilities from DPE Enabler specification.

ServiceProfile | 0..1 E CPNS enabled applicationrimiation to support certain service

and status.lts sub-elements are

e StatusVariable (See section 5.5.2)

e ServicelList (See section 5.5.3)

Table 39 Information elements in PNGWChangeResponseessage

8.7.7.3 PNGWChangeNotification message
Element Cardinalit T Data Type Description
y
PNGWChange| 1 E Its sub element is
Notification
* PNinfo
Its sub attribute is
* SuspensionCompletion
PNInfo 1 E PN Information
Its sub attribute is
« PNID
Its sub element is
«  PNGWInfo
PNID 1 A | String PN Identification.
PNGWiInfo 1 E Information of candidate PN GW
Its sub attributes are
«  PNGWID
«  PNGWName
¢ Mode
e Zonebasedservicesupport
« Broadcastgroupkeydeliverysupport
PNGWID 1 A | String PN GW Identification.
PNGWName 0.1 A| String PN GW Name (e.g. assignekinaime)
Mode 0.1 A | Integer The Mode of CPNS Device whiels the PN GW having the
above PNGWID
2 — PNGW, If the mode of device is PN GW, the vaiheuld be
“PN GW".
3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )
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is

Zonebasedsery 0..1 A | Boolean If this CPNS entity is a capable ®W of Zone Based Service, th
icesupport value should be “TRUE".

Broadcastgrou| 0..1 A | Boolean TRUE: PN GW supports broadcast Gideyp delivery
pkeydeliverysu FALSE: PN GW does not support broadcast Group kadiyery.
pport

SuspensionCo| 0..1 A | Boolean This attribute is included and setERUE” when currently active

mpletion PN GW sends this notification to candidate PN GWadtfy
Service(s) suspension.
Table 40 Information elements in PNGWChangeNotificion message
8.7.8 PN Splitting
Message Implementation Direction
PNSplittingRequest Mandatory PNE - PN GW
PN GW - PN GW
PN GW - PNE
PNSplittingResponse Mandatory PN GW - PN GW
PNE - PN GW
PN GW - PNE
PNSplittingNotification Mandatory PN GW - PN GW

8.7.8.1 PN Splitting Request message
Element Cardinalit | T Data Type Description
y
PNSplittingRe | 1 E Its sub attributes are
quest .
e TargetEntitylD
«  PNEID
TargetEntitylD| 0..n A | String ID of Entity which wibe new PN GW of split PN. It may be
empty if the message is initiated by PNE.
PNEID 1.n A | String Identification of PNE which Wwbe split.
Table 41 Information elements in PNSplittingRequesimessage
8.7.8.2 PN Splitting Response message
Element Cardinalit | T Data Type Description
y
PNSplittingRe | 1 E Its sub attributes is
sponse
* Result
Its sub element is:
*  PNGWInfo
Result 1 A | Integer The status of success or fail.
1 — Success
2 — Fail
PNGWiInfo 1 E Information of PN GW which will begeiPN GW of split PN.
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Its sub attributes are

« PNGWID

¢  PNGWName

* Mode

e Zonebasedservicesupport

e Broadcastgroupkeydeliverysupport

PNGWID 1 A | String PN GW Identification.
PNGWName 0.1 A| String PN GW Name (e.g. assignekinaime)
Mode 0.1 A | Integer The mode of current device
2 — PNGW, If the mode of device is PN GW, the vadheuld be
“PN GW".
3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )
Zonebasedsery 0..1 A | Boolean If this CPNS entity is a capable BW of Zone Based Service, this
icesupport value should be “TRUE".
Broadcastgrou| 0..1 A | Boolean TRUE: PN GW supports broadcast Gienp delivery
pkeydeliverysu FALSE: PN GW does not support broadcast Group Kasiyery.
pport
Table 42 Information elements in PNSplittingRespors message
8.7.8.3 PNSplittingNotification message
Element Cardinalit T Data Type Description
y
PNSplittingNo | 1 E Its sub attribute is
tification
¢ Result
Result 1 A | Integer
1 — Success
2 — Fall
Table 43 Information elements in PNSplittingNotifiation message
8.7.9 PN Merging
Message Implementation Direction
PNMergingRequest Mandatory PN GW - PN GW
PNMergingResponse Mandatory PN GW - PN GW
PNMergingNoatification Mandatory PN GW - PNE
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PN GW - PN GW

8.7.9.1 PN Merging Request message
Element Cardinalit T Data Type Description
y
PNMergingRe | 1 E Its sub attribute is
quest .
* CandidatePNGWID
Its sub elements are
¢ InvitedPN
CandidatePNG 1 A | String ID of candidate PN GW for the merged PN
WID
InvitedPN 1..n E PN which will be invited to merpgether.
Its sub attributes are
- PNID
-  PNGWID
PNID 1 A | String PN Identification of invited PN.
PNGWID 1 A | String PN GW Identification of invited\?
Table 44 Information elements in PNMergingRequest mssage
8.7.9.2 PN Merging Response message
Element Cardinalit | T | Data Type Description
y
PNMergingRe | 1 E Its sub attribute is
sponse
¢ Result
Its sub element is:
* PNinfo
Result 1 A | Integer The status of success or fail.
1 — Success
2 — Fail
PNIinfo 0.1 E PN Information. This is informationPN that entity which

sending this message belongs to.

Its sub attributes are

« PNID

« Description

e  TempPN

«  OwnershipEntitylD

e Sharing
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¢ Disclosure

Its sub elements are

*  PNGWInfo
* PNEInfo
PNID 1 A | String PN Identification.
Description 0.1 A| String PN Description.
TempPN 0.1 A| Boolean If this PN is temporary PiNs s “TRUE". If the physical

connection between PNGW and all of PNEs is brokas,PN
should be released automatically.

If this PN is sustained PN, this TempPN attribgtempty or

“FALSE”".
OwnershipEnti| 0..1 A | String The ID of authorized CPNS Entity which has authatiin to allow
tylD PN Information open, in case Service Discoverguested.
Sharing 0.1 A | Integer The level of PN Inventorgishg in PNE side

1 — Shared, both PNGWInfo and PNEInfo in PNInfogtrared in
PNE

2 — Protected, only PNGWInfo in PNInfo is sharedPME.
Disclosure 0.1 A| Integer The willingness of openness of PN Information, &se Service
Discovery is requested after PN Setup

1 - Blocked; PN information should not be unveiled.

2 - Open; PN information will be unveiled, when otig®?NS
Entities asks service discovery.

3 - Selective: PN can be unveiled, only when thtb@ized CPNS
entity allows in case Service Discovery requestaios PNID,
PNEID or UserlD

PNGWInfo 1 E PN GW Information

Its sub attributes are

« PNGWID

«  PNGWName

* Mode

e Zonebasedservicesupport

« Broadcastgroupkeydeliverysupport

PNGWID 1 A | String PN GW Identification.

PNGWName 0.1 A| String PN GW Name (e.g. assignekinaime)

Mode 0.1 A | Integer The mode of current device
2 — PNGW, If the mode of device is PN GW, the valheuld be
“PN GW".

3 — BOTH, If the mode of device is both of PNE & GW, the
value should be “BOTH” ( e.g. mobile phone )

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C

Page 241 (337)

Zonebasedser
icesupport

0.1

Boolean

If this CPNS entity is a capable ®W of Zone Based Service, this
value should be “TRUE".

Broadcastgrou
pkeydeliverysu
pport

0.1

Boolean

TRUE: PN GW supports broadcast Gideyp delivery
FALSE: PN GW does not support broadcast Group kadiyery.

PNEInfo

PNE Information.

Its sub attributes are

« PNEID
* PNEName
* Mode

* Active

Its sub elements are

« DeviceCapa

*  ServiceProfile

PNEID

String

PNE ldentification.

PNEName

0.1

String

PNE Name (e.g. mp3 player)

Mode

0.1

Integer

The mode of device. This nundzer be “1” or “3".

1 — PNE, If the mode of respondent is PNE, thearahould be
“PNE".

3 — BOTH, If the mode of respondent is both of Patd PN GW,
the value should be “BOTH” ( e.g. mobile phone)

Active

Boolean

The active status of PNE.

TRUE - This PNE is active

FALSE — This PNE is not active because PNE is teapo
disconnected.

DeviceCapa

0.1

Capability information of devezebedding PNE

Its sub attributes are

« UlCapa

Its sub element is

« ExternalCapa

UlCapa

0.1

Boolean

If this device doesn’t suppdrfunctionalities, this value SHALL
be set with “TRUE".

TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCapa

0.1

XML fragment contains information such as Device@yp
VideoCodec, etc. CPNS V1.0 can make use of thedbahdevice
capabilities from DPE Enabler specification.

ServiceProfile

0.1

E

CPNS enabled applicationrimiation to support certain service
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and status.

Its sub elements are

e Service (See section 5.10.2)

« ContentInfo (See section 5.10.2)

Table 45 Information elements in PNMergingResponsmessage

8.7.9.3 PNMergingNotification message
Element Cardinalit | T | Data Type Description
y

PNMergingNo | 1 E Its sub attributes are

tification
¢ Result
¢ CandidatePNGWID

Its sub element is

¢ PNinfo

Result 1 A 1- Ready for merging
2— Fail

CandidatePNG 0..1 A ID of candidate PN GW for the merged PNh# Result is

WID “2"(Fail), it can be skipped.

PNInfo 0.1 E Information for the merged PN. IgtResult is “2"(Fail), it can be
skipped.

Its sub attributes are
e PNID
» Description
e  TempPN
e OwnershipEntitylD
e Sharing
» Disclosure
Its sub element is
¢ PNElInfo

PNID 1 A | String PN Identification.

Description 0.1 A| String PN Description.

TempPN 0.1 A| Boolean If this PN is temporary Pis is “TRUE". If the physical
connection between PNGW and all of PNEs is broiga,PN
should be released automatically.

If this PN is sustained PN, this TempPN attribgtempty or
“FALSE”".

OwnershipEnti| 0..1 A | String The ID of authorized CPNS Entity which has authatiin to allow

tylD PN Information open, in case Service Discoverguested.

Sharing 0.1 A | Integer The level of PN Inventorgishg in PNE side
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1 — Shared, both PNGWInfo and PNEInfo in PNInfogtrared in
PNE

2 — Protected, only PNGWInfo in PNInfo is sharedPME.
Disclosure 0.1 A| Integer The willingness of openness of PN Information, &se Service
Discovery is requested after PN Setup

1 - Blocked; PN information should not be unveiled.

2 - Open; PN information will be unveiled, when otig®?NS
Entities asks service discovery.

3 - Selective: PN can be unveiled, only when thtb@ized CPNS
entity allows in case Service Discovery requestaios PNID,
PNEID or UserlD

PNEInfo 0..n E PNE Information.

Its sub attributes are

« PNEID

« PNEName
* Mode

* Active

Its sub elements are

« DeviceCapa

*  ServiceProfile

PNEID 1 A | String PNE ldentification.
PNEName 0.1 A| String PNE Name (e.g. mp3 player)
Mode 0.1 A | Integer The mode of device. This mendaer“1” or “3".

1 — PNE, If the mode of respondent is PNE, theerahould be
“PNE".

3 — BOTH, If the mode of respondent is both of Patd PN GW,
the value should be “BOTH” ( e.g. mobile phone)

Active 1 A | Boolean The active status of PNE.

TRUE - This PNE is active

FALSE — This PNE is not active because PNE is teanyo
disconnected.

DeviceCapa 0.1 E Capability information of devizebedding PNE

Its sub attributes are

¢« UlCapa

Its sub element is

« ExternalCapa
UlCapa 0.1 A | Boolean If this device doesn’t suppdirfunctionalities, this value SHALL
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be set with “TRUE".

TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCapa | 0..1 El - XML fragment contains information such as Deviceg@yp
VideoCodec, etc. CPNS V1.0 can make use of thedbahdevice
capabilities from DPE Enabler specification.

ServiceProfile | 0..1 E CPNS enabled applicationrimiation to support certain service

and status.

Its sub elements are

e Service (See section 5.10.2)

¢ ContentInfo (See section 5.10.2)

Table 46 Information elements in PNMergingNotificaton message

8.7.10 PN Setup using PN Usage Info

Message Implementation Direction
PNUsagelnfoCreateRequest Optional PNE - PN GW
PN GW - CPNS Server
PNUsagelnfoCreateResponse Optional CPNS Servers PN GW
PN GW - PNE
PNUsagelnfoCreateNotification Optional PN GW - PNE
PNUsagelnfoListRequest Optional PNE - PN GW
PN GW - CPNS Server
PNUsagelnfoListResponse Optional CPNS Server PN GW
PN GW - PNE
PNSetupUsingPNUsagelnfoRequest Optional PNE - PN GW
PN GW - CPNS Server
PNSetupUsingPNUsagelnfoResponse Optional CPNS Servers PN GW
PN GW - PNE
8.7.10.1 PNUsagelnfoCreateRequest message
Element Cardinalit | T Data Type Description
y
PNUsagelnfoQ 1 E Its sub attributes are
reateRequest
e UserlD
* PNAlias
e ExpirationTime
¢ StorePNUsagelnfolnPN
UserlD 1 A | String User Identification
PNAlias 1 A | String Alias of a PN. It is used to rember a PN simply by a CPNS User
ExpirationTim | 1 A | Integer ExpirationTime indicates an expiratione (in hours) of PN usage
e information. After the time passes, the PN Usade Will be
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deleted from a CPNS Server. (e.g. If User wantietete PN usag
information after 8 hours, it shall be set to ‘8’)

StorePNUsage 1 A | Boolean If CPNS User want to store PN usagerinftion in PNEsS/PN GW,
InfolnPN this value shall be set to “TRUE".

11}

Table 47 Information elements in PNUsagelnfoCreaRequest message

8.7.10.2 PNUsagelnfoCreateResponse message

Element Cardinalit T Data Type Description
y
PNUsagelnfoC 1 E Its sub attributes are
reateResponse
* Result

Its sub element is

* PNUsagelnfo

Result 1 A | Integer The status of success or fail.
1 — Success
2 —Fall

PNUsagelnfo 0.1 E Its sub attributes are

¢ PNuUsagelnfolndex
¢ PNAlias

e ExpirationTime

e PNID

-  PNGWID

« PNEID
PNUsagelnfol | 0..1 A | String Index indicates a key index for sbarg the PN Usage Info from
ndex the PN Usage Info List in CPNS Server.
PNAlias 1 A | String Alias of a PN. It is used to rember a PN simply by a CPNS User
ExpirationTim | 1 A | Index ExpirationTime is indicates an expiratione of PN Usage Info.
e After the time, the PN Usage Info will be deleteahfi a CPNS

Server.

PNGWID 1 A | String PNGW Identification
PNEID 1.n A | String PNE Identification

Table 48 Information elements in PNUsagelnfoCreate&sponse message

8.7.10.3 PNUsagelnfoCreateNotification message

Element Cardinalit | T Data Type Description
y
PNUsagelnfo | 1 E Its sub element is
UpdateNotific
ation * PNUsagelnfo
PNUsagelnfo 1 E Its sub attributes are
¢ PNUsagelnfolndex
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* PNAlias

« ExpirationTime

« PNID

-  PNGWID

« PNEID
PNUsagelnfol | 1 A | String PNUsagelnfolndex indicates a key indaxsfearching the PN
ndex Usage Info from the PN Usage Info List in CPNS &erv
PNAlias 1 A | String Alias of a PN. It is used to rember a PN simply by a CPNS Use
ExpirationTim | 1 A | Index ExpirationTime is indicates an expiratione of PN Usage Info.
e After the time, the PN Usage Info will be deleteoii a CPNS

Server.

PNGWID 1 A | String PNGW Identification
PNEID 1l.n A | String PNE Identification

Table 49 Information elements in PNUsagelnfoCreatedtification message

8.7.10.4 PNUsagelnfoListRequest message

Element Cardinalit T Data Type Description
y
PNUsagelnfolL| 1 E Its sub attributes are
istRequest
e UserlD
¢ MaximumListLength
Its sub elements are
¢ QueryOption
UserlD 1 A | String User Identification
MaximumlList | 1 A | Integer Maximum PNUsagelnfoList length that PRE GW can receive
Length with this operation. If this value is non-zero, tBENS Server shall
send the PNUsagelnfolList shorter than or equdiitovalue.
QueryOption 0.1 E Its sub attributes are:
«  PNGWID
« PNEID
PNGWID 0.1 A | String PNGW Identification
PNEID 0..n A | String PNE Identification

Table 50 Information elements in PNUsagelnfoListRegest message

8.7.10.5 PNUsagelnfoListResponse message

Element

Cardinalit
y

T

Data Type

Description

PNUsagelnfoL
istResponse

1

E

Its sub attributes are

*+ Result

Its sub elements are

=
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¢« PNUsagelnfo

Result 1 A | Integer The status of success or fail.
1 — Success
2 — Fail

PNUsagelnfo | 0..n E Its sub element is

¢ PNuUsagelnfolndex

¢« PNUsagelnfo

PNUsagelnfol | 1 A | String PNUsagelnfolndex indicates a key indaxsearching the PN
ndex Usage Info from the PN Usage Info List in CPNS &erv
PNUsagelnfo | 1 E Its sub attributes are

¢ PNAlias

e ExpirationTime

e PNID

-  PNGWID

« PNEID
PNAlias 1 A | String Alias of a PN. It is used to rember a PN simply by a CPNS User.
PNGWID 1 A | String PNGW Identification
PNEID 1.n A | String PNE Identification

Table 51 Information elements in PNUsagelnfoListRgmnse message

8.7.10.6 PNSetupUsingPNUsagelnfoRequest message

Element Cardinalit | T Data Type Description
y
PNSetupUsing| 1 E Its sub attributes are
PNUsagelnfoR
equest e UserlD

¢ PNuUsagelnfolndex

« PNEID
UserlD 1 A | String User Identification
PNUsagelnfol | 1 A | String Index indicates a key index for searghime PN Usage Info from
ndex the PN Usage Info List in CPNS Server.
PNEID 0..n A | String PNE Identification. It is ustmlcheck whether the PNE is ready tp

PN Setup. PNE includes this attribute for indicgtifNE(s) in
selected PN usage information. PN GW includesattiibute for
indicating PNE(s) for available for PN Setup.

Table 52 Information elements in PNSetupUsingPNUsainfoRequest message

8.7.10.7 PNSetupUsingPNUsagelnfoResponse message

Element Cardinalit | T Data Type Description
y
PNSetupUsing| 1 E The response to PNSetupUsingUsagelnfoRequesstage
PNUsagelnfoR
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esponse Its sub attributes are
¢ Return
Its sub elements are
*  PNinfo
« PNEID
Return 1 Integer The answer to PNSetupUsingPNelségRegeust message
1-0K
2 — Failure: CPNS Enabler can’t handle the request, internal
error process occurs in the device embedding PNE
3 — Not Accepted by PN GW: PN GW does not allow rbguest|
because PNE(s) in target PN does not ready to RPip $e.g., PNE
does not discovered by PN GW)
4 — Not Accepted by CPNS Server: CPNS Server doésliow
the request
NOTE: the answer may be added later according ter&pr
Policy.
PNiInfo 0.1 PN Information. This is the inforneat to be registered and stored
in CPNS Server.
Its sub attributes are
e PNID
e Description
e TempPN
e Sharing
Its sub elements are
*«  PNGWInfo
* PNEInfo
PNID 1 String PN Identification
Description 0.1 String PN Description (e.g., Hordffice)
TempPN 0.1 Boolean If this PN is temporary PiNs is “TRUE".
If the physical connection between PNGW and PNHEsadken, this
PN should be released automatically.
Sharing 0.1 Integer The level of PN InventoryPINE side
1 — Shared, PN GW Info and PNE Info are shared\ig P
2 - Protected, PN GW Info only is shared to PNE
PNGWInfo 0.1 PN GW Information.
Its sub attributes are
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«  PNGWID

«  PNGWName
* Mode

¢ PNAdmin

« Adminee

PNGWID 1 A | String

PN GW ldentification

PNGWName 0.1 A| String

PN GW Name (e.g. nicknansigagd by user or device type)

Mode 0.1 A | Integer

2 — PNGW, If the mode of device is PN GW, the vadheuld be|
“PN GW".

3 — BOTH, If the mode of device is both of PNE &d GW, the
value should be “BOTH” ( e.g. mobile phone )

The mode of current device

PNAdmin 0..1 A | Boolean

If this PN GW is PN Admihjs “TRUE”

Adminee 0..1 A | Boolean

If this PN GW is Admineeisit TRUE”

PNEInfo 0..n E

Its sub attributes are

Its sub elements are

PNE Information.

« PNEID

« PNEName
* Mode

e Description
¢ PNAdmin

« Adminee

« DeviceCapa

*  ServiceProfile

PNEID 1 A | String

PNE ldentification

PNEName 0.1 A| String

PNE Name (e.g., nicknamegassi by user)

Mode 1 A | Integer

1 — PNE, If the mode of respondent is PNE, theerahould be
“PNE".

3 — BOTH, If the mode of respondent is both of Pie PN GW,
the value should be “BOTH” ( e.g. mobile phone)

The mode of device. The memberbeafl” or “3".

Description 0.1 String

PN Description (e.g., Hanffice)

PNAdmin 0.1 Boolean

If this PNE is PN Adminjst“TRUE”

Adminee 0..1 Boolean

If this PNE is Admineesit TRUE”

mli>>|>

DeviceCapa 0.1

DeviceCapa fragment contains information such asideg@ype,
VideoCodec, etc. For CPNS V1.0 format definitioroig of scope

Capability information of devembedding PNE
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(e.g. DPE Enabler) and implementation matter.

PN established PNE’s ID(s) among member PNEs.

ServiceProfile | 0.1 Bl - CPNS enabled application information to supportaierservice
and status.
NOTE:*See Section 5.10 CPNS Metadata is referred.
PNEID 0..n E | String If Sharing attribute in PN Irétement is set to “2”, PN GW adds

Table 53 Information elements in PNSetupUsingPNUsagnfoResponse message

8.8 Service Group Management

8.8.1 SG Create
Message Implementation Direction
SGCreateRequest Mandatory | PNE - PN GW
PN GW - CPNS Server
SGCreateResponse Mandatory | CPNS Server- PN GW
PN GW - PNE
8.8.1.1 SG Create Request message
Element Cardinalit T Data Type Description
y
SGCreateRequ 1 E Its sub attribute is
est
e OriginEntitylD
Its sub elements are
e SGinfo
« PNEInfo
OriginEntitylD | 1 A | String Entity ID for requestin§G creation
SGinfo 1 E Service Group Information.

Its sub attributes are

e SGDescription
e Sharing
« MaxPNE

e MaxUser
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e ServicelD

SGDescription| 0..1 A| String Service Group desaniptiThis is human readable description and
helpful to understand or search Service Group.

Sharing 1 A | Integer The level of SG Inventory shari

1- Open, every PNE can have access to SG Inventory
2- Selective, open to SG member PNEs only
3- Closed, no PNE will have access to SG Inventory

MaxPNE 0.1 A | Integer The maximum number of menti€Es in Service Group.

MaxUser 0.1 A | Integer The maximum number of CPN®1UNn Service Group.

ServicelD 0..n A | String Service Identification. Ithe SG creation requester knows
ServicelD through service discovery procedure amuhts/ to get
that service, this should be inserted as part ef gérvice groug
creation request.

PNEInfo 0..n E PNE Information. This contains tt@rmation of invited PNE(S)
if the SG creation requester wants to insert.

Its sub attribute is
« PNEID
PNEID 1 A | String PNE ldentification.
Table 54 Information elements in SGCreateRequest ssage
8.8.1.2 SG Create Response message
Element Cardinalit T Data Type Description
y

SGCreateResp 1 E Its sub elements are

onse
¢ SGinfo
* PNEInfo

SGinfo 1 E Service Group Information.

Its sub attributes are

e SGDescription
e Sharing
« MaxPNE
e MaxUser
e ServicelD
« SGID

SGDescription| 0..1 A| String Service Group desaniptiThis is human readable description and
helpful to understand or search Service Group.

Sharing 1 A | Integer The level of SG Inventory shari

1. Open, every PNE can have access to SG Inventory
2. Selective, open to SG member PNEs only
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3. Closed, no PNE will have access to SG Inventory

MaxPNE

Integer

The maximum number of menti€Es in Service Group.

MaxUser

>

Integer

The maximum number of CPN®1Un Service Group.

ServicelD

o|o|o
S N

String

Service Identification. ithe SG creation requester kno
ServicelD through service discovery procedure amuhts/ to get
that service, this should be inserted as part efgbrvice group
creation request.

SGID

String

Service Group Identifier

PNEInfo

Service Group member PNE Infornmatibhis contains the
information of PNE which is invited in Service Gpduring SG
creation procedure. If there is no PNE to be imithis is empty.

Its sub attributes are

« PNEID
* Result
«  PNGWID

¢ Name

Its sub elements are

* UserInfo

¢ ServiceProfile

PNEID

String

PNE ldentification.

Result

Integer

The status of success or fail.
1 — Success
2 — Fail, this PNE is disconnected.

PNGWID

String

PNGW ldentification of PN havitigis PNE as a member.

Name

>

String

PNE Name (e.g. player, assigrniekiname)

Userlnfo

User Information.
Its attributes are

e UserlD

¢ Name

UserlD

0.1

String

User Identification

Name

0.1

>

String

User Name

ServiceProfile | 0..1

CPNS enabled applicationrimiation to support certain service
and status.

Its sub-elements are

e StatusVariable (See section 5.5.2)

e ServicelList (See section 5.5.3)

8.8.1.3

Table 55 Information elements in SGCreateResponseassage

SG Create Notification message

Element

Cardinalit
y

T

Data Type

Description
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SGCreateNotif| 1 E Its sub attribute is
ication . .
e OriginEntitylD

Its sub elements are

* SGinfo

* PNEInfo

OriginEntitylD | 1 String Entity ID for requestin§G creation
SGinfo 1 E Service Group Information.

>

Its sub attributes are
e SGDescription
e Sharing
« MaxPNE
* MaxUser

*  ServicelD

- SGID

SGDescription| 0..1 A| String Service Group desaniptiThis is human readable description and
helpful to understand or search Service Group.

Sharing 1 A | Integer The level of SG Inventory shari

4. Open, every PNE can have access to SG Inventor
5. Selective, open to SG member PNEs only

6. Closed, no PNE will have access to SG Inventory
MaxPNE 0.1 A | Integer The maximum number of menti€Es in Service Group.
MaxUser 0.1 Integer The maximum number of CPN®1Un Service Group.

ServicelD 0..n A | String Service Identification. Ithe SG creation requester knows
ServicelD through service discovery procedure amuhts/ to get
that service, this should be inserted as part efgbrvice group
creation request.

SGID 1 A | String Service Group Identifier

PNEInfo 0..n E Service Group member PNE Infornmatibhis contains the
information of PNE which is invited in Service Gpduring SG
creation procedure. If there is no PNE to be irkithis is empty.

>

Its sub attributes are

« PNEID
* Result
«  PNGWID

¢ Name

Its sub elements are

* UserInfo
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est

«  ServiceProfile
PNEID 1 A | String PNE ldentification.
Result 1 A | Integer The status of success or fail.
1 — Success
2 — Fail, this PNE is disconnected.
PNGWID 1 A | String PNGW Identification of PN havitigis PNE as a member.
Name 0.1 A | String PNE Name (e.g. player, assigrniekiname)
UserInfo 0.1 E| - User Information.
Its attributes are
e UserlD
« Name
UserlD 0.1 A | String User Identification
Name 0.1 A | String User Name
ServiceProfile | 0..1 E CPNS enabled applicationrimiation to support certain service
and status.
Its sub-elements are
» StatusVariable (See section 5.5.2)
e ServicelList (See section 5.5.3)
Table 56 Information elements in SGCreateNotificathtn message
8.8.2 SGInvite
Message Implementation Direction
SGlInviteRequest Mandatory PNE - PN GW
PN GW - CPNS Server
CPNS Server- PN GW
PN GW - PNE
SGlInviteResponse Mandatory PNE - PN GW
PN GW - CPNS Server
CPNS Server- PN GW
PN GW - PNE
8.8.2.1 SG Invite Request message
Element Cardinalit | T Data Type Description
y
SGlnviteRequ | 1 E Its sub attribute is

e OriginEntitylD

Its sub elements are

* SGinfo
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* PNEInfo

OriginEntitylD String Entity ID for requestingNE Invite.
SGinfo 1 E Service Group Information.

>

Its sub attributes are

« SGID
e SGDescription
e Sharing

e SGOwner

Its sub elements are

* Servicelnfo

« Memberinfo

SGID 1 A | String Service Group Identifier.
SGDescription| 0..1 Al String Service Group desaviptiThis is human readable description and
helpful to understand or search Service Group.

Sharing 0.1 A| Integer The level of SG Inventorgrag

1- Open, every PNE can have access to SG Inventory
2- Selective, open to SG member PNEs only

3- Closed, no PNE will have access to SG Inventory
SGOwner 0.1 A| String Entity Identification of SGQer.

Servicelnfo 0..n E Service Information for this\Bee Group.

Its sub attributes are

e ServicelD

*  Keyword

ServicelD 1 A | String Service ldentification. If ti6 creation requester knows
ServicelD though service discovery procedure anatsvin get that
service, this should be inserted.

Keyword 0.1 A | String Service Keyword or tag. Tsiuman readable text.

If there is one or more keyword or tag for the 8szvthey are
separated by comma.

Memberinfo 0..n E| String The Service Group membé¢E fhformation.

Its sub attributes are

« PNEID

* Name
PNEID 1 A | String PNE Identification.

Name 0.1 A | String PNE Name (e.g. player, assigmnekiname)
PNEInfo 1.n E PNE Information to be invited.
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Its sub attributes are
« PNEID
-  PNGWID
PNEID 1 A | String PNE Identification.
PNGWID 1 A | String Identification of PN GW.

Table 57 Information elements in SGInviteRequest nmesage

8.8.2.2 SG Invite Response message
Element Cardinalit | T Data Type Description
y
SGlnviteRespg 1 E Its sub element is
nse
* PNElInfo
PNEInfo 0..n E PNE Information

Its sub attributes are

« PNEID

* Result

« PNGWID
* Name

Its sub elements are

e UserInfo
« DeviceCapa

¢ ServiceProfile

PNEID 1 A | String PNE Identification.
Result 1 A | Integer The status of success or fail.
1 — Success

2 — Fail, the PNE is not able to invite, e.g. fkisot SG Owner.
3 — Fail, the capabilities of PNE is not enougloto this SG.

4 — Fail, this PNE is disconnected.

5 — Falil, this PNE doesn’t want to join this Seevigroup.

6 — Fail, the number of PNEs in this SG exceedsitAagimum
number of member PNEs.

PNGWID 0.1 A | String PN GW Identification of PN hag this PNE as a member.
Name 0.1 A | String PNE Name (e.g. player, assigmnekiname)
Userlnfo 0.1 E| - User Information.

Its attributes are

e UserlD

« Name
UserlD 0.1 A | String User Identification
Name 0.1 A | String User Name
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DeviceCapa

0.1

Capability information of devizebedding PNE

Its sub attribute is

« UlCapa

Its sub element is

« ExternalCapa

UlCapa

0.1

Boolean

If this device doesn’t suppdirfunctionalities below, this value
SHALL be set with “TRUE".

TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCapa

0.1

XML fragment contains information such as Device@yp
VideoCodec, etc. CPNS V1.0 can make use of thadbof device
capabilities from DPE Enabler specification.

ServiceProfile

0.1

CPNS enabled applicationrimiation to support certain service
and status.

Its sub-elements are

e StatusVariable (See section 5.5.2)

e ServicelList (See section 5.5.3)

Table 58 Information elements in SGInviteResponse aessage

8.8.3  Service Group Action for PNE Expulsion, Joining, Leaving
Message Implementation Direction
SGActionRequest Mandatory PNE - PN GW
PN GW - CPNS Server
CPNS Server- PN GW
PN GW - PNE
SGActionResponse Mandatory PNE - PN GW
PN GW - CPNS Server
CPNS Server- PN GW
PN GW - PNE
SGActionNoaotification Mandatory CPNS Server- PN GW
PN GW - PNE
8.8.3.1 Service Group Action Request message
Element Cardinalit | T Data Type Description
y
SGActionRequ| 1 E Its sub attribute is
est

e OriginEntitylD

Its sub elements are
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¢ SGinfo
* PNEInfo
OriginEntitylD | 0..1 A | String Identity of CPNS Enfitequesting a service Group action’
SGinfo 1 E Service Group Information.
Its sub attributes are
« SGID
e SGDescription
Its sub element is
*  Servicelnfo
SGID 1 A | String Service Group ldentifier.
SGDescription| 0..1 A| String Service Group desaniptiThis is human readable description and
helpful to understand or search Service Group.
Servicelnfo 0..n E Service Information for this\Bee Group.
Its sub attributes are
e ServicelD
e ServiceStatus
ServicelD 1 A | String Service ldentification.
ServiceStatus | 1 Al Integer The status of the Service
0 — Current, this Service is available for this\v&sx Group
1 — New, this Service is added.
2 — Deleted, this Service is deleted.
PNEInfo 1l.n E| - PNE Information
Its sub attributes are
« PNEID
«  PNGWID
* Action
PNEID 1 A | String PNE ldentification.
PNGWID 0.1 A | String PN GW Identification in caskjaining.
Action 1 A | Integer The action of the PNE.
If a PNE requests to expel the other PNE, its adsdExpel” and
CPNS Server can check that this PNE is SG Owngobr
If a PNE gets the expel request, its action is ‘dbgul”
If a PNE request to leave a service group, itoads “Leave”
1 — Expel, this PNE get the expel request.
2 — Join, this PNE wants to join
3 — Leave, this PNE wants to leave the SG
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8.8.3.2

Table 59 Information elements in SGActionRequest nesage

Service Group Action Response message

Element

Cardinalit
y

T

Data Type

Description

onse

SGActionResp| 1

E

Its sub attributes are

e SGStatus

Its sub elements are

* PNEInfo

* SGinfo

SGStatus

0.1

Boolean

The status of update SG.
“TRUE” is success
“FALSE” is failure.

PNEInfo

PNE Information

Its sub attributes are

« PNEID
«  PNGWID
e Action

* Result

PNEID

String

PNE Identification.

PNGWID

0.1

String

PN GW Identification.

Action

Integer

The action of the PNE in ActiBequest.
1 — Expel, this PNE get the expel request.
2 — Join, this PNE wants to join
3 — Leave, this PNE wants to leave the SG

Result

Integer

The status of success or fail.
1 — Success

2 — Fall, the PNE is not authorized to requestdbison, e.g. this is
not SG Owner.

3 — Falil, this PNE is not the member of this Sexv@roup.
4 — Fall, this PNE is disconnected.
5 — Fail, this SG is full.

SGinfo

0.1

Service Group Information.
This is for Action is “2” (Join) in SGActionRequestessage.

Its sub attributes are

- SGID

e SGDescription

e SGOwner
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Its sub elements are

* Servicelnfo

* Memberinfo

SGID

A | String

Service Group ldentifier.

SGDescription

0.1

A| String

Service Group desaniptiThis is human readable description and
helpful to understand or search Service Group.

SGOwner

0.1

A| String

Entity Identification of SGOer

Servicelnfo

0..n

Service Information for this\Bee Group.

Its sub attribute is

*  ServicelD

ServicelD

A | String

Service ldentification.

Memberinfo

E| String

The Service Group memh#armation.

Its sub attributes are

* PNEID
«  PNGWID

¢ Name

Its sub elements are

* Userlnfo

¢ ServiceProfile

PNEID

String

PNE Identification.

PNGWID

PN GW Identification.

Name

String

PNE Name (e.g. My player, assigmickname)

Userlnfo

o|lo|r|F
[N R

A
A | String
A
E

User Information.
Its attributes are

e UserlD

¢ Name

UserlD

0.1

A | String

User ldentification

Name

0.1

A | String

User Name

ServiceProfile

0.1

CPNS enabled applicationrimiation to support certain service
and status.

Its sub-elements are

e StatusVariable (See section 5.5.2)

e ServicelList (See section 5.5.3)

8.8.3.3

Table 60 Information elements in SGActionResponse @ssage

Service Group Action Notification message

Element

| Cardinalit | T | Data Type |

Description
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y
SGActionNotif | 1 E Its sub attribute is
ication
e SGID
Its sub elements are
* PNElInfo
e SGinfo
SGID 1 A | String Service Group ldentifier.
PNEInfo 1.n E PNE Information
Its sub attributes are
« PNEID
e Action
PNEID 1 A | String PNE ldentification.
Action A | String The action of the PNE.
If a PNE gets the expel request, its action is ‘dbgul”
1 — Expel, this PNE get the expel request.
Table 61 Information elements in SGActionNotificatbon message
8.8.4  SG Change Notification
Message Implementation Direction
SGChangeNotification Mandatory CPNS Server PN GW
PN GW - PNE
8.8.4.1 SG Change Notification
Element Cardinalit T Data Type Description
y
S_G(?hangeNot 1 E Its sub element is
fication
e SGinfo
SGinfo 1 E Service Group Information.

Its sub attributes are
e SGID
e SGDescription

e  SGOwner
Its sub elements are
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* Servicelnfo

«  Memberinfo

SGID 1 A | String

Service Group Identifier.

SGDescription| 0..1 A| String

Service Group desaniptiThis is human readable description and
helpful to understand or search Service Group.

SGOwner 0.1 A| String

Entity Identification of SGOer

Servicelnfo 0..n E

Service Information for this\Bee Group.

Its sub attributes are

¢ ServicelD

*  ServiceStatus

ServicelD 1 A | String

Service ldentification.

ServiceStatus 0.1 A Integer

The status of thei&erv

1 — New, this Service is added.
2 — Deleted, this Service is deleted.

0 — Current, this Service is available for thisvBzr Group

Memberinfo 0..n E| String

The Service Group membérimation.

Its sub attributes are

« PNEID
«  PNGWID
¢ Name

e Status

Its sub elements are

« UserInfo
« DeviceCapa

¢ ServiceProfile

PNEID 1 String

PNE Identification.

PNGWID 0.1 String

PN GW Identification

Name 0.1 String

> >|>|>

PNE Name (e.g. MP3 player, asighickname)

Status 1 Integer

The status of the PNE.

0 — Current, this PNE is member of SG
1 — Invited, this PNE was invited.

2 — Expelled, this PNE was expelled.

3 — Joined, this PNE has joined.

4 — Left, this PNE has left.

Userlnfo 0..1 E| -

User Information.
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Its attributes are

e UserlD

¢ Name

UserlD 0.1 A | String

User ldentification

Name 0.1 A | String

User Name

DeviceCapa 0.1 E

Capability information of devizebedding PNE

Its sub attribute is

¢ UlCapa

Its sub element is

« ExternalCapa

UlCapa 0.1 A | Boolean

If this device doesn’t suppdirfunctionalities below, this value
SHALL be set with “TRUE".

TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCapa | 0..1 E -

XML fragment contains information such as Device@yp
VideoCodec, etc. CPNS V1.0 can make use of thedbof device
capabilities from DPE Enabler specification.

ServiceProfile | 0..1 E

CPNS enabled applicationrimiation to support certain service
and status.

Its sub-elements are

«  StatusVariable (See section 5.5.2)

e ServicelList (See section 5.5.3)

Table 62 Information elements in SGChangeNotificatin message

8.8.5

Service Group Discovery

Message

Implementation Direction

SGDiscoveryRequest

Mandatory PNE - PN GW
PN GW - CPNS Server
CPNS Server. PN GW

PN GW - PNE

SGDiscoveryResponse

Mandatory | CPNS Server. PN GW
PN GW - PNE
PNE - PN GW

PN GW - CPNS Server

8.8.5.1

Service Group Discovery Request message

| Element

| Cardinalit | T | Data Type |

Description
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y
SGDiscoveryR| 1 E Its sub elements are
equest
* SGinfo
e OriginEntitylD
OriginEntitylD | 1 A | String Identity of CPNS Entityeguesting a service group action
SGinfo 1 E Service Group Information.
Its sub attributes are
e ServicelD
«  Keyword
« MemberReq
ServicelD 0.1 A | String Service ldentification.
If there is one or more ServicelDs, they are sdpedray comma.
Keyword 0.1 A | String Service Keyword, Service Grdteyword or member identifier.
This is human readable text.
If there is one or more keyword for the Service @iggion related
with Service Group, Service Group Description btité or membe
identifier, they are separated by comma.
MemberReq 0.1 A| Boolean This value is “TRUE" isedhe PNE wants to show the SG
member information. If this is TRUE, the SGDiscoiResponse
message will contain MemberInfo element

Table 63 Information elements in SGDiscoveryRequeshessage

8.8.5.2 Service Group Discovery Response message
Element Cardinalit T Data Type Description
y
SGDiscoveryR| 1 E Its sub element is
esponse
¢ SGinfo
SGinfo 0..n E Service Group Information.

Its sub attributes are

e SGID
e SGDescription

e SGOwner

Its sub elements are

* Servicelnfo

«  Memberinfo

SGID 1 A | String Service Group Identifier.

SGDescription| 1 A| String Service Group descriptibhis is human readable description and
helpful to understand Service Group.
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SGOwner 0.1 A| String Entity Identification of SGOer
Servicelnfo 0..n E Service Information for this\Bee Group.
Its sub attributes are
e ServicelD
«  Keyword
ServicelD 1 A | String Service ldentification.
ServiceName 0.1 Al String Service Keyword or tagisTs human readable text which was
registered in CPNS Server.
Memberinfo 0..n E| String The Service Group membérimation.
Its sub attributes are
« PNEID
¢ Name
PNEID 1 A | String PNE ldentification.
Name 0.1 A | String PNE Name (e.g. mp3 player)

Table 64 Information elements in SGDiscoveryRespoasmessage

8.8.6

Service Group Release
Message Implementation Direction
SGReleaseRequest Mandatory | PNE - PN GW
PN GW - CPNS Server
SGReleaseResponse Mandatory | CPNS Server- PN GW
PN GW - PNE
SGReleaseNotification Mandatory CPNS Server- PN GW
PN GW - PNE

8.8.6.1 Service Group Release Request message
Element Cardinalit T Data Type Description
y

SGReleaseReq 1 E Its sub attributes are

uest
« SGID
e OriginEntitylD

SGID 1 A | String Service Group Identification.

OriginEntitylD | 1 A | String PNE or PN GW Identificatin of the requesting PNE

Table 65 Information elements in SGReleaseRequestessage
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8.8.6.2 Service Group Release Response message
Element Cardinalit | T Data Type Description
y
SGReleaseRes 1 E Its sub attribute is
ponse
¢ Result
Result 1 A | Integer The status of success or fail.
1 — Success
2 — Falil, the requesting PNE is not authorizecetjuest Service
Group release (e.g. this is not SG Owner).
3 — Fail, this Service Group was not registereasef
Table 66 Information elements in SGReleaseRespons®ssage
8.8.6.3 Service Group Release Notification message
Element Cardinalit T Data Type Description
y
SGReleaseNot 1 E Its sub attribute is
ification
e SGID
SGID 1 A | String Service Group ldentification.
Table 67 Information elements in SGReleaseNotificain message
8.8.7 SG Owner Transfer
Message Implementation Direction
SGOwnerTransferRequest Mandatory | PNE - PN GW
PN GW - CPNS Server
CPNS Server- PN GW
PN GW - PNE
SGOwnerTransferResponse Mandatory | PNE - PN GW
PN GW - CPNS Server
CPNS Server- PN GW
PN GW - PNE
8.8.7.1 SG Owner Transfer Request Message
Element Cardinality | T | Data Type Description
SGOwnerTran | 1 E Its sub attributes are
sferRequset
e SGID
¢ CandidatePNEID
¢ TransferReason
SGID 1 A | String Service Group ID of the original $@&ner
CandidatePNE| 0..1 A | String PNEID of the candidate of SG Ownexoramended by the origing
ID SG owner.
TransferReaso| 0..1 A | String The reason to initiate the owner $farn such as, low power, leave
n SG, low capabilities.

Table 68 Information elements in SG Owner TransfeRequest Message
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8.8.7.2 SG Owner Transfer Response Message
Element Cardinality T Data Type Description
SGOwnerTran | 1 E Its sub attributes are
sferResponse
e Accept
« PNEID
e SGID
Accept 1 A | Boolean If the SG owner transfer proceds successful and the SG owner
candidate PNE accepts the SG owner transfer, #hieshall be
“TRUE”"; otherwise “ FALSE".
PNEID 0.1 A | String PNE Identification of the nev ®wner
SGID 0.1 A | String Service Group ID of the new S@ner
Table 69 Information elements in SG Owner TransfeResponse Message
8.8.8 SG Owner Change Notification
Message Implementation Direction
SGOwnerChangeNotification Mandatory CPNS Server- PN GW
PN GW - PNE
Table 70 SG Owner Change Notification
Element Cardinalit T Data Type Description
y
SGOwner 1 E Its sub attributes are
Change « SGOwner
Notification
e SGID
SGOwner 1 A | String Entity Identification of SG Owne
SGID 1 A | String Service Group Identifier.
Table 71 SG Owner Change Notification Message
8.9 Group Key Management
8.9.1 GKDK request
Message Implementation Direction
GKDKRequest Conditional PNE - PN GW
GKDKResponse Conditional PN GW - PNE

The above message should be implemented when PNXEAP&Upports underlying broadcast mechanism

8.9.1.1

GKDKRequest message
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Element Cardinalit | T Data Type Description
y
GKDKRequest| 1 E Its sub element is:
« PNEID
PNEID 1 E | String EntitylD of PNE which requests GKPequest
Table 72 Information elements in GKDKRequest Messag
8.9.1.2 GKDKResponse message
Element Cardinalit T Data Type Description
y
GKDKRespon | 1 E Its sub elements are:
se
* Result
* GKDK
Result 1 E | Boolean Result of GKDKRequest
True: Success
False: Fail
GKDK 1 E | Binary Assigned GKDK
Table 73 Information elements in GKDKResponse Mesgg
8.9.2  Group Key delivery
Message Implementation Direction
GroupKeyDeliveryRequest Mandatory CPNS Servers PN GW
PN GW - PNE
GroupKeyDeliveryResponse Mandatory | PN GW - CPNS Server
PNE - PN GW
8.9.2.1 GroupKeyDeliveryRequest message
Element Cardinalit T Data Type Description
y
GroupKeyDeli | 1 E Its sub elements are:
veryRequest
« SGID
¢ EncryptedGroupKey
SGID 1 E | String SG ID of Service Group in which GpdKey is delivered
EncryptedGro | 1..n E | Binary Delivered encrypted Group Key
upKey
Note: If Group Key is sent from CPNS Server to PW G
cardinality is 1.
If Group Key is sent from PN GW to PNE and unidasbup Key
delivery is applied, cardinality is 1.
If Group Key is sent from PN GW to PNE and broatiG®up
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| | | ] | Key delivery is applied, cardinality is 1..n. |

Table 74 Information elements in GroupKeyDeliveryReuest Message

8.9.2.2 GroupKeyDeliveryResponse message
Element Cardinalit T Data Type Description
y
GroupKeyDeli | 1 E Its sub element is:
veryResponse
e Result
Result 1 E | Boolean Result of GroupKeyDeliveryRegues
True: Success
False: Fail

Table 75 Information elements in GroupKeyDeliveryRsponse Message

8.9.3 SimplifedGroupKeyDelivery

Message Implementation Direction
SGroupKeyDeliveryRequest Mandatory | CPNS Server. PN GW
PN GW - PNE
SGroupKeyDeliveryResponse Mandatory | PNE - PN GW
PN GW - CPNS Server

8.9.3.1 SGroupKeyDeliveryRequest message

Element Cardinalit T Data Type Description
y
SGroupKeyDe| 1 E Its sub attribute is:
liveryRequest
« SGID

Its sub element is

*  GroupKeylnfo

SGID 1 E | String SG ID of Service Group in which GpdKey is delivered
GroupKeyinfo | 1..n Its sub attribute are:
e PNEID

«  EncryptedGroupKey

PNEID 1 E | String PNE Identification
EncryptedGro | 1 E | Binary Delivered encrypted Group Key
upKey

Group Key is encrypted with member PNE’s Entity tJsey
(EUKey).

Table 76 Information elements in SGroupKeyDeliveryRquest message

8.9.3.2 SGroupKeyDeliveryResponse message
| Element | Cardinalit | T | Data Type | Description
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y
SGroupKeyDe| 1 Its sub attributes are
liveryRespons
e ¢ Result
Result 1 A | Integer The status of success or fail.

1 — Success
2 — Fail

Table 77 Information elements in SGroupKeyDeliveryRsponse message

8.10 Service / Content Publication & Discovery

8.10.1 Overview

Service Publication and Discovery consists of felltg CPNS messages.

e ServiceDiscoveryRequest

» ServiceDiscoveryResponse

» ServiceDescriptionAdvertise

» ServiceDescriptionRegistrationRequest

e ServiceDescriptionRegistrationResponse

» ServiceDiscoveryConfirmationRequest

» ServiceDiscoveryConfirmationResponse

8.10.2 ServiceDiscoveryRequest and ServiceDiscoveryResponse

This section describes the direction of ServicedisecyRequest and ServiceDiscoveryResponse.

Message Requirement Direction
ServiceDiscoveryRequest ~ Mandatory PNE- PN GW
PN GW- CPNS Server
ServiceDiscoveryRespons Mandatory CPNS Servers PN
e GW
PN GW - PNE
8.10.2.1  ServiceDiscoveryRequest message
This message is used by PNE to request CPNS Serfiad Service Description.
Element Cardinality T Data type Description
ServcieDiscovery| 1 E - Its sub-elements are
Request . o
» DiscoveryDestination
DiscoveryDestina 1 E - Attribute and sub-element variation of seargltondition. In

tion

combination or single searching condition,
provides mechanism to find service or Remote PNd&ad

Senbéscovery
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information.

Its sub attributes
e TargetlD
« PNID

e ContentinfoRequest

Its sub-elements are

* Userinfo
* Keyword
TargetID 0.1 A String Identifier of content proeid(PNEID or CPID) as searching
condition
PNID 0.1 A String Identifier of PN as searchinghdiion
ContentinfoRequ| 0..1 A Boolean The attribute SHOULD be includedntdicate if content
est related information is requested or not.
Note: The definition of content related informatidepends
on content/service provider and out of scope of SPN
Enabler.
TRUE: Content related information is requested
FALSE: PNE does not want to receive any conteiteel
information
Userinfo 0.1 E - User Information as searchingdition
Its attributes are
e UserlD
« UserName
UserlD 0..1 A String User Identifier
UserName 0..1 A String User Name
Keyword 0.1 E String Arbitrary text as searchirgdition
Table 78 Information element in ServiceDiscoveryReggst
8.10.2.2  ServiceDiscoveryResponse message
This message is used by CPNS Server to delivaethdt of ServiceDiscoveryRequest message to thHe PN
Element Cardinality T Data type Description
ServiceDiscovery| 1 E - Its sub-elements are
Response
¢ Result
* Reason

e Targetinfo
*  PNinfo
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Result 1 Boolean Result of ServiceDiscoveryReques
TRUE-success
FALSE-failure
Reason 0.1 String Cause of failure
e.g., when the Disclosure attribute is “1” then Reason
element contains the cause of rejection such aséss
Denied” or if there is no matched service desaipfound
then the Reason element contains the cause ofdailich as
“No match found" (See Section 7.9 for the detail)
Targetinfo 0..n - The element containing relevafdgrmation of content
provider which host the matched/returned serviceidgtion
Its attribute is
e TargetlD
* TargetName
« Active
Its sub elements are
* Userinfo
« PNID
*  ServiceProfile
TargetID 1 String Identifier of content providgNEID or CPID)
(see the CPNS Profile in section 5.10.2)
If the Target is PNE, TargetID is PNEID.
If the target is external content provider, TarDed CPID.
TargetName 0.1 String Name of content providRMEName or CPName)
(See the CPNS Profile in section 5.10.2)
If the Target is PNE, TargetName is PNEName.
If the Target is external content provider, Targati¢ is
CPName.
Active 0.1 Boolean In case the Target EntitfPNE, this attribute is included to
indicate the active status of PNE.
TRUE — This PNE is active because PNE is physically
connected.
FALSE — This PNE is not active because PNE is fasi
disconnected.
Userinfo 0.1 - User information

Based on Disclosure attribute Userinfo can be uedei

Access control based on Disclosure attribute caioined in
section 5.8(PN Inventory) and 7.9(Service Discoyery
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Its attributes are
e UserlD
¢ UserName
UserlD 1 A String CPNS User ID
UserName 0.1 A String CPNS User Name
PNID 1..n E String List of PN ID(s) the searchedEPdsides in
Based on Disclosure attribute PNID can be unveiled.
Access control based on Disclosure attribute caiotned in
section 5.8(PN Inventory) and 7.9(Service Discoyery
ServiceProfile 1 E - The Service Description iServiceProfile (See the CPNS
Profile in section 5)
Based on Disclosure attribute ServiceProfile canrbesiled.
Access control based on Disclosure attribute cafiolned in
section 5.8(PN Inventory) and 7.9(Service Discoyery
PNiInfo 0..n E Information about the PN which sbaPNE resides in
The information is the Remote PNE related infororatnd is
used for Service Group Management (See section 7.9)
Based on Disclosure attribute PNInfo can be ungeile
Access control based on Disclosure attribute caiolned in
section 5.8(PN Inventory) and 7.9(Service Discoyery
Its sub attributes are
« PNID
«  Description
Its sub element is
*  PNGWInfo
* PNElInfo
PNID 1 A String Identifier of PN
Description 0.1 A String PN Description. (e.g. fnoffice)
PNGWInfo 1 E PNGW Information of PN GW in the PN
Its sub attributes are
«  PNGWID
«  PNGWName
PNGWID 1 A String Identifier of PN GW
PNGWName 0.1 A String Name of PN GW, assignedraake (e.g. my mobile phone
PNEInfo 0..n E PNE Information of PNE which are thember of the PN
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Its sub attributes are

« PNEID
« PNEName
PNEID 1 A String Identifier of PNE.
PNEName 0.1 A String Name of PNE, assigned niclngarg. mp3 player)

8.10.3 ServiceDescriptionAdvertise

Table 79 Information element in ServiceDiscoveryRgmnse

This section describes the direction of ServiceDpsonAdvertise.

Message

Requirement

Direction

se

ServiceDescriptionAdverti

Mandatory

CP - CPNS Server

CPNS Server, PN GW
PN GW- PNE

8.10.3.1

ServiceDescriptionAdvertise message

This message is used by CPNS Server and PN GWofue Based Service to advertise Service Descriptiohe PNE.

Element Cardinality T Data type Description
ServiceDescriptio| 1 E - Its attribute is
nAdvertise i
e ZoneBasedServiceSupport
Its sub-elements are
» Devicelnfo
* CPInfo
*  ServiceProfile
ZoneBasedServig 0..1 A Boolean Boolean value indicates that thesags is for Zone based o
eSupport not.
TRUE: For zone based service and Service Descniptith be
stored in PN GW
FALSE: Not for zone based service, default.
Devicelnfo 0.1 E Device information of PNE, whiistthe content provider
Its attributes are
« PNEID
« PNEName
e PNID
PNEID 1 A String Identifier of PNE
PNEName 0.1 A String Assigned nickname for PNE.
PNID 1 A String Identifier of PN which has this meen PNE.
CPInfo 0.1 E External Content Provider informatio
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Its sub attributes are
e CPID
¢ CPName
CPID 1 A String Identifier of external content prder.
CPName 0.1 A String Name of external content prewi
ServiceProfile 1 E - The target CPNS metadata §¢8etion 5.10)

Table 80 Message Directions for ServiceDescriptiordvertise

8.10.4 Service Description Registration

This section describes the direction of the mesgag8ervice Description publication

Message Requirement Direction
ServiceDescriptionRegistit Mandatory PNE- PN GW
ationRequest PN GW- CPNS Server

CP - CPNS Server
ServiceDescriptionRegistf Mandatory CPNS Server, PN GW
ationResponse PN GW- PNE

CPNS Server» CP

8.10.4.1 ServiceDescriptionRegistrationRequest message

This message is used by PNE interfaced applicatiquublish the Service Description.

Element Cardinality T Data type Description

ServcieDescriptin| 1 E - Its attributes are
RegistrationRequ

est « PNID

« PNEID

« CPID

« CPName

» Disclosure

*  OwnershipEntity

Its sub-element is

*  ServiceProfile

PNID 0.1 String Identifier of PN

PNEID 0.1 String Identifier of PNE, content prder

CPID 0.1 String Identifier of external contembpider.

CPName 0.1 String Name of external content prewi

)>>)>>>

Disclosure 1 Integer The willingness of openness of PN Information, ase

Service Discovery is requested after PN Setup

1 - Blocked; PN information should not be unveiled.

2 - Open; PN information will be unveiled, when otig?NS
Entities asks service discovery.

3 - Selective: PN can be unveiled, only when thtba@ized
CPNS entity allows in case service discovery refjoestains
PNID or UserlD
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OwnershipEntity

0.1

String

The ID of authorized CPNS Entity which has authatitn to
allow PN Information open, in case Service Discguer
requested

If the value of Disclosure attribute is 3 then, GrBhipEntity
SHALL be inserted.

ServiceProfile

The Service Description
Sub-elements are the Service Description (e.g., XML
fragment), based on structure of Service Descriptio
(metadata) described in section 5.10.2.

8.10.4.2

Table 81 Information element in ServiceDescriptionRgistrationRequest

ServiceDescriptionRegistrationResponse message

This message is used by CPNS Server to delivaethdt of Service Description publication.

Element Cardinality T Data type Description
ServcieDescriptin| 1 E - Its sub-elements are
RegistrationResp
onse ¢ Result
¢ Reason
Result 1 E Boolean Result of ServiceDescriptionBegiionRequest message
TRUE - success
FALSE - failure
Reason 0.1 E String Cause of failure

Table 82 Information element in ServiceDescriptionRgistrationResponse

8.8.5 ServiceDiscoveryConfirmationRequest message

This section describes the direction of the mesfagserviceDiscoveryConfirmation.

Message Requirement Direction
ServiceDiscoveryConfirm| Conditional CPNS Server, PN GW
ationRequest PN GW- PNE
ServiceDiscoveryConfirm| Conditional PNE- PN GW
ationResponse PN GW-, CPNS Server

8.8.5.1 ServiceDiscoveryConfirmationRequest message

This message is used by CPNS Server to ask cotiimmeegarding providing the PN information.

Element Cardinality T Data type Description
ServiceDiscovery| 1 E - Its attribute is
ConfirmationReq
uest + D
ID 1 E String UserID or PNID, PNEID which sends
ServiceDiscoveryRequest message

Table 83 Information element in ServiceDiscoveryCdirmationRequest

8.8.5.1 ServiceDiscoveryConfirmationResponse message
This message is used by PNE or PN GW to resporidasitfirmation regarding providing the PN infornwaiti
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Element Cardinality T Data type Description
ServiceDiscovery| 1 - Its attribute is
ConfirmationRes
ponse * Result
Result 1 E Boolean Result of ServiceDescription@ordtionRequest message

TRUE — Allowing access to PN Information.
FALSE — Denying access to PN Information.

Table 84 Information element in ServiceDiscoveryCdirmationResponse

8.11 Service / Content Delivery

8.11.1 Overview

Service / Content delivery consists of followingll® messages.

* InvokeRequest

* InvokeResponse

8.11.2 InvokeRequest and InvokeResponse
This section describes the direction of InvokeRstgaed InvokeResponse.
Message Requirement Direction
InvokeRequest Mandatory PNE- PN GW
PN GW- CPNS Server
CPNS Server External
Entity
InvokeResponse Mandatory PN GW- PNE
CPNS Server, PN GW
External Entity- CPNS
Server
8.11.2.1 InvokeRequest message
This message is used by PNE to deliver the operatonmand to the entity hosting application.
Element Cardinality T Data Type Description
InvokeRequest 1 E - Its attributes are
« SGID
Its sub-elements are
e ServicelD
e InputParameterList
SGID 0.1 A String Unique identifier to identiflge group of services part of
which is the specific service.
This attribute is used only if the specific serviegart of a
service group.
ServicelD 1 E String Identifier of the service (e@peration set)
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Its attributes are

e Operation

Operation 1 A String Operation name
The Operation is the method to invoke specific iagibon
function e.g., ChannelStop (the PNE to request f@iNS
Server to stop one or multiple delivery service),
ChannelResume (the PNE to request from CPNS Server
resume one or multiple delivery service)
InputParameterLi| 1 E - The arguments for the service invocation
st
Its sub-elements are
* Parameter
Parameter 0..n E String Its sub-elements is
* Value
Its attributes are
« Name
Name 1 A String Name of service invocation paramete
Value 1 E String Value of parameter
Table 85 Information element in InvokeRequest
8.11.2.2 InvokeResponse message
This message is used by CPNS Server to delivaethdt of InvokeRequest message to the PNE.
Element Cardinality T Data type Description
InvokeResponse 1 E - Its sub-elements are
¢ Result
* Reason
e OutputParameterList
Result 1 E Boolean Result of InvokeRequest
TRUE-success
FALSE-failure
Reason 0.1 E String Depends on Invoke resulf {nease of Result is FALSE)
OutputParameter| 0..1 E - The return value depends on Invoke régalf in case of
List Result is TRUE)
The list of information element to be returned agti
InvokeRequest e.g., the list of XML fragment (outiviL
parameter)
Its sub-elements are
e Parameter
Parameter 0..n E String Its sub-elements is
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* Value

Its attributes are

¢ Name
Name 1 A String The name of information elemerttéaeturned e.g., name of
output XML parameter found in Service Description
(metadata)
Value 1 E String Value of parameter

Table 86 Information element in InvokeResponse

8.12 Device Capability
8.12.1 Device Capabilities Query Message

Message Implementation Direction
DeviceCapabilitiesQueryRequest Mandatory CPNS Servers PN GW,
PN GW - PNE
DeviceCapabilitiesQueryResponse Mandatory PNE - PN GW,
PN GW - CPNS Server

8.12.1.1 Device Capabilities Query Request Message
This message is used by the App on the servetaidgort usage statistics to the CPNS Server.

Though the applications involved in reporting tlsage statistics will be authenticated by the CPBISE3, there is no return
message to the applications from the server wheltleespplication ID was correct or not or whetlner $tatistics
information was correct or not.

Applications with the false IDs will be blocked.

The CPNS Server SHALL be able to receive the pat@m®mas shown in the table below.

Element Cardina T Data Type Description
lity
DeviceCapabilities | 1 E Its sub elements are
ueryRequest
QueryReq e TargetID
« PNID

Target ID 1 A String If this message is sent ta\EPthe value shall be the PNE
Identification of the target device. If this messagsent to a PN
GW, the value shall be the PN GW Identificatiorttef target
device.

PNID 0.1 A String PN Identification of target deeiresides in.

Table 87 Information elements in Device Capabilitis Query Request Message

8.12.1.2 Device Capabilities Query Response Message

Element Cardinali T Data Type Description
ty
DeviceCapabilitiesQuery 1 E Its sub elements are
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Response e Target ID
« DeviceCapa
Target ID 1 A String If this message is sent toNEPthe value shall be the
PNE Identification of the target device. If this ssage
is sent to a PN GW, the value shall be the PN GW
Identification of the target device.
DeviceCapa 1 E Capability information of devicebeading PNE
Its sub attribute is
¢ UlCapa
Its sub element is
« ExternalCapa
UlCapa 0.1 A Boolean If this device doesn’t suppdirfunctionalities, this
value SHALL be set with “TRUE”.
TRUE: PN GW needs to support confirmation and/of
Key assignment functionalities instead of PNE.
ExternalCapa 0.1 E - XML fragment contains information such as
DeviceType, VideoCodec, etc. CPNS V1.0 can make
use of the format of device capabilities from DPE
Enabler specification.

Table 88 Device Capabilities Query Response Message

8.12.2 Device Capabilities Change Notification Message

Message Implementation Direction
DeviceCapabilitiesChangeNotification Conditional PNE - PN GW,
PN GW - CPNS Server
DeviceCapabilitiesChangeNotificationConfirm Conalital CPNS Server- PN GW,
PN GW - PNE

8.12.2.1 Device Capabilities Change Notification Message
This message is used by the App on the PNE siteptart usage statistics to the CPNS Server via &INEPN GW.

Though the applications involved in reporting tlsage statistics will be authenticated by the CPBISE3, there is no return
message to the applications from the server wheltleespplication ID was correct or not or whetler $tatistics
information was correct or not.

Applications with the false IDs will be blocked

The PNE SHALL be able to receive the parameters fitee application as shown in the table below.

Element Cardina | T Data Description
lity Type
DeviceCapabilities | 1 E Its sub elements are
ChangeNotification )
e Device ID
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e DeviceCapa

Device ID

A

String

PNE Identification of the dewiif the device is a PNE;
PN GW ldentification of the device if the deviceaiN GW.

DeviceCapa

Capability information of devicebeading PNE

Its sub attribute is

¢ UlCapa

Its sub element is

« ExternalCapa

UlCapa

0.1

Boolean

If this device doesn’t suppdirfunctionalities, this value SHALL
be set with “TRUE".

TRUE: PN GW needs to support confirmation and/oy Ke
assignment functionalities instead of PNE.

ExternalCapa

0.1

XML fragment contains information such as Deviceg@yp
VideoCodec, etc. CPNS V1.0 can make use of thedbohdevice
capabilities from DPE Enabler specification.

Table 89 Information elements in Device Capabilitie Change Notification Message

8.12.2.2 Device Capabilities Change Notification Confirm Message

Element Cardina | T Data Description
lity Type
DeviceCapabilities | 1 E Its sub elements are
ChangeNotification
Confirm e TargetID
Target ID 1 A| String CPNS Server return the confimassage to the original sender

Device Capabilities Change Notification messagéasm a PNE,
then this value shall be a PNE Identification. HMire Capabilities
Change Notification message is from a PN GW, thHés value

shall be a PN GW Identification.

Table 90 Information elements in Device Capabilitie Change Notification Confirm Message

8.13 Status Management

8.13.1 Overview

Status Management consists of following CPNS messag

» StatusSubscribeRequest

e StatusSubscribeResponse

»  StatusNotify

» StatusPublicationRequest

e StatusPublicationResponse

f
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8.13.2 StatusSubscribeRequest and StatusSubscribeResponse

This section describes the direction of StatusSiliesRequest and StatusSubscribeResponse.

Message Requirement Direction
StatusSubscribeRequest Mandatory PNE- PN GW
PN GW- CPNS Server|
StatusSubscribeResponse  Mandatory CPNS Server, PN GW
PN GW - PNE

8.13.2.1  StatusSubscribeRequest message
This message is used by PNE to subscribe the CRANS @.e., PNE and PN GW) status information.

Element Cardinality T Data type Description
StatusSubscribeR 1 E - Its sub-attributes are
equest
e TargetlD

e SubscriptionDuration

TargetiD 1 A String PNEID, PNGWID, or PNID
SubscriptionDura| 1 A Integer “0” Unsubscribe command
tion “n” duration time (sec)

Table 91 Information element in StatusSubscribeRegest

8.13.2.2 StatusSubscribeResponse message

This message is used by CPNS Server to delivaethdt of Subscribe message to the PNE.

Element Cardinality T Data type Description
StatusSubscribeR 1 E - Its sub-attributes are
esponse
¢ Result
¢ Reason
Result 1 E Boolean The result of subscription retue

TRUE - success.
FALSE — Failure.

Reason 0.1 E String Depends on the subscripteuitr@.e., in case of Result is
“FALSE”(Failure))

Table 92 Information element in StatusSubscribeResmse

8.13.3 StatusNotify

This section describes the direction of Notify.

Message Requirement Direction
StatusNotify Mandatory CPNS Server PN GW
PN GW- PNE

8.13.3.1 StatusNotify message
This message is used by PN GW or CPNS Server izedé¢he status information to the PNE.

Element Cardinality T Data type Description

StatusNotify 1 E - Its sub attribute is
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e TargetlD

* Active

Its sub-elements are

* StatusVariable

TargetlD

String

PNEID, PNGWID or PNID

Active

Boolean

The active status of PNE, RMGr PN.

True — This PNE or PNGW is active because it isspiafly
connected. Or this PN is active because at le@&stmre
member PNEs are physically connected.

False — This PNE is not active because PNE is palgi
disconnected. Or this PN is not active becausef allember
PNEs are disconnected.

StatusVariable

String

If TargetID is PNEIDdaPNE supports enabled application
with Service Description, this is the status vaediom
ServiceProfile element of CPNS Profile (see sechidd)
Its sub-element is

* Value

Its sub attribute is

e StatusName

StatusName

A

String

Name of status variable fanr@PNS Profile metadata (se¢
section 5.10)

Value

E

String

h

Value of StatusVariable

Table 93 Information element in StatusNotify

8.13.4 Status Publication

This section describes the direction of the mesfagstatus publication

Message Requirement Direction
StatusPublicationRequest Mandatory PNE- PN GW
PN GW- CPNS Server
StatusPublicationResponse Mandatory

CPNS Server, PN GW

PN GW- PNE
8.13.5 StatusPublicationRequest message
This message is used by PNE or PN GW to publighsta CPNS Server.
Element Cardinality T Data type Description

StatusPublication| 1

Request

E

Its sub attributes are

e TargetlD

* Active

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C

Page 284 (337)

Its sub-elements are

* StatusVariable

TargetlD

String

Identifier associated with status variables

PNEID, PNGWID or PNID

Active

0.1

Boolean

The active status of PNE, RWNGr PN.

TRUE — This PNE or PNGW is active because it issptajly
connected. Or this PN is active because at le@&stmre
member PNEs are physically connected.

FALSE — This PNE is not active because PNE is payi
disconnected. Or this PN is not active becausef allember
PNEs are disconnected.

StatusVariable

String

If TargetID is PNEIDdaPNE supports enabled application
with Service Description, this is the status vdeaibom
ServiceProfile element of CPNS Profile (see sechidid)

Its sub-element is

* Value

Its attribute is

e StatusName

StatusName

A

String

Name of status variable fanr@PNS Profile metadata (se¢
section 5.10)

h

Value

E

String

Value of StatusVariable

Table 94 Information element in StatusPublicationRguest

8.13.6 StatusPublicationResponse message

This message is used by CPNS Server to delivaethdt of Status publication.

Element Cardinality T Data type Description
StatusPublication| 1 E - Its sub-attributes are
Response
* Result
* Reason
Result 1 A Boolean The result of Status publicatiequest.
TRUE — Success.
FALSE — Failure.
Reason 0.1 A String Depends on the Result (hease of Result is

“FALSE”(Failure))

Table 95 Information element in StatusPublicationReponse
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8.14 Usage Statistics Report message format

8.14.1 Usage Stat Report from the App to the CPNS Server

Message Implementation Direction

AppServerUsageStatReport Mandatory App —» CPNS Server (This is through
interface CPNS-4)

8.14.1.1 AppServerUsageStatsReport message
This message is used by the App on the servetaidgport usage statistics to the CPNS Server.

The CPNS Server SHALL be able to receive the par@asas shown in the table below.

Element Cardinality T Data Type Description
AppServerUsageStatsReport 1 E Indicates the namhe onessage
AppServerlD 1 A String Indicates the unique ideatibf the

application on the CPNS Server side
This identifier can also be used for

other functions or messages to identify
the application on the Server side

StatsReportMessagelD 1 A String Unique identifteidientify the stats
report when requested

This parameter can be used by other
functions and requests

UsageStatsData 1l.n E String Gives the list otcttings that contain
usage stats information. One structure
for example can contain usage stats
information about video content or
music etc.

UsageStatsData can contain
information about one service or
channel, but there can be multiple
reports containing information about
many services or channels that can be
reported at the same time as part of the
same message

Table 96 Information element in AppServerUsageStaReport

8.14.2 Usage Stat Report from App to the PNE

Message Implementation Direction
AppPNEUsageStatsReport Mandatory App - PNE (This is through interface
CPNS-5)
PNE - PN GW
PN GW - CPNS Server

8.14.2.1 AppPNEUsageStatsReport message
This message is used by the App on the PNE siteptart usage statistics to the CPNS Server via &INEPN GW.

The PNE SHALL be able to receive the parameters fitee application as shown in the table below.

Element Cardinality T Data Type Description

AppPNEUsageStatsRepart 1 E Indicates the namteeahessage
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AppPNEID 1 A String Indicates the unique identifadrthe
application on the PNE side

This identifier can also be used for
other functions or messages to
identify the application on the PNE
side

StatsReportMessagelD 1 A String Unique identifteidientify the statg
report when requested

This parameter can be used by other
functions and requests

PNEID 1 A String Indicates the unique identifiertbé
PNE. This can be physical address
of the PNE

This identifier can also be used for
other functions or messages to
identify the PNE

PNID 1 A String Indicates the unique identifierthé
PN.

This identifier can also be used for
other functions or messages to
identify the PN

UsageStatsData 1.n E String Gives the list otctiines that
contain usage stats information. One
structure for example can contain
usage stats information about videp
content or music etc.
UsageStatsData can contain
information about one service or
channel, but there can be multiple
reports containing information about
many services or channels that can
be reported at the same time as part
of the same message

Table 97 Information element in AppPNEUsageStatsRept

8. 15 Capabilities Sharing Group
8.15.1 CSG Creation

Message Implementation Direction
CSGCreateRequest Mandatory | PNE -~ PN GW
PN GW - CPNS Server
CSGCreateResponse Mandatory | CPNS Server- PN GW
PN GW - PNE
CSGCreateNotification Mandatory CPNS Server. PN GW
PN GW - PNE

8.15.1.1 CSG Create Request message

| Element | Cardin | T | Data Type | Description
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ality

CSGCreateRequest 1 E

Its sub attribute are
e OriginEntitylD
Its sub elements are

 PNEInfo

OriginEntitylD 1 A String

Entity ID for requestinGSG creation

PNEInfo

PNE Information. This contains it@rmation of invited
PNE(s)
Its sub attribute is

* PNEID

Its sub element is

» SharingCapa

PNEID 1 A String

PNE ldentification.

SharingCapa 1 E

The capability(ies) will be shared

Table 98 Information elements in CSGCreateRequest essage

8.15.1.2 CSG Create Response message

Element

Cardinalit
y

T

Data Type

Description

CSGCreateRe

ponse

51

E

Its sub attribute is

* Result

Its sub element are

* SGinfo

* PNEInfo

Result

Integer

The status of success or fail.
1 — Success,
if the invited PNEs agree capabilities sharingegels
2 —Fall .

SGinfo

Service Group Information.
Its sub attributes are

e SGID

e CSGlindicator
Its sub element is

e ServicelD

SGID

String

Service Group Identifier

CSGindicator

Boolean

Indicator of Capabiliti®isaring Group. If this attribute is “TRUE’
this Service Group is a CSG, If this attribute FALSE” this
Service Group is not a CSG but just a SG.

ServicelD

m

String

Service ldentifications.

PNEInfo

PNE Information. This contains tt@rmation of PNE which is
invited in Service Group during CSG creation prased

Its sub attribute is

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 288 (337)

« PNEID

Its sub element is

e SharingCapa
PNEID 1 A | String PNE Identification.
SharingCapa 1 E

The capability(ies) will be shared.

Table 99 Information elements in CSGCreateResponseessage

8.15.1.3 CSG Create Notification message

Element Cardinalit T Data Type Description
y
SGCreateNotif| 1 E Its sub attribute is
ication - .
e OriginEntitylD
Its sub elements are
¢ SGinfo
¢ PNElInfo
OriginEntitylD | 1 A | String Entity ID for requestin§G creation
SGinfo 1 E Service Group Information.
Its sub attributes are
e SGDescription
e Sharing
 MaxPNE
e MaxUser
e ServicelD
e SGID
* CSGindicator
SGDescription| 0..1 A| String Service Group desaniptiThis is human readable description and
helpful to understand or search Service Group.
Sharing 1 A | Integer The level of SG Inventory shari
7. Open, every PNE can have access to SG Inventor
8. Selective, open to SG member PNEs only
9. Closed, no PNE will have access to SG Inventory
MaxPNE 0.1 A | Integer The maximum number of menRIESs in Service Group.
MaxUser 0.1 A | Integer The maximum number of CPN®1Un Service Group.
ServicelD 0..n A | String Service Identification. Ithe SG creation requester knows
ServicelD through service discovery procedure arhts/to get
that service, this should be inserted as part ef gbrvice group
creation request.
SGID 1 A | String Service Group Identifier
CSGindicator | 1 A| Boolean Indicator of Capabilit®isaring Group. If this attribute is “TRUE],
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this Service Group is a CSG, If this attribute FALSE” this
Service Group is not a CSG.

PNEInfo 0..n E Service Group member PNE Infornmatithis contains the
information of PNE which is invited in Service Gpduring SG
creation procedure. If there is no PNE to be imlithis is empty.

Its sub attributes are

«  PNEID

¢ Result

« PNGWID
¢ Name

Its sub elements are

* UserInfo
¢ ServiceProfile

e SharingCapa

PNEID 1 A | String PNE ldentification.
Result 1 A | Integer The status of success or fail.
1 — Success
2 — Fall, this PNE is disconnected.
PNGWID 1 A | String PNGW Identification of PN havitigis PNE as a member.
Name 0.1 A | String PNE Name (e.qg. player, assigrniekiname)
Userlnfo 0.1 E| - User Information.

Its attributes are

e UserlD
* Name
UserlD 0.1 A | String User ldentification
Name 0.1 A | String User Name
ServiceProfile | 0..1 E CPNS enabled applicationrimiation to support certain service

and status.lts sub-elements are

e StatusVariable (See section 5.5.2)

e ServicelList (See section 5.5.3)

SharingCapa 1 E The capability(ies) will be shgeed., XML fragment device
capabilities information). This element is set oiflgSGIndicator
is “TRUE". SharingCapa is a sub-set of DeviceCapadicate
which kind of capabilities will be shared. Sharirag@ element can
be retrieved from DeviceCapa element.

Table 100 Information elements in CSGCreateNotifichon message

8.15.2 CSG Invite

Message Implementation Direction
CSGinviteRequest Mandatory CPNS Server. PN GW
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PN GW - PNE

CSGinviteResponse

Mandatory

PNE - PN GW
PN GW - CPNS Server

8.15.2.1 CSG Invite Request message

Cardin T
ality

Element Data Type

Description

CSGlnviteRequest 1 E

Its sub attribute are

e OriginEntitylD
Its sub elements are

* SGinfo
* PNEInfo

SGinfo 1 E

Capability Sharing Group Information.

Its sub attributes are

e SGID

* CSGlindicator
e SGDescription
e Sharing

e SGOwner

Its sub elements are

* Servicelnfo

*  Memberinfo

SGID 1 String

Service Group ldentifier.

CSGindicator 1 Boolean

Indicator of Capabilit®isaring Group. If this attribute is
“TRUE”, this Service Group is a CSG, If this attrtb is
“FALSE”, this Service Group is not a CSG but jus$@..

SGDescription 0.1 String

Service Group desariptiThis is human readable
description and helpful to understand or searchi&er
Group.

Sharing 0.1 Integer

The level of SG Inventorgirsing
4- Open, every PNE can have access to SG Invent
5- Selective, open to SG member PNEs only
6- Closed, no PNE will have access to SG Inventor

ory

SGOwner 0.1

>

String

Entity Identification of SGQer.

Servicelnfo 0..n E

Service Information for this8ee Group.

Its sub attributes are

e ServicelD
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 Keyword

ServicelD 1 A String

Service ldentification. If ti&€ creation requester knows
ServicelD though service discovery procedure anatsvi
get that service, this should be inserted.

Keyword 0.1 A String

Service Keyword or tag. Tsiuman readable text.

If there is one or more keyword or tag for the Ssxythey
are separated by comma.

Memberinfo String

The Service Group memb¢E hformation.

Its sub attributes are

« PNEID

¢ Name
Its sub element is

e SharingCapa

PNEID 1 A String

PNE Identification.

Name String

PNE Name (e.g. player, assignieklname)

SharingCapa 1 E

The capability(ies) will be shgeed., XML fragment
device capabilities information). This elementes anly if
CSGindicator is “TRUE". SharingCapa is a sub-set of
DeviceCapa to indicate which kind of capabilitiel tve
shared. SharingCapa element can be retrieved from
DeviceCapa element.

Table 101 Information elements in CSGInviteRequestnessage

8.15.2.2 CSG Invite Response message

Element Cardinalit | T Data Type Description
y
CSGlnviteRes | 1 E Its sub element is
ponse
* PNElInfo
PNEInfo 0..1 E PNE Information
Its sub attributes are
« PNEID
*+ Result
«  PNGWID
¢ Name
Its sub elements are
* Userlnfo
e SharingCapa
PNEID 1 A | String PNE ldentification.
Result 1 A | Integer The status of success or fail.
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1 — Success

2 — Fail, the PNE is not able to invite, e.g teisiot SG Owner.
3 — Fail, the capabilities of PNE is not enougloto this SG.

4 — Fail, this PNE is disconnected.

5 — Falil, this PNE doesn’t want to join this Seevigroup.

6 — Fail, the number of PNEs in this SG exceedsitAgimum
number of member PNEs.

PNGWID 0.1 A | String PN GW Identification of PN hayg this PNE as a member.
Name 0.1 A | String PNE Name (e.g. player, assigmnekiname)
Userlnfo 0.1 E| - User Information.

Its attributes are

e UserlD

« Name
UserlD 0.1 A | String UserlDentification
Name 0.1 A | String User Name
SharingCapa 1 E

The capability(ies) will be shared (e.g., XML fragnt device
capabilities information). This element is set oiflgSGIndicator
is “TRUE". SharingCapa is a sub-set of DeviceCapadicate
which kind of capabilities will be shared. Sharirag@ element can
be retrieved from DeviceCapa element..

Table 102 Information elements in CSGlnviteResponseessage
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9. CPNS Transport Protocol

The CPNS Enabler supports following protocols asopl.

» XML based overlay network protocol (See Appendix F)
* SMS based CPNS protocol (See Appendix G)
« HTTP (See Appendix H)

The CPNS Enabler supports HTTP protocol bindinmmaadatory protocol.

Other protocols may be supported as optional XMJ. based overlay network protocol (Appendix X) aBMS based
CPNS protocol (Appendix Y).

This section describes HTTP binding specification

9.1 General
CPNS Server and PN GW support HTTP 1.1 [RFC2616CINS-2 and CPNS-7
PN GW and PNE support HTTP 1.1 [RFC2616] for CPN&Sd CPNS-6 if HTTP is implemented on PN side

CPNS-1:HTTP protocol is a mandatory protocol for CPNS wiRN is over IP and as such both PNE and PN GWastipp
this protocol. This specification MAY also definther protocols and delivery mechanisms such as VBikietooth etc., in
addition to HTTP.

CPNS-2:This specification defines HTTP 1.1 [RFC2616] fd?NLS-2 and as such both PN GW and CPNS Server duppor
this protocol.

CPNS-3: This specification defines HTTP 1.1 [RFC2616]@PNS-3 and as such both PN GWs support this prbtoco
CPNS-4: This specification defines HTTP 1.1 [RFC2616]@PNS-4 and as such CPNS Server supports this ptotoc
CPNS-5: This can be an implementation specific and theestloe CPNS specification does not define it.

CPNS-6:HTTP protocol is a mandatory protocol for CPNS wiR is over IPand as such both PN GW and PNE suppo
this protocol. This specification MAY also definther protocols and delivery mechanisms such as VBikietooth etc., in
addition to HTTP.

CPNS-7:This specification defines HTTP 1.1 [RFC2616] fd?NIS-7 and as such both CPNS Server and PN GW duppor
this protocol.

CPNS-8:This specification defines HTTP 1.1 [RFC2616] fd?KIS-8 and as such both PNEs support this protocol.
CPNS-9:This specification defines HTTP 1.1 [RFC2616] fd?IIS-9 and as such PN GW supports this protocol

9.2. Content type of formatted messages

CPNS Server and PN GW support formatted messagagiasbodies with application media type
(application/vnd.oma.cpns) that go through intesfa€PNS-2 and CPNS-7. The application media typeed when there is
a single message in the HTTP request/response.
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CPNS Server and PN GW support formatted messagagtisbodies with multipart/mixed subtypes thattgrough
interfaces CPNS-2 and CPNS-7. These messagesitgsbaaties with multipart/mixed types can suppdftedent content-
type headers as part of the same HTTP message.

CPNS Server and PN GW support formatted messagagtiasbodies with multipart/related subtypes thatthrough
interfaces CPNS-2 and CPNS-7. These messagesitgsbeties with multipart/related types can supmbfterent message
parts as parts of an aggregated message.

PN GW and PNE support formatted messages as éutities with application media type (application/\orda.cpns) that
go through interfaces CPNS-1 and CPNS-6. The agifit media type is used when there is a singlesaggsin the HTTP
request/response.

PN GW and PNE support formatted messages as datities with multipart/mixed subtypes that go thtougerfaces
CPNS-1 and CPNS-6. These messages as entity-heithesiultipart/mixed types can support differenttent-type headers
as part of the same HTTP message.

PN GW and PNE support formatted messages as datities with multipart/related subtypes that go tigtointerfaces
CPNS-1 and CPNS-6. These messages as entity-heithesultipart/related types can support differeantent-type
headers as part of the same HTTP message

9.3. HTTP Methods
[CPNS messages between PN GW and CPNS Server]
All the request messages from PN GW to CPNS Se¢weugh interface CPNS-2 are sent as HTTP POSTestauethod.

All the response messages from CPNS Server to PNHBWgh interface CPNS-7 are sent as appropri@fERHstatus
codes or responses.

All the notification messages from CPNS Servertb@W through interface CPNS-7 are sent as HTTP Pf@fuiest
method.[CPNS messages between PNE and PN GW]

If HTTP is implemented on the PN side the followexghange of messages will take place

All the request messages between PNE and PN GWghrimterface CPNS-1or CPNS-6 are sent as HTTP Re&liest
method.

All the response messages between PN GW and PR&gthinterface CPNS-1 or CPNS-6 are sent as apptepi TTP
status codes or responses.

All the notification messages from PN GW to PNEotigh interface CPNS-6 are sent as HTTP POST requatsind.
[CPNS messages between PN GWs]

All the request messages from one PN GW to an®NeGW through interface CPNS-3 are sent as HTTPTP@§uest
method.

All the response messages from one PN GW to anBfReBWS in response to requests through interfd&€$s3 are sent
as appropriate HTTP status codes or responses

9.3.1 HTTP Message requests from PN GW to CPNS Server

Message Implementation Direction HTTP Methods
HTTP POST Mandatory PN GW - CPNS Server POST
Response to HTTP POST Mandatory | PN GW — CPNS Server | HTTP Response, 200 OK
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Element Cardinality T Data Type Description

HTTP POST 1 HTTP method

Request-URI 1 A String URI of a new resource to be identified.
URI of CPNS Server when
initiated/forwarded by PN GW

Host request-header 1 A String Specifies the hostname of the resource
being requested

PN GW request-header 0.1 A String Contains information about the entity
originating the request

Content-Length entity- 1 A Integer Defines the length of the entity-body

header

Content-Type entity-header 0.1 A String MIME media type of the entity-body,
one of “application/vnd.oma.cpns”,
“multipart/related”, or
“multipart/mixed”, as applicable

Message-body 0.1 A String Messages through CPNS-2

Table 103 HTTP Message requests from PN GW to CPNServer

9.3.2 HTTP Message responses to HTTP Post requests

Element Cardinality T Data Type Description

HTTP Response to POST 1 HTTP response, 200 OK

Request-URI 1 A String Responses to requests from identified
URIs

Host request-header 1 A String Specifies the hostname of the resource
being requested

PN GW request-header 0.1 A String Contains information about the entity
originating the request

Content-Length entity- 1 A Integer Defines the length of the entity-body

header
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Content-Type entity-header 0.1 A String MIME media type of the entity-body,
one of “application/vhd.oma.cpns”,
“multipart/related”, or
“multipart/mixed”, as applicable

Message-body 0.1 A String Response messages through CPNS-7

Table 104 HTTP Message responses to HTTP Post regte

9.3.3 HTTP Message requests from PNE to PN GW

Y

Message Implementation Direction HTTP Methods
HTTP POST Conditional PNE - PN GW POST
Response to HTTP POST Conditional | PNE — PN GW HTTP Response, 200 OK
Element Cardinality T Data Type Description
HTTP POST 1 HTTP method
Request-URI 1 A String URI of a new resource to be identified.
URI of PN GW when initiated by PNE
Host request-header 1 A String Specifies the hostname of the resourcg
being requested
PNE request-header 0.1 A String Contains information about the entity
originating the request
Content-Length entity- 1 A Integer Defines the length of the entity-body
header
Content-Type entity-header 0.1 A String MIME media type of the entity-body,
one of “application/vnd.oma.cpns”,
“multipart/related”, or
“multipart/mixed”, as applicable
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Message-body

0.1

A

String

Messages through CPNS-1

Table 105 HTTP Message requests from PNE to PN GW

9.3.4 HTTP Message responses to HTTP Post requests

Y

Element Cardinality T Data Type Description

HTTP Response to POST 1 HTTP response, 200 OK

Request-URI 1 A String Sgslgonses to requests from identified

Host request-header 1 A String Specifies the hostname of the resource
being requested

PNE request-header 0.1 A String Contains information about the entity
originating the request

Content-Length entity- 1 A Integer Defines the length of the entity-body

header

Content-Type entity-header 0.1 A String MIME media type of the entity-body,
one of “application/vnd.oma.cpns”,
“multipart/related”, or
“multipart/mixed”, as applicable

Message-body 0.1 A String Response messages through CPNS-6

Table 106 HTTP Message responses to HTTP Poststque
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Appendix A. Change History

A.1 Approved Version History

(Informative)

—

Reference Date Description
n/a n/a No prior version
A.2 Draft/Candidate Version 1.0 History
Document Identifier Date Sections Description
Draft Version: 22 Feb 2012 4.2 Baseline for CPNS V1.1.
OMA-TS-CPNS_Core-V1_1 Baseline
Draft Versions: 02 May 2012 | 9 Referencing appendix alphabets in 9. CPNS Transpot
OMA-TS-CPNS_Core-V1_1 Protocol are fixed.
OMA-CD-CPNS-2012-0062R01-CR_TS_Editorial_Changes.do
8812 Missing elements/attributes has been added
OMA-CD-CPNS-2012-0059R01-CR_TS_PN_Management_Messal
g?%l 3 Bug fix for SG Management.
8822 OMA-CD-CPNS-2012-0058R02-
CR_TS_Clarification_for_SG_Management
6.8 Flow of SG creation is modified.
' OMA-CD-CPNS-2012-0057R02-CR_TS_Service_Group_QCuaati
6.6.1 PN Establishment in One Device
OMA-CD-CPNS-2012-0056R01-
CR_TS_PN_Establishment_in_One_Device
5.4.1 58 PN Admin description.
' OMA-CD-CPNS-2012-0053R02-CR_TS_PN_Admin_Description
06 July 2012 | 6.6.4,6.6.5, | PN Admin high level flow
660 OMA-CD-CPNS-2012-0092R01-
CR_TS_Maodification_on_PN_Admin_High_Level Prqg
edure
OMA-CD-CPNS-2012-0054R03-
CR_TS_PN_Admin_High_Level_Procedure
Ef Appendix | HTTP binding
OMA-CD-CPNS-2012-0086R02-
CR_Protocol_binding_for CPNS_1.1
8.7.5 PN Admin messages
OMA-CD-CPNS-2012-0081R02-
CR_TS_PN_Admin_Messages
8.8.13 SG Create Notification
OMA-CD-CPNS-2012-0080R01-
CR_SG_Create_Notification_Message
;'g'g' 765, | PN Admin procedure

OMA-CD-CPNS-2012-0055R01-

O

CR_TS_PN_Admin_Signalling_Procedure
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Document Identifier Date Sections Description
17 July 2012 | 6.9.3 Simplified GK
OMA-CD-CPNS-2012-0124R01-
CR_TS_Simplified_GK_Management_High_Level_Prpc
edure

8 OMA-CD-CPNS-2012-0121-
CR_Bug_Fix_for_Order_of_Section_Number

7.15 Non-CPNS Proxy

OMA-CD-CPNS-2012-0120R01-
CR_Non_CPNS_Proxy_Signalling_Procedure

7.6.7 PNE Switching

OMA-CD-CPNS-2012-0119R03-
CR_PNE_Switching_Signalling_Procedure

OMA-CD-CPNS-2012-0118R02-
CR_PNE_Swithing_Messages

8.7.6
58 875 | Bug fix for section of PNI

6.6.7 OMA-CD-CPNS-2012-0117R02-
CR_PNE_Switch_High_Level_Procedure

76 OMA-CD-CPNS-2012-0116-
CR_TS_Clarification_on_PN_Admin_Assignment.doc

OMA-CD-CPNS-2012-0115-
9.3 CR_TS_HTTP_binding_for_Notification
6.8.7 8.8.4.1 OMA-CD-CPNS-2012-0114R01-

CR_TS_SGChangeNotification_Messages

OMA-CD-CPNS-2012-0113R01-
3.2 CR_TS_Modification_on_Definitions

877 OMA-CD-CPNS-2012-0112R03-
CR_TS_PN_GW_Mode_Switching_Messages

OMA-CD-CPNS-2012-0111R03-
7.6.8 CR_TS_PN_GW_Mode_Switching_Signalling_Procedur
e

OMA-CD-CPNS-2012-0110R02-

668 CR_TS_PN_GW_Mode_Switching_High_Level Proced
ure
7.6.9 OMA-CD-CPNS-2012-0105R03-

CR_TS_PN_Splitting_Signalling_Procedure
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Le

Document Identifier Date Sections Description
17 July2012 | 8.7.8 OMA-CD-CPNS-2012-0104R02-
CR_PN_splitting_Messages
6.6.9 OMA-CD-CPNS-2012-0103R02-
o CR_TS_PN_splitting_High_Level_Procedure
OMA-CD-CPNS-2012-0100R03-
7.6.10 CR_PN_Merging_Signalling_Procedure
879 OMA-CD-CPNS-2012-0099R03-
o CR_PN_Merging_Messages
6.6.10 OMA-CD-CPNS-2012-0098R03-
CR_PN_Merging_High_Level_Procedure
OMA-CD-CPNS-2012-0061R02-
6611 CR_TS_PN_Setup_Using_Usage_Info
8.93 OMA-CD-CPNS-2012-0131R01-
CR_TS_Simplified_GK_Management_Messages
OMA-CD-CPNS-2012-0130R01-
7.8.6 CR_TS_Simplified_GK_Management_Signalling_Pro
dure
18 Jul 2012 Al Editorial Cleaning up
11Sep2012 | Al Modifications based on CONRR comments.
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Document Identifier Date

Sections

Description

26 Sep 2012

6.6

7.14,8.12

6.6.9

9.3

6.6.8

8.7.7

6.8.7

511

6.6.11

7.6.11

8.7.10

54.1

7.4

7.6

OMA-CD-CPNS-2012-0136R02-
CR_TS_PN_Admin_High_Level Procedure_Resoluti(
OMA-CD-CPNS-2012-0145R01-
CR_TS_Resolution_for_C027

OMA-CD-CPNS-2012-0139R01-
CR_Resolution_of CPNS_1.1_CONRR_comment_A(
_on_usage_statistics

OMA-CD-CPNS-2012-0143-
CR_Resolution_of CPNS_1.1_CONRR_comment_C
_on_PN_splitting

OMA-CD-CPNS-2012-0144-

CR_OMA _CD_CPNS_2012 0143 CR_Resolution_of

PNS_1.1 CONRR_comment_C101_on_HTTP_bindir

OMA-CD-CPNS-2012-0146R01-
CR_TS_Resolution_for_C023_C041
OMA-CD-CPNS-2012-0147R01-
CR_Resolution_for_C043

OMA-CD-CPNS-2012-0149R01-
CR_TS_Resolution_for_C082

OMA-CD-CPNS-2012-0150R01-
CR_TS_Resolution_for_SGChangeNoatification_Mess

OMA-CD-CPNS-2012-0152R03-
CR_TS_Resolution_for_C014

OMA-CD-CPNS-2012-0153R02-
CR_TS_Resolution_for_C049_C059

OMA-CD-CPNS-2012-0154R02-
CR_TS_Resolution_for_C083

OMA-CD-CPNS-2012-0155R02-
CR_TS_Resolution_for_C098

OMA-CD-CPNS-2012-0157R02-
CR_TS_Resolution_for_C010

OMA-CD-CPNS-2012-0158R01-
CR_Clarification_on_EUKey_Assignment

OMA-CD-CPNS-2012-0160R02-
CR_TS_Resolution_for_C068_C069_C073_C076_C(Q

OMA-CD-CPNS-2012-0161R02-

CR_TS_Resolution_for_C067
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Document Identifier Date Sections Description
26 Sep 2012 7.6.8,8.7.7| OMA-CD-CPNS-2012-0163R03-
CR_TS_Resolution_for_Seamless_PN_GW_Switching
6.15 OMA-CD-CPNS-2012-0166R02-
' CR_High_Level_Procedure_for_Capabilities_Sharing| G
roup
7.16 OMA-CD-CPNS-2012-0167R02-
CR_Signalling_Procedure_for_Capabilities_Sharing Gr
up
815 OMA-CD-CPNS-2012-0168R02-
' CR_Capabilities_Sharing_Group_Messages
5.9,5.10 OMA-CD-CPNS-2012-0169R02-
CR_Change_SG_Inventory_for_Capabilities_Sharing| Gr
oup
OMA-CD-CPNS-2012-0170R01-
32,33 CR_Definition_for_Capabilities_Sharing_Group
6.6.7,76.7 | OMA-CD-CPNS-2012-0171R02-CR_To_Close_AI035
OMA-CD-CPNS-2012-0172R01-
Al CR_To_Close_ CONRR_Comment_C001
8.15.2 OMA-CD-CPNS-2012-0174R02-
CR_Capabilities_Sharing_Group_Inviting_Messages
6.8.4 OMA-CD-CPNS-2012-0175R02-
CR_Procedure_of_Service_Group_Joining
543 OMA-CD-CPNS-2012-0177R01-
o CR_Section_5_for_Capabilities_Sharing_Group
7.75 OMA-CD-CPNS-2012-0178R01-

CR_Section_7_for_Capabilities_Sharing_Group
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Document Identifier Date Sections Description
29 Oct 2012 Appendix B | OMA-CD-CPNS-2012-0164-
CR_TS_Resolution_for_C103
79 710 OMA-CD-CPNS-2012-0184R01-
T CR_TS_Resolution_for_C096_C097
OMA-CD-CPNS-2012-0186R02-
2.1,33,74, | CR_EUKey_ Assignment_procedure_for PN_GW_wit
7.5 Secure_Module
77 OMA-CD-CPNS-2012-0188R01-
CR_To_Close_ CONRR_Comment_C060
OMA-CD-CPNS-2012-0189R01-
7.7 CR_To_Close_ CONRR_Comment_C084
Appendix B OMA-CD-CPNS-2012-0190R01-
PP CR_To_Close Al_A054
8.7 OMA-CD-CPNS-2012-0191R01-
CR_Bug_Fix_for_PN_Merging_Message
Al Bugs are fixed according to LGE’s comments.
875 OMA-CD-CPNS-2012-0197-
CR_TS_Resolution_for_PN_Admin_Messages
13 Nov 2012| 7.6.1 OMA-CD-CPNS-2012-0181-CR_TS_Resolution_for_C065
7.6.11.1.1; | Editorial Bugs are fixed according to R&A Ref : CTPNS-12-
7.6.11.2.2; | 008 comments: bullet numbering;
7.6.11.2.3
6.6.7: Bullets indentation
6.6.9;
6.6.10
15 Nov 2012| 2.1 Applied comment C003 as agreed per OMA-CONRR-CPNS
V1 _1-20121025-D, adding reference [CPNS-TS] to T®v
7.6.8.1; Incorporated agreed CR#: OMA-CD-CPNS-2012-0183R02-
7.6.8.2; CR_TS_Group_Key_Management_on_PN_GW_Switching
7.6.83;
8.753 Editorial "PN Admin" corrected with "PNAdmin" (R&Ref :
CD CPNS-12-008)
Candidate Version: 02 Apr 2013 | All Status changed to Candidate by TP ref #:
OMA-TS-CPNS_Core-V1_1 OMA-TP-2013-0100-INP_CPNS_V1_1_ERP_for_Candidatprayal
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Appendix B.  Static Conformance Requirements

The notation used in this appendix is specifiefB@GRRULES].

(Normative)

B.1 General high level external dependency (GEN)

Item

Function

Reference

Requirement

CPNS-GEN-C-001-O

Device capability
notification; PNE

Section 7.12.2

CPNS-GEN-C-002-O

Device capability
notification; PN GW

Section 7.12.2

CPNS-GEN-S-001-O

Device capability
notification; CPNS

Server

Section 7.12.2

.2 SCR for CPNS Devices

Iltem

Function

Reference

Requirement

CPNS-CMETA-C-001-
M

Support of CPNS Profilg

Section 5.10.

™o

CPNS-ED-C-001-M

Entity Discovery;
Requesting CPNS
Entities

Section 7.2.1.1

CPNS-CMETA-C-001-M

CPNS-ED-C-002-M

Entity Discovery;
Requested CPNS
Entities

Section 7.2.1.2

CPNS-CMETA-C-001-M

CPNS-ED-C-003-M

Entity Discovery;
Zonebasedservice;PNE

Section 7.11.2

CPNS-ED-C-001-M

CPNS-ED-C-004-M

Entity Discovery;
Zonebasedservice;PNG
w

Section 7.11.3

CPNS-ED-C-002-M

assignment for PNEs
with Ul capabilities

CPNS-DMS-C-001-C Mode Switching Section 7.6.8
.3 SCRfor PNE
Item Function Reference Requirement
CPNS-PMETA-C-001- | Support of PN Inventory] Section 5.8
M
CPNS-SMETA-C-001- | Support of SG Inventory)  Section 5.9
M
CPNS-ED-C-003-M PN Discovery Section 7.2.2{1
CPNS-EKA-C-001-O Requesting EUKey Section 7.4.1

CPNS-EKA-C-002-O

Requesting EUKey
assignment for PNEs
without Ul capabilities
when PAN is secure

Section 7.4.2.1

CPNS-EKA-C-003-O

Requesting EUKey
assignment for PNEs
without Ul capabilities
when PAN is not secure

Section 7.4.2.2

CPNS-MA-C-001-M

Performing mutual

Section 7.5.1
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Item

Function

Reference

Requirement

authentication with
CPNS Server and
optionally with PN GW

CPNS-PNM-C-001-M

PN Establishment;
Procedure in originating
PNE

Section 7.6.1.1

CPNS-CMETA-C-001-M

CPNS-PNM-C-002-M

PN Establishment;
Procedure in invited
PNE

Section 7.6.1.1

CPNS-CMETA-C-001-M

CPNS-PNM-C-003-M

PN Establishment;
Zonebasedservice

Section 7.11.2

CPNS-PNM-C-002-M

CPNS-PNM-C-004-M

PNE Management; PN
Inviting; Procedure in
inviting PNE

ESection
7.6.2.1.1

CPNS-PMETA-C-001-M

CPNS-PNM-C-005-M

PNE Management; PN
Inviting; Procedure in
invited PNE

ESection
7.6.21.1

CPNS-PMETA-C-001-M

CPNS-PNM-C-006-M

PNE Management; PN
Joining

ESection
7.6.2.2.1

CPNS-PMETA-C-001-M

CPNS-PNM-C-007-M

PNE Management; PN
Expulsion; Procedure in
expelling PNE

ESection
7.6.23.1

CPNS-PMETA-C-001-M

CPNS-PNM-C-008-M

PNE Management; PN
Expulsion; Procedure in
expelled PNE

ESection
7.6.2.3.1

CPNS-PMETA-C-001-M AND CPNS-

SMETA-C-001-M

CPNS-PNM-C-009-M

PNE Management; PN
Leaving

ESection
7.6.2.4.1

CPNS-PMETA-C-001-M

CPNS-PNM-C-010-M

PNE Management; PN
Release

Section 7.6.3.1

CPNS-PMETA-C-001-M

GW Switching; PNE
Device changes to PN
GW Device

CPNS-PNM-C-011-C PN Management; PN | Section 7.6.4 CPNS-PMETA-C-001-M
Admin Assignment

CPNS-PNM-C-012-C PN Management; PN | Section 7.6.4 CPNS-PMETA-C-001-M
Admin Assignment and
also Adminee Addition

CPNS-PNM-C-013-C PN Management; PN | Section 7.6.4 CPNS-PNM-C-x01-C OR CPNS-PNM-C-
Admin Release x02-C

CPNS-PNM-C-014-C PN Management; Section 7.6.5 CPNS-PNM-C-x01-C OR CPNS-PNM-C-
Adminee Addition x02-C

CPNS-PNM-C-015-C PN Management; Section 7.6.5 CPNS-PNM-C-x02-C OR CPNS-PNM-C-
Adminee Removal x04-C

CPNS-PNM-C-016-C PN Management; Section 7.6.6 CPNS-PNM-C-x02-C AND CPNS-PNM
Information Change C-x04-C

CPNS-PNM-C-017-M PN Management; PN | Section 7.6.8 CPNS-DMS-C-001-C

CPNS-PNM-C-018-C

PN Establishment;
Creation of PN Usage
Information

Section 7.6.11

CPNS-PMETA-C-001-M

CPNS-PNM-C-019-C

PN Establishment; List]
query for PN Usage

Section 7.6.11

Information

CPNS-PNM-C-x08-C
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Item

Function

Reference

Requirement

CPNS-PNM-C-020-C

PN Establishment; PN
Setup Using PN Usage
Information

Section 7.6.11

CPNS-PNM-C-x08-C OR CPNS-PNM-
x09-C

CPNS-PNM-C-021-M

PNE Management; PN
Switching

ESection 7.6.7.1

CPNS-PMETA-C-001-M AND CPNS-
SMETA-C-001-M

CPNS-PNM-C-022-M

PN Management; PN
Splitting

Section 7.6.9.1

CPNS-PMETA-C-001-M AND CPNS-
SMETA-C-001-M

CPNS-PNM-C-023-M

PN Management; PN
Merging

Section
7.6.10.1

CPNS-PMETA-C-001-M AND CPNS-
SMETA-C-001-M

CPNS-SGM-C-001-M

Service Group
Management; Service
Group Creation

Section 7.7.1.1

CPNS-SMETA-C-001-M

CPNS-SGM-C-002-M

Service Group
Management;
Management of SG
Controlling Entities;
PNE Invite in Service
Group;Procedure in
inviter PNE

Section
7.7.21.1

CPNS-SMETA-C-001-M

CPNS-SGM-C-003-M

Service Group
Management;
Management of SG
Controlling Entities;
PNE Invite in Service
Group;Procedure in
invited PNE

Section
7.7.21.1

CPNS-CMETA-C-001-M

CPNS-SGM-C-004-M

Service Group
Management;
Management of SG
Controlling Entities;
PNE Expulsion in
Service Group;
Procedure in PNE when
PNE expels other
PNE(s)

Section
77221

CPNS-SMETA-C-001-M

CPNS-SGM-C-005-M

Service Group
Management;
Management of SG
Controlling Entities;
PNE Expulsion in
Service Group;
Procedure in PNE when
PNE is expelled from
Service Group

Section
77221

CPNS-SMETA-C-001-M

CPNS-SGM-C-006-M

Service Group
Management;
Management of SG
Controlling Entities;
PNE Joining, Leaving
Service Group

Section
7.7.23.1

CPNS-PMETA-C-001-M AND CPNS-
SMETA-C-001-M

CPNS-SGM-C-007-M

Service Group
Management;
Management of SG
Controlling Entities;

Section
7.7.24.1

CPNS-SMETA-C-001-M
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Item

Function

Reference

Requirement

Service Group Member
Update

CPNS-SGM-C-008-M

Service Group
Management; Service
Group Update

Section 7.7.3.1

CPNS-SMETA-C-001-M

CPNS-SGM-C-009-M

Service Group
Management; Service
Group Discovery

Section 7.7.4.1

CPNS-SGM-C-010-M

Service Group
Management; Service
Group Release

Section 7.7.5.1

CPNS-SMETA-C-001-M

CPNS-SGM-C-011-M

Service Group
Management; Service
Group Owner Transfer

Section 7.7.6.1

CPNS-SMETA-C-001-M

Key reception

CPNS-GKM-C-001-M | Group Key deletion Section 7.8.3
CPNS-GKM-C-002-0O GKDK request to Section 7.8.4
PNGW and GKDK
storage
CPNS-GKM-C-003-M Unicast based Group | Section 7.8.5

CPNS-GKM-C-004-M

Group Key storage

Section 7.8.5

CPNS-GKM-C-005-O

Broadcast based Grou
Key reception

D Section 7.8.5

CPNS-GKM-C-006-O

Decryption of Group
Key by using GKDK

Section 7.8.5

CPNS-GKM-C-007-C

Group Key
Management; Storing
Group Key from
simplified Group Key

Section 7.8.6

CPNS-SPD-C-001-M

Service Discovery

Section 7.9.2.

CPNS-SPD-C-002-M

Service Discovery
Advertise

Section 7.9.3.3

CPNS-SPD-C-003-M

Service Discovery
Advertise;Zonebasedse
ice

Section 7.11.2
\Y;

CPNS-SPD-C-002-M

CPNS-SPD-C-004-M

Service Discovery
Registration

Section 7.9.4.1

CPNS-PNM-C-001-M

CPNS-SCD-C-001-M

Service / Content
Delivery

Section 7.10.1

CPNS-PMETA-C-001-M

CPNS-DC-C-001-M

Device capability Quer

Section2711

CPNS-SM-C-001-M

Service Status
Publication

Section 7.13.2

CPNS-CMETA-C-001-M

CPNS-SM-C-002-M

Service Subscription at
Notification

néBection 7.13.3

CPNS-SM-C-003-M PN / PNE Inactive StatuSection CPNS-PMETA-C-001-M
Management 7.13.4.1

CPNS-SM-C-004-M PN / PNE Active Status Section CPNS-PMETA-C-001-M
Management 7.13.5.1

CPNS-US-C-001-M

Usage statistics
collection/reporting

Section 7.14.1,
7.14.2
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B.4 SCR for PN GW

Item Function Reference Requirement
CPNS-PMETA-C-002- | Support of PN Inventory] Section 5.8
M
CPNS-SMETA-C-002- | Support of SG Inventory] Section 5.9
M
CPNS-ED-C-004-M PN Discovery Section 7.2.212 CPN&FA-C-001-M

CPNS-IPR-C-001-O Requesting registration Section 7.3.1
of UserID and Password
via CPNS Interfaces
CPNS-EKA-C-004-O Facilitating EUKey Section 7.4.1
assignment for PNEs
with Ul capabilities
CPNS-EKA-C-005-O Facilitating EUKey Section 7.4.2.1
assignment for PNEs
without Ul capabilities
when PAN is secure
CPNS-EKA-C-006-O Facilitating EUKey Section 7.4.2.2
assignment for PNEs
without Ul capabilities
when PAN is not secure
CPNS-EKA-C-007-0O Requesting EUKey Section 7.4.3
assignment for PN GW
CPNS-MA-C-002-M Facilitating mutual Section 7.5.1
authentication between
PNE and CPNS Server
and optional mutual
authentication with PNE
CPNS-MA-C-003-0 Performing mutual Section 7.5.2
authentication with
CPNS Server

CPNS-PNM-C-011-M PN Establishment; PNE Section 7.6.1.2 CPNS-PMETA-C-002-M

Initiated

CPNS-PNM-C-012-M PN Establishment; PN | Section 7.6.1.2] CPNS-PMETA-C-002-M
GW Initiated

CPNS-PNM-C-013-M PN Establishment; Section 7.11.3 | CPNS-PNM-C-012-M
Zonebasedservice

CPNS-PNM-C-014-M PNE Management; PN| Section CPNS-PMETA-C-002-M

GW; PN GW initiated 7.6.2.1.2
invitation request

CPNS-PNM-C-015-M PNE Management; PNESection

initiated invitation 7.6.2.1.2
request
CPNS-PNM-C-016-M PNE Management; PN| Section CPNS-PMETA-C-002-M

GW procedure common| 7.6.2.1.2
to PNE initiated and PN
GW initiated invitation

cases
CPNS-PNM-C-017-M PNE Management; PNESection CPNS-PMETA-C-002-M
Joining 7.6.2.2.2
CPNS-PNM-C-018-M PNE Management; PNESection CPNS-PMETA-C-001-M AND CPNS-
Expulsion 7.6.2.3.2 PMETA-C-002-M
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Item Function Reference Requirement
CPNS-PNM-C-019-M PNE Management; PNESection CPNS-PMETA-C-002-M
Leaving 7.6.2.4.2

CPNS-PNM-C-020-M

PNE Management; PN
Release

Section 7.6.3.2

CPNS-PMETA-C-002-M

GW Switching; PN GW
Device changes to PNE
Device

CPNS-PNM-C-021-C PN Management; PN | Section 7.6.4 CPNS-PMETA-C-001-M
Admin Assignment

CPNS-PNM-C-022-C PN Management; PN | Section 7.6.4 CPNS-PMETA-C-001-M
Admin Assignment and
also Adminee Addition

CPNS-PNM-C-023-C PN Management; PN | Section 7.6.4 CPNS-PNM-C-x01-C OR CPNS-PNM-
Admin Release x02-C

CPNS-PNM-C-024-C PN Management; Section 7.6.5 CPNS-PNM-C-x01-C OR CPNS-PNM-
Adminee Addition x02-C

CPNS-PNM-C-025-C PN Management; Section 7.6.5 CPNS-PNM-C-x02-C OR CPNS-PNM-
Adminee Removal x04-C

CPNS-PNM-C-026-C PN Management; Section 7.6.6 CPNS-PNM-C-x02-C AND CPNS-PNM
Information Change C-x04-C

CPNS-PNM-C-027-M PN Management; PN | Section 7.6.8 CPNS-DMS-C-001-C

CPNS-PNM-C-028-C

PN Establishment;
Creation of PN Usage
Information

Section 7.6.11

CPNS-PMETA-C-001-M

CPNS-PNM-C-029-C

PN Establishment; List
query for PN Usage
Information

Section 7.6.11

CPNS-PNM-C-x18-C

CPNS-PNM-C-030-C

PN Establishment; PN
Setup Using PN Usage
Information

Section 7.6.11

CPNS-PNM-C-x18-C OR CPNS-PNM-
x19-C

CPNS-PNM-C-031-M

PNE Management; PN
Switching

ESection 7.6.7.2

CPNS-PMETA-C-002-M AND CPNS-
PMETA-C-002-M

CPNS-PNM-C-032-M

PN Management; PN
Splitting

Section 7.6.9.2

CPNS-PMETA-C-002-M AND CPNS-
PMETA-C-002-M

CPNS-PNM-C-033-M

PN Management; PN
Merging

Section
7.6.10.2

CPNS-PMETA-C-002-M AND CPNS-
PMETA-C-002-M

CPNS-SGM-C-012-M

Service Group
Management; Service
Group Creation

Section 7.7.1.2

CPNS-SMETA-C-002-M

CPNS-SGM-C-013-M

Service Group
Management;
Management of SG
Controlling Entities;
PNE Invite in Service
Group

Section
7.7.2.1.2

CPNS-SMETA-C-002-M

CPNS-SGM-C-014-M

Service Group
Management;
Management of SG
Controlling Entities;
PNE Expulsion in
Service Group

Section
7.7.2.2.2

CPNS-SMETA-C-002-M

CPNS-SGM-C-015-M

Service Group

Section

CPNS-SMETA82-M
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Management of SG
Controlling Entities;
Service Group Member
Update

Item Function Reference Requirement

Management; 7.7.2.3.2
Management of SG
Controlling Entities;
PNE Joining, Leaving
Service Group

CPNS-SGM-C-016-M Service Group Section CPNS-SMETA-C-002-M
Management; 7.72.4.2

CPNS-SGM-C-017-M

Service Group
Management; Service
Group Update

Section 7.7.3.2

CPNS-SMETA-C-002-M

CPNS-SGM-C-018-M

Service Group
Management; Service
Group Discovery

Section 7.7.4.2

CPNS-SGM-C-019-M

Service Group
Management; Service
Group Release

Section 7.7.5.2

CPNS-SMETA-C-002-M

CPNS-SGM-C-020-M

Service Group
Management; Service
Group Owner Transfer

Section 7.7.6.2

CPNS-SMETA-C-002-M

CPNS-GKM-C-007-0O GKDK assignment to | Section 7.8.4
PNE and storage of PNE
ID

CPNS-GKM-C-008-O GKEK creation and Section 7.8.4
update

CPNS-GKM-C-009-M | Unicast based Group | Section 7.8.5
Key delivery to PNE

CPNS-GKM-C-010-O Encryption of Group Section 7.8.5

Key by using GKEK

CPNS-GKM-C-011-O

Broadcast based Grou
Key delivery to PNE

p Section 7.8.5

CPNS-GKM-C-012-O

Hybrid based Group KeySection 7.8.5

delivery to PNE

CPNS-GKM-C-013-0O

Unicast based simplifie
Group Key delivery to
PNE

dSection 7.8.6

CPNS-GKM-C-014-O

Broadcast based
simplified Group Key
delivery to PNE

Section 7.8.6

CPNS-GKM-C-015-0

Hybrid based simplifieg
Group Key delivery to
PNE

Section 7.8.6

CPNS-SPD-C-005-M

Service Discovery

Section 7.9.1

0.2

CPNS-SPD-C-006-M

Service Discovery
Advertise

Section 7.9.3.2

CPNS-SPD-C-007-M

Service Discovery
Advertise;Zonebasedse
ice

Section 7.11.3
v

CPNS-SPD-C-006-M AND CPNS-

PMETA-C-002-M

CPNS-SPD-C-008-M

Service Discovery

Section 7.9.4

1.2PNS-PNM-C-011-M
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Item

Function

Reference

Requirement

Registration

CPNS-SCD-C-002-M

Service / Content
Delivery

Section 7.10.2

CPNS-DC-C-002-M

Device capability Quer

SectionZ711

CPNS-SM-C-005-M

Service Status
Publication

Section 7.13.2

CPNS-SM-C-006-M

Service Subscription a
Notification

ndSection 7.13.3

CPNS-SM-C-007-M PN / PNE Inactive StatuSection CPNS-PMETA-C-002-M
Management 7.13.4.2

CPNS-SM-C-008-M PN / PNE Active Status Section CPNS-PMETA-C-002-M
Management 7.13.5.2

CPNS-US-C-002-M

Usage statistics
collection/reporting

Section 7.14.1,
7.14.2

CPNS-NCP-C-001-M

Non CPNS Proxy

Section 7.15|

1 CIPNETA-C-002-M

B.5 SCR for CPNS Server

Item Function Reference Requirement
CPNS-CMETA-S-001- | Support of CPNS profilel Section 5.10.2
M
CPNS-PMETA-S-001- | Support of PN Inventory] Section 5.8
M
CPNS-SMETA-S-001- | Support of SG Inventory] Section 5.9

M

CPNS-IPR-S-001-O

Registering UserID an
Password via CPNS
Interfaces

d Section 7.3.1

CPNS-EKA-S-001-O

Assigning EUKey for
PNEs with Ul
capabilities

Section 7.4.1

CPNS-EKA-5-002-O

Assigning EUKey for
PNEs without Ul
capabilities when PAN ig
secure

Section 7.4.2.1

CPNS-EKA-5-003-O

Assigning EUKey for
PNEs without Ul
capabilities when PAN is
not secure

Section 7.4.2.2

CPNS-EKA-S-004-O Assigning EUKey for | Section 7.4.3
PN GW
CPNS-MA-S-001-M Performing mutual Section 7.5.1
authentication with PNE
CPNS-MA-S-002-0 Performing mutual Section 7.5.2
authentication with PN
GW
CPNS-PNM-S-001-M PN Establishment Section 7.6.1.3PNS-PMETA-S-001-M
CPNS-PNM-S-002-M PNE Management; PNESection CPNS-PMETA-S-001-M
Inviting 7.6.2.1.3
CPNS-PNM-S-003-M PNE Management; PNESection CPNS-PMETA-S-001-M
Joining 7.6.2.2.3
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Item Function Reference Requirement
CPNS-PNM-S-004-M PNE Management; PNESection CPNS-PMETA-S-001-M
Expulsion 7.6.2.3.3
CPNS-PNM-S-005-M PNE Management; PNESection CPNS-PMETA-C-002-M
Leaving 7.6.2.4.3
CPNS-PNM-S-006-M PNE Management; PNESection 7.6.3.3| CPNS-PMETA-S-001-M
Release

CPNS-PNM-S-007-C PN Management; PN | Section 7.6.4 CPNS-PMETA-C-001-M
Admin Assignment
CPNS-PNM-S-008-C PN Management; PN | Section 7.6.4 CPNS-PMETA-C-001-M
Admin Assignment and
also Adminee Addition

CPNS-PNM-S-009-C PN Management; PN | Section 7.6.4 CPNS-PNM-C-x01-C OR CPNS-PNM-C-

Admin Release x02-C

CPNS-PNM-S-010-C PN Management; Section 7.6.5 CPNS-PNM-C-x01-C OR CPNS-PNM-C-
Adminee Addition x02-C

CPNS-PNM-S-011-C PN Management; Section 7.6.5 CPNS-PNM-C-x02-C OR CPNS-PNM-C-
Adminee Removal x04-C

CPNS-PNM-S-012-C PN Management; Section 7.6.6 CPNS-PNM-C-x02-C AND CPNS-PNM-
Information Change C-x04-C

CPNS-PNM-S-013-M PN Management; PN | Section 7.6.8 CPNS-DMS-C-001-C
GW Switching

CPNS-PNM-S-014-C PN Establishment; Section 7.6.11 | CPNS-PMETA-C-001-M
Creation of PN Usage
Information

CPNS-PNM-S-015-C PN Establishment; Lisf Section 7.6.11 | CPNS-PNM-S-x28-C
query for PN Usage

Information
CPNS-PNM-S-016-C PN Establishment; PN| Section 7.6.11 | CPNS-PNM-S-x28-C OR CPNS-PNM-$§-
Setup Using PN Usage x29-C
Information
CPNS-PNM-S-017-M PNE Management; PNESection 7.6.7.3| CPNS-PMETA-S-001-M AND CPNS-
Switching SMETA-S-001-M
CPNS-PNM-S-018-M PN Management; PN | Section 7.6.9.3| CPNS-PMETA-S-001-M AND CPNS-
Splitting SMETA-S-001-M
CPNS-PNM-S-019-M PN Management; PN | Section CPNS-PMETA-S-001-M AND CPNS-
Merging 7.6.10.3 SMETA-S-001-M
CPNS-SGM-S-001-M Service Group Section 7.7.1.3| CPNS-PMETA-S-001-M AND CPNS-
Management; Service SMETA-S-001-M
Group Creation
CPNS-SGM-S-002-M Service Group Section CPNS-PMETA-S-001-M AND CPNS-
Management; 7.7.2.1.3 SMETA-S-001-M

Management of SG
Controlling Entities;
PNE Invite in Service

Group
CPNS-SGM-S-003-M Service Group Section CPNS-SMETA-S-001-M
Management; 77223

Management of SG
Controlling Entities;
PNE Expulsion in
Service Group

CPNS-SGM-S-004-M Service Group Section CPNS-SMET20%-M
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Management of SG
Controlling Entities;
Service Group Member
Update

Item Function Reference Requirement

Management; 7.7.2.3.3
Management of SG
Controlling Entities;
PNE Joining, Leaving
Service Group

CPNS-SGM-S-005-M Service Group Section CPNS-SMETA-S-001-M
Management; 7.72.4.3

CPNS-SGM-S-006-M

Service Group
Management; Service
Group Update

Section 7.7.3.3

CPNS-SMETA-S-001-M

CPNS-SGM-S-007-M

Service Group
Management; Service
Group Discovery

Section 7.7.4.3

CPNS-SMETA-S-001-M

CPNS-SGM-S-008-M

Service Group
Management; Service
Group Release

Section 7.7.5.3

SMETA-S-001-M

CPNS-PMETA-S-001-M AND CPNS-

CPNS-SGM-S-009-M

Service Group
Management; Service
Group Owner Transfer

Section 7.7.6.3

CPNS-SMETA-S-001-M

CPNS-GKM-S-001-M

Group Key creation an
storage

] Section 7.8.1

CPNS-GKM-S-002-M Group Key update Section 7.8.2
according to member
leave and expulsion
CPNS-GKM-S-003-0 Periodical Group Key | Section 7.8.2
update
CPNS-GKM-S-004-M Group Key deletion Section 7.8.3
CPNS-GKM-S-005-M Group Key delivery to | Section 7.8.5
PNGW
CPNS-GKM-S-006-O Simplified Group Key | Section 7.8.6
Generating simplified
Group Key from EUKey
and Group Key
CPNS-SPD-S-001-M Service Discovery Section 7.9.2BPNS-PMETA-S-001-M AND CPNS-

CMETA-S-001-M

CPNS-SPD-S-002-M

Service Discovery
Advertise

Section 7.9.3.1

CPNS-CMETA-S-001-M

CPNS-SPD-S-003-M

Service Discovery
Advertise;Zonebasedse
ice

Section 7.11.4
\Y;

PMETA-S-001-M

CPNS-SPD-S-002-M AND CPNS-

CPNS-SPD-S-004-M

Service Discovery
Registration; The case
where PNE acting as
content provider
publishes Service
Description

Section 7.9.4.3

PMETA-S-001-M

CPNS-PNM-S-001-M AND CPNS-

CPNS-SPD-S-005-M

Service Discovery
Registration; The case

Section 7.9.4.3

CPNS-CMETA-S-001-M
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Item

Function

Reference

Requirement

where external content
provider publishes
Service Description

CPNS-SCD-S-001-M

Service / Content
Delivery

Section 7.10.3

CPNS-CMETA-S-001-M AND CPNS-

PMETA-C-001-M

CPNS-DC-S-001-M

Device capability Quer

y  Sectior2711

CPNS-SM-S-001-M

Service Status
Publication

Section 7.13.2

CPNS-SM-S-002-M

Service Subscription a
Notification

n&Gection 7.13.3

CPNS-SM-S-003-M PN / PNE Inactive StatuSection CPNS-PMETA-S-001-M
Management 7.13.4.3

CPNS-SM-S-004-M PN / PNE Active Status Section CPNS-PMETA-S-001-M
Management 7.13.5.3

CPNS-US-S-001-M

Usage statistics

Section 7.14.1,
7.14.2

collection/reporting
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Appendix C. PN GW Zoned -Based Service (Informative)
PN-GW performs periodical search considering “dréhis a newly-found PNE".
Let T=Timer of Periodical-Search of Zone PN GW,

» T will gradually decrease, meaning more aggresaaient search for possible PNE(s) once the camdif the
newly found PNE is met. A pre-defined minimal § configured depending on the capabilities of PN.GW

In Contrast,

» T will gradually increase, meaning less aggreshiglient search for possible PNE(s) once there isewly found
PNE in the Zone. A pre-defined maximal T is confed depending on the capabilities of PN GW.
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Appendix D. Example of specific procedure for secure group key
delivery (Informative)

This appendix explains outline of group key deljwprocedure using LKH (Logical Key Hierarchy), whits one of
candidate mechanisms to realize broadcast groupddéxery. The LKH is specified in RFC 2627 anduatizes efficient
and secure broadcast group key delivery.

D.1 GKDK/GKEK management

D.1.1 GKDK
When PN GW receives GKDK assignment request frd?h& in the same PN, PN GW creates GKDK for the PNE.

GKDK is created using key hierarchy which is congzbef key materials and stored in PN GW. The keyarchy is
constructed when PN GW receives GKDK assignmentegigfrom PNE and does not store the key hierarchy.

» Key hierarchy construction

Figure 64 shows the example of key hierarchy. Trestroict the key hierarchy, PN GW creates logia structure and key
materials at first, and then allocates each keriatto root, intermediate or leaf node in theidagitree. Once a key
hierarchy is created, the key hierarchy is stoneeNl GW.

KM

in

Root

Intermediate Node

Intermediate Node

K?M ,

Leaf

Figure 64 Example of key hierarchy

* GKDK creation
Figure 65 shows the example of GKDK creation. GK&Kation is performed by the following procedure.
1. PN GW allocates leaf node of key hierarchy to PNE.

2. PN GW gathers key materials in the path from cpoasing leaf node to root, and packs all gatheratérals into one
GKDK. The arrow in Figure 65 shows how key materiale gathered when creating PNE A-1's GKDK, whighsists
of KMy 4, KMy 5, KMy 4, KMy . GKDKSs for other PNEs are as follows:.

M PNE A-2: KM2,2, KMl’z, KM1,4, KMl,n
M PNE A-3: KI\/I3,3, KM3’4, KM1,4, KMl,n

e PNE A-4: KMy, KM34 KMy4 KMy p

[0 2013 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-CPNS_Core-V1_1-20130402-C Page 317 (337)

Root

Intermediate Node

Intermediate Node

A-1's GKDK F

KMy, KM;, KM,, KM, ,

Leaf

H
H

associated 1 H . H
. .

|PNE-A—1| |PNE-A—2| |PNE-A—3| |PNE-A—4|

Figure 65 Example of GKDK creation

After the GKDK is created, PN GW sends a GKDK assignt response to a requester PNE with the cré&z#dK.

D.1.2 GKEK

Figure 66 shows the example of GKEK creation whHER-1, 2 and 3 are SG member PNEs. The GKEK wrasi
performed by the following procedure.

1. PN GW chooses subset trees in the key hierarchlygg G member PNEs in PN are covered. In thedigeN GW
chooses the subset tree rooted by;kMvhich covers PNE A-1 and 2nd the subset tree rooted by Kiiwhich
covers PNE A-3.

2. PN GW selects key materials which are the root aai¢he subset trees (KiMand KM 3).
3. PN GW creates GKEK by assembling the selected lkatgmials.
4. PN GW stores the created GKEK.

Root

Intermediate Node

Intermediate Node o

Leaf

] E - | . 1 .

1
\

PNEA-1| |PNEA-2 |,:‘\| PNE A-3| . [ PNE A-4]
_____________ rg S rd

Figure 66 Example of GKEK creation

D.2 Secure group key delivery

Figure 67 shows an example of secure group keyeatgli The example in this subsection is based erséime scenario
shown in the previous subsection (see Figure 66).
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» Group Key encryption and delivery
The procedures are as follows.
1. When receiving Group Key from CPNS Server, PN GVW&esawo copies of the Group Key.
2. PN GW encrypts one copy using KMand encrypts another copy using KM

3. PN GW packs the two encrypted Group Keys in a singgssage (i.e. Group Key delivery request) anddwasts the
message in PN.

»  Group Key decryption
The procedures are as follows.
1. SG member PNEs (i.e., PNE A-1, A-2 or A-3) unpdtiksmessage and picks up the two encrypted Groyp Ke
2. PNE decrypts Group Key using key materials in GKDK.

* PNE A-1 and A-2 decrypt Group Key using KMi.e., from Group Key encrypted by K.

* PNE A-3 decrypts Group Key using K(i.e., from Group Key encrypted by KJ¥.

Note that, though PNE A-4, which is in the samelfiNnot an SG member, receives encrypted Group RN§;, A-4 can
not decrypt Group Key, since the PNE A-4 does aoelcorresponding key materials (i.e., KMind KM )

PNE A-1
A-1's GKDK
KM, , H
PN GW Message
l ...........
_GKEK Y ... _ A ?I"? .
: ? 5 PNE A-2
Mz | KM, A-2's GKDK
KM,
? Message i
Broadcasted J  |———— e
Group Key encrypted by Message p ? l »g -Qé—»
? KMLZ ? I >
i PNE A-3
encrypted by A-3's GKDK
KM; 5 i KMy, :
Message :
1: :
1 | Bag

Figure 67 Example of secure group key delivery
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Appendix E.  Service Invocation example (Informative)

This section shows the example of Remote PNE cdimmeservice invocation of lighting service. Forcdonentation
purpose, XML based protocol is used.

The procedure scenario uses following CPNS funstion
e Service Discovery
e Service/Content Delivery

In addition, the procedure refers to PUCC techrspalcifications for implementation practice of segwdiscovery and
service invocation [PUCC-DDSI] and correspondingadata [PUCC-META].
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PHE

PHE PH GWi# CPNS Server P G2 .
(Content provider)

1. Serice Discovery reques

2 Service Discovery reques

<ServcieDiscoveryRequest>
<DiscoveryDestination>
2|0 ="userid" <D=
<Keyword>Lving Room</iKeyword>
<DiscoveryDestination=
</ServcieDiscoveryRequest>

3. Service Discovery resporise

4 Servize Discovery responsp

<ServiceDiscoveryResponse>
<Result>TRUE</Result>
<larget Name="pneid ">
<Appinfo=
“Sarice ServicalD="namespace” Mame="LIGHT1">
<StatusWariable StatusMName="OperationStatus” DefaultVale="0FF">
<Allowedaluelist>
“AllowedValue=0ON</AllowedValue>
<AllowedValue>0FF </AllowedValue>
<fAllowedValuelist>
«/StatusVariable>
<Operation Name="SetOperation"/>
<Operation Name="GztOperation">
</Service>
aApplnfos
<Target>
</ServiceDiscoveryResponse>

5. Serice Invocation

3. Sercice Invocalion

<lrvokeRequests
<3ervicelD Operation="SetDperation">serviceid of lighting service</ServicelD=
<InputParameterList=
<Parameter name="OperationStatus” DataType="string">ON</Parameter>
</ nputParameterList>
</l oke>

A
& Sewvice invocation procedure in remote side
J l/

7 Servace lvocahon resposse

8 Service Invicatonrespongs

<InvokeResponge>
<Result>TRUE</Result>

<flnrokeRezsponses

Figure 68 Service Invocation example flow

1. The consumer PNE send Service Discovery requebtiegyword, “Living Room”, to find metadata for lighg service.
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The PN GWH#1 relays the request to the CPNS Server.
The CPNS Server responds the matched metadata.

The PN GWH#1 relays the response back to the PNE.

o c W N

The consumer PNE sends the Service Invocatiorvizkinlighting service with operation, SetOperation argument,
ON.

o

The PN GWH#1 relays the request to the CPNS Server

7. Upon receiving the invocation response from rernsate, the CPNS Server relays back the invocatisparse to PN
GW#1.

8. The PN GWH#1 relays back the response to the consaNie.
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Appendix F. XML based overlay network protocol (Informative)

In convergence of PAN and WAN, CPNS Enabler willnbest effective for the service such as health aadeconsumer
electronic convergence in which various digitalipquents are connected together using various coruation protocol. In
that sense, the key success for CPNS Enabler epblecability to various underlying networks.

The section focuses on XML based overlay netwodtgmol and refers to PUCC technical specificatioas [PUCC-
ARCH)] and [PUCC-BASIC] for the implementation priaetdescription.

For the purpose of XML based overlay network protatescription, the section is consisted of follogvsubsections.

* CPNS message routing mechanism
¢ CPNS message common entry
e Transport protocol binding

The basis of XML based overlay protocol is agnostianderlying protocol such as HTTP, TCP, UDP,, 8k€; therefore in
the following subsections applicability of specii®NS interface to transport protocol is not spedif

Followings are the principles of XML based overagtocol.

» Communication protocol which uses XML for descidptiof message format and rules.
» The transport protocol to transport CPNS messagekgged in XML document format

* The message receiver extracts the method andrasngger from XML document and executes function
accordingly.

» Then the receiver may return another XML documerthé message sender.

Following shows CPNS XML based overlay protocoklay

The key for easy XML based overlay protocol implatagion is well defined XML structure and flexitda@ough for future
extension. Putting all information element but wdifferent purpose together on the same level ol XMe leads to
confusing protocol specification and difficult toplement/extend for future use.

Upon the underlying network protocol, the CPNS camris the logical layer for those common elemeatsél in CPNS
messages. And upon CPNS common various CPNS megsaede the functions of CPNS Enabler.

PNS Entit . . [ o D
¢ . S Entity Registration Service Group Service Discovery
Discovery Management
CPNS common

“Transport Protocol” e.g.,
HTTP, SIP

Non IP Transport Protocol

e.g., Bluetooth

Transport Protocol e.g., TCP/UDP

Figure 69 CPNS XML based protocol layer
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F.1 CPNS message routing mechanism

This section describes overview of CPNS messagegpmechanism. Following model is used for docutaton purpose
in further description.

CPNS Server

PNE#1 PN GW#1

~
7
/ \‘
( /
S P‘N/ 3
PNE#2~ — — ~PNE#

- -

PNE#5

Figure 70 CPNS topology model

Followings are the basic principles of CPNS messagéng mechanism

* The CPNS Server and PN GW store two types of tapoieformation in the form of PN Inventory and SG
Inventory. The format of each inventory can be fbimSection 5.

o PN GW and CPNS Server collect inventory informatiamPN Management procedure and SG
Management procedure.

» Each CPNS Entity stores transport binding tabléttieformat and resolution mechanism is implenteranatter.
Following shows the implementation practice.

0 CPNS device (i.e., PNE and PN GW) exchanges itsp@art resource information (e.g., transport layer
address, transport layer protocol such as TCP, HANdPSMS and address type such as IPv4, IPv6, and
Bluetooth) via CPNS Entity Discovery to build traost binding table (See Table 107).

 CPNS messages are routed by utilizing inventorgrinétion (i.e., PN Inventory and SG Inventory) arathsport
binding table.

For the purpose of CPNS message routing mecharesorigtion, the section is consisted of followindpsections.

» CPNS Entity Discovery

» CPNS PN Establishment & Registration
» Service Publication & Discovery

» Service Discovery

» Service/Content Delivery

» Usage Statistics Collection & Reporting

e Service Group Management

F.1.1 CPNS Entity Discovery

CPNS device exchanges own transport layer resdliroegh CPNS Entity Discovery on physical pairireglp For instance,
PNE1 and PN GW#1 exchange such information thr@Zi@NS Entity Discovery.
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NOTE: At the step of CPNS Entity Discovery eachtgmoes not have resource knowledge of each ssietha is PNE and
who is PN GW, but for the documentation purposeGR&S Entity name is used.

NOTE: For simplicity all other information desdiign defined in normative section is not describede.

Following shows the example of resource informafiom PNEL1.

<OwnEntitylD>PNE1</OwnEntitylID>

<ConnectionCapability>10</ConnectionCapability> # the max number of connections. An entity can specify number of connection using
this element.

<TransportAddress protocol="TCP" type="IPv4">192.168.64.1</TransportAddress>

Following shows the example of resource informatioresponse from PN GW#1.

<OwnEntityID>PN GW#1</OwnEntitylD>

<ConnectionCapability>10</ConnectionCapability> # the max number of connections. An entity can specify number of connection using
this element.

<TransportAddress protocol="TCP" type="IPv4">192.168.64.128</TransportAddress>

Through the procedure (e.g., CPNS Entity DiscovdP{JE1 and PN GWH#1 build the transport bindingeabl

Following shows the PNEL1 transport binding tablamgxample.

EntityID Protocol Type Address Type Address
PN GW#1 TCP IPv4 192.168.64.128

Table 107 Transport binding table in PNE1

» EntitylD is the CPNS EntitylD
» Protocol Type is the type of underlying networktpoml e.g., TCP, UDP, HTTP, SIP, Bluetooth, etc
e Address Type is the type of address e.qg., IPv4, (BRLHTTP), Bluetooth, and so on

* Address is the transport layer address and caR be hon IP (e.g., Bluetooth address)

F.1.2 CPNS PN Establishment & Registration
CPNS PN Establishment & Registration consist oEsgVCPNS messages. For simplicity PNE initiatemtpdure is used.

Through CPNS Entity Discovery, each entity shaaegport layer resources and already build tranggoding table for
CPNS message routing.

In accordance of the transport binding table, PE&1ids PN setup to PN GW#1. In case PN GW has ptiysical pairing
with e.g.,PNE2. PN GW#1 sends PN setup notify ngessa PNE2 and receive the response accordingigetein
normative section.

Upon receiving the PN setup notify response, PN G\8&hds PN registration request with PN Inventothe CPNS Server
under the assumption that the transport addre€®nIS Server is pre-configured to PN GW#1 or knowRN GW#1 by
using other mean of address resolution.

The CPNS Server sends back the PN registratiomnssto PN GW#1. Querying CPNS EntitylD in PN Ineepn and
transport binding table, the PN GW#1 sends theoresgp back to appropriate PNE(S).
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F.1.3 Service Publication & Discovery

Service Publication & Discovery consists of two $ubctions i.e., Service Publication and Serviceddvery.

F.1.3.1 Service Publication

For Service Publication routing description, thetiem consider PNE#7 as application hosting devite PN management
for the PNE where PNE#7 resides in is already peréal, which means all transport resource infornmagie@ exchanged and
PN GW has both PN Inventory and transport bindaige for all PNE(s) reside in the PN.

The PNE#7 in accordance of transport binding tpbldishes service description to the CPNS SensePWN GW#3. In case
the TraceRoute common message element is setN@&/P#3 records own CPNS EntityID in the messagién
publication request message. Upon receiving theécgedescription and successfully registering #rwise description, the
CPNS Server sends back the response message thheugiute path (i.e., Route entry of TraceRoutegierse order.
Upon receiving the response message, the PN GWet8eguthe transport binding table to resolve thagport address and
send back the response message to PNE#7.

F.1.3.2 Service Discovery

Service Discovery consists of two CPNS messagesSieevice Discovery and Service description adserfor simplicity,
this section only describes Service Discovery.

Let's say PNE2 is the consumer PNE and lookindifiiting service which is to turn on and off thenately located light.

The PNE2 sends Service Discovery request to PN GW#tcordance of transport binding table. The RM#& sends the
message to the CPNS Server. In case the TraceBomt®mon message element is set, the PN GW#1 recemlPNS
EntitylD in the message in the Service Discovequest message. Upon receiving the message andssfidefound the
matched CPNS metadata, the CPNS Server sendshmmsponse message through the route path (@ete Rntry of
TraceRoute) in reverse order. Upon receiving tepaase message, the PN GW#1 queries the transpdindpto resolve
the transport address and send back the resporssagecto PNE2.

F.1.4  Service/Content Delivery
Service/Content Delivery facilitate data delivamhich means the function controls the control mgedar the data delivery.
This section describes service invocation messagfing.

PNE2 knows the CPNS EntitylD hosting the lightimgvice by Service Discovery. The PNE2 assembleséhvice
invocation message and set destination ID as PNB#&ends the message to PN GW#1 in accordan@nsport binding
table.

Upon receiving the message, PN GW relays the medsae CPNS Server based on preconfigured addf€8NS.

Upon receiving the message, the CPNS Server refadvesponsible PN GW for the PNE#7 and sendmtissage to
appropriate PN GW i.e., PN GW#3 and the PN GW#38lséme message to PNE#7. In case the TraceRouta@om
message element is set, intermediate CPNS Entibyde own CPNS EntitylD to the message. The PNE#dsback the
response message through the route path (i.e.eRotrty of TraceRoute) in reverse order. At eacNEBntity send the
message in accordance of transport binding table.

F.1.5 Usage Statistics Collection & Reporting

The PNE1 sends stat report to the PN GW#2 in aatmel of transport binding table and PN GW#2 retaggeport to the
CPNS message. In case the TraceRoute common medsagnt is set, the PN GW#1 records own CPNSyHDtin the
message in the message. The CPNS Server sendthbaekponse message through the route pathRaate entry of
TraceRoute) in reverse order.

F.1.6  Service Group Management

The Service Group Management consists of severssages for management of Service Group. The samenscis applied
to the Service Group Management messages routing.
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As for management of service itself, when the Ser@Group ID is designated in Service Invocationsags, then the
content is distributed among PNEs in the Serviceu@rand the data routing schema is out of sco@P™S Enabler.

F.2 CPNS message common entry

The description can be found in Section 8.1.1.

F.3 Transport protocol binding

For CPNSv1.0 transport protocol binding specifimatis informative. This section covers followingrisport protocol
binding description as deployment practice.

NOTE: Binding scheme for other protocol binding myde such as UDP and other can be found in [PUCGIBA
e Bluetooth binding
e HTTP binding

F.3.1 Bluetooth binding

This section describes Bluetooth binding speciiicat

The Logical Link Control and Adaptation Layer Pratb(L2CAP) is used for CPNS message delivery.

Following shows the L2CAP packet structure encagiid CPNS messages. In the Data part of the p&IRBIS messages
related information are contained. In Sub-Optidths,Header part contains necessary info-set (iean€ Type and
Connection Type) for the frame and messages patatpCPNS messages with necessary info-set\iaduge type and
Value length).

L2CAP packet

N
v

Length Channel ID Data
(2)* (2) (0-65535)
Sub-Options

Header

(1) messages
| | |
| | |

T C T C T C

T|C rev ol Value ol Value ) Value

*: byte

Figure 71 Bluetooth binding

F.3.1.1 Bluetooth binding format

Following shows the basic encapsulation format BNS XML based overlay protocol. Al CPNS messages a
encapsulated in following frame.
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Part Format
Header

e Tasin Frame Type : 1 bit (tbd)
0 Settol
e Casin Connection Type : 1 bit

o Connection type indicates connection type and whervalue is set to O the
transport connection should not be terminated #fieframe. When the value is
set to 1 the transport connection should be tertmihafter the frame.

« Revasin Reserved : 6 bit

Sub-

Options e Sub-Options part consisted of Type, Length, andi¥al

0 Type define value type: 1 byte
= 0OxO01: Indicate the value is CPNS message
= 0x02: Indicate the value is Source EntitylD
= 0x03: Indicate the value is Destination EntitylD

0 Length define value length: 2 bytes

0 Value is the CPNS message

Table 108 Frame format for Bluetooth binding

F.3.2 HTTP binding

This section describes HTTP binding specification.

For HTTP binding, since HTTP is the client-serveydal based protocol, a CPNS entity needs to adffd$ client and
another as HTTP server in dialog. Given that, t@pldyment scenarios can be considered. One is wI@PNS entity
supports both HTTP client and HTTP server role amather case is when a CPNS Entity only suppaitteeHTTP client
or HTTP server.

The URL format is used for the transport layer addrof the HTTP binding. The URL of the HTTP semnate is somehow
known to the CPNS Entity (i.e., PN GW) acting asTiTclient role in advance.

F.3.2.1 Casel: A CPNS Entity has both HTTP server and client capability

Since a CPNS Entity is equipped with both HTTP eeand client role, CPNS message is exchanged lasymausly over
independent HTTP session per CPNS message dedlirestion.

Following figure shows the example of CPNS Entitgghds a CPNS request message (indicated by meagpay¢éo CPNS
Entity#2.
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CPNS Entity#1 [ CPNSmessage direction > CPNS Entity#2

POST request(CPNSFRM frame)

> HTTP

p—

Server

POST response(ACKFRM frame)

Figure 72 CPNS Entity#1 sending CPNS message to C8Mntity#2

Following figure shows the example of CPNS Entitgghds a CPNS response message (indicated by raggpajto
CPNS Entity#1. It may be the CPNS response megssafe CPNS request message in Figure 72.

CPNS Entity#1 < CPNsmessagedirection | CPNS Entity#?2

POST request(CPNSFRM frame)

HTTP <
Server

———

POST response(ACKFRM frame)

Figure 73 CPNS Entity#2 sending CPNS message to CBMntity#1

When message type indicates the message is “agb/aditification”, then HTTP client of responsiblES Entity sends the
advertise/notification type CPNS message over HPTST request and receive HTTP POST response wittFRM but
no CPNS response message.

For all message type “request”, “response”, andéaise/notification”, the HTTP POST request isdife CPNS message
transmission as shown in Figure 72 and Figure B3alfernative, the CPNS message (e.g., CPNS resposessage) can be
conveyed over HTTP POST response but not shownlhgrean be found in detail in PUCC technical sfieation [PUCC-
BASIC].

Following table shows the binding of HTTP Metho@¢3RFC2616) and CPNS message request/response.

MsgType of CPNS message Direction of CPNS message HTTP message
Request Send POST request
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Receive POST request
Response Send POST request or POST
response
Receive POST response or POST
response
Advertise/Notification Send POST request
Receive POST request

Table 109 CPNS message type and HTTP method assdicia in case 1

F.3.2.2 Case2: A CPNS Entity has either HTTP server or client capability

The consideration with this case is that becauséRHdased message can't be pushed from the HTTErsete to the
HTTP client role, when CPNS Entity (e.g., CPNS 8erwith HTTP server role needs to send a mess#bavsgType
“Request” or “Advertise”, polling is performed pedically from the CPNS Entity (e.g., PN GW) to tBENS Entity with
HTTP server role.

Following figure shows the example of CPNS Entitghtl CPNS Entity#2 exchange CPNS request & respuerssage
over on HTTP dialog. The HTTP POST request is tise@PNS request message delivery and HTTP OSTonsgpfor
delivery of CPNS response message.

CPNS Entity#1 CPNS Entity#2

I CPNS message direction >

POST request(CPNSFRM frame)

» HTTP
Server

POST response(CPNSFRM frame)

< CPNS message direction I

Figure 74 CPNS Entity#1 and CPNS Entity#2 exchange@PNS request & response message

Following figure shows the example of CPNS Entity#ith HTTP Server role advertises CPNS messagePldSCENtity#1.
For CPNS Entity with HTTP server role to advertisessage, the CPNS Entity with HTTP client role seedndicate the
poling is set in the body of HTTP POST request tefand. With the polling and when CPNS Entity WwitRTP server role
sends the message, the HTTP POST response isardbd CPNS message delivery. Polling specific dgison (e.g.,
cycle/polling duration value) is out of scope.
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CPNS Entity#1 < Grsmemmgedrecion ] CPNSEntity#2

HTTP

Server
POST request(POLFRM frame)

POST response(CPNSFRM frame)

Figure 75 CPNS Entity#2 advertises CPNS messageG@®NS Entity#1

Following table shows the HTTP Method (See RFC2&B8pciated with CPNS message request and response.

MsgType of CPNS message Direction of CPNS message HTTP message
Request Send POST request
Receive POST response
NOTE: With polling
Response Send POST request
Receive POST response
NOTE: With polling or not
Advertise Send POST request
Receive POST response
NOTE: With polling

Table 110 CPNS message type and HTTP method assdicia in case 2

NOTE: The HTTP POST response in above specificaiidp corresponds to the status code of 200 OKtaadbehaviour of
case with other status code is not specified.

F.3.2.3 HTTP binding format

Following shows the basic encapsulation format BNS XML based overlay protocol with regard to abexample. All
CPNS messages are encapsulated in following frifoee information about encapsulation scheme cafolned in PUCC
technical specification [PUCC-BASIC].

Part Format
Header

¢ CPNSFRM <Connection type> <Frame number> <Size>stibation CPNS EntitylD>
<Source CPNS EntitylD>

0 The header for CPNS message delivery

= Connection type indicates connection type and whervalue is set to 0
the transport connection should not be terminates the frame. When
the value is set to 1 the transport connection lshioel terminated after
the frame and for HTTP the value is 1.

= Frame number is sequential number used to disshduames.
= Size is to designate size of payload in the oatetlver.
= Destination CPNS EntitylID is the identifier whiatentifies the
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destination Entity.
=  Source CPNS EntitylD is identifier which identifidge source Entity.
¢ ACKFRM
0 The header for HTTP POST response with no CPNSagess payload
e POLFRM
0 The header for polling as in HTTP POST request
* NOMSGFRM

0 The header for polling response indicating no mgssa

Payload ¢ For the case of header is CPNSFRM contains CPNSages.

* For the case of header is ACKFRM contains no cdrard should not be used.
* For the case of header is POLFRM contains no coatahshould not be used.

¢ For the case of header is NOMSGFRM contains noetrand should not be used.
Trailer FRMEND

Table 111 Frame format for HTTP binding

Following shows the example syntax of frame. Thadee is CPNSFRM which indicate that the frame dost€PNS
messages. The Connection Type indicates the transmdocol connection should be terminated afterftrame. The Frame
number indicates the'frame. As indicated by Destination CPNS Entitylii&S8ource CPNS EntitylD the message the
direction of the message is from CPNS Entity#1 BRINS Entity#2.

CPNSFRM 11 n CPNS Entity#1 CPNS Entity #2
<CPNS messages/>
FRMEND
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Appendix G. SMS Based CPNS protocol (Informative)
G.1 General

The CPNS Protocol should be applicable to all &iofitransport networks for convergence perspectivaddition, the
CPNS protocol should take backward compatibilitp inonsideration for expanding cellular networkvess. Thus, Easy
implementation is another important aspect to tR&E Protocol. For easy implementation, the CPN$oBobrequires well
formed structure. With this regard, SMS based,ipetg User Data in SMS is regarded as one of CPid&€vl options.

Ad-

Mobile Client \\ N - >(§§(X))L\\\ 5
. \/ i tertace Mobile Client

M3C

"“ 7PN
i @

Air Interface

\ e
\/ Mohile Client

M5C

Figure 76 Mobile Networks for SMS Delivery
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Web, Applications
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SMS Common Structure (140 ~ 160 octet)

SMI Message Types 1 octet
(Short Message Identifier) (SMS-DELIVER, SMS-DELIVER-REPORT Efc.)
PRI (Priority) Priority to deliver SMS Message 1 octet
DA (Destination Address) Destination Address 2 ~12 octets
OA (Origination Address) Origination Address 2 ~12 octets
UD (User Data Extra Informalion & Text M b
(_ ser Data) a Information & Text Message 134 ~ 154 octets
User Data Length User Data Header + Short Message Length (1 octet)

User Data Header Length  User Data Header Length (1 octet)
Information Type (1 octet)

Information Element (IE) - Source Port Type
User Data Identifier - Destination Port Typs
Header - Additional Information Type
IE-Length Information Data Length (1 octet)
*1 Octet = 1 Character IE-Data Information Data

Short Message TextMessage €= For CPNS Protocol

Figure 77 SMS Message Format

Short Message Service (SMS) is the text commumicaervice component of phone, web or mobile conmoation
systems, using standardized communications pratdhat allow the exchange of short text messagmeeba fixed
line or mobile phone devices. SMS text messagirtigeasnost widely used data application in the world

The format of SMS consists of SMI (Short Messagmtidier), Prioirty, Destination Address, Originati Address and User
Data. SMS itself can be one of option to be usediétivery of CPNS commands in WAN for the CPNSt i CPNS
Protocol, User Data Extension part will be usethttke CPNS command with well formed structure.

With any underlying network, the CPNS common isltdwgcal layer for those common elements found RNS messages.
And upon CPNS common various CPNS messages prthedenctions of CPNS Enabler.

CPNS Common (based on SMS User Data)

Figure 78 SMS Based CPNS Protocol Layer

G.2 Format

G.2.1 Common CPNS Command
The following is the common part for all CPNS Conmus.

The value of Command group can be flexible tordethe CPNS Methods. The command will be groupsddan the
similar format according to the header style. Bameple, the Command has grouped based on the fetgiatwhether URL
as a string is contained or not.
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Total Message

Service Indicator (=CPNS) Message I1D Number
Message . Command Command
Position Control Message Length Metadata Version fe— L=
. Device . .
* *
Command Category Entity ID Length Entity 1D

Figure 79 SMS Based CPNS message — common part

This Common part consists of various headers létevo. (First element: Length, Second element: Vjal(ignit: Octet)

e Service Indicator (4, CPNS) — pointing out CPN8/&e

* Message ID (3, 0~FFF) — ID which distinguish Messaiyhen ID value reaches 'FFF’, the value retu@g®’
*  Total Message Number (1,1~F) — the number of messédich one CPNS method is comprised of

*  Message position (1,1~F) — the sequence numbePbfSOmethod. ‘1’ in value means starting point.

* Message Length (3,0~FFF) — the message lengthraétssage length field. If the message length esceed
limitation of SMS message length, then the messalt) be separated into based on the messagehlengt

* Device Metadata Version (2,0~FF) — Metadata veraibith PNE, PN GW and CPNS Server refer. Version
should be valid among PNE, PN GW and CPNS Servardiesistency of CPNS Methods.

+  Command Group (1, X) - based on the Value, Comn@nadip has different meaning.
i 0 — Device Wakeup: Asking to enable the deviceyeadise CPNS Service
ii. 1 — CPNS Methods Group (except Service Request)
iii. 2 — CPNS Methods Group (Service Request)
iv. 3 ~ E — Reserved
V. F — Response: delivery of result of requesting CRi¢Ehods
¢ Command Length (1,0~F) — the length of commandaulefalue is 1
+ Command (1, X) — based on the Value, Command isreit.
i 0 — PN Setup Request
ii. 1 — Service Advertisement
iii. 2 ~ F — Additional commands
iv. String — directly putting the command in the field
»  Device Category (2, 0~FF) — Category of device Whierforms CPNS command
EntitylD Length (2, 0~FF) — Length of EntitylD

EntitylD (*, string) — Unique ID of Entity to congue the service

G.2.2 Service Request CPNS Command

In addition to common CPNS command, Service ReqDB8lS command is defined with appropriate URL.
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URL Length URL*

Additional Information

The Service Request consists of common parts andrelBted parts. (First element: Length, Seconchelg: Value) (Unit:
Octet)

«  Common parts — applying headers to all CPNS commtntcefer the section X.2.1
¢ URL Length (3, 0 ~ FFF) — Length of URL which PNivdkes services
e URL (* string) — URL to invoke service by PNE

G.2.3 CPNS Method except Service Request

The different CPNS command with Service Requesh s13 PN Setup command or Service Publication eatefined with
Argument related headers. Each Argument has difte®NS command respectively. The length may WRL can be
shortened by specific mechanism.

Argument )
Count Argument Length Argument Value
Device . _ .

Category Entity ID Length Entity ID

Argument .
Count Argument Length Argument Value

Additional Informaticn

The different CPNS command with Service Requessistsof common parts and Argument parts. (Fiestheht: Length,
Second element: Value) (Unit: Octet)

¢ Argument Count (1, 0~F) — Required Argument nunfbeperforming CPNS method
« Argument Length (2, 0~FF) — Length of Argument

e Argument Value (*,string) — Value of Argument

G.2.4 Response CPNS Command

The Response CPNS Command is sent according te¢beved CPNS command.
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Result

Description Length Description *

Additional Information if any

The Response CPNS command consists of result haadetescription. (First element: Length, Secoethent: Value)
(Unit: Octet)

« Result (1, X) — acknowledging the result to theuesy. Based on the Value, Response is different.
i. 0-0K
ii. 1~ E — Reserved
iii. F — Failure
e Description Length (2, 0~FF) — Length of Descriptio

e Description (*, string) — Description of failurd,any.
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Appendix H. Common Parameter usage (Informative)

This section shows the example usage of commonedes (See 8.1.1).

Following shows a routing path model for commonapagter, in case where Entity (D)’s Entity ID is kroto Entity (A)
but list of intermediate CPNS Entity to the En{iB) is not known.

Note: The intention of the figure is not syntaxid#ion but to show the image of common paramet¢rfar particular
routing model.

In request message, Entity (A) sends a CPNS messd&dity (D).

e Target parameter contains the Entity ID of adjacadPNS Entity, which the CPNS message is sent to.
»  Source parameter contains the ID of Entity (A) simgvthe originator of the message.

» Since the routing path to Entity (D) is not knownrBntity (A), the Destination parameter containk/ahe 1D of
Entity (D).

* In this model, since the TraceRoute parameterdsiited each intermediate CPNS Entity appends itisyHD as
the list of Route parameters under TraceRoute patexrm

In response message, Entity (D) sends back a CRiSage to Entity (A).

» Target parameter contains the Entity ID of adja€&PNS Entity, which the CPNS message is send to.
»  Source parameter contains the ID of Entity (D) singvthe originator of the message.

* Since the routing path to Entity (A) is known totin(D) from received TraceRoute parameter, thetDation
parameter contains not only destination Entity Lib &lso Entity IDs of intermediate CPNS Entitiestbe end to
end routing path.

Entity Entity Entity Entity
(A) (B) (Q) (D)
Target: B Target: C Target: D
Source: A Source: A Source: A
Destination Destination Destination
Dest: D Dest: D Dest : D
TraceRoute TraceRoute TraceRoute
Route: A Route: B, A Route: C, B, A
MsgID: 1 MsgID: 1 MsgID: 1
MsgType: Request MsgType: Request MsgType: Request
Target: A Target: B Target: C
Source: D Source: D Source: D
Destination Destination Destination
Dest: A DestinationRoute: B DestinationRoute: C, B
MsgID: 1 Dest: A Dest: A
MsgType: Response MsgID: 1 MsgID: 1
MsgType: Response MsgType: Response

Table 112 routing path model for common parameter dscription
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