" OMAQO

Open Mobile Alliance

SyncML Representation Protocol,
Data Synchronization Usage
Approved Version 1.2.2 — 19 Mar 2009

Open Mobile Alliance
OMA-TS DS _DataSyncRep-V1 2 2-20090319-A

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS DS_DataSyncRep-V1_2_2-20090319-A Page 2 (101)

Use of this document is subject to all of the teamd conditions of the Use Agreement located at
http://www.openmobilealliance.org/UseAgreement.html

Unless this document is clearly designated as progpd specification, this document is a work iogass, is not an
approved Open Mobile Alliance™ specification, asdiibject to revision or removal without notice.

You may use this document or any part of the docurfoe internal or educational purposes only, pded you do not
modify, edit or take out of context the informatiornthis document in any manner. Information cored in this document
may be used, at your sole risk, for any purpo&&su may not use this document in any other manriowt the prior
written permission of the Open Mobile Alliance. eEfT@pen Mobile Alliance authorizes you to copy thi€ument, provided
that you retain all copyright and other proprietaofices contained in the original materials on emgies of the materials
and that you comply strictly with these terms. sTéwpyright permission does not constitute an esaoent of the products
or services. The Open Mobile Alliance assumesespansibility for errors or omissions in this do@mn
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1. Scope

The SyncML Initiative, Ltd. was a not-for-profibporation formed by a group of companies who cerafed to
produce an open specification for data synchroiwizand device management. Prior to SyncML, datelsynization and
device management had been based on a set okdiff@roprietary protocols, each functioning oniytva very limited
number of devices, systems and data types. Thesatevoperable technologies have complicateddbkst of users,
manufacturers, service providers, and developenshér, a proliferation of different, proprietargitd synchronization and
device management protocols has placed barrighetextended use of mobile devices, has restraaéa access and
delivery and limited the mobility of the users.

The SyncML Initiative merged with the Open Mobildidnce in November 2002. The SyncML legacy
specifications were converted to the OMA formatwifte 1.1.2 versions of OMA SyncML Common, OMA Data
Synchronization and OMA Device Management in Ma§20The relationship between these documents wiadbeen
created during the SyncML Initiative has been prnestand is depicted iRigure 1: OMA SyncML Specification
Structure and Relationships

Common Specifications
*SyncML Representation
SyncML Server Alerted Notification
*Metalnformation

HTTP Binding
OBEX Binding
WSP Binding
Data Sync Device Management
Specifications Specifications
SyncML Representation - DataSync Usage SyncML Representation - DM Usage
DataSync Protocol Device Management Protocol
*Device Information Device Management Notification
DataObjects-Email, File, Folder DM Standardized Objects

Device Management Security
Device Management Tree

Figure 1: OMA SyncML Specification Structure and Rdationships

The OMA SyncML Common Specifications Enabler Redeiagludes the following documents:

e SyncML Representation: The XML-based representgiiotocol which specifies the common XML syntaxian
semantics used by all SyncML protocols. This defithe superset of the DS and DM representatidogots. (*
includes DTD).

* The transport bindings: HTTP, OBEX, WSP. These#p the features REQUIRED for each transporteiods
and receive DS and DM protocol messages.

* The Meta Information associated with a SyncML comchar data item or collection used by either D®M
(* includes DTD)

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
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* SyncML Server Alerted Notification: The logicalstture and format of the notification messagesl useall
SyncML server alerted notifications, for both D3I &M,

The OMA Data Synchronization Specifications EnaBRetease includes the following documents:

* SyncML Representation DataSync Usage: The sulbsleé €ommon Specifications SyncML Representation
Specification necessary to define the Data Syndhation commands and protocol, with examples and
commentary specific to DS.

» DataSyncProtocol: Specifies how SyncML Common ragss conforming to the DTD are exchanged in o@er t
allow an OMA DS client and server to exchange aoldlit, deletions, updates and other status infoomati

» Device Information: Used to exchange device speaifiormation, including hardware, firmware, softedevels,
available memory, and local databases supportddc(tides DTD)

» Data Objects: Email, File, Folder: Each objedtientified by a unique MIME media type (eg.
application/vnd.omads-email) The objects are either represented by or entatpslin a mark-up language
defined by xml. Meta or state data is includecdhia tepresentation (eg. Read/Unread, Creation Dage,
Modified Date).

Although the SyncML Common specification definemsport bindings that specify how to use a pawictrthnsport to
exchange messages and responses, the SyncML Corepresentation, synchronization and device managepnetocols
are transport-independent. Each package in thesegots is completely self-contained, and coulgrimciple be carried by
any transport. The initial bindings specified arET?, WSP and OBEX, but there is no reason why Syn€dmmon could
not be implemented using email or message quemést bnly two alternatives. Because the SyncMLlBoon messages
are self-contained, multiple transports could bedusithout either the server or client devices hgtb be aware of the
network topology. Thus, a short-range OBEX conmectould be used for local connectivity, with thessages being
passed on via HTTP to an Internet-hosted synchatioiz server.

To reduce the data size, a binary coding of SynéMimmon based on the WAP Forum's WBXML is definedsbages
may also be passed in clear text if desired. kahid other ways SyncML Common addresses the bdtidand resource
limitations imposed by mobile devices.

SyncML Common is both data type and data storepiedéent. SyncML Common can carry any data type twtén be
represented as a MIME object. To promote interdpknabetween different implementations of OMA Rat
Synchronization, the specification includes theespntation formats used for common PIM data.
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3. Terminology and Conventions

3.1

Conventions

The key words "MUST", "MUST NOT", "REQUIRED", "SHAL", "SHALL NOT", "SHOULD", "SHOULD NOT",
"RECOMMENDED", "NOT RECOMMENDED", "MAY" and "OPTIOML" in this document are to be interpreted as

described in [RFC2119].

Any reference to components of the SyncML DTD or IXbhippets is specified in thigpeface

All sections and appendixes, except “Scope” antrébfuction”, are normative, unless they are exghiéhdicated to be

informative.

3.2

Application

Capabilities exchange

Client

Command

Data

Data collection

data element

Data element equivalence

Data exchange

Data format

Data type

Data synchronization

Data synchronization
protocol

Message

Definitions

A SyncML application that supports the OMA DS pugib The application can either be the
originator or recipient of the SyncML protocol comnas. The application can act as an OMA DS
client or an OMA DS server.

The OMA DS capability that allows a client and 2rto exchange what device, user and
application features they each support.

An OMA DS Client refers to the protocol role whér application issues SyncML "request"”
messages. For example in data synchronizatior§yhe SyncML Command in a SyncML
Message.

A SyncML Command is a protocol primitive. Each SythcCommand specifies to a recipient an
individual operation that is to be performed. Foaraple, the SyncML Commands supported by this
specification include Add, Alert, Atomic, Copy, @&, Exec, Get, Map, Replace, Search, Sequence
and Sync.

A unit of information exchange, encoded for trarssitn over a network.

A data element which acts as a container of otatx dlements, (e.g., {c {{i1, datal}, ... {in,
datan}}}). In OMA DS, data collections are synchioed with each other. See data element.

A piece of data and an associated identifier ferdhta, (e.qg., {i, data}).

When two data elements are synchronized. The eeacantics is defined by a given data
synchronization model.

The act of sending, requesting or receiving a tdata elements.

The encoding used to format a data type. For ex@nophbracters or integers or character encoded
binary data.

The schema used to represent a data object @xtcalendar MIME content type for an iCalendar
representation of calendar information or textftivey MIME content type for a vCard
representation of contact information).

The act of establishing an equivalence betweerdata collections, where each data element in one
item maps to a data item in the other, and thea aequivalent.

The well-defined specification of the "handshakingivorkflow REQUIRED to accomplish
synchronization of data elements on an originatak rcipient data collection. The OMA DS
specification forms the basis for specifying anrodata synchronization protocol.

A SyncML Message is the primary contents of a Syhéckage. It contains the SyncML
Commands, as well as the related data and-information. The SyncML Message is an XM
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document.

Operation A SyncML Operation refers to the conceptual tratisa@achieved by the SyncML Commands
specified by a SyncML Package. For example in 882 ©f data synchronization, "synchronize my
personal address book with a public address book".

Originator The network device that creates a SyncML request.

Package A SyncML Package is the complete set of commandgaated data elements that are transferred
between an originator and a recipient. The Syncléitkpge can consist of one or more SyncML
Messages.

Parser Refers to an XML parser. An XML parser is not absely necessary to support SyncML.

However, an OMA DS implementation that integrates<®L parser might be easier to enhance.

This document assumes that the reader has somi@fégnivith XML syntax and terminology.

Recipient The network device that receives a SyncML requestesses the request and sends any resultant
SyncML response.

Representation protocol A well-defined format for exchanging a particularm of information. SyncML is a representation
protocol for conveying data synchronization andiceeynanagement operations.

Server An OMA DS Server refers to the protocol role whereaplication issues SyncML "response”
messages. For example in the case of data synehtimm, a Results Command in a SyncML
Message.

Synchronization data Refers to the data elements within a SyncML Commbné general reference, can also refer to the

sum of the data elements within a SyncML MessadgyocML Package.
SyncML request message  An initial SyncML Message that is sent by an orégor to a recipient network device.

SyncML response message A reply SyncML Message that is sent by a reciptdra SyncML Request back to the originator of
the SyncML Request.

3.3 Abbreviations

DTD Document Type Definition
GUID Global Unique Identifier
HTTP HyperTest Transfer Protocol
IMEI Internationl Mobile Equipment Identifier
LUID Local Unigue Idenitifer

MSC Message Sequence Chart
MSG Message

OBEX OBject Exchange protocol
URI Uniform Resource Identifier
URL Uniform Resource Locator
WAP Wireless Application Protocol
WSP Wireless Session Protocol
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4. Introduction

OMA Data Synchronization (OMA DS) is a specificatifor a common data synchronization framework aiMl>ased
format, or representation protocol, for synchramizdata on networked devices. OMA Data Synchroitizas designed for
use between mobile devices that are intermittattfynected to the network and network servicesateatontinuously
available on the network. OMA Data Synchronizatian also be used for peer-to-peer data synchromiz&MA Data
Synchronization is specifically designed to haritlkecase where the network services and the dstdce the data they are
synchronizing in different formats or use differenftware systems.

As SyncML Initiative joined OMA in 2002, post-20@/ncML releases has been renamed OMA Data Syncefiine you
will find two sets of versions: SyncML 1.0.0, 1.0111.0, 1.1.1, prior to OMA integration, and OMAS[1.1.2 and 1.2, since
OMA integration. SyncML 1.1.1 and OMA DS 1.1.2 vierss are nearly the same. The major changes tela&eolutions
between SyncML 1.0.1 and SyncML 1.1.1, and betw@2®i DS 1.1.2 and OMA DS 1.2. The next sectionsinatthe

main changes made to the protocol since 1.0.1gelddore information can be found in [SyncML_Chartdistory]

4.1 Version 1.0 (SyncML 1.0.1)

The SyncML protocol v1.0.1 main features are:

» Different Sync Types

Two-way Sync | A normal sync type in which the client and the semxchange information about
modified data in their devices. The client sendsrtiodification first.

Slow sync A form of two-way sync in which the client and therver exchange all the data from their
database. This type of sync is used for the finst sor after a synchronization failure.
One way sync from| A sync type in which the client sends its modifioas to the server, but the server does

client only not send its modifications back to the client.
Refresh sync from | A sync type in which the client sends all its diaten a database to the server (i.e.
client only backup). The server is expected to replace allidatze target database with the data sent
by the client.
One way sync from| A sync type in which the client gets all modificats from the server but the client does
server only not send its modification to the server.
Refresh sync from | A sync type in which the server sends all its dadm a database to the client (i.e.
server only restore). The client is expected to replace ak dathe target database with the data sent

by the server.
Server Alerted A sync type in which the server alerts the clienpérform sync. That is, the server
Sync informs the client to start a specific type of syvith the server.

e Usage of anchors

*  Mapping of IDs

*  Conflict resolution

* Authentication

» Exchange of device capabilities

e Device memory management

» Multiple messages in packages

*  Sync without separate initialization

» Busy signaling

4.2 Version 1.1.2 (OMA DS 1.1.2)

The OMA Data Synchronization 1.1.2 (or SyncML 1)Imain changes are:
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» Large object handling
e Busy signaling
This feature is not mandatory anymore for the serve
* Authentication
The protocol allows 4 additional authenticationesoles: X.509 Certificate, SecurlD, SafeWord, DigiRas
*  Number of changes
 MaxObjSize
e UTC

4.3 Version 1.2 (OMA DS 1.2)

The OMA Data Synchronization 1.2 main changes are:
e Suspend and Resume
» Server Alerted Notification
» Data Sync Record and Field Level Filtering
» Field Level Replace
» Synchronization of hierarchical data objects
* Folder Data Objects
*  Email Data Objects
* File Data Objects

4.4 Version 1.2.1 and Version 1.2.2 (OMA DS 1.2.1 and OMA DS
1.2.2)

In DS 1.2.1, some clarifications about suspendrasdme are made.

In DS 1.2.2, DS Management Obiject is added.
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5. OMA Data Synchronization Usage

The SyncML representation protocol does not spehiéydata synchronization protocol or "sync engiheit rather specifies
a common synchronization framework and format #tabmmodates different data synchronization modéle.SyncML
representation protocol specifies what the redith® various synchronization operations must be.

5.1 SyncML Data Synchronization Framework

OMA Data Synchronization not only defines a forntatt also a conceptual data synchronization framlewaond data
synchronization protocol. The framework is depidteéigure 2. In the figure, the scope of the Syhddata
Synchronization Framework is shown by the dotted-hox. The Framework consists of the SyncML regrtgion
protocol, as well as a conceptual SyncML Adapter @gncML Interface. This SyncML Data Synchronizatleramework is
useful for describing the particular system modsloaiated with OMA Data Synchronization implementa.

The OMA data synchronization protocol is outside 8yncML Data Synchronization Framework, but isasal for
providing interoperable data synchronization. TdAOdata synchronization protocol is defined by dmewt companion
OMA DS specification [DSPROQ].

The application "A" depicts a networked service fravides data synchronization with other appiaa, in this case
application "B", on some networked device. The iserand device are connected over some common rietremsport,
such as HTTP. Application "A" utilizes a data syrafization protocol, implemented as the "Sync Eagirocess. The data
synchronization protocol is manifested on the nekvioy client applications accessing the "Sync S&rmetwork resource.
The "Sync Server Agent" manages the "Sync Enginegss to the network and communicates the datdsymzation
operations to/from the client application. The "8gerver Agent" performs these capabilities throumgbcations to
functions in the "SyncML I/F" or interface. The "®ML I/F" is the application programming interfacethe "SyncML
Adapter”. The "SyncML Adapter" is the conceptuagess that the originator and recipient of Synciinfatted objects
utilize to communicate with each other. The "Synchdapter” is also the framework entity that integfa with the network
transport, which is responsible for creating anéhtaéning a network connection between Applicatié# and Application
"B". Application "B" utilizes a "Sync Client Agentb access the network and its "SyncML Adaptergtigh invocations of
functions in the "SyncML I/F".

Actual server and client implementations might meimplemented in the discrete components idedthiethis conceptual
framework. However, this framework is useful foranmon discussion of the components that are negesimplement a
common data synchronization protocol.
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Figure 2: SyncML Framework

5.2 OMA DS Data Formats

OMA DS not only provides for a common set of comogrbut also identifies a small set of common fiat@ats. The data
formats provide a common set of media types foharging common accepted information, such as ctmtealendars and
messages. Support for these data formats is magdataconformance to this specification. In adalitito these common
formats, OMA DS allows for the identification ofyanther registered format. OMA DS utilizes the MIMEntent type
framework for identifying data formats, called MIMEedia types.

5.2.1 Interoperability

DS Servers and DS Clients SHALL reduce the impaftee interoperability issues as much as possitie.following is a
non-exhaustive list of recommendations:

In general, the DS Server and DS Clients shoulddoepliant with the vObject Minimum Interoperabili@yrofile
[VOBJIMIP].

In particular, the following requirements shouldagpgplied to vCard 2.1 properties defined throughdVCARD]:

= Properties that do not have any value should ninddeded in the corresponding vCard object.
= The DS Client should support the BDAY property
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= The DS Client should support the PHOTO property

If vCard 3.0 is supported (see [RFC2425] and [RRX&2Y the DS Client and DS Server should also stgpe following
vCard Types:

= Geographical
= Nickname

=  Sort String

In order to ensure interoperability among DS lighglementations with regards phone numbers, at least the following
formats must be understood by parsers in the Déh@liand DS Servers:

- For phone numbers (see [TS24008]) the Type of Nur(id@N) and Number Plan Identification (NPI)
fields shall be understood.

5.3 Capabilities Exchange

OMA DS supports capabilities exchange. Capabilitieshange is the ability of an OMA DS Client andav@e to determine
what device, user and application features eachastgp The capabilities exchange, from the OMA R®/8r perspective, is
achieved by using the Get command to retrieve &wicd information, user information and applicatioformation
documents from the OMA DS Client. The capabiliggshange, from the OMA DS Client perspective, isieed by using
the Get command to retrieve the analogous docunfiemisthe OMA DS Server. These documents contaifilpr
information about support for well-defined featurksaddition, the Put command can be used to eyaWA DS Client to
push capabilities exchange information to the OM3 Berver.

The capabilities exchange can also be used tolisstaln administer OMA data synchronization sergibetween an OMA
DS Client and Server.

Refer to [DSDEVDTD]for further details on the specification of the @evinformation DTD.

5.4 Data Identifier Mapping

OMA DS does not require that two data stores beiymghronized be of the same schema (i.e., arembgeneous).
Specifically, OMA DS allows for both the data idiéiets and the data formats to be different inttive data collections.
However, in such cases in order to use OMA DSsymehronizing applications would need to provideapping between
data identifiers in one data store and those itheemoFor example, a document on the data synchaiian server could be
identified with a 16 byte, globally unique idengifi(GUID). The corresponding version of this docabn a mobile device
could be identified by a small, two byte, and logaique identifier (LUID). Hence, to synchronizetthata on the mobile
device with the data on the data synchronizationesethe synchronizing application would have tanthe smaller
identifiers of the mobile device to the larger itikers used by data synchronization server; asd viersa. OMA DS
includes the necessary mechanism to specify sudheatifier mapping.

5.5 Refreshing Data

In addition to synchronization, OMA DS includes goands that are not normally thought of as synchaiitin operations,
but are still necessary in a practical data synulaetion protocol. For example, OMA DS provides tagability for
refreshing the entire data on the OMA DS clientwtite equivalent synchronization data on the OMAde&er. This could
be necessary if the OMA DS client and the OMA Df¥aeversions are no longer "in sync" with eacheottiue to a
hardware or power failure in the mobile deviceif dhe version on the OMA DS client has become woted or erased from
memory. This capability is provided by the OMA Difent issuing a "refresh” Alert command to the ONDS server.
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5.6 Soft and Hard Data Deletion

The SyncMLDelete command provides the capability for a SyncML rexjue delete data from the recipient's data store.
Two forms of deletion are supported. Normally, wiaddelete command is specified, it conveys a request to ¢etely
delete the specified data from the recipient's dtee. The deleted data SHOULD no longer be aasamtiwith the
originator's synchronization data. This is the seta of a "Hard Delete”. In addition, SyncML prdes support for a "Soft
Delete" command.

The rationale for a "Soft Delete" is based on thssphility of limited storage resources in a clidevice. The data is deleted
to free-up storage for other, higher priority datethe client device.

The operation of “Soft Delete” is defined in thevamand section SftDel (see 6.1.23).

On occasions, an exception can occur where a tlateeat on the OMA DS client is "Soft Deleted" ahéd same data
element is "Hard Deleted" on the OMA DS serversT¢ondition will cause a "Soft-Delete Conflict" fitvat event when a
two-way synchronization is attempted. This versib®MA DS does not specify how to negotiate thehetson of such
"Soft-Delete Conflicts". However, it does providatsis codes to identify Soft-Delete Conflict coratis and to also identify
how the conflict might have been resolved.

5.7 Archiving Data

The SyncMLDelete command provides the capability for a SyncML rexjue archive data on the recipient prior to
deleting it from the device. This is indicated bg foresence of th&rchive element type in thBelete command. Some
recipients might not support this feature, in whielse, thé\rchive would generate an error condition (i(&10)

Delete without Archive.).

5.8 Replacing Data

The SyncMLReplace command provides the capability for the originatoreplace existing data. The command can also
be the cause for an "Update Conflict".

5.8.1 Field-level Replace

The SyncML Replace command also provides the chyafoir the originator to send an update to thepient without
having to transfer the entire item. This technigualso called Field-level changes. This featurextsemely useful for the
data types in which relatively concise attributies €xample the "read" status of the e-mail) areatiely to change, than
substantially larger attributes like the body of thessage or the attachments.

Not all data types are equally suited for beingduséh Field-level replace. It is the responsililif the sender to compose
the partial items in the corresponding data forimauch a manner that they are unambiguously irgeed by the receiver.
Also it is the responsibility of the sender to carsg the partial items in the corresponding datam#&brensuring that the
format remains valid. If the sender cannot meetatwiteria then it MUST send a replace for théreitem instead of a
field-level replace.

Example:

It is ambiguous to send the field-level change aimig the following vCard

BEGIN:VCARD
VERSION:2.1
N:Doe;John;;;
TEL;HOME:(321) 654-987
END:VCARD
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In this case if the receiving side supports moamtbne HOME phone number, it will have an ambiguitgerstanding
which one was changed.

Example 2:

It is improper to send the field-level change coritey the following vCard

BEGIN:VCARD
TITLE:Worker
END:VCARD

The vCard format mandates the VERSION and N atigibto be present within the item.

On occasions, an exception can occur where the dataeelement on both the OMA DS client and the OB\ server have
been updated or replaced. For example, the stdrelaah date/time for the same event might have bbeanged to different
values on the OMA DS client compared to the desioripon the OMA DS server. This condition will causn "Update
Conflict" for that event when a two-way synchroti@a is attempted. This version of OMA DS does sycify how to
negotiate the resolution of such Update Conflidiswever, it does provide status codes to identifgéate Conflict
conditions and to also identify how the conflictgimi have been resolved.

5.9 Searching For Data

The SyncMLSearch command provides the capability for searchingcgprent data store for particular data. This
command provides support for any registered segnatmmar. The specific search grammar is identifigtheType
element in théMleta element type within the Search command.

The SyncMLSearch command can be used to select items within astate to be used as the source for a subsequent
SyncML Sync Command.

In addition, SyncML enables a search or filter éosipecified on th&arget LocURI  element within th&ync command.
With this capability, OMA DS clients can specifitéir constraints on the database records ®yrec command. For
example, a mobile client can specify that the symaization with a server calendar database isicestito today's events.

5.10 Localization

The SyncML representation protocol allows an omgim to specify the desired localization for thadyonization operation
and synchronization data for any registered langu@igexml:lang attribute can be specified on any element type to
identify the language used in the element typaerd model. In addition, @et andSearch command can specify the
desired language for results by specifyinglthag element type in th&et or Search command.

The default character set for SyncML representgtimtocol is UTF-8, as defined in [RFC2279].

5.11 MIME Usage

There are two MIME content types for the OMA Dataé&hronization Message. The MIME content type of
application/vnd.syncml+ xml identifies the clear-text XML representatiom fbe SyncML Message. The MIME
content type opplication/vnd.syncml+wbxml identifies the WBXML binary representation for tBgncML
Message. Section 8 of this specification spectfiesMIME content type registration for these twoNME media types.

One of these two MIME content types MUST be useddentifying OMA Data Synchronization Messageshwittransport
and session level protocols that support MIME cohtgpes.
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5.12 Target and Source Addressing

TheTarget andSource element types are used in OMA DS to specify taaget source routing addresses, respectively,
within theLocURI element type. TheocURI SHOULD be either a location URI or location URNitlin certain cases can
also be a locally unique identifier (see the tddg@ow). In addition, an OPTIONAL display name (j.leocName) can be
specified within thérarget andSource element types to provide a display name forltheURI value.

In addition, the TargetParent and SourceParentezietgpes MAY be used to provide parent informatibthe child that is
mentioned in the Target or Source LocURI of thecsspmmands (Add, Replace, Move). Usage of SouresPand
TargetParent has meaning only when synchronizifgctdbin a datastore with hierarchical structure.

The semantics of the LocURI value is context specithat is, the location routing address has usiagieis specific to the
command in which it appears. For instance, il\Em , theLocURI value in theTarget element type addresses a
database that is the target of the alert messagfer @nother instance, inMapltem , theLocURI value addresses the
identifier for an individual item in a local datat®a

Where a URI is specified, either an absolute @t URI value MUST be used. The only time a re&atURI MUST be
used is when the information in the SyncML messageifficient for a recipient to construct the diog® URI. For example,
the relative URI in thdarget element in alert command can be converted to the proper absolutdyRrefixing
the value from th&arget element type found in tH&yncHdr .

The following table specifies what the expectedigadnd usage is in each of the context§foget , Source,
TargetParent  andSourceParent element types within a SyncML document.
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Element Contextual Address Requirement
SyncHdr
Target and Source Specifies the address of either the data synchatinizserver or

the client. When addressing the:

Server - MUST use LocURI element type to specigyuhique
identifier (e.g. absolute URI form of network adskassociated
with the server within its domain.

Client - MUST use LocURI element type to specifgdly unique
identifier (e.g. absolute URI form of network a€dsis or IMEI
URN) associated with the client within its domain.

RespURI Specifies the address to be used in the Targbeafesponse
message. The value is an absolute URI. CGI scarpeter can
be appended to the URI to perform selection fittgiguch as
specifying a date/time after which the responsédccdae
performed.

Sync

Target and Source Specifies the address of either the server datairabe local
mobile client database. A relative URI can be djstiif the
proper absolute URI can be constructed from pnefixhe
respective Target or Source value from the Syndblthis relative
URI. When addressing the:

Server Database - MUST use LocURI element typ@écify
either the absolute or relative URI for the sem&iabase.

Client Database - MUST use LocURI element type
to specify either the absolute or relative URIthoe client database|.

For a LocURI value, CGI script parameters MAY beeqpded to
the URI to perform selection filtering on the sertarget.

Search

Target If present, specifies the address on the recipidyere the search
results are to be temporarily stored. A relativel 0& be
specified, if the proper absolute URI can be carcséd from
prefixing the respective Target or Source valuenftbe SyncHdr
to this relative URI. When addressing the:

Server - MUST use LocURI element type to specigyltical URI
where the search results are to be stored.

Client - MUST use LocURI element type to specifgher the
absolute or relative URI where the search resuisabe stored.

For a LocURI value, CGI script parameters MAY beeqpded to
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the URI to perform selection filtering on the sertarget.

Source Specifies one or more addresses on the recipiahati to be
searched. When addressing the:

Server - MUST use LocURI element type to specifydbsolute or
relative URI of the databases to be searched.

Client - MUST use LocURI element type to specifg #bsolute or
relative URI of the databases to be searched.

Map

Target Specifies the recipient database for the Map dé&imi A relative
URI can be specified, if the proper absolute URI ba constructec
from prefixing the respective Target or Source gdhom the
SyncHdr to this relative URI. When addressing the:

Server - MUST use LocURI element type to specigyabsolute or
relative URI of the server database.

Client - MUST use LocURI element type to specifg thobile
client database.

Source Specifies the originator database for the Map d&im When
addressing the:

Server - MUST use LocURI element type to specigyabsolute or
relative URI of the server database.

Client - MUST use LocURI element type to specifg thobile
client database.

Mapltem

Target Specifies the recipient item identifier. When addieg the:

Server - MUST use LocURI element type to specify the Iyca
unique identifier of the server database item.

Client - MUST use LocURI element type to specify the lyca
unique identifier of the mobile client item.

Source Specifies the originator item identifier. When agksing the:

Server - MUST use LocURI element type to specify the Iyca
unique identifier of the server database item.

Client - MUST use LocURI element type to specify the lyca
unique identifier of the mobile client databasenite

Item in an Alert, Exec, Get, Put Commands
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Target and Source Specifies the address of the database item ttia¢ isrgument of
the SyncML command. When addressing the:

Server - MUST use LocURI element type to specify the tieéa
URI or URN for the server database.

Client - MUST use LocURI element type to specify the tieéa
URI of the mobile client database.

To address individual items within a database utliegGet or Put
command, URI addressing filtering techniques MU®Tubed,
unless the item has previously been synchronibedhis case, the
locally unique identifier (LUID) may be used. SHee GET
command for examples.

Item in Add, Move, Replace Commands

SourceParent Specifies parent information of the child that isntioned in the
Source or Target LocURI of the sync command ifdhgcts have
hierarchical nature.

When addressing the server (client sends to sepf)YST use
LocURI element to specify the locally unique idéetifor the
parent of the client side’s item.

When addressing the client (server sends to clieMJUST use
LocURI element to specify the temporary global weiégdentifier
for the parent of the server side’s item. The sel&ST only send
SourceParent if the client’s unique identifier floe parent of the
server side’s item is unknown. In all other caies,server MUST
use TargetParent.

TargetParent ( used only by Specifies parent information of the child that isntioned in the
t he servers) Target LocURI of the sync command if the objecteeha
hierarchical nature.

When addressing the client (server sends to clieMUST use the
LocURI element to specify the client’s unique ideet for the
parent of the server side’s item.

Item in Add, Copy, Delete, Move, Replace, Results, Status Commands

Target and Source Specifies the address of the database item thiag isrgument of
the SyncML command. When addressing the:

Server - MUST use LocURI element type to specify the dilnso
URI, relative URI, URN or locally unique identifiéor the server
database item.

Client - MUST use LocURI element type to specify the dlitso
URI, relative URI, URN or locally unique identifiéor the client
database item.

The Target and Source addresses are referendeglTargetRef andSourceRef element types, respectively. When
present, th&argetRef element type contains the value that was irifdrget element type in a corresponding
command. Respectively, ti8ourceRef element type contains the value that was irSibigrce element type in a
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corresponding command. For example, ThegetRef andSourceRef in aStatus contain the respectivearget and
Source values from the command corresponding toStegus

5.13 Data Sync Record and Field Level Filtering

Server data stores frequently contain much mora tthain can fit into small devices. Other aspecth®protocol enable
clients and servers to indicate data store capanitytherefore avoid data overflow conditions, hesvet is often the case
that small devices only want to synchronize a paldir, prioritised subset of the data that resideke server’s data store
(referred to from this point forth as record filteg). Devices could also allow users to overridel#vel of support for
certain properties previously defined in the dewide structure (referred to from this point fodh field filtering).

Support for receiving filters MUST be indicatedtime device info for each data store. Support MU8Tniicated by the
inclusion of theFilter-Rx element within th®atastore  element. Thé&ilter-Rx element MUST contain a
CTType and aVerCT element. Th&€TType element specifies the filtering grammar supporkeat.everyFilter-Rx

element a correspondiriditerCap  element MUST be included in tiatastore  element specifying any keywords or
property names that can be filtered on.

A filter is specified by including thEilter  element for th@arget of a data store in alslert command. When a
Filter  element is present, thidter Meta Type element MUST béncluded anduusT correspond to the
mime type the filter applies twvithin theFilter  element, th&Record , Field , andFilterType  elements MAY
be included and all MAY be present.

Note: in the case of a data store which containgipleimime types, the other mime types than the defined in the

Filter Meta Type element are synchronized without any restriction.

TheRecord element MUST contain dtem containing dMeta Type element representing the filter type used, and one
Data element representing the query data. Dhta element MUST be a logical expression whereby #pgession MUST
only contain values defined in tRdterCap  element.

TheField element MUST contain dtem containing aMeta Type element representing the device information mime
type and on®ata element containing one or mdPeoperty elements. The mark-up characters of the Data eleme
content MUST be properly escaped according to [Xjhécification rules or the CDATA sections MUSTuUs®d. The
Property elements override the corresponding property @CRCap element for the current synchronisation session.
Only the properties that differ from the propertpgcified in theCTCapelement MAY be specified.

If WBXML encoding is used, no more than one prop®AY be specified in th®ata element. Specifying more than one
property in WBXML document violates the rules foelsformed WBXML documents.

TheFilterType element MUST contain a keyword that indicatestyipe of behavior that the sender is requestinthdf
FilterType element is not present, then tfikerType  value of “EXCLUSIVE” MUST be assumed.

Note: the use of an EXCLUSIVE filter type is podsitvhen the filter request only contains a Fielldiltering, but no
Record level filtering. Nevertheless, this casesdoa imply the deletion of the fields outside fitter criteria (i.e. the fields
that are not anymore in the filter sender's cajies) due to the restriction of the Field levétifiing request).

If an implementation receives a filter record regjfer a data store that does not support filteringtatus code of 406
(OPTIONAL feature not supported) MUST be returnedthe command containing tkéter  element. If a filter record
request specifying a filter type that is not supgdiby the data store is received, a status cofiéutisupported media type
or format) MUST be returned for the command contgitheFilter  element. If a filter record request is receivedohtis
syntactically incorrect or contains a query thaias supported then a status code of 422 (bad C@ter query) MUST be
returned for the command containing fiiker  element. If any of those error conditions occlie, $ender of the filter
MAY attempt to resend a new query. If the seconerygfails as well, a sender SHOULD either remdeefilter query or
terminate the synchronization.

If an implementation received a filter field requfes a data store containing properties not prasipdefined in the
correspondin@TCap element, then a status code of 400 (bad requekd)UED be returned. Otherwise, the recipient of the
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filter field request MUST override any propertiggyiously retrieved in th€ETCapelement in the device info with the
properties present in the filter field request. Pheperties MUST only be overridden for the currgtchronization session
only.

5.13.1 Filter Behavior Definition

Filtering allows an implementation (most often izt) to constrain the set of items in a data sitonéshes to synchronize
against and to further constrain the data returned.

The filter only applies to the recipient, thatas, implementation that sends a filter for a synolwation session is not
constrained in the set of items it might send eFiitig serves a different purpose than$learch command in thaBync
using aFilter  will allow synchronization with a subset of thean the data store, whereas 8warch will not.

When aFilter  has been included withingync command, the set of data that is defined byrilter ~ MUST be fully
synchronized during a normal synchronization openat

If a subsequerBync command is sent (in a subsequent synchronizagissian) for the same datastore but with a different
Filter ~ command, the set of data that is defined by theFFitker ~ command MUST be fully synchronized during a
normal synchronization operation. The recipienthefFilter =~ command MUST not send new items that are patief t
previous filter if those items are not part of tiew filter.

A recipient MAY choose how to insure that this esation is met. For example, it might require resjing a slow sync, or
it might require re-sending records that have hemiously synchronized with a different set ofdie

5.13.2 Filter Query Syntax

The filter query is a logical expression containetheFilter Record element and is applied to each item in the
recipient’s datastore. Often, the values of prapegiin the data items are compared to literal \&atugplied by the requestor.
Items for which the expression evaluates to treetfae set of items for that synchronization sessitwe filter query is
expressed according to a particular grammar.Réeord Item Meta Type indicates the grammar of the filter query
supplied in thédata element. This enables the protocol to supporttentdil filter grammars without sacrificing
interoperability. The list of grammar types an istpkntation is capable of receiving MUST be indiddteough the use of
the device infd-ilter-Rx element.

Comparison items MUST be valid property names gwkeds specified in thEilterCap  element for the particular filter
query grammar being used and all comparison opasr8ST be supported for each comparison itemeraltvalues used
in comparisons MUST be valid for the property oywerd according to the content type being usedHerquery.
Comparisons are performed using the character @mgsgecified in the content type, where appropriat

A grammar MAY provide logical operators for conjiig sub-expressions (e.g. AND, OR, NOT) to creabrarily
complex expressions. A grammar MAY provide mechasi$or selecting items based on the presence pepties.

5.13.2.1 Content type requirements

If an implementation supports receiving filtersagiven data store, all expressions that testaheeg of certain base media
object properties for that data store, regardlésiseoquery grammar used, are OPTIONAL. If theregpion is unsupported
by the recipient, one of the previously listed ssatodes MUST be returned to the sender. The s&ti@tJLD then modify
the expression based on the device info obtaired the recipient. If no expression can be agreea lygtween the sender
and the recipient then it is up to the sender terddne if the synchronization can be sent withren Filter element or if the
synchronization SHOULD be aborted.

Filtering for all contents types is OPTIONAL and MAe supported.
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5.13.2.1.1 Contacts Media Object Filter

Filtering for vCard 2.1 [IMCVCARD] and vCard 3.0 fZ2426] objects can be specified using tRétord andField
elements. In the case Becord elements, the set of recommended keywords to suppoas follows:

ct-filter-keyword = “CATEGORIES” | “"GROUP”

If one chooses to filter based on a property naome properties like Name (“N”) might have sel/éedds. Individual
fields could be indicated using a subscript notatithus, “N[1]” refers to the family name and “Nf2gfers to the given
name.

5.13.2.1.2 Calendar Media Object Filter

Filtering for vCalendar 1.0 [IMCVCAL] and iCalendar0 [RFC2445] objects can be specified using Iigbord and
Field elements. In the case Record elements, the set of recommended keywords to suppoas follows:

ct-filter-keyword = “SINCE” | “BEFORE” | “STATUS”

The format of the “SINCE” and “BEFORE” keywords MU®e a date-time or date format as specified below.

date-time = date "T" time

date = date-value

date-value = date-fullyear date-month date-mday

date-fullyear = 4DIGIT

date-month = 2DIGIT ;01-12

date-mday = 2DIGIT ;01-28, 01-29, 01-30, 01-31 (based on month/year)
time = time-hour time-minute time-second t ime-utc
time-hour = 2DIGIT ;00-23

time-minute = 2DIGIT ;00-59

time-second = 2DIGIT ;00-59

time-utc ="Z"

The “SINCE” keyword represents items that are wittii later than the specified date while the “BEFEDReyword
represents items that are earlier than the spdaifite.

Implementations that support receiving filters datendar media objects are responsible for expgnaicurrence rules
("RRULE” properties) to determine if any instaneeatch the filter conditions. Also, when specifyimglate-time format,
the use of UTC MUST be used in order to avoid tamee ambiguities. Implementations that cannot pi®e UTC date-
time value MUST provide a date value instead.

5.13.2.2 CGI Syntax

This section specifies a CGl-like filtering synt&hen using this syntax, thelter Item Meta Type element MUST
be ‘syncml:filtertype-cgi’. All implementations thaupport receiving filter requests MUST suppos thyncml:filtertype-
cgi” grammar.

The format for the CGl scripting is defined hereamABNF notation [RFC2234] and the grammar defineck is largely the
same as the grammar defined in the OMA DS 1.1.2ifsgation. If the CGI syntax is supported fodata store, then all of
the logical CGl scripting primitives in the follomg table MUST be supported. CGI syntax queries caaain at most 1
type of logical separator, but they MAY contain el logical separators of the same type. For el@ntipey MAY contain
several “&OR;” logical operators but a query canomttain both an “&AND;” and an “&OR;” logical opator in the same
expression. The SPACE character MUST be specifjetthd hexadecimal encoding as stated by the fospetification for
Uniform Resource Identifiers.
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Since the use of lexographic comparison operasdisciale specific (for example the use of the “&Ldperator), devices
SHOULD NOT use these operators when specifyingiex fior free form text properties. Instead, thiéof@ing logical
operators SHOULD be used in place: “&EQ;”, “&IEQ{&NE;”, “&INE;”, “& CON;", “&ICON;".

Queries using value-based properties (propertegsniiay only contain specific pre-defined valueso28HLD only use the
following operators: “&EQ);”, “&EQ;”, “&NE;”, “&NE ;.

VCHAR = %x20-7E ;Visible latin characters within UTF-8 or SPACE character

string-value = 1*VCHAR ;Case sensitive string valu e
log-equalitycomp = "&EQ;" ;Equal To (case sensitiv e)

/ "&IEQ);" ;Equal To (case insensit ive)

/ "&NE;" ;Not Equal To (case sens itive)

/ "&INE;" ;Not Equal To (case inse nsitive)

log-op = log-equalitycomp

/"&GT;" ;Greater Than (case sensiti
/"&IGT;" ;Greater Than (case insensi
/"&GE;" ;Greater Than Or Equal To (

/ "&IGE;" ;Greater Than Or Equal To (
["&LT;" ;Less Than (case sensitive)

[ "&ILT;" ;Less Than (case insensitiv
/"&LE;" ;Less Than Or Equal To (cas

[ "&ILE;" ;Less Than Or Equal To (cas

/ "&CON; ;Contains the value (case s

/ "&ICON,; ;Contains the value (case i

[ "&NCON; ;Does Not Contain the value
/ "&INCON; ;Does Not Contain the value
log-sep = "&OR;" ;Logical OR

/ "&AND;" ;Logical AND

luid-expression = "&LUID;" log-equalitycomp string-

ct-no-value = “&NULL;” ; No property value for th
ct-filter-keyword = string-value ; Valid content-
ct-filter-value = string-value ; Valid content-typ

ct-expression = ct-filter-keyword (log-op ct-filter
value)

ve)
tive)
case sensitive)

case insensitive)

e)

e sensitive)

e insensitive)
ensitive)
nsensitive)
(case sensitive)

(case insensitive)

value

e item

type specific filter keywords
e specific property value

-value | log-equalitycomp ct-no-
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filter-expression = ct-expression | luid-expressio n filter-query = filter-
expression *(log-sep filter-expression)

5.13.3 Indicating Filter Support

Implementations that support filtering MUST indiedheir support in the device info. For each dtdees a device indicates
the list of filter grammars it is capable of redeiyin theFilter-Rx element.

5.13.3.1 Minimum Requirements for Filtering support

Implementations that support filtering MUST suppeiteiving the “syncml:filtertype-cgi” grammar. Qjifecally, they
MUST include at least orfglter-Rx element specifying the receiving of the “syncritefitype-cgi” grammar.

5.13.4 Handling Data Outside Filter Criteria
The following outlines how to handle synchronizohta outside the filter criteria

1. When using an EXCLUSIVE filter type, the server naty sends all of its changes inside the filtétecia to the
client, but the server MUST also send Deleteslicclient items that are outside the filter erig. If the client
supports the OPTIONAL Soft Delete, the server MA@ Soft Deletes; otherwise, the server MUST segdi H
Deletes. In any case, the server keeps thesetdats in its data store.

The scenario below illustrates a sample behavibtheoEXCLUSIVE filter:
a. First synchronization:
i. Atwo way slow sync has been negotiated with tientisending an EXCLUSIVE filter query
ii. The client sends all of its data

iii. The server sends all of its data within the filteteria and Soft or Hard Deletes for any client
data item outside the filter criteria

b. Subsequent synchronizations:
i. Atwo way sync has been negotiated with the clsemiding an EXCLUSIVE filter query
ii. The client sends all of its changes

iii. The server sends all of its changes within theffitriteria and Soft or Hard Deletes for any client
data item outside the filter criteria

2. When using an INCLUSIVE filter typebefore the client sends any of its changes toehees, the client MAY
choose to send Soft Deletes for all items that weitside the filter criteria after the previous slyronization.

The scenario below illustrates a sample behavibtheoINCLUSIVE filter with the use of the Soft Gaté
mechanism (note that this is only an example, hatlthe use of the Soft Delete is unrelated taNCLUSIVE
filter; the client is allowed to keep a part of @k its data items outside the filter criteriaiie data store with an

INCLUSIVE filter):
a. First synchronization:

i. Atwo way slow sync has been negotiated with tientisending An INCLUSIVE filter query

ii. The client sends all of its data
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iii. The server sends all of its data within the filteteria and also the data regarding the itemsithat
assumes to exist in the client's data store.

iv. After the sync has completed, the client deletemrcinives all data outside of the filter query from
the client database and marks them so that satedetan be sent in the next synchronization

b. Subsequent synchronizations:
i. Atwo way sync has been negotiated with the clsemiding an INCLUSIVE filter query

ii. The client sends Soft Deletes for all client dattsiwe of the filter query (that has either been
deleted or archived) and also sends all of its ghan

iii. The server sends all of its changes within therfittriteria

iv. After the sync has completed, the client deletemrchives all data outside of the filter query from
the client database and marks them so that satedetan be sent in the next synchronization.

Note that if a client chooses to delete the itentside of the filter query instead of archiving
them, it MUST do so immediately after a synchroticain order to prevent the user from

modifying the items between synchronizations ang ghotentially losing changes made by users.

5.13.5 Examples

The following examples are provided to furthersthate the usage of filtering in OMA DS 1.2.

5.135.1 Contact Media Objects

5.13.5.1.1 Example 1

In this scenario, the client wishes to sync onlytact items that fall into the “business” or “panaf group.
1. During the initial sync, the client and server exape their device info.

2. The client analyses the server’s device info, &edctient notes that the server supports receiffiitegs on the
Contacts data store for queries using the “syndteltiype-cgi” grammar.

a. The serverincludes in its device info tfRiéer-Rx andFilterCap  elements that it supports.

b. The client doesn't require filtering on any addiiid fields, so it determines that this server sugie
filter it wishes to send.

<Datastore>
<SourceRef>./contacts</SourceRef>
<DisplayName>Contacts DB</DisplayName>

;.Filter-Rx>
<CTType>syncml:filtertype-cgi</CTType>

<VerCt>1.0</VerCT>
</Filter-Rx>
<CTCap>

</CTCap>
<FilterCap>
<CTType>syncml:filtertype-cgi</CTType>
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| <VerCt>1.0</VerCt> |
‘ <Filterkeyword>GROUP</Filterkeyword> ‘
<PropName>CATEGORIES</PropName>
</FilterCap>
</Datastore>

3. The client sends alert for the Contacts data store with a filter.
a. lItincludes the-ilter Meta Type element to indicate the content type desired (@@athis example).

b. Itincludes &Filter Record element with &Meta Type value of “syncml:filtertype-cgi” to indicate
the grammar being used.

c. Thefilter query in thétem Data element contains a value of “GROUP&ICON;busines§&GROUP
&ICON;personal” to constrain the items synchronizethose that fall into the “business” or “persiina
group (case insensitive).

<Alert>
<Data>200</Data>
<ltem>
<Target>
<LocURI>./contacts</LocURI>
<Filter>
<Meta><Type>text/x-vcard</Type></Meta>
<Record>
<Item>
<Meta><Type>syncml:filtertype-cgi</Type ></Meta>
<Data> GROUP&ICON;business&OR;GROUP&ICON;personal</Data>
</ltem>
</Record>
</Filter>
</Target>
<Source>
<LocURI>dev-contacts</LocURI>
</Source>
</ltem>
</Alert>

4. The server receives thidert  with theFilter Record element.

a. It determines that it supports the filter operationthe data store, content type, filter gramnaaq
properties.

b. It replies with a status code of 200 for thiert , indicating that it can satisfy the request tocswiith
filtering.

5. The synchronization process continues normally.
a. The client sends all of its changes to the seityer f{iter constraint is not imposed on it in teienario).

b. The server sends changes only for items that gatisffilter query.

5.13.5.1.2 Example 2

In this scenario, the client wishes to sync onlytaet items that fall into the “business” or “parai group. Additionally
the client has indicated in its device info thatipports the PHOTO property, but it does not wasteceive the PHOTO
property from the server for this synchronizatieguest.
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1. During the initial sync, the client and server exape their device info.

2. The client analyses the server’s device info, &edctient notes that the server supports receifiitegs on the
Contacts data store for queries using the “syndteltiype-cgi” grammar.

a. The serverincludes in its device info tfRiéer-Rx andFilterCap  elements that it supports.

b. The client doesn't require filtering on any addii@d fields, so it determines that this server sugpihe
filter it wishes to send.

3. The client sends aflert for the Contacts data store with a filter.
a. Itincludes the-ilter Meta Type element to indicate the content type desired (@@athis example).

b. Itincludes &Filter Record element with &Meta Type value of “syncml:filtertype-cgi” to indicate
the grammar being used.

c. Thefilter query in thétem Data element contains a value of
“GROUP&ICON;business&OR;GROUP&ICON;personal” to strain the items synchronized to those

that fall into the “business” or “personal” grougaée insensitive).

d. Itincludes &Filter Field element containing a Property element set to “PB0dontaining a
MaxSize element set to 0 (zero).

<Alert>
<Data>200</Data>
<ltem>
<Target>
<LocURI>./contacts</LocURI>

<Filter>
<Meta><Type>text/x-vcard</Type></Meta>
<Record>
<Item>
<Meta><Type>syncml:filtertype-cgi</Type ></Meta>
<Data> GROUP&ICON;business&OR;GROUP&ICON;personal</Data>
</ltem>
</Record>
<Field>
<Item>
<Meta><Type>application/vnd.syncml-devi nf+xml</Type></Meta>
<Data><![CDATA[
<Property>
<PropName>PHOTO</PropName>
<MaxSize>0</MaxSize>
<NoTruncate/>
</Property>
]]></Data>
</ltem>
</Field>
</Filter>
</Target>
<Source>
<LocURI>dev-contacts</LocURI>
</Source>
</ltem>
</Alert>

4. The server receives thdert  with theFilter Record andField elements.
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a. It determines that it supports the filter operasiéor the data store, content type, filter gramraad
properties.

b. It replies with a status code of 200 for the Alartlicating that it can satisfy the request to syiith
filtering.

5. The synchronization process continues normally.
a. The client sends all of its changes to the seiter f{iter constraint is not imposed on it in teienario).

b. The server sends changes only for items that gatisffilter query. The server does not send an@P@
properties since the client has requested thashes to receive only 0 bytes of this propertytfos
synchronization request and the value should SHOWabe truncated.

5.13.5.2 Calendar Media Objects

5.13.5.2.1 Example 1

In this scenario, the client wishes to synchroci@endar items that fall within a two week windofitime (starting with the
current date).

1. During the initial sync, the client and server exe their device info.

2. The client analyses the server’s device info, &edctient notes that the server supports receiffiitegs on the
Calendar data store for queries using the “syndteltfype-cgi” grammar.

a. The server includes in its device info tfRiéer-Rx andFilterCap  elements that it supports. This
includes the SINCE and BEFORE keywords.

b. The client doesn’t require filtering on any additab fields, so it determines that this server sujgpibne
filter it wishes to send.

<Datastore>
<SourceRef>./calendar/events</SourceRef>
<DisplayName>Calendar Agenda DB</DisplayName>

<Filter-Rx>
<CTType>syncml:filtertype-cgi</CTType>
<VerCt>1.0</VerCT>

</Filter-Rx>

<CTCap>

</CTCap>

<FilterCap>
<CTType>syncml:filtertype-cgi</CTType>
<VerCt>1.0</VerCt>
<Filterkeyword>BEFORE</FilterKeyword>
<FilterKeyword>SINCE</FilterKeyword>

</FilterCap>

</Datastore>

3. The client sends afdlert for the Calendar data store with a filter.

a. ltincludes the-ilter Meta Type element to indicate the content type desired éQddr in this
example).
b. Itincludes ailter Record element with &eta Type value of “syncml:filtertype-cgi” to indicate

the grammar being used.

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS DS_DataSyncRep-V1_2_2-20090319-A Page 32 (101)

c. Thefilter query in thédtem Data element contains a value of
“SINCE&EQ;20030606 TO00000Z&AND;BEFORE&EQ;2003062@OM0O0Z” to constrain the items
synchronized to those that occur between June(® 26d June 19, 2003 inclusive, using the “SINQf! a
“BEFORE” keywords.

<Alert>
<Data>200</Data>
<|tem>
<Target>
<LocURI>./calendar/events</LocURI>

<Filter>
<Meta><Type>text/x-vcalendar</Type></Meta>
<Record>
<Iltem>
<Meta><Type>syncml:filtertype-cgi</Ty pe></Meta>

<Data>SINCE&EQ;20020707T000000Z&AND;BEFORE&EQ;20020 728T000000Z</Data>

</ltem>
</Record>

</Filter>

</Target>
<Source>

<LocURI>dev-agenda</LocURI>
</Source>
</ltem>
</Alert>

4. The server receives tidert with theFilter Record element.

a. It determines that it supports the filter operationthe data store, content type, filter gramnaag
properties.

b. It replies with a status code of 200 for thlert , indicating that it can satisfy the request tocsyiith
filtering.

5. The synchronization process continues normally.
a. The client sends all of its changes to the semer f{lter constraint is not imposed on it in teienario).

b. The server sends changes only for items that gatisffilter query.

5.13.5.2.2 Example 2

In this scenario, the client wishes to synchromézk items (iCalendar vTODO components) that hatdaen completed
and are due within the next 2 weeks (using the DTHtendar property). The client also wishes totlithe size of the
DESCRIPTION property to 100 bytes and only recéifd ACH properties that are less than 1000 bytes.

1. During the initial sync, the client and server exape their device info.

2. The client analyses the server’s device info, &edctient notes that the server supports receifiitegs on the
Calendar data store for queries using the “syndtelfype-cgi” grammar.

a. The server includes in its device info tRiéer-Rx andFilterCap  elements that it supports. This
includes the STATUS and DUE keywords.

b. The client doesn’t require filtering on any additab fields, so it determines that this server sujgpiine
filter it wishes to send.
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<CTCap>

<Datastore>
<SourceRef>./calendar/tasks</SourceRef>
<DisplayName>Task DB</DisplayName>

<Filter-Rx>
<CTType>syncml:filtertype-cgi</CTType>
<VerCt>1.0</VerCT>

</Filter-Rx>

</CTCap>

<FilterCap>
<CTType>syncml:filtertype-cgi</CTType>
<VerCt>1.0</VerCt>
<PropName>DUE</PropName>
<PropName>STATUS</PropName>

</FilterCap>

</Datastore>

3. The client sends afdlert for the Calendar data store with a filter.

a. ltincludes the-ilter Meta Type element to indicate the content type desired &Qddr in this
example).

b. Itincludes ailter Record element with &Meta Type value of “syncml:filtertype-cgi” to indicate
the grammar being used.

c. The filter query in thédtem Data element contains a value of
“DUE&LE;20030620T000000Z&AND;STATUS&NE; COMPLETED @ constrain the items
synchronized to those that are due before Jun2@XB and have not been completed.

d. Itincludes &Filter Field element containing a Property element set to “DEBTION” containing
a MaxSize element set to 100 and a second proplemyent set to “ATTACH” containing a MaxSize of
1000 with the NoTruncate tag present.

<Alert>
<Data>200</Data>
<ltem>
<Target>

<LocURI>./calendar/tasks</LocURI>

<Filter>

<Meta><Type>text/x-vcalendar</Type></Meta>

<Record>

<ltem>

<Meta><Type>syncml:filtertype-cgi</Type ></Meta>
<Data>DUE&LE;20030728T000000Z&AND;STATU S&NE;COMPLETED</Data>

</ltem>
</Record>

<Field>
<ltem>

<Meta><Type>application/vnd.syncml-devi nf+xml</Type></Meta>
<Data><![CDATA[
<Property>
<PropName>DESCRIPTION</PropName>
<MaxSize>100</MaxSize>
</Property>
<Property>
<PropName>ATTACH</PropName>
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<MaxSize>1000</MaxSize>
</NoTruncate>
</Property>
JI></Data>
</ltem>
</Field>

</Filter>
</Target>
<Source>
<LocURI>dev-tasks</LocURI>
</Source>
</ltem>
</Alert>

4. The server receives thdert  with theFilter Record element.

a. It determines that it supports the filter operationthe data store, content type, filter gramnaad
properties.

b. It replies with a status code of 200 for thlert , indicating that it can satisfy the request tocswyiith
filtering.

5. The synchronization process continues normally.
a. The client sends all of its changes to the seer f{lter constraint is not imposed on it in tesenario).

b. The server sends changes only for items that gatisffilter query. The server has truncated the
DESCRIPTION properties to 100 bytes and has al$sert any ATTACH properties that are larger than
1000 bytes.
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6. Mark-up Language Description

Examples in this section make use of XML snipp&tey are not intended to be complete XML documeFtgy are only
provided to illustrate an example usage of the eldrntype in question.

Restrictions listed in this document are in additio the restrictions listed in [REPPROQ].

6.1 Common Use Elements

The following are common element types used by manseother SyncML element types.
The formal static conformance requirements forSkecML data description elements are found in AplpeA.

The following table further elucidates the statimformance requirements for the SyncML data dpseri elements for
devices conforming to this specification.

Command Support of Synchronization Server Support of Synchronization Client
Sending Receiving Sending Receiving
Archive MAY MAY MAY MAY
Chal MUST MUST MAY MUST
Cmd MUST MUST MUST MUST
CmdID MUST MUST MUST MUST
CmdRef MUST MUST MUST MUST
Cred MUST MUST MUST MUST
Field MAY MAY MAY MAY
Filter MAY MAY MAY MAY
FilterType MAY MAY MAY MAY
Final MUST MUST MUST MUST
Lang MAY MAY MAY MAY
LocName MAY MAY MAY MAY
LocURI MUST MUST MUST MUST
MoreData MUST MUST MAY MAY
MsgID MUST MUST MUST MUST
MsgRef MUST MUST MUST MUST
NoResp MAY MUST MAY MUST
NoResults MAY MAY MAY MAY
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NumberOfChanges MAY MUST MAY MAY
Record MAY MAY MAY MAY
RespURI MAY MUST MAY MUST
Session|D* MUST MUST MUST MUST
SftDel MAY MAY MAY MAY
Source MUST MUST MUST MUST
SourceParent MAY MAY MAY MAY
SourceRef MUST MUST MUST MUST
Target MUST MUST MUST MUST
TargetParent** MAY MUST NOT MUST NOT MAY
TargetRef MUST MUST MUST MUST
VerDTD MUST MUST MUST MUST
VerProto MUST MUST MUST MUST

*The maximum length of a SessionID is 4 bytes. Nimtea client having an 8 bit incrementing Sessibnbunter is enough
for practical implementations.

**TargetParent is never sent by a client

6.1.1 Archive

Restrictions: If the element type is present ilDalete command that contains a sequenchkesh element types, then
it applies to all of the data items.

If this element type is not specified, then theetld data need not be archived by the recipieat fwibeing deleted.

If the recipient does not support this functionrthiee response status code 2D@léte withoutArchive ) MUST be
returned if the delete was successful. Bekete for other possible error codes.

Example:

<Delete>
<CmdID>1234</CmdID>
<Archive/>
<ltem>
<Target><LocURI>./11</LocURI></Target>
</ltem>
</Delete>
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6.1.2 Chal
Restrictions. No additional restrictions beyond those defineiREPPRO].

Example: The following is an example of an OMA DS "Basic'ttaentication challenge. The password and userid are
requested to be Base64 character encoded. Thangbformat of the authentication scheme are sjekifiy the meta-
information in theMeta element type.

<Status>
<MsgRef>0</MsgRef>
<Cmd>SyncHdr</Cmd>
<TargetRef>http://www.datasync.org/servlet/syncit </TargetRef>
<SourceRef>IMEI:001004FF1234567</SourceRef>
<Chal>
<Meta>
<Type xmins="syncml:metinf'’>syncml:auth-basic </Type>
<Format xmIns="syncml:metinf’>b64</Format>
</Meta>
</Chal>
<Data>401</Data>
</Status>

The following is an example of an OMA DS "MD5 digjeauthentication challenge. The MD5 Digest is rested to be
Base64 character encoded. The type and formaedduthentication scheme, as well as the next narecepecified by the

meta-information in thdleta element type

<Status>
<MsgRef>0<MsgRef>
<Cmd>SyncHdr</Cmd>
<TargetRef>http://www.datasync.org/servlet/syncit </TargetRef>
<SourceRef>IMEI:001004FF1234567</SourceRef>
<Chal>
<Meta>
<Type xmins="syncml:metinf’>syncml:auth-md5</ Type>
<Format xmIns="syncml:metinf’>b64</Format>
<NextNonce xmiIns="syncml:metinf'’>ZG9iZWhhdmUN Cg==</NextNonce>
</Meta>
</Chal>
<Data>401</Data>
</Status>
6.1.3 Cmd

Restrictions. No additional restrictions beyond those definefREPPRO].

Example:

<Status>
<CmdIiD>4321</CmdID>

<MsgRef>1</MsgRef>
<CmdRef>1234</CmdRef>

<Cmd>Add</Cmd>
<TargetRef>./mail/brucel</TargetRef>
<Data>401</Data>
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<Item>
<Meta>
<NextNonce xmins="syncml:metinf>FOOBAC==</Ne xtNonce>
</Meta>
</ltem>
</Status>

6.1.4 CmdID

Restrictions: No additional restrictions beyond those definefREPPRO].

Example:

<Add>
<CmdID>1234</CmdID>
<Cred>
<Meta>
<Type xmins="syncml:metinf’>syncml:auth-md5</ Type>
<Format xmIns="syncml:metinf’>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Iltem>
<Source><LocURI>./12</LocURI></Source>
<Meta>
<Type xmins="syncml:metinf’>text/directory;pr ofile=vCard</Type>
</Meta>
<Data>BEGIN:VCARD
VERSION:3.0
FN:Smith;Bruce
N:Bruce Smith
TEL; TYPE=WORK;VOICE:+1-919-555-1234
END:VCARD
</Data>
</ltem>
</Add>

6.1.5 CmdRef

Restrictions: No additional restrictions beyond those defire§REPPRO].

Example:

<Status>
<CmdID>4321</CmdID>

<MsgRef>1</MsgRef>
<CmdRef>1234</CmdRef>
<Cmd>Add</Cmd>
<TargetRef>./mail/brucel</TargetRef>
<Data>401</Data>
<Item>
<Meta>
<NextNonce xmlIns="syncml:metinf'’>ZG9iZWhhdmUN Cg==</NextNonce>
</Meta>
</ltem>
</Status>
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6.1.6 Cred

Restrictions: If the authentication scheme syhcml:auth-md5  ’, namely MD5 Digest scheme, the digest supplieth
Cred element MUST be computed as follows:

Let H = the MD5 Hashing function.

Let Digest = the output of the MD5 Hashing function
Let B64 = the base64 encoding function.

Digest = H(B64(H(username:password)):nonce)

MD5 authentication scheme provides a safe way fevgntion of replay attacks to transmit the creidéimt MD5 digest to
the recipient. It is recommended that the passuwgngither sent as part of the Cred element, nibrégjuired to be known
explicitly by the recipient if it stores a pre-counted hash of the 'username:password' string.

Example: The following is an example of a MD5 digest schemtiere the user name is “Bruce2”, the password is
“OhBehave”, and the nonce is “Nonce”.

<Cred>
<Meta>
<Type xmlIns="syncml:metinf'’>syncml:auth-md5</Ty pe>
<Format xmIns="syncml:metinf’>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>

6.1.7 Field

Restrictions: No additional restrictions beyond those defireREPPRO].

Example: The following is an example of kield element used withinBilter  element to define the characteristics of
the subset of data to be synchronized. Hitter Field element contains a Property element set to “PHOTO”
containing a MaxSize element set to 0 (zero). THdgates to the server that it SHOULD NOT send RHOTO properties
since the client has requested that it wishesdeive only 0 bytes of this property for this syrahization request and the
value SHOULD NOT be truncated.

<Filter>
<Field>
<ltem>
<Meta><Type>application/vnd.syncml-dev inf+xml</Type></Meta>
<Data><![CDATA][
<Property>
<PropName>PHOTO</PropName>
<MaxSize>0</MaxSize>
<NoTruncate/>
</Property>
lI></Data>
</Item>
</Field>

<Filter/>
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6.1.8 Filter

Restrictions: No additional restrictions beyond those defireREPPRO].
Example: The following is an example ofRlter  element which
1. usesthdrecord element with &eta Type value of “syncml:filtertype-cgi” to indicate theammar being used.

2. uses the Item Data element to constrain the items synchronized tedtibat fall into the “business” or
“personal” group (case insensitive) with the cgdssion “GROUP&ICON;business&OR; GROUP
&ICON;personal”.

<Filter>
<Record>
<ltem>
<Meta><Type>syncml:filtertype-cgi</Type ></Meta>
<Data>GROUP&ICON;business&OR;GROUP&ICON ;personal</Data>
</ltem>
</Record>
</Filter>

6.1.9 FilterType

Restrictions: No additional restrictions beyond those defireREPPRO].

Example: The following is an example of a Filter element ethuses the EXCLUSIVE FilterType keyword.

<Filter>
<FilterType>EXCLUSIVE</FilterType>
<Record>
<ltem>
<Meta><Type>syncml:filtertype-cgi</Type ></Meta>
<Data>GROUP&ICON;business&OR;GROUP&ICON ;personal</Data>
</Item>
</Record>
</Filter>

6.1.10 Final

Restrictions: No additional restrictions beyond those defire§REPPRO].

Example:

<SyncML xmins= 'SYNCML:SYNCML1.2'>
<SyncHdr>...blah, blah...</SyncHdr>
<SyncBody>
...blah, blah...
<Final/>
</SyncBody>
</SyncML>
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6.1.11 Lang

Restrictions. The value of the element type MUST be a valid [RFE8] formatted International language identifieneT
semantics for this element type are quite diffetbah thexml:lang attribute defined in [XML], which indicates the
International language identifier for the conterformation of any element type. This element tygd34 NOT be used to
specify the actual language of element types igr& L document. Thaml:lang attribute MUST be used for this latter
purpose.

Example:

<Get>
<CmdID>5</CmdID>
<Lang>en-US</Lang>
<ltem>
<Target><LocURI>./F123456F</LocURI></Target>
<Source><LocURI>./10</LocURI></Target>
</ltem>
</Get>

6.1.12 LocName

Restrictions: A target- or source-specific display name to &soaiated with the associatedcURI value in theTarget
or Source element type.

6.1.13 LocURI

Restrictions. Section 4.12, "Target and Source Addressing" pesvigstrictions on the values for threcURI element
type.

Example:

<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</Session|D>
<MsgID>1</MsgID>

<Target >
<LocURI>http://www.datasync.org/servlet/syncit/</ LocURI>
</Target>
<Source><LocURI>IMEI:001004FF1234567</LocURI></So urce>
</SyncHdr>

6.1.14 MoreData
Restrictions. No additional restrictions beyond those definefREPPRO].

Example:

<Add>
<CmdID>15</CmdID>
<Meta>
<Type>text/x-vcard</Type>
<Size>3000</Size>
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</Meta>

<ltem>
<Source><LocURI>2</LocURI></Source>
<Data>BEGIN:VCARD
VERSION:2.1
FN:Bruce Smith
N:Smith;Bruce
TEL;WORK;VOICE:+1-919-555-1234
TEL;WORK;FAX:+1-919-555-9876
NOTE: here starts a huge note field, or icon etc...

</Data>
<MoreData/>
</ltem>
</Add>

6.1.15 MsglD

Restrictions: No additional restrictions beyond those definefREPPRO].

Example:

<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>1.2</VerProto>
<SessionlD>1</SessionID>
<MsgID>1</MsgID>

<Target><LocURI>http://www.syncml.host.com/</LocU RI></Target>
<Source><LocURI>IMEI:001004FF1234567</LocURI></So urce>
</SyncHdr>

6.1.16 MsgRef

Restrictions: No additional restrictions beyond those definefREPPRO].

Example:

<Status>
<CmdID>4321</CmdID>
<MsgRef>1</MsgRef>
<CmdRef>1234</CmdRef>
<Cmd>Add</Cmd>
<Data>200</Data>
</Status>

6.1.17 NoResp

Restrictions. When specified, the recipient MUST NOT return a@&aommand for the associated SyncML command. If
specified on th&yncHdr element type, the recipient MUST NOT return argt& for any of the commands in the current
SyncML message.

Example:

I <Replace>
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<CmdID>1</CmdID>
<NoResp/>
<Iltem>
<Source><LocURI>./127</LocURI></Source>
<Meta>
<Type xmiIns="syncml:metinf’>text/directory pr ofile=vCard</Type>
</Meta>
<Data>BEGIN:VCARD
VERSION:2.1
FN:Bruce Smith
N:Smith;Bruce
TEL; TYPE=WORK;VOICE;MSG:+1-919-555-9999
ADR:;;123 Main St.;Anywhere;CA;;US
END:VCARD
</Data>
</ltem>
</Replace>

6.1.18 NoResults

Restrictions. The indicator is used to force the results of a@eaommand to remain on the recipient system in a

temporary repository specified by tBeurce element type within the command.

If the recipient does not support local temporapuositories, thed(06) Optional feature not supported
exception condition will be created.

Example:

<Search>
<CmdID>3</CmdID>
<NoResults/>

<Source><LocURI>./brucel/emp_tabl.db</LocURI></So urce>
<Meta><Type xmins="syncml:metinf’>application/sq| </Type></Meta>
<Data>SELECT EQ * WHERE "FN" EQ "Bruce Smith"</Da ta>

</Search>

6.1.19 NumberOfChanges

Restrictions: The element type MUST be specified by the setwvetr only if the client has indicated that it sugpo
NumberOfChanges. It MAY be specified by the clighsynchronizations are carried out on more thaa datastore (e.qg.

Contacts & Calendar), then <NumberOfChanges> MU&$decified for each datastore.

The <NumberOfChanges> element MUST only be spetifiehe <Sync> command.

Example:

<Sync>
<CmdID>5</CmdID>
<Target><LocURI>contacts</LocURI></Target>
<Source><LocURI>C:\System\data\Contacts.cdb</LocU RI></Source>
<NumberOfChanges>20</NumberOfChanges>

</Sync>
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6.1.20 Record

Restrictions: No additional restrictions beyond those defireREPPRO].

Example: The following is an example ofRecord element used withinEilter  element to define the characteristics of
the subset of data to be synchronized.

1. TheMeta Type value of “syncmil:filtertype-cgi” indicates the gnanar being used.

2. Theltem Data  element constrains the items synchronized to ttiwateall into the “business” or “personal”
group (case insensitive) with the cgi expressioRWP&ICON;business&OR; GROUP & CON;personal”.

<Filter>
<Record>
<ltem>
<Meta><Type>syncml:filtertype-cgi</Type ></Meta>
<Data>GROUP&ICON;business&OR;GROUP&ICON ;personal</Data>
</ltem>
</Record>
</Filter>

6.1.21 RespURI

Restrictions: CGl scripting can be used to convey "hints" t técipient about when a response could be attemphe
script parameter "after” is used for this purpdde value of the parameter is an UTC based, ISQ 868ic format,
complete representation for a date and time ofvd&ye (e.g., 20000502T224952Z for May 02, 20002ah@urs, 49 minutes
and 52 seconds UTC) [ISO8601. Additional scripiapaeter can be prefixed or appended to this OMA pific CGI
script parameter. See Section 5.13.2.2.

Example: In the following example, a response URI is sfiediwith the application specific CGI script pareter of user,
which is prefixed to the OMA DS script parameteatier

<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</Session|D>
<MsgID>1</MsgID>
<Target>
<LocURI>IMEI:001004FF1234567</LocURI>
<LocName>Bruce’s Mobile Device</LocName>
</Target>
<Source>
<LocURI>http://www.datasync.org/servlet/syncit/ brucel</LocURI>
</Source>
<RespURI>http://www.datasync.org/servlet/syncit/b rucel?user=jsmith&after
=20000512T133000Z</RespURI>
</SyncHdr>

6.1.22 SessionlD

Restrictions. No additional restrictions beyond those definefREPPRO].
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Example:

<SyncML xmins= 'SYNCML:SYNCML1.2'>
<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</SessionID>
<MsgID>3</MsgID>
<Target>
<LocURI>IMEI:001004FF1234567</LocURI>
</Target>
<Source>
<LocURI>http://www.datasync.org/servlet/synci t/</LocURI>
</Source>
</SyncHdr>
<SyncBody>
...blah, blah...
</SyncBody>
</SyncML>

6.1.23 SftDel

Restrictions: The data item is deleted from the client dataesbut not from the set of synchronization datae T®oft
Delete" can be specified by an OMA DS server te fip storage resources in the OMA DS client poa synchronization
operation. If not present, then the semantics @iblete command are a "Hard Delete" of the data.itn addition, the
OMA DS client can specify the "Soft Delete" to frge storage resources in the OMA DS client prics &ynchronization
operation with the OMA DS server. Thus, the Softedlecommand is asymmetrical and depends on tleetlsid sends the
command. Nevertheless the deletion of the datayallWwappens in the client's data store, whatevesittee(client/server)
which sends the command.

The OMA DS client MUST maintain the LUID (Local Unie Identifier) associated with the soft-deletedhitso that
server(s) can re-use the LUID if the item is maadifby a server. The client can also use the LUIBrder to retrieve a soft
deleted item using an INCLUSIVE filtering by LUIRguest (see the example below in "Recovering adseddéted item"”).
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The OMA DS server MUST NOT delete the map itemeeissed with the "Soft Deleted" items.

Example below: State of the data stores and themgpable after the "Bike" item was Soft Deletedher by the client, or
by the server.

Client Server
LUID DATA STATUS GUID DATA STATUS GUID LUID
11 Car synchronized 101 Car synchronized 101 11
22 Bike 202 Bike Soft Deleted 202 22
33 Truck synchronized 303 Truck synchronized 303 33
44 Shoes synchronized 404 Shoes synchronized 404 44
The client maintains the LUID, The server marks the item as Soft Deleted.

but deletes the data.
The server keeps the data item in its data store and

maintains the GUID and the mapping between
GUID and LUID in its table.

Figure 3: State of the data stores and the mappinigble
after an item was Soft Deleted.

Recovering a soft deleted item:

The duration of the Soft Delete and the way to veca soft deleted item are not defined in theenirrelease and are
implementation-specific.

However, it is recommended to consider that, a&t|easoft deleted item is sent back to the client:

- During a Slow Sync;
- When an INCLUSIVE filtering by LUID request inclutj the soft deleted item is defined by the cliseie(the
example below).

When a soft deleted item is sent back to the ¢libetserver sends a Replace command to the alitmthe old maintained
LUID.

Example below: Recovering the "Bike" item usinglICLUSIVE filter by LUID.

Client Server
Session with the
LUID DATA STATUS foIIowing GUID DATA STATUS GUID LUID
11 Car synchronized lNCLUSlVE_ filter 101 Car synchronized 101 11
22 Bike ‘&Luﬁigé@zzy 202 Bike Soft Deleted 202 22
33 Truck synchronized 303 Truck synchronized 303 33
44 Shoes 404 Shoes synchronized 404 44
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Client Server
LUID DATA STATUS Replace Bike with| GuUID DATA STATUS GUID LUID
11 Car synchronized the Tj:gained 101 Car synchronized 101 11
22 Bike P 202 Bike synchronized 202 22
<
33 Truck synchronized 303 Truck synchronized 303 33
44 Shoes synchronized 404 Shoes 404 44

Figure 4: Recovering example of only the soft deletl item using an INCLUSIVE filtering by LUID request.

If the OMA DS client does not support the "Soft &tel', then, §406) Optional feature not supported
MUST be returned in the Status command.

In a two-way synchronization, if the OMA DS cliesgecifies a "Soft Delete" for an item that hasadsebeen "Hard
Deleted" on the OMA DS server, thend28) Soft-delete conflict MUST be returned in the Status command.

Example:

<Delete>
<CmdID>3456</CmdID>
<SftDel/>
<Iltem>
<Target><LocURI>./11</LocURI></Target>
</ltem>
</Delete>

6.1.24 Source

Restrictions. Section 4.11, "Target and Source Addressing" pes/gemantics on the content of 8murce element
type.

When specified in thap element type, th8ource element type specifies the routing informationhef database that
originated the map definition. When specified ia apltem element type, th8ource element type specifies the
identifier of the client item.

When specified in th8earch element type, th8ource element type specifies the source routing inforomadf the
database that tHeearch command is to be executed against.

When specified in th8ync element type, th8ource element type specifies the source routing inforomadf the database
originating the data synchronization request.

Example: The following is an example of the usage i@yacHdr element type.

<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</SessionID>
<MsgID>3</MsgID>
<Target><LocURI>http://www.syncml.org/serviet/syn cit/</LocURI></Target>
<Source>
<LocURI>IMEI:001004FF1234567</LocURI>
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<LocName>Bruce’'s Mobile Device</LocName>
</Source>
</SyncHdr>

The following is an example of the usage int@m element type.

<Replace>
<CmdID>4567</CmdID>
<Item>
<Target><LocURI>./brucel/pnab</LocURI></Target>
<Source><LocURI>./contacts</LocURI></Source>
<Meta>
<Type xmiIns="syncml:metinf’>text/directory pr ofile=vCard</Type>
</Meta>
<Data>BEGIN:VCARD
VERSION:3.0
FN:Bruce Smith
N:Smith;Bruce
TEL; TYPE=WORK;VOICE;MSG:+1-919-555-9999
END:VCARD</Data>
</ltem>
</Replace>

The following is an example of the usage iMap andMapltem element type.

<Map>
<CmdID>3456</CmdID>
<Target>
<LocURI>http://www.datasync.org/servlet/syncit? USER=jsmith&db=Employee
_Table.db</LocURI>
</Target>
<Source><LocURI>./tables</LocURI></Source>
<Mapltem>
<Target><LocURI>./0123456789ABCDEF</LocURI></Ta rget>
<Source><LocURI>./12</LocURI></Source>
</Mapltem>
</Map>

6.1.25 SourceParent
Restrictions:

SourceParent  provides parent information of the child that isntioned in th&ource LocURI  or Target LocURI
of the sync commands suchMsve, Add and Replace . SourceParent MUST be specified il\dd, Replace
or Move, if and only if the objects have hierarchical nature. have a parent and child relati®@ourceParent  has
meaning only when synchronizing objects in a datastvith hierarchical structure.

In case the parent container is root then the vafltlee SourceParent  MUST be indicated by ‘/’, without the quotes.
The semantics of thBourceParent  element differs depending on who the sendingiside
a If client sends the SourceParent element thempriesents the client side’s ID of an item.

a If server sends the SourceParent element thepriégsents a temporary ID (GUID) of the item that wesviously
sent by the server to the client and for whichNteg was not yet received by the server.
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In the case of moving a child on the server that aleeady synced with the client to a new parehtclvhasn’t been synced,
the server MUST us8ourceParent . In such situations the new parent has to be abdfmte theéviove can be
performed. This scenario is further illustratedtby example

Example:
<Add>
<CmdID>12345</CmdID>
<ltem>
<Source><LocURI>1002345/</LocURI></Source>
<Data>
</Data>
</ltem>
</Add>
<I-- Since this is an add from the server to the cl ient, client will
assign an id on its own to the folder added by the server. The mapping of
the client’s id with server TempGUID ‘1002345’ MUS T be maintained by the
client till the end of Package 4 -->
<Move>
<CmdID>1234</CmdID>
<Meta><Type xmlns='syncml:metinf'>text/plain</Typ e></Meta>
<Iltem>
<Target><LocURI>110</LocURI></Target>
<SourceParent><LocURI>1002345</LocURI></SourceP arent>
</ltem>
</Move>
<I-- Since server hasn't received the mapping yet, server will use the
same TempGUID ‘1002345’ when addressing the NEW Par ent folder in the

SourceParent of the Move Command -->

6.1.26 SourceRef

Restrictions: No additional restrictions beyond those definefREPPRO].

Example:

<Status>
<CmdID>4321</CmdID>
<MsgRef>1</MsgRef>
<CmdRef>1234</CmdRef>
<Cmd>Add</Cmd>
<TargetRef>./01234567890ABCDEF</TargetRef>
<SourceRef>./12</SourceRef>
<Data>200</Data>

</Status>

6.1.27 Target

Restrictions: Section 4.11, "Target and Source Addressing" ides/semantics on the content of Treeget  element
type.

When specified in th#ap element type, the Target element type specifiesdbting information of the database that is to
maintain the map definition.
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When specified in thMapltem element type, th&arget element type specifies the identifier of the sertem.

When specified in th8earch element type, th&arget element type specifies the target routing infoiaratvhere the
search results are to be temporarily stored. Bi¢hse, the results will be specified as the sdiorca subsequent SyncML

command.

When specified in th8ync element type, th&arget element type specifies the source routing inforomadf the database

receiving the data synchronization request.

Example: The following is an example of the usage iBymcHdr element type.

<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</SessionID>
<MsgID>3</MsgID>

<Source>
<LocURI>IMEI:001004FF1234567</LocURI>
<LocName>Bruce’s Mobile Device</LocName>
</Source>
</SyncHdr>

<Target><LocURI>http://www.syncml.org/servlet/syn cit/</LocURI></Target>

The following is an example of the usage inltwm element type

<Replace>
<CmdID>2</CmdID>
<Iltem>
<Target><LocURI>./brucel/pnab</LocURI></Target>
<Source><LocURI>./contacts</LocURI></Source>
<Meta>
<Type xmiIns="syncml:metinf’>text/directory pr ofile=vCard</Type>
</Meta>
<Data>BEGIN:VCARD
VERSION:3.0
FN:Bruce Smith
N:Smith;Bruce
TEL; TYPE=WORK;VOICE;MSG:+1-919-555-9999
END:VCARD</Data>
</ltem>
</Replace>

The following is an example of the usage iMap andMapltem element type

<Map>
<CmdID>3456</CmdID>
<Target>
<LocURI>http://www.datasync.org/servlet/syncit? USER=jsmith&db=Employee
_Table.db</LocURI>
</Target>
<Source><LocURI>./tables</LocURI></Source>
<Mapltem>
<Target><LocURI>./0123456789ABCDEF</LocURI></Ta rget>
<Source><LocURI>./12</LocURI></Source>
</Mapltem>
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</Map>

6.1.28 TargetParent

Restrictions:

TargetParent  provides parent information of the child that isntioned in th@arget LocURI  or Source LocURI of
the sync commands such/4dd, Move andReplace . TargetParent  MUST be specified i\dd, Replace  and
Move, if and only if the objects have hierarchical naftire. have a parent and child relation. Usageao§etParent

has no meaning if objects have a flat structurarg@tParent has meaning only when synchronizingotdbjith hierarchical
structure.

In case the parent container is a root then theevad theTargetParent  MUST be indicated by ‘/’, without the quotes.

TargetParent  element always represents a LUID, i.e. the IDligint that was previously sent by the client udifap
operationTargetParent MUST be used by servers only.

Example: the server requests the client to move the itevingahe LUID ‘110'.

<Move>
<CmdID>1234</CmdID>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Meta><Type xmins='syncml:metinf'>text/plain</Typ e></Meta>
<Iltem>
<Target><LocURI>110</LocURI></Target>
<TargetParent><LocURI>1234</LocURI></TargetPare nt>
</ltem>
</Move>

6.1.29 TargetRef
Restrictions. No additional restrictions beyond those definefREPPRO].

Example:

<Status>
<CmdID>4321</CmdID>
<MsgRef>1</MsgRef>
<CmdRef>1234</CmdRef>
<Cmd>Add</Cmd>
<TargetRef>./01234567890ABCDEF</TargetRef>
<SourceRef>./12</SourceRef>
<Data>200</Data>

</Status>

6.1.30 VerDTD

Restrictions. No additional restrictions beyond those definefREPPRO].
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Example:

<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</SessionID>
<MsgID>1</MsgID>
<Target>
<LocURI>IMEI:001004FF1234567</LocURI>
<LocName>Bruce’s Mobile Phone</LocName>
</Target>
<Source>
<LocURI>http://www.datasync.org/servlet/syncit/
</Source>
</SyncHdr>

brucel</LocURI>

6.1.31 VerProto

Restrictions. Major revisions of the specification create incotifga changes that will require a new SyncML
synchronization engine. Minor revisions involve gges that do not impact basic compatibility of sigachronization
engine. When the SyncML workflow conforms to thesision of the OMA data synchronization protocatdfication the

value MUST be 1.2.

Example:

<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</SessionID>
<MsgID>1</MsgID>
<Target>
<LocURI>IMEI:001004FF1234567</LocURI>
<LocName>Bruce’s Mobile Phone</LocName>
</Target>
<Source>
<LocURI>http://www.datasync.org/servlet/syncit/
</Source>
</SyncHdr>

brucel</LocURI>

6.2 Message Container Elements

The following element types provide the basic comasupport for the SyncML message.

The formal static conformance requirements forSecML data description elements are found in ApipeA.

The following table further elucidates the statimformance requirements for the SyncML data digtsen elements for

devices conforming to this specification.

Command Support of Synchronization Server Support of Synchronization Client
Sending Receiving Sending Receiving
SyncML MUST MUST MUST MUST
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SyncHdr

MUST

MUST

MUST

MUST

SyncBody

MUST

MUST

MUST

MUST

6.2.1 SyncML

Restrictions. Within transports that support MIME content-typeridification, this object MUST be identified as
(for clear-text, XML representation) application/vnd.syncml+wbxml (for

application/vnd.syncml+xml

binary, WBXML representation).

Example:

<SyncHdr>

<MsgID>1</MsgID>
<Target>

</Target>
<Source>

</Source>
</SyncHdr>
<SyncBody>
...blah, blah...
</SyncBody>
</SyncML>

<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</SessionID>

<SyncML xmins= 'SYNCML:SYNCML1.2" >

<LocURI>IMEI:001004FF1234567</LocURI>

<LocURI>http://www.datasync.org/servlet/synci

t</LocURI>

6.2.2  SyncHdr

Restrictions: If specified, the OPTIONAINoResp element type indicates the recipient MUST NOT metanyStatus

commands for any of the commands in the currencinmessage.

Example:

<SyncHdr>

<MsgID>1</MsgID>
<Target>

</Target>
<Source>

</Source>
</SyncHdr>
<SyncBody>

...blah, blah...
</SyncBody>

<VerDTD>1.2</Version>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</SessionID>

<SyncML xmIns="SYNCML:SYNCML1.2’>

<LocURI>IMEI:001004FF1234567</LocURI>

<LocURI>http://www.datasync.org/servlet/synci

t</LocURI>
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</SyncML>

6.2.3 SyncBody
Restrictions. No additional restrictions beyond those definefREPPRO].

Example:

<SyncML xmIns="SYNCML:SYNCML1.2’>
<SyncHdr>
<VerDTD>1.2</VerDTD>
<VerProto>SyncML/1.2</VerProto>
<SessionlD>1</Session|D>
<MsgID>1</MsgID>
<Target><LocURI>IMEI:001004FF1234567</LocURI></ Target>
<Source>
<LocURI>http://www.datasync.org/servlet/synci
</Source>
<Cred>
<Meta>
<Type xmlIns="syncml:metinf’>syncml:auth-md5 </Type>
<Format xmlns="syncml:metinf ' >b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
</SyncHdr>
<SyncBody>
<Get>
<CmdID>1234</CmdID>
<ltem>
<Target><LocURI>./devinfl2</LocURI></Target >
</lItem>
</Get>
</SyncBody>
</SyncML>

t</LocURI>

6.3 Data Description Elements

The following element types are used as contaileenents for data exchanged in a SyncML Message.

The formal static conformance requirements forSecML data description elements are found in ApipeA.

The following table further elucidates the statimformance requirements for the SyncML data dpseri elements for

devices conforming to this specification.

Command Support of Synchronization Server Support of Synchronization Client
Sending Receiving Sending Receiving
Data MUST MUST MUST MUST
ltem MUST MUST MUST MUST
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Meta MUST MUST MUST MUST

6.3.1 Data
Restrictions. No additional restrictions beyond those definefREPPRO].

Example: The following is an example of an Item with datatttioes not contain any mark-up.

<ltem>
<Data>John Smith, +1-919-555-1234</Data>
</ltem>

The following is an example of an Item with datattdoes contain meta-information mark-up data.

<Meta>
<Format xmIns="syncml:metinf’>xml</Format>
<Type xmiIns="syncml:metinf’>application/vnd.syncm I-devinf+xml</Type>
</Meta>
<ltem>
<Data>
<DevInf xmIns="syncml:devinf'>
<Man>|BM</Man>
<Mod>WorkPad</Mod>
<DevTyp>pda</DevTyp>
<DevID>J. Smith</DevID>
<FwV>PalmOSv3.0</FwV>
<OEM>Palm, Inc.</OEM>
</DevInf>
</Data>
</lItem>

6.3.2 ltem

Restrictions. No additional restrictions beyond those definefREPPRO].

Example:

<Add>
<CmdID>1</CmdID>
<Cred>
<Meta>
<Type xmIns="syncml:metinf’>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf’>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<ltem>
<Source><LocURI>./15</LocURI></Source>
<Meta>
<Type xmins='syncml:devinf'>text/directory pr ofile=vCard</Type>
</Meta>
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<Data>BEGIN:VCARD
VERSION:3.0
FN:Smith;Bruce
N:Bruce Smith
TEL; TYPE=WORK;VOICE:+1-919-555-1234
END:VCARD

</Data>

</ltem>

</Add>

6.3.3 Meta

Restrictions:

When specified in thMap, then the scope of the meta-information includetha containedViapltem element types.
When specified in th8earch , the element type specifies the Meta informateg, the type of search grammar.

Example:

<Meta>
<Format xmlns="syncml:metinf>xml</Format>
<Type xmlIns="syncml:metinf’>application/vnd.syncm I-devinf+xml</Type>
</Meta>
<ltem>
<Data>
<DevInf xmIns='syncml:devinf>
<Man>IBM</Man>
<Mod>WorkPad</Mod>
<DevTyp>pda</DevTyp>
<DevID>J. Smith</DevID>
<FwV>PalmOSv3.0</FwV>
<OEM>Palm, Inc.</OEM>
</Devinf>
</Data>
</ltem>

6.4 Protocol Management Elements

The formal static conformance requirements forSfecML protocol management elements are found ipefsgix A.

The following table further elucidates the statimformance requirements for the SyncML protocohagement elements
for devices conforming to this specification.

Command Support of Synchronization Server Support of Synchronization Client
Sending Receiving Sending Receiving
Status MUST MUST MUST MUST
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6.4.1  Status
Restrictions. No additional restrictions beyond those definefREPPRO].

Example:

<SyncBody>
<Status>
<CmdID>8765</CmdID>
<MsgRef>1</MsgRef>
<CmdRef>1234</CmdRef>
<Cmd>Add</Cmd>
<TargetRef>./brucel</TargetRef>
<SourceRef>IMEI:001004FF1234567</SourceRef>
<Data>401</Data>
</Status>
</SyncBody>

6.5 Protocol Command Elements

The formal static conformance requirements forSkecML protocol command elements are found in ApipeA.

The following table further elucidates the statimformance requirements for the SyncML protocohownd elements for
devices conforming to this specification.

Command Support of Synchronization Server Support of Synchronization Client
Sending Receiving Sending Receiving
Add MUST MUST SHOULD MUST
Alert MUST MUST MUST MUST
Atomic MAY MAY MAY MAY
Copy MAY MUST MAY MAY
Delete MUST MUST MUST MUST
Exec MAY SHOULD MAY MAY
Get* MUST MUST SHOULD MUST
Map MAY MUST MUST MAY
Mapltem MAY MUST MUST MAY
Move MAY MAY MAY MAY
Put* MUST MUST MUST MUST
Replace MUST MUST MUST MUST
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Result* MUST MUST MUST SHOULD
Search MAY MAY MAY MAY
Sequence MAY MUST MAY MAY
Status MUST MUST MUST MUST
Sync MUST MUST MUST MUST

*Minimum requirement for an OMA DS device is to popt Put, Get , andResult when exchanging device
information.

6.5.1 Add

Restrictions. The Add command is generally used to convey to the regigiay additions made to the originator’s
database. For example, a mobile device will inéi¢atthe network server any additions made todballcalendar database.

The originator of the command SHOULD only senddeed/properties of the data item that are suppdayetie recipient.
The device information document of the recipient cantain this information.

The mandator£mdID element type specifies the SyncML message-unidgstifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusMot&T NOT be returned for the
command.

The OPTIONALCred element type specifies the authentication credktdibe used for the command. If not present, the
default authentication credential is taken frompheentSync element type. If not specified there, the defauthentication
credential is taken from tigyncHdr element type. If £&red element type is not present in any of these atlenent
types, then the command is specified without ahenitcation credential.

The OPTIONALMeta element type specifies meta-information to be deethe command. For example, the common
media type or format for all the items can be dipeti The scope of the meta-information is limitedhe command.

One or mordtem element types MUST be specified. Titem element type specifies the data item added tdatebase.
TheTarget andSource specified within the Item element type SHOULD bhekative URI, as relative to the
correspondingarget andSource specified in the paredtomic , Sequence or Sync command.

When synchronizing hierarchical objects, Add comdcheiem element MUST include parent information. Bos purpose
SourceParent or TargetParent MUST be used by titdrepdevice referring to an existing parent. Rédegach of the
respective sections in this specification to leare about when to use SourceParent and TargetParen

Example: The client requests the server to add a meitem to the root.

<Add>
<CmdID>12345</CmdID>
<Cred>
<Meta>
<Type xmiIns="syncml:metinf’>syncml:auth-md5</ Type>
<Format xmIns="syncml:metinf’>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Item>
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<Source><LocURI>1002345/</LocURI></Source>
<SourceParent><LocURI>/</LocURI></SourceParent>
<Data>

<Data>
</ltem>
</Add>

The recipient MAY assign new local identifiers fbe data items specified in this command. Howewesuch cases the
recipient MUST also notify the originator of theri identifier correlation by returning\ap command.

If the command completed successfully, then 884 § Item added  exception condition is created by the command.

If the recipient determines that the data itemaalyeexists on the recipient’'s database, then4h8 Y Already exists
exception condition is created by the command.

If the originator’s authentication credentials sfyea principal with insufficient rights to complkethe command, then the
(401) Unauthorized  exception condition is created by the commandolfuthentication credentials were specified, then
(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

Non-specific errors created by the recipient whitempting to complete the command create 586 Y Command
failed exception condition.

If there is insufficient space on the recipientadiase for the data item, then th2Q) Device full exception condition
is created by the command.

If the media type or format for the data item i$ sigpported by the recipient, then tHd%) Unsupported media
type or format exception condition is created by the command.

Example:

<Add>
<CmdID>12345</CmdID>
<Cred>
<Meta>
<Type xmins="syncml:metinf’>syncml:auth-md5</ Type>
<Format xmIns="syncml:metinf’>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Meta>
<Format xmIns="syncml:metinf’>chr</Format>
<Type xmlIns='syncml:metinf’>text/x-vcard</Type>
</Meta>
<Item>
<Source><LocURI>./2</LocURI></Source>
<Data>BEGIN:VCARD
VERSION:2.1
FN:Bruce Smith
N:Smith;Bruce
TEL;WORK;VOICE:+1-919-555-1234
TEL;WORK;FAX:+1-919-676-9876
EMAIL;INTERNET:brucel@host.com
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END:VCARD
</Data>
</ltem>
</Add>

6.5.2 Alert

Restrictions. TheAlert command is specifically used to convey notificasipsuch as data synchronization requests, to
the recipient. For example, a mobile device wil tisis command to initiate a "client-initiated, tmay synchronization”
with a network server.

The mandatorgmdID element type specifies the SyncML message-unidgmtifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusMot&T NOT be returned for the
command.

The OPTIONALCred element type specifies the authentication credketttibe used for the command. If not present, the
default authentication credential is taken from3$lyacHdr element type. If &red element type is not present in any of
these other element types, then the command ifigglewithout an authentication credential.

The OPTIONALData element type specifies the type of alert.

Optionally, one or moriem element types MUST be specified. Them element type specifies parameters for the
Alert command. Th&arget andSource specified within thétem element type MUST be an absolute URI.

If the command and the associatddrt action are completed successfully, then #89() OKexception condition is
created by the command.

If the command was accepted successfully, but tee Action has not yet been executed successthliy, the 202)
Accepted for processing exception condition is created by the commandusequent exception condition can be
created to relate the eventual completion statikeofssociatedlert action.

If the originator’'s authentication credentials spea principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandolfuthentication credentials were specified, then
(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

If the data synchronization protocol does not altbe/Alert command to be specified within the current Syngbéickage
(i.e., theAlert was issued in an incorrect protocol sequencei), tthe command creates th®5) Command not
allowed exception condition.

If the specifiedAlert command is not supported by the recipient, 486 Optional feature not supported
exception condition is created by the command.

Non-specific errors created by the recipient whitempting to complete the command create 538 Y Command
failed exception condition.

If the Alert command didn’t include all the correct parameietheltem element type, then thd12) Incomplete
commandexception condition is created by the command.

If the media type or format for the data item i$ sigpported by the recipient, then tHd%) Unsupported media
type or format exception condition is created by the command.

Example: The following example is aAlert type 100 that displays a message on the recipient'ot®os display.
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<Alert>
<CmdID>3456</CmdID>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf'>syncml:auth-md5</ Type>
<Format xmlIns='syncml:metinf>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Data>100</Data>
<Iltem>
<Data>You have new maill</Data>
</ltem>
</Alert>

The following example is for a hypothetidslert type299 that notifies the recipient of new mail items.

<Alert>

<CmdID>5678</CmdID>
<Cred>

<Meta>

<Type xmiIns='syncml:metinf'>syncml:auth-md5</ Type>
<Format xmlIns='syncml:metinf>b64</Format>

</Meta>

<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Data>299</Data>
<Item>

<Data><Source><LocURI>mid:msgl@host.com</LocURI ></Source></Data>
</ltem>
<Item>

<Data><Source><LocURI>mid:msg2@host.com</LocURI ></Source></Data>
</ltem>
<Item>

<Data><Source><LocURI>mid:msg3@host.com</LocURI ></Source></Data>
</ltem>

</Alert>

6.5.3 Atomic

Restrictions. The mandatormdID element type specifies the SyncML message-unidesatifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusMot&T NOT be returned for the
command.

The OPTIONALMeta element type specifies meta-information to be deethe command. For example, the common
media type or format for all the items can be dipeti The scope of the meta-information is limitedhe command.

The remainder of the command consists of one oeidd, Delete , Copy, Atomic , Map, Replace , Sequence or
Sync SyncML commands that are the scope ofAt@mic functionality.

If the command and the associated individual contaame completed successfully, then 2@0() OKexception condition
is created by the command.
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If an error occurs while performing an individualnemand specified in an Atomic element type, then®07) Atomic
failed  exception condition is created by the command. &rher status code indicates the failure of the mets Atomic
command. Separate, individual error status codeatsenbe created that identify specific errors thiaated the failure.

Nested Atomic commands are not legal. A nestedrit@ommand will generate an error ( 50@pmmand failed.

If a client can execute all the atomic commandstiogr (and thus guarantee the result) then a dlént split the responses
up over multiple messages. If a client cannot eteall the atomic commands together (and thusataguarantee the
results of commands not executed) and status respamould go into multiple messages, then the Atamommand MUST
fail with status cod€517)Atomic response too large to fit in message . Previously executed
commands in Atomic command MUST be rolled back.

Example:

<Atomic>
<CmdID>1234</CmdID>
<Add>
<CmdID>1235</CmdID
<Cred>
<Meta>
<Type xmlns='syncml:metinf'>syncml:auth-md5 </Type>
<Format xmIns='syncml:metinf>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<ltem>
<Target><LocURI>./devinf10/pen</LocURI></Targ et>
<Data>Yes</Data>
</ltem>
</Add>
<Replace>
<CmdID>12346</CmdID>
<Cred>
<Meta>
<Type xmlns='syncml:metinf'>syncml:auth-md5 </Type>
<Format xmlIns='syncml:metinf>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<ltem>
<Target><LocURI>./devinfl0/version</LocURI></ Target>
<Data>20000401T133000Z</Data>
</ltem>
</Replace>
</Atomic>

6.5.4 Copy

Restrictions: It is implementation dependent whether a physiogly of the item is made in the recipient, or eeta
shortcut or pointer is created to the source itethé target location.

TheCopy command in this version of the specification isTNi@tended to be used to attempt to change theantgpe of a
data item, compress the data item or otherwisefoam a target data item.

The mandatorgmdID element type specifies the SyncML message-unidgmtifier for the command.
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If specified, the OPTIONAINoResp element type indicates that a response statusM&T NOT be returned for the
command.

The OPTIONALCred element type specifies the authentication credketttibe used for the command. If not present, the
default authentication credential is taken frompgheentSync element type. If not specified there, the defauthentication
credential is taken from ti&yncHdr element type. If &red element type is not present in any of these atl@ment
types, then the command is specified without ahenttcation credential.

The OPTIONALMeta element type specifies meta-information to be deethe command. For example, the common
media type or format for all the items can be dipti The scope of the meta-information is limitedhe command.

One or mordtem element types MUST be specified. Titean element type specifies the data item to be copiethe
recipient's database. If specified withiGanc element type, th€éarget andSource specified within thdtem element
type in theCopy command SHOULD be a relative URI, as relativehm ¢orrespondingarget andSource specified in
the parenSync command. If specified within 8equence or SyncBody element type, th&arget andSource
specified within thétem element type in th€opy command SHOULD be an absolute URI.

The recipient MAY assign new local identifiers fbe data items specified in this command. Howewesuch cases the
recipient MUST also notify the originator of ther identifier correlation by returning\dap command.

If the command completed successfully, then #84.{ Item added exception condition is created by the command.

If the originator's authentication credentials sfyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandolfuthentication credentials were specified, then

(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.
If the target data item already exists in the recipdatabase, then thl@) Already exists exception condition is

created by the command.

If there is insufficient space in the recipientatsise for the data item, then th2@) Device full exception condition
is created by the command.

Non-specific errors created by the recipient whitempting to complete the command create 538 Y Command
failed  exception condition.

If an error occurs while the recipient copying ttega item within the recipient's data base, then®h0) Data store
failure  exception condition is created by the command.

Example:

<Copy>
<CmdID>12345</CmdID>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Iltem>
<Target><LocURI>mid:msgl@host.com</LocURI></Tar get>
<Source><LocURI>./mail/brucel/folders/Project%?2 0XYZ</LocURI></Source>
</ltem>
<ltem>
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<Target><LocURI>mid:msg2@host.com</LocURI></Tar get>
<Source><LocURI>./mail/brucel/folders/Admin</Lo cURI></Source>
</ltem>
</Copy>
6.5.5 Delete

Restrictions. TheDelete command is generally used to permanently eraseigans from the recipient's database.
However, the command can also be used to tempprariove data items from the recipient's databaseder to create
room for a subsequent Add command. This is ternisofa delete".

Implementations that support both a preliminaryatkifor Deletion" and a physical "Delete" capaldkt MUST use this
command for the latter, "Delete" capability. Thelpninary "Mark for Deletion" MUST be specified agi theMark meta-
information in aReplace command.

The mandator&mdID element type specifies the SyncML message-unidgmtifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusM&T NOT be returned for the
command.

If specified and supported, the OPTIONAIchive element type indicates that the recipient MUSTspree a copy of the
data prior to deleting it from the database.

If the recipient implementation doesn't supporhaiing of data (i.e., doesn't support the Archigattire), then the command
will create the 210) Delete without archive exception condition. However, under this conditithre data has been
successfully deleted from the recipient database.

The OPTIONALCred element type specifies the authentication credktdibe used for the command. If not present, the
default authentication credential is taken frompgheentSync element type. If not specified there, the defauthentication
credential is taken from tigyncHdr element type. If £red element type is not present in any of these al@nent
types, then the command is specified without ahenttcation credential.

The OPTIONALMeta element type specifies meta-information to be deethe command. For example, the common
media type or format for all the items can be dipti The scope of the meta-information is limitedhe command.

One or mordtem element types MUST be specified. Tikeam element type specifies the data item deleted then
database. Th€arget andSource specified within the Item element type SHOULD beelative URI, as relative to the
correspondingarget andSource specified in the paredtomic , Sequence or Sync command.

In applications (e.g., email) where the "deletefiaapt involves "moving" a data item from one folttea special "Deleted"
folder, this is achieved in OMA DS by the sequeoftevo SyncML functions; one, th&dd of the specified data item to the
"Deleted" folder and two, the subsequBrtete of the corresponding item from the original folder

The recipient of a Delete command can delete ahgetof the specified data elements. However| dfahe requested data
was not deleted, then th20g ) Partial content exception condition is created by the command Sfatus

command is returned for this exception conditiblentthe identifiers of the data items not deleted@B5LD be returned
also.

If the recipient determines that the data item dbbexists on the recipient's database, therfahg) Item not
deleted exception condition is created by the command.

If the originator's authentication credentials $fyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandol&uthentication credentials were specified, then
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(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

In synchronization protocol cases where the ckemids a Map command to the server, the server Milgdys specify the
client identifier for any data items to be deletétherwise, the412) Incomplete command exception condition is
created and no data items will be deleted by tieatl

When synchronizing hierarchical objects, Move otdBecommand MUST be issued for all children befsseling a Delete
for the parent. In case a Delete is received femdrent containing child items, an exception stabde 427 “ltem not
empty”, MAY be returned.

Example:

<Delete>
<CmdID>12345</CmdID>
<Cred>
<Meta>
<Type xmiIns="syncml:metinf’>syncml:auth-md5</ Type>
<Format xmIns="syncml:metinf’>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<ltem>
<Source><LocURI>1002345/</LocURI></Source>
</ltem>
</Delete>

Non-specific errors created by the recipient whitempting to complete the command create 538 Y Command
failed exception condition.

Example:

The following is an example to delete a data iterndschive it first.

<Delete>
<CmdID>12345</CmdID>
<Archive/>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Item>
<Source><LocURI>./4</LocURI></Source>
</ltem>
</Delete>

The following is an example to "soft delete" a n@anbf data items to allow room on the device fsubsequenAdd or
Copy command, not specified in this example.

<Delete>
<CmdID>12345</CmdID>
<SftDel/>
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<Cred>
<Meta>
<Type xmins='syncml:metinf>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<ltem>
<Target><LocURI>./5</LocURI></Target>
</ltem>
<Item>
<Target><LocURI>./10</LocURI></Target>
</ltem>
<Item>
<Target><LocURI>./8</LocURI></Target>
</ltem>
</Delete>

6.5.6 Exec

Restrictions: The Exec command is used to perform remote proeechlts on a remote network device. This command
permits a mobile device to invoke network applisasi that can create updates to databases thabthikerdevice wishes to
synchronization with. Likewise, the command camubed by network servers to invoke local mobile dexdpplications.

Both implementers and users SHOULD take appropsi&ies to avoid security threats introduced bynzote procedure call
mechanism, such as the Exec command, in data symizhtion products.

The mandatormdID element type specifies the SyncML message-unidgmtifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusM&T NOT be returned for the
command.

The OPTIONALCred element type specifies the authentication credktttibe used for the command. If not present, the
default authentication credential is taken from$lyacHdr element type. If £&red element type is not present in this other
element type, then the command is specified witoututhentication credential.

Oneltem element type MUST be specified. Them element type specifies the target address andngeas for the
remote procedure call. THarget specified within the Item element type MUST beasasolute URI.

If the command completed successfully, then 888§ OKexception condition is created by the command.

If the recipient successfully accepts the commarttteas invoked the remote procedure call but thete procedure has
not yet successfully completed, then tBeJ) Accepted for processing exception condition is created leyadbmmand.

If an entity other than the remote procedure retuequest status codes to the originator, the2®i&) Non-
authoritative response exception condition is created by the command.example, an ERP or workflow
procedure call can result in a subsystem daem@noaess returning responses to the originator.

If the targeted remote procedure has been permgmetdcated, then the801) Moved permanently exception
condition is created by the command.

If the targeted remote procedure has been temponaoved, then the302) Found exception condition is created by the
command.
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If the syntax of thé&Exec command was not specified correctly, then #@9() Bad request  exception condition is
created by the command.

If the originator doesn't have sufficient rightsgeue arExec command on the recipient, then td@3) Forbidden
exception condition is created by the command tligrexception condition, there does not exista@myentication
credential for the originator with sufficient rightThe exception conditiod@4) Not found  can alternately be specified
when the recipient doesn't want to make public whiyrequest was denied.

If the originator's authentication credentials sfyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandol&uthentication credentials were specified, then
(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

If the Exec command is not allowed to be invoked on the recipithen the403) Forbidden exception condition is
created by the command.

If the specifiedExec command cannot be found on the recipient, therf4bé) Not found exception condition is created
by the command.

If the specified remote procedure call no longestsxon the recipient, then th&1Q0) Gone exception condition is created
by the command.

If the media type or format for the remote procedeall specified in thekem is not supported by the recipient, then the
(415) Unsupported media type or format exception condition is created by the command.

If the specified remote procedure is currently basgt a retry later is possible, then th&7q) Retry later exception
condition is created by the command. The date/tifter which the originator could retry the comm&tdOULD also be
returned.

Non-specific errors created by the recipient whitempting to complete the command create 586 Y Command
failed exception condition.

If there is any error in the remote execution & tommand, then th&@6) Processing error exception condition is
created by the command.

Example: The following is an example of a hypothetical enygle-change-request process being invoked b xee
command.

<Exec>
<CmdID>1234</CmdID>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Item>
<Target>
<LocURI>http://www.datasync.org/cgi?proc=ecrp roc.exe</LocURI>
</Target>
<Data><ec:ecr xmIns:ec='abccorp:ecapp'>
<ec:ecrcmd>PROMOTION</ec:ecrcmd>
<ec:oldbnd>10</ec:oldbnd><ec:newbnd>D</ec:newbnd>
<ec:name>Bruce Smith</ec:name>
<ec:enum>L01234</ec:enum><ec:dop>20000523</ec:dop>< lec:ecr></Data>
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</ltem>
</Exec>

6.5.7 Get

Restrictions. There is no synchronization state information fatadretrieved using th@et command and data items
retrieved usingset commands are not considered part of the set alsgnized items for the purpose of future
synchronizations. This command MUST NOT be speatifigthin aSync command.

Data returned from &et command is returned inResults element type in a subsequent SyncML message.
The mandatormdID element type specifies the SyncML message-unidgstifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusM&T NOT be returned for the
command.

If specified, the OPTIONALLang element type specifies the language desired fpreturned results.

The OPTIONALCred element type specifies the authentication credktttibe used for the command. If no present, the
default authentication credential is taken from$lyacHdr element type. If £&red element type is not present in this other
element type, then the command is specified witoututhentication credential.

The OPTIONALMeta element type specifies meta-information to be deethe command. For example, the common
media type or format for all the items can be dipeti The scope of the meta-information is limitedhe command.

One or mordtem element types MUST be specified. Titem element type specifies the data items to be retufrom
the recipient. Th@arget andSource specified within thdtem element type SHOULD be an absolute URI.

If the command completed successfully, then 888§ OKexception condition is created by the command.

If the command completed successfully but thermisontent to return, then th204) No content  exception condition
is created by the command.

If the command completed successfully but only digo of the content is being returned, with theeénder being returned
in subsequerResults commands, then the@6) Partial content exception condition is created by the command.

If the command specifies an ambiguous target witktiple matches, then th8@0) Multiple choices exception
condition is created by the command.

If the originator's authentication credentials $fyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandolfuthentication credentials were specified, then
(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

If the specified data item doesn't exist on thépient, then the404) Not found exception condition is created by the
command.

If the requested data item is too large to be fearexd at this time, then thd13) Request entity too large
exception condition is created by the command.

Non-specific errors created by the recipient whitempting to complete the command create 586 Y Command
failed exception condition.
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If the media type or format for the data item i$ sigpported by the recipient, then tH4%) Unsupported  media
type or format exception condition is created by the command.

Examplel illustrates how multiple items can beiegd using th&et command. The data retrieved in response to this
command is illustrated in Example 1 of the Restdtsimand.

Examplel

<Get>
<CmdID>12345</CmdID>
<Lang>en-US</Lang>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
<Format xmIns="'syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Iltem>
<Target><LocURI>./telecom/pb</LocURI></Target>
<Source><LocURI>http://www.datasync.com/servlet /</LocURI></Source>
<Meta>
<Type xmiIns='syncml:metinf'>text/x-vCard</Typ e>
</Meta>
</ltem>
</Get>

Example 2 illustrates how multiple email data itenigch have already been synchronized, and have &&sgned LUIDs,
can be retrieved using tii@et command. This example is specific to the emd#type. This case is useful for retrieving an
entire data item when only a portion of it has besaeived due to synchronization filters (eg. agrtyail headers were
synced, and the entire email will be retrieved withGet command). The syntax used for this case is ibitistt in the first
<item> where only the LUID is specified.

The second <item> illustrates how a specific attaeht can be retrieved with tli&et command by appending the Content-
ID to the LUID. The Content-ID represents the ditaent on the partial document which was previogghced. Examples
of the use of the Content-ID to synchronize an épigéect are described in OMA-TS-DS_DataObjEmail-%2120060710-

A. The Content-ID itself is defined in RFC2046. eTResults of both of these commands are showreiRésults command
examples.

Implementors Note: Note that there are curremtithe 1.2 specifications no restrictions on vahdracters within datastore
names or LUIDs. Implementations that choose t@stgetrieval of individual items or portions ¢éins need to be able to
uniquely identify what to retrieve.

Example 2
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<Get>
<Cmdld>7</CmdId>
<Meta>
<Type xmiIns='syncml:metinf'> message/rfc822</Type>
</Meta>
<ltem>
<Target><LocURI>mailstore.cdb/2345</LocURI></Target >
</ltem>
<Item>
<Target><LocURI>mailstore.cdb/6723/00054736@idtserv er.rtp.ibm.com
</LocURI></Target>
</ltem>
</Get>
6.5.8 Map

Restrictions. TheMap command specifies additions and deletions toghiient's item identifier map table. Map tables
are used to correlate small resolution item idersfwith larger resolution item identifiers. Foaenple, if a mobile device
has 2-byte item identifiers and a network server 1&byte item identifiers, a map table is necgssarcorrelate an
equivalent 2-byte and 16-byte identifier. Generaityap tables are maintained by the data synchromizangine on the
network server. Item identifier map tables aremetessary when the originator and the recipieraidestes are exact replicas
of each other (i.e., the databases have the saysecphschema).

If an item identifier map table is needed, it is tesponsibility of the recipient maintaining thaprtable to perform item
identifier translations when communicating synclization commands with the mobile device necesaigdtie map table.

TheMap command MUST be atomic, in nature. This meansttteatecipient MUST process either the entiredfst
mappings supplied, or none of them. If the operat#ls, the recipient MUST specify an error statode in the requested
response.

TheMap command is idempotent, which means that if thgrest applies the samdap command more than once, the
result MUST be the same as applying i@ command only once.

The mandatorgmdID element type specifies the SyncML message-unidgmtifier for the command.

TheTarget andSource elementtypes MUST be specified. Tharget element type specifies the target address for the
map table on the recipient. TBeurce element type specifies the source address fantetable on the originator.

The OPTIONALCred element type specifies the authentication credktdibe used for the command. If not present, the
default authentication credential is taken from$lyacHdr element type. If &red element type is not present in any of
these other element types, then the command ifiggewithout an authentication credential.

The OPTIONALMeta element type specifies meta-information definimg type ofMap command.

One or mordMapltem element types MUST be specified. THapltem element type specifies an individual item
identifier mapping.

There MUST only be a single exception conditioroagged with eacMap command.

If the command completed successfully, then 888§ OKexception condition is created by the command.
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If the originator's authentication credentials $fyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized exception condition is created lydcbmmand. If no authentication credentials weeeidigd, then

(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.
If there is insufficient space on the recipientttoe map table items, then th20) Device full exception condition is

created by the command.

If the recipient encounters a data store failurdeyprocessing the command, then t6&Q) Data store failure
exception condition is created by the command.

Non-specific errors created by the recipient whitempting to complete the command create 586 Y Command
failed exception condition.

Example: The following is an example ofMap command for creating three item identifier mapping

<Map>
<CmdID>1234</CmdID>
<Target><LocURI>http://www.datasync.org/servlet/s yncit</LocURI></Target>
<Source><LocURI>IMEI:001004FF1234567</LocURI></So urce>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf'>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Mapltem>
<Target><LocURI>./0123456789ABCDEF</LocURI></Ta rget>
<Source><LocURI>./01</LocURI></Source>
</Mapltem>
<Mapltem>
<Target><LocURI>./0123456789ABCDFO</LocURI></Ta rget>
<Source><LocURI>./02</LocURI></Source>
</Mapltem>
<Mapltem>
<Target><LocURI>./0123456789ABCDF1</LocURI></Ta rget>
<Source><LocURI>./03</LocURI></Source>
</Mapltem>
</Map>

6.5.9 Mapltem
Restrictions. TheSource element type specifies the relative URI for tharse item identifier.
TheTarget element type specifies the relative URI for thrgéd item identifier.

Example:

<Mapltem>
<Target><LocURI>./0123456789ABCDEF</LocURI></Targ et>
<Source><LocURI>./01</LocURI></Source>

</Mapltem>
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6.5.10 Move

Move command allows moving items (ex: files, foldamails, vcards) from current location to a neeat@n.
The mandatory CmdID element type specifies the Bynmessage-unique identifier for the command

If specified, the OPTIONAINoResp element type indicates that a response statusMot&T NOT be returned for the
command.

The OPTIONALCred element type specifies the authentication credktttibe used for the command. If not present, the
default authentication credential is taken frompgheentSync element type. If not specified there, the defauthentication
credential is taken from tigyncHdr element type. If £&red element type is not present in any of these atlenent
types, then the command is specified without ahenttcation credential.

The OPTIONAL Meta element type specifies meta-infation to be used for the command. For examplegdihemon
media type or format for all the items can be dipeti The scope of the meta-information is limitedhe command.

Move command MUST include parent information, eitBeurceParent  or TargetParent  element withintem . The
usage ofSourceParent andTargetParent  within Move command depends on who is requestingMbge operation,
client or server. Refer to each of the resped@aions in this specification to learn more abwlién to use SourceParent
and TargetParent.

One or mordtem element types MUST be specified. Eveb#ta is specified intem , it will be ignored by the
recipient. ThusMove is strictly used for moving items and thus in aftans where items could get modified and moved,
Move MUST NOT be used. ThEarget andSource specified within thétem element type SHOULD be a relative URI,
as relative to the correspondifgrget andSource specified in the paredtomic , Sequence or Sync command.

If the command completed successfully, then 888{ ltem moved exception condition is created by the command

If the recipient determines that the data item @dontilbe moved on recipient’s database, then th8)(¥@ve Failed
exception condition is created by the command.

If the originator’s authentication credentials sfyea principal with insufficient rights to complkethe command, then the
(401) Unauthorized  exception condition is created by the commandolfuthentication credentials were specified, then
(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

Non-specific errors created by the recipient whitempting to complete the command create 538 Y Command
failed exception condition.

Example: The following is an example offdove command sent by the server The server requests the client to move
the item which has the LUID ‘110'.

<Move>
<CmdID>1234</CmdID>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Meta><Type xmIns='syncml:metinf>text/plain</Typ e></Meta>
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<Item>
<Target><LocURI>110</LocURI></Target>
<TargetParent><LocURI>1234</LocURI></TargetPare nt>
</ltem>
</Move>

Example: The item ‘111’ has been moved from the folder 22b the folder ‘1313’ in the client’s datastonedaboth
parents (i.e. folders) have earlier been syncheahizith the server. The client creates the follgnihove command:

<Move>
<CmdID>2</CmdID>
<Meta><Type xmlns='syncml:metinf'>application/vnd .omads-
file</Type></Meta>
<ltem>
<Source><LocURI>111</LocURI></Source>
<SourceParent><LocURI>1313</LocURI></SourcePare nt>
</ltem>
</Move>

6.5.11 Put

Restrictions. There is no synchronization state information fatadtransferred using tiut command. This command
MUST NOT be specified within &ync command.

The mandator&mdID element type specifies the SyncML message-unidgmtifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusMot&T NOT be returned for the
command.

If specified, the OPTIONAILang element type specifies the language desired fpreturned results.

The OPTIONALCred element type specifies the authentication credketttibe used for the command. If not present, the
default authentication credential is taken from$lyacHdr element type. If &red element type is not present in this other
element type, then the command is specified witlouauthentication credential.

The OPTIONALMeta element type specifies meta-information to be deethe command. For example, the common
media type or format for all the items can be djpti The scope of the meta-information is limitedhe command.

One or mordtem element types MUST be specified. Tikeam element type specifies the data items to be tearedf to
the recipient. Th@arget andSource specified within thdtem element type SHOULD be an absolute URI.

If the command completed successfully, then 888§ OKexception condition is created by the command.

If the originator's authentication credentials sfyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandolfuthentication credentials were specified, then
(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

If the Put command did not include the size of the data itefnet transferred (i.e., in the Meta element tyff@n the
(411) Size required exception condition is created by the command.
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If the data item to be transferred is too largg.(¢here are restrictions on the size of datastaansferred to the recipient),
then the 413) Request entity too large exception condition is created by the command.

If the Size specified in thileta element type was too large for the recipient (el recipient does not have sufficient input
buffer for the data), then thd{6) Requested size too big exception condition is created by the command.

If the media type or format for the data item i$ sigpported by the recipient, then tH4%) Unsupported media
type or format exception condition is created by the command.

If the recipient device storage is full, then td2@) Device full exception condition is created by the command.

Non-specific errors created by the recipient whitempting to complete the command create 538 Y Command
failed  exception condition.

Example: The following is an example ofRut command used to exchange device information.

<Put>
<CmdID>12345</CmdID>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf'>syncml:auth-md5</ Type>
<Format xmlIns='syncml:metinf>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Meta><Type xmlns='syncml:metinf'>application/vnd .syncml-

devinf+xml</Type></Meta>
<ltem>
<Source><LocURI>./devinfl2 </LocURI></Sourc e>
<Data>
<DevInf xmIns='syncml:devinf'>
<Man>UltraLite Mobile, Ltd.</Man>
<FwV>3.0</FwV>
<FwD>19981015</FwD>

<DevID>001004FF1234567</DevID>

<Mem>
<TotalMaxMem>1046529</TotalMaxMem>
<TotalMaxID>1024</TotalMaxI|D>

</Mem>

</DevInf>
</Data>
</ltem>

</Put>

6.5.12 Replace

Restrictions. TheReplace command is used to replace data on the recipié:tReplace may be partial (field-level
Replace) or full. If the specified data item does not exist, thenciiimand MUST be interpreted asAxtd command.

The originator of the command SHOULD only senddeed/properties of the data item that are suppdayetie recipient.
The device information document of the recipient cantain this information.
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The mandatorgmdID element type specifies the SyncML message-undgmtifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusMot&T NOT be returned for the
command.

The OPTIONALCred element type specifies the authentication credktttibe used for the command. If no present, the
default authentication credential is taken frompgheentSync element type. If not specified there, the defauthentication
credential is taken from ti&yncHdr element type. If &red element type is not present in any of these atl@ment
types, then the command is specified without ahenitcation credential.

The OPTIONALMeta element type specifies meta-information to be deethe command. For example, the common
media type or format for all the items can be djti If the Replace is partial, then the FieldUeMetatag MUST be used.
The sender MAY include unchanged fields of the itagide <Data> element if the <FieldLevel> elemierihcluded in
the<Meta> element. The receiver MUST NOT removefeeigs of the item in the database that are nesgmt in <Data>
element content if the <FieldLevel> element isuideld in <Meta> element. If the <FieldLevel> isluted in <Meta>, the
partial item inside the <Data> MUST still satishetvalidity rules defined for the content type sfied in <Type> element
The scope of the meta-information is limited to teenmand.

Example:

<Replace>
<CmdID>3</CmdID>
<Meta>
<FieldLevel xmIns="syncml:metinf"/>
<Type xmins="syncml:metinf'>x-type/x-subtype</Typ e>
</Meta>
<ltem>
<Target>
<LocURI>244</LocURI>
</Target>
<Data>

</Data>
</ltem>
</Replace>

One or mordtem element types MUST be specified. Titean element type specifies the data item replacelén t
database. Th€arget andSource specified within thétem element type SHOULD be a relative URI, as relatovéhe
correspondingarget andSource specified in the paredtomic , Sequence or Sync command.

When synchronizing hierarchical objects, the Replemmmand MUST include parent information. For thispose
SourceParent or TargetParent MUST be used byrsgu@iice referring to an existing parent.. Redezach of the
respective sections in this specification to leaore about when to use SourceParent and TargetParen

In the case where an item has been modified anegdydReplace MUST be used instead of Move.

If Replace command is used by client for add ojpanathen client MUST add parent first before addatl children of that
parent. For example, if an item B has a parenh@ntbefore adding item B, parent A MUST be addethbyclient.

Example:

<Replace>
<CmdID>12345</CmdID>
<Cred>
<Meta>
<Type xmins="syncml:metinf’>syncml:auth-md5</ Type>
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<Format xmIns="syncml:metinf’>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<ltem>
<Source><LocURI>1002345/</LocURI></Source>
<SourceParent><LocURI>/</LocURI></SourceParent>
<Data>

<Data>
</ltem>
</Replace>

The recipient MAY assign new local identifiers fbe data items specified in this command. Howeawesuch cases the
recipient MUST also notify the originator of theri identifier correlation by returning\ap command.

If the command completed successfully, then #88{ OKexception condition is created by the command. éi@w; if the
command was interpreted asAadd command and the command completed successfudly,ttte 201) ltem added
exception condition is created by this command.

If the originator's authentication credentials $fyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandol&uthentication credentials were specified, then
(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

Non-specific errors created by the recipient whitempting to complete the command create 586 Y Command
failed exception condition.

If there is insufficient space on the recipientadase for updating the data item, then #29) Device full exception
condition is created by the command.

If the media type or format for the data item i$ sigpported by the recipient, then tHd%) Unsupported media
type or format exception condition is created by the command.

In case the receiver is unable to process a p#eia update (e.g. when the item does not exiseoriver), it MUST return
status code 426 (Partial item not accepted).

Example: The following example specifies a source itent thias replaced in the source database.Sthece contains
the relative URI of the item that was replaced. @hsolute URI of the Source is specified in theepeBync element type
(not shown in the example).

<Replace>
<CmdID>1234</CmdID>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
<Format xmIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Meta><Type xmlIns='syncml:metinf'>text/calendar</ Type></Meta>
<Item>
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<Source><LocURI>./20</LocURI></Source>

<Data>BEGIN:VCALENDAR
VERSION:2.0
METHOD:REQUEST
BEGIN:VEVENT
UID:12345-19991015T133000Z
SEQUENCE:1
DTSTART:19991026T110000Z
DTEND:19991026T190000Z
SUMMARY:Technical Committee Meeting
CATEGORIES:Appointment
ORGANIZER:henry@host.com
ATTENDEES:techcomm@host.com
END:VEVENT
END:VCALENDAR

</Data>

</ltem>

</Replace>

6.5.13 Results

Restrictions: No additional restrictions beyond those definrefREPPRO].

Example 1 The following illustrates the type of data whicmdae returned in response to the Example 1 oGite

command.

<RESULTS>
<CMDID>4321</CMDID>
<MSGREF>1</MSGREF>
<CMDREF>12345</CMDREF>
<META>

</META>
<TARGETREF>./TELECOM/PB</TARGETREF>

<ITEM>

<DATA>BEGIN:VCARD
VERSION:2.1
FN:BRUCE SMITH
N:SMITH, BRUCE
TEL;WORK;VOICE:+1-919-555-1234
END:VCARD
</DATA>
</ITEM>
<ITEM>

<DATA>BEGIN:VCARD
VERSION:2.1
FN:IDA BLUE
N:BLUE, IDA
TEL;WORK;VOICE:+1-919-555-2345
END:VCARD

</DATA>

</ITEM>
<ITEM>

<TYPE XMLNS='SYNCML:METINF'>TEXT/X-VCARD</TYPE>

<SOURCEREF>HTTP://WWW.DATASYNC.COM/SERVLET/</SOUREREF>

<SOURCE><LOCURI>./1</LOCURI></SOURCE>

<SOURCE><LOCURI>./2</LOCURI></SOURCE>
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<SOURCE><LOCURI>./3</LOCURI></SOURCE>
<DATA>BEGIN:VCARD

VERSION:2.1

FNKE MCGRATH

N:MCGRATH, MIKE

TEL;WORK;VOICE:+1-919-555-3456

END:VCARD
</DATA>

</ITEM>
</RESULTS>

Example 2: This example is specific to the emaiatige. It illustrates how multiple email data ieogan be returned in
response to the Example 2 of thet command. Thi$Set command specified two different Items by LUID. €eTtirst item
specified in theGet was a LUID for an email so the item retrievedhia Results is a full email of type multipart/mixed,

including a text/html portion and an attachmentypke pdf. The second item specified in tBet was an attachment
specified by the Content-ID appended to the LUID.

Implementors Note: Note that there are curremtithe 1.2 specifications no restrictions on vahdracters within datastore
names or LUIDs. Implementations that choose t@stgetrieval of individual items or portions ¢é¢ims need to be able to
uniquely identify what to retrieve.

Example 2:

<Results>
<CmdID>4323</CmdID>
<MsgRef>2</MsgRef>
<CmdRef>7</CmdRef>
<Meta>
<Type xmins="syncml:metinf>message/rfc822</T ype>
</Meta>
<ltem>
<Target><LocURI>mailstore.cdb/2345</LocURI> </Target>
<Data>Message-ld: <200703200136.12K1XdS800 7894@dnsl.epnet.com>
mime-version: 1.0
from: ephost@epnet.com
To: momenee@us.ibm.com
date: 19 Mar 2007 21:36:26 -0400
subject: Medical Report from the Stone Age
content-type: multipart/mixed;

boundary=--boundary_51518 0f940d79-df5a-4b99-a847-f 0cb165029ca
----boundary_ 51518 0f940d79-df5a-4b99-a847-f0cbh1650 29ca
content-transfer-encoding: base64

content-type: text/html; charset=utf-8
PGgOPIJIY29yZDogMTwvaDQ+PHRhYmxIPjx0cj48dGQgdmFsaWd uPSJ0b3AilG5vd3JhcDOi

----boundary 51518 0f940d79-df5a-4b99-a847-f0cb1650 29ca
content-type: application/octet-stream; name=228503 3.pdf
Content-Transfer-Encoding: base64

jZOMNCjM1IDAgb2JqIDWSLOXpbmVhecml6ZWQgMSIMIDEONDQXMyOPIDM3LOUg

</Data>
</ltem>
<ltem>
<Target>
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<LocURI>mailstore.cdb/6723/00054736@idtserver .rtp.ibm.com</LocURI>
</Target>
<Data>
mime-version: 1.0
Content-Type: application/x-zip-compressed;
name="SCTS_3.1.2_TestCaseDoc.ZIP"
Content-Disposition: attachment;
filename="SCTS_3.1.2_TestCaseDoc.ZIP"
Content-Transfer-Encoding: base64

UEsSDBBQAAAAIABZthTCvvZyByD4BAACICAAaAAAAUONUU18zXAMIQUZXNOQ2FzZURVYY5kb2
Ps
XE2MI18d17h0LGggrJrKkFRIhh80owO4kHC6bP80OZtSOly+HUNDR DjknOrheSYDTJ4rC1zW66uz
mj
SYAgB+fngkWyOTgwkEMMONDBRgIEycVIDAWBE9g+5hLAMXzMJIJFQWDIvVdVza6enpleaeU4yD
Yw

22R3vVev3vveT/1wf/D9z/7wz7716r8Zqetl4zPGTz96zng28ew 5+PVNZ+SXFwzjc/D5Enz86U
cf

fYSPyvDdhL8K/FXhrwZ/dfjbhL8G/LOOfx89vX6urn//878zDt9 4Dizzny9+07YsXGD4b9257P
yC

MXx3+04HX/39q8aZ67InXjG2fvQZ43v/YdDfd9+8RM//dUVvh19 XDbT9L8bPzvusrj+kf3/0y0
Z8
T37G6+uvnr2/nODwt/L5yn9dOnPfgvsNulL.8Noj3870vGP68u23/ zwxXje/Dce2bF+ErBMH7y2

</Data>
</ltem>
</Results>

6.5.14 Search

Restrictions. The results from the search are returned irRisults command, unlesoResults  are specified in the
command.

The mandatormdID element type specifies the SyncML message-unidgmtifier for the command.

If specified, the OPTIONAL NoResp element type cades that a response status code MUST NOT benestdior the
command.

If specified, the OPTIONAINoResults element type indicates that the results MUST N@Tdiurned for the command.
Instead, the results MUST be stored in the tempatarage location specified in the Target elentgoe. The temporary
results are intended to be specified as the sdar@subsequer@ync command.

The OPTIONALCred element type specifies the authentication credktdibe used for the command. If not present, the
default authentication credential is taken from3$lyacHdr element type. If &red element type is not present in any of
these other element types, then the command iffiggewithout an authentication credential.

If present, the OPTIONAarget element type specifies the temporary locationhenrécipient for the search results. If
present, thé&loResults element MUST also be specified.

One or moré&source element types MUST be specified. Theurce element type specifies the databases to be selarche

If present, the OPTIONAILLang element type specifies the language requesteahfpsearch results.
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TheMeta element type MUST be specified. The element tygeeifies meta-information about the type of seam@mmar
used in the command.

TheData element type MUST be specified. The element typifies the search grammar for the command. Taeke
grammar is generally object-specific and is bagegreor agreement or provisioning between the odtgir and recipient.

If the command completed successfully, then 888§ OKexception condition is created by the command.

If the command completed successfully, but there mat any search results, then tB@4) No content  exception
condition is created by the command.

If the command completed successfully, and theltseate being returned in the response and alsabsequent messages,
then the 206) Partial content exception condition is created by the command.

If the command failed because the search grammsunvedformed, then thelQ0) Bad request  exception condition is
created by the command.

If the search grammar is not known thd21) Unknown search  grammar MUST be returned.

If the originator's authentication credentials sfyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandolfuthentication credentials were specified, then

(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

If the originator's authentication credentials sfyem principal that has had its rights to issuersh commands denied, then
the @03) Forbidden exception condition is created by this commandwéleer, if the recipient does not want to make this
fact public, then thed4Q4) Not found  exception condition can be used.

If the recipient does not allogearch commands either on the specified database oreonetwork device, then thdd5)
Command not allowed  exception condition is created by this command.

If the specified database cannot be found on ttipient network device, then théd4 ) Not found  exception condition is
created by this command.

If the Search command results are too large for processing omettipient, then thell3) Request entity too
large exception condition is created by this comenan

Non-specific errors created by the recipient whitempting to complete the command create 538 Y Command
failed exception condition.

If there is insufficient space on the recipientatie@se for the temporary results, then #g9) Device full exception
condition is created by the command.

If the media type or format requested for the deaesults in thdleta element type is not supported by the recipiemn th
the @15) Unsupported media type or format exception condition is created by ¢dommand.

An alternative to th&earch command is the use of CGI scripting (Section 5.23.@nLocURI within theSource and
Target element types in SyncML commands. See Section 5.12

Example:

<Search>
<CmdID>1234</CmdID>
<Cred>
<Meta>
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<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
<Format xmiIns='syncml:metinf>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Source>
<LocURI>http://www.datasync.org/servlet/syncit/ brucel</LocURI>
</Source>
<Meta><Type xmins='syncml:metinf'>application/sql </Type></Meta>
<Data>SELECT EQ * WHERE "FN" EQ "Bruce Smith"</Da ta>
</Search>

6.5.15 Sequence

Restrictions. The mandatorgmdID element type specifies the SyncML message-uniggstifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusMot&T NOT be returned for the
command.

The OPTIONALMeta element type specifies meta-information to be deethe command. For example, the common
media type or format for all of the command carspecified. The scope of the meta-information igtkehto the command.

One or moréAdd, Replace, Delete, Copy, Atomic, Map or Sync element types MUST be specified. These
element types MUST be processed in the specifigdesee.

If the command completed successfully, then 888§ OKexception condition is created by the command.

If the recipient does not support the command, therd06) Optional feature not supported exception
condition is created by the command.

Non-specific errors created by the recipient whitempting to complete the command create 538 Y Command
failed  exception condition.

Nested Sequence commands are not legal. A nestpeeBce command will generate an e(6@0)Command failed.

Example: The following is an incomplete (i.6Add andDelete commands only include skeleton content) exampia fo
Sequence command containing twAdd commands, followed byRelete command.

<Sequence>
<CmdID>1234</CmdID>
<Add>
<CmdID>1235</CmdID>
...blah, blah...
</Add>
<Add>
<CmdID>1236</CmdID>
...blah, blah...
</Add>
<Delete>
<CmdID>1237</CmdID>
...blah, blah...
</Delete>
</Sequence>

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS DS_DataSyncRep-V1_2_2-20090319-A Page 82 (101)

6.5.16 Sync

Restrictions. The mandatorgmdID element type specifies the SyncML message-unidestifier for the command.

If specified, the OPTIONAINoResp element type indicates that a response statusM&T NOT be returned for the
command.

TheCred element type specifies the authentication credetttibe used for the command. If not presentgtfault
authentication credential is taken from 8yncHdr element type. If £€red element type is not present in any of these
other element types, then the command is speaifiiftbut an authentication credential.

TheTarget element type MUST be used to specify the rectpiatabase to be synchronized.
TheSource element type MUST be used to specify the origindatabase to be synchronized.

The OPTIONALMeta element type specifies meta-information to be deethe command. In this command, the meta-
information contains the search grammar. The segnammar is generally object-specific and is basegrior agreement or
provisioning between the originator and recipient.

Zero or moreAdd, Replace , Delete , Copy, Atomic , or Sequence element types MUST be specified. There is no
implied order to the processing of these commantissa they are placed in tBequence command.

If the command completed successfully, then 888§ OKexception condition is created by the command.

If the originator's authentication credentials $fyem principal with insufficient rights to compkethe command, then the
(401) Unauthorized  exception condition is created by the commandolfuthentication credentials were specified, then
(407) Authentication required exception condition is created by the commanduifable challenge can also be
returned.

If the originator's authentication credentials $fyem principal that has had its rights to isSyc commands denied, then
the @03) Forbidden exception condition is created by this commandwéleer, if the recipient does not want to make this
fact public, then thed4Q4) Not found  exception condition can be used.

If the recipient does not allo&ync commands either on the specified database oreondtwork device, then thdd5)
Command not allowed  exception condition is created by this command.

If the specified database cannot be found on ttipient network device, then théd4 ) Not found  exception condition is
created by this command.

If the recipient determines that there is a higbbpbility that the client device data is out of sythen the §08) Refresh
required  exception condition is created by this commande¥this exception condition occurs, the originatothe
Sync command SHOULD initiate a slow synchronizatioth the recipient.

Non-specific errors created by the recipient whitempting to complete the command create 538 Y Command
failed exception condition.

Example: The following is an example of 8ync command with authentication credentials and alsiadd of a
calendar entry.

<Sync>
<CmdID>1234</CmdID>
<Cred>
<Meta>
<Type xmiIns='syncml:metinf>syncml:auth-md5</ Type>
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<Format xmlIns='syncml:metinf'>b64</Format>
</Meta>
<Data>Zz6EivR3yeaaENCRN6IpAQ==</Data>
</Cred>
<Target><LocURI>./mail/brucel</LocURI></Target>
<Source><LocURI>./calendar</LocURI></Source>
<Add>
<CmdID>1246</CmdID>
<ltem>
<Source><LocURI>./12</LocURI></Source>
<Meta>
<Type xmlns='syncml:metinf'>text/x-vCalenda r</Type>
</Meta>
<Data>BEGIN:VCALENDAR
VERSION:1.0
BEGIN:VEVENT
DTSTART:20000531T160000Z
DTEND:20000531T160100Z
SUMMARY:Release v0.9 of specs
END:VEVENT
END:VCALENDAR
</Data>

</ltem>
</Add>
</Sync>

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS DS_DataSyncRep-V1_2_ 2-20090319-A

Page 84 (101)

7. Alert Types

The alert types in SyncML are a humeric text valtlee types are divided into two classes, User Athét are intended to be
conveyed to the recipient's user agent, and AptphicaAlert, that are intended to be conveyed targdt application on the

recipient. The only valid values are the standaides defined in this specification.

Implementations that desire to add to these vai#QULD submit a change requesitailto:technical-
comments@openmobilealliance.org

Alert Code Value

Name

Description

Alert Codes used for user alerts

100 DISPLAY Show. The Data element type contains content irdgion
that SHOULD be processed and displayed througlisbe
agent.

101-150 - Reserved for future SyncML usage.

Alert Codes used at the synchronization initialization

200 TWO-WAY Specifies a client-initiated, two-way synchronipati

201 SLOW SYNC Specifies a client-initiated, two-way
slow-synchronization.

202 ONE-WAY FROM CLIENT | Specifies the client-initiated, one-way only syrarization
from the client to the server.

203 REFRESH FROM CLIENT | Specifies the client-initiated, refresh operationthe one-
way only synchronization from the client to theveer

204 ONE-WAY FROM Specifies the client-initiated, one-way only syrartization

SERVER from the server to the client.
205 REFRESH FROM SERVER| Specifies the client-initiated, refresh operatiéthe one-way.

only synchronization from the server to the client.

Alert Codes used by the server when alerting the synchronization

BY SERVER

206 TWO-WAY BY SERVER Specifies a server-initiated, two-way synchronizati

207 ONE-WAY FROM CLIENT | Specifies the server-initiated, one-way only syncization
BY SERVER from the client to the server.

208 REFRESH FROM CLIENT | Specifies the server-initiated, refresh operatwmrtlie one-
BY SERVER way only synchronization from the client to theveer

209 ONE-WAY FROM Specifies the server-initiated, one-way only syoncization
SERVER BY SERVER from the server to the client.

210 REFRESH FROM SERVER| Specifies the server-initiated, refresh operatibthe one-

way only synchronization from the server to thermi

Special Alert Codes

221

RESULT ALERT

Specifies a request for synchronization results.
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222 NEXT MESSAGE Specifies a request for the next message in thieagac

223 NO END OF DATA End of Data for chunked object not received

224 SUSPEND Suspend synchronization session

225 RESUME Resume synchronization session

226 DATA MANAGEMENT Specifies a request for data management without
synchronization.

227-250 - Reserved for future SyncML usage.
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8. Base Media and Content formats

.omads-folder

alliance.org/

Data Type Media Type URI Content Format
Contact text/x-vcard http://imc.org/pdi/vc vCard 2.1
ard-21.doc
text/vcard http://www.ietf.org/r vCard 3.0
fc/rfc2426.txt
Calendar text/x- http://Awww.imc.org/pdi/ vCalendar 1.0
vcalendar vcal-10.doc
text/calendar http://www.ietf.org/rfc iCalendar 2.0
/rfc2445.txt
Memos text/plain http://www.ietf.org/r
fc/rfc2046.txt
Tasks text/x- http://Awww.imc.org/pdi/ vCalendar 1.0
vcalendar vcal-10.doc
text/calendar http://www.ietf.org/rfc iCalendar 2.0
/rfc2445.txt
Email message/rfc822 http://www.ietf.org/r RFC822
fc.html
RFC2822
RFC2045
application/vnd http://www.openmobile XML object
.omads-email alliance.org/
File application/vnd http://www.openmobile XML object
.omads-file alliance.org/
Folder application/vnd http://www.openmobile XML object
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9. MIME Media Type Registration

The following section is the MIME media type regggtons for OMA Data Synchronization specific MIMiedia types.

9.1 application/vnd.syncml+xml
To: ietf-types@iana.org
Subject: Registration of MIME media type applicatio n/vnd.syncml+xml
MIME media type name: application
MIME subtype name: vnd.syncml+xml
REQUIED parameters: None

OPTIONAL parameters: charset, synctype, verproto, v erdtd. May be specified in
any order in the Content-Type MIME header field.

Content-Type MIME header.

charset Parameter

Purpose: Specifies the character set used to repres ent the SyncML document. The
default character set for SyncML representation pro tocol is UTF-8, as defined

in [RFC2279].

Formal Specification: The following ABNF defines th e syntax for the parameter.

chrset-param = ";" "charset" "=" <any IANA register ed charset identifier>

synctype Parameter

Purpose: Specifies the data synchronization protoco | used by the SyncML
document. If present, the value MUST be the same va lue as that specified by the
"SyncType" element type in the SyncML MIME content information. There is no

default value.
Formal Specification: The following ABNF defines th e syntax for the parameter.
stype-param =";" "synctype" "=" text

verproto Parameter

Purpose: Specifies the major/minor revision identif iers for the SyncML
synchronization protocol specification for the work flow of messages with SyncML
MIME content. If present, MUST be the same value as that specified by the
"VerProto" element type in the SyncML MIME content information. If not present,

the default value "1.2" is to be assumed.
Formal Specification: The following ABNF defines th e syntax for the parameter.
verprot-param = ";" "verproto" "=" 1*numeric "." 1* numeric

text = 1*ALPHA
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numeric = "0" /1" /"2" [ "3" [ "4" [ "5" [ "6" / VAN VK

verdtd Parameter

Purpose: Specifies the major/minor revision identif iers for the SyncML
representation protocol specification that defines the SyncML MIME media type.
If present, MUST be the same value as that specifie d by the "VerDTD" element
type in the SyncML MIME content information. If not present, the default value

"1.2"is to be assumed.
Formal Specification: The following ABNF defines th e syntax for the parameter.
verdtd-param = ";" "verdtd" "=" 1*numeric "." 1*num eric

text = 1*ALPHA

numeric = "0" /"1" /"2" [ "3" [ "4" [ "5" [ "6" / VAN VAN

Encoding considerations: The default character set for the SyncML MIME content
type is UTF-8. Transfer of this character set throu gh some MIME systems could
require that the content is first character encoded into a 7bit character set

with an IETF character encoding mechanism such as B ase64, as defined in
[RFC2045]

Security considerations:

Authentication: The SyncML MIME content type defini tion provides for the
inclusion of authentication information for the pur pose of authenticating the
originator and recipient of messages containing the data synchronization
content type. The content type definition supports Basic, Base64
userid/password mark-up, MD5 digest challenge and r esponse strings and any

other registered authentication credential scheme.

Threats: The SyncML MIME content type definition pr ovides for the inclusion of
remote execution commands. Administrators for MIME implementations that support
this content type SHOULD take every standard precau tion to assure the

activation of the originator of SyncML content, as well as take every standard
precaution to confirm the validity of the included remote execution command
prior to allowing the command to be executed on the targeted recipient's
system.

Interoperability considerations: Implementations th at have support for the
mandatory features of this content type will greatl y increase the chances of
interoperating with other implementations supportin g this content type.
Conformance to this content type requires an implem entation to support every

mandatory feature.

Published specification: URL:http://www.openmobilealliance.org/tech/docs
Applications, which use this media type: This MIME content type is intended for
common use by networked data synchronization applic ations.

Additional information:
Magic number(s): None

File extension(s): XSM
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Macintosh File Type Code(s): XSML
Person & email address to contact for further infor mation: admins@syncml.org
Intended usage: COMMON

Author/Change controller: mailto:technical-comments@openmobilealliance.org

9.2 application/vnd.syncml+wbxml
To: ietf-types@iana.org
Subject: Registration of MIME media type applicatio n/vnd.syncml+wbxml
MIME media type name: application
MIME subtype name: vnd.syncml+wbxml
REQUIRED parameters: None

OPTIONAL parameters: charset, synctype, verproto, v erdtd. May be specified in
any order in the Content-Type MIME header field.

Content-Type MIME header.

charset Parameter

Purpose: Specifies the character set used to repres ent the SyncML document. The
default character set for SyncML representation pro tocol is UTF-8, as defined
[RFC2279].

Formal Specification: The following ABNF defines th e syntax for the parameter.
chrset-param = ";" "charset" "=" <any |IANA register ed charset identifier>

synctype Parameter

Purpose: Specifies the data synchronization protoco | used by the SyncML
document. If present, the value MUST be the same va lue as that specified by the
"SyncType" element type in the SyncML MIME content information. There is no

default value.
Formal Specification: The following ABNF defines th e syntax for the parameter.
stype-param =";" "synctype" "=" text

verproto Parameter

Purpose: Specifies the major/minor revision identif iers for the SyncML
synchronization protocol specification for the work flow of messages with SyncML
MIME content. If present, MUST be the same value as that specified by the
"VerProto" element type in the SyncML MIME content information. If not present,

the default value "1.2" is to be assumed.

Formal Specification: The following ABNF defines th e syntax for the parameter.
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verprot-param = ";" "verproto" "=" 1*numeric "." 1*

text = 1*ALPHA
numeric ="0"/"1"/"2" /"3" [ "4" | "5" [ "6" /
verdtd Parameter

Purpose: Specifies the major/minor revision identif
representation protocol specification that defines

If present, MUST be the same value as that specifie
type in the SyncML MIME content information. If not
"1.2" is to be assumed.

Formal Specification: The following ABNF defines th
verdtd-param =";" "verdtd" "=" 1*numeric "." 1*num
text = 1*ALPHA

numeric = "0" /"1"/"2" ["3" ] "4" [ "5" ] "6"

Encoding considerations: The default character set
type is UTF-8. Transfer of this character set throu
require that the content is first character encoded

with an IETF character encoding mechanism such as B
[RFC2045].

Security considerations:

Authentication: The SyncML MIME content type defini
inclusion of authentication information for the pur
originator and recipient of messages containing the
content type. The content type definition supports
userid/password mark-up, MD5 digest challenge and r
other registered authentication credential scheme.

Threats: The SyncML MIME content type definition pr
remote execution commands. Administrators for MIME
this content type SHOULD take every standard precau
authentication of the originator of SyncML content,
standard precaution to confirm the validity of the
command prior to allowing the command to be execute
recipient's system.

Interoperability considerations: Implementations th
mandatory features of this content type will greatl
interoperating with other implementations supportin
Conformance to this content type requires an implem
mandatory feature.

Published specification:
http://www.syncml.org/docs/syncml_sync_represent_vi1

Applications, which use this media type: This MIME
common use by networked data synchronization applic

numeric
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Additional information:

Magic number(s): None

File extension(s): BSM

Macintosh File Type Code(s): BSML

Person & email address to contact for further infor mation: admins@syncml.org
Intended usage: COMMON

Author/Change controller: mailto:technical-comments@openmobilealliance.org
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Appendix A. Static Conformance Requirements (Normative)

Static conformance requirements (SCR) specify ¢lag¢ufes that are OPTIONAL and MANDATORY within
implementations conforming to this specification.

The notation used in this appendix is specifig®@MREPU].

A.1 Client Data Sync Usage of SyncML Representation

Table 1 — Client Common Use Elements

ltem Functionality Reference | Status | Requirement
SCR-DS-CUE-C-001 Support for Archive element 6.1.1 o
SCR-DS-CUE-C-002 Support for Chal element 6.1.2 M CRSDS-DDE-C-003
SCR-DS-CUE-C-003 Support for Cmd element 6.1.3 M
SCR-DS-CUE-C-004 Support for Cmdld element 6.1.4 M
SCR-DS-CUE-C-005 Support for CmdRef element 6.1.5 M
SCR-DS-CUE-C-006 Support for Cred element 6.1.6 M CR$S-DDE-C-001
SCR-DS-CUE-C-007 Support for Field element 6.1.7 d
SCR-DS-CUE-C-008 Support for Filter element 6.1.8 Q SCR-DS-CUE-C-09 AND (SCR-
DS-CUE-C-007 OR SCR-DS-
CUE-C-020)
SCR-DS-CUE-C-009 Support for FilterType 6.1.9 @)
element
SCR-DS-CUE-C-010 Support for Final element 6.1.10 M
SCR-DS-CUE-C-011 Support for Lang element 6.1.11 d
SCR-DS-CUE-C-012 Support for LocName 6.1.12 o]
element
SCR-DS-CUE-C-013 Support for LocURI element 6.1.13 M
SCR-DS-CUE-C-014 Support for MoreData 6.1.14
element
SCR-DS-CUE-C-015 Support for MsgID element 6.1.1% M
SCR-DS-CUE-C-016 Support for MsgRef element 6.1.1p
SCR-DS-CUE-C-017 Support for NoResp element 6.1.17
SCR-DS-CUE-C-018 Support for NoResults 6.1.18 0]
element
SCR-DS-CUE-C-019 Support for 6.1.19 o]
NumberOfChanges element
SCR-DS-CUE-C-020 Support for Record element 6.1.20 O
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SCR-DS-CUE-C-021 Support for RespURI 6.1.21 M

element
SCR-DS-CUE-C-022 Support for SessionlD 6.1.22 M

element
SCR-DS-CUE-C-023 Support for SftDel element 6.1.23
SCR-DS-CUE-C-024 Support for Source element 6.1.24 SCR-DS-CUE-C-013
SCR-DS-CUE-C-025 Support for SourceParent 6.1.25 DSCR-DS-CLIENT-012
SCR-DS-CUE-C-026 Support for SourceRef 6.1.26 M

element
SCR-DS-CUE-C-027 Support for Target element 6.1.2/ M SCR-DS-CUE-C-013
SCR-DS-CUE-C-028 Support for TargetParent 6.1.2B O SCR-DS-CLIENT-012
SCR-DS-CUE-C-029 Support for TargetRef 6.1.29 M

element
SCR-DS-CUE-C-030 Support for VerDTD 6.1.30 M

element
SCR-DS-CUE-C-031 Support for VerProto 6.1.31 M

element

Table 2 — Client Message Container Elements

ltem Functionality Reference | Status | Requirement
SCR-DS-MCE-C-001 Support for SyncML 6.2.1 M SCR-DS-MCE-C-002 AND SCR-
element DS-MCE-C-003
SCR-DS-MCE-C-002 Support for SyncHdr 6.2.2 M SCR-DS-CUE -C-015 AND SCR-
element DS-CUE -C-022 AND SCR-DS-
CUE-C-024 AND SCR-DS-CUE-
C-027 AND SCR-DS-CUE-C-030
AND SCR-DS-CUE-C-031
SCR-DS-MCE-C-003 Support for SyncBody 6.2.3 M SCR-DS-PCE-C-001 AND SCR-
element DS-PCE-C-002 AND SCR-DS-
PCE-C-005 AND SCR-DS-PCE-
C-007 AND SCR-DS-PCE-C-011
AND SCR-DS-PCE-C-012 AND
SCR-DS-PCE-C-015 AND SCR-
DS-PCE-C-016

Table 3 — Client Data Description Elements

ltem Functionality Reference | Status | Requirement
SCR-DS-DDE-C-001 Support for Data element 531 M

SCR-DS-DDE-C-002 Support for Item elemen 6.3.2 M

SCR-DS-DDE-C-003 Support for Meta element 6.33 WM SCR-DSDM-METINF-S-011
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Table 4 — Client Protocol Management Elements

Item

Functionality

Reference

Status

Requirement

SCR-DS-PME-C-001

Support for Status
element

6.4.1

M

SCR-DS-CUE-C-003 AND SCR-
DS-CUE-C-004 AND SCR-DS-
CUE-C-005 AND SCR-DS-CUE-
C-015 AND SCR-DS-CUE-C-024
AND SCR-DS-CUE-C-026 AND
SCR-DS-DDE-C-001 AND SCR-
DS-DDE-C-002

Table 5 — Client Protocol Command Elements

ltem Functionality Reference | Status | Requirement
SCR-DS-PCE-C-001 Support for Add 6.5.1 M SCR-DS-CUE-C-004 AND SCR-
element DS-DDE-C-002
SCR-DS-PCE-C-002 Support for Alert 6.5.2 M SCR-DS-CUE-C-004 AND SCR-
element DS-DDE-C-002
SCR-DS-PCE-C-003 Support for Atomic 6.5.3 0 SCR-DS-CUE-C-004
element
SCR-DS-PCE-C-004 Support for Copy 6.5.4 0 SCR-DS-CUE-C-004 AND SCR-
element DS-DDE-C-002
SCR-DS-PCE-C-005 Support for Delete 6.5.5 M SCR-DS-CUE-C-004 AND SCR-
element DS-DDE-C-002
SCR-DS-PCE-C-006 Support for Exec 6.5.6 o) SCR-DS-CUE-C-004 AND SCR-
element DS-DDE-C-002
SCR-DS-PCE-C-007 Support for Get 6.5.7 M SCR-DS-CUE-C-004 AND SCR-
element DS-DDE-C-002
SCR-DS-PCE-C-008 Support for Map 6.5.8 0 SCR-DS-CUE-C-004 AND SCR-
element DS-PCE-C-009
SCR-DS-PCE-C-009 Support for Mapltem 6.5.9 0 SCR-DS-CUE-C-024 AND SCR-
element DS-CUE-C-027
SCR-DS-PCE-C-010 Support for Move 6.5.10 0
element
SCR-DS-PCE-C-011 Support for Put 6.5.11 M SCR-DS-CUE-C-004 AND SCR-
element DS-DDE-C-002
SCR-DS-PCE-C-012 Support for Replace 6.5.12 M SCR-DS-CUE-C-004 AND SCR-

element

DS-DDE-C-002
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SCR-DS-PCE-C-013 Support for Result 6.5.13 0 SCR-DS-CUE-C-004 AND SCR-
element DS-DDE-C-002
SCR-DS-PCE-C-014 Support for Search 6.5.14 0 SCR-DS-CUE-C-004 AND SCR-
element DS-CUE-C-024 AND SCR-DS-
DDE-C-002 AND SCR-DS-DDE-
C-003
SCR-DS-PCE-C-015 Support for Sequencg 6.5.15 e} SCR-DS-CUE-C-004
element
SCR-DS-PCE-C-016 Support for Sync 6.5.16 M SCR-DS-CUE-C-004
element

Table 6 — Client Content Formats

ltem Functionality Reference | Status | Requirement

SCR-DS-CONTENT-C-001 Support for Contact 0 SCR-DS-CONTENT-C-008 OR
Synchronization SCR-DS-CONTENT-C-009

SCR-DS-CONTENT-C-002 Support for Calendar 0 SCR-DS-CONTENT-C-010 OR
Synchronization SCR-DS-CONTENT-C-011

SCR-DS-CONTENT-C-003 Support for Memo 0 SCR-DS-CONTENT-C-012
Synchronization

SCR-DS-CONTENT-C-004 Support for Task o SCR-DS-CONTENT-C-013
Synchronization

SCR-DS-CONTENT-C-005 Support for Email o SCR-DS-CONTENT-C-014 OR
Synchronization SCR-DS-CONTENT-C-015 OR

SCR-DS-CONTENT-C-016 OR
SCR-DS-CONTENT-C-017

SCR-DS-CONTENT-C-006 Support for File 0 SCR-DS-CONTENT-C-018
Synchronization

SCR-DS-CONTENT-C-007 Support for Folder 0 SCR-DS-CONTENT-C-019
Synchronization

SCR-DS-CONTENT-C-008 | Support for vCard 2.1

SCR-DS-CONTENT-C-009 Support for vCard 3.0

SCR-DS-CONTENT-C-010 Support for vCalendar 0
1.0

SCR-DS-CONTENT-C-011 Support for iCalendar 2.0 0

SCR-DS-CONTENT-C-012 Support for text/plain 0

SCR-DS-CONTENT-C-013 Support for vTodo 1.0 0

SCR-DS-CONTENT-C-014 Support for 0
message/rfc822
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SCR-DS-CONTENT-C-015

Support for 0
message/rfc2822

SCR-DS-CONTENT-C-016 Support for 0
Message/rfc2045

SCR-DS-CONTENT-C-017

Support for x-email

SCR-DS-CONTENT-C-018

Support for x-file

SCR-DS-CONTENT-C-019

Support for x-folder

A.2 Server Data Sync Usage of SyncML Representation

Table 7 — Server Common Use Elements

ltem Functionality Reference | Status | Requirement
SCR-DS-CUE-S-001 Support for Archive elemgnt g 1 1 ')
SCR-DS-CUE-S-002 Support for Chal element 6.1.2 M CRS$S-DDE-S-003
SCR-DS-CUE-S-003 Support for Cmd element 6.1.3 M
SCR-DS-CUE-S-004 Support for Cmdld element 6.1.4 M
SCR-DS-CUE-S-005 Support for CmdRef element 6.1.% M
SCR-DS-CUE-S-006 Support for Cred element 6.1.6 M CR$S-DDE-S-001
SCR-DS-CUE-S-007 Support for Field element 6.1.7 q
SCR-DS-CUE-S-008 Support for Filter element 6.1.8 Q SCR-DS-CUE-S-009 AND (SCR
DS-CUE-S-007 OR SCR-DS-
CUE-S-020)

SCR-DS-CUE-S-009 Support for FilterType 6.1.9 0]

element
SCR-DS-CUE-S-0010 Support for Final element 6.1.10 M
SCR-DS-CUE-S-011 Support for Lang element 6.1.11 (0]
SCR-DS-CUE-S-012 Support for LocName 6.1.12 0]

element
SCR-DS-CUE-S-013 Support for LocURI elemgnt 6.1.183 M
SCR-DS-CUE-S-014 Support for MoreData 6.1.14 M

element
SCR-DS-CUE-S-015 Support for MsgID element g1 15
SCR-DS-CUE-S-016 Support for MsgRef element 6.1.16
SCR-DS-CUE-S-017 Support for NoResp element 6.1.1
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SCR-DS-CUE-S-018 Support for NoResults 6.1.18 0]
element
SCR-DS-CUE-S-019 Support for 6.1.19 M
NumberOfChanges element
SCR-DS-CUE-S-020 Support for Record element 6.1.20 O
SCR-DS-CUE-S-021 Support for RespURI 6.1.21
element
SCR-DS-CUE-S-022 Support for SessionID 6.1.22 M
element
SCR-DS-CUE-S-023 Support for SftDel element 6.1.28
SCR-DS-CUE-S-024 Support for Source elemept 6.1.24 SCR-DS-CUE-S-013
SCR-DS-CUE-S-025 Support for SourceParent 6.1.25 DSCR-DS-SERVER-012
SCR-DS-CUE-S-026 Support for SourceRef 6.1.26 M
element
SCR-DS-CUE-S-027 Support for Target element 6.1.27 M SCR-DS-CUE-S-013
SCR-DS-CUE-S-028 Support for TargetParent 6.1.28 (O SCR-DS-SERVER-012
SCR-DS-CUE-S-029 Support for TargetRef 6.1.29 M
element
SCR-DS-CUE-S-030 Support for VerDTD 6.130 M
element
SCR-DS-CUE-S-031 Support for VerProto 6.1.31 M
element

Table 8 — Server Message Container Elements

Item Functionality Reference | Status| Requirement
SCR-DS-MCE-S-001 Support for SyncML 6.2.1 M SCR-DS-MCE-S-002 AND SCR-
element DS-MCE-S-003
SCR-DS-MCE-S-002 Support for SyncHdr 6.2.2 M SCR-DS-CUE-S-015 AND SCR-
element DS-CUE-S-022 AND SCR-DS-
CUE-S-024 AND SCR-DS-CUE-S
027 AND SCR-DS-CUE-S-030
AND SCR-DS-CUE-S-031
SCR-DS-MCE-S-003 Support for SyncBody 6.2.3 M SCR-DS-PCE-S-001 AND SCR-
element DS-PCE-S-002 AND SCR-DS-
PCE-S-005 AND SCR-DS-PCE-St
007 AND SCR-DS-PCE-S-010
AND SCR-DS-PCE-S-011 AND
SCR-DS-PCE-S-015 AND SCR-
DS-PCE-S-016
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Table 9 — Server Data Description Elements

Item Functionality Reference | Status | Requirement
SCR-DS-DDE-S-001 Support for Data element g3 1 M

SCR-DS-DDE-S-002 Support for Item elemen 6.3.2 M

SCR-DS-DDE-S-003 Support for Meta element 633 M SCR-DSDM-METINF-S-011

Table 10 —Server Protocol Management Elements

Item

Functionality

Reference

Status

Requirement

SCR-DS-PME-S-001

Support for Status
element

6.4.1

M

SCR-DS-CUE-S-003 AND SCR-
DS-CUE-S-004 AND SCR-DS-
CUE-S-005 AND SCR-DS-CUE-
S-015 AND SCR-DS-CUE-S-024
AND SCR-DS-CUE-S-026 AND
SCR-DS-DDE-S-001 AND SCR-

DS-DDE-S-002

Table 11 — Server Protocol Elements

Iltem

Functionality

Reference

Status

Requirement

SCR-DS-PCE-S001

Support for Add elemen

6.5.1

M

SCR-DS-CUE-S-004 AND SCR-
DS-DDE-S-002

SCR-DS-PCE-S-002

6.5.2

SCR-DS-CUE-S5-004 AND SCR-

Support for Alert element M

DS-DDE-S-002

SCR-DS-PCE-S-003 Support for Atomic 6.5.3 0 SCR-DS-CUE-S-004

element

SCR-DS-PCE-S-004 Support for Copy element 6.54 M SCR-DS-CUE-S-004 AND SCR-
DS-DDE-S-002

SCR-DS-PCE-S-005 Support for Delete element 655 Mm SCR-DS-CUE-S-004 AND SCR-
DS-DDE-S-002

SCR-DS-PCE-S-006 Support for Exec element 6.5.6 o SCR-DS-CUE-S-004 AND SCR-
DS-DDE-S-002

SCR-DS-PCE-S-007 Support for Get element 6.5.7 M SCR-DS-CUE-S-004 AND SCR-
DS-DDE-S-002

SCR-DS-PCE-S-008 Support for Map element 6.5.8 v SCR-DS-CUE-S-004 AND SCR-
DS-PCE-S-009

SCR-DS-PCE-S-009 Support for Mapltem 6.5.9 M SCR-DS-CUE-S-024 AND SCR-

element

DS-CUE-S-027
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SCR-DS-PCE-S-010 Support for Move element 6.5.10
SCR-DS-PCE-S-011 Support for Put element 6.5.11 SCR-DS-CUE-S-004 AND SCR-
DS-DDE-S-002
SCR-DS-PCE-S-012 Support for Replace 6.5.12 M SCR-DS-CUE-S-004 AND SCR-
element DS-DDE-S-002
SCR-DS-PCE-S-013 Support for Result element 6.5.13 M\ SCR-DS-CUE-S-004 AND SCR-
DS-DDE-S-002
SCR-DS-PCE-S-014 Support for Search element 6.5.14 o SCR-DS-CUE-S-004 AND SCR-
DS-CUE-S-024 AND SCR-DS-
DDE-S-002 AND SCR-DS-DDE-
S-003
SCR-DS-PCE-S-015 Support for Sequence 6.5.15 M SCR-DS-CUE-S-004
element
SCR-DS-PCE-S-016 Support for Sync element 6.5.156 M SCR-DS-CUE-S-004

Table 12 — Server Content Formats

ltem Functionality Reference | Status | Requirement

SCR-DS-CONTENT-S-001 Support for Contact | ALL* 0 SCR-DS-CONTENT-S-008 AND
Synchronization SCR-DS-CONTENT-S-009

SCR-DS-CONTENT-S-002 Support for Calendar ALL* 0 SCR-DS-CONTENT-S-010 AND
Synchronization SCR-DS-CONTENT-S-011

SCR-DS-CONTENT-S-003 Support for Memo ALL* 0 SCR-DS-CONTENT-S-012
Synchronization

SCR-DS-CONTENT-S-004 Support for Task ALL* 0 SCR-DS-CONTENT-S-013
Synchronization

SCR-DS-CONTENT-S-005 Support for Email ALL* 0 SCR-DS-CONTENT-S-014 OR
Synchronization SCR-DS-CONTENT-S-015 OR

SCR-DS-CONTENT-S-016 OR
SCR-DS-CONTENT-S-017

SCR-DS-CONTENT-S-006 Support for File ALL* 0 SCR-DS-CONTENT-S-018
Synchronization

SCR-DS-CONTENT-S-007 Support for Folder | ALL* 0 SCR-DS-CONTENT-S019
Synchronization

SCR-DS-CONTENT-S-008 | Support for vCard 2.1 | ALL*

SCR-DS-CONTENT-S-009 Support for vCard 3. ALL*

SCR-DS-CONTENT-S-010 Support for vCalendarALL*
1.0

SCR-DS-CONTENT-S-011 Support for iCalendal ALL* 0
2.0

[0 2009 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.




OMA-TS DS_DataSyncRep-V1_2_ 2-20090319-A

Page 100 (101)

SCR-DS-CONTENT-S-012 Support for text/plain ALL*
SCR-DS-CONTENT-S-013 Support for vTodo 1.0 ALL*
SCR-DS-CONTENT-S-014 Support for ALL*
message/rfc822
SCR-DS-CONTENT-S-015 Support for ALL*
message/rfc2822
SCR-DS-CONTENT-S-016 Support for ALL*
Message/rfc2045
SCR-DS-CONTENT-S-017 Support for x-email ALL*
SCR-DS-CONTENT-S-018 Support for x-file ALL*
SCR-DS-CONTENT-S-019 Support for x-folder ALL*

* There are examples which use the various cortypets throughout the specifications.
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Appendix B. Change History (Informative)
B.1 Approved Version History
Reference Date Description
OMA-SyncML-DataSyncRep-V1_1_2-20030612-A 12 Juf20 Initial OMA release
OMA-TS-DS_DataSyncRep-V1_2-20060710-A 10 Jul 2006 | Approved by TP ref#OMA-TP-2006-0239R03-
INP_DS_V1_2_for_final_approval
OMA-TS-DS-DataSyncRep-V1_2_1-20070613-A 13 Jun 2007 | Incorporated CRs:
OMA-DS-DS_1_2-2007-0002R01
OMA-DS-DS_1_2-2007-0021R04
Editorial corrections
OMA-TS-DS-DataSyncRep-V1_2_1-20070810-A 10 Aug 2007 | Prepared for TP Notification TP ref # OMA-TP-200326-
INP_DS_V1_2_1 ERP_for_Notification
OMA-TS-DS-DataSyncRep-V1_2_2-20090203-D 03 Feb2009 | Incorporated CR:
OMA-DS-DS_1_2-2009-0002R01-CR_IOP_bug_fixes
Editorial corrections
OMA-TS-DS-DataSyncRep-V1_2_2-20090316-D 16 Mar 2009 | Application of the 2009 template
OMA-TS-DS-DataSyncRep-V1_2_2-20090319-A 19 Mar 2009 | Notified to TP: TP ref# OMA-TP-2009-0068R01-
INP_DS_V1_2 2 ERP_for_notification
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