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1. Scope (Informative)

This document defines the use-cases and requirerf@r$IP based Push as a transport bearer for Ogh. The
document will maintain the compatibility with thgigting WAP Push architecture; push message digivst service
definitions, charging [OMACharging].

Push Proxy Gateway Service specification [PPGSe}defines PPG operations, which defines each pulmission
processing, before sending the push content tolidet. It is out of the scope of SIP Based Pusht&Befine any new push
submission processing.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exijiéghdicated to be

informative.

3.2 Definitions

Push Client

Content

Device

MMS Client
MMS Proxy-Relay

Push Framework

Push Initiator

Push OTA Protocol

Push Proxy Gateway

Push Session

Server

Terminal
User

User agent

See [OMADictionary]

Subject matter (data) stored or generdtad arigin server. Content is typically displayed
interpreted by a user agent on a client. Contembodh be returned in response to a user request, o
pushed directly to a client.

Is a network entity that is capable of segdind/or receiving packets of information and das
unique device address. A device can act as eitbierg or a server within a given context or asros
multiple contexts. For example, a device can sergioumber of clients (as a server) while being a
client to another server.

The MMS service endpoint located on the WAP clamtice.

This is the system element that the MMS Clientratés with. It provides access to the componédras t
provide message storage services, and it is refiperisr messaging activities with other available
messaging systems. Some implementations may certti;jicomponent with the MMS Server.

The entire WAP push system. The frastework encompasses the protocols, servicefaues,
and software entities that provide the means th plasa to user agents in the WAP client.

The entity that originates push eahtand submits it to the push framework for deine a user
agent on a client.

A protocol used for conveyingteanh between a Push Proxy Gateway and a certairagsat on a
client.

A proxy gateway that provideshproxy services.

A WSP session that is capable of ctindypush operations.

A device (or service) that passively waitsconnection requests from one or more clientsever
may accept or reject a connection request froneatclA server may initiate a connection to a dlien
as part of a service (push).

See " Push Client".
See [OMADictionary]

A user agent (or content interpreteahissoftware or device that interprets resourtks may
include textual browsers, voice browsers, seargines, etc.

3.3 Abbreviations

OMA

GPRS
HTTP

Open Mobile Alliance

General Packet Radio Service
Hypertext Transfer Protocol

[0 2005 Open Mobile Alliance Ltd. All Rights Reserved.
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P

IMS

MM

MMD
OTA
OTA-HTTP
OTA-HTTP-TLS
OTA-SIP
OTA-WSP
PDP

Pl

PPG

SIP
SIMPLE
SMS

TCP

TLS

ubP

URI

URL

WAP
WSP
WTLS

Internet Protocol

IP Multimedia Subsystem
Multimedia Message
Multimedia Domain

Over The Air

(Push) OTA over HTTP
OTA-HTTP over TLS

(Push) OTA over SIP

(Push) OTA over WSP
Packet Data Protocol

Push Initiator

Push Proxy Gateway

Session Initiated Protocol

SIP for Instant Messaging and Presence lagieg Extensions
Short Message Service
Transmission Control Protocol
Transport Layer Security

User Datagram Protocol
Uniform Resource Identifier
Uniform Resource Locator
Wireless Application Protocol
Wireless Session Protocol
Wireless Transport Layer Security
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4. Introduction (Informative)

Push Framework [PushArch] specification defineshRygeration as client/server model, where themmiexplicit request
from the client before the server transmits itstenh The Push Framework introduces a meansnertri information to a
device without a user request. Where, the Pusiator (PI) transmits the “push content” and “deliy instruction” to the
Push Proxy Gateway (PPG). The PPG delivers thie pustent to the Push Client (henceforth referoealst"client" or
"terminal”) based on the delivery instruction. TPesh Framework specifies the Push Access ProfdashPAP] and Push
Over-the-Air Protocol [PushOTA], between Pl and PB@& between client and PPG, respectfully.

The IETF has defined the core set of technologyefbablishing multimedia session between two orenparticipants.
Session Initiated Protocol (SIP) [RFC3261] providession management and setup, user reachabilitsneailability.

The SIP/IP Core Network provides a rich peer-torpeedia sessions, client-server sessions, and aterimderaction of
services (e.g. utilization of presence informatigrother services). In addition, it offers servimmtrol point, such as
authentication and authorization for SIP clientd services, and centralized charging control point.

The work of OMA Push OTA over SIP (OTA-SIP) is &vérage these standards by transporting Push Ofduacements
encapsulated in SIP messages. The restrictidmeadata size in SIP messages is defined in RFC[E803261]. Figure 1
shows the Push Framework with OTA-SIP. The beméfitsing OTA-SIP is lower cost of maintenance hieig
interoperability, reuse of existing resources. tHigvel requirements can be summarize as the foligw

» Enabling Push Proxy Gateway (PPG) to send Puslecirand request delivery reports, when using abeurof
different accesses, or when roaming between diffexecess networks, e.g., GPRS and WLAN

» Ability to have a single addressing scheme thatdependent of any network access characteristicsa single
SIP URI.

» Ability to advertise acceptance of certain pushsages and route push messages from a single Si€sadd a
number of different locations, e.g., when roamim@ idifferent network, using a different accessimetogy, etc.

SIP/IP Qore
Netw ork
Push OTA-SP
e e - -
Push <
(PAP) Push OTA-WSP
Push OTA-HTTP _
Push Push Proxy Qient
Initiator Gateway
(P1) (PPG)

Figure 1: Push Framework
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5. Use Cases (Informative)

This section identifies the Device Management, IS Notification use-cases for the OMA Push OTA 08P (OTA-
SIP). These use-cases are organized such thaerabler that is envisioned as using OTA-SIP isesgmted as a separate
entity. This means that use-cases are drawn fratm @dsting enabler that uses OMA push, as wellam future needs for
OTA-SIP.

5.1 Use Case A, MMS

Affected Areas
Enabling
Services

Tickmarks (X) X X X

Additional Keywords

Device Connectivity Applications Content

Table 1: Affected Areas for Use Case A

5.1.1  Short Description

This use case illustrates the use of OTA-SIP inMiMS Notification functionality. The example ded®@s the functions and
roles of the various system elements in the MMSRumsh frameworks.

5.1.2 Actors
» User A is the originator of the MM
e User B is recipient of the MM
* MMS Proxy-Relay server interact with the user visi? Proxy Gateway
5.1.2.1 Actor Specific Issues
» User Ais uncertain if User B will receives the MM
» User B is uncertain that all incoming MMs are alijueeceived or if some are thrown away
» Push Proxy Gateway may have several Push OTA mgthod
5.1.2.2 Actor Specific Benefits
» User A is reasonably certain that the MM reachesr Bs
* User B is able to receive the MM

» Push Proxy Gateway has efficient and more simpletavaleliver the MM
5.1.3  Pre-conditions

» User B terminal must support TCP/IP, MMS, and SIP.

e User B is registered to the SIP/IP Core Networg.(BS).

* Both User A and User B subscribe to the MMS setrvice
5.1.4  Post-conditions

* User B received and watched the MM that User Andésl.

[0 2005 Open Mobile Alliance Ltd. All Rights Reserved.
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5.1.5

1)
2)
3)
4)
5)
6)
7
8)
9)

User A is informed that User B successfully recehe MM

Normal Flow
User A activates MMS Client.
User A selects or enters User B address, and cagfeuits MM to be sent.
User A requests that MM is sent to User B.
MMS Client submits the message to its associatedSMRvbxy-Relay and request delivery report.
MMS Proxy-Relay resolves the User B address, andldias the MM to user B MMS Proxy-Relay.
The MM is stored by the MMS Server associated withUser B MMS Proxy-Relay.
User B MMS Proxy-Relay sends a MMS Noatificationitser B MMS Client via Push Proxy Gateway (PPG).
Using Push OTA-SIP, the PPG forwards the MMS Ngdiion User B MMS Client.

The User B MMS client requests the MMS Relay/Setwanitiate the retrieval process.

10) The MMS Relay/Server send the respond, which costsiMS control information and the MM content.

11) After receiving the content, the User B MMS Clisends an acknowledgement to the corresponding MMS

Relay/Server, if requested by the MMS Relay/Server.

12) Upon receiving the acknowledgement, the MMS Retayksr sends the delivery reports to the User A MBAiSnt,

via PPG.

13) Using Push OTA-SIP, the PPG forwards the MMS dejiveport User A MMS Client.

5.1.6

None

5.1.7

Alternative Flow

Operational and Quality of Experience Requirements

OTA-SIP must maintain at least same level of ugpesence as the existing Push OTA (Push OTA WAR235

[0 2005 Open Mobile Alliance Ltd. All Rights Reserved.
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5.2 Use Case B, New Service Device Management Provisioning

Affected Areas
Enabling
Services

Tickmarks (X) X X X

Additional Keywords

Device Connectivity Applications Content

Table 2: Affected Areas for Use Case B

5.2.1  Short Description

A user orders a new service from a service providére method of ordering the service could begisiborowser to request
the service to be activated, traditional phonetcaihe customer service desk, or at a retail stagts assume the user is
ordering an online game service via existing supson service provider. The ordering method immgghe browser to
request the service to be activated.

52.2 Actors

» User owns a multimedia terminal device, which itapable for online game service.

» Cellular service provider provides cellular accésternet connection, SIP/IP Core Network serviegsl hosting
online game.

5.2.2.1 Actor Specific Issues
» User prefers automated, quickly and easily configian for online game service.
» User wants to play game with friends.
» User wants to use a unified way of addressing lfmfahe services.
» Service provider wants proper configuration baseda@mpany game policy.
» Service provider wants a unified way of addressirgguser.
» Service provider wants to provide ease of use éxpes to the user.
e User and service provider want to have a mutuddemiication.
5.2.2.2 Actor Specific Benefits
» User has seamless user service provisioning.

»  Service provider has a lower total cost ownership@), centralize policy and configuration, and dienp
deployment (e.g. addressing).

5.2.3  Pre-conditions
» User terminal has successfully associated, auttaatl, and IP connectivity to the network.
» User terminal must supports SIP protocols.

» Userisregistered to the SIP/IP Core Network [IMB2H]. The SIP registration establishes a trustéatiomship
between the terminal and the SIP/IP Core Network.

* PPG has a relationship with SIP/IP Core Network.

[0 2005 Open Mobile Alliance Ltd. All Rights Reserved.
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5.2.4

5.2.5
1.

9.

5.2.6

None

5.2.7

User terminal is not configured for the online gaseevice.

Post-conditions
The required service settings are configured amdlae to the application in the terminal.

After successfully configured, User accesses omgjarae.

Normal Flow

The user orders online game service from servioeiger by using the browser to request the senadse
activated.

The service provider accepts the service request the user. The online gaming service request®tvice
Management Server to configure the service.

The Device Management server, acting as a PI, sendstial device management bootstrap message Ghent
Provisioning message) to the Push Proxy GatewagRBing PAP.

Using Push OTA-SIP, the PPG forwards the deviceagament bootstrap message to the terminal, vidFsGUre
Network.

The SIP/IP Core Network forwards the device managgrhootstrap message to the terminal.

Terminal receives and handles the Device Managebwaistrap message, which contains the initiairggtb use
the device management server.

To start the configuration session the Device Manzgnt Server sends Device Management sessiortionitia
message via PPG. The PPG uses Push OTA-SIP tarfibthhe message to the SIP/IP Core Network.

The SIP/IP Core Network forwards message to thmitel. Terminal responds and the Device Management
configuration will continue in normal [OMADM] staadd way.

After Device Management session is done, the uses the new configuration setting to play onlinenga

Alternative Flow

Operational and Quality of Experience Requirements

OTA-SIP must maintain at least same level of ugpegence as the existing Push OTA [Push OTA].

[0 2005 Open Mobile Alliance Ltd. All Rights Reserved.
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5.3 Use Case C, Continuous Device Management Notification

Support
Affected Areas
: o Enabling o
Device Connectivity Services Applications Content
Tickmarks (X) X X X

Additional Keywords
Table 3: Affected Areas for Use Case C

5.3.1  Short Description

After the service configuration is installed susfaBly, the Device Management Server may managseétiengs by using
OMA Device Management. The Device Management sestartup notification message can be sent using-SIP.

5.3.2 Actors

» User would like to be notified when the user onlyane service configuration has changed. Useiritefns
configured for continuous device management.

» Service provider Device Management Server providestification capability to the subscribed user.
5.3.2.1 Actor Specific Issues

* When online game service configuration changetiénmtetwork, user wants to have a capability toivecie
notification before accepting the changes.

» Service provider wants user terminal up to datdigaration.
5.3.2.2 Actor Specific Benefits
» User has the latest supporting service configunatio

» Service provider has a lower total cost ownership@), centralize policy and configuration, and dienp
deployment.

5.3.3  Pre-conditions
» User terminal has successfully associated, auttaatl, and IP connectivity to the network.
» User terminal must supports SIP protocol.

» User registers to the SIP/IP Core Network [IMSARCHje SIP registration establishes a trusted oalakiip
between the terminal and the SIP IP Core Network.

 PPG has a relationship with SIP/IP Core Network.
e User registers to the Device Management Server.
* The Device Management Server knows the addresedétminal.

» The online game service configuration is instaiadcessfully to the user terminal.

5.34 Post-conditions

* The updated service configurations are configuretlavailable to the application in the terminagypded that the
user accepts the changes.
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5.35 Normal Flow

1. The service provider made changes to the usereoghime service. The online game service serveepla device
management change order to the Device ManagemergrSer specific user.

2. The Device Management Server sends the notificatidhe Push Proxy Gateway (PPG). The notificatiomtains
information for terminal to start device managens®tsion with the Device Management server.

3. Using Push OTA-SIP, the PPG forwards the deviceagement notification message to the terminal, \i4dIB
Core network.

4. The SIP/IP Core Network forwards the Device Manageinmotification message to the terminal.

5. Upon receiving the notification, the terminal iatéés device management session. After initiatfidhedevice
management session, the user will be presentediathption of accepting or rejecting the configiora change
for the gaming service. This is no longer underdabietrol of the push service. Upon acceptanceettnfiguration
change, the user configuration is updated andilieeogame is enabled.

5.3.6  Alternative Flow

None

5.3.7 Operational and Quality of Experience Requirements

None
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5.4 Use Case D: Service wishes to use a push without a receipt
confirmation of delivery

Affected Areas

Device Connectivity Enab!mg Applications Content
Services
Tickmarks (X) X X X

Additional Keywords
Table 4: Affected Areas Use Case D

5.4.1 Short Description

A low value application, such as advertising, wist@communicate content to a user of a device.apipéication, acting as
a push initiator, will use push, to initiate theramunication of an event to the mobile customer. I$&r may have a device
and a connectivity constraint that means that ts¢ and bandwidth on the ‘push’ channel is conséhiand one-way. In
this case confirmation of delivery, by a receiptification from the mobile device, is not required.

The application wish to use a content type & siw ts limited, but not constrained by, the MTUWloé bearer network used
to communicate to the device. In other words, theent used by the service to notify the customay bre any MIME type
that is mutually understood by the client (and w@wgnt) and the application.

The application may wish to address a specific agent that is resident in the device; in this cs=mobile device may

have multiple user-agents that may be active aadebeption of a content type on the push chanaglgause the activation
of a device resident application; in this case Jiapfon level addressing will be used.

5.4.2 Actors
e Push Initiator, Push Proxy Gateway, User, Client.
5421 Actor Specific Issues
» Push Initiator does not require receipt confirmaibd delivery.
5.4.2.2 Actor Specific Benefits
* Legacy Push use case.
5.4.3 Pre-conditions
* The Push Initiator wishes to deliver low-value @onitto a user via a client in a device.

» User has a device that is constrained in terms&upport for push, in that there is reduced badfttivand one-way
connectivity.

544 Post-conditions

» Client receives push message and it is presenteskio
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545 Normal Flow

1. Push Initiator submits PAP message to Push Proxgvizg; User is identified as per the addressingmehdefined
in [PushPAP]. The push initiator may wish to addraspecific user agent. This should be conveyéuetdevice;
such that at step 6 the client may direct the reigajgpropriately.

2. The Push Proxy gateway determines the delivery amésm based on
a. PAP Quality of Service
b. User identity & device capability
c. User availability
Using Push OTA-SIP, the PPG forwards the contettigclient without explicit delivery confirmation.

3

4. Push Proxy gateway indicates status of push sulamigs push initiator using PAP.

5. Some time later, the push message physically arav¢he device and is processed by the client.
6

Using the semantics of the content and push megatda pushed message is presented via the cBentagent.

5.4.6 Alternative Flow

1. At step 3, the content may be segmented for dglifehe bearer or underlying delivery mechanisroasstrained
e.g. if SMS is used as a fallback;

2. At step 6, the content must be reconstituted byclieat prior to transfer to the device user-agent.

5.4.7 Operational and Quality of Experience Requirements

None.
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5.5 Use Case E: Service wishes to use a push that requires
receipt confirmation of delivery

Affected Areas
Enabling
Services

Tickmarks (X) X X X
Additional Keywords

Device Connectivity Applications Content

Table 5: Affected Areas Use Case E

5.5.1  Short Description

A high value application, such as a stock tickesh&s to push content to a user. The applicatidiruaé a push proxy, to
initiate the communication of the content to therissDevice. The content being communicated netzssithat the push
proxy and mobile device may have to establish comommmunication context such that confirmationwfcessful
transport of the content is confirmed and subsettyiantified back to the originator of the messatte, application.

The application may wish to use a content typez® $hat is limited, but not constrained by, the Mdluhe bearer network
used to communicate to the device. In other wahdscontent used by the service to notify the acustomay be any MIME
type that is mutually understood by the client (asdr agent) and the application.

The application may wish to address a specific agent that is resident in the device; in this cs=mobile device may

have multiple user-agents that may be active amdebeption of a content type on the push chanaglgause the activation
of a device resident application; in this caseiapfion level addressing will be used

5.5.2 Actors

e Push Initiator, Push Proxy Gateway, User, Client.
5.5.2.1 Actor Specific Issues

* Push Initiator requires receipt confirmation ofidety.
5.5.2.2 Actor Specific Benefits

» Legacy Push use case.

5.5.3 Pre-conditions
» The Push Initiator wishes to deliver content tesarwia a client in a device.

» User has a device that is capable to support coafirpush.

5.5.4  Post-conditions
» Client receives push message and it is presenteskio

» Push initiator receives application level delivepnfirmation from Push Proxy Gateway

55.5 Normal Flow

1. Push Initiator submits PAP message to Push Proxgvizg; User is identified as per the addressingmehdefined
in [PushPAP]. Push Initiator requests confirmedveey and result notification via PAP Quality ofr8iee

2. Push Proxy gateway determines mechanism for dglhvased on
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a) PAP Quality of Service

b) User identity & device capability

c) User availability

Using Push OTA-SIP, the PPG forwards the contettig¢alient with explicit delivery confirmation

3

4. Client acknowledges receipt of delivery to pushxgrgateway

5. Push Proxy gateway indicates status of push sulmiss push initiator using PAP
6

Using the semantics of the content and push metatda pushed message is presented via the chentagent.

5.5.6  Alternative Flow

1. At step 3 the device may not be available, or dgpiest to send a push message may expire leading tollowing
alternate scenarios:

a. This will result in the non-delivery of the push ssage

b. An intermediate ‘progress — note’, as defined iAPPmay be delivered by the push proxy gatewayo t
push initiator

2. At step 3 the Push Proxy gateway may request ebdapanformation for the device:

a. This may result in the delivery of the push messagebeing attempted in step 4 — if the user-agent
considered not compatible with the content.

b. The push proxy gateway will then indicate delivetgtus to push initiator as defined in [PAP]

5.5.7  Operational and Quality of Experience Requirements

None.
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6. Requirements

6.1 High-Level System Requirements (Normative)

REQ1 Push OTA-SIP SHALL provide a unique way tmiify the user, the device and the
application within the device.

REQ2 The application protocol (i.e. OTA-SIP) SHAbE based on SIP [IMSARCH].

REQ3 Push OTA-SIP SHALL comply to Push ArchitectiPashArch]

REQ4 Push OTA-SIP SHALL reuse existing standardqmals and data formats to the extent
possible.

REQ5 It SHOULD be possible to support OTA-SIP, whibaming using SIP/IP Core Network
roaming capability.

REQ6 Push OTA-SIP SHALL be agnostic to the undegyietwork.

REQ7 Push OTA-SIP MUST be capable of providing acomfirmed delivery of content to the

device via the [IMSARCH].

REQS8 Push OTA-SIP MUST be capable of providing rficmed delivery of content to the device,
via an acknowledgement of successful transpomgutsie [IMSARCH].

REQ9 Push OTA-SIP MUST support the transport ohpusta data, including application
identifiers, to the device. The push meta datafsdd in the WAP Push Message
Specification [PushMsg]

REQ10 Push OTA-SIP MUST support all WAP Push deficentent types
REQ11 Push OTA-SIP SHOULD support all MIME contgtes as per [PushArch]
REQ12 Push OTA-SIP MUST provide a transport todéeice via [IMSARCH)] such that the size of

content being transferred is comparable to othreregisting, push OTA mechanisms as
defined in [PushOTA]

REQ13 Push OTA-SIP SHOULD support the same sefA8f &perations that are currently defined |n
the WAP Push PAP Specification [PushPAP] and mathagahe PPG [PPGService]

REQ14 Push OTA-SIP MAY provide quality of servigations, exposed via PAP, to the Push Initigtor

REQ15 Push OTA-SIP SHOULD provide a mapping, wipargsible, of pre-existing PAP Quality of]

Service options (as defined in [PushPAP]) to thed@erface.

REQ16 Push OTA-SIP MUST not interfere with the emtifpresentation semantics of pre-existing
push content types.

REQ17 OTA-SIP SHALL treat the SIP/IP Core NetwdM$ARCH], as a network capability
providing both IP transport and other functionslascribed in the above paragraphs.

REQ18 OTA-SIP MUST be able to interface to the BIRIore Network [IMSARCH].

Table 4: High-Level System Requirements
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6.1.1  Security

REQ19 The user SHALL be able to use the OTA-SIBnirauthorized and authenticated manner.
REQ20 The confidentiality and integrity of SIP-Pushssage SHALL be ensured.
REQ21 Security requirements SHALL be compliant wetjuirements stated in [PushSEC] RD

Table 5: High-Level System Requirements — Securitifems
6.1.2 Charging
None

6.1.3  Administration and Configuration

None

6.1.4  Usability

None

6.1.5 Interoperability

None

6.1.6  Privacy

REQ22 Privacy requirements SHALL be compliant wihuirements stated in [Privacy].

Table 6: High-Level System Requirements — Privacytéms
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6.2 System Elements (Informative)

A push operation [PushArch] is accomplished byweithg a Push Initiator (PI) to transmit pusbntent and delivery
instructions to a Push Proxy Gatew®pPG), which then delivers the push content tqtieh client (henceforth referred to
as "client" or "terminal") according to the deliyeénstructions.

The Pl is typically an application that runs onoadinary web server. It communicates with the PRBgithe Push Access
Protocol(PAP) over HTTP. The PPG [PPGservice] uses the Puein-The-Air(OTA) Protocolto deliver the push content
to the client. Figure 1 illustrates the Push Fraoméw

PAP [PushPAP] is based on standard Internet pristpE®L is used to express the delivery instructipand the push
content can be any MIME media type.

As mentioned, the PPG is responsible for delivetiregpush content to the client. In doing so ieptitlly may need to
translate the client address provided by the Pl @itormat understood by the mobile network, stbeecontent if the client
is currently unavailable, etc. The PPG does maagr tleliver messages. For example, it may notifyPthabout the final
outcome of a push submission and optionally haacalteellation, replace, or client capability reqadsdm the PI.

The Push Over-The-Air (OTA) [PushOTA] protocol ieetpart of the Push Framework that is responsdsl&&nsporting
content from the PPG to the client and its usentsyét is designed to run on top of HTTP (OTA-HTTWSP (OTA-WSP),
or SIP (OTA-SIP).

OTA-SIP utilizes IETF SIP protocol and extensiondeer-the-air communication between the PPG aadlient. It is
primarily to be used in conjunction with SIP/IP €ddetwork. Push content is delivered using theHESIP and SIMPLE
protocols and SIP/IP Core Network.

The SIP/IP Core Network is a Session Initiationt&eol (SIP) based IP multimedia infrastructure.

6.2.1  Push Proxy Gateway

The Push Proxy Gateway (PPG) is the entity thas doest of the work in the Push framework. Its oesibilities include
acting as an access point for content pushes fnennternet to the mobile network, and everythisgoaiated therewith
(authentication, address resolution, etc).

As the PPG is the entry point to a mobile netwdrkay implement network access-control policiesutlwho is able to
gain access to the network, i.e. who is able ttmasitent and who is not, and under which circuntsts, etc.

6.2.2 SIP/IP Core Network

3GPP and 3GPP2 have defined a SIP/IP Core Netvgosk architectural solution in 3GPP and 3GPP2 mitwo
[IMSARCH]. As defined in [IMSARCH] the SIP/IP Coldetwork is a Session Initiation Protocol (SIP)dh$P
multimedia infrastructure that provides a compbeighitecture and framework for providing multimedevices. This
includes security functions (e.g. authenticatiartharization), routing, charging, and default calékhus, it provides a
platform for globally interoperable IP multimediarsgices - especially in the mobile environment.e BiP/IP Core Network
service capabilities consist of session managemeat,data access, event subscription and notificanessaging, data
manipulation, and conference control.
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