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methods and but does not allow TLS Session Resumption. 377
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Table 102: The state transitions in the SUPL INIT Protection Level state transition model. Triggers T17A and T17B
are sent from the Security Negotiation Model as described in section E.2.1 385
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Table 121: The state transitions in the TLS Authentication state transition model for SETs where TLS Session
Resumption is not supported. Triggers T23A and T23B are sent from the Security Negotiation Model as
described in section E.3.1. 409

Table 122: The state transitions in the SUPL INIT Protection Level state transition model for the H-SLP. Triggers
T23A and T23B are sent from the Security Negotiation Model as described in section E.3.1. 410
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1. Scope

This document describes the UserPlane Location Protocol (ULP) for SUPL 2.0. ULP is a protocol-level instantiation of the
Lup reference point described in [SUPLAD2]. The protocol is used between the SLP (SUPL Location Platform) and a SET
(SUPL Enabled Terminal). For more details about SUPL Requirements refer to [SUPLRD2].
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD?”, “SHOULD NOT”,
“RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC 2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be
informative.

3.2 Definitions

Area ID Area ID is the identity of an area in a wireless network.

I-WLAN The interworking WLAN refers to the system for interworking between 3GPP/3GPP2 systems and
WLAN. The intent of 3GPP/3GPP2-WLAN Interworking is to extend 3GPP/3GPP2 services and
functionality to the WLAN access environment. The 3GPP/3GPP2-WLAN Interworking System provides
bearer services allowing a 3GPP/3GPP2 subscriber to use a WLAN to access 3GPP/3GPP2 PS based
services.

Location ID The Location ID defines the current serving cell, current serving WLAN AP or current serving WiMAX
BS information of the SET.

Major Version Major versions are likely to contain major feature additions; MAY contain incompatibilities with previous
specification revisions; and though unlikely, could change, drop, or replace standard or existing interfaces.
Initial releases are “1_0”. [OMAOPS]

Minor Version Minor versions are likely to contain minor feature additions, be compatible with the preceding Major
version. Minor specification revision include existing interfaces, although it MAY provide evolving
interfaces. The initial minor release for any major release is “0”, i.e. 1|_0 [OMAOPS]

Multiple Location IDs The Multiple Location IDs parameter may contain current non-serving cell, current non-serving WLAN
AP or current non-serving WiMAX BS information for the SET and/or historic serving or non-serving
cell, WLAN AP or WiMAX BS information for the SET.

Quality of Position A set of attributes associated with a request for the geographic position of SET. The attributes include the
required horizontal accuracy, vertical accuracy, max location age, and response time of the SET position.

Service Indicator Service indicators are intended to be compatible with the Major_ Minor release they relate to but add bug
fixes. No new functions will be added through the release of Service Indicators. [OMAOPS]

SUPL Roaming For positioning not associated with an emergency services call, SUPL roaming occurs when a SET leaves
the service area of its H-SLP. For positioning associated with an emergency services call, SUPL roaming
occurs when the SET is not within the service area of the E-SLP. The service area of an H-SLP or E-SLP
includes the area within which the H-SLP or E-SLP can provide a position estimate for a SET or relevant
assistance data to a SET without contacting other SLPs. It should be noted that an H-SLP or E-SLP
service area is not necessarily associated with the service area(s) of the underlying wireless network(s).

There are variants of SUPL roaming which are summarized below:

e The H-SLP or E-SLP may request the V-SLP to provide an initial position estimate,
e.g., based upon Location ID.

e The H-SLP or E-SLP may request the V-SLP to provide the Lup Position
Determination and SPC functionality.

The decision of which variant is applied is implementation specific and out of the scope of this
specification. For information purposes, the decision will depend upon such factors as:

(1) Roaming agreements between SUPL providers;

(ii)) Location ID;
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AP

BS

BSF

CI
FQDN
GANSS
GLONASS
GNSS
LAC
lid

LTE
McCC
MNC
NID
OMA
OMNA
PAP
POTAP
QoP
QZSS
RNC
SBAS
SEK
SET
SID
SIP
SLC
SLP
SM
SMS
TCP
TD-SCDMA
ULP
UMB
WAP

(i) Cached information;

(iv) H-SLP/SET or E-SLP/SET negotiation parameters such as positioning method.

3.3 Abbreviations

Access Point (WLAN)

Base Station (WiMAX)

Bootstrapping Server Function

Cell Identity (3GPP)

Fully Qualified Domain Name

Galileo and Additional Navigation Satellite Systems

GLObal'naya NAvigatsionnaya Sputnikovaya Sistema (Engl.: Global Navigation Satellite System)

Global Navigation Satellite System
Location Area Code (3GPP)
Location ID

Long Term Evolution

Mobile Country Code (3GPP)
Mobile Network Code (3GPP)
Network ID (C.S0022-A V1.0)
Open Mobile Alliance

Open Mobile Naming Authority
OMA Push Access Protocol

OMA Push Over the Air Protocol
Quality of Position

Quasi-Zenith Satellite System
Radio Network Controller

Satellite Based Augmentation System
SUPL Encryption Key

SUPL Enabled Terminal

System ID (C.S0022-A V1.0)
Session Initiation Protocol

SUPL Location Center

SUPL Location Platform

Short Message

Short Message Service
Transmission Control Protocol
Time Division-Synchronous Code Division Multiple Access
Userplane Location Protocol

Ultra Mobile Broadband

Wireless Application Protocol
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WCDMA Wideband Code Division Multiple Access
WiMAX Worldwide Interoperability for Microwave Access
WLAN Wireless Local Area Network
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4. Introduction

Location services based on the location of mobile devices are becoming increasingly widespread. SUPL (Secure User Plane
Location) employs user plane data bearers for transferring location information (e.g GPS assistance) and for carrying
positioning technology-related protocols between a SUPL Enabled Terminal (SET) and the network. SUPL is considered to
be an effective way of transferring location information required for computing the target SET’s location.

To serve a location service to a client, considerable signaling and position information are transferred between actors such as
a SET and a location server. Currently, assisted-GPS (A-GPS) provides more accurate position of a SET than other available
standardized positioning technologies. However, A-GPS over control plane requires modifications to existing network
elements, and interfaces (for signaling procedures between the terminal and the network). SUPL needs only an IP capable
network and requires minimum modification to the network, and this is an efficient solution that can be deployed rapidly.

SUPL utilizes existing standards where available and possible, and SUPL should be extensible to enabling more positioning
technologies as the need arises so that they utilize the same mechanism. In the initial phase, SUPL 1.0 provides functionality
of A-GPS with minimum changes of current network elements. SUPL 2.0 introduces the A-GNSS concept to allow
additional Navigation Satellite System assisted positioning technology to be utilized, e.g. A-Galileo.

NOTE: Applicability of a particular A-GNSS is subject to the support in relevant 3GPP and 3GPP2 specifications that SUPL
is reliant on.

The SUPL 2.0 work item adds new functionality, and based on experience with SUPL 1.0, enhances the existing functionality
while maintaining the SUPL 1.0 requirements.

The new functionality will include:
- Triggered positioning procedures, both periodic and area event.
- Emergency positioning procedures.
- Support of A-GANSS positioning method and improvements to enhanced cell id positioning method
- Support of -WLAN, WiMAX and I-WiMAX networks.
- Positioning procedures for delivery to third party and retrieval of location of another SET.

Note that a WLAN-capable SET must be an I-WLAN SET in order to be supported in SUPL2.0. A WLAN-only SET is not
supported.

This protocol specification can be used to implement SUPL both in the SET and in the SLP.

The target audience for this specification is developers and systems engineers implementing SUPL in SETs or SLPs.
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5. Detailed Call Flows
5.1 SUPL Collaboration Network Initiated

Network Initiated Services are services, which originate from within the SUPL network. For these services the SUPL Agent
resides in the Network.

Set up and release of connections:

Before sending any ULP messages the SET SHALL take needed actions such that a TLS connection exists to the SLP/SLC.
This can be achieved by establishing a new connection, resume a connection or reuse an existing TLS connection. This
includes establishment or utilization of various data connectivity resources that depends on the terminal in which the SET
resides and the type of access network. Data connectivity below IP-level is out of scope of this document.

The detailed call flows in this section describes when a TLS connection no longer is needed. The TLS connection shall then
be released unless another SUPL session is using the TLS connection.

In the Roaming cases described with an R-SLP in the flow, the R-SLP can be omitted in the flow descriptions having the H-
SLP interacting directly with SUPL Agent. In the call flows without R-SLP, an R-SLP can be inserted between SUPL Agent
and H-SLP.

5.1.1 Non-Roaming Successful Case — Proxy mode

SUPL
Agent H-SLP Target SET
A MLP SLIR (ms-id, client-id, eqop)
B SET Lookup,
Routing Info
c SUPL INIT (session-id, posmethod, SLP mode)
Data Connection
D ST2 Setup
E SUPL POS INIT (session-id, lid, SET capabilities, ver)
uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801)
G SUPL END (session-id) uts
H MLP SLIA (posresult)

Figure 1: Network Initiated Non-Roaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP SLIR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall
authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-
id.
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B.

If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and
verification is required, the H-SLP SHALL directly proceed to step H. If notification and verification or notification
only is required, the H-SLP SHALL proceed to step B.

The H-SLP verifies that the target SET is currently not SUPL roaming.
The H-SLP MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. If the result of the
privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP
SHALL also include Notification element in the SUPL INIT message. Before the SUPL INIT message is sent the H-
SLP also computes and stores a hash of the message.

If in step A the H-SLP decided to use a previously computed position, the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the
results of the verification process (access granted, or access denied). If no explicit verification is required
(notification only) the SET SHALL respond with a SUPL END message. The H-SLP SHALL then directly proceed
to step H.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step

D and use the procedures described in step E to establish a secure connection to the H-SLP.

D. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise

the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET. The SET then sends a SUPL POS INIT message to start a positioning session with the
H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do
not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and Location ID (lid).
The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS)
and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the
radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported.
The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position retrieved from or calculated based on information received in the SUPL POS INIT message is available
that meets the required QoP, the H-SLP MAY directly proceed to step G and not engage in a SUPL POS session.

The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session.
Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SLP SHALL then
determine the posmethod. If required for the posmethod the H-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the H-SLP exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no
further positioning procedure will be started and that the location session is finished. The SET SHALL release the
secure connection to the H-SLP and release all resources related to this session.
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H. The H-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message and the H-SLP SHALL
release all resources related to this session.

5.1.2 Non-Roaming Successful Case — Non-Proxy mode
SUPL
Agent H-SLC H-SLP H-SPC Target SET
A MLP SLIR(ms-id, client-id, eqop)
B SET Lookup, Routing info
Internal Initialization
c !\ & -
b SUPL INIT (session-id,[SPC address, posmethod, SLP mode)
PT1 Data Connection
E Setup
F SUPL AUTH REQ (sessign-id, ver)
ST2 uT4
G SUPL AUTH RESP (sgss|on-id, SPC_SET_Key, SPC-TID )
Internal Communication
H SUPL POS INIT (session-id, lid, SET capabilities)
Internal Communication
| L ————— - ——— > uT2
J SUPL POS (session-id, RRLP/RRC
/TIA-801)
SUPL END (session-id) uT3
K
Internal Communication
- ————————— >
M MLP SLIA (posresult)
Figure 2: Network Initiated Non-Roaming Successful Case — Non-Proxy mode
NOTE: See Appendix D for timer descriptions.
A. SUPL Agent issues an MLP SLIR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall

authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-

id.

If a previously computed position which meets the requested QoP is available at the H-SLC and no notification and
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verification is required, the H-SLC SHALL directly proceed to step M. If notification and verification or notification
only is required, the H-SLC SHALL proceed to step D after having performed step B.

B. The H-SLC verifies that the target SET is currently not SUPL roaming.
The H-SLC MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLC and H-SPC may exchange information necessary to setup the SUPL POS session.

NOTE: The interface between the H-SLC and the H-SPC is specified in [SUPL2 ILP TS]. The implementation of ILP
is optional hence the presence(or absence) of ILP is implementation dependent

D. The H-SLC initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, address of the H-SPC, proxy/non-proxy mode indicator and the intended positioning
method. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber
is needed, the H-SLC shall also include the Notification element in the SUPL INIT message.

If in step A the H-SLC decided to use a previously computed position, the SUPL INIT message SHALL indicate
this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message
carrying the results of the verification process (access granted, or access denied). If no explicit verification is
required (notification only) the SET SHALL respond with a SUPL END message. The H-SLC SHALL then directly
proceed to step M.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
E and use the procedures described in step F to establish a secure connection to the H-SLC.

E. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

F. The SET uses the address provisioned by the Home Network to establish a secure connection to the H-SLC. The
SET then checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In
this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLC.The SUPL
AUTH REQ message contains the session-id and a hash of the received SUPL INIT message (ver).

G. The H-SLC creates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and sends both
in an SUPL AUTH RESP message to the SET. The H-SLC also forwards SPC_SET Key and SPC-TID to the H-
SPC through internal communication.

H. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes a secure
connection to the H-SPC according to the address received in step D. The SET and H-SPC perform mutual
authentication and the SET sends a SUPL POS INIT message to start a positioning session with the H-SPC. The
SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include
the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at
least session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported positioning
methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC,
TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV).
The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element
in the SUPL POS INIT. The SET SHALL also release the connection to the H-SLC and release all resources related
to this session.

I.  The H-SLC and H-SPC may collaborate to determine an initial position of the SET to aid in the position
determination process. If the initial position calculated based on information received in the SUPL POS INIT
message meets the requested QoP, the H-SPC MAY directly proceed to step K and not engage in a SUPL POS
session.
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M.

5.1.3

Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SPC SHALL determine
the posmethod. If required for the posmethod the H-SPC SHALL use the supported positioning protocol (e.g.,
RRLP, RRC, TTIA-801) from the SUPL POS INIT message

The SET and the H-SPC exchange several successive positioning procedure messages.

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the SPC (SET-Based).

Once the position calculation is complete the H-SPC sends the SUPL END message to the SET informing it that no
further positioning procedure will be started and that the SUPL session is finished. The SET SHALL release the
secure connection to the H-SPC and release all resources related to this session.

The H-SPC informs the H-SLC about the end of the SUPL session. Unless the H-SLC already knows the position,
e.g., from step I, the H-SPC informs the H-SLC of the determined position from step J. The H-SPC SHALL release
all resources related to this session.

The H-SLC sends the position estimate back to the SUPL Agent in an MLP SLIA message. The H-SLC SHALL
release all resources related to this session.

Roaming with V-SLP Positioning Successful Case — Proxy mode

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 3: Network Initiated Roaming with V-SLP Positioning Successful Case — Proxy mode

See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received.

B.

The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
authorized for this request, Step O will be returned with the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various
environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. Based on
the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. If a previously computed
position which meets the requested QoP is available at the H-SLP and no notification and verification is required,
the H-SLP SHALL directly proceed to step N. If notification and verification or notification only is required, the H-
SLP SHALL proceed to step G after having performed the step D.

The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the
target SET supports SUPL.
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NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope

E. The H-SLP sends an RLP SSRLIR to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL
positioning procedure. Mandatory parameters in SUPL START that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP. The SET part of the
session-id will not be included in this message by the H-SLP to distinguish this scenario from a SET Initiated
scenario.

F. The V-SLP acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the
H-SLP.

G. The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. If the result of the
privacy check in Step C indicates that notification or verification to the target subscriber is needed, the H-SLP
SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent
the H-SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-
SLP carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then
directly proceed to step N.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
H and use the procedures described in step I to establish a secure connection to the H-SLP.

H. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

I.  The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and
the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET. The SET then sends a SUPL POS INIT message to start a positioning session with the
H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do
not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and Location ID (lid).
The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS)
and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific
for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is
supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

J. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session.
The H-SLP then tunnels the SUPL POS INIT message to the V-SLP.

K. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the posmethod, the V-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

If the V-SLP already calculated an initial position based on information received in the SUPL POS INIT message
which satisfies the requested QoP the V-SLP MAY directly proceed to step L and not engage in a SUPL POS
session.

Otherwise the SET and the V-SLP exchange several successive positioning procedure messages, tunnelled over RLP
via the H-SLP.

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based).
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L. Once the position calculation is complete the V-SLP sends the SUPL END message to the SET, which is tunnelled
over RLP via the H-SLP. The V-SLP SHALL release all resources related to this session.

M. The H-SLP forwards the SUPL END to the SET informing it that no further positioning procedure will be started
and that the location session is finished. The SET SHALL release the secure connection to the H-SLP and release all
resources related to this session.

N. The H-SLP sends the position estimate back to the R-SLP in an RLP SRLIA message. The H-SLP SHALL release
all resources related to this session.

O. The R-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message.

5.1.4 Roaming with V-SPC Positioning Successful Case — Non-Proxy-
mode

SET Roaming where the V-SLP is involved in the positioning calculation.
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Figure 4: Network Initiated Roaming with V-SPC Positioning Successful Case — Non-Proxy-mode
NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received.

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
authorized for this request, Step T will be returned with the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various
environment dependent mechanisms.
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C. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. Based on
the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. If a previously computed
position which meets the requested QoP is available at the H-SLP and no notification and verification is required,
the H-SLP SHALL directly proceed to step S. If notification and verification or notification only is required, the H-
SLP SHALL proceed to step H after having performed the step D.

D. The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

E. The H-SLP allocates a session-id for the SUPL session and decides that the V-SPC will provide assistance data or
perform the position calculation. The H-SLP sends an RLP SSRLIR to the V-SLC to inform the V-SLC that the
target SET will initiate a SUPL positioning procedure. Mandatory parameters in SUPL START that are not known
to H-SLP (lid and SET capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP.
The SET part of the session-id will not be included in this message by the H-SLP to distinguish this scenario from a
SET Initiated scenario.

The V-SLC informs the V-SPC of an incoming SUPL positioning session.

G. The V-SLC acknowledges that V-SPC is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back
to the H-SLP. The message includes at least session-id, posmethod and the address of the V-SPC.

H. The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, address of the V-SPC, proxy/non-proxy mode indicator and the intended positioning
method. If the result of the privacy check in Step C indicates that notification or verification to the target subscriber
is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-
SLP carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then
directly proceed to step S.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
I and use the procedures described in step J to establish a secure connection to the H-SLP.

I.  The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

J. The SET uses the address provisioned by the Home Network to establish a connection to the H-SLP. The SET then
checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case
non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLP. The SUPL AUTH
REQ message contains the session-id and a hash of the received SUPL INIT message (ver).

K. The H-SLP creates SPC_SET Key and SPC-TID to be used for mutual V-SPC/SET authentication. The H-SLP
forwards SPC_SET Key and SPC-TID to the V-SLC through an RLP SSRP message. The V-SLC forwards
SPC_SET Key and SPC-TID to the V-SPC through internal communication.

L. The H-SLP returns a SUPL AUTH RESP to the SET. The SUPL AUTH RESP message SHALL contain the
session-id, SPC_SET Key and SPC-TID.

M. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes a secure
connection to the V-SPC according to the address received in step H. The SET and V-SPC perform mutual
authentication and the SET sends a SUPL POS INIT message to start a SUPL positioning session with the V-SPC.
The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not
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T.

5.1.5

include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM:
TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance
Data element in the SUPL POS INIT. The SET SHALL also release the connection to the H-SLP and release all
resources related to this session.

The V-SLC and V-SPC may collaborate to determine an initial position of the SET to aid in the position
determination process. If the initial position calculated based on information received in the SUPL POS INIT
message meets the requested QoP, the V-SPC MAY directly proceed to step P and not engage in a SUPL POS
session.

Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the posmethod, the V-SPC SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the V-SPC exchange several successive positioning procedure messages.

The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

Once the position calculation is complete the V-SPC sends a SUPL END message to the SET informing it that no
further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all
resources related to this session.

The V-SPC informs the V-SLC that the positioning procedure is completed and returns the position result. The V-
SPC SHALL release all resources related to this session.

The V-SLC sends a RLP SSRP to the H-SLP carrying the position result. The V-SLC SHALL release all resources
related to this session.

The H-SLP sends the position estimate back to the R-SLP in an RLP SRLIA message. The H-SLP SHALL release
all resources related to this session.

The R-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message.

Roaming with H-SLP Positioning Successful case — Proxy mode

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure S: Network Initiated Roaming with H-SLP Positioning Successful case — Proxy mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received.

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
authorized for this request, Step M will be returned with the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various
environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. Based on
the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. If a previously computed
position which meets the requested QoP is available at the H-SLP and no notification and verification is required,
the H-SLP SHALL directly proceed to step L. If notification and verification or notification only is required, the H-
SLP SHALL proceed to step E after having performed the step D.

D. The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the

target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.
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NOTE: Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

E. The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. If the result of the
privacy check in Step C indicates that notification or verification to the target subscriber is needed, the H-SLP
SHALL also include Notification element in the SUPL INIT message. Before the SUPL INIT message is sent the
SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-
SLP carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then
directly proceed to step L.

NOTE: Before sending the SUPL END message the SET shall follow the data connection setup procedure of step F
and use the procedures described in step G to establish a secure connection to the H-SLP.

F. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

G. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET. The SET then sends a SUPL POS INIT message to start a positioning session with the
H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do
not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilities and Location ID (lid) and a hash of the received SUPL INIT message
(ver). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-
GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for
the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is
supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

H. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. If
an initial position calculated based on information received in the SUPL POS INIT message is available which
meets the requested QoP, the H-SLP MAY directly proceed to step K. The H-SLP then decides that the V-SLP will
provide assistance/position calculation and the H-SLP sends an RLP SRLIR request to the V-SLP to determine an
initial position for the SET. The RLP request contains at least the msid and the Location ID (lid). Optionally the H-
SLP MAY forward NMR provided by the SET to the V-SLP.

I.  The V-SLP returns an RLP SRLIA message. The RLP SRLIA message contains at least the position result (i.e.
initial position of the SET). If the computed position meets the requested QoP, the H-SLP MAY proceed directly to
step K and not engage in a SUPL POS session.

J. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the posmethod, the H-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET based).

K. Once the position calculation is complete the H-SLP sends a SUPL END message to the SET informing it that no
further positioning procedure will be started and that the location session is finished. The SET SHALL release the
secure connection to the H-SLP and release all resources related to this session.

L. The H-SLP forwards the location estimate to R-SLP if the position estimate is allowed by the privacy settings of the
target subscriber. The H-SLP SHALL release all resources related to this session.
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M. The R-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message.

5.1.6
mode

SUPL Roaming where the H-SPC is involved in the positioning calculation.

Roaming with H-SPC Positioning Successful Case — Non-Proxy-

i:;Lt R-SLP V-SLP H-SLC H-SPC Target SET
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Figure 6: Network Initiated Roaming with H-SPC Positioning Successful Case — Non-Proxy-mode

NOTE:

See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received.
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B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
authorized for this request, Step S will be returned with the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various
environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLC of the target subscriber, using RLP protocol. Based on
the received ms-id the H-SLC SHALL apply subscriber privacy against the client-id. If a previously computed
position which meets the requested QoP is available at the H-SLC and no notification and verification is required,
the H-SLC SHALL directly proceed to step R. If notification and verification or notification only is required, the H-
SLC SHALL proceed to step F after having performed the step D.

D. The H-SLC verifies that the target SET is currently SUPL roaming. In addition the H-SLC MAY also verify that the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLC may determine whether the SET is SUPL roaming in a later step using the location
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

E. The H-SLC informs the H-SPC of the pending SUPL positioning session.

F. The H-SLC initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, address of the H-SPC, proxy/non-proxy mode indicator and the intended positioning
method. If the result of the privacy check in Step C indicates that notification or verification to the target subscriber
is needed, the H-SLC SHALL also include the Notification element in the SUPL INIT message.

If in step C the H-SLC decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-
SLC carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the H-SLC. The H-SLC SHALL then
directly proceed to step R.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
G and use the procedures described in step H to establish a secure connection to the H-SLC.

G. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

H. The SET uses the address provisioned by the Home Network to establish a secure connection to the H-SLC. The
SET then checks the proxy/non-proxy mode indicator to determine if the H-SLC uses proxy or non-proxy mode. In
this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and a hash of the received SUPL INIT message (ver).

I.  The H-SLC creates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET Key and SPC-TID to the H-SPC through internal communication and returns a SUPL AUTH
RESP message including SPC_SET Key and SPC-TID to the SET.

J. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes a secure
connection to the H-SPC according to the address received in step F. The SET and H-SPC perform mutual
authentication and the SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC.
The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not
include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TTA-801). The SET MAY provide NMR specific data for the radio technology being used (e.g., for
GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested
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Assistance Data element in the SUPL POS INIT. The SET SHALL also release the connection to the H-SLC and
release all resources related to this session.

K. The H-SLC and H-SPC may collaborate to determine an initial position of the SET to aid in the position
determination process. If the initial position calculated based on information received in the SUPL POS INIT
message meets the requested QoP, the H-SPC MAY directly proceed to step P.

L. The H-SLC sends an RLP SRLIR request to the V-SLP to determine an initial position for the SET. The RLP
request contains at least the msid and the Location ID (lid). Optionally the H-SLC MAY forward NMR provided by
the SET to the V-SLP.

M. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains at least the position result (i.e. initial
position of the SET).

N. The H-SLC sends the initial position to the H-SPC. If the initial position meets the requested QoP, the H-SPC
proceeds directly to step P without engaging in a SUPL POS session .

O. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SPC SHALL determine
the posmethod. If required for the posmethod the H-SPC SHALL use the supported positioning protocol (e.g.,
RRLP, RRC, TTA-801) from the SUPL POS INIT message.

The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

P.  Once the position calculation is complete the H-SPC sends SUPL END message to the SET informing it that no
further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all
resources related to this session.

Q. The H-SPC informs the H-SLC that the positioning procedure is completed and returns the position result. The H-
SPC SHALL release all resources related to this session.

R. The H-SLC sends the position estimate back to the R-SLP in an RLP SRLIA message. The H-SLC SHALL release
all resources related to this session.

S. The R-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message.

5.1.7 Network Initiated Proxy Mode — Triggered Services: Periodic
Triggers
This section describes the call flows for Network Initiated periodic triggered services for proxy mode. The periodic trigger

mechanism resides in the SET which means the SET periodically performs the actions required to determine a position
estimate.
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Figure 7: Network Initiated Periodic Trigger Service Non-Roaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall
authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-
id. The TLRR message may indicate that batch reporting or quasi-real time reporting is to be used instead of real
time reporting. In the case of batch reporting, the TLRR indicates the conditions for sending batch reports to the H-
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B.

SLP and any criteria, when the conditions for sending arise, for including or excluding particular stored position
estimates (e.g. QoP, time window).

The H-SLP verifies that the target SET is currently not SUPL roaming.
The H-SLP MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLP initiates the periodic trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver) and Location ID (lid) ) and reporting capabilities (rep_capabilities). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TTA-801). The rep_capabilities parameter indicates whether the SET is capable of
batch reporting, real time reporting and/or quasi-real time reporting.

Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLP selects an
intended positioning method to be used for the periodic triggered session and responds with a SUPL TRIGGERED
RESPONSE message including session-id, posmethod and periodic trigger parameters. Consistent with the
rep_capabilities of the SET, the H-SLP also indicates the reporting mode (rep_mode parameter) to be used by the
SET: real time reporting, quasi-real time reporting or batch reporting. In the case of batch reporting, the SUPL
TRIGGERED RESPONSE message indicates the conditions for sending batch reports to the H-SLP and any criteria,
when the conditions for sending arise, for including or excluding particular stored position estimates and/or (if
allowed) particular stored enhanced cell/sector measurements. In the case of quasi-real time reporting, the SUPL
TRIGGERED RESPONSE message indicates whether the SET is allowed to send enhanced cell/sector
measurements in lieu of or in addition to position estimates. If enhanced cell/sector positioning was selected for
batch or quasi-real time reporting, the SUPL_TRIGGERED RESPONSE message indicates if the SET is permitted
to send stored enhanced cell/sector measurements. In this case, if batch reporting was selected, the SET MAY skip
steps H, I and J.

The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the
periodic triggered session. The SET and the H-SLP MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

H. When the periodic trigger in the SET indicates that a position fix has to be performed, the SET attaches itself to the

Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then
sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 46 (409)

contains at least session-id, Location ID (lid) and the SET Capabilities parameter. The SET MAY provide NMR
specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if
this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets the required QoP, the H-SLP MAY directly proceed to step J and not engage in a
SUPL POS session.

The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

Once the position calculation is complete the H-SLP sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SLP and therefore needs to be included in the message for batch reporting mode.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps H to J are not performed. Instead, the SET autonomously calculates the position
estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLP using a SUPL
REPORT message containing the session-id and the position estimate.

K. This step is optional: Once the position calculation is complete and if real time or quasi-real time reporting is used,

the H-SLP sends a MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and
the position result. If the reporting mode is set to batch reporting, this message is not used.

This step is optional: If the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and quasi-
real time reporting is used or if batch reporting is used, the SET MAY — if supported - perform SET Based position
fixes (autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the
H-SLP, enhanced cell/sector measurements. In the case of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLP. The SUPL REPORT message contains the session-id and the position result(s) including date
and time information for each position result and optionally the position method used. In the case of batch reporting,
the stored position estimates and/or enhanced cell/sector measurements included in the SUPL_REPORT message
may be chosen according to criteria received in step F. If no criteria are received in step F, the SET shall include all
stored position estimates and/or enhanced cell/sector measurements not previously reported.

If enhanced cell/sector measurements are received in step M, the H-SLP calculates corresponding position estimates.

The H-SLP forwards the reported and/or calculated position estimate(s) to the SUPL Agent in an
MLP TLREP message.

Steps H to N are repeated as applicable. When the last position estimate needs to be calculated i.e. the end of the periodic
triggered session has been reached, steps O to Q may be performed (a repeat of steps H to J). Alternatively - and if applicable
- step L is repeated.

R.

This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step T, if and as soon as all the following
conditions apply:

i. Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced
cell/sector measurements that have not yet been sent to the H-SLP.
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iii. The SET is able to establish communication with the H-SLP

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the
conditions define sending after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored
enhanced cell/sector measurements not previously reported to the H-SLP. In the case of batch
reporting, the stored position estimates and/or stored enhanced cell/sector measurements included in
the SUPL_REPORT message may be chosen according to criteria received in step F. If no criteria
are received in step F, the SET shall include all stored position estimates and/or stored enhanced
cell/sector measurements not previously reported.

S. If enhanced cell/sector measurements are received in step R, the H-SLP calculates corresponding position estimates.
The H-SLP forwards the reported and/or calculated historical position estimate(s) to the SUPL Agent in an MLP
TLREP message. As an option (e.g. if the SUPL Agent is not available), the H-SLP could retain the historic position
fixes for later retrieval by the SUPL Agent

T. After the last position result has been reported to the SUPL Agent in step S or following some timeout on not
receiving stored position estimates in step R, the H-SLP ends the periodic triggered session by sending a SUPL END
message to the SET.

5.1.7.2 Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 8: Network Initiated Periodic Trigger Service Roaming with V-SLP Positioning Successful Case — Proxy Mode

NOTE:

See Appendix D for timer descriptions.
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A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall

B.

authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-
id. The TLRR message may indicate that batch reporting or quasi-real time reporting is to be used instead of real
time reporting. In the case of batch reporting, the TLRR indicates the conditions for sending batch reports to the H-
SLP and any criteria, when the conditions for sending arise, for including or excluding particular stored position
estimates (e.g. QoP, time window).

The H-SLP verifies that the target SET is currently SUPL roaming.
The H-SLP MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLP initiates the periodic trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver), Location ID (lid) and reporting capabilities (rep_capabilities). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TTA-801). The rep_capabilities parameter indicates whether the SET is capable of
batch reporting, real time reporting and/or quasi-real time reporting.

Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP SSRLIR
including the SUPL TRIGGERED START message to the V-SLP to inform the V-SLP that the target SET will
initiate a SUPL positioning procedure.

Consistent with the SET capabilities received in step F, the V-SLP selects the intended positioning method to be
used for the periodic triggered session and indicates its readiness for a periodic triggered session by sending a SUPL
TRIGGERED RESPONSE message back to the H-SLP in a RLP SSRLIA message.

The H-SLP forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id,
posmethod and periodic trigger parameters. Consistent with the rep _capabilities of the SET, the H-SLP also
indicates the reporting mode (rep_mode parameter) to be used by the SET: real time reporting, quasi-real time
reporting or batch reporting. In the case of batch reporting, the SUPL TRIGGERED RESPONSE message indicates
the conditions for sending batch reports to the H-SLP and any criteria, when the conditions for sending arise, for
including or excluding particular stored position estimates and/or (if allowed) particular stored enhanced cell/sector
measurements. In the case of quasi-real time reporting, the SUPL TRIGGERED RESPONSE message indicates
whether the SET is allowed to send enhanced cell/sector measurements in lieu of or in addition to position estimates.
If enhanced cell/sector positioning was selected for batch or quasi-real time reporting, the SUPL TRIGGERED
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RESPONSE message indicates if the SET is permitted to send stored enhanced cell/sector measurements. In this
case, if batch reporting was selected the SET MAY skip steps J to N.

I.  The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the
periodic triggered session. The SET and the H-SLP MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

J. When the periodic trigger in the SET indicates that a position fix has to be performed, the SET attaches itself to the
Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then
sends a SUPL POS INIT message to the H-SLP to start a positioning session with the V-SLP. The SUPL POS INIT
message contains at least session-id, the Location ID (lid) and the SET capabilities parameter. The SET MAY
provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its
position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets the required QoP, the H-SLP MAY directly proceed
to step N.

K. The H-SLP forwards the SUPL POS INIT message to the V-SLP using a RLP SSRP message.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets the required QoP, the V-SLP MAY directly proceed to step M and not engage in a
SUPL POS session.

L. The SET and the V-SLP exchange several successive positioning procedure messages, tunnelled over RLP via the
H-SLP.
The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP (SET-Based).

M. Once the position calculation is complete, the V-SLP sends a SUPL REPORT message including the postion to the
H-SLP in an RLP tunnel using an SSRP message.

N. Once the position calculation is complete the H-SLP sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the V-SLP and therefore needs to be included in the message for batch reporting mode.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps J to N are not performed. Instead, the SET autonomously calculates the position
estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLP using a SUPL
REPORT message containing the session-id and the position estimate.

O. This step is optional: once the position calculation is complete and if real time or quasi-real time reporting is used,
the H-SLP forwards the received position estimate from the V-SLP in an MLP TLREP message to the SUPL Agent.
The MLP TLREP message includes the req_id and the position result. If the reporting mode is set to batch reporting,
this message is not used.

P. This step is optional: if the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and quasi-
real time reporting is used or if batch reporting is used, the SET MAY — if supported — perform SET Based position
fixes (autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the
H-SLP, enhanced cell/sector measurements. In the case of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

Q. This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLP. The SUPL REPORT message contains the session-id and the position result(s) including data
and time information for each position result and optionally the position method used. In the case of batch reporting,
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the stored position estimates and/or enhanced cell/sector measurements included in the SUPL REPORT message
may be chosen according to criteria received in step H. If no criteria are received in step H, the SET shall include all
stored position estimates and/or enhanced cell/sector measurements not previously reported.

R. This step is optional: if in step Q the SET sent enhanced cell/sector measurements, the H-SLP needs to engage the
help of the V-SLP to translate the enhanced cell/sector measurements into actual position estimates. To this end the
H-SLP sends the received enhanced cell/sector measurements in a SUPL REPORT message to the V-SLP using an
SSRP message over RLP tunnel.

S. This step is optional and only takes place if step R has occurred: after receiving the enhanced cell/sector
measurements the V-SLP calculates the actual position estimates and returns them in a SUPL REPORT message to
the H-SLP using an SSRP message over RLP tunnel.

T. The H-SLP forwards the reported and/or calculated position estimate(s) to the SUPL Agent in an MLP TLREP
message.

Steps J to T are repeated as applicable. When the last position estimate needs to be calculated i.e. the end of the periodic
triggered session has been reached, steps U to Y may be performed (a repeat of steps J to N). Alternatively — and if
applicable — step P is repeated.

Z. This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step DD, if and as soon as all of the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii.  The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLP.

1ii. The SET is able to establish communication with the H-SLP.

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLP. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL REPORT message may be chosen according to criteria
received in step H. If no criteria are received in step H, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

AA.This step is optional: if in step Z the SET sent enhanced cell/sector measurements, the H-SLP needs to engage the
help of the V-SLP to translate the enhanced cell/sector measurements into actual position estimates. To this end the
H-SLP sends the received enhanced cell/sector measurements in a SUPL REPORT message to the V-SLP using an
SSRP message over RLP tunnel.

BB. This step is optional and only takes place if step AA has occurred: after receiving the enhanced cell/sector
measurements the V-SLP calculates the actual position estimates and returns them in a SUPL REPORT message to
the H-SLP using an SSRP message over RLP tunnel.

CC. The H-SLP forwards the reported and/or calculated historical position estimate(s) to the SUPL Agent in an MLP
TLREP message. As an option (e.g. if the SUPL Agent is not available), the H-SLP could retain the historic position
fixes for later retrieval by the SUPL Agent.

DD. After the last position result has been reported to the SUPL Agent in step CC, or following some timeout on not
receiving stored position estimates in step Z, the H-SLP ends the periodic triggered session by sending a SUPL END
message to the SET and informs the V-SLP about the end of the periodic triggered session by sending a SUPL END
message using an RLP SSRP tunnel message to the V-SLP.
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51.7.3

SUPL Roaming where the H-SLP is involved in the positioning calculation.

Roaming with H-SLP Positioning Successful Case
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Figure 9: Network Initiated Periodic Trigger Service Roaming with H-SLP Positioning Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall

B.

authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-
id. The TLRR message may indicate that batch reporting or quasi-real time reporting is to be used instead of real
time reporting. In the case of batch reporting, the TLRR indicates the conditions for sending batch reports to the H-
SLP and any criteria, when the conditions for sending arise, for including or excluding particular stored position
estimates (e.g. QoP, time window).

The H-SLP verifies that the target SET is currently SUPL roaming.
The H-SLP MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLP initiates the periodic trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver), Location ID (lid) and reporting capabilities (rep_capabilities). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801). The rep_capabilities parameter indicates whether the SET is capable of
batch reporting, real-time reporting and/or quasi-real time reporting.

Consistent with the SET capabilities received in step E the H-SLP selects the intended positioning method to be
used for the periodic triggered session and indicates its readiness for a periodic triggered session by sending a SUPL
TRIGGERED RESPONSE message back to the SET. The SUPL TRIGGERED RESPONSE message to the SET
includes at a minimum the session-id, posmethod and periodic trigger parameters. Consistent with the
rep_capabilities of the SET, the H-SLP also indicates the reporting mode (rep_mode parameter) to be used by the
SET: real time reporting, quasi-real time reporting or batch reporting. In the case of batch reporting, the SUPL
TRIGGERED RESPONSE message indicates the conditions for sending batch reports to the H-SLP and any criteria,
when the conditions for sending arise, for including or excluding particular stored position estimates and/or (if
allowed) particular stored enhanced cell/sector measurements. In the case of quasi-real time reporting, the SUPL
TRIGGERED RESPONSE message indicates whether the SET is allowed to send enhanced cell/sector
measurements in lieu of or in addition to position estimates. If enhanced cell/sector positioning was selected for
batch or quasi-real time reporting, the SUPL_ TRIGGERED RESPONSE message indicates if the SET is permitted
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to send stored enhanced cell/sector measurements. In this case, if batch reporting was selected, the SET MAY skip
steps H to L.

The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the
periodic triggered session. The SET and the H-SLP MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

H.

When the periodic trigger in the SET indicates that a position fix has to be performed, the SET attaches itself to the
Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then
sends a SUPL POS INIT message to the H-SLP to start a positioning session with the H-SLP. The SUPL POS INIT
message contains at least session-id, the Location ID (lid) and the SET capabilities parameter. The SET MAY
provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its
position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets the required QoP, the H-SLP MAY directly proceed
to step L and not engage in a SUPL POS session

To obtain a coarse position based on lid received in step H, the H-SLP sends an RLP SRLIR message to the V-SLP.

The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA
message.

If the received position estimate meets the required QoP, the H-SLP MAY directly proceed to step L and not engage
in a SUPL POS session.

The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

Once the position calculation is complete the H-SLP sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SLP and therefore needs to be included in the message for batch reporting mode.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps H to L are not performed. Instead, the SET autonomously calculates the
position estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLP using a
SUPL REPORT message containing the session-id and the position estimate.

M. This step is optional: once the position calculation is complete and if real time or quasi-real time reporting is used,

the H-SLP sends a MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and
the position result. If the reporting mode is set to batch reporting, this message is not used.

This step is optional: if the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and quasi-
real time reporting is used or if batch reporting is used, the SET MAY — if supported — perform SET Based position
fixes (autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the
H-SLP, enhanced cell/sector measurements. In the case of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLP. The SUPL REPORT message contains the session-id and the position result(s) including data
and time information for each position result and optionally the position method used. In the case of batch reporting,
the stored position estimates and/or enhanced cell/sector measurements included in the SUPL REPORT message
may be chosen according to criteria received in step F. If no criteria are received in step F, the SET shall include all
stored position estimates and/or enhanced cell/sector measurements not previously reported.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 55 (409)

R.

This step is optional: if in step O the SET sent enhanced cell/sector measurements, the H-SLP needs to engage the
help of the V-SLP to translate the enhanced cell/sector measurements into actual position estimates. To this end the
H-SLP sends an RLP SRLIR message to the V-SLP.

This step is optional and only takes place if step P has occurred: The V-SLP translates the received enhanced
cell/sector measurements into position estimates and returns the results to the H-SLP in an RLP SRLIA message.

The H-SLP forwards the reported and/or calculated position estimate(s) to the SUPL Agent in an MLP TLREP
message.

Steps H to R are repeated as applicable. When the last position estimate needs to be calculated i.e. the end of the periodic
triggered session has been reached, steps S to W may be performed (a repeat of steps H to L). Alternatively — and if
applicable — step N is repeated

X.

This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step BB, if and as soon as all of the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLP.

1ii. The SET is able to establish communication with the H-SLP.

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLP. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL REPORT message may be chosen according to criteria
received in step F. If no criteria are received in step F, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

Y.

This step is optional: if in step X the SET sent enhanced cell/sector measurements, the H-SLP needs to engage the
help of the V-SLP to translate the enhanced cell/sector measurements into actual position estimates. To this end the
H-SLP sends an RLP SRLIR message to the V-SLP.

This step is optional and only takes place if step Y has occurred: after receiving the enhanced cell/sector
measurements the V-SLP translates the received enhanced cell/sector measurements into position estimates and
returns the results to the H-SLP in an RLP SRLIA message.

AA.The H-SLP forwards the reported and/or calculated historical position estimate(s) to the SUPL Agent in an MLP

TLREP message. As an option (e.g. if the SUPL Agent is not available), the H-SLP could retain the historic position
fixes for later retrieval by the SUPL Agent.

BB. After the last position result has been reported to the SUPL Agent in step AA or following some timeout on not

5.1.8

receiving stored position estimates in step X, the H-SLP ends the periodic triggered session by sending a SUPL
END message to the SET.

Network Initiated Proxy Mode — Triggered Services: Event Trigger

This section describes the call flows for Network Initiated area event triggered services for proxy mode. The trigger thereby
resides in the SET and the SET makes the decision if an area event occurred based on continuously repeated position
determinations.
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5.1.8.1 Non-Roaming Successful Case
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Figure 10: Network Initiated Area Event Trigger Service Non-Roaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall
authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-
id.

B. The H-SLP verifies that the target SET is currently not SUPL roaming.

The H-SLP MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLP initiates the area event trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
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verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

D. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLP selects the
intended positioning method to be used for the area event triggered session and responds with a SUPL TRIGGERED
RESPONSE message including session-id, posmethod and area event trigger parameters. The SUPL TRIGGERED
RESPONSE message may contain the area ids of the specified area for the area event triggered session.

G. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area
event triggered session. The SET and the H-SLP MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

H. Ifthe area ids are downloaded in step F, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger mechanism in the SET or the comparison of the current area id to the downloaded area
ids indicates that a position fix is to be executed, the SET attaches itself to the Packet Data Network if it is not
already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message
to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the
Location ID (lid), and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets the required QoP, the H-SLP MAY directly proceed to step J and not engage in a
SUPL POS session.

I.  The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

J. Once the position calculation is complete the H-SLP sends a SUPL REPORT message to the SET. The SET MAY
release the secure connection to the H-SLP.
The SUPL REPORT message includes the position result if the position estimate is calculated in the H-SLP and
therefore needs to be sent to the SET.

K. The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met. If no area event is triggered, the SET SHALL return to step H. If area event is triggered SET SHALL
proceed to step L.

L. The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLP.

M. The H-SLP sends the position estimate in a MLP TLREP message to the SUPL Agent
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N. If SUPL Agent has requested several reports and more reports are to be sent, the SET waits until the minimum time
between reports has elapsed and then repeats step H to M or step H to K depending on if the area event condition is

fulfilled or not.

O. When the last report has been sent the H-SLP ends the area event triggered session by sending a SUPL END
message to the SET

The call flow described in Figure 10 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

. Step I (SUPL POS) is not performed for cell-id based positioning methods.

. In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data

update in which case steps H to J are performed.

5.1.8.2 Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 11: Network Initiated Area Event Trigger Service Roaming with V-SLP Positioning Successful Case — Proxy
Mode

NOTE:

See Appendix D for timer descriptions

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall
authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-

id.

B. The H-SLP verifies that the target SET is currently SUPL roaming.
The H-SLP MAY also verify that the target SET supports SUPL.

NOTE:

NOTE:

NOTE:

The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.

Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location
identifier (lid) received from the SET.

The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.
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C. The H-SLP initiates the area event trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

D. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. The H-SLP sends an RLP SSRLIR including the SUPL TRIGGERED START message to the V-SLP to inform the
V-SLP that the target SET will initiate a SUPL positioning procedure. The area event trigger parameters such as area
information requested by SUPL Agent for the area event triggered session MAY be included in this message by the
H-SLP.

G. Consistent with the SET capabilities received in step F, the V-SLP determines the intended positioning method to be
used for the area event triggered session and indicates its readiness for an area event triggered session by sending a
SUPL TRIGGERED RESPONSE message back to the H-SLP in a RLP SSRLIA message. The V-SLP MAY
include area ids corresponding to the area for the area event trigger session in the SUPL TRIGGERED RESPONSE
message.

H. The H-SLP forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id,
posmethod and area event trigger parameters. The SUPL TRIGGERED RESPONSE message may contain the area
ids of the specified area for the area event triggered session.

I.  The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area
event triggered session. The SET and the H-SLP MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

J. If the area ids are downloaded in step H, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already
attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-
SLP to start a positioning session with the V-SLP. The SUPL POS INIT message contains at least session-id and the
Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position is received in the SUPL POS INIT message that meets the required QoP, the H-SLP MAY directly
proceed to step N and not engage in a SUPL POS session.

K. The H-SLP forwards the SUPL POS INIT message to the V-SLP using a RLP SSRP message.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets the required QoP, the V-SLP MAY directly proceed to step M and not engage in a
SUPL POS session.
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The SET and the V-SLP exchange several successive positioning procedure messages, tunnelled over RLP via the
H-SLP.

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP (SET-Based).

. Once the position calculation is complete, the V-SLP sends a SUPL REPORT message to the H-SLP carried within

an RLP SSRP message.
The SUPL REPORT message includes the position estimate if the position estimate is calculated in the V-SLP and
therefore needs to be sent to the SET.

The H-SLP forwards the received SUPL REPORT message to the SET. The SET MAY release the secure
connection to the H-SLP.

The SUPL REPORT message includes the position estimate if the position estimate is calculated in the V-SLP (or
the H-SLP) and therefore needs to be sent to the SET.

The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met. If no area event is triggered, the SET SHALL return to step J. If area event is triggered SET SHALL
proceed to step P.

The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLP.
The H-SLP sends the position estimate in a MLP TLREP message to the SUPL Agent

If SUPL Agent has requested several report and more reports are to be sent, the SET waits until the minimum time
between reports has elapsed and then repeats step J to Q or step J to O depending on if the area event condition is
fulfilled or not.

When the last report has been sent the H-SLP ends the area event triggered session by sending a SUPL END
message to the SET and by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 11 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

Step L (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data
update in which case steps J to N are performed.

5.1.8.3 Roaming with H-SLP Positioning Successful Case

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 12: Network Initiated Area Event Trigger Service Roaming with H-SLP Positioning Successful Case — Proxy
Mode

NOTE:

See Appendix D for timer descriptions

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall
authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-

id.

B. The H-SLP verifies that the target SET is currently SUPL roaming.
The H-SLP MAY also verify that the target SET supports SUPL.

NOTE:

However, there are various environment dependent mechanisms.

NOTE:

identifier (lid) received from the SET.

The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location
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NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLP initiates the area event trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the H-SLP using SLP address that has been provisioned by the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP SSRLIR
including a SUPL TRIGGERED START to the V-SLP to inform the V-SLP that an area event triggered session is in
the progress of being initiated with the H-SLP. The area event trigger parameters such as area information requested
by SUPL Agent for the area event triggered session MAY be included in this message by the H-SLP.

The V-SLP acknowledges the RLP request received in step F with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. The V-SLP MAY include area ids corresponding to the area for
the area event trigger session in the SUPL TRIGGERED RESPONSE message.

Consistent with the SET capabilities received in step E, the H-SLP determines the intended positioning method to be
used for the area event triggered session and indicates its readiness for an area event triggered session by sending a
SUPL TRIGGERED RESPONSE message back to the SET. The SUPL TRIGGERED RESPONSE message to the
SET includes at a minimum the session-id, posmethod and area event trigger parameters. The SUPL TRIGGERED
RESPONSE message may contain the area ids of the specified area for the area event triggered session.

The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area
event triggered session. The SET and the H-SLP MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

If the area ids are downloaded in step H, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already
attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-
SLP to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the
Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets the required QoP, the H-SLP MAY directly proceed
to step N.

To obtain a coarse position based on lid received in step J, the H-SLP sends an RLP SRLIR message to the V-SLP.

The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA
message.
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If the position estimate meets the required QoP, the H-SLP MAY directly proceed to step N and not engage in a
SUPL POS session.

The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

Once the position calculation is complete, the H-SLP sends a SUPL REPORT message to the SET. The SET MAY
release the secure connection to the H-SLP.

The SUPL REPORT message includes the position estimate if the position estimate is calculated in the H-SLP (or
V-SLP) and therefore needs to be sent to the SET.

The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met. If no area event is triggered, the SET SHALL return to step J. If area event is triggered SET SHALL
proceed to step P.

The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLP.
The H-SLP sends the position estimate in a MLP TLREP message to the SUPL Agent.

If SUPL Agent has requested several report and more reports are to be sent, the SET waits until the minimum time
between reports has elapsed and then repeats step J to Q or step J to O depending on if the area event condition is
fulfilled or not.

When the last report has been sent the H-SLP ends the area event triggered session by sending a SUPL END
message to the SET and by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 12 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

5.1.9

Step M (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data
update in which case steps J to N are performed.

Network Initiated Non-Proxy Mode — Triggered Services: Periodic
Triggers

This section describes the call flows for Network Initiated periodic triggered services for non-proxy mode. The trigger
thereby resides in the SET.
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Figure 13: Network Initiated Periodic Trigger Service Non-Roaming Successful Case — Non-Proxy Mode

NOTE:

See Appendix D for timer descriptions.
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A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall

B.

authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-
id. The TLRR message may indicate that batch reporting or quasi-real time reporting is to be used instead of real
time reporting. In the case of batch reporting, the TLRR indicates the conditions for sending batch reports to the H-
SLC and any criteria, when the conditions for sending arise, for including or excluding particular stored position
estimates (e.g. QoP, time window).

The H-SLC verifies that the target SET is currently not SUPL roaming.
The H-SLC MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLC may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLC initiates the periodic trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, non-proxy mode is
used, and the SET SHALL establish a secure connection to the H-SLC using the H-SLC address which has been
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver), Location ID (lid) and reporting capabilities (rep_capabilities). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TTA-801). The rep_capabilities parameter indicates whether the SET is capable of
batch reporting, real-time reporting and/or quasi-real time reporting.

The H-SLC informs the H-SPC through internal communication about the periodic triggered session. The H-SLC
generates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and forwards both to the
H-SPC through internal communication. The H-SPC grants or denies the request and informs the H-SLC
accordingly.

Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLC selects the
intended positioning method to be used for the periodic triggered session and responds with a SUPL TRIGGERED
RESPONSE message including session-id, posmethod, H-SPC address, periodic trigger parameters and

SPC_SET Key and SPC-TID. Consistent with the rep_capabilities of the SET, the H-SLC also indicates the
reporting mode (rep_mode parameter) to be used by the SET: real time reporting, quasi-real time reporting or batch
reporting. In the case of batch reporting, the SUPL TRIGGERED RESPONSE message indicates the conditions for
sending batch reports to the H-SLC and any criteria, when the conditions for sending arise, for including or
excluding particular stored position estimates and/or (if allowed) particular stored enhanced cell/sector
measurements. In the case of quasi-real time reporting, the SUPL TRIGGERED RESPONSE message indicates
whether the SET is allowed to send enhanced cell/sector measurements in lieu of or in addition to position estimates.
If enhanced cell/sector positioning was selected for batch or quasi-real time reporting, the SUPL. TRIGGERED
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RESPONSE message indicates if the SET is permitted to send stored enhanced cell/sector measurements. In this
case, if batch reporting was selected, the SET MAY skip steps I to L.

The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the
periodic triggered session.

The SET and the H-SLC MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

M.

When the periodic trigger in the SET indicates that a position fix has to be performed, the SET attaches itself to the
Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then
sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message
contains at least session-id, the Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR
specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if
this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets the required QoP, the H-SPC MAY directly proceed to step L and not engage in a
SUPL POS session.

Through internal communication the H-SPC may request a coarse position from the H-SLC based on the lid
received in the SUPL POS INIT message.

The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SPC sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SPC and therefore needs to be included in the message for batch reporting mode.

This step is optional: Once the position calculation is complete and if real time or quasi-real time reporting is used,
the H-SPC sends the position estimate through internal communication to the H-SLC.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps I to M are not performed. Instead, the SET autonomously calculates the
position estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLC using
a SUPL REPORT message containing the session-id and the position estimate.

N.

This step is optional: once the position calculation is complete and if real time or quasi-real time reporting is used,
the H-SLC sends a MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req id and
the position result. If the reporting mode is set to batch reporting, this message is not used.

This step is optional: If the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and quasi-
real time reporting is used or if batch reporting is used, the SET MAY — if supported - perform SET Based position
fixes (autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the
H-SLP, enhanced cell/sector measurements. In the case of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLC. The SUPL REPORT message contains the session-id and the position result(s) including
date and time information for each position result and optionally the position method used. In the case of batch
reporting, the stored position estimates and/or enhanced cell/sector measurements included in the SUPL. REPORT
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message may be chosen according to criteria received in step G. If no criteria are received in step G, the SET shall
include all stored position estimates and/or enhanced cell/sector measurements not previously reported.

Q. This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step P, the H-SPC may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC and the H-SPC may engage in internal communication.

R. The H-SLP forwards the reported and/or calculated position estimate(s) to the SUPL Agent in an MLP TLREP
message.

Steps I to R are repeated as applicable. When the last position estimate needs to be calculated i.e. the end of the periodic
triggered session has been reached, steps S to W may be performed (a repeat of steps I to M). Alternatively - and if applicable
- step O is repeated.

X. This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step AA, if and as soon as all the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLC.

1ii. The SET is able to establish communication with the H-SLP

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLC. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL. REPORT message may be chosen according to criteria
received in step G. If no criteria are received in step G, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

Y. This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step X, the H-SPC may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC and the H-SPC may engage in internal communication.

Z. The H-SLC forwards the reported and/or calculated historical position estimate(s) to the SUPL Agent in an MLP
TLREP message. As an option (e.g. if the SUPL Agent is not available), the H-SLC could retain the historic position
fixes for later retrieval by the SUPL Agent.

AA.The H-SLC indicates the end of the periodic triggered session to the H-SLP through internal communication.

BB. After the last position result has been reported to the SUPL Agent in step Z, the H-SLC ends the periodic triggered
session by sending a SUPL END message to the SET. Please note that if the last position was calculated in step T
and step X was not performed, the SUPL END message is sent from the H-SPC to the SET (as opposed to from the
H-SLC to the SET).

5.1.9.2 Roaming with V-SPC Positioning Successful Case

SUPL Roaming where the V-SPC is involved in the positioning calculation.
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Figure 14: Network Initiated Periodic Trigger Service Roaming with V-SPC Positioning Successful Case — Non-Proxy
Mode

NOTE:

See Appendix D for timer descriptions.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 70 (409)

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall

B.

authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-
id. The TLRR message may indicate that batch reporting or quasi-real time reporting is to be used instead of real
time reporting. In the case of batch reporting, the TLRR indicates the conditions for sending batch reports to the H-
SLP and any criteria, when the conditions for sending arise, for including or excluding particular stored position
estimates (e.g. QoP, time window).

The H-SLC verifies that the target SET is currently SUPL roaming.
The H-SLC MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLC may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLC initiates the periodic trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLC uses proxy or non-proxy mode. In this case, non-proxy mode is
used, and the SET SHALL establish a secure connection to the H-SLC using the H-SLC address which has been
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver), Location ID (lid) and reporting capabilities (rep_capabilities). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TTA-801). The rep_capabilities parameter indicates whether the SET is capable of
batch reporting, real-time reporting and/or quasi-real time reporting.

Based on the received lid or other mechanisms, the H-SLC determines the V-SLC and sends an RLP SSRLIR
message including the SUPL TRIGGERED START message to the V-SLC to inform the V-SLC that the target SET
will initiate a SUPL positioning procedure. The H-SLC also generates SPC_SET Key and SPC-TID to be used for
V-SPC/SET mutual authentication and includes both in the RLP SSRLIR message.

The V-SLC informs the V-SPC through internal communication about the periodic triggered session. The V-SLC
also forwards SPC_SET Key and SPC-TID to the V-SPC through internal communication. The V-SPC grants or
denies the request and informs the V-SLC accordingly.

Consistent with the SET capabilities received in step F the V-SLC selects the intended positioning method to be
used for the periodic triggered session and indicates its readiness for a periodic triggered session by sending a SUPL
TRIGGERED RESPONSE message back to the H-SLC in an RLP SSRLIA message.

The H-SLC forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id,
posmethod, V-SPC address, periodic trigger parameters and SPC_SET Key and SPC-TID. Consistent with the
rep_capabilities of the SET, the H-SLC also indicates the reporting mode (rep_mode parameter) to be used by the
SET: real time reporting, quasi-real time reporting or batch reporting. In the case of batch reporting, the SUPL
TRIGGERED RESPONSE message indicates the conditions for sending batch reports to the H-SLC and any
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criteria, when the conditions for sending arise, for including or excluding particular stored position estimates and/or
(if allowed) particular stored enhanced cell/sector measurements. In the case of quasi-real time reporting, the SUPL
TRIGGERED RESPONSE message indicates whether the SET is allowed to send enhanced cell/sector
measurements in lieu of or in addition to position estimates. If enhanced cell/sector positioning was selected for
batch or quasi-real time reporting, the SUPL_ TRIGGERED RESPONSE message indicates if the SET is permitted
to send stored enhanced cell/sector measurements. In this case, if batch reporting was selected, the SET MAY skip
steps K to N.

The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the
periodic triggered session. The SET and the H-SLC MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

K.

When the periodic trigger in the SET indicates that a position fix has to be performed, the SET attaches itself to the
Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then
sends a SUPL POS INIT message to the V-SPC to start a positioning session with the V-SPC. The SUPL POS INIT
message contains at least session-id, the Location ID (lid) and the SET capabilities parameter. The SET MAY
provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its
position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets the required QoP, the V-SPC MAY directly proceed to step N and not engage in a
SUPL POS session.

Through internal communication the V-SPC may request a coarse position from the V-SLC based on the lid
received in the SUPL POS INIT message.

The SET and the V-SPC exchange several successive positioning procedure messages.
The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

Once the position calculation is complete the V-SPC sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the V-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the V-SPC and therefore needs to be included in the message for batch reporting mode.

This step is optional: once the position calculation is complete and if real time or quasi-real time reporting is used,
the V-SPC sends the position estimate through internal communication to the V-SLC.

This step is conditional and is only used after step O occurred. The V-SLC sends the position estimate to the H-SLC
in a SUPL REPORT message. The SUPL REPORT message includes at a minimum the session-id and the position
estimate. The SUPL REPORT message is carried within an RLP SSRP message.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the V-SLP) steps K to P are not performed. Instead, the SET autonomously calculates the
position estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLC using
a SUPL REPORT message containing the session-id and the position estimate.

Q.

This step is optional: if real time or quasi-real time reporting is used, the H-SLC forwards the position estimate
received in an MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and the
position result. If the reporting mode is set to batch reporting, this message is not needed.

This step is optional: If the SET cannot communicate with the V-SLP (e.g. no radio coverage available) and quasi-
real time reporting is used or if batch reporting is used, the SET MAY — if supported - perform SET Based position
fixes (autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the
H-SLP, enhanced cell/sector measurements. In the case, of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the V-SLP.
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S. This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP/V-SLP, if
quasi-real time reporting is used if one or more previous reports have been missed. The SET sends the stored
position estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL
REPORT message to the H-SLC. The SUPL REPORT message contains the session-id and the position result(s)
including date and time information for each position result and optionally the position method used. In the case of
batch reporting, the stored position estimates and/or enhanced cell/sector measurements included in the
SUPL_REPORT message may be chosen according to criteria received in step 1. If no criteria are received in step I,
the SET shall include all stored position estimates and/or enhanced cell/sector measurements not previously
reported.

T. This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step S, the V-SLP may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC sends a SUPL REPORT message to the V-SLC using an SSRP
message over RLP tunnel.

U. This step is optional and only used if the V-SPC is required to translate stored enhanced cell/sector measurements
received by the V-SLC into actual position estimates. In this case, internal communication between the V-SLC and
the V-SPC takes place.

V. This step is conditional and takes place after step T and - optionally - step U. A SUPL REPORT message containing
position estimates calculated from enhanced cell/sector measurements received in step T is sent from the V-SLC to
the H-SLC using an SSRP message over RLP tunnel.

W. The H-SLC forwards the reported and/or calculated position estimate(s) to the SUPL Agent in an MLP TLREP
message.

Steps K to W are repeated as applicable. When the last position estimate needs to be calculated i.e. the end of the
periodic triggered session has been reached, steps X to CC may be performed (a repeat of steps K to P). Alternatively —
and if applicable — step R is repeated.

DD. This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step KK, if and as soon as all the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLC.

1ii. The SET is able to establish communication with the H-SLP.

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLC. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL. REPORT message may be chosen according to criteria
received in step 1. If no criteria are received in step I, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

EE. This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step DD, the V-SLP may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC sends a SUPL REPORT message to the V-SLC using an SSRP
message over RLP tunnel.

FF. This step is optional and only used if the V-SPC is required to translate stored enhanced cell/sector measurements
received by the V-SLC into actual position estimates. In this case, internal communication between the V-SLC and
the V-SPC takes place.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 73 (409)

GG. This step is conditional and takes place after step EE and - optionally - step FF. A SUPL REPORT message
containing position estimates calculated from enhanced cell/sector measurements received in step EE is sent from
the V-SLC to the H-SLC using an SSRP message over RLP tunnel.

HH. The H-SLC forwards the reported and/or calculated historical position estimate(s) to the SUPL Agent in an MLP
TLREP message. As an option (e.g. if the SUPL Agent is not available), the H-SLC could retain the historic position
fixes for later retrieval by the SUPL Agent.

II. The H-SLC informs the V-SLC about the end of the periodic triggered session through an SUPL END message
carried within an SSRP message over RLP tunnel.

JJ. The V-SLC informs the V-SPC about the end of the periodic triggered session through internal communication.

KK. The H-SLC ends the periodic triggered session with the SET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Please note that if the last position was calculated in step Z and step DD
was not performed, the SUPL END message is sent from the V-SPC to the SET.

5.1.9.3 Roaming with H-SPC Positioning Successful Case

SUPL Roaming where the H-SPC is involved in the positioning calculation.
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Figure 15: Network Initiated Periodic Trigger Service Roaming with H-SLP Positioning Successful Case — Non-Proxy
Mode

NOTE: See Appendix D for timer descriptions
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A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall

B.

authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-
id. The TLRR message may indicate that batch reporting or quasi-real time reporting is to be used instead of real
time reporting. In the case of batch reporting, the TLRR indicates the conditions for sending batch reports to the H-
SLP and any criteria, when the conditions for sending arise, for including or excluding particular stored position
estimates (e.g. QoP, time window).

The H-SLC verifies that the target SET is currently SUPL roaming.
The H-SLC MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLC may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLC initiates the periodic trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, non-proxy mode is
used, and the SET SHALL establish a secure connection to the H-SLC using the H-SLC address that has been
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLC.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver), Location ID (lid) and reporting capabilities (rep_capabilities). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TTA-801). The rep_capabilities parameter indicates whether the SET is capable of
batch reporting, real-time reporting and/or quasi-real time reporting.

The H-SLC informs the H-SPC through internal communication about the periodic triggered session. The H-SLC
generates SPC_SET Key and SPC-TID for mutual H-SPC/SET authentication and forwards both to the H-SPC
through internal communication. The H-SPC grants or denies the request and informs the H-SLC accordingly.

Consistent with the SET capabilities received in step E the H-SLC selects the indended positioning method to be
used for the periodic triggered session and indicates its readiness for a periodic triggered session by sending a SUPL
TRIGGERED RESPONSE message back to the SET. The SUPL TRIGGERED RESPONSE message to the SET
includes at a minimum the session-id, posmethod, H-SPC address, periodic trigger parameters and SPC_SET Key
and SPC-TID. Consistent with the rep_capabilities of the SET, the H-SLC also indicates the reporting mode
(rep_mode parameter) to be used by the SET: real time reporting, quasi-real time reporting or batch reporting. In the
case of batch reporting, the SUPL TRIGGERED RESPONSE message indicates the conditions for sending batch
reports to the H-SLC and any criteria, when the conditions for sending arise, for including or excluding particular
stored position estimates and/or (if allowed) particular stored enhanced cell/sector measurements. In the case of
quasi-real time reporting, the SUPL TRIGGERED RESPONSE message indicates whether the SET is allowed to
send enhanced cell/sector measurements in lieu of or in addition to position estimates. If enhanced cell/sector
positioning was selected for batch or quasi-real time reporting, the SUPL. TRIGGERED RESPONSE message
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indicates if the SET is permitted to send stored enhanced cell/sector measurements. In this case, if batch reporting
was selected, the SET MAY skip steps I to O.

H. The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the
periodic triggered session. The SET and the H-SLC MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

I.  When the periodic trigger in the SET indicates that a position fix has to be performed, the SET attaches itself to the
Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then
sends a SUPL POS INIT message to the H-SPC to start a positioning session with the H-SPC. The SUPL POS INIT
message contains at least session-id, the Location ID (lid) and the SET capabilities parameter. The SET MAY
provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its
position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets the required QoP, the H-SPC MAY directly proceed
to step O.

J. Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid
received in step I.

K. To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLP.

L. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA
message.
For real-time or quasi-real time reporting, if the returned position meets the required QoP, the H-SLC MAY directly
proceed to step O and not engage in a SUPL POS session. For batch reporting, if the returned position meets the
required QoP, the H-SLC MAY send the position result through internal communication to the H-SPC (step M) and
the H-SPC will forward the position result to the SET using a SUPL REPORT message (step O) without engaging in
a SUPL POS session (step N).

M. The H-SLC forwards the coarse position to the H-SPC through internal communication.

N. The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

0. Once the position calculation is complete the H-SPC sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SPC and therefore needs to be included in the message for batch reporting mode.

P. This step is optional and only used for real-time reporting: once the position calculation is complete, the H-SPC
sends the position estimate to the H-SLC through internal communication.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps I to P are not performed. Instead, the SET autonomously calculates the position
estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLC using a SUPL
REPORT message containing the session-id and the position estimate.

Q. This step is optional: if real time or quasi-real time reporting is used, the H-SLC forwards the calculated position
estimate to the SUPL Agent in an MLP TLREP message. The MLP TLREP message includes the req_id and the
position result. If the reporting mode is set to batch reporting, this message is not needed.

R. This step is optional: If the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and quasi-
real time reporting is used or if batch reporting is used, the SET MAY — if supported - perform SET Based position
fixes (autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the
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Ww.

H-SLP, enhanced cell/sector measurements. In the case, of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLC. The SUPL REPORT message contains the session-id and the position result(s) including
date and time information for each position result and optionally the position method used. In the case of batch
reporting, the stored position estimates and/or enhanced cell/sector measurements included in the SUPL_REPORT
message may be chosen according to criteria received in step G. If no criteria are received in step G, the SET shall
include all stored position estimates and/or enhanced cell/sector measurements not previously reported.

This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step S, the V-SLP may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC sends an RLP SRLIR message to the V-SLC.

This step is conditional and takes place only if step T occurred. The V-SLC sends the position result calculated
based on the enhanced cell/sector measurements received in step T to the H-SLC.

This step is optional and only takes place if after the translation into a position estimate in steps T and U the H-SPC
is required to calculate the position estimate. In this case, internal communication between the H-SLC and H-SPC
takes place.

The H-SLC forwards the reported and/or calculated position estimate(s) to the SUPL Agent in an MLP TLREP
message.

Steps I to W are repeated as applicable. When the last position estimate needs to be calculated i.e. the end of the periodic
triggered session has been reached, steps X to EE may be performed (a repeat of steps I to P). Alternatively — and if
applicable — step R is repeated.

FF. This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector

measurements has been obtained or was due, and at any time up until step LL, if and as soon as all the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLC.

iii. The SET is able to establish communication with the H-SLP.

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLC. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL_REPORT message may be chosen according to criteria
received in step G. If no criteria are received in step G, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

GG. This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT

message in step FF, the V-SLP may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates To this end the H-SLC sends an RLP SRLIR message to the V-SLC.

HH. This step is conditional and takes place only if step GG occurred. The V-SLC sends the position result calculated

based on the enhanced cell/sector measurements received in step GG to the H-SLC.
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II. This step is optional and only takes place if after the translation into a position estimate in steps GG and HH the H-
SPC is required to calculate the position estimate. In this case, internal communication between the H-SLC and H-
SPC takes place.

JJ. The H-SLC forwards the reported and/or calculated historical position estimate(s) to the SUPL Agent in an MLP
TLREP message. As an option (e.g. if the SUPL Agent is not available), the H-SLC could retain the historic position
fixes for later retrieval by the SUPL Agent.

KK. Using internal communication, the H-SLC informs the H-SPC of the end of the periodic triggered session.

LL. The H-SLC ends the periodic triggered session with the SET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Please note that if the last position was calculated in step CC and step FF
was not performed, the SUPL END message is sent from the H-SPC to the SET (as opposed to from the H-SLC to
the SET).

5.1.10 Network Initiated Non-Proxy Mode — Triggered Services: Event
Triggers
This section describes the call flows for Network Initiated area event triggered services for non-proxy mode. The trigger

thereby resides in the SET and the SET makes the decision if an area event occurred based on continuously repeated position
determinations.
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5.1.10.1 Non-Roaming Successful Case
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Figure 16: Network Initiated Area Event Trigger Service Non-Roaming Successful Case — Non-Proxy Mode

NOTE: See Appendix D for timer descriptions

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall
authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-
id.

B. The H-SLC verifies that the target SET is currently not SUPL roaming.

The H-SLC MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLC may determine whether the SET is SUPL roaming in a later step using the location
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.
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C. The H-SLC initiates the area event trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

D. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, non-proxy mode is
used, and the SET SHALL establish a secure connection to the H-SLC using the H-SLC address which has been
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. The H-SLC informs the H-SPC through internal communication about the area event triggered session. The H-SLC
generates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and forwards both to the
H-SPC through internal communication. The H-SPC grants or denies the request and informs the H-SLC.

G. Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLC selects the
intended positioning method to be used for the area event triggered session and responds with a SUPL TRIGGERED
RESPONSE message including session-id, posmethod, H-SPC address, area event trigger parameters and
SPC_SET Key and SPC-TID. The SUPL TRIGGERED RESPONSE message may contain the area ids of the
specified area for the area event triggered session.

H. The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area
event triggered session.

The SET and the H-SLC MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

I. Ifthe area ids are downloaded in step G, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already
attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a
positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id and the Location ID
(lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio technology being used
(e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the
Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets the required QoP, the H-SPC MAY directly proceed to step K and not engage in a
SUPL POS session.

J.  The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

K. Once the position calculation is complete the H-SPC sends a SUPL REPORT message to the SET. The SET MAY
release the secure connection to the H-SPC.
The SUPL REPORT message includes the position result if the position estimate is calculated in the H-SPC and
therefore needs to be sent to the SET.
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Q.

The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met. If no area event is triggered, the SET SHALL return to step 1. If area event is triggered SET SHALL
proceed to step M.

The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLC.
The H-SLC sends the position estimate in a MLP TLREP message to the SUPL Agent.

If SUPL Agent has requested several report and more reports are to be sent, the SET waits until the minimum time
between reports has elapsed and then repeats step [ to N or step I to L depending on if the area event condition is
fulfilled or not.

When the last report has been sent the H-SLC informs the H-SPC about the end of the area event triggered session
through internal communication.

The H-SLC ends the area event triggered session by sending a SUPL END message to the SET.

The call flow described in Figure 16 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

Step J (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SPC is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data
update in which case steps I to K are performed.

5.1.10.2 Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 17: Network Initiated Area Event Trigger Service Roaming with V-SLP Positioning Successful Case — Non-
Proxy Mode

NOTE:

A.

See Appendix D for timer descriptions.

SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall

authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-

id.

B. The H-SLC verifies that the target SET is currently SUPL roaming.
The H-SLC MAY also verify that the target SET supports SUPL.

NOTE:

NOTE:

NOTE:

The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.

Alternatively, the H-SLC may determine whether the SET is SUPL roaming in a later step using the location
identifier (lid) received from the SET.
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The H-SLC initiates the area event trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator
and the intended positioning methods. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLC uses proxy or non-proxy mode. In this case, non-proxy mode is
used, and the SET SHALL establish a secure connection to the H-SLC using the H-SLC address which has been
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

Based on the received lid or other mechanisms, the H-SLC determines the V-SLC and sends an RLP SSRLIR
message including the SUPL TRIGGERED START message to the V-SLC to inform the V-SLC that the target SET
will initiate a SUPL positioning procedure. The H-SLC also generates SPC_SET Key and SPC-TID to be used for
V-SPC/SET mutual authentication and includes both in the RLP SSRLIR message. The area event trigger
parameters such as area information requested by SUPL Agent for the area event triggered session MAY be
included in this message by the H-SLC.

The V-SLC informs the V-SPC through internal communication about the area event triggered session. The V-SLC
also forwards SPC_SET Key and SPC-TID to the V-SPC through internal communication. The V-SPC grants or
denies the request and informs the V-SLC accordingly.

Consistent with the SET capabilities received in step F, the V-SLC determines the intended positioning method to be
used for the area event triggered session and indicates its readiness for an area event triggered session by sending a
SUPL TRIGGERED RESPONSE message back to the H-SLC in an RLP SSRLIA message. If area-ids are requested
by the H-SLC, the V-SLC MAY include area-ids corresponding to the area for the area event trigger session in the
SUPL TRIGGERED RESPONSE message.

The H-SLC forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id,
posmethod, V-SPC address, area event trigger parameters and SPC_SET Key and SPC-TID. The SUPL
TRIGGERED RESPONSE message may contain the area ids of the specified area for the area event triggered
session.

The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the arca
event triggered session. The SET and the H-SLC MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

K.

If the area ids are downloaded in step I, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already
attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the V-
SPC to start a positioning session with the V-SPC. The SUPL POS INIT message contains at least session-id, the
Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
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S.
T.

based position fix) that meets the required QoP, the V-SPC MAY directly proceed to step M and not engage in a
SUPL POS session.

The SET and the V-SPC exchange several successive positioning procedure messages.
The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

Once the position calculation is complete the V-SPC sends a SUPL REPORT message to the SET. The SET MAY
release the secure connection to the V-SPC.

The SUPL REPORT message includes the position result if the position estimate is calculated in the V-SPC and
therefore needs to be sent to the SET.

The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met. If no area event is triggered, the SET SHALL return to step K. If area event is triggered SET SHALL
proceed to step O.

The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLC.
The H-SLC sends the position estimate in a MLP TLREP message to the SUPL Agent

If the SUPL Agent has requested several reports and more reports are to be sent, the SET waits until the minimum
time between reports elapsed and then repeats step K to P or step K to N depending on if the area event condition is
fulfilled or not.

When the last report has been sent the H-SLC informs the V-SLC about the end of the triggered session by sending a
SUPL END message over an RLP SSRP message.

The V-SLC informs the V-SPC about the end of the area event triggered session through internal communication.

The H-SLC ends the area event triggered session by sending a SUPL END message to the SET.

The call flow described in Figure 17 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

Step L (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the V-
SPC is required to calculate a position estimate. Interaction with the V-SPC is only required for GPS assistance data
update in which case steps K to M are performed.

5.1.10.3 Roaming with H-SLP Positioning Successful Case

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 18: Network Initiated Area Event Trigger Service Roaming with H-SLP Positioning Successful Case — Non-
Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall
authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the
client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-
id.

B. The H-SLC verifies that the target SET is currently SUPL roaming.

The H-SLC MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.
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NOTE: Alternatively, the H-SLC may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C.

The H-SLC initiates the area event trigger session with the SET using the SUPL INIT message. The SUPL INIT
message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator
and the intended positioning method. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, non-proxy mode is
used, and the SET SHALL establish a secure connection to the H-SLC using the H-SLC address that has been
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLC.
The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning
technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL
TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT
message (ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

The H-SLC informs the H-SPC through internal communication about the periodic triggered session. The H-SLC
generates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and forwards both to the
H-SPC through internal communication. The H-SPC grants or denies the request and informs the H-SLC
accordingly.

Based on the received lid or other mechanisms, the H-SLC determines the V-SLC and sends an RLP SSRLIR
including a SUPL TRIGGERED START message to the V-SLC to inform the V-SLC that an area event triggered
session is in the progress of being initiated with the H-SLP. The area event trigger parameters such as area
information requested by SUPL Agent for the area event triggered session MAY be included in this message by the
H-SLC.

The V-SLC acknowledges the RLP request received in step G with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. The V-SLC MAY include area ids corresponding to the area for
the area event trigger session in the SUPL TRIGGERED RESPONSE message.

Consistent with the SET capabilities received in step E, the H-SLC determines the indended positioning method to
be used for the area event triggered session and indicates its readiness for an area event triggered session by sending
a SUPL TRIGGERED RESPONSE message back to the SET. The SUPL TRIGGERED RESPONSE message to the
SET includes at a minimum the session-id, posmethod, H-SPC address, area event trigger parameters and

SPC_SET Key and SPC-TID. The SUPL TRIGGERED RESPONSE message may contain the area ids of the
specified area for the area event triggered session.

The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has
been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area
event triggered session. The SET and the H-SLC MAY release the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.

K.

If the area ids are downloaded in step I, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already
attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-
SPC to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id and the
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Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets the required QoP, the H-SPC MAY directly proceed

to step Q.

Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid
received in step K.

M. To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLC.

Ww.

The V-SLC translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA
message.

The H-SLC forwards the coarse position to the H-SPC through internal communication.
If the coarse position meets the required QoP, the H-SPC MAY directly proceed to step Q and not engage in a SUPL
POS session.

The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SPC sends a SUPL REPORT message to the SET. The SET MAY
release the secure connection to the H-SPC.

The SUPL REPORT message includes the position result if the position estimate is calculated in the H-SPC and
therefore needs to be sent to the SET.

The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met. If no area event is triggered, the SET SHALL return to step K. If area event is triggered SET SHALL
proceed to step S.

The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLC.
The H-SLC sends the position estimate in a MLP TLREP message to the SUPL Agent

If SUPL Agent has requested several report and more reports are to be sent, the SET waits until the minimum time
between reports has elapsed and then repeats step K to T or step K to R depending on if the area event condition is
fulfilled or not.

When the last report has been sent the H-SLC informs the H-SPC about the end of the area event triggered session
through internal communication.

The H-SLC ends the area event triggered session by sending a SUPL END message to the SET and by sending a
SUPL END message using an RLP SSRP tunnel message to the V-SLC

The call flow described in Figure 18 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

Step P (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SPC is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data
update in which case steps K to Q are performed.

5.1.11 V-SLP to V-SLP Handover

This section describes V-SLP to V-SLP handover during an ongoing triggered session. The handover is required for SUPL
roaming with V-SLP scenarios (for a definition of SUPL roaming see section 3.2)
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5.1.11.1 V-SLP to V-SLP Handover - Network initiated Proxy mode

This section describes the case where the V-SLP detects that the target SET is out of the V-SLP coverage area and informs
the SET accordingly. The target SET then request new trigger parameters and subsequently the H-SLP selects and initiates a
new V-SLP and send new trigger parameters to the target SET which then continues the session. The described mechanism
applies to both Network Initiated and SET Initiated proxy mode scenarios.

SUPL V-SLP2 V-SLP1 H-SLP Target SET
Agent
A Ongoing Periodic or Area Event Session
B __ SUPL POS INIT(session-id, lid)
RLP SSRP(SUPL |POS INIT)
C D uT2
RLP SSRP(SUPL END(session-id, reason= no coverage))
E SUPL END(session-id, reason= no coverage)
SUPL TRIGGERED START (sessjon-id, lid, SET capabilities, cause = no cgqverage)
G Routing Info
RLP SSRLIR (SUPL TRIGGERED START) uT1
H -
| RLP SSRLIA (SUPL TRIGGERED RESPONSE)
SUPL TRIGGERED|RESPONSE (session-id, posmethods, trigger_parameters)
J
K Continued Periodic or Area Event Session

Figure 19: Network initiated Proxy mode - V-SLP to V-SLP Handover

NOTE: See Appendix D for timer descriptions.

A triggered session is ongoing.
The SET sends a SUPL POS INIT message to the H-SLP to start a positioning session with the V-SLP1.

The H-SLP forwards the SUPL POS INIT message to V-SLP1 using a RLP SSRP message.

o 0w »

V-SLP1 detects it does not support the lid included in the SUPL POS INIT and sends a SUPL END message to the
H-SLP using a RLP SSRP message. The V-SLP1 SHALL release all resources related to this session.

e

The H-SLP sends the SUPL END message to the SET.

F. The SET then sends a SUPL TRIGGERED START message. The SUPL TRIGGERED START message contains at
least the same session-id as in step E, SET capabilities, Location ID (lid) and cause for re-sending the SUPL
TRIGGERED START message. The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).
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G. The H-SLP verifies that the target SET is currently SUPL roaming and is outside of the coverage area of V- SLP1.
The H-SLP determines the V- SLP2 based on the lid received in the SUPL TRIGGERED START message.

H. The H-SLP sends an RLP SSRLIR including the SUPL TRIGGERED START message to the V- SLP2 to inform
that the target SET will initiate a SUPL positioning procedure. Any area information requested by SUPL Agent for
an area event triggered session SHALL be included in this message by the H-SLP.

I.  The V- SLP2 acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA including
SUPL TRIGGERED RESPONSE message back to the H-SLP. The V-SLP2 MAY include area ids corresponding to
the area for the area event trigger session in the SUPL TRIGGERED RESPONSE message.

J. The H-SLP forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id, the
positioning method to be used for the periodic triggered session and trigger parameters. The SUPL TRIGGERED
RESPONSE message may contain the area ids of the specified area for the area event triggered session.

K. The triggered session is continued.

5.1.11.2 V-SPC to V-SPC Handover - Network initiated Non-Proxy mode

This section describes the case where the V-SPC detects that the target SET is out of the V-SPC coverage area and informs
the SET accordingly. The target SET then request new trigger parameters and subsequently the H-SLC selects and initiates a
new V-SPC and sends new trigger parameters to the target SET which then continues the session. The described mechanism
applies to both Network Initiated and SET Initiated non-proxy mode scenarios.
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Figure 20: Network initiated Non-Proxy mode - V-SLP to V-SLP Handover
NOTE: See Appendix D for timer descriptions.

A. A triggered session is ongoing.

The SET sends a SUPL POS INIT message to the V-SPCI to start a positioning session with the V-SPCI.

C. V-SPCI1 detects it does not support the lid included in the SUPL POS INIT and sends a SUPL END message to the
SET.

D. The SET then sends a SUPL TRIGGERED START message. The SUPL TRIGGERED START message contains at
least the same session-id as in step C, SET capabilities, Location ID (lid) and cause for re-sending the SUPL
TRIGGERED START message. The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

E.

The H-SLC informs V-SLCI1 about the end of the triggered session by sending a SUPL END message using an RLP

SSRP tunnel message to the V-SLC1. Through internal communication the V-SLC1 informs the V-SPC1 of the end
of the SUPL session. The V-SLC1 and the V-SPC1 SHALL release all resources related to this session.
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M.

The H-SLC verifies that the target SET is currently SUPL roaming and is outside of the coverage area of V- SLP1.
The H-SLC determines the V- SLP2 based on the lid received in the SUPL TRIGGERED START message.

The H-SLC sends an RLP SSRLIR including the SUPL TRIGGERED START message to the V- SLP2 to inform
that the target SET will initiate a SUPL positioning procedure. Any area information requested by SET for an area
event triggered session SHALL be included in this message by the H-SLC.

Through internal communication the V-SLC2 requests service for an area event triggered session from the V-SPC2.
The V-SPC2 grants or denies the request and informs the V-SLC2 accordingly.

The V- SLC2 acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA including
SUPL TRIGGERED RESPONSE message back to the H-SLC. The V-SLP2 MAY include area ids corresponding to
the area for the area event trigger session in the SUPL TRIGGERED RESPONSE message.

The H-SLC generates a SPC_SET Key and a SPC-TID to be used for mutual V-SPC/SET authentication. The H-
SLC forwards the SPC_SET Key and a SPC-TID to the V-SLC2 through an AUTH RESP message using an RLP
SSRP tunnel.

V-SLC2 forwards the key to V-SPC2 through internal communication.

The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE
message contains session-id, the positioning method to be used for the periodic triggered session and V-SPC2
address. The SUPL TRIGGERED RESPONSE message may contain the area ids of the specified area for the area
event triggered session.

For mutual V-SPC2/SET authentication the SUPL TRIGGEREDRESPONSE message also includes SPC_SET Key
and SPC-TID to be used by the SET..

The triggered session is continued.

5.1.12 Notification/Verification based on current location

This section describes scenarios where notification and/or verification is based on the user's current position. Before invoking
the notification/verification process, the user's current position is determined unbeknownst to the user. The actual
notification/verification process (no notification and no verification, notification only, notification and verification and
privacy override) is then decided based on the user's current position.
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51121 Non Roaming Successful Case - Proxy Mode

SUPL
Agent H-SLP Target SET
MLP SLIR (ms-id, client-id, qop)
A >
SET Lookup,
B Routing Info
c SUPL INIT (session-id, posmethod, SLP mode, ...) |
D 5T2 Data Connection
Setup
E B SUPL POS INIT (session-id, SET capabilities,ver)
L uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801)
G SUPL NOTIFY (session-id, notification) ‘UT:”
ST5
H SUPL NOTIFY RESPONSE (session-id, notification-response, ...)
uTs
SUPL END (session-id)
I
J MLP SLIA (posresult

Figure 21: Notification/Verification based on current location. Network Initiated Non-Roaming Successful Case —
Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent issues an MLP SLIR message to the H-SLP, with which SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on
the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the
client-id.

If a previously computed position which meets the requested QoP is available at the H-SLP and no notification or
verification is required, the H-SLP SHALL directly proceed to step J. If notification and verification or notification
only is required, the H-SLP SHALL proceed to step B.

B. The SLP verifies that the target terminal is currently within the service area of the SLP, i.e. the target terminal is not
roaming. The SLP may also verify that the target terminal supports SUPL.

NOTE: The specifics for determining if the SET is roaming or not is considered outside scope of SUPL. However,
there are various environment dependent mechanisms.

C. The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. If the result of the
privacy check in Step A indicates that subscriber privacy check based on current location is required, the H-SLP
SHALL include the Notification Mode element in the SUPL INIT message to indicate notification based on current
location and SHALL NOT include the notification element in the SUPL INIT message. Before the SUPL INIT
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message is sent the H-SLP also computes and stores a hash of the message.

If in step A the H-SLP decided to use a previously computed position, the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the
results of the verification process (access granted, or access denied). If no explicit verification is required
(notification only) the SET SHALL respond with a SUPL END message. The H-SLP SHALL then directly proceed

to step J.
NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
D.

D. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification
mode indicator to determine whether the notification is performed based on the location of the SET. The SET also
checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case,
proxy mode is used, and the SET SHALL establish a secure connection to the H-SLP using H-SLP address that has
been provisioned by the Home Network to the SET. If no H-SLP address is provided in the SUPL INIT message the
SET SHALL use the default H-SLP address, provisioned by the Home Network, when establishing the secure
connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The
SUPL POS INIT message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message
(ver) and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-
GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, IS-801). The SET MAY provide
NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its
position, if these are available and supported by both SET and H-SLP. The SET MAY set the Requested Assistance
Data element in the SUPL POS INIT.

If a position received from or calculated based on information received in the SUPL POS INIT message is available
that meets the required QoP, the H-SLP MAY directly proceed to step G and not engage in a SUPL POS session.

F. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session.
Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SLP SHALL then
determine the posmethod. If required for the posmethod the H-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

G. This step is optional and only performed if the result of the privacy check in Step A indicates that subscriber privacy
check based on current location is required: the H-SLP applies subscriber privacy against the SET position estimate
determined in Step F. If notification and verification or notification only is required, the H-SLP SHALL send a
SUPL NOTIFY message to the SET. The SUPL NOTIFY message contains the notification element. If no
notification and verification is required, the H-SLP SHALL directly proceed to Step L.

H. This step is optional and only required is step G was performed and a SUPL NOTIFY message was received by the
SET: the SET SHALL send a SUPL NOTIFY RESPONSE message to the H-SLP containing the notification
response from the user.

I.  Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no
further positioning procedure will be started and that the location session is finished. The SET SHALL release the
secure connection to the H-SLP and release all resources related to this session.

J. The H-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message and the H-SLP SHALL
release all resources related to this session.
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5.1.12.2
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Figure 22: Notification/Verification based on current location. Network Initiated Non-Roaming Successful Case —

NOTE:

See Appendix D for timer descriptions.

Non-Proxy mode

A. The SUPL Agent issues an MLP SLIR message to the H-SLC, with which SUPL Agent is associated. The H-SLC
shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on
the client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the
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B.

client-id.

If a previously computed position which meets the requested QoP is available at the H-SLC and no notification or
verification is required, the H-SLC SHALL directly proceed to step P. If notification and verification or notification
only is required, the H-SLC SHALL proceed to step B.

The H-SLC verifies that the target SET is currently not SUPL roaming.
The H-SLC MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.

However, there are various environment dependent mechanisms.

The H-SLC and H-SPC may exchange information necessary to setup the SUPL session.

The H-SLC initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, address of the SPC, proxy/non-proxy mode indicator and the intended positioning
method. If the result of the privacy check in Step A indicates that subscriber privacy check based on current location
is required, the H-SLC SHALL include the Notification Mode element in the SUPL INIT message to indicate
notification based on current location and SHALL NOT include the notification element in the SUPL INIT message.
If in step A the H-SLC decided to use a previously computed position, the SUPL INIT message SHALL indicate
this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message
carrying the results of the verification process (access granted, or access denied). If no explicit verification is
required (notification only) the SET SHALL respond with a SUPL END message. The H-SLC SHALL then directly
proceed to step P.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step E.

E.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection..

The SET uses the address provisioned by the Home Network to establish a secure connection to the H-SLC. The
SET then checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In
this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and a hash of the received SUPL INIT message (ver).

The H-SLC creates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET_ Key and SPC-TID to the H-SPC through internal communication and returns a SUPL AUTH
RESP message including SPC_SET Key and SPC-TID to the SET.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification
mode indicator to determine whether the notification is performed based on the location of the SET. The SET
establishes a secure connection to the H-SPC according to the address received in step D. The SET and H-SPC
perform mutual authentication and the SET sends a SUPL POS INIT message to start a positioning session with the
H-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid). The SET
capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if these are available and
supported by both SET and H-SPC. The SET MAY set the Requested Assistance Data element in the SUPL POS
INIT. The SET SHALL also release the connection to the H-SLC.

The H-SLC and H-SPC may collaborate to determine an initial position of the SET to aid in the position
determination process. If the initial position calculated based on information received in the SUPL POS INIT
message meets the requested QoP, the H-SPC MAY directly proceed to step K and not engage in a SUPL POS
session.

Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SPC SHALL determine
the posmethod. If required for the posmethod the H-SPC SHALL use the supported positioning protocol (e.g.,
RRLP, RRC, TIA-801) from the SUPL POS INIT message

The SET and the H-SPC exchange several successive positioning procedure messages.
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The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

K. Ifin step C the H-SLC indicated that notification or verification is based on the position of the SET, the H-SPC
sends the calculated position to the SET in a SUPL REPORT message.

L. Ifinstep D the H-SLC indicated that notification or verification is based on the position of the SET, the SET sends
the calculated position to the H-SLC in a SUPL REPORT message.

NOTE: This step is only required if the notification is based on the current location of the SET.

M. The H-SLC applies subscriber privacy against the SET position estimate. If notification and verification or
notification only is required, the H-SLP SHALL send a SUPL NOTIFY message to the SET. The SUPL NOTIFY
message contains notification element. If no notification and verification is required, the H-SLP SHALL directly
proceed to Step O.

NOTE: This step is only required if the notification is based on the current location of the SET.

N. The SET SHALL then send an SUPL NOTIFY RESPONSE message to the H-SLC containing the notification
response from the user.

NOTE: This step is only required if Step M was performed and a SUPL NOTIFY message was received by the SET.

O. Once the position calculation is complete the H-SLC sends the SUPL END message to the SET informing it that no
further positioning procedure will be started and that the SUPL session is finished. The SET SHALL release the
secure connection to the H-SLC and release all resources related to this session.

P. The H-SLC sends the position estimate back to the SUPL Agent in an MLP SLIA message and the H-SLC releases
all resources related to this session.

5.1.12.3 Roaming with V-SLP Positioning Successful Case — Proxy mode

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 23: Notification/Verification based on current location. Network Initiated Roaming with V-SLP Positioning
Successful Case — Proxy mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received.

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
authorized for this request, Step Q will be returned with the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various
environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. If a
previously computed position which meets the requested QoP is available at the H-SLP and no notification or
verification is required, the H-SLP SHALL directly proceed to step P. If notification and verification or notification
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only is required, the H-SLP SHALL proceed to step G after having performed the SET Lookup and Routing Info
procedures of step D.

D. Based on the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. The H-SLP verifies
that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the target SET supports
SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.

E. The H-SLP sends an RLP SSRLIR to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL
positioning procedure. Mandatory parameters in SUPL START that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP

F. The V-SLP acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the
H-SLP.

G. The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. If the result of the
privacy check in Step D indicates that subscriber privacy check based on current location is required, the H-SLP
SHALL include the Notification Mode element in the SUPL INIT message to indicate notification based on current
location and SHALL NOT include the notification element in the SUPL INIT message. This step MAY be
performed immediately after step D. Before the SUPL INIT message is sent the H-SLP also computes and stores a
hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-
SLP carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then
directly proceed to step P.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
H.

Step G MAY be performed immediately after step D, however, H-SLP SHALL not proceed with step J before step F
has returned..

H. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

I.  The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification
mode indicator to determine whether the notification is performed based on the location of the SET. The SET also
checks the proxy/non-proxy mode indicator to determine if the SLP uses proxy or non-proxy mode. In this case,
proxy mode is used, and the SET SHALL establish a secure connection to the H-SLP using the H-SLP address that
has been provisioned by the Home Network to the SET. The SET then sends a SUPL POS INIT message to start a
positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities, a
hash of the received SUPL INIT message (ver) and Location ID (lid). The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TTIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g.,
for GSM: TA, RXLEV). The SET MAY optionally provide its position or network timing information, if these are
available and supported by both SET and H-SLP. The SET MAY optionally set the Requested Assistance Data
element in the SUPL POS INIT.

J. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session.
The H-SLP then tunnels the SUPL POS INIT message to the V-SLP.

K. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the posmethod, the V-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

If the V-SLP already calculated an initial position based on information received in the SUPL POS INIT message
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which satisfyies the requested QoP, the V-SLP MAY directly proceed to step L and not engage in a SUPL POS
session. Otherwise, the SET and the V-SLP exchange several successive positioning procedure messages, tunnelled
over RLP via the H-SLP.

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based).

L. Once the position calculation is complete the V-SLP sends the SUPL END message tunnelled over RLP to the H-
SLP . The V-SLP SHALL release all resources related to this session.

M. This step is optional and only performed if the result of the privacy check in Step D indicates that subscriber privacy
check based on current location is required: the H-SLP applies subscriber privacy against the SET position estimate
obtained in Step L. If notification and verification or notification only is required, the H-SLP SHALL send a SUPL
NOTIFY message to the SET. The SUPL NOTIFY message contains notification element. If no notification and
verification is required, the H-SLP SHALL directly proceed to Step O.

N. This step is optional and only required if step M was performed and a SUPL NOTIFY message was received by the
SET: the SET SHALL send a SUPL NOTIFY RESPONSE message to the H-SLP containing the notification
response from the user.

O. The H-SLP forwards the SUPL END to the SET informing it that no further positioning procedure will be started
and that the location session is finished. The SET SHALL release the secure connection to the H-SLP and release all
resources related to this session.

P. The H-SLP sends the position estimate back to the R-SLP in an RLP SRLIA message. The H-SLP SHALL release
all resources related to this session.

Q. The R-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message.

5.1.12.4 Roaming with H-SLP Positioning Successful Case — Proxy mode

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 24: Notification/Verification based on current location. Network Initiated Roaming with H-SLP Positioning

Successful case — Proxy mode

NOTE: See Appendix D for timer descriptions.

A.

B.

The SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received.

The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
authorized for this request, Step O will be returned with the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various

C.

environment dependent mechanisms.

The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. If a
previously computed position which meets the requested QoP is available at the H-SLP and no notification or
verification is required, the H-SLP SHALL directly proceed to step N. If notification and verification or notification
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only is required, the H-SLP SHALL proceed to step E after having performed the SET Lookup and Routing Info
procedures of step D.

D. Based on the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. The H-SLP verifies
that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the target SET supports
SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLP may determine whether the SET is SUPL roaming in a later step using the location
identifier (lid) received from the SET.

E. The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. If the result of the
privacy check in Step D indicates that subscriber privacy check based on current location is required, the H-SLP
SHALL include the Notification Mode element in the SUPL INIT message to indicate notification based on current
location and SHALL NOT include the notification element in the SUPL INIT message. Before the SUPL INIT
message is sent the H-SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-
SLP carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then
directly proceed to step N.

NOTE: Before sending the SUPL END message the SET shall follow the data connection setup procedure of step F.

F. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

G. The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification
mode indicator to determine whether the notification is performed based on the location of the SET. The SET also
checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case,
proxy mode is used, and the SET SHALL establish a secure connection to the H-SLP using the H-SLP address that
has been provisioned by the Home Network to the SET. The SET then sends a SUPL POS INIT message to start a
positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and
Location ID (lid). The SUPL POS INIT MAY contain a hash of the received SUPL INIT message (ver). The SET
capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if these are available and
supported by both SET and H-SLP. The SET MAY set the Requested Assistance Data element in the SUPL POS
INIT.

H. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. If
an initial position calculated based on information received in the SUPL POS INIT message is available which
meets the requested QoP, the H-SLP MAY directly proceed to step K.

The H-SLP then decides that the H-SLP will provide assistance/position calculation and the H-SLP sends an RLP SRLIR
request to the V-SLP to determine an initial position for the SET. The RLP request contains at least the msid and the
Location ID (lid). Optionally the H-SLP MAY forward NMR provided by the SET to the V-SLP.

I.  The V-SLP returns an RLP SRLIA message. The RLP SRLIA message contains the position result (i.e. the initial
position of the SET). If the computed position meets the requested QoP, the H-SLP MAY proceed directly to step K
and not engage in a SUPL POS session.

J. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the posmethod, the H-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the H-SLP exchange several successive positioning procedure messages.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 102 (409)

N.

0.

The H-SLP calculates the position estimate based on the received positioning measurements (SET assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET based).

This step is optional and only performed if the result of the privacy check in Step D indicates that subscriber privacy
check based on current location is required: the H-SLP applies subscriber privacy against the SET position estimate
determined in Step J. If notification and verification or notification only is required, the H-SLP SHALL send a
SUPL NOTIFY message to the SET. The SUPL NOTIFY message contains notification element. If no notification
and verification is required, the H-SLP SHALL directly proceed to Step M.

This step is optional and only required if step K was performed and a SUPL NOTIFY message was received by the
SET: the SET SHALL send a SUPL NOTIFY RESPONSE message to the H-SLP containing the notification
response from the user.

Once the position calculation is complete the H-SLP sends a SUPL END message to the SET informing it that no
further positioning procedure will be started and that the location session is finished. The SET SHALL release the
secure connection to the H-SLP and release all resources related to this session.

The H-SLP forwards the location estimate to R-SLP if the position estimate is allowed by the privacy settings of the
target subscriber. The H-SLP SHALL release all resources related to this session.

The R-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message.

5.1.12.5 Roaming with V-SPC Positioning Successful Case — Non-Proxy-mode

SET Roaming where the V-SPC is involved in the positioning calculation.
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Figure 25: Notification/Verification based on current location. Network Initiated Roaming with V-SPC Positioning
Successful Case — Non-Proxy-mode

NOTE: See Appendix D for timer descriptions.
A. The SUPL Agent issues an MLP SLIR message to the R-SLC, with which SUPL Agent is associated. The R-SLP

SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received.

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
authorized for this request, Step V will be returned with the applicable MLP return code.
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NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various

C.

D.

environment dependent mechanisms.

The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. If a
previously computed position which meets the requested QoP is available at the H-SLP and no notification or
verification is required, the H-SLP SHALL directly proceed to step U. If notification and verification or notification
only is required, the H-SLP SHALL proceed to step H after having performed the SET Lookup and Routing Info
procedures of step D. Based on the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id.

The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.

However, there are various environment dependent mechanisms.

The H-SLP allocates a session-id for the SUPL session and decides that the V-SPC will provide assistance data or
perform the position calculation. The H-SLP sends an RLP SSRLIR to the V-SLC to inform the V-SLC that the
target SET will initiate a SUPL positioning procedure. Mandatory parameters in SUPL START that are not known
to H-SLP (lid and SET capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP. If
the result of the privacy check in Step C indicates that notification and verification is based on the actual location of
the target SET user, the H-SLP will inform the V-SLC accordingly.

The V-SLC informs the V-SPC of a SUPL positioning session. If the result of the privacy check in Step D indicates
that notification or verification is based on the actual location of the target SET user, the V-SLC will inform the V-
SPC that the collaboration between V-SLC and V-SPC is needed to apply subscriber privacy against the client-id
once location is computed.

The V-SLC acknowledges that V-SPC is ready to engage in a SUPL positioning procedure with an RLP SSRLIA
back to the H-SLP. The message includes the address of the V-SPC.

The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, address of the V-SPC, proxy/non-proxy mode indicator and the intended positioning
method. If the result of the privacy check in Step D indicates that subscriber privacy check based on current location
is required, the H-SLP SHALL include the Notification Mode element in the SUPL INIT message to indicate
notification based on current location and SHALL NOT include the notification element in the SUPL INIT message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection. If in step C the H-
SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’
posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLP carrying the
results of the verification process (access granted, or access denied). If no verification is required (notification only)
the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then directly proceed to
step U.

The SET uses the address provisioned by the Home Network to establish a connection to the H-SLP. The SET then
checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case
non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLP. The SUPL AUTH
REQ message contains the session-id and a hash of the received SUPL INIT message (ver).

The H-SLC creates SPC_SET Key and SPC-TID to be used for mutual V-SPC/SET authentication. The H-SLP
forwards SPC_SET Key and SPC-TID to the V-SLC through an RLP SSRP message. The V-SLC forwards
SPC _SET Key and SPC-TID to the V-SPC through internal communication.

The H-SLP returns a SUPL AUTH RESP to the SET. The SUPL AUTH RESP message SHALL contain the
session-id, SPC_SET Key and SPC-TID.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification
mode indicator to determine whether the notification is performed based on the location of the SET. The SET
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Q.

establishes a secure connection to the V-SPC according to the address received in step H. The SET and V-SPC
perform mutual authentication and the SET sends a SUPL POS INIT message to start a SUPL positioning session
with the V-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid).
The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS)
and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the
radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if these are
available and supported by both SET and V-SPC. The SET MAY set the Requested Assistance Data element in the
SUPL POS INIT. The SET SHALL also release the connection to the H-SLP.

The V-SPC informs the V-SLC that the positioning procedure is started. The V-SLC and the V-SPC may collaborate
to determine an initial position of the SET to aid in the position determination process. If the initial position
calculated based on information received in the SUPL POS INIT message meets the requested QoP, the V-SPC
MAY directly proceed to step P and not engage in a SUPL POS session.

Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the posmethod, the V-SPC SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the V-SPC exchange several successive positioning procedure messages.

The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

If in step F the V-SLC indicated that notification or verification is based on the position of the SET, the V-SPC
sends the calculated position to the SET in a SUPL REPORT message

If in step H the H-SLP indicated that notification or verification is based on the position of the SET, the SET sends
the calculated position to the H-SLP in a SUPL REPORT message.

NOTE: This step is only required if the notification is based on the current location of the SET.

R.

The H-SLP applies subscriber privacy against the SET position estimate. If notification and verification or
notification only is required, the H-SLP SHALL send a SUPL NOTIFY message to the SET. The SUPL NOTIFY
message contains notification element. If no notification and verification is required, the H-SLP SHALL directly
proceed to Step T.

NOTE: This step is only required if the notification is based on the current location of the SET.

S.

The SET SHALL then send an SUPL NOTIFY RESPONSE message to the H-SLP containing the notification
response from the user.

NOTE: This step is only required if Step R was performed and a SUPL NOTIFY message was received by the SET.

T.

U.

V.

Once the position calculation is complete the H-SLP sends a SUPL END message to the SET informing it that no
further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all
resources related to this session.

The H-SLP sends the position estimate back to the R-SLP in an RLP SRLIA message. The H-SLP SHALL release
all resources related to this session.

The R-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message.

5.1.12.6 Roaming with H-SPC Positioning Successful Case — Non-Proxy-mode

SUPL Roaming where the H-SPC is involved in the positioning calculation.
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Figure 26: Notification/Verification based on current location. Network Initiated Roaming with H-SPC Positioning
Successful Case — Non-Proxy-mode

NOTE:

A.

See Appendix D for timer descriptions.

The SUPL Agent issues an MLP SLIR message to the Requesting-SLP, with which SUPL Agent is associated. The

Requesting-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it
requests, based on the client-id received.

authorized for this request, Step V will be returned with the applicable MLP return code.

The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
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NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various

C.

environment dependent mechanisms.

The R-SLP then forwards the location request to the H-SLC of the target subscriber, using RLP protocol. If a
previously computed position which meets the requested QoP is available at the H-SLC and no notification or
verification is required, the H-SLC SHALL directly proceed to step U. If notification and verification or notification
only is required, the H-SLC SHALL proceed to step F after having performed the SET Lookup and Routing Info
procedures of step D.

Based on the received ms-id the H-SLC SHALL apply subscriber privacy against the client-id. The H-SLC verifies
that the target SET is currently SUPL roaming. In addition the H-SLC MAY also verify that the target SET supports
SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.

However, there are various environment dependent mechanisms.

NOTE: Alternatively, the H-SLC may determine whether the SET is SUPL roaming in a later step using the location

identifier (lid) received from the SET.

The H-SLC informs the H-SPC of the pending SUPL positioning session.

The H-SLC initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, address of the H-SPC, proxy/non-proxy mode indicator and the intended positioning
method. If the result of the privacy check in Step D indicates that subscriber privacy check based on current location
is required, the H-SLC SHALL include the Notification Mode element in the SUPL INIT message to indicate
notification based on current location and SHALL NOT include the notification element in the SUPL INIT message.
If in step C the H-SLC decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-
SLC carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the H-SLC. The H-SLC SHALL then
directly proceed to step U.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step G.

G.

H.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET uses the address provisioned by the Home Network to establish a secure connection to the H-SLC. The
SET then checks the proxy/non-proxy mode indicator to determine if the H-SLC uses proxy or non-proxy mode. In
this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and a hash of the received SUPL INIT message (ver).

The H-SLC creates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET Key and SPC-TID to the H-SPC through internal communication and returns a SUPL AUTH
RESP message including SPC_SET Key and SPC-TID to the SET.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification
mode indicator to determine whether the notification is performed based on the location of the SET. The SET
establishes a secure connection to the H-SPC according to the address received in step F. The SET and H-SPC
perform mutual authentication and the SET then sends a SUPL POS INIT message to start a positioning session with
the H-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid). The
SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific data for the
radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if these are
available and supported by both SET and H-SPC. The SET MAY set the Requested Assistance Data element in the
SUPL POS INIT. The SET SHALL also release the connection to the H-SLC and release all resources related to this
session.
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Q.

The H-SLC and H-SPC may collaborate to determine an initial position of the SET to aid in the position
determination process. If the initial position calculated based on information received in the SUPL POS INIT
message meets the requested QoP, the H-SPC MAY directly proceed to step P.

The H-SLC sends an RLP SRLIR request to the V-SLP to determine an initial position for the SET . The RLP
request contains at least the msid and the Location ID (lid). Optionally the H-SLC MAY forward NMR provided by
the SET to the V-SLP.

The V-SLP returns an RLP SRLIA message. The RLP SRLIA message contains the position result (i.e. the initial
position of the SET).

The H-SLC sends the initial position to the H-SPC. If the initial position meets the requested QoP, the H-SPC MAY
proceed directlyto step P without engaging in a SUPL POS session.

Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SPC SHALL determine
the posmethod. If required for the posmethod the H-SPC SHALL use the supported positioning protocol (e.g.,
RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the H-SPC exchange several successive positioning procedure messages.

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

If in step E the H-SLC indicated that notification or verification is based on the position of the SET, the H-SPC
sends the calculated position to the SET in a SUPL REPORT message.

If in step F the H-SLC indicated that notification or verification is based on the position of the SET, the SET sends
the calculated position to the H-SLC in a SUPL REPORT message.

NOTE: This step is only required if the notification is based on the current location of the SET.

R.

The H-SLC applies subscriber privacy against the SET position estimate. If notification and verification or
notification only is required, the H-SLP SHALL send a SUPL NOTIFY message to the SET. The SUPL NOTIFY
message contains notification element. If no notification and verification is required, the H-SLP SHALL directly
proceed to Step T.

NOTE: This step is only required if the notification is based on the current location of the SET.

S.

The SET SHALL then send an SUPL NOTIFY RESPONSE message to the H-SLC containing the notification
response from the user.

NOTE: This step is only required if Step R was performed and a SUPL NOTIFY message was received by the SET.

T.

U.

V.

Once the position calculation is complete the H-SLC sends SUPL END message to the SET informing it that no
further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all
resources related to this session.

The H-SLC sends the position estimate back to the R-SLP in an RLP SRLIA message. The H-SLC SHALL release
all resources related to this session.

The R-SLP sends the position estimate back to the SUPL Agent by means in an MLP SLIA message.

5.1.13 Retrieval of Historical Positions and/or Enhanced Cell Sector

Measurements

In SUPL 2.0 a SET may store calculated positions and/or network measurements for later retrieval by the network. This
section describes the retrieval of stored historical positions and/or enhanced cell/sector measurements.

Please note that the concept of non-proxy mode does not apply since the SET is not involved in a positioning session i.e. does
not directly communicate with the SPC.
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5.1.13.1 Retrieval of Historical Position Results — non-roaming successful case

The following call flow defines the retrieval of historical position results from the SET for non-roaming.. In the context of
retrieval of historical position and/or enhanced cell/sector measurements non-roaming means that enhanced cell/sector
measurements which the SET reports were taken while the SET was not SUPL roaming.

SUPL H-SLP Target
Agent SET
MLP HLIR(ms-id, client-id, hist-params)
A -
SUPL INIT(session-id, posmethod=historical data retrieval, SLP mode, historic reporting)>
B

Data Connection
c ST5 Setup

SUPL REPORT(session-id, positions/enhanced cell/sector measurements, ver)

MLP HLIA(posresults)

Figure 27: Retrieval of historical positions and/or enhanced cell/sector measurements — non-roaming

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent issues an MLP HLIR message to the H-SLP, with which SUPL Agent is associated. The H-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received. Further, based on the received ms-id the H-SLP SHALL apply subscriber privacy against
the client-id. The hist-params parameter in the HLIR message defines criteria to be applied by the SET when
selecting historical position to be reported to the SUPL Agent (e.g. time window, QoP, etc.).

B. The H-SLP initiates the retrieval of historical positions with the SET using the SUPL INIT message. The SUPL
INIT message contains at least session-id, posmethod, SLP mode and criteria for selecting stored historical position
estimates and/or stored enhanced cell/sector measurements (historic reporting and optionally QoP). Historical data
retrieval is indicated by posmethod: historical data retrieval. If the result of the privacy check in Step A indicates
that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification
element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a
hash of the message.

C. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

D. The SET will evaluate the Notification rules and follow the appropriate actions. The SET then establishes a secure
connection to the H-SLP using an H-SLP address that has been provisioned by the Home Network to the SET.
The SET selects historical position estimates and/or historic enhanced cell/sector measurements based on the criteria
received in step B and sends the positions and/or enhanced cell/sector measurements in a SUPL REPORT message
to the H-SLP. The SUPL REPORT message contains at least the session-id and a hash of the received SUPL INIT
message (ver). After sending the SUPL REPORT message, the SET SHALL release all resources related to this
session.

E. The H-SLP converts any enhanced cell/sector measurements received in step D into corresponding position
estimates and reports the historical position estimates to the SUPL Agent in a MLP HLIA message.
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5.1.13.2 Retrieval of Historical Position Results — roaming successful case

The following call flow defines the retrieval of historical position results from the SET for roaming. In the context of
retrieval of historical position and/or enhanced cell/sector measurements roaming means that enhanced cell/sector
measurements reported by the SET were taken while the SET was SUPL roaming.

SUPL Target
Agent SET

V-SLP H-SLP

MLP HLIR(ms-id, clientfid, hist-params)

Y

SUPL INIT(session-id, posmethod=historical data retrieval, |
SLP mode, historic reporting) =

Data Connection
ST5 Setup

SUPL REPORT((session-id, positions/enhanced cell/sector meagurements, ver)

RLP-SRLIR(msid, lids)

A

ST4

RLP-SRLIA(msid, posresults)

B MLP HLIA(posresults)
i |

Figure 28: Retrieval of historical positions and/or enhanced cell/sector measurements — roaming

NOTE: See Appendix D for timer descriptions.

A.

The SUPL Agent issues an MLP HLIR message to the H-SLP, with which SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on
the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the
client-id. The hist-params parameter in the HLIR message defines criteria to be applied by the SET when selecting
historical position to be reported to the SUPL Agent (e.g. time window, QoP, etc.).

The H-SLP initiates the retrieval of historical positions with the SET using the SUPL INIT message. The SUPL
INIT message contains at least session-id, posmethod, SLP mode and criteria for selecting stored historical position
estimates and/or stored enhanced cell/sector measurements (historic reporting). Historical data retrieval is indicated
by posmethod: historical data retrieval. If the result of the privacy check in Step A indicates that notification or
verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL
INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET then establishes a secure
connection to the H-SLP using a H-SLP address that has been provisioned by the Home Network to the SET.

The SET selects historical position estimates and/or historic enhanced cell/sector measurements based on the criteria
received in step B and sends the positions and/or enhanced cell/sector measurements in a SUPL REPORT message
to the H-SLP. The SUPL REPORT message contains at least the session-id and a hash of the received SUPL INIT
message (ver). After sending the SUPL REPORT message, the SET SHALL release all resources related to this
session.

If in step D the H-SLP received enhanced cell/sector measurements, the H-SLP converts them into position
estimates. However, enhanced cell/sector measurements taken while the SET was SUPL roaming, cannot to be
converted into position estimates by the H-SLP. These measurements are instead forwarded to the respective V-SLP
in a RLP-SRLIR message.
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F. The V-SLP converts the enhanced cell/sector measurements into position estimates and returns the results to the H-
SLP in a RLP-SRLIA message.

G. The H-SLP reports the historical position estimates to the SUPL Agent in an MLP HLIA message.

5.1.14 Network/SET capabilities Change for Area Event Triggered
Scenarios
Area Event trigger scenarios which rely on area-ids to determine the trigger condition require updating of trigger parameters

after network change. The described mechanism applies to Network Initiated, SET Initiated, Proxy and Non-Proxy scenarios
in the exact same way.

PL
SU H-SLP Target SET
Agent
A Ongoing Area Event Session
Network
B Change
SUPL TRIGGERED START (session-id, lid, SET capabilities, cause)
C
D Routing Info
UT1
Initialization of V-
E SLP
SUPL TRIGGERED RESPONSE (session-id, posmethods,
F trigger_parameters)
G Continued Area Event Session

Figure 29: Network/SET capabilities change for Area Event Trigger Scenarios

NOTE: See Appendix D for timer descriptions.

A. An Area Event session is ongoing.

B. The SET monitors serving network identity and SET capabilities. When the SET detects that the serving network is
not part of any downloaded area id lists or the SET detects that the SET capabilities have changed the SET continues
to step C.

C. The SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data
connection. The SET then sends a SUPL TRIGGERED START message to request new event trigger parameters.
The SUPL TRIGGERED START message contains at least session-id, SET capabilities, Location ID (lid) and cause
for re-sending the SUPL TRIGGERED START message. The SET capabilities include the supported positioning
methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC,
TIA-801).
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D. The H-SLP determines based on the lid received in the SUPL TRIGGERED START message if a session with a V-
SLP need to be established, terminated or handed over to another V-SLP. If no communication with V-SLP is
needed H-SLP proceed to step F.

E. Based on result in step D, H-SLP informs concerned V-SLP’s of the change according to section 5.1.9.2 step F & G
or section 5.1.11.1 steps G to .

F. The H-SLP sends SUPL TRIGGERED RESPONSE message to the SET including session-id, the positioning
method to be used for the area event triggered session and area event trigger parameters. The SUPL TRIGGERED
RESPONSE message may contain the area ids of the specified area for the area event triggered session.

G. The Area Event session continues.

5.1.15 Emergency Services Location Requests

Regulatory requirements will dictate the conditions under which the SET should accept emergency SUPL INIT messages.
For example, in many cases, the regulatory requirements only require the SET to process emergency SUPL INIT messages if
the SET is currently engaged in an emergency call. Consequently, the conditions (under which the SET should accept
emergency SUPL INIT messages) are outside the scope of this document.

5.1.15.1 Non-Roaming Successful Case — Proxy mode

f‘;’:n'} E-SLP Target SET
A MLP ELIR (ms-id, client ID, eqop)
B Non-roaming Verification
Routing Info
c SUPL INIT (session-id, posmethod, SLP mode, E-SLP address) _
Data Connection
D ST2 Setup
E SUPL POS INIT (session-id, lid, SET capabilities, ver)
uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801)
G SUPL END (session-id) uts
H MLP ELIA (posresult)

Figure 30: Network Initiated Emergency Services Non-Roaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP ELIR message to the E-SLP, with which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and location data. The E-SLP shall authenticate the SUPL Agent and
check if the SUPL Agent is authorized for the service it requests, based on the client-id received.

If a previously computed position which meets the requested QoP is available at the E-SLP and no notification and
verification is required according to local regulatory requirements, the E-SLP SHALL directly proceed to step H. If
notification and verification or notification only is required, the E-SLP SHALL proceed to step B.
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B. The E-SLP verifies that the target SET is currently not SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.

C. The E-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT
SHALL contain the E-SLP address if the E-SLP is not the H-SLP for the SET. The SUPL INIT MAY contain the
desired QoP. The E-SLP SHALL also include Notification element in the SUPL INIT message indicating location
for emergency services and, according to local regulatory requirements, whether notification or verification to the
target SET is or is not required. Before the SUPL INIT message is sent the E-SLP also computes and stores a hash
of the message.

If in step A the E-SLP decided to use a previously computed position, the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the
results of the verification process (access granted, or access denied). If no explicit verification is required
(notification only) the SET SHALL respond with a SUPL END message. The E-SLP SHALL then directly proceed
to step H.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
D and use the procedures described in step E to establish an IP connection to the E-SLP.

D. The SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the E-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the E-SLP using either the provisioned H-SLP or defaulted E-
SLP address, if no E-SLP address was received in step C, or the E-SLP address received in step C. The SET then
sends a SUPL POS INIT message to start a positioning session with the E-SLP. The SET SHALL send the SUPL
POS INIT message even if the SET supported positioning technologies do not include the intended positioning
method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET
capabilities, a hash of the received SUPL INIT message (ver) and Location ID (lid). The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used
(e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the
Requested Assistance Data element in the SUPL POS INIT.

If a coarse position calculated based on information received in the SUPL POS INIT message is available that meets
the required QoP, the E-SLP SHALL directly proceed to step G and not engage in a SUPL POS session.

F. The E-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session.
Based on the SUPL POS INIT message including posmethod(s) supported by the SET the E-SLP SHALL then
determine the posmethod. If required for the posmethod the E-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the E-SLP MAY exchange several successive positioning procedure messages.
The E-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the E-SLP (SET-Based).

G. Once the position calculation is complete the E-SLP sends the SUPL END message to the SET informing it that no
further positioning procedure will be started and that the location session is finished. The SET SHALL release the IP
connection to the E-SLP and release all resources related to this session.

H. The E-SLP sends the position estimate back to the SUPL Agent by means of the MLP ELIA message and the E-SLP
SHALL release all resources related to this session.
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5.1.15.2 Non-Roaming Successful Case — Non-Proxy mode

SUPL
Agent E-SLC E-SLP E-SPC Target SET
A MLP ELIR(ms-id, client-id, eqop)
B Non-roaming Verification, Routing info
Internal Initialization
C ————————————————————— -
D SUPL INIT (session-id, SPC address, posmethod, SLP mode, E-SLFiAddress)
Data Connection
E PT1 Setup
F SUPL AUTH REQ (session-id, ver)
ST2 J UT4
G SUPL AUTH RESP (segsion-id, SPC_SET_Key, SPC-TID)
Internal Communication
H SUPL POS INIT (session-id, lid, SET capabilities)
Internal Communication
| = > uT2
J SUPL POS (session-id, RRLP/RRC
/TIA-801)
o uT3
K SUPL END (session-id)
Internal Communication
L -« >
M MLP ELIA (posresult)

Figure 31: Network Initiated Emergency Sevices Non-Roaming Successful Case — Non-Proxy mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP ELIR message to the SLC component of the E-SLP, with which SUPL Agent is
associated. The MLP ELIR message may include the SET IP address and location data. The E-SLC shall
authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the

client-id received.

If a previously computed position which meets the requested QoP is available at the E-SLC and no notification and
verification is required according to local regulatory requirements, the E-SLC SHALL directly proceed to step M. If
notification and verification or notification only is required, the E-SLC SHALL proceed to step B.

B. The E-SLP verifies that the target SET is currently not SUPL roaming.
The E-SLC MAY also verify that the target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

C. The E-SLC and E-SPC may exchange information necessary to setup the SUPL POS session.
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D. The E-SLC initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, address of the SPC, proxy/non-proxy mode indicator and the intended positioning
method. The SUPL INIT SHALL contain the E-SLP address if the E-SLP is not the H-SLP for the SET. The SUPL
INIT MAY contain the desired QoP. The E-SLC shall also include the Notification element in the SUPL INIT
message indicating location for emergency services and, according to local regulatory requirements, whether
notification or verification to the target SET is or is not required.

If in step A the E-SLC decided to use a previously computed position, the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the
results of the verification process (access granted, or access denied). If no explicit verification is required
(notification only) the SET SHALL respond with a SUPL END message. The E-SLC SHALL then directly proceed
to step M.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
E and use the procedures described in step F to establish an IP connection to the E-SLC.

E. The SET takes needed action preparing for establishment or resumption of a secure connection.

F. The SET establishes a secure connection to the E-SLC using either the provisioned H-SLP or defaulted E-SLP
address, if no E-SLP address was received in step D, or the E-SLP address provided in step D. The SET then checks
the proxy/non-proxy mode indicator to determine if the E-SLP uses proxy or non-proxy mode. In this case non-
proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the E-SLC.The SUPL AUTH REQ
message contains the session-id and a hash of the received SUPL INIT message (ver).

G. The E-SLC creates SPC_SET Key and SPC-TID to be used for mutual E-SPC/SET authentication and sends both in
an SUPL AUTH RESP message to the SET. The E-SLC also forwards SPC_SET Key and SPC-TID to the E-SPC
through internal communication.

H. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes an IP
connection to the E-SPC according to the address received in step D. The SET and E-SPC may perform mutual
authentication and the SET sends a SUPL POS INIT message to start a positioning session with the E-SPC. The
SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include
the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at
least session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported positioning
methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC,
TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV).
The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element
in the SUPL POS INIT. The SET SHALL also release the IP connection to the E-SLC and release all resources
related to this session.

I.  The E-SLC and E-SPC may collaborate to determine the initial location or coarse location of the SET to aid in the
position determination process. If the initial location meets the requested QoP, the E-SLP proceeds directly to step
K.

J. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the E-SPC SHALL determine
the posmethod. If required for the posmethod the E-SPC SHALL use the supported positioning protocol (e.g.,
RRLP, RRC, TTIA-801) from the SUPL POS INIT message
The SET and the E-SPC MAY exchange several successive positioning procedure messages.

The E-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the E-SPC (SET-Based).

K. Once the position calculation is complete the E-SPC sends the SUPL END message to the SET informing it that no
further positioning procedure will be started and that the SUPL session is finished. The SET SHALL release the IP
connection to the E-SPC and release all resources related to this session.

L. The E-SPC also informs the E-SLC of the end of the SUPL session. Unless the E-SLC already knows the position,
e.g., from step I, the E-SPC informs the E-SLC of the determined position from step J. The E-SPC SHALL release
all resources related to this session.
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M. The E-SLC sends the position estimate back to the SUPL Agent using an MLP ELIA message. The E-SLC SHALL

release all resources related to this session.

5.1.15.3 Roaming with V-SLP Positioning Successful Case — Proxy mode

SUPL Roaming where the V-SLP is involved in the positioning calculation.

SUPL V-SLP E-SLP Target SET
Agent
A MLP ELIR (msid, client-id, eqop) |
Roaming Verification
B Routing Info
RLP-SSRLIR(SUPL START (session-id, msid, eqop))
C | RLE a
ST3
D RLP-SSRLIA(SUPL RESHONSE (session-id))
SUPL INIT (session-id, posmethod, SLP mode,
E E-SLP Address)
Data connection
F ST2 setup
G SUPL POS INIT (session-id, lid, SET capabilities, ver)
RL D‘-SSRP (SUPL POS INIT(session-id, lid SET capabilities) UT2
- > ion-i
I RLP-SSRRESUPL POS (session-id)), | g yp| pOs (session-id, RRLP/RRC/TIA-801)
J RLP1SSRP (SUPL END(sessiontid, posresult)
> uT3
K SUPL END (session-id)
L - MLP ELIA (posresult)

Figure 32: Network Initiated Emergency Services Roaming with V-SLP Positioning Successful Case — Proxy mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP ELIR message to the E-SLP, with which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and location data. The E-SLP SHALL authenticate the SUPL Agent and
check if the SUPL Agent is authorized for the service it requests, based on the client-id received. If a previously
computed position which meets the requested QoP is available at the E-SLP and no notification and verification is
required according to local regulatory requirements, the E-SLP SHALL directly proceed to step L. If notification
and verification or notification only is required, the E-SLP SHALL proceed to step E.

B. The E-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.
However, there are various environment dependent mechanisms.

C. The E-SLP sends an RLP SSRLIR to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL
positioning procedure. Mandatory parameters in SUPL START that are not known to E-SLP (lid and SET
capabilities) shall be populated with arbitrary values by E-SLP and be ignored by V-SLP. The SET part of the
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session-id will not be included in this message by the E-SLP to distinguish this scenario from a SET Initiated
scenario.

The V-SLP acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the
E-SLP.

The E-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT
SHALL contain the E-SLP address if the E-SLP is not the H-SLP for the SET. The SUPL INIT MAY contain the
desired QoP. The E-SLP SHALL also include Notification element in the SUPL INIT message indicating location
for emergency services and, according to local regulatory requirements, whether notification or verification to the
target SET is or is not required. Before the SUPL INIT message is sent the E-SLP also computes and stores a hash
of the message.

If in step A the E-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the E-
SLP carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the E-SLP. The E-SLP SHALL then
directly proceed to step L.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step

L.

F and use the procedures described in step G to establish an IP connection to the E-SLP.

The SET takes needed action preparing for establishment or resumption of a secure connection.

The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-
proxy mode indicator to determine if the E-SLP uses proxy or non-proxy mode. In this case, proxy mode is used,
and the SET SHALL establish a secure connection to the E-SLP using either the provisioned H-SLP or defaulted E-
SLP address, if no E-SLP address was received in step E, or the E-SLP address received in step E. The SET then
sends a SUPL POS INIT message to start a positioning session with the E-SLP. The SET SHALL send the SUPL
POS INIT message even if the SET supported positioning technologies do not include the intended positioning
method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET
capabilities, a hash of the received SUPL INIT message (ver) and Location ID (lid). The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology
being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY
set the Requested Assistance Data element in the SUPL POS INIT.

The E-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session.
The E-SLP then tunnels the SUPL POS INIT message to the V-SLP.

Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the posmethod, the V-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. If the V-SLP already calculated a position
satisfying the requested QoP the V-SLP terminates the positioning session and informs the E-SLP about the
termination and position by sending a SUPL END to the E-SLP tunnelled over RLP. The E-SLP proceeds to step K
and returns the positioning result. The SET and the V-SLP MAY exchange several successive positioning procedure
messages, tunnelled over RLP via the E-SLP.

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP via E-SLP (SET-Based).

Once the position calculation is complete the V-SLP sends the SUPL END message towards the SET, which is
tunnelled over RLP via the E-SLP. The V-SLP SHALL release all resources related to this session.

The E-SLP forwards the SUPL END to the SET informing it that no further positioning procedure will be started
and that the location session is finished. The SET SHALL release the IP connection to the E-SLP and release all
resources related to this session.

The E-SLP sends the position estimate back to the SUPL Agent by means of the MLP ELIA message.
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5.1.15.4 Roaming with V-SPC Positioning Successful Case — Non-Proxy-mode

SET Roaming where the V-SLP is involved in the positioning calculation.

SUPL

E-SLP V-SLC V-SPC Target SET
Agent i

V-SLP

A MLP ELIR (msid, client-id, eqo]

B Roaming Verification
Routing Info

I RLP-SSRLIR(SUPL START (session-id, msid, eqop))
D ST3 Internal Initialization

l————————— -
E RLP-SSRLIA(SUPL|RESPONSE (session-id, posmethod V-SPC address))
F SUPL INIT (session-id, \-SPC address, po$smethod, SLP mode, E-SLP address)
G Data connection

PT1 setup

H - SUPL AUTH REQ (session-id, ver)
| RLP-SSRP(AUTH RESP sgsﬁsﬁigrj—j(j&?@»ﬂ T_Key, SPC-TID)

nternal Communigation UT4
J SUPL AUTH RESP (session-id, SPG_SET_Key, SPC-TID)

sST2 e SUPL POS INIT (session-id, lid, SET capabilities)
K Internal Communication uT?2
L SUPL POS (session-id,
RRLP/RRC/TIA-801)

M SUPL END (session-id) l uT3
N Inirlellggm[niuini’cation
o _ RLP-SSRP (SUPL END(session-id, posregult)
p MLP ELIA (posresult)

Figure 33: Network Initiated Emergency Services Roaming with V-SPC Positioning Successful Case — Non-Proxy-
mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP ELIR message to the E-SLP, with which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and location data. The E-SLP SHALL authenticate the SUPL Agent and
check if the SUPL Agent is authorized for the service it requests, based on the client-id received. If a previously
computed position which meets the requested QoP is available at the E-SLP and no notification and verification is
required according to local regulatory requirements, the E-SLP SHALL directly proceed to step P. If notification
and verification or notification only is required, the E-SLP SHALL proceed to step F after having performed the
Roaming Verification and Routing Info procedures of step B.

B. The E-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.
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C. The E-SLP allocates a session-id for the SUPL session and decides that the V-SPC will provide assistance data or
perform the position calculation. The E-SLP sends an RLP SSRLIR to the V-SLC to inform the V-SLC that the
target SET will initiate a SUPL positioning procedure. Mandatory parameters in SUPL START that are not known
to E-SLP (lid and SET capabilities) shall be populated with arbitrary values by E-SLP and be ignored by V-SLP.
The SET part of the session-id will not be included in this message by the E-SLP to distinguish this scenario from a
SET Initiated scenario.

D. The V-SLC informs the V-SPC of an incoming SUPL positioning session.

The V-SLC acknowledges that V-SPC is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back
to the E-SLP. The message includes at least session-id, posmethod and the address of the V-SPC.

F. The E-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, address of the V-SPC, proxy/non-proxy mode indicator and the intended positioning
method. The SUPL INIT SHALL contain the E-SLP address if the E-SLP is not the H-SLP for the SET. The SUPL
INIT MAY contain the desired QoP. The E-SLP SHALL also include Notification element in the SUPL INIT
message indicating location for emergency services and, according to local regulatory requirements, whether
notification or verification to the target SET is or is not required.

If in step A the E-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the E-
SLP carrying the results of the verification process (access granted, or access denied). If no verification is required
(notification only) the SET SHALL respond with a SUPL END message to the E-SLP. The E-SLP SHALL then
directly proceed to step P.

NOTE: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step
G and use the procedures described in step H to establish an IP connection to the E-SLP.

The SET takes needed action preparing for establishment or resumption of a secure connection.

The SET establishes a secure connection to the E-SLP using either the provisioned H-SLP or defaulted E-SLP
address, if no E-SLP address was received in step F, or the E-SLP address provided in step F. The SET then checks
the proxy/non-proxy mode indicator to determine if the E-SLP uses proxy or non-proxy mode. In this case non-
proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the E-SLP. The SUPL AUTH REQ
message contains the session-id and a hash of the received SUPL INIT message (ver).

I.  The E-SLC creates SPC_SET Key and SPC-TID to be used for mutual V-SPC/SET authentication. The E-SLP
forwards SPC_SET Key and SPC-TID to the V-SLC through an RLP SSRP message. The V-SLC forwards
SPC_SET Key and SPC-TID to the V-SPC through internal communication.

J. The E-SLP returns a SUPL AUTH RESP to the SET. The SUPL AUTH RESP message SHALL contain the session-
id, SPC_SET Key and SPC-TID.

K. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes an IP
connection to the V-SPC according to the address received in step F. The SET and V-SPC may perform mutual
authentication and the SET sends a SUPL POS INIT message to start a SUPL positioning session with the V-SPC.
The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not
include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM:
TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance
Data element in the SUPL POS INIT. The SET SHALL also release the IP connection to the E-SLP and release all
resources related to this session.

The V-SPC informs the V-SLC that the positioning procedure is started.

L. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the posmethod, the V-SPC SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.
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0.

P.

The SET and the V-SPC MAY exchange several successive positioning procedure messages. If the V-SPC already
calculated a position satisfying the requested QoP the V-SPC terminates the positioning session with a SUPL END
and informs the V-SLC about the termination. The V-SLC proceeds to step O and returns the positioning result.
The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

Once the position calculation is complete the V-SPC sends a SUPL END message to the SET informing it that no
further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all
resources related to this session.

The V-SPC informs the V-SLC that the positioning procedure is completed and returns the position result. The V-
SPC SHALL release all resources related to this session.

The V-SLC sends a RLP SSRP to the E-SLP carrying the position result. The V-SLC SHALL release all resources
related to this session.

The E-SLP sends the position estimate back to the SUPL Agent by means of the MLP ELIA message

5.1.16 Immediate Location Request Exception Procedures

5.1.16.1 SET does not allow Positioning for non roaming

After receiving a SUPL INIT message the SET executes the notification/verification procedure. In this scenario, the
subscriber rejects the location request. The call flow shown in Figure 34 applies to both proxy and non-proxy mode.

SUPL

Agent H-SLP Target SET
A MLP SLIR (ms-id, Ics-¢lient-id, qop)

SET Lookup,
B Routing Info
c _ SUPL INIT (session-id, posmethod, SLP mode) |
D ST2 Data Connection
Setup
E SUPL END (session-id, status code = consentDeniedByUser, ver)
MLP SLIA (ms-id, Ics-client, error-code)
F ¢

Figure 34: Network Initiated SET User denies Positioning for non roaming

NOTE: See Appendix D for timer descriptions.

A.

B.

SUPL Agent sends an MLP SLIR message to the H-SLP, with which the SUPL Agent is associated. The H-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requested, based
on the client-id received. Further, based on the received ms-id the H-SLP SHALL apply subscriber privacy against
the client-id.

The H-SLP verifies that the target SET is currently not SUPL roaming. The H-SLP may also verify that the target
SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or if the SET supports SUPL is considered out of

scope for SUPL (there are various environment dependent mechanisms).
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C. The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. In this case the
result of the privacy check in Step A indicated that notification or verification to the target subscriber is needed, and
the H-SLP therefore includes the Notification element in the SUPL INIT message.

D. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

E. The SET SHALL establish a secure connection to the H-SLP. The SET evaluates the notification rules and alerts the
subscriber of the position request. In this case the user rejects the location request, either by explicit action or
implicitly by not responding to the notification, and the SET returns to the H-SLP the SUPL END message
containing the session-id, a hash of the received SUPL INIT message (ver) and the status code
consentDeniedByUser.

F. The H-SLP sends the position response, containing the ms-id, client-id, and the appropriate error-code back to the
SUPL Agent using an MLP SLIA message.

5.1.16.2  SET does not allow Positioning for roaming with V-SLP Positioning

After receiving a SUPL INIT message the SET executes the notification/verification procedure. In this scenario, the
subscriber rejects the location request. The call flow shown inError! Reference source not found. Figure 35 applies to both
proxy and non-proxy mode for roaming with V-SLP.

SUPL R-SLP V-SLP H-SLP Target SET
Agent
A MLP SLIR (msid, client-id, eqop)
—
B Routing Info
c RLP SRLIR (msid, client-id, eqop)‘
D SET Lookup
Routing Info
E RLP-SSRLIR(SUPL START (session-id, msid)
ST3
RLP-SSRLIA(SUPL RESPONSE (session-id))
F
SUPL INIT (session-id, posmethod, SLP mode)
G
Data connection
H ST2 setup
RT1
| SUPL END (session-id, status code
= consentDeniedByUser, ver)
RLP-SSRP (SURL END(session-id,
J status code = consentDeniedByUser))
K RLP SRLIA (posresult)
L ‘MLP SLIA (posresult)

Figure 35: Network Initiated SET User denies Positioning for roaming with V-SLP Positioning

NOTE: See Appendix D for timer descriptions.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 122 (409)

A.

B.

SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based
on the client-id received.

The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not
authorized for this request, Step L will be returned with the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are considered outside scope of SUPL (there are various environment

C.

D.

dependent mechanisms).

The R-SLP forwards the location request to the H-SLP of the target subscriber, using the RLP protocol. Based on
the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. If a previously computed
position which meets the requested QoP is available at the H-SLP, the H-SLP SHALL proceed to step G after
having performed the step D.

The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPL roaming or if the SET supports SUPL is considered out of

scope for SUPL (there are various environment dependent mechanisms).

The H-SLP sends an RLP SSRLIR to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL
positioning procedure. Mandatory parameters in SUPL START that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP. The SET part of the
session-id will not be included in this message by the H-SLP to distinguish this scenario from a SET Initiated
scenario.

The V-SLP acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the
H-SLP.

The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message
contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. In this case the
result of the privacy check in Step C indicated that notification or verification to the target subscriber is needed and
the H-SLP therefore includes the Notification element in the SUPL INIT message. Before the SUPL INIT message
is sent the H-SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this
in a ‘no position’ posmethod parameter value.

The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise
the SET takes needed action preparing for establishment or resumption of a secure connection.

The SET SHALL establish a secure connection to the H-SLP. The SET evaluates the notification rules and alerts the
subscriber of the position request. In this case the user rejects the location request, either by explicit action or
implicitly by not responding to the notification, and the SET returns a SUPL END message to the H-SLP containing
the session-id, a hash of the received SUPL INIT message (ver) and the status code consentDeniedByUser

The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session.
The H-SLP then tunnels the SUPL END message to the V-SLP.

The H-SLP sends an RLP SRLIA message to the R-SLP indicating the error condition user rejected location request.
The H-SLP SHALL release all resources related to this session.

The R-SLP sends an MLP SLIA message to the SUPL Agent indicating the error condition user rejected location
request.

5.1.16.3 SET does not allow Positioning for roaming with H-SLP Positioning

This scenario is identical for ULP messaging to the non-roaming scenario (see section 5.1.16.1).
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5.1.16.4 Notification based on current location — SET denies permission

During a Network-Initiated SUPL session in which the SET is asked for verification based on current notification, if the SET
returns a SUPL NOTIFY RESPONSE with a response type of Not Allowed, the H-SLP SHALL respond with a SUPL END
with a status code of “consentDeniedByUser”.

H-SLP SET
[ \
A SUPL session in progress, leading up to SUPL NOTIFY and
SUPL NOTIFY RESPONSE exchange between H-SLP and SET
SUPL NOTIFY (contains notification type of “notification and
verification”)
B >
SUPL NOTIFY RESPONSE (contains notification
response type of “Not Allowed”)
C -
SUPL END (contains statusCode of “consentDeniedByUser")
D >
Propagation of error
E code back to SUPL
Agent

Figure 36: Notification based on current location — SET denies permission

NOTE: If the SUPL NOTIFY contains any other notification type than “notification and verification”, the contents of the
SUPL Notify response SHALL be ignored by the H-SLP and the SUPL session shall continue as per the success case of that
session.

A. A Network-initiated location request has occurred, in either a roaming or non-roaming scenario, in which the call
flow has progressed to a SUPL NOTIFY message with a notification type of “notification and verification” being
sent from the H-SLP to the SET.

B. A SUPL NOTIFY message sent from the H-SLP to the SET with a notification type of “notification and
verification”.

C. The SET responds with a SUPL NOTIFY RESPONSE containing a response type of “Not Allowed” to deny consent
for the location attempt

D. The H-SLP SHALL send a SUPL END with a statusCode of “consentDeniedByUser” to the SET. The H-SLP
SHALL not The SET SHALL release all resources related to this session.

E. The H-SLP then propagates the appropriate error code back to the SUPL Agent using the same messaging used
when notification is based on current location is not required.
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5.1.16.5 Authorization Failure at H-SLP

SUPL
Agent H-SLP Target SET
MLP SLIR (ms-id, client-id, qop)
A >
Authorization
B Failure

C B MLP SLIA (ms-id, client-id, status code)

¢

Figure 37: Network Initiated Authorization Failure H-SLP

A. SUPL Agent issues an MLP SLIR message to the H-SLP, with which the SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on
the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the
client-id.

B. Authorization failure occurs at the H-SLP. This may be due to i) the SUPL Agent is not registered at the H-SLP for
location requests, or ii) the H-SLP determines that the location request should be barred upon performing privacy
check.

C. The H-SLP sends the position response, containing the ms-id, client-id, and the appropriate error-code back to the
SUPL Agent by means of the MLP SLIA message.

5.1.16.6 Authorization Procedure at V-SLP

H-SLP V-SLP
RLP SRLIR or RLP SSRLIR
A
B Authorization
Failure

RLP SRLIA or RLP SSRLIA (result =
"UNAUTHORIZED APPLICATION")

C |=

Figure 38: Network Initiated Authorization Failure V-SLP

A. H-SLP sends an RLP SRLIR or RLP SSRLIR to V-SLP.

Authorization failure occurs at the V-SLP. The V-SLP will send RLP SRLIA or RLP SSRLIA with result code
“UNAUTHORIZED APPLICATION” to the H-SLP. This may be due to the fact that there is no roaming agreement
between SUPL providers of V-SLP and H-SLP.

C. The V-SLP sends an authorization failure to H-SLP.
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5.1.16.7 SUPL Protocol Error

When during a SUPL session either the SLP or the SET receives a message, which cannot be processed by the receiving
entity due to SUPL protocol error, the receiving entity shall send a SUPL END message to the sending entity including a
status code indicating protocol error.

Possible protocol error cases can be
. mandatory and/or conditional parameter is missing
. wrong parameter value
. unexpected message
. invalid session-id
. positioning protocol mismatch

A SUPL INIT message that is found to be non-authentic (see 6.1.6) does not constitute a protocol error and no SUPL END
message shall be sent.

The SUPL END message includes the valid session-id actually being used in the session. When an invalid session-id has
been received the invalid session-id shall be returned to the sending entity along with the status code.

A received session-id is invalid if:
. It does not correspond to an open session
. In case of the SUPL INIT message, the session-id is missing SLP Session ID or contains SET Session ID.

. In case of the SUPL START message, the session-id is missing SET Session ID or contains SLP Session ID.

Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The SLP sends a positioning error back to the SUPL Agent by means of the MLP SLIA message if no position estimate can
be evaluated out of the available data. Otherwise, if privacy checks passed, the SLP sends the evaluated position estimate
back to the SUPL Agent.

The described processing for protocol error does only apply to messages on the SUPL level. Exceptions, which occur during
application of the specific positioning protocols (e.g., RRLP, RRC, TIA-801) shall be handled by means of the exception
procedure specific for this positioning protocol along with the related messages.

The following SUPL protocol error types, attributable to either the SLP or the SET, are addressed by the general exception
procedure shown below:

. Missing mandatory parameter(s)
. Wrong parameter value
. Unexpected message

. Positioning protocol mismatch
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SLP SET
or SET or SLP
A Network-initiated location service in progress, leading up to SUPL
messaging exchange between SLP and SET
B SUPL message (contains SUPL protocol error)
C SUPL END (status code)

network-based SUPL Agent

Propagation of appropriate error code from the SLP to the

Figure 39: Network Initiated SUPL Protocol Error

A. A network-initiated location request has occurred in which the call flow has progressed to the SUPL messaging

exchange between the SLP and the SET.

B. A SUPL message sent from either the SLP or the SET contains a protocol error (i.e., missing mandatory parameters,
wrong parameter value, or unexpected message). Such message, if sent by the SLP, may be SUPL INIT; such

message, if sent by the SET, may be SUPL POS INIT.

C. The recipient (either the SLP or SET) of the SUPL message containing the protocol error responds with a SUPL
END message containing the status code for the specific protocol error. Afterwards, both sides release all resources

related to this session at the Lup interface.

D. The SLP sends the position response, containing the ms-id, client-id, and the appropriate error-code back to the

SUPL Agent by means of the MLP SLIA message

5.1.16.8 SUPL timer expiration

When either a SLP or a SET timer expires, the procedure described in Appendix D shall be followed.
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5.1.17 Triggered Location Requests Exception Procedures

51171 SET does not allow the Triggered Positioning

SUPL

Agent H-SLP Target SET
A MLP TLRR (ms-id, clignt-id)

SET Lookup,
B Routing Info
c _ SUPL INIT (session-id, posmethod, notification, SLP mode)
D ST?2 Data Connection
Setup

E SUPL END (session-id, status code = consentDeniedByUser, ver)
E ol MLP TLRA (result)

Figure 40: Network Initiated Triggered location, SET User denies Positioning

NOTE: See Appendix D for timer descriptions.

A.

F.

The SUPL Agent issues an MLP TLRR message to the H-SLP for the target SET. The H-SLP shall authenticate the
SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id recived.
Further, based on the received msid the H-SLP shall apply subscriber privacy against the client-id.

The H-SLP verifies that the garget SET is currently not SUPL roaming. The H-SLP may also verify that the target
SET supports SUPL.

The H-SLP initiates the location session with the SET using the SUPL INIT message. In this case the SUPL INIT
message contains at least session-id, trigger type, proxy/non-proxy mode indicator and the intended positioning. If
the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed,
the H-SLP SHALL also include Notification element in the SUPL INIT message.

When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at
the time being or establish a circuit switched data connection.

The SET evaluates the notification rules and alerts the subscriber of the position request. In this case the user rejects
the Triggered location request, either by explicit action or implicitly by not responding to the notification, and the
SET returns to the H-SLP the SUPL END message containing the session-id, hash of the SUPL INIT message and
the status code indicating the error reason.

The H-SLP sends the SLP TLRA message to SUPL Agent. The message contains result which including result code
indicating the error reason.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR. In this case the MLP

TLREP should be sent instead.
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5.1.17.2 Network cancels a Triggered Location Request

SUPL V-SLP H-SLP Target
Agent SET
A Triggered Location service in progress

MLP TLRSR (reqg_id)
B L.

RLP SSRP(SUPL TRIGGERED STOP)

¢ < SUPL TRIGGERED STOP (session-id)
D
E ST6 LL SUPL END (session-id)

MLP TLRSA (req_id)
F |-

SUPL POS INIT(session-id)
G g
SUPL END (session-id, cause=sessionStoppediJ ut2

H

Figure 41: Network Initiated Triggered location, Network cancels the triggered location request

NOTE: See Appendix D for timer descriptions.

A. A triggered location session is in progress.

B. The SUPL Agent requests cancellation of the triggered location session by sending an MLP TLRSR message to the
H-SLP.

NOTE: The cancellation of the triggered location session could have been initiated by the H-SLP itself i.e. without the
SUPL Agent. In this case the MLP messages shown in steps B and F are superfluous.

C. This step is optional: for roaming with V-SLP scenarios, the H-SLP sends an RLP SSRP message including a SUPL
TRIGGERED STOP message to the V-SLP in order to inform the V-SLP about the cancellation of the triggered
session and to release all resource allocated to this session.

D. The H-SLP sends a SUPL TRIGGERED STOP message including the session-id to the target SET to request
cancellation of the triggered session. If the H-SLP deems the sending of the SUPL TRIGGERED STOP message
unsuccessful (i.e. timer ST6 expired after no SUPL END message was received as acknowledgement that the SET
has received and accepted the triggered session cancellation request), the H-SLP considers the triggered session as
cancelled and proceeds directly to step F.

E. The target SET acknowledges that it has cancelled the triggered session with the SUPL END message back to the
H-SLP. If that cancellation is failed, the message contains the result code indicating the error reason.

F. The H-SLP sends an MLP TLRSA message to the SUPL Agent confirming cancellation of the triggered session.

NOTE: If the cancellation of the triggered request was successful, the call flow ends with step F. If, however, the
cancellation of the triggered request was unsuccessful (e.g. SUPL TRIGGERED STOP message was not received by the
SET, no SUPL END confirmation was reveived by the H-SLP, etc.), the SET may try to continue a triggered session which
the H-SLP deems cancelled. In this case the following steps are executed:
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G. The SET sends a SUPL POS INIT message to the H-SLP (could also be any other SUPL message which the SET is
allowed to send to the H-SLP) containing a session-id which the H-SLP deems non-existant..

H. The H-SLP sends the SUPL END message with status code ‘sessionStopped’ or ‘invalidSessionld’ .

5.1.17.3  SET cancels the triggered location request

SUPL Target
Agent V-SLP H-SLP SET
A Triggered Location service in progress

SUPL TRIGGERED STOP (session-id)

B
RLP SSRP(SUPL TRIGGERED STOP)
c g uTe
SUPL END (session-id)
MLP TLRSA (req_id)
E |-

Figure 42: Network Initiated Triggered location, SET cancels the triggered location request

NOTE: See Appendix D for timer descriptions.

A. The triggered location procedure is processing.

The SET sends a SUPL TRIGGERED STOP message with the session-id to H-SLP to request cancel this triggered
location.

C. This step is optional. If H-SLP has roaming session with one V-SLP, it should send RLP SSRP message including
SUPL TRIGGERED STOP to notify the VSLP to release resource allocated for this session.

D. The H-SLP sends the SUPL END message to the SET. The SET SHALL release the secure IP connection and
release all resources related to this session.

E. The H-SLP sends the answer back to the SUPL Agent by means of the MLP TLRSA message. This message
contains at least req_id or result. The H-SLP SHALL release all resources related to this session.

5.1.18 Session Info Query

The following call flow enables the H-SLP to query the SET for active SUPL session information.
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SUPL INIT(session-id, posmethod=sessioninfoquery, SLP mode)

Target
SET

L

H-SLP
A
B ST6
C

SUPL REPORT(session-id, sessionlist, ver)

Data Connection
Setup

Figure 43: Session Info Query

NOTE: See Appendix D for timer descriptions.

A. The H-SLP initiates the "query for session info" session with the SET using a SUPL INIT message. The SUPL INIT
message contains the session-id, posmethod and SLP mode. Query for session information is indicated by
posmethod: sessioninfoquery. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of

the message.

B. The SET analyses the received SUPL INIT message. If found to be non authentic, the SET takes no further actions.
Otherwise the SET takes needed action preparing for establishment or resumption of a secure connection.

C. The SET returns a SUPL REPORT message to the H-SLP including a list of session-ids (sessionlist) of all currently
active sessions. The SET MAY also send the SET Capabilities in the SUPL REPORT message. The SUPL
REPORT message also contains a hash of the received SUPL INIT message (ver). After sending the SUPL
REPORT message, the SET SHALL release all resources related to this session.

5.2 SUPL Collaboration SET Initiated

SET Initiated Services are services, which originate from the SET. For these services the SUPL Agent resides within the

SET.

Set up and release of connections:

Before sending any ULP messages the SET SHALL take needed actions such that a TLS connection exists to the SLP/SLC.
This can be achieved by establishing a new connection, resume a connection or reuse an existing TLS connection. This
includes establishment or utilization of various data connectivity resources that depends on the terminal in which the SET
resides and the type of access network. Data connectivity below IP-level is out of scope of this document.

The detailed call flows in this section describes when a TLS connection no longer is needed. The TLS connection shall then
be released unless another SUPL session is using the TLS connection.
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5.21 Non-Roaming Successful Case - Proxy mode

SUPL Agent/
H-SLP Target SET
|
A Data Connection
Setup
B . SUPL START(session-id, lid, SET capabilities)
C | Routing Info UT1
b SUPL RESPONSE(session-id, posmethod)
ST1 o I
£ SUPL POS INIT(session-id, lid, SET capabilities)
uT2
F SUPL POS(session-id, RRLP/RRC/TIA-801)
SUPL END(session-id) .U uT3
G

Figure 44: SET-Initiated Non-Roaming Successful Case - Proxy mode

NOTE: See Appendix D for timer descriptions

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. The SET takes
appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The
SUPL START message contains session-id, SET capabilities and Location ID (lid). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets a requested QoP is available at the H-SLP the H-SLP SHALL
directly proceed to step G and send the position to the SET in the SUPL END message.

C. The H-SLP verifies that the target SET is currently not SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

D. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the posmethod, the H-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL START message. The H-SLP SHALL respond with the SUPL
RESPONSE to the SET. The SUPL RESPONSE contains the session-id but no H-SLP address, to indicate to the
SET that a new connection SHALL NOT be established. The SUPL RESPONSE also contains the posmethod. It
MAY also contain location information, not meeting the QoP, but giving a coarse approximation of the position,
based on information received in the SUPL START message.
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If, however, a position retrieved or calculated based on information received in the SUPL START message meets
the requested QoP, the H-SLP MAY directly proceed to step G.

E. After the SET receives the SUPL RESPONSE from H-SLP, the SET sends a SUPL POS INIT message. The SUPL
POS INIT message contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology
being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY
include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance
Data element in the SUPL POS INIT. If a position retrieved or calculated based on information received in the
SUPL POS INIT message is available which meets a required QoP, the H-SLP MAY directly proceed to step G and
not engage in a SUPL POS session.

F. The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SLP SHALL send the SUPL END message to the SET informing it
that no further positioning procedure will be started and that the location session is finished. Depending on
positioning method and used positioning protocol the H-SLP MAY add the determined position to the SUPL END
message. The SET SHALL release the secure connection and release all resources related to this session. The H-SLP
SHALL release all resources related to this session.

5.2.2 Non-Roaming Successful Case — Non-Proxy mode

SUPL Agent/
H-SLC H-SPC Target SET
\
Data Connection
A Setup
B B SUPL START(session-id, lid, SET capabilities)
C | Routing info
uT1

Internal Initialization

PT1

| SUPL RESPONSE (sessjon-id, SPC address, posmethod,

E ST1 SPC_SET_Key, SPC-TID) i
. ‘I_nie_rrla_l PQTT_UQiEa_tiPn $UPL POS INIT(session-id, lid, SE[T capabilities)
uT2
SUPL POS(sessionid, RRLP/

G RRC/TIA-801)

o L uT3
H Internal Communication |SUPL END (session-id)

—1‘_ _____________

Figure 45: SET-Initiated Non-Roaming Successful Case — Non-Proxy mode

NOTE: See Appendix D for timer descriptions
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A. The SUPL Agent on the SET receives a request for position from an application running on the SET. The SET takes
appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the address provisioned by the Home Network to establish a secure connection to
the H-SLC and sends a SUPL START message to start a positioning session with the H-SLC. The SUPL START
message contains session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

If a previously computed position which meets a requested QoP is available at the H-SLC, the H-SLC SHALL
respond with a SUPL END message to the SET containing the position and end the SUPL session.

C. The H-SLC verifies that the target SET is currently not SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

D. The H-SLC will inspect the SUPL START message and determine if the SET is allowed to directly access the H-
SPC. The H-SLC generates a session id for the SUPL session and informs the H-SPC of an incoming SUPL POS
session from a SET identified by the generated session-id. The H-SLC also generates SPC_SET Key and SPC-TID
to be used for mutual H-SPC/SET authentication. SPC_SET Key and SPC-TID are also forwarded to the H-SPC
through internal communication. In collaboration the H-SLC and H-SPC determine the initial location based on the
lid received in the SUPL START message received from the SET.

NOTE: The interface between the H-SLC and the H-SPC is specified in [SUPL2 ILP TS]. The implementation of ILP
is optional hence the presence(or absence) of ILP is implementation dependent.

E. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLC SHALL
determine the posmethod. If required for the posmethod, the H-SLC SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL START message.

The H-SLC SHALL respond with a SUPL RESPONSE to the SET. The SUPL RESPONSE contains the session-id,
SPC _SET Key and SPC-TID to be used by the SET for mutual H-SPC/SET authentication, and the address of the
H-SPC to indicate to the SET that a new secure connection SHALL be established. The SUPL RESPONSE also
contains the posmethod. It MAY also contain location information, not meeting the QoP, but giving an initial
approximation of the position, based on information received in the SUPL START message. If, however, a position
retrieved or calculated based on information received in the SUPL START message which meets a requested QoP is
available, the H-SLC MAY respond with a SUPL END message (instead of the SUPL RESPONSE) to the SET
containing the position and end the SUPL session.

F. To initiate the actual positioning session the SET opens a new secure connection to the H-SPC using the address
indicated in step E. The SET and H-SPC perform mutual authentication through the keys received in step D and step
E, and the SET sends a SUPL POS INIT message. Before the new secure connection is established the existing
secure connection to the H-SLC is closed. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET
MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY
provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT
message. If a position retrieved or calculated based on information received in the SUPL POS INIT message is
available which meets a required QoP, the H-SLP MAY directly proceed to step H and not engage in a SUPL POS
session . The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

The H-SPC informs the H-SLC that the positioning procedure is started.

G. The SET and the H-SPC exchange several successive positioning procedure messages.

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).
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H. Once the position calculation is complete the H-SPC SHALL send the SUPL END message to the SET informing it
that no further positioning procedure will be started and that the location session is finished. Depending on
positioning method and used positioning protocol the H-SPC MAY add the determined position to the SUPL END
message. When the SUPL END is received the SET SHALL release the secure connection to the H-SPC and release
all resources related to this session. The H-SPC informs the SLC that the positioning procedure is finished. The H-
SLP SHALL release all resources related to this session.

5.2.3 Roaming with V-SLP Positioning Successful Case — Proxy mode

SET Roaming where the V-SLP is involved in the positioning calculation.

A policy of a single SET to H-SLP SUPL session is maintained by encapsulating the messages between the SET and V-SLP
through the use of the RLP protocol.

SUPL Agent/
V-SLP H-SLP Target SET
[
Data Connection
A Setup
[
B SUPL START(session-id, lid, SET capabilities)
c Routing Info

T
RLP SSRLIR (SUPL START(session-id, lid, SET capabilities)) UT1
]
° STI[]
RLP SSRLIA (SUPL RESPONSE (session-id, posmethod))

E
SUPL RESPONSE(session-id, posmethod)
F
ST1 o
G SUPL POS INIT (session-id, lid, SET capabilities)
H RLP-SSRP (SUPL POS INIT(session-id, lid, SET capabilities)) UT2
RLP-SSRP (SUPL POS
(session-id)) SUPL POS (session-id, RRLP/RRC/

TIA-801)

J RLP-SSRP (SUPL END(session-id, posresult))
UT3

SUPL END (session-id,)

Figure 46: SET-Initiated Roaming with V-SLP Positioning Successful Case — Proxy mode

NOTE: See Appendix D for timer descriptions

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. The SET takes
appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The
SUPL START message contains session-id, SET capabilities and Location ID (lid). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets a requested QoP is available at the H-SLP the H-SLP SHALL
directly proceed to step K and send the position to the SET in the SUPL END message.
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C. The H-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

D. The H-SLP decides that the assistance data/position calculation is done by the V-SLP and sends a RLP SSRLIR
tunnelling the SUPL START message to the V-SLP.

E. Consistent with the SUPL START message including posmethod(s) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the posmethod, the V-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL START message. The V-SLP responds with a SUPL RESPONSE
tunnelled over RLP back to the H-SLP that it is capable of supporting this request. The SUPL RESPONSE contains
at least the sessionid and posmethod. It MAY also contain location information, not meeting the QoP, but giving an
initial approximation of the position, based on information received in the SUPL START message.

If a position retrieved or calculated based on information received in the RLP SSRLIR (SUPL START) message
which meets a requested QoP is available, the V-SLP MAY send a RLP SSRLIA (SUPL END) message - as
opposed to RLP SSRLIA (SUPL RESPONSE) - including the position estimate to the H-SLP and the H-SLP MAY
then proceed to step K.

F. The H-SLP forwards the SUPL RESPONSE to the SET. The SUPL RESPONSE contains the session-id but no H-
SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL RESPONSE also
contains the posmethod. It MAY also contain location information, not meeting the QoP, but giving an initial
approximation of the position, based on information received in the SUPL START message.

G. After the SET receives the SUPL RESPONSE from H-SLP, the SET sends a SUPL POS INIT message. The SUPL
POS INIT message contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used
(e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY include the
first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance Data
element in the SUPL POS INIT.

H. The H-SLP forwards the SUPL POS INIT to the V-SLP over the RLP tunnel.

I. Ifthe V-SLP already calculated an initial position based on information received in the SUPL POS INIT message
which meets the requested QoP, the V-SLP MAY directly proceed to step J and not engage in a SUPL POS session.
Otherwise the SET and the V-SLP exchange several successive positioning procedure messages, tunnelled over RLP
via the H-SLP.

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based).

J. Once the position calculation is complete the V-SLP sends a SUPL END message to the SET, which is tunnelled
over the RLP via the H-SLP, informing it that no further positioning procedure will be started and that the location
session is finished. Depending on positioning method and used positioning protocol the V-SLP MAY add the
determined position to the SUPL END message. The V-SLP SHALL release all resources related to this session.

K. The H-SLP forwards the SUPL END to the SET informing it that no further positioning procedure will be started
and that the location session is finished. The SET SHALL release the secure connection and release all resources
related to this session. The H-SLP SHALL release all resources related to this session.

5.2.4 Roaming with V-SPC Positioning Successful Case — Non-Proxy
mode

SET Roaming where the V-SPC is involved in the positioning calculation.
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Figure 47: SET-Initiated Roaming with V-SPC Positioning Successful Case — Non-Proxy mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. The SET takes
appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the address provisioned by the Home Network to establish a secure connection to
the H-SLC and sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START
message contains session-id, SET capabilities and Location ID (lid). The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

If a previously computed position which meets a requested QoP is available at the H-SLP the H-SLC SHALL send a
SUPL END message including the position to the SET and end the session.

C. The H-SLC verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

D. The H-SLC decides that the assistance data/position calculation is done by the V-SPC and allocates a sessionid and
sends an RLP SSRLIR tunnelling the SUPL START message to the V-SLC.
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E. The V-SLC informs the V-SPC of the incoming session.

F. Consistent with the SUPL START message including posmethod(s) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the posmethod, the V-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL START message.

The V-SLC responds with a SUPL RESPONSE tunnelled over RLP back to the H-SLC that it is capable of
supporting this request. The SUPL RESPONSE contains at least the sessionid, and the V-SPC address. The SUPL
RESPONSE also contains the posmethod. It MAY also contain location information, not meeting the QoP, but
giving an initial approximation of the position, based on information received in the SUPL START message.

If a position retrieved or calculated based on information received in the RLP SSRLIR (SUPL START) message
which meets a requested QoP is available, the V-SLC MAY send a RLP SSRLIA (SUPL END) message - as
opposed to RLP SSRLIA (SUPL RESPONSE) - including the position estimate to the H-SLC and the H-SLC MAY
then send a SUPL END message carrying the session id and including the position estimate to the SET (as opposed
to the SUPL RESPONSE message) and MAY terminate the session.

G. The H-SLC generates SPC_SET Key and SPC-TID to be used for mutual V-SPC/SET authentication. The H-SLC
forwards SPC_SET Key and SPC-TID to the V-SLC through an RLP SSRP message. The V-SLC forwards
SPC_SET Key and SPC-TID to the V-SPC through internal communication.

H. The H-SLC forwards the SUPL RESPONSE to the SET. The SUPL RESPONSE contains at least session-id,
SPC_SET Key and SPC-TID to be used by the SET for mutual V-SPC/SET authentication, and the address of the
V-SPC to indicate to the SET that a new secure connection SHALL be established. The SUPL RESPONSE MAY
also contain location information, not meeting the QoP, but giving an initial approximation of the position, based on
information received in the SUPL START message.

I.  To initiate the actual positioning session the SET opens a new secure connection to the V-SPC using the address
indicated in step H. The SET and V-SPC perform mutual authentication through the keys received in step G and step
H and the SET sends a SUPL POS INIT message. Before the new secure connection is established the existing
secure connection to the H-SLC is closed. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET
MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY
provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT
message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT. If a position retrieved
or calculated based on information received in the SUPL POS INIT message is available which meets a required
QoP, the V-SPC MAY directly proceed to step K and not engage in a SUPL POS session otherwise the V-SPC
informs the V-SLC that the positioning procedure has started.

J.  The SET and the V-SPC exchange several successive positioning procedure messages.
The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

K. Once the position estimate or calculation is complete, the V-SPC sends a SUPL END to the SET and depending on
positioning method and positioning protocol optionally includes the position. The SET SHALL release the secure
connection and release all resources related to this session.

L. The V-SPC informs the V-SLC of the end of the SUPL positioning session. The V-SPC SHALL release all
resources related to this session.

M. The V-SLC sends a RLP SSRP to the H-SLC to inform about the end of the SUPL session. The H-SLP and the V-
SLC SHALL release all resources related to this session.

5.2.5 Roaming with H-SLP Positioning Successful Case — Proxy mode

SET Roaming where the H-SLP is involved in the positioning calculation.
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Figure 48: SET-Initiated Roaming with H-SLP Positioning Successful Case — Proxy mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. The SET takes
appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The
SUPL START message contains session-id, SET capabilities and Location ID (lid). The SET capabilities include the
supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets a requested QoP is available at the H-SLP the H-SLP SHALL
directly proceed to step I and send a SUPL END message including the position to the SET and end the session.

C. The H-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

D. The H-SLP decides that the H-SLP will provide assistance/position calculation and the H-SLP sends a plain RLP
SRLIR request to the V-SLP to determine a coarse position for further exchange of SUPL POS messages between
SET and H-SLP. The RLP request contains at least the msid and the Location ID (lid).

E. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g.,
coarse position for A-GPS positioning). If the computed position meets the requested QoP, the H-SLP MAY directly
proceed to step 1.

F. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the posmethod, the H-SLP SHALL use the supported positioning protocol
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(e.g., RRLP, RRC, TIA-801) from the SUPL START message

The H-SLP responds with the SUPL RESPONSE to the SET. The SUPL RESPONSE contains the session-id but no
H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL RESPONSE
also contains the posmethod. The SUPL RESPONSE MAY also contain location information, not meeting the QoP,
but giving an initial approximation of the position, based on information received in the SUPL START message.

G. After the SET receives the SUPL RESPONSE from H-SLP, the SET sends a SUPL POS INIT message. The SUPL
POS INIT message contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used
(e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY include the
first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance Data
element in the SUPL POS INIT. If a position retrieved or calculated based on information received in the SUPL
POS INIT message is available which meets a required QoP, the H-SLP MAY directly proceed to step I and not
engage in a SUPL POS session.

H. The SET and the H-SLP exchange several successive positioning procedure messages.
The H-HSLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

I.  Once the position calculation is complete the H-SLP sends a SUPL END message to the SET informing it that no
further positioning procedure will be started and that the location session is finished. Depending on positioning
method and used positioning protocol the SLP MAY add the determined position to the SUPL END message. The
SET SHALL release the secure connection and release all resources related to this session. The H-SLP SHALL
release all resources related to this session.

5.2.6 Roaming with H-SPC Positioning Successful Case — Non-Proxy
mode

SET Roaming where the H-SPC is involved in the positioning calculation.
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Figure 49: SET-Initiated Roaming with H-SPC Positioning Successful Case — Non-Proxy mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. The SET takes
appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the address provisioned by the Home Network to establish a secure connection to
the H-SLC and sends a SUPL START message to the H-SLC to start a SUPL session with the H-SLC and to request
authorization to start a SUPL positioning session with the H-SPC.The SUPL START message contains session-id,
SET capabilities and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets a requested QoP is available at the H-SLC the H-SLC SHALL send a
SUPL END message including the position to the SET and end the session.

C. The H-SLP verifies that the target SET is currently SUPL roaming.
NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.

D. The H-SLC decides that the H-SPC will provide assistance/position calculation and the H-SLC sends an RLP
SRLIR request to the V-SLP to determine a coarse position for further exchange of SUPL POS messages between
SET and H-SPC. The RLP request contains at least the msid and the Location ID (lid).

E. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g.,
coarse position for A-GPS positioning). If the position received or calculated based on information received in the
SUPL START message which meets a requested QoP is available, the H-SLC MAY send a SUPL END to the SET
carrying the sessionid and the position result and terminate the SUPL session.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 141 (409)

F. The H-SLC allocates a sessionid and informs the H-SPC of the incoming SUPL positioning session from the target
SET. The H-SLC also generates SPC_SET Key and SPC-TID a key to be used for mutual SPC/SET authentication.
SPC_SET Key and SPC-TIDa key are forwarded to the H-SPC through internal communication. The H-SLC also
informs the H-SPC of the coarse position obtained from the V-SLP through internal communication..

G. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the posmethod, the H-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL START message.

The H-SLC responds with the SUPL RESPONSE to the SET. The SUPL RESPONSE contains the session-id,

SPC _SET Key and SPC-TID a key to be used by the SET for mutual H-SPC/SET authentication, and the H-SPC
address. The SUPL RESPONSE also contains the posmethod. The SUPL RESPONSE MAY also contain location
information, not meeting the QoP, but giving an initial approximation of the position, based on information received
in the SUPL START message.

H. To initiate the actual positioning session the SET opens a new secure connection to the H-SPC using the address
indicated in step G. The SET and H-SPC perform mutual authentication through the keys received in step F and step
G, and the SET sends a SUPL POS INIT message. Before the new secure connection is established the existing
secure connection to the H-SLC is closed. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid). The SET capabilities include the supported positioning methods (e.g., SET-
Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET
MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY
provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT
message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT. If a position retrieved
or calculated based on information received in the SUPL POS INIT message is available which meets a required
QoP, the H-SPC MAY directly proceed to step J and not engage in a SUPL POS session. Otherwise the H-SPC
informs the H-SLC that the positioning procedure is started.

I.  The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

J. Once the position calculation is complete the H-SPC sends a SUPL END message to the SET informing it that no
further positioning procedure will be started and that the location session is finished. Depending on the positioning
protocol used and positioning method the location estimate is optionally included in the SUPL END message. The
SET SHALL release the secure connection and release all resources related to this session. The H-SPC informs the
H-SLC that the positioning procedure is finished. The H-SPC and the H-SLC SHALL release all resources related to
this session.

5.2.7 SET-Initiated Location Request of another SET: Successful Case

In this call scenario, it is assumed that SET), the initiating SET, is not roaming, however, this case will also be applicable if
the SET) is roaming. Figure 50 illustrates the SET-initiated location request of another SET.
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Figure 50: SET-Initiated Location Request of another SET- Successful Case

A. The SUPL Agent on SET] receives a request for position of Target SET,. The SET, takes required
action establishing or resuming a secure connection.

B. The SUPL Agent on SET; uses the default address provisioned by the Home Network to establish a
secure connection to the H-SLP; and sends a SUPL SET INIT message to start a positioning session
of the Target SET,. The SUPL SET INIT message contains session ID, Target SETid. It MAY also
contain the desired QoP. The Target SETid is the identity of the Target SET, that will be used by the
SLP; to identify the home network (SLP, )of SET,.

C. The H-SLP, determines the location of SET,. This may involve the use of other SLPs. The MLS
enabler and SUPL procedures for Network Initiated queries may be used.

D. The H-SLP, sends a SUPL END message containing the position estimate to the SET,. The SET,
sends the position estimate back to the SUPL Agent. The SET; SHALL release the secure
connection and release all resources related to this session. The H-SLP, SHALL releases all
resources related to this session.

NOTE: the SET MUST NOT release the secure data connection between steps B and D.

5.2.8 SET Initiated Proxy Mode — Triggered Services: Periodic Triggers

This section describes the call flows for SET Initiated periodic triggered services for proxy mode. The trigger thereby resides
in the SET.
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5.2.8.1 Non-Roaming Successful Case
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Figure 51: SET Initiated Periodic Trigger Service Non-Roaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the
SET. The SET takes appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid) and periodic trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,

RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently not SUPL roaming.
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NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLP
SHALL determine the intended positioning method to be used for the periodic triggered session. If required for the
posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL
TRIGGERED START message. The H-SLP SHALL respond with a SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET
that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the
posmethod. The SET and the H-SLP MAY release the secure connection.

E. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid) parameter. The SET capabilities include the supported positioning methods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The
SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The
SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the
SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the H-SLP MAY directly proceed to step G and not engage in a SUPL
POS session.

F. The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SLP sends a SUPL REPORT message to the SET. The SUPL
REPORT message includes the position result if the position estimate is calculated in the H-SLP and therefore needs
to be sent to the SET. The SET MAY release the secure connection to the H-SLP.

NOTE: steps E to G are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is
required from the network. In this case the SET autonomously calculates a position fix based on the currently
available GPS assistance data stored in the SET.

Steps H to M are a repeat of steps E to G.

N. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL
END message to the H-SLP.

NOTE: For A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data
available in the SET, steps E to G are performed whenever new GPS assistance data is required by the SET.

5.2.8.2 Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 52: SET Initiated Periodic Trigger Service Roaming with V-SLP Positioning Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the
SET. The SET takes appropriate action establishing or resuming a secure connection.
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B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid) and periodic trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. The H-SLP decides that the assistance data/position calculation is done by the V-SLP and sends an RLP SSRLIR
tunnelling the SUPL TRIGGERED START message to the V-SLP.

E. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-
SLP SHALL determine the intended positioning method to be used for the periodic triggered session. If required for
the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The V-SLP responds with a SUPL TRIGGERED RESPONSE tunnelled
over RLP in a SSRLIA message back to the H-SLP that it is capable of supporting this request. The SUPL
TRIGGERED RESPONSE contains at least the sessionid and posmethod.

F. The H-SLP forwards the SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED
RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL
NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SET and the H-SLP
MAY release the secure connection.

G. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid) parameter. The SET capabilities include the supported positioning methods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The
SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The
SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the
SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets a required QoP, the H-SLP MAY directly proceed to
step K.

H. The H-SLP forwards the SUPL POS INIT message to the V-SLP over the RLP tunnel in an SSRP message.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the V-SLP MAY directly proceed to step J and not engage in a SUPL
POS session.

I.  The SET and the V-SLP exchange several successive positioning procedure messages, tunnelled over RLP in SSRP
messages via the H-SLP.
The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based).

J. Once the position calculation is complete, the V-SLP sends a SUPL REPORT message in an RLP tunnel using an
SSRP message to the H-SLP.

K. The H-SLP forwards the SUPL REPORT message to the SET. The SUPL REPORT message includes the position
result if the position estimate is calculated in the H-SLP and therefore needs to be sent to the SET. The SET and the
H-SLP MAY release the secure connection.

NOTE: steps G to K are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is
required from the network. In this case the SET autonomously calculates a position fix based on the currently
available GPS assistance data stored in the SET.
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Steps L to U are a repeat of steps G to K.

V. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL
END message to the H-SLP.

W. The H-SLP informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message
using an RLP SSRP tunnel message to the V-SLP.

NOTE: For A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data
available in the SET, steps G to K are performed whenever new GPS assistance data is required by the SET.

5.2.8.3 Roaming with H-SLP Positioning Successful Case

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 53: SET Initiated Periodic Trigger Service Roaming with H-SLP Positioning Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the
SET. The SET takes appropriate action establishing or resuming a secure connection.
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B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid) and periodic trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-
SLP SHALL determine the intended positioning method to be used for the periodic triggered session. If required for
the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The H-SLP sends a SUPL TRIGGERED RESPONSE message to the SET.
The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a
new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod.
The SET and the H-SLP MAY release the secure connection.

E. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid) parameter. The SET capabilities include the supported positioning methods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The
SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The
SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the
SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets a required QoP, the H-SLP MAY directly proceed to
step L.

To obtain a coarse position based on lid received in step E, the H-SLP sends an RLP SRLIR message to the V-SLP.

G. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA
message.
If the position estimate meets a required QoP, the H-SLP MAY directly proceed to step I and not engage in a SUPL
POS session.

H. The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

I.  Once the position calculation is complete, the H-SLP sends the position estimate in a SUPL REPORT message to
the SET. The SUPL REPORT message includes the position result if the position estimate is calculated in the H-
SLP and therefore needs to be sent to the SET. The SET MAY release the secure connection to the H-SLP.

NOTE: steps E to I are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is
required from the network. In this case the SET autonomously calculates a position fix based on the currently
available GPS assistance data stored in the SET.

Steps J to S are a repeat of steps E to 1.

T. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL
END message to the H-SLP.

NOTE: For A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data
available in the SET, steps E to I are performed whenever new GPS assistance data is required by the SET.
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5.2.9 SET Initiated Proxy Mode — Triggered Services: Event Triggers

This section describes the call flows for SET Initiated area event triggered services for proxy mode. The trigger thereby
resides in the SET and the SET makes the decision if an area event occurred based on continuously repeated position
determinations.

5.2.9.1 Non-Roaming Successful Case
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Figure 54: SET Initiated Area Event Trigger Service Non-Roaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on
the SET. The SET takes appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case area event), Location ID (lid) and area event trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently not SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0.
However, there are various environment dependent mechanisms.
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K.

Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLP
SHALL determine the intended positioning method to be used for the area event triggered session. If required for the
posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL
TRIGGERED START message. The H-SLP SHALL respond with a SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET
that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the
posmethod. The SUPL TRIGGERED RESPONSE message may contain the area ids of the specified area for the
area event triggered session. The SET and the H-SLP MAY release the secure connection.

If the area ids are downloaded in step D, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be calculated, the SET takes appropriate action establishing or resuming a secure
connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The
SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid) parameter. The SET
capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for
the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is
supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set
the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the H-SLP MAY directly proceed to step G and not engage in a SUPL
POS session.

The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

Once the position calculation is complete the H-SLP sends a SUPL REPORT message to the SET. The SET MAY
release the secure connection to the H-SLP.

The SUPL REPORT message includes the position result if the position estimate is calculated in the H-SLP and
therefore needs to be sent to the SET.

The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met.

If the area event was triggered the SET forwards the calculated position estimate to the internal SUPL Agent.

If the SET decides to end the triggered session the SET proceeds to step K. Otherwise whenever the area event
trigger mechanism in the SET indicates that a new position fix has to be performed, steps E to I are repeated.

The SET ends the triggered session by sending a SUPL END message to the H-SLP.

The call flow described in Figure 54 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

Step F (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data
update in which case steps E to G are performed.

5.2.9.2 Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 55: SET Initiated Area Event Trigger Service Roaming with V-SLP Positioning Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on
the SET. The SET takes appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case area event), Location ID (lid) and area event trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. The H-SLP decides that the assistance data/position calculation is done by the V-SLP and sends an RLP SSRLIR
tunnelling the SUPL TRIGGERED START message to the V-SLP. The area event trigger parameters such as area
information requested by SUPL Agent for the area event triggered session MAY be included in this message by the

H-SLP.
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E. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-
SLP SHALL determine the intended positioning method to be used for the area event triggered session. If required
for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The V-SLP responds with a SUPL TRIGGERED RESPONSE tunnelled
over RLP in a SSRLIA message back to the H-SLP that it is capable of supporting this request. The SUPL
TRIGGERED RESPONSE contains at least the sessionid and posmethod. The V-SLP MAY include area ids
corresponding to the area for the area event trigger session in the SUPL TRIGGERED RESPONSE message.

F. The H-SLP forwards the SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED
RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL
NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SUPL TRIGGERED
RESPONSE message may contain the area ids of the specified area for the area event triggered session. The SET
and the H-SLP MAY release the secure connection.

G. [Ifthe area ids are downloaded in step F, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be calculated the SET takes appropriate action establishing or resuming a secure
connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The
SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid) parameter. The SET
capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for
the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is
supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set
the Requested Assistance Data element in the SUPL POS INIT.

If a position is received in the SUPL POS INIT message that meets a required QoP, the H-SLP MAY directly
proceed to step K and not engage in a SUPL POS session.

H. The H-SLP forwards the SUPL POS INIT message to the V-SLP over the RLP tunnel in an SSRP message.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the V-SLP MAY directly proceed to step J and not engage in a SUPL
POS session.

I.  The SET and the V-SLP exchange several successive positioning procedure messages, tunnelled over RLP in SSRP
messages via the H-SLP.
The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based).

J. Once the position calculation is complete, the V-SLP sends a SUPL REPORT message in an RLP tunnel using an
SSRP message to the H-SLP.
The SUPL REPORT message includes the position result if the position estimate is calculated in the V-SLP and
therefore needs to be sent to the SET.

K. The H-SLP forwards the SUPL REPORT message to the SET. The SET and the H-SLP MAY release the secure
connection.
The SUPL REPORT message includes the position result if the position estimate is calculated in the V-SLP (or the
H-SLP) and therefore needs to be sent to the SET.

L. The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met.

M. If the area event was triggered the SET forwards the calculated position estimate to the internal SUPL Agent

N. Ifthe SET decides to end the triggered session the SET proceeds to step O. Otherwise whenever the area event
trigger mechanism in the SET indicates that a new position fix has to be performed, steps G to M are repeated.

O. The SET ends the triggered session by sending a SUPL END message to the H-SLP.

The H-SLP informs the V-SLP about the end of the triggered session by sending a SUPL END message in an RLP
SSRP tunnel message.
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The call flow described in Figure 55 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

. Step I (SUPL POS) is not performed for cell-id based positioning methods.

. In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data
update in which case steps G to K are performed.

5.29.3 Roaming with H-SLP Positioning Successful Case

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 56: SET Initiated Area Event Trigger Service Roaming with H-SLP Positioning Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on
the SET. The SET takes appropriate action establishing or resuming a secure connection.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 155 (409)

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case area event), Location ID (lid) and area event trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP SSRLIR
including a SUPL TRIGGERED START to the V-SLP to inform the V-SLP that an area event triggered session is in
the progress of being initiated with the H-SLP. The area event trigger parameters such as area information requested
by SUPL Agent for the area event triggered session MAY be included in this message by the H-SLP.

E. The V-SLP acknowledges the RLP request received in step D with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. The V-SLP MAY include area ids corresponding to the area for
the area event trigger session in the SUPL TRIGGERED RESPONSE message.

F. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-
SLP SHALL determine the intended positioning method to be used for the area event triggered session. If required
for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The H-SLP sends a SUPL TRIGGERED RESPONSE message to the SET.
The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a
new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod.
The SUPL TRIGGERED RESPONSE message may contain the area ids of the specified area for the area event
triggered session. The SET and the H-SLP MAY release the secure connection.

G. [Ifthe area ids are downloaded in step F, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be calculated the SET takes appropriate action establishing or resuming a secure
connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The
SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid) parameter. The SET
capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for
the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is
supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set
the Requested Assistance Data element in the SUPL POS INIT.

If a position is received in the SUPL POS INIT message that meets a required QoP, the H-SLP MAY directly
proceed to step K and not engage in a SUPL POS session.

H. To obtain a coarse position based on lid received in step G, the H-SLP sends an RLP SRLIR message to the V-SLP.

I. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA
message.
If the received position meets a required QoP, the H-SLP MAY directly proceed to step K and not engage in a SUPL
POS session.

J. The SET and the H-SLP exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

K. Once the position calculation is complete, the H-SLP sends a SUPL REPORT message to the SET.
The SUPL REPORT message includes the position result if the position estimate is calculated in the H-SLP and
therefore needs to be sent to the SET.
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The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met.

. If the area event was triggered the SET forwards the calculated position estimate to the internal SUPL Agent.

If the SET decides to end the triggered session the SET proceeds to step O. Otherwise whenever the area event
trigger mechanism in the SET indicates that a new position fix has to be performed, steps G to M are repeated.

The SET ends the triggered session by sending a SUPL END message to the H-SLP.

The H-SLP informs the V-SLP about the end of the triggered session by sending a SUPL END message in an RLP
SSRP tunnel message.

The call flow described in Figure 56 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

Step J (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data
update in which case steps G to K are performed.

5.2.10 SET Initiated Non-Proxy Mode — Triggered Services: Periodic

Triggers

This section describes the call flows for SET Initiated periodic triggered services for non-proxy mode. The trigger thereby
resides in the SET.
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5.2.10.1 Non-Roaming Successful Case
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Figure 57: SET Initiated Periodic Trigger Service Non-Roaming Successful Case — Non-Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the
SET. The SET takes appropriate action establishing or resuming a secure connection.
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B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid) and periodic trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently not SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. Through internal communication the H-SLC requests service for a periodic triggered session from the H-SPC. The
H-SLC also generates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and forwards
both to the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

E. Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLC
SHALL determine the intended positioning method to be used for the area event triggered session. If required for the
posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL
TRIGGERED START message. The H-SLC SHALL respond with a SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod, H-SPC address and
SPC SET Key and SPC-TID. The SET and the H-SLP MAY release the secure connection.

F.  When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid) parameter. The SET capabilities include the supported positioning methods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The
SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The
SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the
SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the H-SPC MAY directly proceed to step H and not engage in a SUPL
POS session.

G. The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance data obtained from the H-SPC (SET-Based).

H. Once the position calculation is complete the H-SPC sends a SUPL REPORT message to the SET. The SUPL
REPORT message includes the position result if the position estimate is calculated in the H-SLP and therefore needs
to be sent to the SET. The SET MAY release the secure connection to the H-SLP.

NOTE: steps F to H are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is
required from the network. In this case the SET autonomously calculates a position fix based on the currently
available GPS assistance data stored in the SET.

Steps I to N are a repeat of steps F to H.

O. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL
END message to the H-SPC.

P. The H-SPC informs the H-SLC through internal communication that the periodic triggered session has ended.

NOTE: For A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data
available in the SET, steps F to H are performed whenever new GPS assistance data is required by the SET.
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5.2.10.2

Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 58: SET Initiated Periodic Trigger Service Roaming with V-SLP Positioning Successful Case — Non-Proxy

NOTE:

See Appendix D for timer descriptions.

Mode
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A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the
SET. The SET takes appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid) and periodic trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. The H-SLC decides that the assistance data/position calculation is done by the V-SLP and sends an RLP SSRLIR
message tunnelling the SUPL TRIGGERED START message to the V-SLC. The H-SLC also generates
SPC_SET Key and SPC-TID to be used for V-SPC/SET mutual authentication and includes both in the RLP
SSRLIR message.

E. Through internal communication the V-SLC requests service for a periodic triggered session from the V-SPC. The
V-SLC also forwards the SPC_SET Key and SPC-TID to the V-SPC. The V-SPC grants or denies the request and
informs the V-SLC accordingly.

F. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-
SLC SHALL determine the intended positioning method to be used for the periodic triggered session. If required for
the posmethod, the V-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The V-SLC responds with a SUPL TRIGGERED RESPONSE tunnelled
over RLP in a SSRLIA message back to the H-SLC that it is capable of supporting this request. The SUPL
TRIGGERED RESPONSE contains at least the sessionid, posmethod and the V-SPC address.

G. The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE
message contains session-id, posmethod, V-SPC address and SPC_SET Key and SPC-TID. The SET and the H-
SLC MAY release the secure connection.

H. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
start a positioning session with the V-SPC. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid) parameter. The SET capabilities include the supported positioning methods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The
SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The
SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the
SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the V-SPC MAY directly proceed to step J and not engage in a SUPL
POS session.

I.  The SET and the V-SPC exchange several successive positioning procedure messages.
The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance data obtained from the V-SPC (SET-Based).

J. Once the position calculation is complete, the V-SPC sends a SUPL REPORT message to the SET. The SUPL
REPORT message includes the position result if the position estimate is calculated in the H-SLP and therefore needs
to be sent to the SET. The SET and the H-SPC MAY release the secure connection.

NOTE: steps H to J are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is
required from the network. In this case the SET autonomously calculates a position fix based on the currently
available GPS assistance data stored in the SET.
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Steps K to P are a repeat of steps H to J.

Q. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL
END message to the V-SPC.

R. Through internal communication the V-SPC informs the V-SLC about the end of the periodic triggered session.

The V-SLC informs the H-SLC about the end of the periodic triggered session by sending a SUPL END message
using an RLP SSRP tunnel message to the H-SLC.

NOTE: For A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data
available in the SET, steps H to J are performed whenever new GPS assistance data is required by the SET.

5.210.3 Roaming with H-SLP Positioning Successful Case

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 59: SET Initiated Periodic Trigger Service Roaming with H-SLP Positioning Successful Case — Non-Proxy

NOTE:

See Appendix D for timer descriptions.
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© 2008 Open Mobile Alliance Ltd. All Rights Reserved.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 163 (409)

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the

B.

C.

SET. The SET takes appropriate action establishing or resuming a secure connection.

The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid) and periodic trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

The H-SLC verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.

However, there are various environment dependent mechanisms.

Through internal communication the H-SLC requests service for a periodic triggered session from the H-SPC. The
H-SLC also creates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and forwards
both to the H-SPC through internal communication. The H-SPC grants or denies the request and informs the H-SLC
accordingly.

Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-
SLC SHALL determine the intended positioning method to be used for the periodic triggered session. If required for
the posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET.
The SUPL TRIGGERED RESPONSE message contains session-id, posmethod, H-SPC address and SPC_SET Key
and SPC-TID. The SET and the H-SLC MAY release the secure connection.

When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, SET
capabilities and Location ID (lid) parameter. The SET capabilities include the supported positioning methods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The
SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The
SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the
SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets a required QoP, the H-SPC MAY directly proceed to
step L.

Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid
received in step F.

To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLP.

The V-SLC translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA
message.

The H-SLC forwards the coarse position to the H-SPC through internal communication.
If the coarse position meets a required QoP, the H-SPC MAY directly proceed to step L and not engage in a SUPL
POS session.

The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance data obtained from the H-SPC (SET-Based).

Once the position calculation is complete, the H-SPC sends a SUPL REPORT message to the SET. The SUPL
REPORT message includes the position result if the position estimate is calculated in the H-SLP and therefore needs
to be sent to the SET. The SET and the H-SPC MAY release the secure connection.
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NOTE: steps F to L are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is
required from the network. In this case the SET autonomously calculates a position fix based on the currently
available GPS assistance data stored in the SET.

Steps M to Z are a repeat of steps F to L.

AA. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL
END message to the H-SPC.

BB. Through internal communication the H-SPC informs the H-SLC about the end of the periodic triggered session.

NOTE: For A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data
available in the SET, steps F to L are performed whenever new GPS assistance data is required by the SET.

5.2.11 SET Initiated Non-Proxy Mode — Triggered Services: Event Triggers

This section describes the call flows for SET Initiated area event triggered services for proxy mode. The trigger thereby
resides in the SET and the SET makes the decision if an area event occurred based on continuously repeated position
determinations.

5.211.1 Non-Roaming Successful Case

|
|
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| Target
H-SLC H-SPC | !
| | SET
T ] ___
Data Connection
A Setup
_, SUPL TRIGGERED START(session-id, trigger_type=area event, lid, SET capabilities,
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Figure 60: SET Initiated Area Event Trigger Service Non-Roaming Successful Case — Non-Proxy Mode
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NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on

B.

C.

the SET. The SET takes appropriate action establishing or resuming a secure connection.

The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case area event), Location ID (lid) and area event trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

The H-SLC verifies that the target SET is currently not SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0.

However, there are various environment dependent mechanisms.

Through internal communication the H-SLC requests service for an area event triggered session from the H-SPC.
The H-SLC also generates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and
forwards both to the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLC
SHALL determine the intended positioning method to be used for the area event triggered session and responds. If
required for the posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801)
from the SUPL TRIGGERED START message. The H-SLC SHALL respond with a SUPL TRIGGERED
RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod,
H-SPC address and SPC_SET Key and SPC-TID. The SUPL TRIGGERED RESPONSE message may contain the
area ids of the specified area for the area event triggered session. The SET and the H-SLP MAY release the secure
connection.

If the area ids are downloaded in step E, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be calculated the SET takes appropriate action establishing or resuming a secure
connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The
SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid) parameter. The SET
capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for
the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is
supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set
the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the H-SPC MAY directly proceed to step H and not engage in a SUPL
POS session.

The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance data obtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SPC sends a SUPL REPORT message to the SET. The SET MAY
release the secure connection to the H-SPC.

The SUPL REPORT message includes the position result if the position estimate is calculated in the H-SPC and
therefore needs to be sent to the SET.

The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met.

If the area event was triggered the SET forwards the calculated position estimate to the internal SUPL Agent.
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K.

If the SET decides to end the triggered session the SET proceeds to step L. Otherwise whenever the area event

trigger mechanism in the SET indicates that a new position fix has to be performed, steps F to J are repeated.

L.
M.

The SET ends the triggered session by sending a SUPL END message to the H-SPC.

The H-SPC informs the H-SLC about the end of the triggered session through internal communication.

The call flow described in Figure 60 is applicable to all positioning methods, however, individual steps within the call flows

are optional:

Step G (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-

SPC is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data
update in which case steps F to H are performed.

5.2.11.2

Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 61: SET Initiated Area Event Trigger Service Roaming with V-SLP Positioning Successful Case — Non-Proxy

Mode
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NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on

B.

C.

the SET. The SET takes appropriate action establishing or resuming a secure connection.

The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case area event), Location ID (lid) and area event trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

The H-SLC verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.

However, there are various environment dependent mechanisms.

The H-SLC decides that the assistance data/position calculation is done by the V-SLP and sends an RLP SSRLIR
message tunnelling the SUPL TRIGGERED START message to the V-SLC. The area event trigger parameters such
as area information requested by SUPL Agent for the area event triggered session MAY be included in this message
by the H-SLP. The H-SLC also generates SPC_SET Key and SPC-TID to be used for V-SPC/SET mutual
authentication and includes both in the RLP SSRLIR message.

Through internal communication the V-SLC requests service for an area event triggered session from the V-SPC.
The V-SLC also forwards the SPC_SET Key and SPC-TID to the V-SPC. The V-SPC grants or denies the request
and informs the V-SLC accordingly.

Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-
SLC SHALL determine the intended positioning method to be used for the area event triggered session. If required
for the posmethod, the V-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The V-SLC responds with a SUPL TRIGGERED RESPONSE tunnelled
over RLP in a SSRLIA message back to the H-SLC that it is capable of supporting this request. The SUPL
TRIGGERED RESPONSE contains at least the sessionid, posmethod and the V-SPC address. The V-SLC MAY
include area ids corresponding to the area for the area event trigger session in the SUPL TRIGGERED RESPONSE
message.

The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE
message contains session-id, posmethod, V-SPC address and SPC_SET Key and SPC-TID. The SUPL
TRIGGERED RESPONSE message may contain the area ids of the specified area for the area event triggered
session. The SET and the H-SLC MAY release the secure connection.

If the area ids are downloaded in step G, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be calculated the SET takes appropriate action establishing or resuming a secure
connection. The SET then sends a SUPL POS INIT message to start a positioning session with the V-SPC. The
SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid) parameter. The SET
capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for
the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is
supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set
the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the V-SPC MAY directly proceed to step J and not engage in a SUPL
POS session.

The SET and the V-SPC exchange several successive positioning procedure messages.
The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance data obtained from the V-SPC (SET-Based).
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Once the position calculation is complete, the V-SPC sends a SUPL REPORT message to the SET. The SET and the
H-SPC MAY release the secure connection.

The SUPL REPORT message includes the position result if the position estimate is calculated in the V-SPC and
therefore needs to be sent to the SET.

The SET compares the calculated position estimate with the event area to check if the event trigger condition has
been met.

If the area event was triggered the SET forwards the calculated position estimate to the internal SUPL Agent.

. If the SET decides to end the triggered session the SET proceeds to step N. Otherwise whenever the area event

trigger mechanism in the SET indicates that a new position fix has to be performed, steps H to L are repeated.
The SET ends the triggered session by sending a SUPL END message to the V-SPC.
The V-SPC informs the V-SLC about the end of the triggered session through internal communication.

The V-SLC informs the H-SLC about the end of the triggered session by sending a SUPL END message using an
RLP SSRP tunnel message to the H-SLC.

The call flow described in Figure 61 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

Step I (SUPL POS) is not performed for cell-id based positioning methods.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SLP is required to calculate a position estimate. Interaction with the V-SPC is only required for GPS assistance data
update in which case steps H to J are performed.

5.211.3 Roaming with H-SLP Positioning Successful Case

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 62: SET Initiated Area Event Trigger Service Roaming with H-SLP Positioning Successful Case — Non-Proxy
Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on
the SET. The SET takes appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case area event), Location ID (lid) and area event trigger parameters. The SET capabilities include the supported
positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g.,
RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. Based on the received lid or other mechanisms, the H-SLC determines the V-SLP and sends an RLP SSRLIR
including a SUPL TRIGGERED START message to the V-SLC to inform the V-SLP that an area event triggered
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session is in the progress of being initiated with the H-SLP. The area event trigger parameters such as area
information requested by SUPL Agent for the area event triggered session MAY be included in this message by the
H-SLP..

E. The V-SLC acknowledges the RLP request received in step E with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. The V-SLC MAY include area ids corresponding to the area for
the area event trigger session in the SUPL TRIGGERED RESPONSE message.

F. Though internal communication the H-SLC requests service for an area event triggered session from the H-SPC.
The H-SLC also creates SPC_SET Key and SPC_TID to be used for mutual H-SPC/SET authentication and
forwards both to the H-SPC through internal communication. The H-SPC grants or denies the request and informs
the H-SLC accordingly.

G. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-
SLC SHALL determine the intended positioning method to be used for the area event triggered session. If required
for the posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET.
The SUPL TRIGGERED RESPONSE message contains session-id, posmethod, H-SPC address and SPC_SET Key
and SPC_TID. The SUPL TRIGGERED RESPONSE message may contain the area ids of the specified area for the
area event triggered session. The SET and the H-SLC MAY release the secure connection.

H. Ifthe area ids are downloaded in step G, the SET SHALL compare the current area id to the downloaded area ids.
When the area event trigger in the SET or the comparison of the current area id to the downloaded area ids indicates
that a position fix has to be calculated the SET takes appropriate action establishing or resuming a secure
connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The
SUPL POS INIT message contains at least session-id, SET capabilities and Location ID (lid) parameter. The SET
capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for
the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is
supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set
the Requested Assistance Data element in the SUPL POS INIT.

If a position is received in the SUPL POS INIT message that meets a required QoP, the H-SPC MAY directly
proceed to step N and not engage in a SUPL POS session.

I.  Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid
received in step H.

J. To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLP.

K. The V-SLC translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA
message.

L. The H-SLC forwards the coarse position to the H-SPC through internal communication.
If the coarse position meets a required QoP, the H-SPC MAY directly proceed to step N and not engage in a SUPL
POS session.

M. The SET and the H-SPC exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance data obtained from the H-SPC (SET-Based).

N. Once the position calculation is complete, the H-SPC sends a SUPL REPORT message to the SET. The SET and the
H-SPC MAY release the secure connection.
The SUPL REPORT message includes the position result if the position estimate is calculated in the V-SPC and
therefore needs to be sent to the SET.

O. The SET compares the calculated position with the event area to check if the event trigger condition has been met.

If the area event was triggered the SET forwards the calculated position estimate to the internal SUPL Agent.
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Q. Ifthe SET decides to end the triggered session the SET proceeds to step R. Otherwise whenever the area event
trigger mechanism in the SET indicates that a new position fix has to be performed, steps H to P are repeated.

R. The SET ends the triggered session by sending a SUPL END message to the H-SPC.
The H-SPC informs the H-SLC about the end of the triggered session through internal communication.

T. The H-SLC informs the V-SLC about the end of the triggered session by sending a SUPL END message using an
RLP SSRP tunnel message to the V-SLC.

The call flow described in Figure 62 is applicable to all positioning methods, however, individual steps within the call flows
are optional:

. Step M (SUPL POS) is not performed for cell-id based positioning methods.

. In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-
SLP is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data
update in which case steps H to N are performed.

5.2.12 V-SLP to V-SLP Handover - SET initiated Proxy mode

See section 5.1.11.1.

5.2.13 V-SPC to V-SPC Handover - SET initiated Non-Proxy mode

See section 5.1.11.2.

5.2.14 SET-Initiated Periodic Location Request with Transfer to Third
Party

This section describes the call flows for SET Initiated Periodic Location Requests with transfer of the position results to a 31
party.
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5.214.1 Non-Roaming Successful Case — Proxy Mode
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Figure 63: SET Initiated Periodic Location Request with transfer of the position result to 3rd party — non-roaming —
proxy mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for a periodic triggered service with transfer to a 3" party from an
application running on the SET. The SET takes appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
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H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid), periodic trigger parameters and Third Party ID. The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently not SUPL roaming.
NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL.

However, there are various environment dependent mechanisms.

D. Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLP

SHALL determine the intended positioning method to be used for the periodic triggered session. If required for the
posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL
TRIGGERED START message. The H-SLP SHALL respond with a SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET
that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the
posmethod. The SET and the H-SLP MAY release the secure connection.

When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, the Location
ID (lid) parameter. The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA,
RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data
element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the H-SLP SHALL directly proceed to step G and not engage in a
SUPL POS session.

The SET and the H-SLP MAY exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

Once the position calculation is complete the H-SLP sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SLP and therefore needs to be included in the message for batch reporting mode.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps E to G are not performed. Instead, the SET autonomously calculates the
position estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLP using a
SUPL REPORT message containing the session-id and the position estimate.

H. The H-SLP delivers the position result to the 3™ party.

L

This step is optional: If the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and if batch
reporting or quasi-real time reporting is used, the SET MAY — if supported - perform SET Based position fixes
(autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the H-
SLP, enhanced cell/sector measurements. In the case, of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLP. The SUPL REPORT message contains the session-id and the position result(s) including date
and time information for each position result and optionally the position method used. In the case of batch reporting,
the stored position estimates and/or enhanced cell/sector measurements included in the SUPL_REPORT message
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may be chosen according to criteria received in step D. If no criteria are received in step D, the SET shall include all
stored position estimates and/or enhanced cell/sector measurements not previously reported.

K. If enhanced cell/sector measurements are received in step J, the H-SLP calculates the corresponding position
estimates.

The H-SLP forwards the reported and/or calculated position estimate(s) to the 3™ party.

When the last position estimate needs to be calculated i.e. the end of the periodic triggered session
has been reached, steps L to N may be performed (a repeat of steps E to G). Alternatively - and if
applicable - step I is repeated.

O. This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step Q, if and as soon as all the following
conditions apply:

i. Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced
cell/sector measurements that have not yet been sent to the H-SLP.

ii. The SET is able to establish communication with the H-SLP

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the
conditions define sending after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored
enhanced cell/sector measurements not previously reported to the H-SLP. In the case of batch
reporting, the stored position estimates and/or stored enhanced cell/sector measurements included in
the SUPL_REPORT message may be chosen according to criteria received in step D. If no criteria
are received in step D, the SET shall include all stored position estimates and/or stored enhanced
cell/sector measurements not previously reported.

P. Ifenhanced cell/sector measurements are received in step O, the H-SLP calculates corresponding position estimates.
The H-SLP transfers the reported and/or calculated historical position estimate(s) to the 3™ party.

Q. After the last position result has been transferred to the 3™ party in step P or following some timeout on not
receiving stored position estimates in step O, the H-SLP ends the periodic triggered session by sending a SUPL
END message to the SET.

5.2.14.2 Roaming with V-SLP Positioning Successful Case — Proxy Mode

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 64: SET Initiated Periodic Location Request with transfer of the position result to 3rd party — roaming with V-
SLP Positioning — proxy mode

NOTE: See Appendix D for timer descriptions.
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A. The SUPL Agent on the SET receives a request for a periodic triggered service with transfer to a 3" party from an

B.

C.

application running on the SET. The SET takes appropriate action establishing or resuming a secure connection.

The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid), periodic trigger parameters and Third Party ID. The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

The H-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.

However, there are various environment dependent mechanisms.

The H-SLP decides that the assistance data/position calculation is done by the V-SLP and sends an RLP SSRLIR
tunnelling the SUPL TRIGGERED START message to the V-SLP.

Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-
SLP SHALL determine the intended positioning method to be used for the periodic triggered session. If required for
the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The V-SLP responds with a SUPL TRIGGERED RESPONSE tunnelled
over RLP in a SSRLIA message back to the H-SLP that it is capable of supporting this request. The SUPL
TRIGGERED RESPONSE contains at least the sessionid and posmethod.

The H-SLP forwards the SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED
RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL
NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SET and the H-SLP
MAY release the secure connection.

When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
the H-SLP to start a positioning session with the V-SLP. The SUPL POS INIT message contains at least session-id,
the Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets a required QoP, the H-SLP SHALL directly proceed
to step K.

The H-SLP forwards the SUPL POS INIT message to the V-SLP using a RLP SSRP message.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the V-SLP SHALL directly proceed to step J and not engage in a
SUPL POS session.

The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP via
the H-SLP.

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SLP (SET-Based).

Once the position calculation is complete, the V-SLP sends a SUPL REPORT message to the H-SLP in an RLP
tunnel using an SSRP message.

Once the position calculation is complete the H-SLP sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SLP and therefore needs to be included in the message for batch reporting mode.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
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assistance data update from the H-SLP) steps G to K are not performed. Instead, the SET autonomously calculates the
position estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLP using a
SUPL REPORT message containing the session-id and the position estimate.

L. This step is optional: once the position calculation is complete and if real time or quasi-real time reporting is used,
the H-SLP transfers the received position estimate from the V-SLP to the 3™ party. If the reporting mode is set to
batch reporting, this message is not used.

M. This step is optional: if the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and if batch
reporting or quasi-real time reporting is used, the SET MAY — if supported — perform SET Based position fixes
(autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the H-
SLP, enhanced cell/sector measurements. In the case of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

N. This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLP. The SUPL REPORT message contains the session-id and the position result(s) including data
and time information for each position result and optionally the position method used. In the case of batch reporting,
the stored position estimates and/or enhanced cell/sector measurements included in the SUPL REPORT message
may be chosen according to criteria received in step F. If no criteria are received in step F, the SET shall include all
stored position estimates and/or enhanced cell/sector measurements not previously reported.

O. This step is optional: if in step N the SET sent enhanced cell/sector measurements, the H-SLP needs to engage the
help of the V-SLP to translate the enhanced cell/sector measurements into actual position estimates. To this end the
H-SLP sends the received enhanced cell/sector measurements in a SUPL REPORT message to the V-SLP using an
SSRP message over RLP tunnel.

P. This step is optional and only takes place if step O has occurred: after receiving the enhanced cell/sector
measurements the V-SLP calculates the actual position estimates and returns them in a SUPL REPORT message to
the H-SLP using an SSRP message over RLP tunnel.

Q. The H-SLP transfers the reported and/or calculated position estimate(s) to the 31 party.

When the last position estimate needs to be calculated i.e. the end of the periodic triggered session has been reached,
steps R to V may be performed (a repeat of steps G to K). Alternatively — and if applicable — step M is repeated.

W. This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step AA, if and as soon as all of the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii.  The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLP.

iii. The SET is able to establish communication with the H-SLP.

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLP. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL REPORT message may be chosen according to criteria
received in step F. If no criteria are received in step F, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.
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X. This step is optional: if in step W the SET sent enhanced cell/sector measurements, the H-SLP needs to engage the
help of the V-SLP to translate the enhanced cell/sector measurements into actual position estimates. To this end the
H-SLP sends the received enhanced cell/sector measurements in a SUPL REPORT message to the V-SLP using an
SSRP message over RLP tunnel.

Y. This step is optional and only takes place if step X has occurred: after receiving the enhanced cell/sector
measurements the V-SLP calculates the actual position estimates and returns them in a SUPL REPORT message to
the H-SLP using an SSRP message over RLP tunnel.

Z. The H-SLP transfers the reported and/or calculated historical position estimate(s) to the 3™ party.

AA. After the last position result has been transferred to the 3™ party in step Z, or following some timeout on not
receiving stored position estimates in step W, the H-SLP ends the periodic triggered session by sending a SUPL
END message to the SET and informs the V-SLP about the end of the periodic triggered session by sending a SUPL
END message using an RLP SSRP tunnel message to the V-SLP.
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Figure 65: SET Initiated Periodic Location Request with transfer of the position result to 3rd party — roaming with H-
SLP Positioning — proxy mode

NOTE:

See Appendix D for timer descriptions.
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A. The SUPL Agent on the SET receives a request for a periodic triggered service with transfer to a 3" party from an
application running on the SET. The SET takes appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid), periodic trigger parameters and Third Party ID. The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.
However, there are various environment dependent mechanisms.

D. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-
SLP SHALL determine the intended positioning method to be used for the periodic triggered session. If required for
the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The H-SLP sends a SUPL TRIGGERED RESPONSE message to the SET.
The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a
new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod.
The SET and the H-SLP MAY release the secure connection.

E. When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
the H-SLP to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id,
the Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets a required QoP, the H-SLP SHALL directly proceed
to step I and not engage in a SUPL POS session

To obtain a coarse position based on lid received in step E, the H-SLP sends an RLP SRLIR message to the V-SLP.

G. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA
message.
If the received position estimate meets a required QoP, the H-SLP SHALL directly proceed to step I and not engage
in a SUPL POS session.

H. The SET and the H-SLP MAY exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

I.  Once the position calculation is complete the H-SLP sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SLP and therefore needs to be included in the message for batch reporting mode.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps E to I are not performed. Instead, the SET autonomously calculates the position
estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLP using a SUPL
REPORT message containing the session-id and the position estimate.

J.  This step is optional: once the position calculation is complete and if real time or quasi-real time reporting is used,
the H-SLP transfers the position result to the 3" party. If the reporting mode is set to batch reporting, no transfer
occurs.
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N.

0.

This step is optional: if the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and if batch
reporting or quasi-real time reporting is used, the SET MAY — if supported — perform SET Based position fixes
(autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the H-
SLP, enhanced cell/sector measurements. In the case of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLP. The SUPL REPORT message contains the session-id and the position result(s) including data
and time information for each position result and optionally the position method used. In the case of batch reporting,
the stored position estimates and/or enhanced cell/sector measurements included in the SUPL REPORT message
may be chosen according to criteria received in step D. If no criteria are received in step D, the SET shall include all
stored position estimates and/or enhanced cell/sector measurements not previously reported.

This step is optional: if in step L the SET sent enhanced cell/sector measurements, the H-SLP needs to engage the
help of the V-SLP to translate the enhanced cell/sector measurements into actual position estimates. To this end the
H-SLP sends an RLP SRLIR message to the V-SLP.

This step is optional and only takes place if step M has occurred: The V-SLP translates the received enhanced
cell/sector measurements into position estimates and returns the results to the H-SLP in an RLP SRLIA message.

The H-SLP transfers the reported and/or calculated position estimate(s) to the 31 party.

When the last position estimate needs to be calculated i.e. the end of the periodic triggered session has been reached,
steps P to T may be performed (a repeat of steps E to I). Alternatively — and if applicable — step K is repeated

U.

This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step Y, if and as soon as all of the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLP.

1ii. The SET is able to establish communication with the H-SLP.

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLP. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL REPORT message may be chosen according to criteria
received in step D. If no criteria are received in step D, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

V.

X.

This step is optional: if in step U the SET sent enhanced cell/sector measurements, the H-SLP needs to engage the
help of the V-SLP to translate the enhanced cell/sector measurements into actual position estimates. To this end the
H-SLP sends an RLP SRLIR message to the V-SLP.

This step is optional and only takes place if step V has occurred: after receiving the enhanced cell/sector
measurements the V-SLP translates the received enhanced cell/sector measurements into position estimates and
returns the results to the H-SLP in an RLP SRLIA message.

The H-SLP transfers the reported and/or calculated historical position estimate(s) to the 3 party.
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Y. After the last position result has been reported to the SUPL Agent in step X or following some timeout on not
receiving stored position estimates in step U, the H-SLP ends the periodic triggered session by sending a SUPL
END message to the SET and informs the V-SLP about the end of the periodic triggered session by sending a SUPL
END message using an RLP SSRP tunnel message to the V-SLP.
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Figure 66: SET Initiated Periodic Location Request with transfer of the position result to 3rd party — non-roaming —

non-proxy mode
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NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for a periodic triggered service with transfer to a 3" party from an

B.

C.

application running on the SET. The SET takes appropriate action establishing or resuming a secure connection.

The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid), periodic trigger parameters and Third Party ID. The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

The H-SLC verifies that the target SET is currently not SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0.

However, there are various environment dependent mechanisms.

Through internal communication the H-SLC requests service for a periodic triggered session from the H-SPC. The
H-SLC generates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and forwards both
to the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLC
SHALL determine the intended positioning method to be used for the area event triggered session. If required for the
posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL
TRIGGERED START message. The H-SLC SHALL respond with a SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod, H-SPC address and

SPC SET Key and SPC-TID. The SET and the H-SLP MAY release the secure connection.

When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, the Location
ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio technology being
used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the
Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the H-SPC SHALL directly proceed to step I and not engage in a
SUPL POS session.

Through internal communication the H-SPC may request a coarse position from the H-SLC based on the lid
received in the SUPL POS INIT message.

The SET and the H-SPC MAY exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SPC sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SPC and therefore needs to be included in the message for batch reporting mode.

This step is optional: Once the position calculation is complete and if real time or quasi-real time reporting is used,
the H-SPC sends the position estimate through internal communication to the H-SLC.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps F to J are not performed. Instead, the SET autonomously calculates the position
estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLC using a SUPL
REPORT message containing the session-id and the position estimate.
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0.

This step is optional: once the position calculation is complete and if real time or quasi-real time reporting is used,
the H-SLC transfers the position result to the 3™ party. If the reporting mode is set to batch reporting, no transfer
takes place.

This step is optional: If the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and if batch
reporting or quasi-real time reporting is used, the SET MAY - if supported - perform SET Based position fixes
(autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the H-
SLP, enhanced cell/sector measurements. In the case of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLC. The SUPL REPORT message contains the session-id and the position result(s) including
date and time information for each position result and optionally the position method used. In the case of batch
reporting, the stored position estimates and/or enhanced cell/sector measurements included in the SUPL_REPORT
message may be chosen according to criteria received in step E. If no criteria are received in step E, the SET shall
include all stored position estimates and/or enhanced cell/sector measurements not previously reported.

This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step M, the H-SPC may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC and the H-SPC may engage in internal communication.

The H-SLP transfers the reported and/or calculated position estimate(s) to the 31 party.

When the last position estimate needs to be calculated i.e. the end of the periodic triggered session has been reached, steps P
to V may be performed (a repeat of steps F to J). Alternatively - and if applicable - step L is repeated.

U.

This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step Y, if and as soon as all the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLC.

1ii. The SET is able to establish communication with the H-SLP

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLC. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL. REPORT message may be chosen according to criteria
received in step E. If no criteria are received in step E, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

V.

e

This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step U, the H-SPC may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC and the H-SPC may engage in internal communication.

The H-SLC transfers the reported and/or calculated historical position estimate(s) to the 3™ party.
The H-SLC indicates the end of the periodic triggered session to the H-SLP through internal communication.

After the last position result has been transferred to the 3™ party in step W, the H-SLC ends the periodic triggered
session by sending a SUPL END message to the SET. Please note that if the last position was calculated in step Q
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and step U was not performed, the SUPL END message is sent from the H-SPC to the SET (as opposed to from the
H-SLC to the SET).

5.2.14.5 Roaming with V-SLP Positioning Successful Case — Non-Proxy Mode

SUPL Roaming where the V-SLP is involved in the positioning calculation.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc

Page 187 (409)

ZzZ Erx

= o U O T

< C

=

FF
GG

HH

SET Lookup,
Routing Info

ST3

Location delivery

Location delivery

Location delivery

|
H-SLC l
|
|

SUPL TRIGGERED

Target

|
|
|
! SET
[

Data Connection
Setup

BTART(session-id, lid, SET capabilities, rep_capabilities,

<
-

RLP SSRLIR(SUPL TRI

Third Party 1d)

GGERED START, SPC_SET |

|

RLP SSRLIA(SUPL TRIG(

Internal Communication
4_1__0___‘1_'_“__»

BERED RESPONSE)

SUPL TRIGGERE

D RESPONSE(session-id, po

Key, SPC-TID)

ethod, V-SPC address,

UT1

RLP SSRP(SUPL REPOR
-

trigger_params, rep_mod:

SUPI
Internal Communication

~
~

)

OS INIT(session-id, lid, SET ¢

~
~

apabilities)

| P
¢

| uT2

SUPL POS

SUPL

REPORT(session-id, position)

uT3

Internal Communication

~
~

<

Q

SUPL REPORT(session-id,

Q

~
~

~
~

SET obtains — and stores -
position(s) or enhanced
cell/sector measurements
autonomously

position)

<«

RLP SSRP(SUPL REPORT

RLP SSRP(SUPL REPOR

Internal Communication

-«

~

RLP SSRP(SUPL REPOR

SUP

14

~
~

~

OS INIT(session-id, lid, SET chpabilities)

| "ternal Communication |

L&

| uT2

SUPL POS

SUPL

REPORT (session-id, position)

uT3

Internal Communication

D

<

IPL REPORT(session-id, positi

bn)

Sy
-
RLP SSRP(SUPL REPORT

)

RLP SSRP(SUPL REPOR

Internal Communication

RLP SSRP(SUPL END)

Internal Communication

SUPL END(session-id)

\

Figure 67: SET Initiated Periodic Location Request with transfer of the position result to 3rd party — roaming with V-
SLP Positioning — non-proxy mode

NOTE:

See Appendix D for timer descriptions.
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A. The SUPL Agent on the SET receives a request for a periodic triggered service with transfer to a 3" party from an

B.

C.

application running on the SET. The SET takes appropriate action establishing or resuming a secure connection.

The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid), periodic trigger parameters and Third Party ID. The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

The H-SLC verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.

However, there are various environment dependent mechanisms.

The H-SLC decides that the assistance data/position calculation is done by the V-SLP and sends an RLP SSRLIR
message tunnelling the SUPL TRIGGERED START message to the V-SLC. The H-SLC also generates

SPC _SET Key and SPC-TID to be used for V-SPC/SET mutual authentication and includes both in the RRLP
SSRLIR message.

Through internal communication the V-SLC requests service for a periodic triggered session from the V-SPC. The
V-SLC also forwards the SPC_SET Key and SPC-TID to the V-SPC. The V-SPC grants or denies the request and
informs the V-SLC accordingly.

Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-
SLC SHALL determine the intended positioning method to be used for the periodic triggered session. If required for
the posmethod, the V-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The V-SLC responds with a SUPL TRIGGERED RESPONSE tunnelled
over RLP in a SSRLIA message back to the H-SLC that it is capable of supporting this request. The SUPL
TRIGGERED RESPONSE contains at least the sessionid, posmethod and the V-SPC address.

The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE
message contains session-id, posmethod, V-SPC address and SPC_SET Key and SPC-TID.The SET and the H-SLC
MAY release the secure connection.

When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
the V-SPC to start a positioning session with the V-SPC. The SUPL POS INIT message contains at least session-id,
the Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id
based position fix) that meets a required QoP, the V-SPC SHALL directly proceed to step K and not engage in a
SUPL POS session.

Through internal communication the V-SPC may request a coarse position from the V-SLC based on the lid
received in the SUPL POS INIT message.

The SET and the V-SPC MAY exchange several successive positioning procedure messages.
The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

Once the position calculation is complete the V-SPC sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the V-SPC. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the V-SPC and therefore needs to be included in the message for batch reporting mode.

This step is optional: once the position calculation is complete and if real time or quasi-real time reporting is used,
the V-SPC sends the position estimate through internal communication to the V-SLC.
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M. This step is conditional and is only used after step L occurred. The V-SLC sends the position estimate to the H-SLC

in a SUPL REPORT message. The SUPL REPORT message includes at a minimum the session-id and the position
estimate. The SUPL REPORT message is carried within an RLP SSRP message.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps H to M are not performed. Instead, the SET autonomously calculates the
position estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLC using
a SUPL REPORT message containing the session-id and the position estimate.

N.

0.

T.

This step is optional: if real time or quasi-real time reporting is used, the H-SLC transfers the position estimate to the
3" party. If the reporting mode is set to batch reporting, no transfer occurs.

This step is optional: If the SET cannot communicate with the V-SLP (e.g. no radio coverage available) and if batch
reporting or quasi-real time reporting is used, the SET MAY - if supported - perform SET Based position fixes
(autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the H-
SLP, enhanced cell/sector measurements. In the case, of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the V-SLP.

This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP/V-SLP, if
quasi-real time reporting is used if one or more previous reports have been missed. The SET sends the stored
position estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL
REPORT message to the H-SLC. The SUPL REPORT message contains the session-id and the position result(s)
including date and time information for each position result and optionally the position method used. In the case of
batch reporting, the stored position estimates and/or enhanced cell/sector measurements included in the

SUPL REPORT message may be chosen according to criteria received in step G. If no criteria are received in step
G, the SET shall include all stored position estimates and/or enhanced cell/sector measurements not previously
reported.

This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step P, the V-SLP may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC sends a SUPL REPORT message to the V-SLC using an SSRP
message over RLP tunnel.

This step is optional and only used if the V-SPC is required to translate stored enhanced cell/sector measurements
received by the V-SLC into actual position estimates. In this case, internal communication between the V-SLC and
the V-SPC takes place.

This step is conditional and takes place after step Q and - optionally - step R. A SUPL REPORT message containing
position estimates calculated from enhanced cell/sector measurements received in step Q is sent from the V-SLC to
the H-SLC using an SSRP message over RLP tunnel.

The H-SLC transfers the reported and/or calculated position estimate(s) to the 3™ party.

When the last position estimate needs to be calculated i.e. the end of the periodic triggered session has been reached,
steps U to Z may be performed (a repeat of steps H to M). Alternatively — and if applicable — step O is repeated.

AA.This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector

measurements has been obtained or was due, and at any time up until step HH, if and as soon as all the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLC.

iii. The SET is able to establish communication with the H-SLP.
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iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLC. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL_REPORT message may be chosen according to criteria
received in step G. If no criteria are received in step G, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

BB. This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step AA, the V-SLP may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates. To this end the H-SLC sends a SUPL REPORT message to the V-SLC using an SSRP
message over RLP tunnel.

CC. This step is optional and only used if the V-SPC is required to translate stored enhanced cell/sector measurements
received by the V-SLC into actual position estimates. In this case, internal communication between the V-SLC and
the V-SPC takes place.

DD. This step is conditional and takes place after step BB and - optionally - step CC. A SUPL REPORT message
containing position estimates calculated from enhanced cell/sector measurements received in step BB is sent from
the V-SLC to the H-SLC using an SSRP message over RLP tunnel.

EE. The H-SLC transfers the reported and/or calculated historical position estimate(s) to the 3™ party.

FF. The H-SLC informs the V-SLC about the end of the periodic triggered session through an SUPL END message
carried within an SSRP message over RLP tunnel.

GG. The V-SLC informs the V-SPC about the end of the periodic triggered session through internal communication.

HH. The H-SLC ends the periodic triggered session with the SET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Please note that if the last position was calculated in step W and step AA
was not performed, the SUPL END message is sent from the V-SPC to the SET.
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5.214.6 Roaming with H-SLP Positioning Successful Case — Proxy Mode
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Figure 68: SET Initiated Periodic Location Request with transfer of the position result to 3rd party — roaming with H-
SLP Positioning — non-proxy mode
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NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for a periodic triggered service with transfer to a 3" party from an

B.

C.

application running on the SET. The SET takes appropriate action establishing or resuming a secure connection.

The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the
H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in
this case periodic), Location ID (lid), periodic trigger parameters and Third Party ID. The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801).

The H-SLC verifies that the target SET is currently SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0.

However, there are various environment dependent mechanisms.

Through internal communication the H-SLC requests service for a periodic triggered session from the H-SPC. The
H-SLC also creates SPC_SET Key and SPC-TID to be used for mutual H-SPC/SET authentication and forwards
both to the H-SPC through internal communication. The H-SPC grants or denies the request and informs the H-SLC
accordingly.

Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-
SLC SHALL determine the intended positioning method to be used for the periodic triggered session. If required for
the posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the
SUPL TRIGGERED START message. The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET.
The SUPL TRIGGERED RESPONSE message contains session-id, posmethod, H-SPC address and SPC_SET Key
and SPC-TID. The SET and the H-SLC MAY release the secure connection.

When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET takes
appropriate action establishing or resuming a secure connection. The SET then sends a SUPL POS INIT message to
the H-SPC to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id,
the Location ID (lid) and the SET capabilities parameter. The SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The
SET MAY set the Requested Assistance Data element in the SUPL POS INIT.

If the SUPL POS INIT message contains a position that meets a required QoP, the H-SPC SHALL directly proceed
to step L.

Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid
received in step F.

To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLP.

The V-SLP translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA
message.

For real-time or quasi-real time reporting, if the returned position meets a required QoP, the H-SLC SHALL directly
proceed to step L and not engage in a SUPL POS session. For batch reporting, if the returned position meets a
required QoP, the H-SLC SHALL send the position result through internal communication to the H-SPC (step J) and
the H-SPC will forward the position result to the SET using a SUPL REPORT message (step L) without engaging in
a SUPL POS session (step K).

The H-SLC forwards the coarse position to the H-SPC through internal communication.

The SET and the H-SPC MAY exchange several successive positioning procedure messages.
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).
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L. Once the position calculation is complete the H-SPC sends the SUPL REPORT message to the SET informing it that
the positioning procedure is completed. The SET MAY release the secure connection to the H-SLP. If the reporting
mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is
calculated by the H-SPC and therefore needs to be included in the message for batch reporting mode.

M. This step is optional and only used for real-time reporting: once the position calculation is complete, the H-SPC
sends the position estimate to the H-SLC through internal communication.

If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g.
autonomous GPS or A-GPS SET Based mode where the SET has current GPS assistance data and does not require an
assistance data update from the H-SLP) steps F to M are not performed. Instead, the SET autonomously calculates the
position estimate and — for real time or quasi-real time reporting — sends the calculated position estimate to the H-SLC using
a SUPL REPORT message containing the session-id and the position estimate.

N. This step is optional: if real time or quasi-real time reporting is used, the H-SLC transfers the calculated position
estimate to the 3" party. If the reporting mode is set to batch reporting, no transfer occurs.

O. This step is optional: If the SET cannot communicate with the H-SLP (e.g. no radio coverage available) and if batch
reporting or quasi-real time reporting is used, the SET MAY — if supported - perform SET Based position fixes
(autonomous GPS or SET Based A-GPS where the SET has current assistance data) and/or, if allowed by the H-
SLP, enhanced cell/sector measurements. In the case, of batch reporting, and if explicitly allowed by the H-SLP,
enhanced cell/sector measurements are permitted even when the SET can communicate with the H-SLP.

P. This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports
have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real
time reporting is used if one or more previous reports have been missed. The SET sends the stored position
estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT
message to the H-SLC. The SUPL REPORT message contains the session-id and the position result(s) including
date and time information for each position result and optionally the position method used. In the case of batch
reporting, the stored position estimates and/or enhanced cell/sector measurements included in the SUPL. REPORT
message may be chosen according to criteria received in step E. If no criteria are received in step E, the SET shall
include all stored position estimates and/or enhanced cell/sector measurements not previously reported.

Q. This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step P, the V-SLP may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates To this end the H-SLC sends an RLP SRLIR message to the V-SLC.

R. This step is conditional and takes place only if step Q occurred. The V-SLC sends the position result calculated
based on the enhanced cell/sector measurements received in step Q to the H-SLC.

S. This step is optional and only takes place if after the translation into a position estimate in steps Q and R the H-SPC
is required to calculate the position estimate. In this case, internal communication between the H-SLC and H-SPC
takes place.

T. The H-SLC transfers the reported and/or calculated position estimate(s) to the 31 party.

When the last position estimate needs to be calculated i.e. the end of the periodic triggered session has been reached, steps U
to BB may be performed (a repeat of steps F to M). Alternatively — and if applicable — step O is repeated.

CC. This step is optional and is executed after the last position estimate or, if allowed, last set of enhanced cell/sector
measurements has been obtained or was due, and at any time up until step II, if and as soon as all the following
conditions apply:

i.  Batch reporting or quasi-real time reporting is used.

ii. The SET has stored historic location reports and/or stored historic enhanced cell/sector measurements that
have not yet been sent to the H-SLC.

1ii. The SET is able to establish communication with the H-SLP.

© 2008 Open Mobile Alliance Ltd. All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20080627-C.doc Page 194 (409)

iv. In the case of batch reporting, the conditions for sending have arisen (e.g. the conditions define sending
after the last position estimate is obtained).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector
measurements not previously reported to the H-SLC. In the case of batch reporting, the stored position estimates and/or
stored enhanced cell/sector measurements included in the SUPL_REPORT message may be chosen according to criteria
received in step E. If no criteria are received in step E, the SET shall include all stored position estimates and/or stored
enhanced cell/sector measurements not previously reported.

DD. This step is optional: if the H-SLC received stored enhanced cell/sector measurements in the SUPL REPORT
message in step CC, the V-SLP may need to be involved to translate the enhanced cell/sector measurements into
actual position estimates To this end the H-SLC sends an RLP SRLIR message to the V-SLC.

EE. This step is conditional and takes place only if step DD occurred. The V-SLC sends the position result calculated
based on the enhanced cell/sector measurements received in step DD to the H-SLC.

FF. This step is optional and only takes place if after the translation into a position estimate in steps DD and EE the H-
SPC is required to calculate the position estimate. In this case, internal communication between the H-SLC and H-
SPC takes place.

GG. The H-SLC transfers the reported and/or calculated historical position estimate(s) to the 3™ party.
HH. Using internal communication, the H-SLC informs the H-SPC of the end of the periodic triggered session.

II. The H-SLC ends the periodic triggered session with the SET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Please note that if the last position was calculated in step Z and step CC was
not performed, the SUPL END message is sent from the H-SPC to the SET (as opposed to from the H-SLC to the
SET).

5.2.15 SET-Initiated Location Request of Transfer Location to Third Party

This section describes the call flow for SET Initiated Location Request with transfer to Third Party. The location delivery to a
Third Party takes place at the end of the call flow and can be viewed as independent of the actual SET Initiated SUPL
session. For this reason, only the proxy mode, non roaming scenarios are described in this section. The procedure for transfer
to Third Party applies to all other scenarios (roaming proxy mode, non proxy mode roaming and non-roaming) in the same
way i.e. the transfer to Third Party takes place after the SET Initiated call flow has finished.

NOTE: The call flow diagram of this section, shows the transfer of the location to a Third Party indicated by a place holder
"Location delivery". The specifics of the actual delivery of the location to the Third Party are outside the scope of SUPL.
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B SUPL START(session-id, lid, SET capabilities, Third party id )
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D SUPL RESPONSE(session-id, posmethod)
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E SUPL POS INIT(session-id, lid, SET capabilities) |
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Figure 69: SET Initiated Location Request of Transfer Location to Third party

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the Target SET initiates a SET Initiated location request with Transfer to Third Party. The SET
takes appropriate action to establish or resume a secure connection.

B. The SUPL Agent on the Target SET uses the default address provisioned by the Home Network to establish a secure
connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The
SUPL START message contains session-id, SET capabilities and Third Party ID.

C. The H-SLP verifies that the Target SET is currently not SUPL roaming.

NOTE: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL.
However, there are various environment dependent mechanisms.

D. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the posmethod, the H-SLP SHALL use the supported positioning protocol
(e.g., RRLP, RRC, TIA-801) from the SUPL START message. The H-SLP SHALL respond with the SUPL
RESPONSE to the SET. The SUPL RESPONSE contains the session-id but no H-SLP address, to indicate to the
SET that a new connection SHALL NOT be established. The SUPL RESPONSE also contains the posmethod. If,
however, a position retrieved or calculated based on information received in the SUPL START message meets a
requested QoP, the H-SLP MAY directly proceed to step G.

E. After the SET receives the SUPL RESPONSE from H-SLP, the SET sends a SUPL POS INIT message. The SUPL
POS INIT message contains at least session-id, SET capabilities and Location ID (lid). The SET capabilities include
the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology
being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY
include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance
Data element in the SUPL POS INIT.
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F. The SET and the H-SLP MAY exchange several successive positioning procedure messages.
The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the
SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

G. The H-SLP sends the SUPL END message to the Target SET informing it that no further positioning procedure will
be started and that the session is finished. The SET releases all resources related to the session .

H. The H-SLP transfers the position result to the Third party and releases all resources related to the session.

5.2.16 Network Change for Area Event Triggered Scenarios

See section 5.1.14.
5.2.17 Exception Procedures
5.2171 SET Authorization Failure

Target
H-SLP SET
Data
Connection
Setup
SUPL START (session-id, lid, SET capabilities)
SET Authorization Failure
UT1
SUPL END (session-id, status code="positioningNotPermitted”)

Figure 70: SET-Initiated Error SET Authorization Failure
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. The SET takes
appropriate action establishing or resuming a secure connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP
connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP.

C. Authorization of the SET-initiated positioning request fails at the H-SLP (for example, the SET User has not
subscribed to SET-initiated location services).

D. The H-SLP returns to the SET a SUPL END message containing the session-id and the status code indicating the
error reason (“positioning not permitted”’). Afterwards the SET releases the secure IP connection and all resources
related to this session at the Lup interface.

5.2.17.2 SUPL Protocol Error

When during a SUPL session either the SLP or the SET receives a message, which cannot be processed by the receiving
entity due to SUPL protocol error, the receiving entity shall send a SUPL END message to the sending entity including a
status code indicating protocol error.
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Possible protocol error cases can be

mandatory and/or conditional parameter is missing

wrong parameter value
unexpected message

invalid session-id

positioning protocol mismatch

The SUPL END message includes the valid session-id actually being used in the session. When an invalid session-id has
been received the invalid session-id shall be returned to the sending entity along with the status code. A received session-id
shall be treated as invalid if no open session can be assigned to this session-id or in case of the SUPL INIT message, the
session-id is not treated as SLP-generated by the SET.

Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The described processing for protocol error does only apply to messages on the SUPL level. Exceptions, which occur during
application of the specific positioning protocols (e.g., RRLP, RRC, TIA-801) shall be handled by means of the exception
procedure specific for this positioning protocol along with the related messages.

The following SUPL protocol error types, attributable to either the SLP or the SET, are addressed by the general exception
procedure shown below:

Missing mandatory parameter(s)

Wrong parameter value

Unexpected message

Positioning protocol mismatch

SET or SLP

SET-initiated location service in progress, leading up to SUPL

messaging exchange between SLP and SET

SUPL message (contains SUPL protocol error )

SUPL END (status code)

SLP or SET
\
A
B
C -

Figure 71: SET-Initiated Error SUPL Protocol Error

A SET-initiated location request has occurred, in either roaming or non-roaming SET scenario, in which the call
flow has progressed to the SUPL messaging exchange between the SLP and the SET.

A SUPL message sent from either the SLP or the SET contains a protocol error. Such message, if sent by the SLP,
may be SUPL RESPONSE; such message, if sent by the SET, may be SUPL START or SUPL POS INIT.
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C. The recipient (either the SLP or SET) of the SUPL message containing the protocol error responds with a SUPL
END message containing the status code for the specific protocol error. Afterwards, both sides release all resources

related to this session at the Lup reference point.

5.217.3 SUPL timer expiration

When either a SLP or a SET timer expires, the procedure described in Appendix D shall be followed.

5.217.4  SET cancels the triggered location request

Target
V-SLP H-SLP
SET
A Triggered Location service in progress
B < SUPL TRIGGERED STOP (session-id)
RLP SSRP(SUPL TRIGGERED STOP)
g uT7
C
SUPL END (session-id)

D

Figure 72: Network Initiated Triggered location, SET cancels the triggered location request

NOTE: See Appendix D for timer descriptions.

A. The triggered location procedure is processing.

B. The SET sends a SUPL TRIGGERED STOP message with the session-id to H-SLP to request cancel this triggered

location.

C. This step is optional. If H-SLP has roaming session with one V-SLP, it should send RLP SSRP message including
SUPL TRIGGERED STOP to notify the VSLP to release resource allocated for this session.

D. The H-SLP sends the SUPL END message to the SET. The SET SHALL release the secure IP connection and release

all resources related to this session.
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6. Security Considerations

This section describes the SUPL Security function that enables the SUPL network to authenticate and authorize the SET and
enables the SET to authenticate and authorize the SUPL network.

NOTE: Unless otherwise specified, the use of the acronym TLS refers to any session that can be negotiated using a TLS
handshake: this includes both TLS 1.1 ciphersuites and TLS-PSK ciphersuites.

NOTE: In this section, the following definitions apply. A 3GPP bearer network is one for which the standards are
maintained by 3GPP; these include GSM, GPRS, EDGE, WCDMA/TD-SCDMA and the upcoming LTE bearer networks. A
3GPP2 bearer network is one for which the standards are maintained by 3GPP2; these include cdmaOne, cdma2000 1x,
¢dma200 EV-DO and UMB bearer networks. A 3GPP SET (3GPP2 SET respectively) is a SET that supports data access via
a 3GPP bearer network (3GPP2 bearer network respectively). A WiMAX SET is a SET that supports data access via a
WiMAX bearer network ([NWG 1.2.0 stage 2], [NWG 1.2.0 stage3]).

NOTE: H-SLP operators should note that the authentication methods described herein do not take into account scenarios
where the SET moves from one access network to another. It is assumed, that after the hand over to another access system,
the security context may not be available in the terminal and the network and the level of trust between the network and
terminal may change.

On powering up and shutting down, detection of a new UICC or removal of a UICC, the SET handset MUST delete any keys
on the SET handset associated with SUPL 2.0, including

=  GBA Keys: such as Ks, Ks NAF, Ks_ext NAF
=  WIMAX Keys: such as SEK
=  TLS Keys: such as pre_master_secret, master_secret, and PSK values such as PSK_SPC_SET Key.

= SUPL Specific Keys: such as keys associated with protection of SUPL INIT messages.

6.1 SUPL Authentication Model

Mutual authentication SHALL be supported between a SET and an H-SLP. Server authentication SHALL be supported
between a SET and an E-SLP, and mutual authentication MAY be supported between a SET and E-SLP.

When mutual authentication is performed, the SET SHALL act on behalf of the SET User via a SUPL Agent contained in the
SET using the security credentials associated with the SET User.

Note that a successful authentication of the SET User MUST result in a successful identification of the SET User’s ID
(e.g., MSISDN, WIMAX user ID).

Note that when MSISDN is used for identification, the SLP MUST perform an IMSI to MSISDN binding before the
MSISDN of the authenticated SET User is securely identified.

The details of Key Management can be found in section 6.1.2.

6.1.1 SET-SLC Mutual-Authentication Methods

Section 6.1.1.1 lists the SET-SLC authentication methods supported in this specification. An informative overview of these
methods is provided in section 6.1.1.2. Section 6.1.1.3 describes which methods are mandatory or optional in the various
SUPL 2.0 entities, and lists the protocols required in each entity if it is to support a given SET-SLC mutual-authentication
method.
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6.1.1.1 List of Supported SET-SLC Mutual-Authentication Methods

The SUPL Authentication model requires shared secret keys between the SLC and the SET, preferably bound to a removable
token such as a R-UIM/UICC/SIM/USIM.

There are two classes of SET-SLC authentication methods specified in this document:
*  PSK-based methods, consisting of the following methods:
o  Generic Bootstrapping Architecture (GBA)-based method
o SEK based method (only applicable to WIMAX Home-SLC)
*  Server-certificate based methods, consisting of the following methods:
o Alternative Client authentication (ACA)-based method,

o SLC-only method (only applicable in emergency cases).

6.1.1.2 Overview of Supported SET-SLC Mutual-Authentication Methods
(Informative)

(1) Generic Bootstrapping Architecture (GBA)-Based. TLS-PSK with Generic Bootstrapping Architecture (GBA)
([3GPP 33.220], [3GPP 33.222], [3GPP2 S.S0109], [3GPP2 S.S0114]). GBA provides mutual authentication capability
based on shared secret that is derived using existing 3GPP/3GPP2 authentication mechanisms.

=  SET and SLC are mutually authenticated using TLS-PSK with Generic Bootstrapping Architecture (GBA) ([3GPP
33.220], [3GPP 33.222], [3GPP2 S.S0109], [3GPP2 S.S0114]).

(2) SEK based (only applicable to WIMAX Home-SLC).

= SET and SLC are mutually authenticated using TLS-PSK with SEK. The details of SEK method can be found in
section 6.1.2.2.

(3) Alternative Client authentication (ACA)-based. This uses TLS with
=  RSA certificate to authenticate the SLC to the SET,

= Alternative Client authentication of the SET to the SLC (see section 6.1.4). In this case, the SLC authenticates the
SET by getting the bearer network to confirm the IP address associated with the SET Identifier (MSISDN etc.).

(4) SLC-only. This is used in scenarios where it is not possible for the SLC to authenticate the SET. This method SHALL
NOT be used for non-emergency cases. The SET cannot distinguish between this method and ACA-based. This uses
TLS with

=  An RSA certificate to authenticate the SLC to the SET,
=  The SET is not authenticated.

6.1.1.3 Supported SET-SLC Mutual-Authentication Methods by Entity

Table 1 and Table 2 indicate those methods that are mandatory and those methods that are optional to implement in the
Home-SLC, Emergency-SLC, SET handset and SET (R-)UIM/ SIM/USIM for SUPL 2.0; Table 3 lists the required protocols
for the H-SLC, SET Handset and SET (R-)UIM/ SIM/USIM for supporting each the various authentication methods.
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Requirement Status for SUPL Authentication Method in GSM and UMTS systems

) PSK-based methods Server-Certificate Based Methods
Entity
SLC-onl
GBA-based ACA-based oy
(E-SLC only)
Home-SLC Mandatory to support one of these two methods. Not supported
Emergency-SLC Optional Optional Mandatory
SET Handset Optional Mandatory Mandatory
SET SIM/USIM/(R)-UIM is
SIM/USIM/(R)- involved in this method, but This entity is not This entity is not involved
UIM it already supports the involved in this method in this method

necessary algorithm

Table 1: Requirement status (mandatory or optional) of the various authentication methods for the H-SLC,
Emergency- SLC, SET handset and SET SIM/USIM for systems supporting 3GPP SETs and systems supporting

3GPP2 SETs.

NOTE: SET Handset support for the ACA-based method (only for 3GPP and 3GPP2) and the SLC-only
method are required for emergency cases.

Requirement Status for SUPL Authentication Method in WiMAX systems

. PSK-based methods Server-Certificate Based Methods
Entity
SLC-only
SEK based ACA-based
(E-SLC only)
Home-SLC Mandator Not Not Supported
y Supported PP
Optional Not
Emergency-SLC Supported Mandatory
SET Handset Mandator Not Mandator
y Supported y

Table 2: Requirement status (mandatory or optional) of the various authentication methods for the H-SLC,
Emergency- SLC and the SET handset for WIMAX systems
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Entity Algorithms required to support the Authentication Method between SET and SLC

PSK-based methods Server-Certificate Based Methods
GBA-based SEK-based ACA-based SLC-only (E-SLC

only)

(WiMAX only) (3GPP & 3GPP2 only)
SLC GBA & TLS-PSK SEK & TLS-PSK TLS using server TLS using server
certificates & IP certificates
Address/SET ID binding
SET Handset GBA & TLS-PSK SEK & TLS-PSK TLS using server certificates
SET R- No additional Not applicable No additional algorithms required
UIM/UICC/SIM/USIM |  algorithms required

Table 3. Required protocols for the SLC, SET Handset and SET R-UIM/UICC/SIM/USIM for supporting the various
mutual authentication methods.

Where the GBA-based method is supported, the BSF stores user security settings (USS) associated with the H-SLP
applications. When the H-SLP requests the USS, the BSF must include a SET user identity (e.g. IMPIL, IMSI or MSISDN) in
the USS.

6.1.1.4 Techniques for Minimizing the TLS Handshake Workload

The procedures in this section will minimize the workload associated with establishing TLS sessions between the H-SLC and
SET. Where there is a conflict with [TLS], [TLS] takes precedence.

If a SET and H-SLC are communicating SUPL messages associated with more than one SUPL sessions simultaneously, then
the SET and H-SLC SHOULD use a single TLS sessions to secure these messages; that is, th