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1. Scope

This document describes the UserPlane LocatioroBob{ULP) for SUPL 2.0. ULP is a protocol-levektantiation of the
Lup reference point described in [SUPLAD2]. Thetpool is used between the SLP (SUPL Location Platfand a SET
(SUPL Enabled Terminal). For more details about EBBquirements refer to [SUPLRDZ2].
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT", “REQUIRED”, “SHALL", “SHALL NOT", “SHOULD", “SHOULD NOT",
“RECOMMENDED?”, “MAY”, and “OPTIONAL” in this documat are to be interpreted as described in [RFC 2119]

All sections and appendixes, except “Scope” anttébfuction”, are normative, unless they are exgiiéhdicated to be
informative.

3.2 Definitions

Area ID Area ID is the identity of an area in a wirelessvek.

I-WLAN The interworking WLAN refers to the system for imterking between 3GPP/3GPP2 systems and
WLAN. The intent of 3GPP/3GPP2—-WLAN Interworkingttsextend 3GPP/3GPP2 services and
functionality to the WLAN access environment. THgFP/3GPP2-WLAN Interworking System provides
bearer services allowing a 3GPP/3GPP2 subscrihese@ WLAN to access 3GPP/3GPP2 PS based
services.

Location ID The Location ID defines the current serving celkrent serving WLAN AP or current serving WiMAX
BS information of the SET.

Major Version Major versions are likely to contain major featadalitions; MAY contain incompatibilities with prexis
specification revisions; and though unlikely, coalthnge, drop, or replace standard or existingfades.
Initial releases are “1_0". [OMAOPS]

Minor Version Minor versions are likely to contain minor featadditions, be compatible with the preceding Major
version. Minor specification revision include ekisf interfaces, although it MAY provide evolving
interfaces. The initial minor release for any magease is “0”, i.e. 1_0 [OMAOPS]

Multiple Location IDs The Multiple Location IDs parameter may containrent non-serving cell, current non-serving WLAN
AP or current non-serving WiMAX BS information fire SET and/or historic serving or non-serving
cell, WLAN AP or WiMAX BS information for the SET.

Quality of Position A set of attributes associated with a requesttfergeographic position of SET. The attributes idelthe
required horizontal accuracy, vertical accuracyx toaation age, and response time of the SET positi

Service Indicator Service indicators are intended to be compatibth thie Major_ Minor release they relate to but bdd
fixes. No new functions will be added through thkease of Service Indicators. [OMAOPS]

SUPL Roaming For positioning not associated with an emergenoyices call, SUPL roaming occurs when a SET leaves
the service area of its H-SLP. For positioningpbaigted with an emergency services call, SUPL rogmi
occurs when the SET is not within the service afdhe E-SLP. The service area of an H-SLP or P-SL
includes the area within which the H-SLP or E-SlaR provide a position estimate for a SET or relevan
assistance data to a SET without contacting othEsS It should be noted that an H-SLP or E-SLP
service area is not necessarily associated witeghgce area(s) of the underlying wireless netg)rk

There are variants of SUPL roaming which are surrredibelow:

» The H-SLP or E-SLP may request the V-SLP to progidénitial position estimate,
e.g., based upon Location ID.

e The H-SLP or E-SLP may request the V-SLP to protidel up Position
Determination and SPC functionality.

The decision of which variant is applied is impleradion specific and out of the scope of this
specification. For information purposes, the decisvill depend upon such factors as:

(i) Roaming agreements between SUPL providers;

(i) Location ID;

(i) Cached information;

(iv) H-SLP/SET or E-SLP/SET negotiation parameters stsghositioning method.
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3.3 Abbreviations

ACA Alternative Client Authentication
AP Access Point (WLAN)

BS Base Station (WiMAX)

BSF Bootstrapping Server Function

Cl Cell Identity (3GPP)

FQDN Fully Qualified Domain Name
GANSS Galileo and Additional Navigation Satellite Systems
GBA Generic Bootstrapping Architecture
GLONASS GLObal'nayaNAvigatsionnaysSputnikovayaSistema (Engl.: Global Navigation Satellite System)
GNSS Global Navigation Satellite System
LAC Location Area Code (3GPP)

lid Location ID

LPP LTE Positioning Protocol

LRF Location Retrieval Function

LTE Long Term Evolution

MCC Mobile Country Code (3GPP)

MLP Mobile Location Protocol

MNC Mobile Network Code (3GPP)

NID Network ID (C.S0022-A V1.0)
OMA Open Mobile Alliance

OMNA Open Mobile Naming Authority
PAP OMA Push Access Protocol

PSAP Public Safety Answering Point
POTAP OMA Push Over the Air Protocol
QoP Quality of Position

QZss Quasi-Zenith Satellite System

RLP Roaming Location Protocol

RNC Radio Network Controller

SBAS Satellite Based Augmentation System
SEK SUPL Encryption Key

SET SUPL Enabled Terminal

SID System ID (C.S0022-A V1.0)

SIP Session Initiation Protocol

SLC SUPL Location Center

SLP SUPL Location Platform

SM Short Message

SMS Short Message Service

TCP Transmission Control Protocol
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TLS
TD-SCDMA
ULP

UMB

WAP
WCDMA
WIMAX
WLAN

Transport Layer Security

Time Division-Synchronous Code Division Multiple éess
Userplane Location Protocol

Ultra Mobile Broadband

Wireless Application Protocol

Wideband Code Division Multiple Access

Worldwide Interoperability for Microwave Access

Wireless Local Area Network
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4. Introduction

Location services based on the location of mobkéaaks are becoming increasingly widespread. Si8ekcire User Plane
Location) employs user plane data bearers for feamsg location information (e.g GPS assistance) for carrying
positioning technology-related protocols betwe&idL Enabled Terminal (SET) and the network. SUtansidered to
be an effective way of transferring location infation required for computing the target SET’s |amat

To serve a location service to a client, consideralgnaling and position information are transfdrbetween actors such as
a SET and a location server. Currently, assiste8-@RGPS) provides more accurate position of a 8t&h other available
standardized positioning technologies. However, RS@®ver control plane requires modifications texg network
elements, and interfaces (for signaling procedbetween the terminal and the network). SUPL neetisan IP capable
network and requires minimum modification to théwark, and this is an efficient solution that candeployed rapidly.

SUPL utilizes existing standards where availablé possible, and SUPL should be extensible to emglotiore positioning
technologies as the need arises so that theyautiie same mechanism. In the initial phase, SUBIpthvides functionality
of A-GPS with minimum changes of current networdneénts. SUPL 2.0 introduces the A-GNSS conceptdw a
additional Navigation Satellite System assistedtjppéng technology to be utilized, e.g. A-Galileo.

NOTE: Applicability of a particular A-GNSS is subjecttite support in relevant 3GPP and 3GPP2 specifitativat SUPL
is reliant on

The SUPL 2.0 work item adds new functionality, #aded on experience with SUPL 1.0, enhances te&raxfunctionality
while maintaining the SUPL 1.0 requirements.

The new functionality will include:
- Triggered positioning procedures, both periodic areh event.
- Emergency positioning procedures.
- Support of A-GANSS positioning method and improvatsg¢o enhanced cell id positioning method
- Support of I-WLAN, WiMAX and I-WiMAX networks.
- Positioning procedures for delivery to third paatyd retrieval of location of another SET.

Note that a WLAN-capable SET must be an I-WLAN S&Drder to be supported in SUPL2.0. A WLAN-onlyTSE not
supported.

This protocol specification can be used to implen®uPL both in the SET and in the SLP.

The target audience for this specification is depets and systems engineers implementing SUPL s SESLPs.
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5. Detailed Call Flows
5.1 SUPL Collaboration Network Initiated

Network Initiated Services are services, whichioate from within the SUPL network. For these seegithe SUPL Agent
resides in the Network.

Set up and release of connections:

Before sending any ULP messages the SET SHALL nakeled actions such that a TLS connection exigtet&LP/SLC.
This can be achieved by establishing a new cormeatesume a connection or reuse an existing TioBextion. This
includes establishment or utilization of variousadeonnectivity resources that depends on the tedrim which the SET
resides and the type of access network. Data ctimitgbelow IP-level is out of scope of this docant.

The detailed call flows in this section describdgewa TLS connection no longer is needed. Theddriiection shall then
be released unless another SUPL session is usnifth connection.

In the Roaming cases described with an R-SLP itfitle the R-SLP can be omitted in the flow destioips having the H-
SLP interacting directly with SUPL Agent. In thdldlows without R-SLP, an R-SLP can be insertetite=n SUPL Agent
and H-SLP.

5.1.1 Non-Roaming Successful Case — Proxy mode

SUPL
Agent H-SLP Target SET
A MLP SLIR (ms-id, clignt-id, eqop)
B SET Lookup,
Routing Info
c SUPL INIT (session-id, posmethod, SLP mode)
Data Connection
D ST2 Setup
E SUPL POS INIT (session-id, lid, SET capabilities, ver)
uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801/LPP)
G SUPL END (session-id) uTs
H MLP SLIA (posresulp

Figure 1: Network Initiated Non-Roaming SuccessfuCase — Proxy Mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the H-8iitR,which SUPL Agent is associated. The H-SLPlIsha
authenticate the SUPL Agent and check if the SUBEM is authorized for the service it requestsethas the
client-id received. Further, based on the recemsdd the H-SLP shall apply subscriber privacy aggihe client-
id.

If a previously computed position which meets thguested QoP is available at the H-SLP and noicatidn and
verification is required, the H-SLP SHALL directiyoceed to step H. If notification and verificationnotification
only is required, the H-SLP SHALL proceed to step B
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B. The H-SLP verifies that the target SET is currentty SUPL roaming.
The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy miadeator and the intended positioning methodh# tesult of the
privacy check in Step A indicates that notificatmmverification to the target subscriber is needled H-SLP
SHALL also include Notification element in the SURUT message. Before the SUPL INIT message is tenH-
SLP also computes and stores a hash of the message.

If in step A the H-SLP decided to use a previouslgnputed position, the SUPL INIT message SHALL ¢tk this
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message cagrilie
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(notification only) the SET SHALL respond with a BUEND message. The H-SLP SHALL then directly peste
to step H.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
D and use the procedures described in step Edbliss$t a secure connection to the H-SLP

D. The SET analyses the received SUPL INIT. If foumédé¢ non authentic SET takes not further actiotise@vise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhedi-SLP using SLP address that has been proedibyg the
Home Network to the SET. The SET then sends a SRIPE INIT message to start a positioning sessiolm thi
H-SLP. The SET SHALL send the SUPL POS INIT messagn if the SET supported positioning technologies
not include the intended positioning method indidain the SUPL INIT message. The SUPL POS INIT mgss
contains at least session-id, SET capabilitiegsh lof the received SUPL INIT message (ver) anditioe 1D (lid).
The SET capabilities include the supported positigmethods (e.g., SET-Assisted A-GPS, SET-Bas&Ps)
and associated positioning protocols (e.g., RRIRCRTIA-801 or LPP). The SET MAY provide NMR spécifor
the radio technology being used (e.g., for GSM: RXLEV). The SET MAY provide its position, if this
supported. The SET MAY set the Requested AssistBata element in the SUPL POS INIT.

If a position retrieved from or calculated basedrdarmation received in the SUPL POS INIT messiagevailable
that meets the required QoP, the H-SLP MAY direptiyceed to step G and not engage in a SUPL PQ®Bes

F. The H-SLP SHALL check that the hash of SUPL INITtahes the one it has computed for this particiéasi®n.
Based on the SUPL POS INIT message including pdsdés) supported by the SET the H-SLP SHALL then
determine the posmethod. If required for the pobotthe H-SLP SHALL use the supported positioningqxol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PISI message.

The SET and the H-SLP exchange several success$ioping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SERds the SUPL END message to the SET informitigitno
further positioning procedure will be started ahdttthe location session is finished. The SET SHA¢lease the
secure connection to the H-SLP and release aluress related to this session.

H. The H-SLP sends the position estimate back to tieLSAgent in an MLP SLIA message and the H-SLP SHAL
release all resources related to this session.
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5.1.2 Non-Roaming Successful Case — Non-Proxy mode

SUPL
Agent H-SLC H-SLP H-SPC Target SET
A MLP SLIR(ms-id, client-id, eqop)
B SET Lookup, Routing info
Internal Initialization
C [ — e -
b SUPL INIT (session-id, |SPC address, posmethod, SLP mode)
PT1 Data Connection
E Setup
F SUPL AUTH REQ (sessign-id, ver)
ST2 —‘ uT4
G SUPL AUTH RESP ngés on-id, SPC_SET_Key, SPC-TID)
Internal Communication
H SUPL POS INIT (session-id, lid, SET capabilities)
Internal Communication
| L —— - —— . uT2
J SUPL POS (session-id, RRLP/RRC
/TIA-801/LPP)
SUPL END (session-id) uT3
K
Internal Communication
- ————————————— >
M MLP SLIA (posresult)

Figure 2: Network Initiated Non-Roaming SuccessfuCase — Non-Proxy mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the H-3lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the receimsed the H-SLC shall apply subscriber privacy agathe client-
id.

If a previously computed position which meets thguested QoP is available at the H-SLC and noicatidn and
verification is required, the H-SLC SHALL directyoceed to step M. If notification and verificationnotification
only is required, the H-SLC SHALL proceed to stepfizr having performed step B.

B. The H-SLC verifies that the target SET is currentty SUPL roaming.
The H-SLC MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms
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NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLC and H-SPC may exchange information nacgss setup the SUPL POS session.

NOTE: The interface between the H-SLC and the H-SPCasifipd in [SUPL2 ILP TS]. The implementation ofRL
is optional hence the presence(or absence) ofdlifAplementation dependent

D. The H-SLC initiates the location session with tlerSising the SUPL INIT message. The SUPL INIT mgsesa
contains at least session-id, address of the H-BRRy/non-proxy mode indicator and the intendeslifiaming
method. If the result of the privacy check in Seeimdicates that notification or verification toetltarget subscriber
is needed, the H-SLC shall also include the Nattfan element in the SUPL INIT message.

If in step A the H-SLC decided to use a previousiynputed position, the SUPL INIT message SHALL cati

this in a ‘no position’ posmethod parameter valoe the SET SHALL respond with a SUPL END message
carrying the results of the verification processtéss granted, or access denied). If no explicifization is
required (notification only) the SET SHALL respowith a SUPL END message. The H-SLC SHALL then dlyec
proceed to step M.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
E and use the procedures described in step Fablisét a secure connection to the H-SLC

E. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

F. The SET uses the address provisioned by the Horhedxeto establish a secure connection to the H-Slie
SET then checks the proxy/non-proxy mode indicaiatetermine if the H-SLP uses proxy or non-proxagde In
this case non-proxy mode is used and the SET SHgdrd a SUPL AUTH REQ message to the H-SLC.The SUPL
AUTH REQ message contains the session-id and adfakke received SUPL INIT message (ver).

G. The H-SLC creates SPC_SET_Key and SPC-TID to be fesenutual H-SPC/SET authentication and sends bot
in an SUPL AUTH RESP message to the SET. The H-&8lk€ forwards SPC_SET_Key and SPC-TID to the H-
SPC through internal communication.

H. The SET will evaluate the Notification rules antider the appropriate actions. The SET establishescare
connection to the H-SPC according to the addressved in step D. The SET and H-SPC perform mutual
authentication and the SET sends a SUPL POS INSsage to start a positioning session with the H-SP€
SET SHALL send the SUPL POS INIT message evereifSBT supported positioning technologies do ndtide
the intended positioning method indicated in the®’SUNIT message. The SUPL POS INIT message contdins
least session-id, SET capabilities and Locatioiflid). The SET capabilities include the supportediponing
methods (e.g., SET-Assisted A-GPS, SET-Based A-@GR&xssociated positioning protocols (e.g., RARRRC,
TIA-801 or LPP). The SET MAY provide NMR specifiorfthe radio technology being used (e.g., for GIK;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY set the Requested AssistBrata
element in the SUPL POS INIT. The SET SHALL alslease the connection to the H-SLC.

I.  The H-SLC and H-SPC may collaborate to determinmiéial position of the SET to aid in the position
determination process. If the initial position cdéded based on information received in the SUPISPIT
message meets the requested QoP, the H-SPC MAdtIdipeoceed to step K and not engage in a SUPL POS
session.

J. Based on the SUPL POS INIT message including pderdét) supported by the SET the H-SPC SHALL deteemi
the posmethod. If required for the posmethod tHeR€ SHALL use the supported positioning protocd.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INI'Essage
The SET and the H-SPC exchange several successiteoping procedure messages.

The H-SPC calculates the position estimate basebereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesobtained from the SPC (SET-Based).

K. Once the position calculation is complete the H-SBfds the SUPL END message to the SET informitigattno
further positioning procedure will be started ahdttthe SUPL session is finished. The SET SHALEkask the
secure connection to the H-SPC and release allires® related to this session.
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L. The H-SPC informs the H-SLC about the end of th®E5Eession. Unless the H-SLC already knows theipasi
e.g., from step I, the H-SPC informs the H-SLChaf tetermined position from step J. The H-SPC SHAdlkase
all resources related to this session.

M. The H-SLC sends the position estimate back to thieLlSAgent in an MLP SLIA message. The H-SLC SHALL
release all resources related to this session.

5.1.3

SUPL
Agent

R-SLP

A

os)

o O

m

o =z =

MLP SLIR (msid, client-id, eqop)

Routing Info

V-SLP

H-SLP

MLP SLIA (posresult)

RT1

RLP SRLIR (msid, client-id, eqop) o

RL

RLP SRLIA (postesult)

SET Lookup
Routing Info

RLP-SSRLIR(SUR

L START (session-id, msid, eqop))

ST3
RLP-SSRLIA(SUF

SUPL INIT (session-id, posmethod, SLP mode)

Roaming with V-SLP Positioning Successful Cas
SUPL Roaming where the V-SLP is involved in theifiasing calculation.

| RESPONSE (session-id))

e — Proxy mode

Target SET

ST2

Data connection
setup

SUPL POS INIT (session-id, lid, SET capabilities, ver)

il

RLP-SSRP (SURL POS INIT(session-id, lid SET capabilities) uT?2

P-SSRP(SUPL POS

(session-id))

SUPL POS (session-id, RRLP/RRC/

TIA-801/LPP)

RLP-SSRP (SUPL END(session-id, posresult)

SUPL END (session-id)

uT3

Figure 3: Network Initiated Roaming with V-SLP Postioning Successful Case — Proxy mode

NOTE:

See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the R-&itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8é#PL Agent is authorized for the service it regsiglstised
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemniot
authorized for this request, Step O will be retdrmdth the applicable MLP return code.

NOTE:

environment dependent mechanisms

The specifics for determining the H-SLP are congideutside scope of SUPL. However, there are uario
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C. The R-SLP then forwards the location request tdH¥& P of the target subscriber, using RLP protoBalsed on
the received ms-id the H-SLP SHALL apply subscrifxévacy against the client-id. If a previously qomed
position which meets the requested QoP is availatilee H-SLP and no notification and verificatiemequired,
the H-SLP SHALL directly proceed to step N. If figtion and verification or notification only iequired, the H-
SLP SHALL proceed to step G after having perforniedstep D.

D. The H-SLP verifies that the target SET is curre®lyPL roaming. In addition the H-SLP MAY also vgrihat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope

E. The H-SLP sends an RLP SSRLIR to the V-SLP to inftne V-SLP that the target SET will initiate a SUP
positioning procedure. Mandatory parameters in SSPART that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitraryued by H-SLP and be ignored by V-SLP. The SET qfatie
session-id will not be included in this messagéh®yH-SLP to distinguish this scenario from a Shifidted
scenario.

F. The V-SLP acknowledges that it is ready to initi@at8UPL positioning procedure with an RLP SSRLIAl# the
H-SLP.

G. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy nmiadeator and the intended positioning methodh# tesult of the
privacy check in Step C indicates that notificattorverification to the target subscriber is needied H-SLP
SHALL also include the Notification element in tB&IPL INIT message. Before the SUPL INIT messageig
the H-SLP also computes and stores a hash of tksage.

If in step C the H-SLP decided to use a previogsiniputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step N.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
H and use the procedures described in step | &bléstt a secure connection to the H-SLP

H. The SET analyses the received SUPL INIT. If fouméé non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

I.  The SET will evaluate the Notification rules antidar the appropriate actions. The SET also chels&gproxy/non-
proxy mode indicator to determine if the SLP usesyp or non-proxy mode. In this case, proxy modesed, and
the SET SHALL establish a secure connection td## P using SLP address that has been provisiopdideb
Home Network to the SET. The SET then sends a SRIPE INIT message to start a positioning sessiolm thi
H-SLP. The SET SHALL send the SUPL POS INIT messagn if the SET supported positioning technologdies
not include the intended positioning method indidain the SUPL INIT message. The SUPL POS INIT mgss
contains at least session-id, SET capabilitieg<hof the received SUPL INIT message (ver) anditiog 1D (lid).
The SET capabilities include the supported positigmethods (e.g., SET-Assisted A-GPS, SET-Bas&P5)
and associated positioning protocols (e.g., RRIRCRTIA-801 or LPP). The SET MAY optionally provitNMR
specific for the radio technology being used (¢ag. GSM: TA, RXLEV). The SET MAY provide its pogin, if
this is supported. The SET MAY set the Requestesistance Data element in the SUPL POS INIT.

J. The H-SLP SHALL check that the hash of SUPL INITtohes the one it has computed for this particidasi®n.
The H-SLP then tunnels the SUPL POS INIT messagiest&/-SLP.

K. Based on the SUPL POS INIT message including pdsrdés) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the pobpttthe V-SLP SHALL use the supported positiorpngtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIQISI message.

If the V-SLP already calculated an initial positibased on information received in the SUPL POS IMBssage
which satisfies the requested QoP the V-SLP MA¥diy proceed to step L and not engage in a SUP& PO
session.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 33 (410)

o.
5.1.4

Otherwise the SET and the V-SLP exchange sevecakssive positioning procedure messages, tunneledRLP
via the H-SLP.

The V-SLP calculates the position estimate basetth®neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SLP via H-SLP (SET-Based)

Once the position calculation is complete the V-SERds the SUPL END message to the SET, whichitetled
over RLP via the H-SLP. The V-SLP SHALL releaserafiources related to this session.

. The H-SLP forwards the SUPL END to the SET inforgnitnthat no further positioning procedure will &tarted

and that the location session is finished. The SHALL release the secure connection to the H-SldPratease all
resources related to this session.

The H-SLP sends the position estimate back to #$.Rin an RLP SRLIA message. The H-SLP SHALL retea
all resources related to this session.

The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.

Roaming with V-SPC Positioning Successful Cas e — Non-Proxy-
mode

SET Roaming where the V-SLP is involved in the posing calculation.
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Figure 4: Network Initiated Roaming with V-SPC Postioning Successful Case — Non-Proxy-mode

See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the R-&itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglstised
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemnit
authorized for this request, Step T will be retarméth the applicable MLP return code.

The specifics for determining the H-SLP are congideutside scope of SUPL. However, there are uario
environment dependent mechanisms

NOTE:
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C. The R-SLP then forwards the location request tdH¥& P of the target subscriber, using RLP protoBalsed on
the received ms-id the H-SLP SHALL apply subscrifaévacy against the client-id. If a previously qomed
position which meets the requested QoP is availatilee H-SLP and no notification and verificatiemequired,
the H-SLP SHALL directly proceed to step S. If fiotition and verification or naotification only igquired, the H-
SLP SHALL proceed to step H after having perforrtesistep D.

D. The H-SLP verifies that the target SET is curre®lyPL roaming. In addition the H-SLP MAY also vgrihat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope

E. The H-SLP allocates a session-id for the SUPL eassnd decides that the V-SPC will provide assistatata or
perform the position calculation. The H-SLP semifaP SSRLIR to the V-SLC to inform the V-SLC thihe
target SET will initiate a SUPL positioning proceduMandatory parameters in SUPL START that areknotvn
to H-SLP (lid and SET capabilities) shall be popedbawith arbitrary values by H-SLP and be ignorgd/bSLP.
The SET part of the session-id will not be includtethis message by the H-SLP to distinguish thenario from a
SET Initiated scenario.

F. The V-SLC informs the V-SPC of an incoming SUPLIiforing session.

G. The V-SLC acknowledges that V-SPC is ready toatetia SUPL positioning procedure with an RLP SSRih&#&k
to the H-SLP. The message includes at least seskiposmethod and the address of the V-SPC.

H. The H-SLP initiates the location session with tla $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, address of the V-pRRy/non-proxy mode indicator and the intendesliianing
method. If the result of the privacy check in S&mdicates that notification or verification toetharget subscriber
is needed, the H-SLP SHALL also include Notificatelement in the SUPL INIT message.

If in step C the H-SLP decided to use a previousipputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracémsccess granted, or access denied). If no vatidic is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step S.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
| and use the procedures described in step Jablesdt a secure connection to the H-SLP

I.  The SET analyses the received SUPL INIT. If founth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

J. The SET uses the address provisioned by the HortvedXleto establish a connection to the H-SLP. TE& $hen
checks the proxy/non-proxy mode indicator to deteenif the H-SLP uses proxy or non-proxy mode.His tase
non-proxy mode is used and the SET SHALL send alSMPTH REQ message to the H-SLP. The SUPL AUTH
REQ message contains the session-id and a haka oédeived SUPL INIT message (ver).

K. The H-SLP creates SPC_SET_Key and SPC-TID to be fasenutual V-SPC/SET authentication. The H-SLP
forwards SPC_SET_Key and SPC-TID to the V-SLC tgtoan RLP SSRP message. The V-SLC forwards
SPC_SET_Key and SPC-TID to the V-SPC through islesammunication.

L. The H-SLP returns a SUPL AUTH RESP to the SET. $b@L AUTH RESP message SHALL contain the
session-id, SPC_SET_Key and SPC-TID.

M. The SET will evaluate the Notification rules antldw the appropriate actions. The SET establishescare
connection to the V-SPC according to the addressived in step H. The SET and V-SPC perform mutual
authentication and the SET sends a SUPL POS INsage to start a SUPL positioning session with/HsPC.
The SET SHALL send the SUPL POS INIT message eieiSET supported positioning technologies do not
include the intended positioning method indicatethie SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilitieslarodtion ID (lid). The SET capabilities include thepported
positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeods, (
RRLP, RRC, TIA-801 or LPP). The SET MAY provide NMiRecific for the radio technology being used (day.
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S.

T.
5.1.5

GSM: TA, RXLEV). The SET MAY provide its positioif,this is supported. The SET MAY set the Requested
Assistance Data element in the SUPL POS INIT. TB& SHALL also release the connection to the H-SLP.

The V-SLC and V-SPC may collaborate to determinendial position of the SET to aid in the position
determination process. If the initial position cdéded based on information received in the SUPISPIT
message meets the requested QoP, the V-SPC MAMtIgipgoceed to step P and not engage in a SUPL POS
session.

Based on the SUPL POS INIT message including pdsrdét) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the pobkotitthe V-SPC SHALL use the supported positiomrgocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIQISI message.

The SET and the V-SPC exchange several successsitioping procedure messages.

The V-SPC calculates the position estimate basdtd@received positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

Once the position calculation is complete the V-Sle@ds a SUPL END message to the SET informirmgattrio
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.

The V-SPC informs the V-SLC that the positioninggadure is completed and returns the position t.€Elé V-
SPC SHALL release all resources related to thisises

The V-SLC sends a RLP SSRP to the H-SLP carryiagtsition result. The V-SLC SHALL release all neses
related to this session.

The H-SLP sends the position estimate back to #$.Rin an RLP SRLIA message. The H-SLP SHALL re¢ea
all resources related to this session.

The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.
Roaming with H-SLP Positioning Successful cas e — Proxy mode

SUPL Roaming where the H-SLP is involved in theifimsing calculation.
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SUPL R-SLP V-SLP H-SLP Target SET
Agent
A MLP SLIR (msid, clieE -id, eqop)
B Routing Info
C RLP SRLIR (msid, client-id, eqop )
D SET Lookup
Routing Info
E SUPL INIT (session-id, posmethod, SLP mode)
F Data connection
ST2 setup

G RT1 SUPL POS INIT (session-id, lid, SET capabilities, ver)
H | RLP-SRLIR (msid, lid)

uT2

ST4
| RLP-SRLIA (msid, p ST} sult)
SUPL POS (session-id,

J RRLP/RRC/TIA-801/LPP

UT3
K SUPL END (session-id)
L RLP SRLIA (posresult)
M L MLP SLIA (posresult

Figure 5: Network Initiated Roaming with H-SLP Postioning Successful case — Proxy mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP SLIR message to the R-&itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglstised
on the client-id received.

B.

The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemibt

authorized for this request, Step M will be retarméth the applicable MLP return code.

The specifics for determining the H-SLP are congideutside scope of SUPL. However, there are uario
environment dependent mechanisms

NOTE:

C. The R-SLP then forwards the location request tdH¥& P of the target subscriber, using RLP protoBalsed on
the received ms-id the H-SLP SHALL apply subscrifxévacy against the client-id. If a previously qomed
position which meets the requested QoP is availatilee H-SLP and no notification and verificatiemequired,
the H-SLP SHALL directly proceed to step L. If fatation and verification or notification only igquired, the H-
SLP SHALL proceed to step E after having perforrtiestep D.

D.

target SET supports SUPL.

The specifics for determining if the SET is SUPkRmang or not is considered outside scope of SUPL.
However, there are various environment dependenhamsms

NOTE:

The H-SLP verifies that the target SET is curre®WPL roaming. In addition the H-SLP MAY also vgrihat the
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NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET suppott#® are beyond SUPL 2.0 scope

E. The H-SLP initiates the location session with tld $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy nmiadeator and the intended positioning methodh# tesult of the
privacy check in Step C indicates that notificattrverification to the target subscriber is needied H-SLP
SHALL also include Notification element in the SURUT message. Before the SUPL INIT message is tent
SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previousipputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amd3ET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step L.

NOTE: Before sending the SUPL END message the SET siilalivf the data connection setup procedure of step F
and use the procedures described in step G tolisktalsecure connection to the H-SLP.

F. The SET analyses the received SUPL INIT. If foumth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

G. The SET will evaluate the Notification rules antldw the appropriate actions. The SET also chelskgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhgdd-SLP using SLP address that has been progdibg the
Home Network to the SET. The SET then sends a SRIPE INIT message to start a positioning sessiolm thi
H-SLP. The SET SHALL send the SUPL POS INIT messagm if the SET supported positioning technolodies
not include the intended positioning method indidain the SUPL INIT message. The SUPL POS INIT mgss
contains at least session-id, SET capabilitieslarwétion ID (lid) and a hash of the received SURILTI message
(ver). The SET capabilities include the supportesitpning methods (e.g., SET-Assisted A-GPS, SEEd8 A-
GPS) and associated positioning protocols (e.gLRRRRC, TIA-801 or LPP). The SET MAY provide NMR
specific for the radio technology being used (day. GSM: TA, RXLEV). The SET MAY provide its pogin, if
this is supported. The SET MAY set the Requestesistance Data element in the SUPL POS INIT.

H. The H-SLP SHALL check that the hash of SUPL INITtames the one it has computed for this particidas®n. If
an initial position calculated based on informatieceived in the SUPL POS INIT message is availatblieh
meets the requested QoP, the H-SLP MAY directlgeed to step K. The H-SLP then decides that thé. PiA&ill
provide assistance/position calculation and thellR-Sends an RLP SRLIR request to the V-SLP to deter an
initial position for the SET. The RLP request camsaat least the msid and the Location ID (lid)tiGpally the H-
SLP MAY forward NMR provided by the SET to the VISL

I.  The V-SLP returns an RLP SRLIA message. The RLPIBRhessage contains at least the position reselt (i
initial position of the SET). If the computed pasit meets the requested QoP, the H-SLP MAY prociedtly to
step K and not engage in a SUPL POS session.

J. Based on the SUPL POS INIT message including pdsmdés) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the pokoutthe H-SLP SHALL use the supported positiorprgtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PINSI message.

The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate basdati@neceived positioning measurements (SET ad3istahe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET based).

K. Once the position calculation is complete the H-SeRds a SUPL END message to the SET informirgaitrio
further positioning procedure will be started ahdttthe location session is finished. The SET SHA¢lease the
secure connection to the H-SLP and release aluress related to this session.

L. The H-SLP forwards the location estimate to R-SiiRe position estimate is allowed by the privaeitisgs of the
target subscriber. The H-SLP SHALL release all veses related to this session.

M. The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.
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5.1.6  Roaming with H-SPC Positioning Successful Cas e — Non-Proxy-
mode

SUPL Roaming where the H-SPC is involved in thetfwysng calculation.

i;’:nLt R-SLP V-SLP H-SLC H-SPC Target SET
H-SLP
A MLP SLIR (msid, cl|ient-id, eqop)
B Routing Info
C RLP SRLIR (msid, client-id, eqop)
D SET Lookup
Routing Info
E Imternal Initialization
- ———— >
F SUPL INIT (session-id, H-SPC address, posmethad, SLP mode)
G PT1 Data connection
setup
H ST2 SUPL AUTH REQ (session-id, ver)
uT4
| SUPL AUTHRESP (session-id, SPC_SET| Key, SPC-TID)
Internal Communigatjon
J SUPL POS INIT (session-id, lid, SET| capabilities)
K RT1 Infernal Communication
L -4 Ll
L _RLP SRLIR (msid
ST4 ut2
M RLP SRLIA (posresult)
Intgrnal Communication
N I e
o SUPL POS (session-id,
RRLP/RRC/IS-801/LPP)
P SUPL END (session-id) uTs3
Q Intgrnal Communication
R >
R RLP SRLIA (posresult)
S MLP SLIA (posresult)

Figure 6: Network Initiated Roaming with H-SPC Postioning Successful Case — Non-Proxy-mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agent issues an MLP SLIR message to the R-&itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglsased
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemnit
authorized for this request, Step S will be retdmith the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario
environment dependent mechanisms
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C. The R-SLP then forwards the location request tdH¥& C of the target subscriber, using RLP protoBalsed on
the received ms-id the H-SLC SHALL apply subscripévacy against the client-id. If a previously qouted
position which meets the requested QoP is availafilee H-SLC and no notification and verificatisrequired,
the H-SLC SHALL directly proceed to step R. If fiatation and verification or notification only igquired, the H-
SLC SHALL proceed to step F after having perforrtrezistep D.

D. The H-SLC verifies that the target SET is currelyPL roaming. In addition the H-SLC MAY also vegrthat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope

E. The H-SLC informs the H-SPC of the pending SUPLitimsng session.

F. The H-SLC initiates the location session with tlierSising the SUPL INIT message. The SUPL INIT mgsesa
contains at least session-id, address of the H-BRRy/non-proxy mode indicator and the intendeslifianing
method. If the result of the privacy check in S&mdicates that notification or verification toetharget subscriber
is needed, the H-SLC SHALL also include the Nogfion element in the SUPL INIT message.

If in step C the H-SLC decided to use a previoasijmputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLC carrying the results of the verification pracéasccess granted, or access denied). If no vatiit is required
(natification only) the SET SHALL respond with a BUEND message to the H-SLC. The H-SLC SHALL then
directly proceed to step R.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
G and use the procedures described in step Hadblest a secure connection to the H-SLC

G. The SET analyses the received SUPL INIT. If founthé non authentic SET takes not further actioise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

H. The SET uses the address provisioned by the Horhedxeto establish a secure connection to the H-Slie
SET then checks the proxy/non-proxy mode indicaiatetermine if the H-SLC uses proxy or non-proxgd@. In
this case non-proxy mode is used and the SET SHdrld a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and adfdkk received SUPL INIT message (ver).

I.  The H-SLC creates SPC_SET_Key and SPC-TID to be fesenutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET_Key and SPC-TID to the H-SPC tjliaoternal communication and returns a SUPL AUTH
RESP message including SPC_SET_Key and SPC-TIBet&ET.

J. The SET will evaluate the Notification rules antlder the appropriate actions. The SET establishescare
connection to the H-SPC according to the addressved in step F. The SET and H-SPC perform mutual
authentication and the SET then sends a SUPL POSnhiéssage to start a positioning session wititH&PC.
The SET SHALL send the SUPL POS INIT message evitre iISET supported positioning technologies do not
include the intended positioning method indicatethie SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilitieslarodtion ID (lid). The SET capabilities include thepported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeogs, (
RRLP, RRC, TIA-801 or LPP). The SET MAY provide NMiRecific data for the radio technology being used
(e.g., for GSM: TA, RXLEV). The SET MAY provide ifsosition, if this is supported. The SET MAY set th
Requested Assistance Data element in the SUPL ROSThe SET SHALL also release the connectiorh®s -
SLC.

K. The H-SLC and H-SPC may collaborate to determinimigial position of the SET to aid in the position
determination process. If the initial position cdéted based on information received in the SUPISPIT
message meets the requested QoP, the H-SPC MAdtIdipeoceed to step P.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 41 (410)

S.
5.1.7

The H-SLC sends an RLP SRLIR request to the V-3l éetermine an initial position for the SET. TheRRL
request contains at least the msid and the Loc#iidlid). Optionally the H-SLC MAY forward NMR pnaded by
the SET to the V-SLP.

. The V-SLP returns a RLP SRLIA message. The RLP BRhéssage contains at least the position resaltifitial

position of the SET).

The H-SLC sends the initial position to the H-SHGhe initial position meets the requested Qole,HhSPC
proceeds directly to step P without engaging iRJ®ISPOS session.

Based on the SUPL POS INIT message including pdsmdés) supported by the SET the H-SPC SHALL deteemi
the posmethod. If required for the posmethod tHeR€ SHALL use the supported positioning protocd.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INI'Essage.

The SET and the H-SPC exchange several successiteoping procedure messages.

The H-SPC calculates the position estimate basdtereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SBfds SUPL END message to the SET informing ttriba
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.

The H-SPC informs the H-SLC that the positioninggedure is completed and returns the position tieblé H-
SPC SHALL release all resources related to thisises

The H-SLC sends the position estimate back to #8.Rin an RLP SRLIA message. The H-SLC SHALL rstea
all resources related to this session.

The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.

Network Initiated Proxy Mode — Triggered Serv  ices: Periodic
Triggers

This section describes the call flows for Netwankiated periodic triggered services for proxy modlee periodic trigger
mechanism resides in the SET which means the SEddieally performs the actions required to deterena position
estimate.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 42 (410)

5.1.7.1 Non-Roaming Successful Case
SUPL H-SLP Target
Agent SET
MLP TLRR(ms-id, client-id, qop)
A >
B SET Lookup,
Routing Info
c SUPL INIT(session-id, trigger_type=periodic, posmethod, SLP mode) o
L.
Data Connection
D ST2 Setup
E SUPL TRIGGERED START(session-id, lid, SET capabilities, rep_capabilities, ver)
SUPL TRIGGERED RESPONSE(session-id, posmethod, trigger_params, rep_mode) um
MLP TLRA(req_id)
G |-
SUPL POS INIT(session-id, lid, SET Capabilities)
H B
| | uT2
SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
SUPL REPORT(session-id, position) uUT3
J
MLP TLREP(req_id, posresult)
K |-t
SET obtains — and stores -
position(s) or enhanced
L cell/sector measurements
autonomously
I
SUPL REPORT(session-id, positions)
M -t
¢
_, MLP TLREP(req_id, posresult)
N [
SUPL POS INIT(session-id, lid)
(¢] -¢
| | uT2
P SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
a SUPL REPORT (session-id, position) uT3
L SUPL REPORT(session-id, positions)
R ¢
MLP TLREP(req_id, posresult
S |- (req.id p ) uTs8
SUPL END(session-id)
T

Figure 7: Network Initiated Periodic Trigger Service Non-Roaming Successful Case — Proxy Mode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP TLRR message to the H-8litR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkrA is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id. The TLRR message may indicate that batch reygpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
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SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLP verifies that the target SET is currentty SUPL roaming.
The H-SLP MAY also verify that the target SET supgip@UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamgsms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLP initiates the periodic trigger sessiothwie SET using the SUPL INIT message. The SURT IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regtithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhgdd-SLP using SLP address that has been progdibg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid) and reportiagabilities (rep_capabilities). The SET capabditieclude the
supported positioning methods (e.g., SET-Assistg8RS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp_reapabilities parameter indicates whether the SE&pable
of batch reporting, real time reporting and/or dweaal time reporting.

F. Consistent with the SET capabilities received m $UPL TRIGGERED START message the H-SLP selects an
intended positioning method to be used for thegokeitriggered session and responds with a SUPIGGHRED
RESPONSE message including session-id, posmethbdeaiodic trigger parameters. Consistent with the
rep_capabilities of the SET, the H-SLP also indisahe reporting mode (rep_mode parameter) to e lwg the
SET: real time reporting, quasi-real time reportimgatch reporting. In the case of batch reporting SUPL
TRIGGERED RESPONSE message indicates the conditimrsending batch reports to the H-SLP and artgia,
when the conditions for sending arise, for inclgdar excluding particular stored position estimated/or (if
allowed) particular stored enhanced cell/sectorsueanents. In the case of quasi-real time repgrtimgSUPL
TRIGGERED RESPONSE message indicates whether thasSilowed to send enhanced cell/sector
measurements in lieu of or in addition to posistimates. If enhanced cell/sector positioning sedscted for
batch or quasi-real time reporting, the SUPL TRIGRED RESPONSE message indicates if the SET is pexdirtid
send stored enhanced cell/sector measurementss lcaise, if batch reporting was selected, the BBY skip
steps H, | and J.

G. The H-SLP informs the SUPL Agent in an MLP TLRA rsage that the triggered location response reqasst h
been accepted and also includes a req_id paratodterused as a transaction id for the entire guratf the
periodic triggered session. The SET and the H-SI&Y Melease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

H. When the periodic trigger in the SET indicates thabsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheéstablishes a circuit switched data connectidre SET then
sends a SUPL POS INIT message to start a positj@asion with the H-SLP. The SUPL POS INIT message
contains at least session-id, Location ID (lid) amel SET Capabilities parameter. The SET MAY preMitMR
specific for the radio technology being used (day.GSM: TA, RXLEV). The SET MAY provide its pogih, if
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this is supported. The SET MAY set the Requestesistance Data element in the SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo HSLP MAY directly proceed to step J and not gegia a
SUPL POS session.

I.  The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-Asfistethe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET-Based).

J. Once the position calculation is complete the H-SERds the SUPL REPORT message to the SET inforitnihat
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ife¢perting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SLP and therefore needs tadladed in the message for batch reporting mode.

If a SET Based positioning method was chosen wilictivs the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does niteraqu
assistance data update from the H-SLP) steps Hte dot performed. Instead, the SET autonomowstulates the position
estimate and — for real time or quasi-real timertpg — sends the calculated position estimataedd-SLP using a SUPL
REPORT message containing the session-id and gigquoestimate.

K. This step is optional: Once the position calculaidocomplete and if real time or quasi-real tireparting is used,
the H-SLP sends a MLP TLREP message to the SUPhtAgbe MLP TLREP message includes the req_id and
the position result. If the reporting mode is sebatch reporting, this message is not used.

L. This step is optional: If the SET cannot commurdacaith the H-SLP (e.g. no radio coverage availahte) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported - perform SEB&hposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldwyetie
H-SLP, enhanced cell/sector measurements. In e afebatch reporting, and if explicitly allowed thye H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

M. This step is optional and is executed if batch répg is used and if any of the conditions for sagdatch reports
have occurred. It is also executed, once the SEDl&sto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the stordibposi
estimates and/or, if allowed, the stored enhaneéitector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagdr®tiia session-id and the position result(s) iticlg date
and time information for each position result aptianally the position method used. In the caskbabth reporting,
the stored position estimates and/or enhancedeeitir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btdf no criteria are received in step F, the SBall include all
stored position estimates and/or enhanced celllseaasurements not previously reported.

N. If enhanced cell/sector measurements are recaivep M, the H-SLP calculates corresponding posigistimates.

The H-SLP forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an
MLP TLREP message.

Steps H to N are repeated as applicable. Wherath@osition estimate needs to be calculatechieeed of the periodic
triggered session has been reached, steps O toy@an@zerformed (a repeat of steps H to J). Altévebt - and if applicable
- step L is repeated.

R. This step is optional. When real-time reportingsed, it is executed after the last position ederoa, if allowed,
last set of enhanced cell/sector measurementsdegsdibtained or was due. When batch or quasiirealreporting
is used, step R is executed if and as soon aslieg/ing conditions apply:

i. The SET has stored historic location reports anstned historic enhanced
cell/sector measurements that have not yet bedricstre H-SLP.

ii. The SET is able to establish communication withHR8LP

iii. Inthe case of batch reporting, the conditionsstding have arisen or the SET
has obtained the last fix according to the numipdixes (in which case an
incomplete batch of positions is sent).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored
enhanced cell/sector measurements not previoystyted to the H-SLP. In the case of batch
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T.

reporting, the stored position estimates and/aedtenhanced cell/sector measurements included in
the SUPL REPORT message may be chosen accordanijetioa received in step F. If no criteria are
received in step F, the SET shall include all stgresition estimates and/or stored enhanced
cell/sector measurements not previously reported.

If enhanced cell/sector measurements are recaivs@p R, the H-SLP calculates corresponding poséstimates.
The H-SLP forwards the reported and/or calculaistbtical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLP could retain the drist position
fixes for later retrieval by the SUPL Agent

After the last position result has been reporteith¢ocSUPL Agent in step S or following some timeowinot
receiving stored position estimates in step RHH&LP ends the periodic triggered session by sgnaiS8UPL END
message to the SET.

5.1.7.2 Roaming with V-SLP Positioning Successful C  ase

SUPL Roaming where the V-SLP is involved in theifiasing calculation.
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Figure 8: Network Initiated Periodic Trigger Service Roaming with V-SLP Positioning Successful CaseRroxy Mode

NOTE:

See Appendix D for timer descriptions.
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A. SUPL Agentissues an MLP TLRR message to the H-8lithR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLP verifies that the target SET is curre®lyPL roaming.
The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLP initiates the periodic trigger sessiothwiie SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhedi-SLP using SLP address that has been proedibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting daliizes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp_reapabilities parameter indicates whether the iSE&pable
of batch reporting, real time reporting and/or dweal time reporting.

F. Based on the received lid or other mechanismsHtis&P determines the V-SLP and sends an RLP SSRLIR
including the SUPL TRIGGERED START message to thR8\P to inform the V-SLP that the target SET will
initiate a SUPL positioning procedure.

G. Consistent with the SET capabilities received apdt, the V-SLP selects the intended positioninthoteto be
used for the periodic triggered session and indgcas readiness for a periodic triggered sessyogehding a SUPL
TRIGGERED RESPONSE message back to the H-SLP ioPaFERLIA message.

H. The H-SLP forwards the received SUPL TRIGGERED RBNBE message to the SET including session-id,
posmethod and periodic trigger parameters. Comsigtith the rep_capabilities of the SET, the H-Sil§o
indicates the reporting mode (rep_mode parameidig tused by the SET: real time reporting, quaditime
reporting or batch reporting. In the case of baggorting, the SUPL TRIGGERED RESPONSE messageatet
the conditions for sending batch reports to thell®-8nd any criteria, when the conditions for segdirise, for
including or excluding particular stored positigstimates and/or (if allowed) particular stored erdeal cell/sector
measurements. In the case of quasi-real time liegpthe SUPL TRIGGERED RESPONSE message indicates
whether the SET is allowed to send enhanced cefiyseneasurements in lieu of or in addition to poriestimates.
If enhanced cell/sector positioning was selectedb&ich or quasi-real time reporting, the SUPL TRERED
RESPONSE message indicates if the SET is permtitednd stored enhanced cell/sector measuremeritss|
case, if batch reporting was selected the SET MRily steps J to N.
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The H-SLP informs the SUPL Agent in an MLP TLRA meage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeterused as a transaction id for the entire ouratf the
periodic triggered session. The SET and the H-SI&Y Melease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

J.

When the periodic trigger in the SET indicates #habsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheésiablishes a circuit switched data connectitre $ET then
sends a SUPL POS INIT message to the H-SLP toastaositioning session with the V-SLP. The SUPL RRIS
message contains at least session-id, the Locii¢lid) and the SET capabilities parameter. Thd SEAY
provide NMR specific for the radio technology beumged (e.g., for GSM: TA, RXLEV). The SET MAY pra its
position, if this is supported. The SET MAY set RRequested Assistance Data element in the SUPLIROS

If the SUPL POS INIT message contains a positia theets the required QoP, the H-SLP MAY directlyogeed
to step N.

The H-SLP forwards the SUPL POS INIT message to/H#8L P using a RLP SSRP message.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® WSLP MAY directly proceed to step M and not eggin a
SUPL POS session.

The SET and the V-SLP exchange several successsitgning procedure messages, tunnelled over Rafhe
H-SLP.

The V-SLP calculates the position estimate basetth®mneceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the V-SLP (SET-Based).

. Once the position calculation is complete, the \RSlends a SUPL REPORT message including the pdsetitie

H-SLP in an RLP tunnel using an SSRP message.

Once the position calculation is complete the H-SERds the SUPL REPORT message to the SET inforitniingt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tisétipa is
calculated by the V-SLP and therefore needs tmtdeded in the message for batch reporting mode.

If a SET Based positioning method was chosen wiliciws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does niteraqu
assistance data update from the H-SLP) steps Jte Not performed. Instead, the SET autonomowbutates the position
estimate and — for real time or quasi-real timertépg — sends the calculated position estimataedd-SLP using a SUPL
REPORT message containing the session-id and gigquoestimate.

O.

This step is optional: once the position calculai®dcomplete and if real time or quasi-real tiraparting is used,
the H-SLP forwards the received position estimedenfthe V-SLP in an MLP TLREP message to the SUBErA.
The MLP TLREP message includes the req_id and dk#ipn result. If the reporting mode is set todbateporting,
this message is not used.

This step is optional: if the SET cannot commurdaaith the H-SLP (e.g. no radio coverage available) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported — perform SEBdhposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldwyetie
H-SLP, enhanced cell/sector measurements. In e afdbatch reporting, and if explicitly allowed thwe H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

This step is optional and is executed if batch riépg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEblisto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagdr®tiia session-id and the position result(s) iticlg data
and time information for each position result aptianally the position method used. In the caskabth reporting,
the stored position estimates and/or enhancedeetlir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btelf no criteria are received in step H, the Sihall include all
stored position estimates and/or enhanced celllseaasurements not previously reported.
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R. This step is optional: if in step Q the SET seritated cell/sector measurements, the H-SLP neergyame the
help of the V-SLP to translate the enhanced celidgsaneasurements into actual position estimateshis end the
H-SLP sends the received enhanced cell/sector mezasuts in a SUPL REPORT message to the V-SLP asing
SSRP message over RLP tunnel.

S. This step is optional and only takes place if $¥epas occurred: after receiving the enhanced eetlis
measurements the V-SLP calculates the actual po®ttimates and returns them in a SUPL REPORTageds
the H-SLP using an SSRP message over RLP tunnel.

T. The H-SLP forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an MLP HER
message.

Steps Jto T are repeated as applicable. Whemshedsition estimate needs to be calculatedhieeed of the periodic
triggered session has been reached, steps U toybenperformed (a repeat of steps J to N). Altévebt— and if
applicable — step P is repeated.

Z. This step is optional. When real-time reportingsed, it is executed after the last position esenoa, if allowed,
last set of enhanced cell/sector measurementsdegsdbtained or was due. When batch or quasiirealreporting
is used, step Z is executed if and as soon a®tosving conditions apply:

i. The SET has stored historic location reports ansttaned historic enhanced cell/sector measurentleaits
have not yet been sent to the H-SLP.

iil. The SET is able to establish communication withHh8LP.

iii. Inthe case of batch reporting, the conditionsstnding have arisen or the SET has obtained théxas
according to the number of fixes (in which casémrmomplete batch of positions is sent).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-8LEhe case of batch reporting, the stored posgistimates and/or
stored enhanced cell/sector measurements includibe iISUPL REPORT message may be chosen accoodanigetria
received in step H. If no criteria are receivedtiep H, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystytex.

AA. This step is optional: if in step Z the SET sertiarced cell/sector measurements, the H-SLP neetigjeamge the
help of the V-SLP to translate the enhanced celidgsaneasurements into actual position estimateshis end the
H-SLP sends the received enhanced cell/sector mexasuts in a SUPL REPORT message to the V-SLP asing
SSRP message over RLP tunnel.

BB. This step is optional and only takes place if gi@phas occurred: after receiving the enhancedsmstor
measurements the V-SLP calculates the actual po®timates and returns them in a SUPL REPORTageds
the H-SLP using an SSRP message over RLP tunnel.

CC.The H-SLP forwards the reported and/or calculaistbtical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLP could retain the drist position
fixes for later retrieval by the SUPL Agent.

DD.After the last position result has been reporteith¢oSUPL Agent in step CC, or following some timeon not
receiving stored position estimates in step ZHHeLP ends the periodic triggered session by sgrai8UPL END
message to the SET and informs the V-SLP aboutrideof the periodic triggered session by sendiSgBL END
message using an RLP SSRP tunnel message to th® V-S

5.1.7.3 Roaming with H-SLP Positioning Successful C  ase
SUPL Roaming where the H-SLP is involved in theifpmsing calculation.
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Figure 9: Network Initiated Periodic Trigger Service Roaming with H-SLP Positioning Successful CaseRroxy Mode

NOTE:

See Appendix D for timer descriptions
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A. SUPL Agentissues an MLP TLRR message to the H-8litR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLP verifies that the target SET is curre®lyPL roaming.
The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLP initiates the periodic trigger sessiothwiie SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regtithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If foumédé non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET SHALL establish a secure connectidhedi-SLP using SLP address that has been proedibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting dalitzes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp reapabilities parameter indicates whether the iSE&pable
of batch reporting, real-time reporting and/or dwaal time reporting.

F. Consistent with the SET capabilities received @pdE the H-SLP selects the intended positionindioteto be
used for the periodic triggered session and indgc#s readiness for a periodic triggered sessyosehding a SUPL
TRIGGERED RESPONSE message back to the SET. Thé $BRGGERED RESPONSE message to the SET
includes at a minimum the session-id, posmethodp@niddic trigger parameters. Consistent with the
rep_capabilities of the SET, the H-SLP also indisahe reporting mode (rep_mode parameter) to éxt lug the
SET: real time reporting, quasi-real time reportimgatch reporting. In the case of batch reporting SUPL
TRIGGERED RESPONSE message indicates the conditimrsending batch reports to the H-SLP and artgia,
when the conditions for sending arise, for inclgdar excluding particular stored position estimated/or (if
allowed) particular stored enhanced cell/sectorsmesaments. In the case of quasi-real time repqrtivgSUPL
TRIGGERED RESPONSE message indicates whether thasSilowed to send enhanced cell/sector
measurements in lieu of or in addition to posisiimates. If enhanced cell/sector positioning sedscted for
batch or quasi-real time reporting, the SUPL TRIGRED RESPONSE message indicates if the SET is pexdirtid
send stored enhanced cell/sector measurementss lcaise, if batch reporting was selected, the BBY skip
steps Hto L.

G. The H-SLP informs the SUPL Agent in an MLP TLRA rsage that the triggered location response reqasst h
been accepted and also includes a req_id paratodterused as a transaction id for the entire guratf the
periodic triggered session. The SET and the H-SI&Y Melease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR
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H. When the periodic trigger in the SET indicates tnabsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheéstablishes a circuit switched data connectidre SET then
sends a SUPL POS INIT message to the H-SLP toastaositioning session with the H-SLP. The SUPL ROIS
message contains at least session-id, the Lociigiid) and the SET capabilities parameter. Th@ SEAY
provide NMR specific for the radio technology beumged (e.g., for GSM: TA, RXLEV). The SET MAY pralé its
position, if this is supported. The SET MAY set RRequested Assistance Data element in the SUPLIROS
If the SUPL POS INIT message contains a positia theets the required QoP, the H-SLP MAY directlyoeed
to step L and not engage in a SUPL POS session

I. To obtain a coarse position based on lid receimexdép H, the H-SLP sends an RLP SRLIR messadety4SLP.

J. The V-SLP translates the received lid into a positstimate and returns the result to the H-SL&IRLP SRLIA
message.
If the received position estimate meets the requ@eP, the H-SLP MAY directly proceed to step L auot engage
in a SUPL POS session.

K. The SET and the H-SLP exchange several successsittoping procedure messages.
The H-SLP calculates the position estimate baseti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

L. Once the position calculation is complete the H-SkeRds the SUPL REPORT message to the SET inforitntingt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ife¢perting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SLP and therefore needs tadladed in the message for batch reporting mode.

If a SET Based positioning method was chosen wliciws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhéa&Ecurrent GPS assistance data and does natragu
assistance data update from the H-SLP) steps Hare Inot performed. Instead, the SET autonomowadbutates the
position estimate and — for real time or quasi-tieaé reporting — sends the calculated positionrege to the H-SLP using a
SUPL REPORT message containing the session-idrengdsition estimate.

M. This step is optional: once the position calculaimmcomplete and if real time or quasi-real tiraparting is used,
the H-SLP sends a MLP TLREP message to the SUPhtAgee MLP TLREP message includes the req_id and
the position result. If the reporting mode is sebatch reporting, this message is not used.

N. This step is optional: if the SET cannot commurgaaith the H-SLP (e.g. no radio coverage availabhe) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported — perform SEBdhposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldyyetie
H-SLP, enhanced cell/sector measurements. In e afdbatch reporting, and if explicitly allowed thwe H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

O. This step is optional and is executed if batch riépg is used and if any of the conditions for degdatch reports
have occurred. It is also executed, once the SEblisto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagem®ttia session-id and the position result(s) iticlg data
and time information for each position result aptianally the position method used. In the caskbabth reporting,
the stored position estimates and/or enhancedeetlir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btdf no criteria are received in step F, the SBall include all
stored position estimates and/or enhanced celllsewasurements not previously reported.

P. This step is optional: if in step O the SET seritaced cell/sector measurements, the H-SLP neexgyame the
help of the V-SLP to translate the enhanced celidssaneasurements into actual position estimateshis end the
H-SLP sends an RLP SRLIR message to the V-SLP.

Q. This step is optional and only takes place if ®dmas occurred: The V-SLP translates the receinbdreed
cell/sector measurements into position estimatdgeturns the results to the H-SLP in an RLP SRirnéssage.

R. The H-SLP forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an MLP HIR
message.
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Steps H to R are repeated as applicable. Whemsh@dsition estimate needs to be calculatedhieeeind of the periodic
triggered session has been reached, steps S toylderzerformed (a repeat of steps H to L). Altemedy — and if
applicable — step N is repeated

X. This step is optional. When real-time reportingsed, it is executed after the last position esenoag, if allowed,
last set of enhanced cell/sector measurementsdeasdibtained or was due. When batch or quasiirealreporting
is used, step X is executed if and as soon atloeving conditions apply:

i. The SET has stored historic location reports ansttmed historic enhanced cell/sector measurentieats
have not yet been sent to the H-SLP.

ii. The SET is able to establish communication withHRSLP.

iii. Inthe case of batch reporting, the conditionsstnding have arisen or the SET has obtained théxas
according to the number of fixes (in which casénmomplete batch of positions is sent).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-8iLEhe case of batch reporting, the stored posiistimates and/or
stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step F. If no criteria are receivedtep F, the SET shall include all stored positistmeates and/or stored
enhanced cell/sector measurements not previoystytex.

Y. This step is optional: if in step X the SET serttamced cell/sector measurements, the H-SLP needgyame the
help of the V-SLP to translate the enhanced celidssaneasurements into actual position estimateshis end the
H-SLP sends an RLP SRLIR message to the V-SLP.

Z. This step is optional and only takes place if stepas occurred: after receiving the enhanced eelits
measurements the V-SLP translates the receivetheatizell/sector measurements into position estisnand
returns the results to the H-SLP in an RLP SRLIAssage.

AA. The H-SLP forwards the reported and/or calculaistbhical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLP could retain the drist position
fixes for later retrieval by the SUPL Agent.

BB. After the last position result has been reporteith¢oSUPL Agent in step AA or following some timéon not
receiving stored position estimates in step X,HB8LP ends the periodic triggered session by sgnai8UPL
END message to the SET.

5.1.8  Network Initiated Proxy Mode — Triggered Serv  ices: Event Trigger

This section describes the call flows for Netwankiated area event triggered services for proxglend he trigger thereby
resides in the SET and the SET makes the decis@narea event occurred based on continuoushateggosition
determinations.
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5.1.8.1 Non-Roaming Successful Case
SUPL H-SLP Target
Agent SET
MLP TLRR(ms-id, client-id, qop)
A -
SET Lookup,
Routing Info

c SUPL INIT(session-id, trigger_type=area event, posmethod, SLP mode) -

Lol
D Data Connection

ST2 Setup
E SUPL TRIGGERED START(session-id, lid, SET capabilities, ver)
L ) UT1
r SUPL TRIGGERED RESPONSE(session-id, posmethod, trigger_params)
MLP TLRA(req_id)
G |-
Y . SUPL POS INIT(session-id, lid, SET capabilities)
uT2
| SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
uT3

J SUPL REPORT(session-id, position)

Check f
K aroa svent
L P SUPL REPORT(session-id)

-t
MLP TLREP(req_id)
M |-t
SUPL END(session-id)

° >

Figure 10: Network Initiated Area Event Trigger Service Non-Roaming Successful Case — Proxy Mode
NOTE: See Appendix D for timer descriptions

A. SUPL Agentissues an MLP TLRR message to the H-8lithR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBErA is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id.

B. The H-SLP verifies that the target SET is currentty SUPL roaming.

The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhamgsms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P% are beyond SUPL 2.0 scope

C. The H-SLP initiates the area event trigger sessitimthe SET using the SUPL INIT message. The SUNAT
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnarode indicator
and the intended positioning method. If the reglithe privacy check in Step A indicates that ricgifion or
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verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katiH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If founth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, proxy mizdased,
and the SET SHALL establish a secure connectidhedi-SLP using SLP address that has been proedibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagtatt an area event triggered session with tisPi-
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesgdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cadji&s include the supported positioning methodg.(6SET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. Consistent with the SET capabilities received m $UPL TRIGGERED START message the H-SLP seleets th
intended positioning method to be used for the aveat triggered session and responds with a SUAGGERED
RESPONSE message including session-id, posmetttbdraa event trigger parameters. The SUPL TRIGGERED
RESPONSE message may contain the area ids of ¢ledisd area for the area event triggered session.

G. The H-SLP informs the SUPL Agent in an MLP TLRA rsage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeierused as a transaction id for the entire ouraif the area
event triggered session. The SET and the H-SLP M&l¥ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

H. If the area ids are downloaded in step F, the SEALS compare the current area id to the downloaaesh ids.
When the area event trigger mechanism in the SEfleocomparison of the current area id to the doaad area
ids indicates that a position fix is to be executbd SET attaches itself to the Packet Data Nétwatris not
already attached or establishes a circuit switclatd connection. The SET then sends a SUPL POSHMi§sage
to start a positioning session with the H-SLP. Bl#PL POS INIT message contains at least sessianddhe
Location ID (lid), and the SET capabilities paraenefThe SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVheTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® HFSLP MAY directly proceed to step J and not gega a
SUPL POS session.

I.  The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate basdti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

J. Once the position calculation is complete the H-SERds a SUPL REPORT message to the SET. The SET MA
release the secure connection to the H-SLP.
The SUPL REPORT message includes the positiontriéskie position estimate is calculated in the HPSand
therefore needs to be sent to the SET.

K. The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step H. If area event is triggeredTSEHALL
proceed to step L.

L. The SET sends a SUPL REPORT message includingtséos id and the position estimate to the H-SLIBgsn
the Location estimate parameter is set to “falseihich case no position estimate is included..

M. The H-SLP sends a MLP TLREP message to the SUPhtAgkich may include the position result.

N. If SUPL Agent has requested several reports ane meports are to be sent, the SET repeats stepgvHotostep H
to K depending on if the area event condition Ilfed or not. Note that in this case, step L occanly after the
minimum time between reports has elapsed.
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O. When the last report has been sent the H-SLP é&edsréa event triggered session by sending a SWEL E

message to the SET

The call flow described in Figure 10 is applicatdell positioning methods. However, individua s within the call flows

are optional:

. Step | (SUPL POS) is not performed for cell-id lthpesitioning methods.

. In A-GPS SET Based mode where no GPS assistanagsdajuired from the network, no interaction vtk H-
SLP is required to calculate a position estimaterhction with the H-SLP is only required for G&Sistance data

update in which case steps H to J are performed.

5.1.8.2 Roaming with V-SLP Positioning Successful C  ase
SUPL Roaming where the V-SLP is involved in theifiasing calculation.

SUPL V-SLP H-SLP Target
Agent SET
MLP TJRR(ms—id, client-id, qop)
A >
SET Lookup,
B Routinogo info
c SUPL INIT(session-id, trigger_type=area event, posmem"d, SLP mode)
Data Connection
D ST2 Setup
E SUPL TRIGGERED START(session-id, lid, SET capabilitles, ver)
RLP SSRLIR(SUPL TRIGGERED START)
F -t
|| ST3 uT1
G RLP SSRLIA(SUPL TRIGGERED RESPONSE|
SUPL TRIGGERED RESPONSE(session-id, posmeth
X trigger_params)
e MLP TLRA(req_id)
J P SUPL POS INIT(session-id, lid, SET capabilities)
RLP SSRP(SUPL POS INIT)
K -t uT2
L RLP SSRP(SUPL POS) SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
RLP SSRP(SUPL REPORT) uT3
"’\’l' SUPL REPORT(session-id, position)
o) Check for
area event
p L SUPL REPORT(session-id)
Q la MLP TLREP(req_id)
R ~ ~ ~
S RLP SSRP(SUPL END) SUPL END(session-id) o

Figure 11: Network Initiated Area Event Trigger Service Roaming with V-SLP Positioning Successful CaseProxy

NOTE: See Appendix D for timer descriptions

Mode

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 57 (410)

A. SUPL Agentissues an MLP TLRR message to the H-8lithR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id.

B. The H-SLP verifies that the target SET is curre®lyPL roaming.

The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLP initiates the area event trigger sessitimthe SET using the SUPL INIT message. The SUNAT
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning method. If the resfithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antides the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdased,
and the SET SHALL establish a secure connectidghedi-SLP using SLP address that has been proedibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait an area event triggered session with tigPl-
The SET SHALL send the SUPL TRIGGERED START messagn if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatetignisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. The H-SLP sends an RLP SSRLIR including the SUPLGIBRERED START message to the V-SLP to inform the
V-SLP that the target SET will initiate a SUPL fisiing procedure. The area event trigger pararastech as area
information requested by SUPL Agent for the areenétriggered session MAY be included in this mgeday the
H-SLP.

G. Consistent with the SET capabilities received apdk, the V-SLP determines the intended positioniethod to be
used for the area event triggered session andatedidts readiness for an area event triggereébsdsg sending a
SUPL TRIGGERED RESPONSE message back to the H-8laFRLP SSRLIA message. The V-SLP MAY
include area ids corresponding to the area foatha event trigger session in the SUPL TRIGGEREBRBENSE
message.

H. The H-SLP forwards the received SUPL TRIGGERED REBNBE message to the SET including session-id,
posmethod and area event trigger parameters. TR SRIGGERED RESPONSE message may contain the area
ids of the specified area for the area event triggsession.

I.  The H-SLP informs the SUPL Agent in an MLP TLRA reage that the triggered location response regasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire ouraif the area
event triggered session. The SET and the H-SLP M&&ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

J. [Ifthe areaids are downloaded in step H, the SHALS. compare the current area id to the downloadezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHEadhes itself to the Packet Data Network if it s already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT messathe H-
SLP to start a positioning session with the V-SLRe SUPL POS INIT message contains at least segsamd the
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Location ID (lid) and the SET capabilities paramelde SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If a position is received in the SUPL POS INIT nagsthat meets the required QoP, the H-SLP MAYctiye
proceed to step N and not engage in a SUPL PO®Bess

K. The H-SLP forwards the SUPL POS INIT message to/t#$.P using a RLP SSRP message.
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® WSLP MAY directly proceed to step M and not eggin a
SUPL POS session.

L. The SET and the V-SLP exchange several successsigoming procedure messages, tunnelled over Rhfhe
H-SLP.
The V-SLP calculates the position estimate basetth®neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SLP (SET-Based).

M. Once the position calculation is complete, the \RSlends a SUPL REPORT message to the H-SLP cauitidd
an RLP SSRP message.
The SUPL REPORT message includes the position atgiihthe position estimate is calculated in th8MP and
therefore needs to be sent to the SET.

N. The H-SLP forwards the received SUPL REPORT meskatiee SET. The SET MAY release the secure
connection to the H-SLP.
The SUPL REPORT message includes the position atgiihthe position estimate is calculated in th&M (or
the H-SLP) and therefore needs to be sent to tie SE

O. The SET compares the calculated position estimatethe event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step J. If area event is triggeredr'SEHALL
proceed to step P.

P. The SET sends a SUPL REPORT message includingtseos id and the position estimate to the H-SLIBgsn
the Location estimate parameter is set to “falaelhich case no position estimate is included.

Q. The H-SLP sends a MLP TLREP message to the SUPhtAgkich may include the position result.

R. If SUPL Agent has requested several report and meprerts are to be sent, the SET repeats step.btastep J to
O depending on if the area event condition is lfetfi or not. Note that in this case, step P ocouly after the
minimum time between reports has elapsed.

S. When the last report has been sent the H-SLP é&edsrea event triggered session by sending a SWEL E
message to the SET and by sending a SUPL END nessaty an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 11 is applicafdell positioning methods. However, individutds within the call
flows are optional:

. Step L (SUPL POS) is not performed for cell-id lshpesitioning methods.

. In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vthib H-
SLP is required to calculate a position estimaterhction with the H-SLP is only required for G&Sistance data
update in which case steps J to N are performed.

5.1.8.3 Roaming with H-SLP Positioning Successful C  ase
SUPL Roaming where the H-SLP is involved in theifimsing calculation.
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Figure 12: Network Initiated Area Event Trigger Service Roaming with H-SLP Positioning Successful CaseProxy
Mode

NOTE: See Appendix D for timer descriptions

A. SUPL Agentissues an MLP TLRR message to the H-8lithR,which SUPL Agent is associated. The H-SLFIsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLP shall apply subscriber privacy aggihe client-
id.

B. The H-SLP verifies that the target SET is curre®lyPL roaming.

The H-SLP MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope
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C. The H-SLP initiates the area event trigger sessitimthe SET using the SUPL INIT message. The SUNAT
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning method. If the resfithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antides the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, proxy mizdased,
and the SET SHALL establish a secure connectidhedd-SLP using SLP address that has been progdibyg the
Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait an area event triggered session with tigPl-
The SET SHALL send the SUPL TRIGGERED START messagn if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. Based on the received lid or other mechanismgits&P determines the V-SLP and sends an RLP SSRLIR
including a SUPL TRIGGERED START to the V-SLP téorm the V-SLP that an area event triggered sedsion
the progress of being initiated with the H-SLP. Hnea event trigger parameters such as area infiormaquested
by SUPL Agent for the area event triggered sesSIAY be included in this message by the H-SLP.

G. The V-SLP acknowledges the RLP request receivatein F with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. H&L.P MAY include area ids corresponding to theadfier
the area event trigger session in the SUPL TRIGAERESPONSE message.

H. Consistent with the SET capabilities received @p<E, the H-SLP determines the intended positioniethod to be
used for the area event triggered session andatedidts readiness for an area event triggereibsdsg sending a
SUPL TRIGGERED RESPONSE message back to the SEISUPL TRIGGERED RESPONSE message to the
SET includes at a minimum the session-id, posme#imoldarea event trigger parameters. The SUPL TRREEE
RESPONSE message may contain the area ids of ¢adfied area for the area event triggered session.

I.  The H-SLP informs the SUPL Agent in an MLP TLRA reage that the triggered location response regasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire ouraif the area
event triggered session. The SET and the H-SLP M&&ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

J. Ifthe areaids are downloaded in step H, the SHALS. compare the current area id to the downloadezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHEadhes itself to the Packet Data Network if it s already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT messathe H-
SLP to start a positioning session with the H-STiee SUPL POS INIT message contains at least segsamd the
Location ID (lid) and the SET capabilities paramefée SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If the SUPL POS INIT message contains a positia theets the required QoP, the H-SLP MAY directlyogeed
to step N.

K. To obtain a coarse position based on lid receinedép J, the H-SLP sends an RLP SRLIR message t6-SLP.

L. The V-SLP translates the received lid into a positstimate and returns the result to the H-SL&iRLP SRLIA
message.
If the position estimate meets the required Qo® H¥SLP MAY directly proceed to step N and not ey a
SUPL POS session.
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S.

The SET and the H-SLP exchange several success$ioping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

Once the position calculation is complete, the HRSkends a SUPL REPORT message to the SET. The 28T M
release the secure connection to the H-SLP.

The SUPL REPORT message includes the position atgirhthe position estimate is calculated in th&IHP (or
V-SLP) and therefore needs to be sent to the SET.

The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step J. If area event is triggeredr'SEHALL
proceed to step P.

The SET sends a SUPL REPORT message includingetiséos id and the position estimate to the H-SLUBssn
the Location estimate parameter is set to “falaelhich case no position estimate is included.

The H-SLP sends a MLP TLREP message to the SUPhtAgkich may include the position result.

If SUPL Agent has requested several report and meperts are to be sent, the SET repeats ste btestep J to
O depending on if the area event condition is lfetfi or not. Note that in this case, step P ocouty after the
minimum time between reports has elapsed.

When the last report has been sent the H-SLP émrdsréa event triggered session by sending a SBIL E
message to the SET and by sending a SUPL END nessaty an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 12 is applicatdell positioning methods. However, individutdss within the call
flows are optional:

5.1.9

Step M (SUPL POS) is not performed for cell-id lthpesitioning methods.

In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vihb H-
SLP is required to calculate a position estimaterhction with the H-SLP is only required for G&Sistance data
update in which case steps J to N are performed.
Network Initiated Non-Proxy Mode — Triggered  Services: Periodic
Triggers

This section describes the call flows for Netwarkiated periodic triggered services for non-proxgde. The trigger
thereby resides in the SET.
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5.1.9.1 Non-Roaming Successful Case
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Figure 13: Network Initiated Periodic Trigger Service Non-Roaming Successful Case — Non-Proxy Mode

NOTE:

See Appendix D for timer descriptions.
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A. SUPL Agentissues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLC shall apply subscriber privacy agathe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLC and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLC verifies that the target SET is curreniby SUPL roaming.
The H-SLC MAY also verify that the target SET sugp@UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLC initiates the periodic trigger sessiothwhe SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If foumédé¢ non authentic SET takes not further actiotiseise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, non-proxadmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address which b
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting dalitzes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp reapabilities parameter indicates whether the iSE&pable
of batch reporting, real-time reporting and/or dwaal time reporting.

F. The H-SLC informs the H-SPC through internal comination about the periodic triggered session. THeliE
generates SPC_SET_Key and SPC-TID to be used farainid-SPC/SET authentication and forwards botthéo
H-SPC through internal communication. The H-SPQigrar denies the request and informs the H-SLC
accordingly.

G. Consistent with the SET capabilities received m$JPL TRIGGERED START message the H-SLC seleets th
intended positioning method to be used for thegokeitriggered session and responds with a SUPIGGEHRED
RESPONSE message including session-id, posmeth&P Eladdress, periodic trigger parameters and
SPC_SET_Key and SPC-TID. Consistent with the repaloiities of the SET, the H-SLC also indicates the
reporting mode (rep_mode parameter) to be useteb$ET: real time reporting, quasi-real time rapgror batch
reporting. In the case of batch reporting, the SORIGGERED RESPONSE message indicates the conslifan
sending batch reports to the H-SLC and any criterfeen the conditions for sending arise, for inatgdor
excluding particular stored position estimates an@f allowed) particular stored enhanced cellisec
measurements. In the case of quasi-real time liegpthe SUPL TRIGGERED RESPONSE message indicates
whether the SET is allowed to send enhanced cetitlseneasurements in lieu of or in addition to posiestimates.
If enhanced cell/sector positioning was selectedb&ich or quasi-real time reporting, the SUPL TRERED
RESPONSE message indicates if the SET is permiiitednd stored enhanced cell/sector measuremaritss|
case, if batch reporting was selected, the SET MR steps | to L.
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H.

The H-SLC informs the SUPL Agent in an MLP TLRA mage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeterused as a transaction id for the entire ouratf the
periodic triggered session.

The SET and the H-SLC MAY release the secure cdiurec

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

M.

When the periodic trigger in the SET indicates #habsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheéstablishes a circuit switched data connectidre SET then
sends a SUPL POS INIT message to start a positjs@asion with the H-SPC. The SUPL POS INIT message
contains at least session-id, the Location ID @dyl the SET capabilities parameter. The SET MAXigle NMR
specific for the radio technology being used (day.GSM: TA, RXLEV). The SET MAY provide its pogih, if
this is supported. The SET MAY set the Requestesistance Data element in the SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo HSPC MAY directly proceed to step L and not eyegim a
SUPL POS session.

Through internal communication the H-SPC may refjae®arse position from the H-SLC based on the lid
received in the SUPL POS INIT message.

The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basdtbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SBads the SUPL REPORT message to the SET inforitniihgt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgherting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SPC and therefore needs taddeded in the message for batch reporting mode.

This step is optional: Once the position calculaimcomplete and if real time or quasi-real tireparting is used,
the H-SPC sends the position estimate throughriat@ommunication to the H-SLC.

If a SET Based positioning method was chosen wiliciws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does niteraqu
assistance data update from the H-SLP) steps | aneMhot performed. Instead, the SET autonomowdtutates the
position estimate and — for real time or quasi-tieaé reporting — sends the calculated positiomede to the H-SLC using
a SUPL REPORT message containing the session-ithenubsition estimate.

N.

Q.

This step is optional: once the position calculaimcomplete and if real time or quasi-real tiraparting is used,
the H-SLC sends a MLP TLREP message to the SUPhtAGdée MLP TLREP message includes the req_id and
the position result. If the reporting mode is sebatch reporting, this message is not used.

This step is optional: If the SET cannot commurgaaith the H-SLP (e.g. no radio coverage availahte) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported - perform SEB&hposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldwyetie
H-SLP, enhanced cell/sector measurements. In e afdbatch reporting, and if explicitly allowed thye H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

This step is optional and is executed if batch répg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEbl&sto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLC. The SUPL REPORT messageirttita session-id and the position result(s) idiclg
date and time information for each position reaald optionally the position method used. In theeag#atch
reporting, the stored position estimates and/oapoéd cell/sector measurements included in the SRERORT
message may be chosen according to criteria ret@ivaep G. If no criteria are received in steph®, SET shall
include all stored position estimates and/or enbdrell/sector measurements not previously reported

This step is optional: if the H-SLC received stoesdhanced cell/sector measurements in the SUPL REPO
message in step P, the H-SPC may need to be ird/tdveanslate the enhanced cell/sector measursrirent
actual position estimates. To this end the H-SLE thie H-SPC may engage in internal communication.
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R. The H-SLP forwards the reported and/or calculatsitipn estimate(s) to the SUPL Agent in an MLP BER
message.

Steps | to R are repeated as applicable. Wheragtg@osition estimate needs to be calculatedhieeeind of the periodic
triggered session has been reached, steps S toyWdenzerformed (a repeat of steps | to M). Alteirredy - and if applicable
- step O is repeated.

X. This step is optional. When real-time reportingsed, it is executed after the last position esgnoa, if allowed,
last set of enhanced cell/sector measurementsdegsdbtained or was due. When batch or quasiirealreporting
is used, step X is executed if and as soon astlesving conditions apply:

i. The SET has stored historic location reports ansted historic enhanced cell/sector measurentieaits
have not yet been sent to the H-SLC.

ii. The SET is able to establish communication withHR8LP

ii. Inthe case of batch reporting, the conditionsstnding have arisen or the SET has obtained théiXas
according to the number of fixes (in which casémrmomplete batch of positions is sent).

The SUPL REPORT message is used to send all dyseesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-3h.@e case of batch reporting, the stored posistimates and/or
stored enhanced cell/sector measurements includibe iISUPL REPORT message may be chosen accoodangetria
received in step G. If no criteria are receivedtep G, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystyted.

Y. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step X, the H-SPC may need to be inddtveranslate the enhanced cell/sector measursrireat
actual position estimates. To this end the H-SLE thie H-SPC may engage in internal communication.

Z. The H-SLC forwards the reported and/or calculatistblical position estimate(s) to the SUPL AgenaimMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLC could retain the diit position
fixes for later retrieval by the SUPL Agent.

AA. The H-SLC indicates the end of the periodic triggesession to the H-SPC through internal commtuinizat

BB. After the last position result has been reporteith¢oSUPL Agent in step Z, the H-SLC ends the icitriggered
session by sending a SUPL END message to the 3&dsdéPnote that if the last position was calculatestep T
and step X was not performed, the SUPL END mesisaggnt from the H-SPC to the SET (as opposedtu the
H-SLC to the SET).

5.1.9.2 Roaming with V-SPC Positioning Successful C  ase
SUPL Roaming where the V-SPC is involved in thatposng calculation.
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Figure 14: Network Initiated Periodic Trigger Service Roaming with V-SPC Positioning Successful CaseNen-Proxy
Mode

NOTE: See Appendix D for timer descriptions.
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A. SUPL Agentissues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLC shall apply subscriber privacy agathe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLC verifies that the target SET is curre&WPL roaming.
The H-SLC MAY also verify that the target SET supgp@UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLC initiates the periodic trigger sessiothwhe SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLC upesxy or non-proxy mode. In this case, non-proxodmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address which tegsb
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLP
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesgdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting dalitzes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp reapabilities parameter indicates whether the iSE&pable
of batch reporting, real-time reporting and/or dwaal time reporting.

F. Based on the received lid or other mechanismdt8&C determines the V-SLC and sends an RLP SSRLIR
message including the SUPL TRIGGERED START messatfge V-SLC to inform the V-SLC that the targetlSE
will initiate a SUPL positioning procedure. The H&Salso generates SPC_SET_Key and SPC-TID to lukfose
V-SPC/SET mutual authentication and includes botthé RLP SSRLIR message.

G. The V-SLC informs the V-SPC through internal comigation about the periodic triggered session. TH8L\C
also forwards SPC_SET_Key and SPC-TID to the V-8®Qugh internal communication. The V-SPC grants or
denies the request and informs the V-SLC accorging|

H. Consistent with the SET capabilities received @pgt the V-SLC selects the intended positioninghoeto be
used for the periodic triggered session and indgcas readiness for a periodic triggered sessyogehding a SUPL
TRIGGERED RESPONSE message back to the H-SLC RL&SSRLIA message.

I.  The H-SLC forwards the received SUPL TRIGGERED REBSBE message to the SET including session-id,
posmethod, V-SPC address, periodic trigger parasatel SPC_SET_Key and SPC-TID. Consistent with the
rep_capabilities of the SET, the H-SLC also indisahe reporting mode (rep_mode parameter) to éxt lmsthe
SET: real time reporting, quasi-real time reportimdpatch reporting. In the case of batch reportihg SUPL
TRIGGERED RESPONSE message indicates the conditimrsending batch reports to the H-SLC and any
criteria, when the conditions for sending arise,ificluding or excluding particular stored positiestimates and/or
(if allowed) particular stored enhanced cell/secb@asurements. In the case of quasi-real time tiagpthe SUPL
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TRIGGERED RESPONSE message indicates whether thasSilowed to send enhanced cell/sector
measurements in lieu of or in addition to positstimates. If enhanced cell/sector positioning sedscted for
batch or quasi-real time reporting, the SUPL TRIGRED RESPONSE message indicates if the SET is ptedirtid
send stored enhanced cell/sector measurementss lcasse, if batch reporting was selected, the BBY skip
steps K to N.

J. The H-SLC informs the SUPL Agent in an MLP TLRA raage that the triggered location response reqasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire guratf the
periodic triggered session. The SET and the H-SL&YNMelease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

K. When the periodic trigger in the SET indicates thabsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheéstablishes a circuit switched data connectidre SET then
sends a SUPL POS INIT message to the V-SPC tosstassitioning session with the V-SPC. The SUPL POI$
message contains at least session-id, the Lockigiid) and the SET capabilities parameter. Th@ SEAY
provide NMR specific for the radio technology beumged (e.g., for GSM: TA, RXLEV). The SET MAY pralé its
position, if this is supported. The SET MAY set RRequested Assistance Data element in the SUPLIROS
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® WESPC MAY directly proceed to step N and not e&gen a
SUPL POS session.

L. Through internal communication the V-SPC may retjaearse position from the V-SLC based on the lid
received in the SUPL POS INIT message.

M. The SET and the V-SPC exchange several successsitioping procedure messages.
The V-SPC calculates the position estimate basdti@received positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

N. Once the position calculation is complete the V-S@ds the SUPL REPORT message to the SET inforitihat
the positioning procedure is completed. The SET MAMase the secure connection to the V-SLP. Ifeéperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the V-SPC and therefore needs tadladed in the message for batch reporting mode.

O. This step is optional: once the position calculafsocomplete and if real time or quasi-real tireparting is used,
the V-SPC sends the position estimate throughriaterommunication to the V-SLC.

P. This step is conditional and is only used aftep €beoccurred. The V-SLC sends the position estintatbe H-SLC
in a SUPL REPORT message. The SUPL REPORT messelgdés at a minimum the session-id and the positio
estimate. The SUPL REPORT message is carried vathiRLP SSRP message.

If a SET Based positioning method was chosen wilictivs the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhén&Ecurrent GPS assistance data and does natragu
assistance data update from the V-SLP) steps Kaie Pot performed. Instead, the SET autonomowbutates the
position estimate and — for real time or quasi-tisaé reporting — sends the calculated positiomede to the H-SLC using
a SUPL REPORT message containing the session-ithemubsition estimate.

Q. This step is optional: if real time or quasi-reaie reporting is used, the H-SLC forwards the pasiestimate
received in an MLP TLREP message to the SUPL Agemg.MLP TLREP message includes the req_id and the
position result. If the reporting mode is set techaeporting, this message is not needed.

R. This step is optional: If the SET cannot commurdacaith the V-SLP (e.g. no radio coverage availablg) quasi-
real time reporting is used or if batch reportiasgised, the SET MAY — if supported - perform SEB&hposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldvyetie
H-SLP, enhanced cell/sector measurements. In e ofbatch reporting, and if explicitly allowed the H-SLP,
enhanced cell/sector measurements are permittetvéven the SET can communicate with the V-SLP.

S. This step is optional and is executed if batch riépg is used and if any of the conditions for degdatch reports
have occurred. It is also executed, once the SEDIl&sto re-establish communication with the H-SI-BLP, if
quasi-real time reporting is used if one or momvus reports have been missed. The SET sendsoiteel
position estimates and/or, if allowed, the stonekamced cell/sector measurements in an unsolisitéel.
REPORT message to the H-SLC. The SUPL REPORT messarjains the session-id and the position re3ult(s
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including date and time information for each pasitresult and optionally the position method usedhe case of
batch reporting, the stored position estimatesaretihanced cell/sector measurements includeciSthPL
REPORT message may be chosen according to crieaé@ved in step I. If no criteria are receivedtep |, the
SET shall include all stored position estimates@anenhanced cell/sector measurements not preyiogegbrted.

T. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step S, the V-SLP may need to be indatveranslate the enhanced cell/sector measursrirgnt
actual position estimates. To this end the H-SL@Isea SUPL REPORT message to the V-SLC using aiPSSR
message over RLP tunnel.

U. This step is optional and only used if the V-SP@1uired to translate stored enhanced cell/sectasurements
received by the V-SLC into actual position estirsata this case, internal communication betweentgi.C and
the V-SPC takes place.

V. This step is conditional and takes place after $tapd - optionally - step U. A SUPL REPORT messag#aining
position estimates calculated from enhanced cetldseneasurements received in step T is sent frenVtSLC to
the H-SLC using an SSRP message over RLP tunnel.

W. The H-SLC forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an MLP HIR
message.

Steps K to W are repeated as applicable. Wheratgbsition estimate needs to be calculatechieeend of the
periodic triggered session has been reached, Xtep€C may be performed (a repeat of steps K tARgrnatively —
and if applicable — step R is repeated.

DD.This step is optional. When real-time reportingsed, it is executed after the last position ederoa, if allowed,
last set of enhanced cell/sector measurementsdeasdibtained or was due. When batch or quasiireaelreporting
is used, step DD is executed if and as soon a@®libging conditions apply:

i. The SET has stored historic location reports anstned historic enhanced cell/sector measurentieaits
have not yet been sent to the H-SLC.

iil. The SET is able to establish communication withHR8LP.

iii. Inthe case of batch reporting, the conditionsstding have arisen or the SET has obtained théxas
according to the number of fixes (in which casémnmomplete batch of positions is sent.

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhéweedl/sector
measurements not previously reported to the H-3h@e case of batch reporting, the stored posistimates and/or
stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step I. If no criteria are receivedtiap |, the SET shall include all stored positistireates and/or stored
enhanced cell/sector measurements not previoystytex.

EE. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step DD, the V-SLP may need to be ipddie translate the enhanced cell/sector measutsnimo
actual position estimates. To this end the H-SL@lsea SUPL REPORT message to the V-SLC using aiPSSR
message over RLP tunnel.

FF. This step is optional and only used if the V-SP@1puired to translate stored enhanced cell/sectasurements
received by the V-SLC into actual position estirsata this case, internal communication betweentg& C and
the V-SPC takes place.

GG.This step is conditional and takes place after Efe@nd - optionally - step FF. A SUPL REPORT mgssa
containing position estimates calculated from ewbkdrcell/sector measurements received in step Eé&nisfrom
the V-SLC to the H-SLC using an SSRP message olvertRnnel.

HH.The H-SLC forwards the reported and/or calculaistblical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.g. if the SUPL Agenbt available), the H-SLC could retain the tiiigt position
fixes for later retrieval by the SUPL Agent.

II. The H-SLC informs the V-SLC about the end of thequiic triggered session through an SUPL END messag
carried within an SSRP message over RLP tunnel.

JJ. The V-SLC informs the V-SPC about the end of theqgakc triggered session through internal commutivce
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KK. The H-SLC ends the periodic triggered session thiehSET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Plets¢had if the last position was calculated in stegnd step DD
was not performed, the SUPL END message is semt the V-SPC to the SET.

5.1.9.3 Roaming with H-SPC Positioning Successful C  ase
SUPL Roaming where the H-SPC is involved in thatmesng calculation.
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Figure 15: Network Initiated Periodic Trigger Service Roaming with H-SLP Positioning Successful CaseNon-Proxy
Mode

NOTE: See Appendix D for timer descriptions
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A. SUPL Agentissues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLC shall apply subscriber privacy agathe client-
id. The TLRR message may indicate that batch reqgpdr quasi-real time reporting is to be useddadtof real
time reporting. In the case of batch reporting, Th&R indicates the conditions for sending batgtores to the H-
SLP and any criteria, when the conditions for segdirise, for including or excluding particularret position
estimates (e.g. QoP, time window).

B. The H-SLC verifies that the target SET is curre&WPL roaming.
The H-SLC MAY also verify that the target SET supgp@&UPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

C. The H-SLC initiates the periodic trigger sessiothvhe SET using the SUPL INIT message. The SURL IN
message contains at least session-id, triggeritygpeator (in this case periodic), proxy/non-prargde indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgptroxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, non-proxadmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address that has be
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagait a periodic triggered session with the H-SLC
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesgdidBET capabilities, a hash of the received SURI IN
message (ver), Location ID (lid) and reporting dalitzes (rep_capabilities). The SET capabilitieslude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP). Thp reapabilities parameter indicates whether the iSE&pable
of batch reporting, real-time reporting and/or dwaal time reporting.

F. The H-SLC informs the H-SPC through internal comination about the periodic triggered session. THeli€
generates SPC_SET_Key and SPC-TID for mutual H-SEPT/authentication and forwards both to the H-SPC
through internal communication. The H-SPC grantdesries the request and informs the H-SLC accolgling

G. Consistent with the SET capabilities received apgE the H-SLC selects the indended positionindhoteto be
used for the periodic triggered session and indgc#s readiness for a periodic triggered sessyogehding a SUPL
TRIGGERED RESPONSE message back to the SET. Thé $BRGGERED RESPONSE message to the SET
includes at a minimum the session-id, posmetho8P- address, periodic trigger parameters and SPC Ky
and SPC-TID. Consistent with the rep_capabilitiethe SET, the H-SLC also indicates the reportirglen
(rep_mode parameter) to be used by the SET: raalteporting, quasi-real time reporting or batghoréng. In the
case of batch reporting, the SUPL TRIGGERED RESPENBssage indicates the conditions for sendinghbatc
reports to the H-SLC and any criteria, when theddtons for sending arise, for including or exclogliparticular
stored position estimates and/or (if allowed) paltr stored enhanced cell/sector measuremernise lcase of
guasi-real time reporting, the SUPL TRIGGERED RESIBE message indicates whether the SET is allowed to
send enhanced cell/sector measurements in lietinfaadition to position estimates. If enhancelfsector
positioning was selected for batch or quasi-reaétireporting, the SUPL TRIGGERED RESPONSE message
indicates if the SET is permitted to send stordubered cell/sector measurements. In this casatéhlreporting
was selected, the SET MAY skip steps 1to O.
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H.

The H-SLC informs the SUPL Agent in an MLP TLRA mage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeterused as a transaction id for the entire ouratf the
periodic triggered session. The SET and the H-SLAYNelease the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

P.

When the periodic trigger in the SET indicates #habsition fix has to be performed, the SET agadtself to the
Packet Data Network if it is not already attacheésiablishes a circuit switched data connectitre $ET then
sends a SUPL POS INIT message to the H-SPC toasparsitioning session with the H-SPC. The SUPL PO$
message contains at least session-id, the Locii¢lid) and the SET capabilities parameter. Thd SEAY
provide NMR specific for the radio technology beimged (e.g., for GSM: TA, RXLEV). The SET MAY pra its
position, if this is supported. The SET MAY set RRequested Assistance Data element in the SUPLIROS

If the SUPL POS INIT message contains a positia tieets the required QoP, the H-SPC MAY direatbcped
to step O.

Through internal communication the H-SPC requesisaase position estimate from the H-SLC basedertid
received in step I.

To obtain a coarse position the H-SLC sends an 8RPIR message to the V-SLP.

The V-SLP translates the received lid into a positstimate and returns the result to the H-SL&nifRLP SRLIA
message.

For real-time or quasi-real time reporting, if tieéurned position meets the required QoP, the H-BIAY directly
proceed to step O and not engage in a SUPL PO®BseBsr batch reporting, if the returned positineets the
required QoP, the H-SLC MAY send the position retgubugh internal communication to the H-SPC ($¢gmand
the H-SPC will forward the position result to theTSusing a SUPL REPORT message (step O) withowtgng in
a SUPL POS session (step N).

. The H-SLC forwards the coarse position to the H-8f#Gugh internal communication.

The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basebereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

Once the position calculation is complete the H-SBads the SUPL REPORT message to the SET inforitniihgt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tlsétipa is
calculated by the H-SPC and therefore needs tadbeded in the message for batch reporting mode.

This step is optional and only used for real-timparting: once the position calculation is compléte H-SPC
sends the position estimate to the H-SLC throutgrial communication.

If a SET Based positioning method was chosen wilichws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhén&Ecurrent GPS assistance data and does natragu
assistance data update from the H-SLP) steps bte Rot performed. Instead, the SET autonomowadtutates the position
estimate and — for real time or quasi-real timerépg — sends the calculated position estimatbeédd-SLC using a SUPL
REPORT message containing the session-id and gigquoestimate.

Q.

This step is optional: if real time or quasi-raéaid reporting is used, the H-SLC forwards the daled position
estimate to the SUPL Agent in an MLP TLREP messa@ge.MLP TLREP message includes the req_id and the
position result. If the reporting mode is set tochaeporting, this message is not needed.

This step is optional: If the SET cannot commurdaaith the H-SLP (e.g. no radio coverage availahte) quasi-
real time reporting is used or if batch reportisgised, the SET MAY — if supported - perform SEB&hposition
fixes (autonomous GPS or SET Based A-GPS wher8Hiehas current assistance data) and/or, if alldwyetie
H-SLP, enhanced cell/sector measurements. In e ofbatch reporting, and if explicitly allowed the H-SLP,
enhanced cell/sector measurements are permittedveven the SET can communicate with the H-SLP.

This step is optional and is executed if batch riépg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEblisto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storeibposi
estimates and/or, if allowed, the stored enhane#isector measurements in an unsolicited SUPL REPO
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W.

message to the H-SLC. The SUPL REPORT messageirt®tiia session-id and the position result(s) idiclg
date and time information for each position reaald optionally the position method used. In theeag#atch
reporting, the stored position estimates and/oaeoéd cell/sector measurements included in the SRERORT
message may be chosen according to criteria ret@iv&ep G. If no criteria are received in stegh®, SET shall
include all stored position estimates and/or enbdrell/sector measurements not previously reported

This step is optional: if the H-SLC received stoesdhanced cell/sector measurements in the SUPL REPO
message in step S, the V-SLP may need to be indatveranslate the enhanced cell/sector measurerirent
actual position estimates. To this end the H-SL@Isean RLP SRLIR message to the V-SLC.

This step is conditional and takes place onlyapst occurred. The V-SLC sends the position reslttulated
based on the enhanced cell/sector measurementgetae step T to the H-SLC.

This step is optional and only takes place if aftertranslation into a position estimate in ste@nd U the H-SPC
is required to calculate the position estimatehls case, internal communication between the H-8h@ H-SPC
takes place.

The H-SLC forwards the reported and/or calculatesitppn estimate(s) to the SUPL Agent in an MLP HER
message.

Steps | to W are repeated as applicable. Wheraitgbsition estimate needs to be calculatechieeend of the periodic
triggered session has been reached, steps X todythenperformed (a repeat of steps | to P). Alti&rely — and if
applicable — step R is repeated.

FF.

This step is optional. When real-time reportingsed, it is executed after the last position edtnoa, if allowed,
last set of enhanced cell/sector measurementsdeasdibtained or was due. When batch or quasiireaelfeporting
is used, step FF is executed if and as soon dsltbeing conditions apply:

i. The SET has stored historic location reports ansted historic enhanced cell/sector measurentieaits
have not yet been sent to the H-SLC.

ii. The SET is able to establish communication withHRSLP.

ii. Inthe case of batch reporting, the conditionsstmding have arisen or the SET has obtained théiXas
according to the number of fixes (in which casénmomplete batch of positions is sent).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-$h@e case of batch reporting, the stored posistimates and/or
stored enhanced cell/sector measurements includbe ISUPL REPORT message may be chosen accoodanigetria
received in step G. If no criteria are receivedtep G, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystyrte.

GG.This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO

HH.

JJ.

KK.

LL.

message in step FF, the V-SLP may need to be iaddly translate the enhanced cell/sector measuterimto
actual position estimates To this end the H-SLGIsem RLP SRLIR message to the V-SLC.

This step is conditional and takes place onlyepsBG occurred. The V-SLC sends the position resutiulated
based on the enhanced cell/sector measurementgeae step GG to the H-SLC.

This step is optional and only takes place if afertranslation into a position estimate in st and HH the H-
SPC is required to calculate the position estimatéhis case, internal communication between tHell€ and H-
SPC takes place.

The H-SLC forwards the reported and/or calculatistbhical position estimate(s) to the SUPL AgenamMLP
TLREP message. As an option (e.qg. if the SUPL Agenbt available), the H-SLC could retain the tiiigt position
fixes for later retrieval by the SUPL Agent.

Using internal communication, the H-SLC informs H&PC of the end of the periodic triggered session

The H-SLC ends the periodic triggered session thithSET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Pleésé¢had if the last position was calculated in Si€pand step FF
was not performed, the SUPL END message is semt tihe H-SPC to the SET (as opposed to from the B-6L
the SET).
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5.1.10 Network Initiated Non-Proxy Mode — Triggered  Services: Event
Triggers

This section describes the call flows for Netwarkiated area event triggered services for non‘prarde. The trigger
thereby resides in the SET and the SET makes ttisiode if an area event occurred based on contislyagepeated position
determinations.

5.1.10.1 Non-Roaming Successful Case

|
|
SUPL | weste H.SPC : Target
Agent | ! SET
|
- r-—_ |
MLP TLRR(ms-id, client-id, qop)
A -
SET Lookup,
B Routing Info
c SUPL INIT(sessign-id, trigger_type=area event, posmethod, SLP mode) -
Ll
Data Connection
D ST2 Setup
E SUPL TRIGGERED START(session-id, lid, SET capabilities, ver)
Internal Communication
F - > uT1
G SUPL TRIGGERED |RESPONSE(session-id, posmethod, H-SPC address,
. trigger_params, SPC_SET_Key, SPC-TID)
MLP TLRA(req_id)
H |-
| L SUPL POS INIT(session-id, lid, SET capabilities)
-t
||| ur2
J SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
K SUPL REPORT(session-id, position) uTs3
L Check for
area event
SUPL REPORT (session-id)
M -t
N | MLP TLREP(req_id)
.y
0 ~ ~
P | Memal Communication
Q SUPL END(session-id) >

Figure 16: Network Initiated Area Event Trigger Service Non-Roaming Successful Case — Non-Proxy Mode
NOTE: See Appendix D for timer descriptions

A. SUPL Agent issues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLClisha
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the
client-id received. Further, based on the recemsdd the H-SLC shall apply subscriber privacy agathe client-
id.

B. The H-SLC verifies that the target SET is curreniby SUPL roaming.

The H-SLC MAY also verify that the target SET supgp&UPL.
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NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamgsms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope

C. The H-SLC initiates the area event trigger sessiitim the SET using the SUPL INIT message. The SUNAL
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning method. If the regtithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of #ssamge.

D. The SET analyses the received SUPL INIT. If founth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antides the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, non-proxadmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address which fegsb
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait an area event triggered session with tigt Pl-
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. TheIlSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatetigmisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. The H-SLC informs the H-SPC through internal comioation about the area event triggered session HFB&C
generates SPC_SET_Key and SPC-TID to be used faraind-SPC/SET authentication and forwards botth&o
H-SPC through internal communication. The H-SPQitgrar denies the request and informs the H-SLC.

G. Consistent with the SET capabilities received m$JPL TRIGGERED START message the H-SLC seleets th
intended positioning method to be used for the awemt triggered session and responds with a SUAGGERED
RESPONSE message including session-id, posmeth&PEladdress, area event trigger parameters and
SPC_SET_Key and SPC-TID. The SUPL TRIGGERED RESP®M8ssage may contain the area ids of the
specified area for the area event triggered session

H. The H-SLC informs the SUPL Agent in an MLP TLRA raage that the triggered location response reqasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire ouraif the area
event triggered session.

The SET and the H-SLC MAY release the secure cdiorec

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

I. Ifthe area ids are downloaded in step G, the SHALE compare the current area id to the downloaalezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHacdhes itself to the Packet Data Network if it already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT megssagjart a
positioning session with the H-SPC. The SUPL PON IlNessage contains at least session-id and thatiooclD
(lid) and the SET capabilities parameter. The SEAYMbrovide NMR specific for the radio technologyibg used
(e.g., for GSM: TA, RXLEV). The SET MAY provide ifsosition, if this is supported. The SET MAY set th
Requested Assistance Data element in the SUPL ROS |
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo HSPC MAY directly proceed to step K and not gegim a
SUPL POS session.

J. The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).
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Q.

Once the position calculation is complete the H-SB@ds a SUPL REPORT message to the SET. The SET MA
release the secure connection to the H-SPC.

The SUPL REPORT message includes the positiontriéshie position estimate is calculated in the P€Sand
therefore needs to be sent to the SET.

The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step I. If area event is triggeredTSEHALL
proceed to step M.

The SET sends a SUPL REPORT message includingetiséos id and the position estimate to the H-SLIgam
the Location estimate parameter is set to “falaelhich case no position estimate is included.

The H-SLC sends a MLP TLREP message to the SUPIntAgkich may include the position result.

If SUPL Agent has requested several report and megrerts are to be sent, the SET repeats step lotostep 1 to L
depending on if the area event condition is fdfillor not. Note that in this case, step M occuty after the
minimum time between reports has elapsed.

When the last report has been sent the H-SLC irddha H-SPC about the end of the area event teggsgssion
through internal communication.

The H-SLC ends the area event triggered sessiseiying a SUPL END message to the SET.

The call flow described in Figure 16 is applicatdell positioning methods, however, individuads within the call flows
are optional:

Step J (SUPL POS) is not performed for cell-id bgsesitioning methods.

In A-GPS SET Based mode where no GPS assistanaésdatquired from the network, no interaction whb H-
SPC is required to calculate a position estimatteraction with the H-SPC is only required for Gé&Sistance data
update in which case steps | to K are performed.

5.1.10.2 Roaming with V-SLP Positioning Successful Case

SUPL Roaming where the V-SLP is involved in theifiasing calculation.
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Figure 17: Network Initiated Area Event Trigger Serice Roaming with V-SLP Positioning Successful CaseNon-
Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agentissues an MLP TLRR message to the H-8lith, which SUPL Agent is associated. The H-SLCllsha
authenticate the SUPL Agent and check if the SUBkrA is authorized for the service it requestsetham the
client-id received. Further, based on the recemsed the H-SLC shall apply subscriber privacy agathe client-
id.

B. The H-SLC verifies that the target SET is curre®lyPL roaming.

The H-SLC MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#P$ are beyond SUPL 2.0 scope
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C. The H-SLC initiates the area event trigger sesgiitim the SET using the SUPL INIT message. The SUINRT
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning methods. If the resfulhe privacy check in Step A indicates that ficdtion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If fouméé non authentic SET takes not further actiotise@vise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLC upesxy or non-proxy mode. In this case, non-proxadenis
used, and the SET SHALL establish a secure coraretdithe H-SLC using the H-SLC address which tegsb
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagiait an area event triggered session with tigt Pl-
The SET SHALL send the SUPL TRIGGERED START messagn if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. Based on the received lid or other mechanismdg;t8&.C determines the V-SLC and sends an RLP SSRLIR
message including the SUPL TRIGGERED START messatfge V-SLC to inform the V-SLC that the targetlSE
will initiate a SUPL positioning procedure. The H&Salso generates SPC_SET_Key and SPC-TID to kfose
V-SPC/SET mutual authentication and includes biottihé RLP SSRLIR message. The area event trigger
parameters such as area information requested BY. ldent for the area event triggered session MAY b
included in this message by the H-SLC.

G. The V-SLC informs the V-SPC through internal comigation about the area event triggered sessionVF§eC
also forwards SPC_SET_Key and SPC-TID to the V-8®Qugh internal communication. The V-SPC grants or
denies the request and informs the V-SLC accorgingl

H. Consistent with the SET capabilities received @pgt, the V-SLC determines the intended positiomireghod to be
used for the area event triggered session andatedidts readiness for an area event triggereibsdsg sending a
SUPL TRIGGERED RESPONSE message back to the H-8la@ RLP SSRLIA message. If area-ids are requested
by the H-SLC, the V-SLC MAY include area-ids coperding to the area for the area event triggeri@ess the
SUPL TRIGGERED RESPONSE message.

I.  The H-SLC forwards the received SUPL TRIGGERED REBSBE message to the SET including session-id,
posmethod, V-SPC address, area event trigger ptessrand SPC_SET_Key and SPC-TID. The SUPL
TRIGGERED RESPONSE message may contain the ared e specified area for the area event triggered
session.

J. The H-SLC informs the SUPL Agent in an MLP TLRA raage that the triggered location response reqasst h
been accepted and also includes a req_id paratoeierused as a transaction id for the entire duraif the area
event triggered session. The SET and the H-SLC Mél¥ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time after H-SLP receives the MLP TLRR

K. If the areaids are downloaded in step |, the SHAIS. compare the current area id to the downloaaesh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHEadhes itself to the Packet Data Network if it s already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT medsaihe V-
SPC to start a positioning session with the V-SH@& SUPL POS INIT message contains at least se&hitime
Location ID (lid) and the SET capabilities paramelde SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets the required Qo® WEPC MAY directly proceed to step M and not egegim a
SUPL POS session.
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S.
T.

The SET and the V-SPC exchange several successsittoping procedure messages.
The V-SPC calculates the position estimate basdatdereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

. Once the position calculation is complete the V-Se@ds a SUPL REPORT message to the SET. The SET MA

release the secure connection to the V-SPC.
The SUPL REPORT message includes the positiontriéshie position estimate is calculated in the F&Sand
therefore needs to be sent to the SET.

The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step K. If area event is triggeredTSEHALL
proceed to step O.

The SET sends a SUPL REPORT message includingetiséos id and the position estimate to the H-SLIgam
the Location estimate parameter is set to “falaelhich case no position estimate is included.

The H-SLC sends a MLP TLREP message to the SUPIntAgkich may include the position result.

If the SUPL Agent has requested several reportavame reports are to be sent, the SET repeatsstef® or step
K to N depending on if the area event conditiofuilled or not. Note that in this case, step QGuois only after the
minimum time between reports has elapsed.

When the last report has been sent the H-SLC irddhma V-SLC about the end of the triggered sedsyosending a
SUPL END message over an RLP SSRP message.

The V-SLC informs the V-SPC about the end of tremagvent triggered session through internal comeatioi.
The H-SLC ends the area event triggered sessiaetging a SUPL END message to the SET.

The call flow described in Figure 17 is applicatdell positioning methods, however, individuad within the call flows
are optional:

Step L (SUPL POS) is not performed for cell-id lshpesitioning methods.

In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vtk V-
SPC is required to calculate a position estimatieraction with the V-SPC is only required for G&Sistance data
update in which case steps K to M are performed.

5.1.10.3 Roaming with H-SLP Positioning Successful Case

SUPL Roaming where the H-SLP is involved in theifimsing calculation.
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Figure 18: Network Initiated Area Event Trigger Service Roaming with H-SLP Positioning Successful CaseNon-
Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. SUPL Agent issues an MLP TLRR message to the H-8\ith, which SUPL Agent is associated. The H-SLClisha
authenticate the SUPL Agent and check if the SUBkrA is authorized for the service it requestsetham the
client-id received. Further, based on the receimsed the H-SLC shall apply subscriber privacy agathe client-
id.

B. The H-SLC verifies that the target SET is curre&WPL roaming.

The H-SLC MAY also verify that the target SET supgp&UPL.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamsms
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NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

NOTE: The specifics for determining if the SET support#& are beyond SUPL 2.0 scope

C. The H-SLC initiates the area event trigger sessiitim the SET using the SUPL INIT message. The SUNAL
message contains at least session-id, triggeritypeator (in this case area event), proxy/non-gnaode indicator
and the intended positioning method. If the regiithe privacy check in Step A indicates that ricgifion or
verification to the target subscriber is needed,HRSLC SHALL also include the Notification elemaémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLC also computes and stores a hash of dssamge.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidar the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugesxy or non-proxy mode. In this case, non-proxadmis
used, and the SET SHALL establish a secure cororetdithe H-SLC using the H-SLC address that has be
provisioned by the Home Network to the SET.

The SET then sends a SUPL TRIGGERED START messagtatt an area event triggered session with tis 8-
The SET SHALL send the SUPL TRIGGERED START messagm if the SET supported positioning
technologies do not include the intended positigmrethod indicated in the SUPL INIT message. ThelSU
TRIGGERED START message contains at least sesgdidBET capabilities, a hash of the received SURI IN
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

F. The H-SLC informs the H-SPC through internal comination about the periodic triggered session. THeliE
generates SPC_SET_Key and SPC-TID to be used faraind-SPC/SET authentication and forwards botth&o
H-SPC through internal communication. The H-SPQitgrar denies the request and informs the H-SLC
accordingly.

G. Based on the received lid or other mechanismg;t&& C determines the V-SLC and sends an RLP SSRLIR
including a SUPL TRIGGERED START message to thel\z$%o inform the V-SLC that an area event triggered
session is in the progress of being initiated whith H-SLP. The area event trigger parameters ssielnea
information requested by SUPL Agent for the areenétriggered session MAY be included in this mgeday the
H-SLC.

H. The V-SLC acknowledges the RLP request receivestep G with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. W18.C MAY include area ids corresponding to thesaf@r
the area event trigger session in the SUPL TRIGAERESPONSE message.

I. Consistent with the SET capabilities received ap<, the H-SLC determines the indended positiomethod to
be used for the area event triggered session achies its readiness for an area event triggerssian by sending
a SUPL TRIGGERED RESPONSE message back to the BiEeTSUPL TRIGGERED RESPONSE message to the
SET includes at a minimum the session-id, posmetHe8PC address, area event trigger parameters and
SPC_SET_Key and SPC-TID. The SUPL TRIGGERED RESHPBOM8ssage may contain the area ids of the
specified area for the area event triggered session

J. The H-SLC informs the SUPL Agent in an MLP TLRA raage that the triggered location response reqasst h
been accepted and also includes a req_id paratodierused as a transaction id for the entire ouraif the area
event triggered session. The SET and the H-SLC Mél¥ase the secure connection.

NOTE: The MLP TLRA may be sent earlier at any time affter H-SLP receives the MLP TLRR

K. If the area ids are downloaded in step I, the SHAIS. compare the current area id to the downloaalezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be performed, the SHEadhes itself to the Packet Data Network if it s already
attached or establishes a circuit switched dataection. The SET then sends a SUPL POS INIT messathe H-
SPC to start a positioning session with the H-SH®@. SUPL POS INIT message contains at least segbimmd the
Location ID (lid) and the SET capabilities paramelde SET MAY provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.
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If the SUPL POS INIT message contains a positia tieets the required QoP, the H-SPC MAY direatbcped
to step Q.

L. Through internal communication the H-SPC requesisaase position estimate from the H-SLC basederiid
received in step K.

M. To obtain a coarse position the H-SLC sends an &RPIR message to the V-SLC.

N. The V-SLC translates the received lid into a posittstimate and returns the result to the H-SL&niiRLP SRLIA
message.

O. The H-SLC forwards the coarse position to the H-8fGugh internal communication.
If the coarse position meets the required QoPHHBPC MAY directly proceed to step Q and not engage SUPL
POS session.

P. The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

Q. Once the position calculation is complete the H-SBfds a SUPL REPORT message to the SET. The SET MA
release the secure connection to the H-SPC.
The SUPL REPORT message includes the positiontriéshie position estimate is calculated in the P€Sand
therefore needs to be sent to the SET.

R. The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met. If no area event is triggered, the SEAISHeturn to step K. If area event is triggeredTSEHALL
proceed to step S.

S. The SET sends a SUPL REPORT message includingetséos id and the position estimate to the H-SLI@ss
the Location estimate parameter is set to “falaelhich case no position estimate is included.

T. The H-SLC sends a MLP TLREP message to the SUPIntAgkich may include the position result.

U. If SUPL Agent has requested several report and megrerts are to be sent, the SET repeats steplkotcstep K to
R depending on if the area event condition islfelfi or not. Note that in this case, step S ocouty after the
minimum time between reports has elapsed.

V. When the last report has been sent the H-SLC irddhm H-SPC about the end of the area event teggszssion
through internal communication.

W. The H-SLC ends the area event triggered sessiceiying a SUPL END message to the SET and by sgadin
SUPL END message using an RLP SSRP tunnel messége V-SLC

The call flow described in Figure 18 is applicatdell positioning methods, however, individuas within the call flows
are optional:

. Step P (SUPL POS) is not performed for cell-id bgsaesitioning methods.

. In A-GPS SET Based mode where no GPS assistanaésdatjuired from the network, no interaction vthie H-
SPC is required to calculate a position estimatteraction with the H-SPC is only required for Gé&Sistance data
update in which case steps K to Q are performed.

5.1.11 V-SLP to V-SLP Handover

This section describes V-SLP to V-SLP handoverrduen ongoing triggered session. The handovenisined for SUPL
roaming with V-SLP scenarios (for a definition d§BL roaming see section 3.2)

5.1.11.1  V-SLP to V-SLP Handover - Network initiate d Proxy mode

This section describes the case where the V-SLéttethat the target SET is out of the V-SLP coyerea and informs
the SET accordingly. The target SET then requesttrigger parameters and subsequently the H-SL&ttehnd initiates a
new V-SLP and send new trigger parameters to tiget&SET which then continues the session. Theritbestmechanism
applies to both Network Initiated and SET Initiapgdxy mode scenarios.
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SUPL V-SLP2 V-SLP1 H-SLP Target SET
Agent
A Ongoing Periodic or Area Event Session
B SUPL POS INIT(session-id, lid)
RLP SSRP(SUPL|POS INIT)
C = uT2
RLP SSRP(SUPL END(session-id, reason= no coverage))
D
SUPL END(session-id, | |
E status code = no SUPL coverage)
F SUPL TRIGGERED|START (session-id, lid, SET capabilities
cause (code = no SUPL coverage)
G Routing Info
RLP SSRLIR (SUPL TRIGGERED START) uT1
H -
| RLP SSRLIA (SUPL TRIGGERED RESPONSE)
SUPL TRIGGERED|RESPONSE (session-id, posmethods, trigger_parameters)
J
K Continued Periodic or Area Event Session

Figure 19: Network initiated Proxy mode - V-SLP toV-SLP Handover
NOTE: See Appendix D for timer descriptians

A. A triggered session is ongoing.
The SET sends a SUPL POS INIT message to the Ht@ERrt a positioning session with the V-SLP1.
The H-SLP forwards the SUPL POS INIT message td_-?4Susing a RLP SSRP message.

V-SLP1 detects it does not support the lid incluitethe SUPL POS INIT and sends a SUPL END mesgatje
H-SLP using a RLP SSRP message. The V-SLP1 SHAIldase all resources related to this session.

The H-SLP sends the SUPL END message to the SEJatinth that the SET lost SUPL coverage (i.e. thd &
outside the SUPL coverage area of V-SLP1).

F. The SET then sends a SUPL TRIGGERED START mesJdgeSUPL TRIGGERED START message contains at
least the same session-id as in step E, SET céjfehilLocation ID (lid) and cause code (no SUPkerage) for re-
sending the SUPL TRIGGERED START message. The Spahilities include the supported positioning mdgo
(e.g., SET-Assisted A-GPS, SET-Based A-GPS) anacased positioning protocols (e.g., RRLP, RRC, ‘BAl
or LPP).

G. The H-SLP verifies that the target SET is curre®yPL roaming and is outside of the coverage afd& SLP1.
The H-SLP determines the V- SLP2 based on theetidived in the SUPL TRIGGERED START message.

H. The H-SLP sends an RLP SSRLIR including the SUPLGIBRERED START message to the V- SLP2 to inform
that the target SET will initiate a SUPL positiogiprocedure. Any area information requested by SA&ént for
an area event triggered session SHALL be includgHis message by the H-SLP.

I. The V- SLP2 acknowledges that it is ready to itiétia SUPL positioning procedure with an RLP SSRiflé&uding
SUPL TRIGGERED RESPONSE message back to the H-Bu®V-SLP2 MAY include area ids corresponding to
the area for the area event trigger session istheL TRIGGERED RESPONSE message.

O ow

m
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J. The H-SLP forwards the received SUPL TRIGGERED RENBE message to the SET including session-id, the
positioning method to be used for the periodicgeiged session and trigger parameters. The SUPL GERED
RESPONSE message may contain the area ids of ¢aéfied area for the area event triggered session.

K. The triggered session is continued.

5.1.11.2  V-SPC to V-SPC Handover - Network initiate d Non-Proxy mode

This section describes the case where the V-SR&tddhat the target SET is out of the V-SPC cayeemrea and informs
the SET accordingly. The target SET then requesttrigger parameters and subsequently the H-SL&ct&ehlnd initiates a
new V-SPC and sends new trigger parameters t@athettSET which then continues the session. Theribesl mechanism
applies to both Network Initiated and SET Initiatezh-proxy mode scenarios.

| || |
PL | [ | Target
SU H-SLC | lv-sLet | |v-spct || || v-sLc2 | | v-sPc2 | | g
Agent | 1 | SET
SR I S S I ___
A Ongoing Periodic or Area Event Session
SUPL POS [INIT(session-id, lifl, SET capabilities)
B Bl
c SUPL END(session-id, uT2
status code = no SUPL coverage)
o SUPL TRIGGERED START (sessipn-id, lid, SET|capabilities,
cauise code = no SUPL coverage)
RLP SSRP(SUPL END) Internal Commuriication
E > ————
F Routing Info
uT2
RLP SSRLIR(SUPL TRIGGERED START)
G Ll
Internal Initializatjon
H - —— — — P
RLP SSRLIA(SUPL TRIGGERED RESPONSE)
| -
RLP S$RP(SUPL AUTH RESP)
J >
Internal Communigation
K <+ ————
SUPL TRIGGERED RESPONSE(session-ifl, posmethods, V-SPC|address, SPC_SET_Key, SPC-TID)
L ot |
M

Continued Periodic or Area Event Session

I I I I I
Figure 20: Network initiated Non-Proxy mode - V-SLPto V-SLP Handover

NOTE: See Appendix D for timer descriptians
A. A triggered session is ongoing.

B. The SET sends a SUPL POS INIT message to the V-3 &tart a positioning session with the V-SPCL1.

C. V-SPC1 detects it does not support the lid incluideitie SUPL POS INIT and sends a SUPL END mestatiee
SET indicating that the SET lost SUPL coverage the SET is outside the SUPL coverage area of Fi3L
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M.

The SET then sends a SUPL TRIGGERED START mesJdgeSUPL TRIGGERED START message contains at
least the same session-id as in step C, SET cé#jgahilLocation ID (lid) and cause code (no SUPkerage) for re-
sending the SUPL TRIGGERED START message. The Spahilities include the supported positioning mdgo
(e.g., SET-Assisted A-GPS, SET-Based A-GPS) anacated positioning protocols (e.g., RRLP, RRC, ‘BAl

or LPP).

The H-SLC informs V-SLC1 about the end of the teggd session by sending a SUPL END message usiRgRn
SSRP tunnel message to the V-SLC1. Through inteeramunication the V-SLC1 informs the V-SPC1 of ¢imel
of the SUPL session. The V-SLC1 and the V-SPC1 SH#dlease all resources related to this session.

The H-SLC verifies that the target SET is curre®WPL roaming and is outside of the coverage af&& SLP1.
The H-SLC determines the V- SLP2 based on thesligived in the SUPL TRIGGERED START message.

The H-SLC sends an RLP SSRLIR including the SUPIGGERED START message to the V- SLP2 to inform
that the target SET will initiate a SUPL positiogiprocedure. Any area information requested by BE&n area
event triggered session SHALL be included in thessage by the H-SLC.

Through internal communication the V-SLC2 requestwice for an area event triggered session franVHsPC2.
The V-SPC2 grants or denies the request and infthiem¥-SLC2 accordingly.

The V- SLC2 acknowledges that it is ready to ibdtia SUPL positioning procedure with an RLP SSRidé&uding
SUPL TRIGGERED RESPONSE message back to the H-Bh€V-SLP2 MAY include area ids corresponding to
the area for the area event trigger session istheL TRIGGERED RESPONSE message.

The H-SLC generates a SPC_SET_Key and a SPC-Thie tsed for mutual V-SPC/SET authentication. The H-
SLC forwards the SPC_SET_Key and a SPC-TID to ##.\Z2 through a SUPL AUTH RESP message using an
RLP SSRP tunnel.

V-SLC2 forwards the key to V-SPC2 through interc@inmunication.

The H-SLC sends a SUPL TRIGGERED RESPONSE messape SET. The SUPL TRIGGERED RESPONSE
message contains session-id, the positioning methbd used for the periodic triggered session\&&iPC2
address. The SUPL TRIGGERED RESPONSE message m#jrtthe area ids of the specified area for tea ar
event triggered session.

For mutual V-SPC2/SET authentication the SUPL TRERED RESPONSE message also includes
SPC_SET_Key and SPC-TID to be used by the SET..

The triggered session is continued.

5.1.12 Notification/Verification based on current | ocation

This section describes scenarios where notificaiwior verification is based on the user's cunpesttion. Before invoking
the notification/verification process, the usetsrent position is determined unbeknownst to trer.uEhe actual
notification/verification process (no notificati@md no verification, notification only, notificaticand verification and
privacy override) is then decided based on the'suisarrent position.
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5.1.12.1 Non Roaming Successful Case - Proxy Mode

SUPL
Agent H-SLP Target SET
MLP SLIR (ms-id, client-id, qop)
A -
SET Lookup,
B Routing Info
C SUPL INIT (session-id, posmethod, SLP mode, ...) -
D ST2 Data Connection
Setup
E SUPL POS INIT (session-id, SET capabilities,ver)
L uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801/LPP)
s SUPL NOTIFY (session-id, notification) ‘UT3
ST5
H SUPL NOTIFY RESPONSE (session-id, notification-response, ...)
UT5
SUPL END (session-id) J
|
J MLP SLIA (posresult

Figure 21: Notification/Verification based on current location. Network Initiated Non-Roaming Successfl Case —

Proxy Mode

NOTE: See Appendix D for timer descriptians

A.

B.

The SUPL Agent issues an MLP SLIR message to tist PI- with which SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check ifSb®L Agent is authorized for the service it regsielsased on
the client-id received. Further, based on the keckims-id the H-SLP shall apply subscriber privagginst the
client-id.

If a previously computed position which meets thguested QoP is available at the H-SLP and, baséubad
position, no notification or verification is regad, the H-SLP SHALL directly proceed to step JbHsed on that
position, notification and verification or notifigan only is required, the H-SLP SHALL proceed tepsB.

The SLP verifies that the target terminal is cutlsewithin the service area of the SLP, i.e. th@éh terminal is not
roaming. The SLP may also verify that the targehieal supports SUPL.

NOTE: The specifics for determining if the SET is roamorgnot is considered outside scope of SUPL. Howeve

there are various environment dependent mechanisms

C. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgssa

contains at least session-id, proxy/non-proxy madeator and the intended positioning method. ithis case
the result of the privacy check in Step A indicates subscriber privacy check based on currertioe is
required, the H-SLP SHALL include the Notificatitfode element in the SUPL INIT message to indicate
notification based on current location and SHALL N{@clude the notification element in the SUPL INflessage.
Before the SUPL INIT message is sent the H-SLP edsoputes and stores a hash of the message.

If in step A the H-SLP decided to use a previousignputed position, the SUPL INIT message SHALL ¢tk this
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in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message cagrifie
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(natification only) the SET SHALL respond with a BUEND message. The H-SLP SHALL then directly peste

to step J.
NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
D.

D. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antide the appropriate actions. The SET checks thiication
mode indicator and determines that in this casedtification is performed based on the locatiothef SET. The
SET also checks the proxy/non-proxy mode indicatatetermine if the H-SLP uses proxy or non-proxyde In
this case, proxy mode is used, and the SET SHALAbéish a secure connection to the H-SLP using R-8tddress
that has been provisioned by the Home Networke¢d3ET. If no H-SLP address is provided in the SUWIT
message the SET SHALL use the default H-SLP addpessgisioned by the Home Network, when establigtire
secure connection. The SET then sends a SUPL POSmilissage to start a positioning session withH&LP.
The SUPL POS INIT message contains at least seBKI@ET capabilities, a hash of the received SUIT
message (ver) and Location ID (lid). The SET cdjads include the supported positioning methodg.(eSET-
Assisted A-GPS, SET-Based A-GPS) and associataetigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP
The SET MAY provide NMR specific for the radio texiogy being used (e.g., for GSM: TA, RXLEV). ThETS
MAY provide its position, if these are availabledssupported by both SET and H-SLP. The SET MAMiset
Requested Assistance Data element in the SUPL ROS |
If a position received from or calculated basedndormation received in the SUPL POS INIT messagaviailable
that meets the required QoP, the H-SLP MAY direptiyceed to step G and not engage in a SUPL PGBes

F. The H-SLP SHALL check that the hash of SUPL INITtames the one it has computed for this particidasi®n.
Based on the SUPL POS INIT message including pdsdés) supported by the SET the H-SLP SHALL then
determine the posmethod. If required for the pobotethe H-SLP SHALL use the supported positionirmqcol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PISI message.

The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate baseti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET-Based).

G. The H-SLP applies subscriber privacy against th€ @&sition estimate determined in Step F. If, basethis
position, notification and verification or notifigan only is required, the H-SLP SHALL send a SURQTIFY
message to the SET. The SUPL NOTIFY message cartaémotification element. If, based on this positno
notification and verification is required, the HISISHALL directly proceed to Step |I.

H. The SET SHALL send a SUPL NOTIFY RESPONSE messagiect H-SLP. If notification and verification was
required in step G then this will contain the riotifion response from the user.

I.  Once the position calculation is complete the H-SeRds the SUPL END message to the SET informitiattno
further positioning procedure will be started ahdttthe location session is finished. The SET SHA¢lease the
secure connection to the H-SLP and release aluress related to this session.

J. The H-SLP sends the position estimate back to eLSAgent in an MLP SLIA message and the H-SLP SHAL
release all resources related to this session.
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5.1.12.2 Non Roaming Successful Case - Non-Proxy Mo  de
SUPL H-SLC H-SLP H-SPC Target SET
Agent
A MLP SLIR(ms-id, client-id, qos)
B SET Lookup, Routing info
Internal Initialization
C .- -
D SUPL INIT (session-id, SHC address, posmethod, SLP mode, ...)
E PT1 Data Connection
sT2 Setup
SUPL AUTH|REQ (session-id, ver)
s SUPL AUTH RESP (Session-id, SPC_SET_Key, SPC-TID) J uT4
Internal Communication
SUPL POS INIT (session-id, lid, set capabilities)
H o L
, [ rterne! Communicator
J SUPL POS (session-id, RRLP/RRC
/TIA-801/LPP)
uT3
K SUPL REPORT (session-id, position)
L SUPL REPORT (session-id, position)
L T uTe
M SUPL NOTIFY (session-id, notification)
ST5 ( SUPL NOTIFY RESPONSE (session-id, notification-response)
N
o SUPL END (session-id) uTs
P MLP SLIA (posresult)

Figure 22: Notification/Verification based on current location. Network Initiated Non-Roaming Successfl Case —
Non-Proxy mode

NOTE:

See Appendix D for timer descriptians

A. The SUPL Agent issues an MLP SLIR message to tis &; with which SUPL Agent is associated. The H-SLC
shall authenticate the SUPL Agent and check ifSb®L Agent is authorized for the service it regsielsased on
the client-id received. Further, based on the kexkims-id the H-SLC shall apply subscriber privagginst the

client-id.

If a previously computed position which meets thguested QoP is available at the H-SLC and, baséadad
position, no notification or verification is rega, the H-SLC SHALL directly proceed to step PbHsed on that
position, notification and verification or notifigan only is required, the H-SLC SHALL proceed tefsB.

B. The H-SLC verifies that the target SET is curreniby SUPL roaming.
The H-SLC MAY also verify that the target SET supgp@UPL.
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NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamgsms

C. The H-SLC and H-SPC may exchange information nacgss setup the SUPL session.

D. The H-SLC initiates the location session with tlerSising the SUPL INIT message. The SUPL INIT mgsesa
contains at least session-id, address of the Sie&y/mon-proxy mode indicator and the intended fpasing
method. As in this case the result of the privaoyok in Step A indicates that subscriber privasgoghbased on
current location is required, the H-SLC SHALL indtuthe Notification Mode element in the SUPL INI'Essage
to indicate notification based on current locatdord SHALL NOT include the notification element iretSUPL
INIT message. If in step A the H-SLC decided to aggeviously computed position, the SUPL INIT naegs
SHALL indicate this in a ‘no position’ posmethodrpmeter value and the SET SHALL respond with a SBRD
message carrying the results of the verificatiartpss (access granted, or access denied). If ticiexprification
is required (notification only) the SET SHALL resmgbwith a SUPL END message. The H-SLC SHALL then
directly proceed to step P.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure ofEtep

E. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@vise
the SET takes needed action preparing for estabéshor resumption of a secure connection..

F. The SET uses the address provisioned by the Horhedxleto establish a secure connection to the H-S@
SET then checks the proxy/non-proxy mode indicaiatetermine if the H-SLP uses proxy or non-proxade In
this case non-proxy mode is used and the SET SH#rd a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and adfdkk received SUPL INIT message (ver).

G. The H-SLC creates SPC_SET_Key and SPC-TID to be fssenutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET_Key and SPC-TID to the H-SPC tjliaoternal communication and returns a SUPL AUTH
RESP message including SPC_SET_Key and SPC-TIBet&ET.

H. The SET will evaluate the Notification rules antidar the appropriate actions. The SET checks thdication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
SET establishes a secure connection to the H-SB&@ding to the address received in step D. The &kiTH-SPC
perform mutual authentication and the SET senddRLFPOS INIT message to start a positioning sessitmthe
H-SPC. The SUPL POS INIT message contains at $egstion-id, SET capabilities and Location ID (lithe SET
capabilities include the supported positioning mdth(e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RR&;801 or LPP). The SET MAY provide NMR specifiorfthe
radio technology being used (e.g., for GSM: TA, FEXD). The SET MAY provide its position, if these are
available and supported by both SET and H-SPC.SHIE MAY set the Requested Assistance Data elemehei
SUPL POS INIT. The SET SHALL also release the catioa to the H-SLC.

I.  The H-SLC and H-SPC may collaborate to determinimiéial position of the SET to aid in the position
determination process. If the initial position edéted based on information received in the SUPISPIT
message meets the requested QoP, the H-SPC MAXMIdipgoceed to step K and not engage in a SUPL POS
session.

J. Based on the SUPL POS INIT message including pderdét) supported by the SET the H-SPC SHALL deteemi
the posmethod. If required for the posmethod theR€ SHALL use the supported positioning protocal.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INIEssage
The SET and the H-SPC exchange several successiteoping procedure messages.

The H-SPC calculates the position estimate basebereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

K. As in this case in step C the H-SLC indicated ttification or verification is based on the pasmitiof the SET, the
H-SPC sends the calculated position to the SETSWAL REPORT message.

L. Asin this case in step D the H-SLC indicated tiwttfication or verification is based on the pasitiof the SET, the
SET sends the calculated position to the H-SLCSU&®L REPORT message.

M. The H-SLC applies subscriber privacy against thé pasition estimate. If, based on this positiortjfitation and
verification or notification only is required, th&SLP SHALL send a SUPL NOTIFY message to the SHiE
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SUPL NOTIFY message contains notification elemdnhased on this position, no notification andifieation is
required, the H-SLP SHALL directly proceed to Sé&p

N. The SET SHALL then send an SUPL NOTIFY RESPONSEsags to the H-SLC. If notification and verification
was required in step M then this will contain thagification response from the user.

O. Once the position calculation is complete the H-Sle@ds the SUPL END message to the SET informitigaitno
further positioning procedure will be started ahdttthe SUPL session is finished. The SET SHALEast the
secure connection to the H-SLC and release allress related to this session.

P. The H-SLC sends the position estimate back to theLlSAgent in an MLP SLIA message and the H-SLCasés
all resources related to this session.

5.1.12.3 Roaming with V-SLP Positioning Successful Case — Proxy mode
SUPL Roaming where the V-SLP is involved in theifasing calculation.

iggnl_t R-SLP V-SLP H-SLP Target SET
A MLP SLIR (msid, Ics-i: ient-id, qos, ...)
B Routing Info
C RLP SRLIR (msid, Ics-client-id, gos, ...
D SET Lookup
Routing Info

E RLP-SSRLIR(SURL START (session-id, msid, qop, ...))

B ST3
F RLP-SSRLIA(SUPL RESPONSE (session-id, V-SLP address, ...))
G SUPL INIT (session-id, H-SLP address, SLP mode,

)
H Data connection
ST2 setup
RT1 L A
| SUPL POS INIT (session-id, lid, SET capabilities, ver)
J RLP-SSRP (SUPL POS INIT(session-id, lid SET capabilities ...)|| | uT2
RLP-SSRP(SUPL .
K » POS . | SUPL POS (session-id, RRLP/RRC/TIA-801/
(session-id, ..)) LPP)

L RLP-SSRP (SUPL END(session-id, posresult, ...) uT3
M SUPL NOTIFY (session-id, notification)
N STS [ SUPL NOTIFY RESPONSE (session-id, notification-response)
o SUPL END (session-id) uts
p RLP SRLIA (ppsresult)
Q ‘MLP SLIA (posresult)

Figure 23: Notification/Verification based on current location. Network Initiated Roaming with V-SLP Positioning
Successful Case — Proxy mode

NOTE: See Appendix D for timer descriptians
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A. The SUPL Agent issues an MLP SLIR message to tB&R-with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 84PL Agent is authorized for the service it regsiglstised
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemnit
authorized for this request, Step Q will be retdragth the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario
environment dependent mechanisms

C. The R-SLP then forwards the location request tdH+&_P of the target subscriber, using RLP protoda
previously computed position which meets the retpteQO0P is available at the H-SLP and, based drptistion,
no natification or verification is required, the$-P SHALL directly proceed to step P. If, basediuat position,
notification and verification or notification onlg required, the H-SLP SHALL proceed to step Grafte/ing
performed the SET Lookup and Routing Info procedufestep D.

D. Based on the received ms-id the H-SLP SHALL apphssriber privacy against the client-id. The H-Siefifies
that the target SET is currently SUPL roaming.ddition the H-SLP MAY also verify that the targE Bsupports
SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamsms

E. The H-SLP sends an RLP SSRLIR to the V-SLP to inftne V-SLP that the target SET will initiate a SUP
positioning procedure. Mandatory parameters in SSPART that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitraryued by H-SLP and be ignored by V-SLP

F. The V-SLP acknowledges that it is ready to initi@at®UPL positioning procedure with an RLP SSRLIAKt the
H-SLP.

G. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy madiator and the intended positioning method. ithis case
the result of the privacy check in Step D indicated subscriber privacy check based on curremttioc is
required, the H-SLP SHALL include the Notificatitfode element in the SUPL INIT message to indicate
notification based on current location and SHALL Ni@clude the notification element in the SUPL INflessage.
This step MAY be performed immediately after steBefore the SUPL INIT message is sent the H-SisB al
computes and stores a hash of the message.

If in step C the H-SLP decided to use a previogsinputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step P.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
H.

Step G MAY be performed immediately after step &yhver, H-SLP SHALL not proceed with step J beftep F
has returned..

H. The SET analyses the received SUPL INIT. If fouméd¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

I.  The SET will evaluate the Notification rules antide the appropriate actions. The SET checks thiication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
SET also checks the proxy/non-proxy mode indicaiatetermine if the SLP uses proxy or non-proxy endd this
case, proxy mode is used, and the SET SHALL estahlisecure connection to the H-SLP using the H&ldPess
that has been provisioned by the Home Networke@dSBET. The SET then sends a SUPL POS INIT messagart
a positioning session with the H-SLP. The SUPL PRIF message contains at least session-id, SEThilitfes, a
hash of the received SUPL INIT message (ver) ar@htion ID (lid). The SET capabilities include thepported
positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP). The SET MAY optionafiyovide NMR specific for the radio technology being
used (e.g., for GSM: TA, RXLEV). The SET MAY optialfy provide its position or network timing inforrian, if
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these are available and supported by both SET a8t The SET MAY optionally set the Requested s#tssice
Data element in the SUPL POS INIT.

J. The H-SLP SHALL check that the hash of SUPL INITtohes the one it has computed for this particidas®n.
The H-SLP then tunnels the SUPL POS INIT messagfect&/-SLP.

K. Based on the SUPL POS INIT message including pdsmdést) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the pokodtthe V-SLP SHALL use the supported positiorpngtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PINSI message.

If the V-SLP already calculated an initial positibased on information received in the SUPL POS IMBssage
which satisfyies the requested QoP, the V-SLP MAédly proceed to step L and not engage in a SBBIS
session. Otherwise, the SET and the V-SLP exchsengeral successive positioning procedure message®lled
over RLP via the H-SLP.

The V-SLP calculates the position estimate basetth®mneceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontass&sobtained from the V-SLP via H-SLP (SET-Based)

L. Once the position calculation is complete the V-SkRds the SUPL END message tunnelled over RLIretélt
SLP . The V-SLP SHALL release all resources relébetthis session.

M. The H-SLP applies subscriber privacy against th€ @&sition estimate obtained in Step L. If, basedhis
position, notification and verification or notifigan only is required, the H-SLP SHALL send a SURQTIFY
message to the SET. The SUPL NOTIFY message cantatification element. If, based on this positioa,
notification and verification is required, the HISISHALL directly proceed to Step O.

N. The SET SHALL send a SUPL NOTIFY RESPONSE messagieet H-SLP. If notification and verification was
required in step M then this will contain the nigtition response from the user.

O. The H-SLP forwards the SUPL END to the SET inforgninthat no further positioning procedure will tarted
and that the location session is finished. The SHALL release the secure connection to the H-SldPratease all
resources related to this session.

P. The H-SLP sends the position estimate back to 8¢ Rin an RLP SRLIA message. The H-SLP SHALL re¢ea
all resources related to this session.

Q. The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.

5.1.12.4  Roaming with H-SLP Positioning Successful Case — Proxy mode
SUPL Roaming where the H-SLP is involved in theifimsing calculation.
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Figure 24: Notification/Verification based on current location. Network Initiated Roaming with H-SLP Positioning
Successful case — Proxy mode

NOTE:

See Appendix D for timer descriptians

A. The SUPL Agent issues an MLP SLIR message to tB&IR-with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglstised

B.

NOTE:

on the client-id received.

The R-SLP determines the H-SLP based on the retensid. If the R-SLP determines that the SUPL Agemit
authorized for this request, Step O will be retdrmdéth the applicable MLP return code.

environment dependent mechanisms

The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario

C. The R-SLP then forwards the location request tdH+# P of the target subscriber, using RLP protoda
previously computed position which meets the retpteQo0P is available at the H-SLP and, based drptistion,
no notification or verification is required, the$l-P SHALL directly proceed to step N. If, basedtloat position,
notification and verification or notification onlg required, the H-SLP SHALL proceed to step Erdftving
performed the SET Lookup and Routing Info procedufestep D.
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D. Based on the received ms-id the H-SLP SHALL apphssriber privacy against the client-id. The H-Siefifies
that the target SET is currently SUPL roaming.ddition the H-SLP MAY also verify that the targE Bsupports
SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamsms

NOTE: Alternatively, the H-SLP may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

E. The H-SLP initiates the location session with tld $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy madiator and the intended positioning method. ithis case
the result of the privacy check in Step D indicdtes subscriber privacy check based on currertioe is
required, the H-SLP SHALL include the Notificatitfode element in the SUPL INIT message to indicate
notification based on current location and SHALL N{@clude the notification element in the SUPL INflessage.
Before the SUPL INIT message is sent the H-SLP edsoputes and stores a hash of the message.

If in step C the H-SLP decided to use a previousipputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amd3ET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(natification only) the SET SHALL respond with a BUEND message to the H-SLP. The H-SLP SHALL then
directly proceed to step N.

NOTE: Before sending the SUPL END message the SET i the data connection setup procedure of step F

F. The SET analyses the received SUPL INIT. If founth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

G. The SET will evaluate the Notification rules antidar the appropriate actions. The SET checks th#ication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
SET also checks the proxy/non-proxy mode indicaiatetermine if the H-SLP uses proxy or non-proxade In
this case, proxy mode is used, and the SET SHAL&béish a secure connection to the H-SLP usind#8i.P
address that has been provisioned by the Home Metawdhe SET. The SET then sends a SUPL POS INIT
message to start a positioning session with the.Pl-$he SUPL POS INIT message contains at leasiaesd,
SET capabilities and Location ID (lid). The SUPLEMNIT MAY contain a hash of the received SUPL INIT
message (ver). The SET capabilities include theeted positioning methods (e.g., SET-Assisted ASGPET-
Based A-GPS) and associated positioning protoeofs,(RRLP, RRC, TIA-801 or LPP). The SET MAY prdwi
NMR specific for the radio technology being usedj(efor GSM: TA, RXLEV). The SET MAY provide its
position, if these are available and supporteddif ISET and H-SLP. The SET MAY set the Requestesisfence
Data element in the SUPL POS INIT.

H. The H-SLP SHALL check that the hash of SUPL INITtahes the one it has computed for this particiéasion. If
an initial position calculated based on informatieceived in the SUPL POS INIT message is availatblieh
meets the requested QoP, the H-SLP MAY directlpeal to step K.

The H-SLP then decides that the H-SLP will prowadsistance/position calculation and the H-SLP sand?LP SRLIR
request to the V-SLP to determine an initial positior the SET. The RLP request contains at |éestrisid and the
Location ID (lid). Optionally the H-SLP MAY forwarBiIMR provided by the SET to the V-SLP.

I.  The V-SLP returns an RLP SRLIA message. The RLPIBRhessage contains the position result (i.e. tiitéai
position of the SET). If the computed position nsetee requested QoP, the H-SLP MAY proceed dirgothtep K
and not engage in a SUPL POS session.

J. Based on the SUPL POS INIT message including pdsmdés) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the pobptetthe H-SLP SHALL use the supported positiorprgtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PISI message.

The SET and the H-SLP exchange several success$ioping procedure messages.
The H-SLP calculates the position estimate basati@neceived positioning measurements (SET ad3istahe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET based).

K. The H-SLP applies subscriber privacy against th€ g&sition estimate determined in Step J. If, basethis
position, notification and verification or notifigan only is required, the H-SLP SHALL send a SURQTIFY
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message to the SET. The SUPL NOTIFY message cantatification element. If, based on this positioa,
notification and verification is required, the HISISHALL directly proceed to Step M.

L. The SET SHALL send a SUPL NOTIFY RESPONSE messagieet H-SLP. If notification and verification was
required in step K then this will contain the nigtition response from the user.

M. Once the position calculation is complete the H-SeRds a SUPL END message to the SET informirigattrio
further positioning procedure will be started ahdttthe location session is finished. The SET SHAdlease the
secure connection to the H-SLP and release aluress related to this session.

N. The H-SLP forwards the location estimate to R-SitiRe position estimate is allowed by the privaettisgs of the
target subscriber. The H-SLP SHALL release all veses related to this session.

O. The R-SLP sends the position estimate back to tHeLSAgent in an MLP SLIA message.
5.1.12.5 Roaming with V-SPC Positioning Successful Case — Non-Proxy-mode
SET Roaming where the V-SPC is involved in the asing calculation.
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Figure 25: Notification/Verification based on current location. Network Initiated Roaming with V-SPC Positioning
Successful Case — Non-Proxy-mode

NOTE: See Appendix D for timer descriptians

A. The SUPL Agent issues an MLP SLIR message to tB&®-with which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8éPL Agent is authorized for the service it regsiglstised
on the client-id received.
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B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemniot
authorized for this request, Step V will be retutméth the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario
environment dependent mechanisms

C. The R-SLP then forwards the location request tdH##l_P of the target subscriber, using RLP protoda
previously computed position which meets the retpee®oP is available at the H-SLP and, based drpthsition,
no natification or verification is required, the$-P SHALL directly proceed to step U. If, basedtioat position,
notification and verification or notification onlg required, the H-SLP SHALL proceed to step Hrdfieving
performed the SET Lookup and Routing Info procedufestep D. Based on the received ms-id the H-SHRLL
apply subscriber privacy against the client-id.

D. The H-SLP verifies that the target SET is curre®lyPL roaming. In addition the H-SLP MAY also vgrihat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamgsms

E. The H-SLP allocates a session-id for the SUPL eassnd decides that the V-SPC will provide assistatata or
perform the position calculation. The H-SLP sendf&aP SSRLIR to the V-SLC to inform the V-SLC tlihe
target SET will initiate a SUPL positioning proceduMandatory parameters in SUPL START that areknotvn
to H-SLP (lid and SET capabilities) shall be popedbwith arbitrary values by H-SLP and be ignorgd/bSLP. If
the result of the privacy check in Step C indic#kes notification and verification is based on #wotual location of
the target SET user, the H-SLP will inform the V&hccordingly.

F. The V-SLC informs the V-SPC of a SUPL positionimgsion. As in this case the result of the privdwe in Step
D indicates that notification or verification isdgl on the actual location of the target SET ukerV-SLC will
inform the V-SPC that the collaboration betweenMeSnd V-SPC is needed to apply subscriber priaainst
the client-id once location is computed.

G. The V-SLC acknowledges that V-SPC is ready to eagag SUPL positioning procedure with an RLP SSRLI
back to the H-SLP. The message includes the addféks V-SPC.

H. The H-SLP initiates the location session with tld $i1sing the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, address of the V-pRRy/non-proxy mode indicator and the intendeslifiaming
method. If the result of the privacy check in SBemdicates that subscriber privacy check basedusrent location
is required, the H-SLP SHALL include the NotificatiMode element in the SUPL INIT message to indicat
notification based on current location and SHALL Ni@clude the notification element in the SUPL INflessage.

I. The SET analyses the received SUPL INIT. If fountb¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection. Ifép & the H-
SLP decided to use a previously computed positierSlUPL INIT message SHALL indicate this in a ‘rasiion’
posmethod parameter value and the SET SHALL respathda SUPL END message to the H-SLP carrying the
results of the verification process (access gramedccess denied). If no verification is requigedtification only)
the SET SHALL respond with a SUPL END message ¢dH5LP. The H-SLP SHALL then directly proceed to
step U.

J. The SET uses the address provisioned by the Hortvedxleto establish a connection to the H-SLP. TEd ghen
checks the proxy/non-proxy mode indicator to deteenif the H-SLP uses proxy or non-proxy mode.his tase
non-proxy mode is used and the SET SHALL send alSAIPTH REQ message to the H-SLP. The SUPL AUTH
REQ message contains the session-id and a hash mfdeived SUPL INIT message (ver).

K. The H-SLC creates SPC_SET_Key and SPC-TID to be fesenutual V-SPC/SET authentication. The H-SLP
forwards SPC_SET_Key and SPC-TID to the V-SLC tgtoan RLP SSRP message. The V-SLC forwards
SPC_SET_Key and SPC-TID to the V-SPC through irlesommunication.

L. The H-SLP returns a SUPL AUTH RESP to the SET. $U®L AUTH RESP message SHALL contain the
session-id, SPC_SET_Key and SPC-TID.

M. The SET will evaluate the Notification rules antide the appropriate actions. The SET checks thiication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
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SET establishes a secure connection to the V-SP@ding to the address received in step H. The &klTV-SPC
perform mutual authentication and the SET senddRLIPOS INIT message to start a SUPL positionirsgiea
with the V-SPC. The SUPL POS INIT message contaiisast session-id, SET capabilities and Locdtib(lid).
The SET capabilities include the supported positigmethods (e.g., SET-Assisted A-GPS, SET-Bas&iP5s)
and associated positioning protocols (e.g., RRUIRCRTIA-801 or LPP). The SET MAY provide NMR spécifor
the radio technology being used (e.g., for GSM: RXLEV). The SET MAY provide its position, if thesee
available and supported by both SET and V-SPC.SHE MAY set the Requested Assistance Data elemehki
SUPL POS INIT. The SET SHALL also release the catioa to the H-SLP.

N. The V-SPC informs the V-SLC that the positioninggedure is started. The V-SLC and the V-SPC maslootate
to determine an initial position of the SET to aidhe position determination process. If the aliposition
calculated based on information received in the ISBBS INIT message meets the requested QoP, theGd/-S
MAY directly proceed to step P and not engage 8U&L POS session.

0. Based on the SUPL POS INIT message including pdsmdét) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the pobkouitthe V-SPC SHALL use the supported positiomrgocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIBISI message.

The SET and the V-SPC exchange several successsittoping procedure messages.
The V-SPC calculates the position estimate basdti@received positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

P. As in this case in step F the V-SLC indicated tiwtfication or verification is based on the pasitiof the SET, the
V-SPC sends the calculated position to the SETSWBL REPORT message

Q. As in this case in step H the H-SLP indicated tiwification or verification is based on the pasitiof the SET, the
SET sends the calculated position to the H-SLPSUBL REPORT message.

R. The H-SLP applies subscriber privacy against th€ g&sition estimate. If, based on this positiortjfitation and
verification or natification only is required, the SLP SHALL send a SUPL NOTIFY message to the SHie
SUPL NOTIFY message contains notification elemdnhased on this position, no notification andifieation is
required, the H-SLP SHALL directly proceed to Step

S. The SET SHALL then send an SUPL NOTIFY RESPONSEsags to the H-SLP. If notification and verification
was required in step R then this will contain tleéfication response from the user.

T. Once the position calculation is complete the H-SERds a SUPL END message to the SET informirwattrio
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.

U. The H-SLP sends the position estimate back to 8¢ Rin an RLP SRLIA message. The H-SLP SHALL re¢ea
all resources related to this session.

V. The R-SLP sends the position estimate back to thHelL.SAgent in an MLP SLIA message.
5.1.12.6 Roaming with H-SPC Positioning Successful Case — Non-Proxy-mode
SUPL Roaming where the H-SPC is involved in thetfwrysng calculation.
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Figure 26: Notification/Verification based on current location. Network Initiated Roaming with H-SPC Positioning

NOTE:

See Appendix D for timer descriptians

Successful Case — Non-Proxy-mode

A. The SUPL Agent issues an MLP SLIR message to tlygé&sting-SLP, with which SUPL Agent is associalete
Requesting-SLP SHALL authenticate the SUPL Aget @reck if the SUPL Agent is authorized for thevemr it
requests, based on the client-id received.
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B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemit
authorized for this request, Step V will be retutméth the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL. However, there are vario
environment dependent mechanisms

C. The R-SLP then forwards the location request tdH##_C of the target subscriber, using RLP protofca
previously computed position which meets the retpee®oP is available at the H-SLC and, based drptbsition,
no natification or verification is required, the$-C SHALL directly proceed to step U. If, basedtbat position,
notification and verification or notification onlg required, the H-SLC SHALL proceed to step Frdfisving
performed the SET Lookup and Routing Info procedufestep D.

D. Based on the received ms-id the H-SLC SHALL applyseriber privacy against the client-id. The H-SkeSifies
that the target SET is currently SUPL roaming.ddiion the H-SLC MAY also verify that the targeE® supports
SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamgsms

NOTE: Alternatively, the H-SLC may determine whether 8t€T is SUPL roaming in a later step using the iocat
identifier (lid) received from the SET.

E. The H-SLC informs the H-SPC of the pending SUPLitmsng session.

F. The H-SLC initiates the location session with tlierSising the SUPL INIT message. The SUPL INIT mgsesa
contains at least session-id, address of the H-BRRy/non-proxy mode indicator and the intendeslifianing
method. As in this case the result of the privaogok in Step D indicates that subscriber privagcktbased on
current location is required, the H-SLC SHALL indtuthe Notification Mode element in the SUPL INI'Essage
to indicate notification based on current locatéord SHALL NOT include the notification element iretSUPL
INIT message.

If in step C the H-SLC decided to use a previoasijmputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdthe
SLC carrying the results of the verification pracéasccess granted, or access denied). If no vaiiit is required
(notification only) the SET SHALL respond with a BUEND message to the H-SLC. The H-SLC SHALL then
directly proceed to step U.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure ofGtep

G. The SET analyses the received SUPL INIT. If founthé non authentic SET takes not further actioise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

H. The SET uses the address provisioned by the Horhedxeto establish a secure connection to the H-Slie
SET then checks the proxy/non-proxy mode indicaiatetermine if the H-SLC uses proxy or hon-proxgd@. In
this case non-proxy mode is used and the SET SH#rd a SUPL AUTH REQ message to the H-SLC. The SUPL
AUTH REQ message contains the session-id and adfdkk received SUPL INIT message (ver).

I.  The H-SLC creates SPC_SET_Key and SPC-TID to be fesenutual H-SPC/SET authentication. The H-SLC
forwards SPC_SET_Key and SPC-TID to the H-SPC tjinanternal communication and returns a SUPL AUTH
RESP message including SPC_SET_Key and SPC-TIBetSET.

J. The SET will evaluate the Notification rules antidw the appropriate actions. The SET checks th#ication
mode indicator and determines that in this casedtiéication is performed based on the locatiothef SET. The
SET establishes a secure connection to the H-SB@ding to the address received in step F. The 8&TH-SPC
perform mutual authentication and the SET then sen8UPL POS INIT message to start a positioniagige with
the H-SPC. The SUPL POS INIT message containsasat §ssion-id, SET capabilities and Location i@).(The
SET capabilities include the supported positionimgthods (e.g., SET-Assisted A-GPS, SET-Based A-GRS8)
associated positioning protocols (e.g., RRLP, RRB;801 or LPP). The SET MAY provide NMR specifiaiz
for the radio technology being used (e.g., for GIM; RXLEV). The SET MAY provide its position, ikse are
available and supported by both SET and H-SPC.SHIE MAY set the Requested Assistance Data elemehei
SUPL POS INIT. The SET SHALL also release the catina to the H-SLC and release all resources relehis
session.
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K. The H-SLC and H-SPC may collaborate to determinimigial position of the SET to aid in the position
determination process. If the initial position edéted based on information received in the SUPISPIT
message meets the requested QoP, the H-SPC MAdtIdipeoceed to step P.

L. The H-SLC sends an RLP SRLIR request to the V-3L&etermine an initial position for the SET . TheFR
request contains at least the msid and the Loc#lidfid). Optionally the H-SLC MAY forward NMR pnaded by
the SET to the V-SLP.

M. The V-SLP returns an RLP SRLIA message. The RLPISRhessage contains the position result (i.e. tiitéal
position of the SET).

N. The H-SLC sends the initial position to the H-SIFGhe initial position meets the requested Qole,HhSPC MAY
proceed directlyto step P without engaging in a SBPS session.

0. Based on the SUPL POS INIT message including pdsmdés) supported by the SET the H-SPC SHALL deteemi
the posmethod. If required for the posmethod tHeR€ SHALL use the supported positioning protocd.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INIEssage.

The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basebereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

P. As in this case in step E the H-SLC indicated ttadification or verification is based on the pawitiof the SET, the
H-SPC sends the calculated position to the SETSWAL REPORT message.

Q. As inthis case in step F the H-SLC indicated tiadification or verification is based on the pasitiof the SET, the
SET sends the calculated position to the H-SLCSU&L REPORT message.

R. The H-SLC applies subscriber privacy against th& pasition estimate. If, based on this positiortjfication and
verification or natification only is required, the SLP SHALL send a SUPL NOTIFY message to the SHie
SUPL NOTIFY message contains notification elemdnhased on this position, no notification andifieation is
required, the H-SLP SHALL directly proceed to Step

S. The SET SHALL then send an SUPL NOTIFY RESPONSEsags to the H-SLC. If notification and verification
was required in step R then this will contain tleéfitation response from the user.

T. Once the position calculation is complete the H-Sle@ds SUPL END message to the SET informing ftriba
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.

U. The H-SLC sends the position estimate back to #8# R in an RLP SRLIA message. The H-SLC SHALL rekea
all resources related to this session.

V. The R-SLP sends the position estimate back to tHeL.SAgent by means in an MLP SLIA message.
5.1.13 Retrieval of Historical Positions and/or En  hanced Cell Sector
Measurements

In SUPL 2.0 a SET may store calculated positiomd@metwork measurements for later retrieval lgyribtwork. This
section describes the retrieval of stored histbpoaitions and/or enhanced cell/sector measuresnent

Please note that the concept of non-proxy mode otespply since the SET is not involved in a posihg session i.e. does
not directly communicate with the SPC.

5.1.13.1 Retrieval of Historical Position Results —  non-roaming successful case

The following call flow defines the retrieval ofdborical position results from the SET for non-raagn. In the context of
retrieval of historical position and/or enhancelilsector measurements non-roaming means that eetasell/sector
measurements which the SET reports were taken WelSET was not SUPL roaming.
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SUPL
Agent

H-SLP

Target
SET

MLP HLIR(ms-id, client-id, hist—paLa'ns)
Ll

SUPL INIT(session-id, posmethod=historical data retrieval, SLP mode, historic reportinqL

Data Connection
ST5 Setup

SUPL REPORT(session-id, positions/enhanced cell/sector measurements, ver)

MLP HLIA(posresults)

A

Figure 27: Retrieval of historical positions and/orenhanced cell/sector measurements — non-roaming

NOTE: See Appendix D for timer descriptians

A.

The SUPL Agent issues an MLP HLIR message to tf&R; with which SUPL Agent is associated. The H-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it regsiglstised
on the client-id received. Further, based on tkeived ms-id the H-SLP SHALL apply subscriber pcivagainst
the client-id. The hist-params parameter in theRiriessage defines criteria to be applied by the \8Ean
selecting historical position to be reported to $¢PL Agent (e.g. time window, QoP, etc.).

The H-SLP initiates the retrieval of historical imss with the SET using the SUPL INIT messagee BUPL
INIT message contains at least session-id, posrde8Iid® mode and criteria for selecting stored hisab position
estimates and/or stored enhanced cell/sector nexasuts (historic reporting and optionally QoP).tétical data
retrieval is indicated by posmethdustorical data retrieval If the result of the privacy check in Step A icaties
that notification or verification to the target sahiber is needed, the H-SLP SHALL also includeNlotification
element in the SUPL INIT message. Before the SUNAIL Imessage is sent, the H-SLP also computes anessh
hash of the message.

The SET analyses the received SUPL INIT. If fountbé non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéishor resumption of a secure connection.

The SET will evaluate the Notification rules andldar the appropriate actions. The SET then esthblisa secure
connection to the H-SLP using an H-SLP addresshiistbeen provisioned by the Home Network to th€.SE
The SET selects historical position estimates artd&toric enhanced cell/sector measurements basduke criteria
received in step B and sends the positions anelitranced cell/sector measurements in a SUPL RER¥R$age
to the H-SLP. The SUPL REPORT message contaireaat the session-id and a hash of the received SNIFL
message (ver). After sending the SUPL REPORT mes#lag SET SHALL release all resources relatedlito t
session.

The H-SLP converts any enhanced cell/sector measunis received in step D into corresponding pasitio
estimates and reports the historical position estisito the SUPL Agent in a MLP HLIA message.

5.1.13.2 Retrieval of Historical Position Results —  roaming successful case

The following call flow defines the retrieval ofdborical position results from the SET for roamihgthe context of
retrieval of historical position and/or enhancet/sector measurements roaming means that enhamtiésector
measurements reported by the SET were taken WiglSET was SUPL roaming.
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Figure 28: Retrieval of historical positions and/orenhanced cell/sector measurements — roaming
NOTE: See Appendix D for timer descriptians

A. The SUPL Agent issues an MLP HLIR message to ti&_H; with which SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check ifSb®L Agent is authorized for the service it regsiglsased on
the client-id received. Further, based on the xeckms-id the H-SLP shall apply subscriber privagginst the
client-id. The hist-params parameter in the HLIRsgagje defines criteria to be applied by the SEThveeéecting
historical position to be reported to the SUPL Agng. time window, QoP, etc.).

B. The H-SLP initiates the retrieval of historical fiimhs with the SET using the SUPL INIT messagee BUPL
INIT message contains at least session-id, posrde®8id® mode and criteria for selecting stored hishb position
estimates and/or stored enhanced cell/sector nexasuts (historic reporting). Historical data retakis indicated
by posmethodhistorical data retrieval If the result of the privacy check in Step A icaties that notification or
verification to the target subscriber is needed,HRSLP SHALL also include the Notification elemémthe SUPL
INIT message. Before the SUPL INIT message is $katH-SLP also computes and stores a hash of éiseage.

C. The SET analyses the received SUPL INIT. If foumth¢ non authentic SET takes not further actiotisevise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

D. The SET will evaluate the Notification rules antider the appropriate actions. The SET then esthblisa secure
connection to the H-SLP using a H-SLP addresshtasteen provisioned by the Home Network to the.SET
The SET selects historical position estimates artdatoric enhanced cell/sector measurements basduke criteria
received in step B and sends the positions andiwareced cell/sector measurements in a SUPL REPOé#8Eage
to the H-SLP. The SUPL REPORT message contaireaat the session-id and a hash of the received SNIFL
message (ver). After sending the SUPL REPORT mes#lag SET SHALL release all resources relatediito t
session.

E. Ifiin step D the H-SLP received enhanced cell/setteasurements, the H-SLP converts them into positi
estimates. However, enhanced cell/sector measutsertaken while the SET was SUPL roaming, cannbeto
converted into position estimates by the H-SLP.sBhmeasurements are instead forwarded to the tasp¥eSLP
in a RLP-SRLIR message.

F. The V-SLP converts the enhanced cell/sector measnts into position estimates and returns the tesuthe H-
SLP in a RLP-SRLIA message.

G. The H-SLP reports the historical position estimatethe SUPL Agent in an MLP HLIA message.
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5.1.14 Network/SET capabilities Change for Area Eve nt Triggered
Scenarios
Area Event trigger scenarios which rely on areatdddetermine the trigger condition require updatif trigger parameters

after network change. The described mechanismegptdiNetwork Initiated, SET Initiated, Proxy andriNProxy scenarios
in the exact same way.

PL
SU H-SLP Target SET
Agent
A Ongoing Area Event Session
Network
B Change
SUPL TRIGGERED START (session-id, lid, SET capabilities, cause)
C gt
D Routing Info
uT1
Initialization of V-
E SLP
SUPL TRIGGERED RESPONSE (session-id, posmethods,
F | trigger_parameters)
G Continued Area Event Session

Figure 29: Network/SET capabilities change for AregEvent Trigger Scenarios
NOTE: See Appendix D for timer descriptians

An Area Event session is ongoing.

B. The SET monitors serving network identity and SEpabilities. If the SET detects that it has changetevorks
and the new serving network is not part of any doaded area id lists or if the SET detects thatSE&
capabilities have changed the SET continues toGtep

C. The SET attaches itself to the Packet Data Netwfdrks not already attached or establishes audiewitched data
connection. The SET then sends a SUPL TRIGGEREDRITAessage to request new event trigger parameters.
The SUPL TRIGGERED START message contains at kssdion-id, SET capabilities, Location ID (lid) asaise
for re-sending the SUPL TRIGGERED START message. BT capabilities include the supported positignin
methods (e.g., SET-Assisted A-GPS, SET-Based A-@GR&xssociated positioning protocols (e.g., RARRRC,
TIA-801 or LPP).

D. The H-SLP determines based on the lid receivederstUPL TRIGGERED START message if a session with a
SLP need to be established, terminated or handedtoanother V-SLP. If no communication with V-SisP
needed H-SLP proceed to step F.

E. Based onresultin step D, H-SLP informs conceMe&LP’s of the change according to section 5.1s8%p F & G
or section 5.1.11.1 steps G to I.
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F. The H-SLP sends SUPL TRIGGERED RESPONSE message BET including session-id, the positioning
method to be used for the area event triggeredoseand area event trigger parameters. The SUPIGGERED
RESPONSE message may contain the area ids of ¢edfied area for the area event triggered sestitime H-
SLP does not provide new trigger parameters irBtiEL TRIGGERED RESPONSE then the SET SHALL
maintain the previous trigger parameters.

G. The Area Event session continues.

5.1.15 Emergency Services Location Requests

Regulatory requirements will dictate the conditiomsler which the SET should accept emergency SBIPL inessages.
For example, in many cases, the regulatory requingsnonly require the SET to process emergency SNPLmessages if
the SET is currently engaged in an emergency Calhsequently, the conditions (under which the Stidukl accept
emergency SUPL INIT messages) are outside the safdpés document.

5.1.15.1 Non-Roaming Successful Case — Proxy mode

SUPL
Agent E-SLP Target SET
A MLP ELIR (ms-id, client ID, eqop)
Non-roaming Verification
B X
Routing Info
C SUPL INIT (session-id, posmethod, SLP mode, E-SLP address) _
Data Connection
D ST2 Setup
E SUPL POS INIT (session-id, lid, SET capabilities, ver)
uT2
F SUPL POS (session-id, RRLP/RRC/TIA-801/LPP)
G SUPL END (session-id) uTs
H MLP ELIA (posresult)

Figure 30: Network Initiated Emergency Services NofRoaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptians

A. SUPL Agent issues an MLP ELIR message to the E-8lifRA,which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and loaddian The E-SLP shall authenticate the SUPL Agadt
check if the SUPL Agent is authorized for the se\it requests, based on the client-id received.

If a previously computed position which meets thguested QoP is available at the E-SLP and nadgaitdn and
verification is required according to local regolgtrequirements, the E-SLP SHALL directly proceedtep H. If
notification and verification or notification onlg required, the E-SLP SHALL proceed to step B.

B. The E-SLP verifies that the target SET is currendy SUPL roaming

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

C. The E-SLP initiates the location session with tBF $ising the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, proxy/non-proxy madeator and the intended positioning method. ShEL INIT
SHALL contain the E-SLP address if the E-SLP isthetH-SLP for the SET. The SUPL INIT MAY contamet
desired QoP. The E-SLP SHALL also include Notificatelement in the SUPL INIT message indicatingatam
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for emergency services and, according to localleggry requirements, whether notification or vexdtfiion to the
target SET is or is not required. Before the SURLTImessage is sent the E-SLP also computes anessachash
of the message.

If in step A the E-SLP decided to use a previogsimputed position, the SUPL INIT message SHALL d¢adié this
in a ‘no position’ posmethod parameter value amd3SET SHALL respond with a SUPL END message cagrifive
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(notification only) the SET SHALL respond with a BUEND message. The E-SLP SHALL then directly peace
to step H.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
D and use the procedures described in step Eadblis$t an IP connection to the E-SLP

The SET takes needed action preparing for estabéshor resumption of a secure connection.

E. The SET will evaluate the Notification rules antidar the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the E-SLP ysexy or non-proxy mode. In this case, proxy misdesed,
and the SET SHALL establish a secure connectidhede-SLP using either the provisioned H-SLP dadked E-
SLP address, if no E-SLP address was receive@nGt or the E-SLP address received in step CSHiethen
sends a SUPL POS INIT message to start a positjseasion with the E-SLP. The SET SHALL send th@ISU
POS INIT message even if the SET supported positipiechnologies do not include the intended pasitig
method indicated in the SUPL INIT message. The SBBIS INIT message contains at least session-id, SET
capabilities, a hash of the received SUPL INIT rages(ver) and Location ID (lid). The SET capalabtinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP). TheTS¥AY provide NMR specific for the radio technology
being used (e.g., for GSM: TA, RXLEV). The SET MAYovide its position, if this is supported. The SEAY
set the Requested Assistance Data element in tRe. £OS INIT.

If a coarse position calculated based on infornmatézeived in the SUPL POS INIT message is avaltidt meets
the required QoP, the E-SLP SHALL directly procéedtep G and not engage in a SUPL POS session.

F. The E-SLP SHALL check that the hash of SUPL INITichas the one it has computed for this particldas®n.
Based on the SUPL POS INIT message including pdsmdés) supported by the SET the E-SLP SHALL then
determine the posmethod. If required for the pobptethe E-SLP SHALL use the supported positionirgiqzol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIQISI message.

The SET and the E-SLP MAY exchange several suogegsisitioning procedure messages.
The E-SLP calculates the position estimate basdatdereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the E-SLP (SET-Based).

G. Once the position calculation is complete the E-SeRds the SUPL END message to the SET informitigitno
further positioning procedure will be started ahdttthe location session is finished. The SET SHA¢lease the IP
connection to the E-SLP and release all resousdated to this session.

H. The E-SLP sends the position estimate back to theLSAgent by means of the MLP ELIA message and&i&i P
SHALL release all resources related to this session
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5.1.15.2 Non-Roaming Successful Case — Non-Proxy mo
SUPL
Agent E-SLC E-SLP E-SPC
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Figure 31: Network Initiated Emergency Sevices NofRoaming Successful Case — Non-Proxy mode

NOTE:

See Appendix D for timer descriptians

A. SUPL Agentissues an MLP ELIR message to the Sltifipoment of the E-SLP, with which SUPL Agent is
associated. The MLP ELIR message may include tRelBE&ddress and location data. The E-SLC shall
authenticate the SUPL Agent and check if the SUBkr& is authorized for the service it requestsetham the

client-id received.

If a previously computed position which meets thguested QoP is available at the E-SLC and noicetidn and
verification is required according to local regolgtrequirements, the E-SLC SHALL directly proceedtep M. If
notification and verification or notification only required, the E-SLC SHALL proceed to step B.

B.

The E-SLP verifies that the target SET is currentdy SUPL roaming

The E-SLC MAY also verify that the target SET supgp&UPL.

NOTE:

However, there are various environment dependenhargésms

The specifics for determining if the SET is SUPkRmang or not is considered outside scope of SUPL.
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C. The E-SLC and E-SPC may exchange information nacg$s setup the SUPL POS session.

D. The E-SLC initiates the location session with tld $i1sing the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, address of the S&y/pon-proxy mode indicator and the intended fiasing
method. The SUPL INIT SHALL contain the E-SLP addrd the E-SLP is not the H-SLP for the SET. ThEPE
INIT MAY contain the desired QoP. The E-SLC shddleainclude the Notification element in the SUPLTN
message indicating location for emergency senaek according to local regulatory requirementsetiver
notification or verification to the target SET isis not required.

If in step A the E-SLC decided to use a previowsignputed position, the SUPL INIT message SHALL @ati this
in a ‘no position’ posmethod parameter value amd3IET SHALL respond with a SUPL END message cagrifive
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(natification only) the SET SHALL respond with a BUEND message. The E-SLC SHALL then directly peste
to step M.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
E and use the procedures described in step Fdblisst an IP connection to the E-SLC

The SET takes needed action preparing for estabéshor resumption of a secure connection.

The SET establishes a secure connection to theEtSing either the provisioned H-SLP or defaulte8LEP
address, if no E-SLP address was received in step be E-SLP address provided in step D. The Bien checks
the proxy/non-proxy mode indicator to determinthé E-SLP uses proxy or non-proxy mode. In thi® cam-

proxy mode is used and the SET SHALL send a SUPTAREQ message to the E-SLC.The SUPL AUTH REQ
message contains the session-id and a hash afdbived SUPL INIT message (ver).

G. The E-SLC creates SPC_SET_Key and SPC-TID to be fesenutual E-SPC/SET authentication and sends inot
an SUPL AUTH RESP message to the SET. The E-SL&fatsvards SPC_SET_Key and SPC-TID to the E-SPC
through internal communication.

H. The SET will evaluate the Notification rules antider the appropriate actions. The SET establisimelPa
connection to the E-SPC according to the addressved in step D. The SET and E-SPC may perfornuaiut
authentication and the SET sends a SUPL POS INSsage to start a positioning session with the E-SR€
SET SHALL send the SUPL POS INIT message evereif3BT supported positioning technologies do ndtude
the intended positioning method indicated in the®’SUNIT message. The SUPL POS INIT message contdins
least session-id, SET capabilities and Locatioifli). The SET capabilities include the supportediponing
methods (e.g., SET-Assisted A-GPS, SET-Based A-@GR&xssociated positioning protocols (e.g., RARRRC,
TIA-801 or LPP). The SET MAY provide NMR specifiorfthe radio technology being used (e.g., for GIK;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY set the Requested AssistBrata
element in the SUPL POS INIT. The SET SHALL alslease the IP connection to the E-SLC and releédse al
resources related to this session.

I. The E-SLC and E-SPC may collaborate to determiedértitial location or coarse location of the SETaid in the
position determination process. If the initial lboa meets the requested QoP, the E-SLP proceestslglito step
K.

J. Based on the SUPL POS INIT message including pdsmdés) supported by the SET the E-SPC SHALL detegmi
the posmethod. If required for the posmethod tI&PE SHALL use the supported positioning protoca.(e
RRLP, RRC, TIA-801 or LPP) from the SUPL POS INI'Essage
The SET and the E-SPC MAY exchange several suseepssitioning procedure messages.

The E-SPC calculates the position estimate baseldeoreceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisobtained from the E-SPC (SET-Based).

K. Once the position calculation is complete the E-SB@s the SUPL END message to the SET informitiitno
further positioning procedure will be started ahdttthe SUPL session is finished. The SET SHALEaset the IP
connection to the E-SPC and release all resouetat®d to this session.

L. The E-SPC also informs the E-SLC of the end ofSb®L session. Unless the E-SLC already knows tkiipo,
e.g., from step |, the E-SPC informs the E-SLChef determined position from step J. The E-SPC SHadlease
all resources related to this session.
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M. The E-SLC sends the position estimate back to YeLSAgent using an MLP ELIA message. The E-SLC SHAL
release all resources related to this session.

5.1.15.3 Roaming with V-SLP Positioning Successful Case — Proxy mode
SUPL Roaming where the V-SLP is involved in theifiasing calculation.

SUPL V-SLP E-SLP Target SET
Agent
A MLP ELIR (msid, client-id, eqop) o
Roaming Verification
B Routing Info
c RLP-SSRLIR(SUPL START (session-id, msid, eqop))
ST3
D RLP-SSRLIA(SUPL RESHONSE (session-id))
SUPL INIT (session-id, posmethod, SLP mode,
E E-SLP Address) ]
Data connection
F ST2 setup
G SUPL POS INIT (session-id, lid, SET capabilities, ver)
RLP-SSRP (SUPL POS INIT(session-id, lid SET capabilities) UT?2
| RLP-SSRR(SUPL POS (session-id)) | SUPL POS (session-id, RRLP/RRC/TIA-801/
LPP)
J RLP:SSRP (SUPL END(sessiontid, posresult)
> uT3
K SUPL END (session-id)
L MLP ELIA (posresult)

Figure 32: Network Initiated Emergency Services Roaing with V-SLP Positioning Successful Case — Proxyode
NOTE: See Appendix D for timer descriptians

A. SUPL Agentissues an MLP ELIR message to the E-8lifR,which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and loaddian The E-SLP SHALL authenticate the SUPL Agerd
check if the SUPL Agent is authorized for the se\it requests, based on the client-id received pifeviously
computed position which meets the requested Qakaitable at the E-SLP and no notification andfieation is
required according to local regulatory requiremgtiits E-SLP SHALL directly proceed to step L. Itifioation
and verification or notification only is requirethe E-SLP SHALL proceed to step E.

B. The E-SLP verifies that the target SET is curreBWYPL roaming

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope oflSUP
However, there are various environment dependenhargésms

C. The E-SLP sends an RLP SSRLIR to the V-SLP to inftre V-SLP that the target SET will initiate a SUP
positioning procedure. Mandatory parameters in SSPART that are not known to E-SLP (lid and SET
capabilities) shall be populated with arbitraryued by E-SLP and be ignored by V-SLP. The SET gfatie
session-id will not be included in this messageéh®yE-SLP to distinguish this scenario from a Shiidted
scenario.
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D. The V-SLP acknowledges that it is ready to initi@at8UPL positioning procedure with an RLP SSRLIAl# the
E-SLP.

E. The E-SLP initiates the location session with tBd $ising the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, proxy/non-proxy madeator and the intended positioning method. $hEL INIT
SHALL contain the E-SLP address if the E-SLP isthetH-SLP for the SET. The SUPL INIT MAY contamet
desired QoP. The E-SLP SHALL also include Notificatelement in the SUPL INIT message indicatingtam
for emergency services and, according to localleggry requirements, whether notification or vexdtiion to the
target SET is or is not required. Before the SURLTImessage is sent the E-SLP also computes anekshchash
of the message.

If in step A the E-SLP decided to use a previogsimputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amd3ET SHALL respond with a SUPL END message tdthe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(notification only) the SET SHALL respond with a BUEND message to the E-SLP. The E-SLP SHALL then
directly proceed to step L.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
F and use the procedures described in step Gadblisst an IP connection to the E-SLP

F. The SET takes needed action preparing for estabéshor resumption of a secure connection.

G. The SET will evaluate the Notification rules antldw the appropriate actions. The SET also chelskgproxy/non-
proxy mode indicator to determine if the E-SLP ysexy or non-proxy mode. In this case, proxy misdesed,
and the SET SHALL establish a secure connectidhede-SLP using either the provisioned H-SLP oadkéd E-
SLP address, if no E-SLP address was receive@nEtor the E-SLP address received in step ESHiethen
sends a SUPL POS INIT message to start a positjseasion with the E-SLP. The SET SHALL send th@ISU
POS INIT message even if the SET supported positiptechnologies do not include the intended pasitig
method indicated in the SUPL INIT message. The SBBIS INIT message contains at least session-id, SET
capabilities, a hash of the received SUPL INIT rages(ver) and Location ID (lid). The SET capalabtinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated positjoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP). TheT9®AY optionally provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

H. The E-SLP SHALL check that the hash of SUPL INITichas the one it has computed for this particidas®n.
The E-SLP then tunnels the SUPL POS INIT messatjeety/-SLP.

I. Based on the SUPL POS INIT message including pdsmdés) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the pokottthe V-SLP SHALL use the supported positiorpngtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PINISI message. If the V-SLP already calculated sitmn
satisfying the requested QoP the V-SLP termindtegbsitioning session and informs the E-SLP atimut
termination and position by sending a SUPL ENDhi® E-SLP tunnelled over RLP. The E-SLP proceedsgp K
and returns the positioning result. The SET andM8LP MAY exchange several successive positiopiragedure
messages, tunnelled over RLP via the E-SLP.

The V-SLP calculates the position estimate basetth®meceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the V-SLP via E-SLP (SET-Based)

J. Once the position calculation is complete the V-SkERds the SUPL END message towards the SET, wghich
tunnelled over RLP via the E-SLP. The V-SLP SHAIelease all resources related to this session.

K. The E-SLP forwards the SUPL END to the SET infomgnitrthat no further positioning procedure will started
and that the location session is finished. The SHALL release the IP connection to the E-SLP atebhse all
resources related to this session.

L. The E-SLP sends the position estimate back to thHeLSAgent by means of the MLP ELIA message.
5.1.15.4 Roaming with V-SPC Positioning Successful Case — Non-Proxy-mode

SET Roaming where the V-SLP is involved in the posing calculation.
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i;fnLt E-SLP V-SLC V-SPC Target SET
V-SLP
A MLP ELIR (msid, client-id, eqo|
B Roaming Verification
Routing Info
c RLP-SSRLIR(SUPL START (session-id, msid, eqop))
D Imternal Initializatign
ST3 -~ l—
E RLP-SSRLIA(SUPL|RESPONSE (session-id, posmethod V-SPC address))
E SUPL INIT (session-id, VI-SPC address, posmethod, SLP mode, E-SLP |address)
G Data connection
PT1 setup
H » SUPL AUTH REQ (session-id, ver)
I RLP-SSRP(AUTH RESP@eisisqu-quSiE’Qﬁ»SE T_Key, SPC-TID)
nternal Commynigation

uT4

J SUPL AUTH RESP (session-id, SPG_SET_Key, SPC-TID)
777777777 SUPL POS INIT (session-id, lid, SET capabilities)
K ST2 In ;nal Communication uT?2
L SUPL POS (session-id,
RRLP/RRC/TIA-801/LPP)

M SUPL END (session-id) UT3
N Inﬂrla?IEQrpmuini’cation
o RLP-SSRP (SUPL END(session-id, posresult)
= MLP ELIA (posresult)

Figure 33: Network Initiated Emergency Services Roaing with V-SPC Positioning Successful Case — Nordxy-

mode

NOTE: See Appendix D for timer descriptians

A.

B.

SUPL Agent issues an MLP ELIR message to the E-8iitR,which SUPL Agent is associated. The MLP ELIR
message may include the SET IP address and loaddian The E-SLP SHALL authenticate the SUPL Agerd
check if the SUPL Agent is authorized for the ses\vit requests, based on the client-id receiveal pifeviously
computed position which meets the requested Qakaitable at the E-SLP and no notification andfieation is
required according to local regulatory requiremetiits E-SLP SHALL directly proceed to step P. Ifification
and verification or notification only is requireithe E-SLP SHALL proceed to step F after havingqrend the
Roaming Verification and Routing Info procedurestep B.

The E-SLP verifies that the target SET is curreBWyPL roaming

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.

C.

However, there are various environment dependenhamsms

The E-SLP allocates a session-id for the SUPL gesaid decides that the V-SPC will provide asststatata or
perform the position calculation. The E-SLP semd&®BP SSRLIR to the V-SLC to inform the V-SLC thlae
target SET will initiate a SUPL positioning proceduMandatory parameters in SUPL START that areknotvn
to E-SLP (lid and SET capabilities) shall be popadawith arbitrary values by E-SLP and be ignorg/kSLP.
The SET part of the session-id will not be includtethis message by the E-SLP to distinguish tbénario from a
SET Initiated scenario.
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D. The V-SLC informs the V-SPC of an incoming SUPLIiforing session.

E. The V-SLC acknowledges that V-SPC is ready toatgtia SUPL positioning procedure with an RLP SSRh&ék
to the E-SLP. The message includes at least seissippsmethod and the address of the V-SPC.

F. The E-SLP initiates the location session with tB $ising the SUPL INIT message. The SUPL INIT mgssa
contains at least session-id, address of the V-pRRy/non-proxy mode indicator and the intendeslifianing
method. The SUPL INIT SHALL contain the E-SLP addrd the E-SLP is not the H-SLP for the SET. ThEPE
INIT MAY contain the desired QoP. The E-SLP SHAUsa@include Naotification element in the SUPL INIT
message indicating location for emergency senaces according to local regulatory requirementsgtivar
notification or verification to the target SET isis not required.

If in step A the E-SLP decided to use a previogsimputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value amdSET SHALL respond with a SUPL END message tdethe
SLP carrying the results of the verification pracésccess granted, or access denied). If no vatidiit is required
(natification only) the SET SHALL respond with a BUEND message to the E-SLP. The E-SLP SHALL then
directly proceed to step P.

NOTE: Before sending the SUPL END message the SET SHAdrfopm the data connection setup procedure of step
G and use the procedures described in step Hables$t an IP connection to the E-SLP

G. The SET takes needed action preparing for estaéshor resumption of a secure connection.

H. The SET establishes a secure connection to theFELSIng either the provisioned H-SLP or defaukesLP
address, if no E-SLP address was received in stepthe E-SLP address provided in step F. The tBEfi checks
the proxy/non-proxy mode indicator to determinthé E-SLP uses proxy or non-proxy mode. In thi® cam-
proxy mode is used and the SET SHALL send a SUPTHAREQ message to the E-SLP. The SUPL AUTH REQ
message contains the session-id and a hash ddbyed SUPL INIT message (ver).

I. The E-SLC creates SPC_SET_Key and SPC-TID to b fesenutual V-SPC/SET authentication. The E-SLP
forwards SPC_SET_Key and SPC-TID to the V-SLC tgtoan RLP SSRP message. The V-SLC forwards
SPC_SET_Key and SPC-TID to the V-SPC through irlesommunication.

J. The E-SLP returns a SUPL AUTH RESP to the SET. JUPL AUTH RESP message SHALL contain the session-
id, SPC_SET_Key and SPC-TID.

K. The SET will evaluate the Notification rules antide the appropriate actions. The SET establisimePa
connection to the V-SPC according to the addressived in step F. The SET and V-SPC may perforrmuaiut
authentication and the SET sends a SUPL POS INSsage to start a SUPL positioning session with/HsPC.
The SET SHALL send the SUPL POS INIT message evitre iISET supported positioning technologies do not
include the intended positioning method indicatethie SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilitieslarodtion ID (lid). The SET capabilities include thepported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP). The SET MAY provide NMiRecific for the radio technology being used (dag.
GSM: TA, RXLEV). The SET MAY provide its positioif,this is supported. The SET MAY set the Requested
Assistance Data element in the SUPL POS INIT. TE& SHALL also release the IP connection to the E-ahd
release all resources related to this session.

The V-SPC informs the V-SLC that the positioninggadure is started.

L. Based onthe SUPL POS INIT message including pdsdés) supported by the SET, the V-SPC SHALL
determine the posmethod. If required for the pobotitthe V-SPC SHALL use the supported positiomrajocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PIQISI message.

The SET and the V-SPC MAY exchange several suagegsisitioning procedure messages. If the V-SP€&adly
calculated a position satisfying the requested GeR/-SPC terminates the positioning session wistu&L END
and informs the V-SLC about the termination. Th&MZ proceeds to step O and returns the positiomsgit.
The V-SPC calculates the position estimate basdatd@received positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassisobtained from the V-SPC (SET-Based).

M. Once the position calculation is complete the V-3@@ds a SUPL END message to the SET informirmgattrio
further positioning procedure will be started ahdttthe positioning session is finished. The SERBHrelease all
resources related to this session.
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N. The V-SPC informs the V-SLC that the positioningqadure is completed and returns the position t.eBlaé V-
SPC SHALL release all resources related to thisiges

O. The V-SLC sends a RLP SSRP to the E-SLP carryiagtsition result. The V-SLC SHALL release all neses
related to this session.

P. The E-SLP sends the position estimate back to thHeLSAgent by means of the MLP ELIA message
5.1.16 Immediate Location Request Exception Procedu res
5.1.16.1  SET does not allow Positioning for non roa  ming

After receiving a SUPL INIT message the SET exexthie notification/verification procedure. In tigenario, the
subscriber rejects the location request. The tall §hown in Figure 34 applies to both proxy and-pooxy mode.

igznlj[ H-SLP Target SET

A MLP SLIR (ms-id, Ics-client-id, qop)
SET Lookup,
B Routing Info
c SUPL INIT (session-id, posmethod, SLP mode) _
D ST2 Data Connection
Setup
E SUPL END (session-id, status code = consentDeniedByUser, ver)
MLP SLIA (ms-id, Ics-client, error-code)
F -t

Figure 34: Network Initiated SET User denies Positining for non roaming
NOTE: See Appendix D for timer descriptians

A. SUPL Agent sends an MLP SLIR message to the H-%&fitR,which the SUPL Agent is associated. The H-SLP
SHALL authenticate the SUPL Agent and check if 8#PL Agent is authorized for the service it reqedsbased
on the client-id received. Further, based on tkeived ms-id the H-SLP SHALL apply subscriber pcivagainst
the client-id.

B. The H-SLP verifies that the target SET is currentty SUPL roaming. The H-SLP may also verify tlneg target
SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPRmong or if the SET supports SUPL is consideredodut
scope for SUPL (there are various environment dégretmechanisms)

C. The H-SLP initiates the location session with tlE $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy madeator and the intended positioning method his tase the
result of the privacy check in Step A indicated thatification or verification to the target subibar is needed, and
the H-SLP therefore includes the Notification eletria the SUPL INIT message.

D. The SET analyses the received SUPL INIT. If foumth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabishor resumption of a secure connection.

E. The SET SHALL establish a secure connection td#&L.P. The SET evaluates the notification rules aledts the
subscriber of the position request. In this caseuser rejects the location request, either byiekglction or
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implicitly by not responding to the notificatiométhe SET returns to the H-SLP the SUPL END messag
containing the session-id, a hash of the receil¢LSINIT message (ver) and the status code
consentDeniedByUser

F. The H-SLP sends the position response, contaihiagns-id, client-id, and the appropriate error-cbdek to the
SUPL Agent using an MLP SLIA message.

5.1.16.2 SET does not allow Positioning for roaming with V-SLP Positioning

After receiving a SUPL INIT message the SET exexthie notification/verification procedure. In tigenario, the
subscriber rejects the location request. The Ml §hown in Figure 35 applies to both proxy and-pooxy mode for
roaming with V-SLP.

PL
SU R-SLP V-SLP H-SLP Target SET
Agent
A MLP SLIR (msid, client-id, eqop)
Routing Info
C RLP SRLIR (msid, client-id, eqop)
D SET Lookup
Routing Info
E RLP-SSRLIR(SUPL START (session-id, msid)
ST3
RLP-SSRLIA(SUPL RESPONSE (session-id))
F
SUPL INIT (session-id, posmethod, SLP mode)
G
Data connection
H ST2 setup
RT1
| SUPL END (session-id, status code
= consentDeniedByUser, ver)
RLP-SSRP (SURL END(session-id,
J status code = consentDeniedByUser))
K RLP SRLIA (posresult)
L ‘MLP SLIA (posresult)

Figure 35: Network Initiated SET User denies Positining for roaming with V-SLP Positioning
NOTE: See Appendix D for timer descriptians

A. SUPL Agent issues an MLP SLIR message to the R-@itR,which SUPL Agent is associated. The R-SLP
SHALL authenticate the SUPL Agent and check if 8é#PL Agent is authorized for the service it regsiglstised
on the client-id received.

B. The R-SLP determines the H-SLP based on the ratensid. If the R-SLP determines that the SUPL Agemniot
authorized for this request, Step L will be returméth the applicable MLP return code.

NOTE: The specifics for determining the H-SLP are congdeutside scope of SUPL (there are various engnient
dependent mechanisms).

C. The R-SLP forwards the location request to the H-8E the target subscriber, using the RLP protdgated on
the received ms-id the H-SLP SHALL apply subscrifxévacy against the client-id. If a previously qomed
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D.

position which meets the requested QoP is availatillee H-SLP, the H-SLP SHALL proceed to step @raf
having performed the step D.

The H-SLP verifies that the target SET is curre®lPL roaming. In addition the H-SLP MAY also vgrihat the
target SET supports SUPL.

NOTE: The specifics for determining if the SET is SUPkRmong or if the SET supports SUPL is consideredobut

scope for SUPL (there are various environment dég@etnmechanisms).

The H-SLP sends an RLP SSRLIR to the V-SLP to mfthie V-SLP that the target SET will initiate a SUP
positioning procedure. Mandatory parameters in SSPART that are not known to H-SLP (lid and SET
capabilities) shall be populated with arbitraryued by H-SLP and be ignored by V-SLP. The SET gfattte
session-id will not be included in this messageh®eyH-SLP to distinguish this scenario from a Shifidted
scenario.

The V-SLP acknowledges that it is ready to initat8UPL positioning procedure with an RLP SSRLIAlbt the
H-SLP.

The H-SLP initiates the location session with tlR $ising the SUPL INIT message. The SUPL INIT mgesa
contains at least session-id, proxy/non-proxy madeator and the intended positioning method his tase the
result of the privacy check in Step C indicated tiwification or verification to the target subibar is needed and
the H-SLP therefore includes the Notification elatria the SUPL INIT message. Before the SUPL INI&éssage
is sent the H-SLP also computes and stores a Hidbh message.

If in step C the H-SLP decided to use a previogsinputed position the SUPL INIT message SHALL iatkcthis
in a ‘no position’ posmethod parameter value.

The SET analyses the received SUPL INIT. If fountbé non authentic SET takes not further actiotise@vise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

The SET SHALL establish a secure connection td#®P. The SET evaluates the notification rules aledts the
subscriber of the position request. In this caseutter rejects the location request, either byiekglction or
implicitly by not responding to the notificatiomathe SET returns a SUPL END message to the HeShRaining
the session-id, a hash of the received SUPL INISgage (ver) and the status cadesentDeniedByUser

The H-SLP SHALL check that the hash of SUPL INITtames the one it has computed for this particidasi®n.
The H-SLP then tunnels the SUPL END message tviBeP.

The H-SLP sends an RLP SRLIA message to the R-Bdidting the error condition user rejected logatiequest.
The H-SLP SHALL release all resources related imghssion.

The R-SLP sends an MLP SLIA message to the SUPIntAigdicating the error condition user rejectedatimn
request.

5.1.16.3 SET does not allow Positioning for roaming with H-SLP Positioning

This scenario is identical for ULP messaging tortba-roaming scenario (see section 5.1.16.1).

5.1.16.4  Notification based on current location — S  ET denies permission

During a Network-Initiated SUPL session in whiclke BET is asked for verification based on currecéfion, if the SET
returns a SUPL NOTIFY RESPONSE with a response ¢fpéot Allowed, the H-SLP SHALL respond with a SUEND
which may contain a status code of “consentDeni&biy”.
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H-SLP SET

\ \
A SUPL session in progress, leading up to SUPL NOTIFY and
SUPL NOTIFY RESPONSE exchange between H-SLP and SET

SUPL NOTIFY (contains notification type of “notification and
verification”)
B >

SUPL NOTIFY RESPONSE (contains notification
response type of “Not Allowed”)

SUPL END

Y

Propagation of error
E code back to SUPL
Agent

Figure 36: Notification based on current location -SET denies permission

NOTE: If the SUPL NOTIFY contains notification type “nfitiation only”, the contents of the SUPL Notify pesise
SHALL be ignored by the H-SLP and the SUPL sessluall continue as per the success case of thabsess

A. A Network-initiated location request has occuriecgither a roaming or non-roaming scenario, inclitthe call
flow has progressed to a SUPL NOTIFY message withtdication type of “notification and verificati being
sent from the H-SLP to the SET.

B. A SUPL NOTIFY message sent from the H-SLP to th& 8fEh a notification type of “notification and
verification”.

C. The SET responds with a SUPL NOTIFY RESPONSE coimgia response type of “Not Allowed” to deny camise
for the location attempt

D. The H-SLP SHALL send a SUPL END which may contaistatusCode of “consentDeniedByUser” to the SET.
The SET SHALL release all resources related togbgsion.

E. The H-SLP then propagates the appropriate erroe badk to the SUPL Agent using the same messagied) u
when notification based on current location is neofuired.
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5.1.16.5 Authorization Failure at H-SLP

SUPL
Agent

H-SLP Target SET

MLP SLIR (ms-id, client-id, qop)

A >
Authorization
B Failure

C P MLP SLIA (ms-id, client-id, status code)

Figure 37: Network Initiated Authorization Failure H-SLP

A. SUPL Agent issues an MLP SLIR message to the H-8iitR,which the SUPL Agent is associated. The H-SLP
shall authenticate the SUPL Agent and check ifSb®L Agent is authorized for the service it regsielsased on
the client-id received. Further, based on the keckims-id the H-SLP shall apply subscriber privagginst the
client-id.

B. Authorization failure occurs at the H-SLP. This nieeydue to i) the SUPL Agent is not registeredhatHi-SLP for
location requests, or ii) the H-SLP determines thatlocation request should be barred upon perfayprivacy
check.

C. The H-SLP sends the position response, contaihiagris-id, client-id, and the appropriate error-cbdek to the
SUPL Agent by means of the MLP SLIA message.

5.1.16.6 Authorization Procedure at V-SLP

H-SLP V-SLP

RLP SRLIR or RLP SSRLIR
A
B Authorization
Failure
RLP SRLIA or RLP SSRLIA (result =
"UNAUTHORIZED APPLICATION")
C -

Figure 38: Network Initiated Authorization Failure V-SLP

A. H-SLP sends an RLP SRLIR or RLP SSRLIR to V-SLP.

B. Authorization failure occurs at the V-SLP. The VF5Will send RLP SRLIA or RLP SSRLIA with result ecod
“UNAUTHORIZED APPLICATION" to the H-SLP. This mayeédue to the fact that there is no roaming agreémen
between SUPL providers of V-SLP and H-SLP.

C. The V-SLP sends an authorization failure to H-SLP.
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5.1.16.7 SUPL Protocol Error

When during a SUPL session either the SLP or the r8Eeives a message, which cannot be processtbe bgceiving
entity due to SUPL protocol error, the receivingitgrshall send a SUPL END message to the senditityencluding a
status code indicating protocol error.

Possible protocol error cases can be
. mandatory and/or conditional parameter is missing
. wrong parameter value
. unexpected message
. invalid session-id
. positioning protocol mismatch

A SUPL INIT message that is found to be non-autlegsee 6.1.6) does not constitute a protocol exnok no SUPL END
message shall be sent.

The SUPL END message includes the valid sessiaatigally being used in the session. When an inision-id has
been received the invalid session-id shall be netito the sending entity along with the statuscod

A received session-id is invalid if:
. It does not correspond to an open session

. In case of the SUPL INIT message, the session4itssing SLP Session ID or contains SET Session ID.

Afterwards, the SLP and the SET release the reseugtated to this session at the Lup interface.

The SLP sends a positioning error back to the SAg§nt by means of the MLP SLIA message if no posigstimate can
be evaluated out of the available data. Othenifiggivacy checks passed, the SLP sends the ewaymtisition estimate
back to the SUPL Agent.

The described processing for protocol error dodg apply to messages on the SUPL level. Exceptishéch occur during
application of the specific positioning protocatsq., RRLP, RRC, TIA-801 or LPP) shall be handlgdrizans of the
exception procedure specific for this positionimgtpcol along with the related messages.

The following SUPL protocol error types, attribuako either the SLP or the SET, are addressetidogéneral exception
procedure shown below:

. Missing mandatory parameter(s)
. Wrong parameter value
. Unexpected message

. Positioning protocol mismatch
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SLP SET
or SET or SLP
A Network-initiated location service in progress, leading up to SUPL

messaging exchange between SLP and SET

B SUPL message (contains SUPL protocol error)

Y

SUPL END (status code)

D Propagation of appropriate error code from the SLP to the
network-based SUPL Agent

Figure 39: Network Initiated SUPL Protocol Error

A. A network-initiated location request has occurmeavhich the call flow has progressed to the SUPksaging
exchange between the SLP and the SET.

B. A SUPL message sent from either the SLP or the &ftains a protocol error (i.e., missing mandaf@asameters,
wrong parameter value, or unexpected message).iSessage, if sent by the SLP, may be SUPL INIThsuc
message, if sent by the SET, may be SUPL POS INIT.

C. The recipient (either the SLP or SET) of the SURtssage containing the protocol error respondsaviuPL
END message containing the status code for thefgppotocol error. Afterwards, both sides releafiaesources
related to this session at the Lup interface.

D. The SLP sends the position response, containinghthil, client-id, and the appropriate error-codekato the
SUPL Agent by means of the MLP SLIA message

5.1.16.8  SUPL timer expiration
When either a SLP or a SET timer expires, the mhodescribed in Appendix D shall be followed.
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5.1.17 Triggered Location Requests Exception Proced  ures

5.1.17.1 SET does not allow the Triggered Positioni  ng

SUPL

Agent H-SLP Target SET
A MLP TLRR (ms-id, client-id)

SET Lookup,
B Routing Info
c _ SUPL INIT (session-id, posmethod, notification, SLP mode)
D ST2 Data Connection
Setup

E SUPL END (session-id, status code = consentDeniedByUser, ver)
£l MLP TLRA (result)

Figure 40: Network Initiated Triggered location, SET User denies Positioning

NOTE: See Appendix D for timer descriptians

A.

F.

The SUPL Agent issues an MLP TLRR message to tist Pifor the target SET. The H-SLP shall authergithée
SUPL Agent and check if the SUPL Agent is authatif@ the service it requests, based on the cliznecived.
Further, based on the received msid the H-SLP apally subscriber privacy against the client-id.

The H-SLP verifies that the garget SET is currenty SUPL roaming. The H-SLP may also verify thet target
SET supports SUPL.

The H-SLP initiates the location session with tBS $ising the SUPL INIT message. In this case thBISINIT
message contains at least session-id, trigger pyp&y/non-proxy mode indicator and the intendesdigianing. If
the result of the privacy check in Step A indicatest notification or verification to the targetoseriber is needed,
the H-SLP SHALL also include Notification elementthe SUPL INIT message.

When the SUPL INIT is received by the SET it wither attach itself to Packet Data Network if inist attached at
the time being or establish a circuit switched datanection.

The SET evaluates the notification rules and atbdssubscriber of the position request. In thiedhae user rejects
the Triggered location request, either by exphgcition or implicitly by not responding to the natétion, and the
SET returns to the H-SLP the SUPL END message tonggthe session-id, hash of the SUPL INIT message
the status code indicating the error reason.

The H-SLP sends the SLP TLRA message to SUPL Adéret.message contains result which including resde
indicating the error reason.

NOTE: The MLP TLRA may be sent earlier at any time afiter H-SLP receives the MLP TLRR. In this case tHePM

TLREP should be sent instead
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5.1.17.2 Network cancels a Triggered Location Reque st

SUPL V-SLP H-SLP Target
Agent SET
A Triggered Location service in progress

MLP TLRSR (reg_id)
B L.

RLP SSRP(SUPL TRIGGERED S[TOP)

c < SUPL TRIGGERED STOP (session-id)
D
£ ST6 \\L SUPL END (session-id)

MLP TLRSA id
F ol (req_id)
G SUPL POS INIT(session-id)

SUPL END (session-id, cause=sessionStoppediJ uT2

H

NOTE:
NOTE:

Figure 41: Network Initiated Triggered location, Nework cancels the triggered location request

See Appendix D for timer descriptians

This sequence assumes an open data connectiis batween the H-SLP and the SET. For networgedrigd
session cancellation in the absence of a data ctaonethe SLP may establish a data connectionrby f
initiating a Session Info Query, as described utisa 0 Session Info Query.

A. A triggered location session is in progress.

B. The SUPL Agent requests cancellation of the triggdocation session by sending an MLP TLRSR mestsatje
H-SLP.

NOTE:

The cancellation of the triggered location sessiond have been initiated by the H-SLP itselfwé&hout the

SUPL Agent. In this case the MLP messages showtejs B and F are superfluous

C. This step is optional: for roaming with V-SLP sceas, the H-SLP sends an RLP SSRP message incladB\gPL
TRIGGERED STOP message to the V-SLP in order torinfthe V-SLP about the cancellation of the trigger
session and to release all resource allocatedsadission.

D. The H-SLP sends a SUPL TRIGGERED STOP messagdlingthe session-id to the target SET to request
cancellation of the triggered session. If the H*Sleems the sending of the SUPL TRIGGERED STOPagess
unsuccessful (i.e. timer ST6 expired after no SHRID message was received as acknowledgement th&gMm
has received and accepted the triggered sessiaeltion request), the H-SLP considers the trigdesession as
cancelled and proceeds directly to step F.

E. The target SET acknowledges that it has cancdiledriggered session with the SUPL END messagk tioathe
H-SLP. If that cancellation is failed, the messagetains the result code indicating the error reaso

F. The H-SLP sends an MLP TLRSA message to the SURInAgonfirming cancellation of the triggered sessio

NOTE: If the cancellation of the triggered request wagassful, the call flow ends with step F. If, howe\he
cancellation of the triggered request was unsufge&sg. SUPL TRIGGERED STOP message was notvedddy the

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 123 (410)

SET, no SUPL END confirmation was received by th8IHP, etc.), the SET may try to continue a triggesession which
the H-SLP deems cancelled. In this case the foligwieps are executed

G. The SET sends a SUPL POS INIT message to the H{&uRd also be any other SUPL message which theiSET
allowed to send to the H-SLP) containing a ses&iomhich the H-SLP deems non-existent.

H. The H-SLP sends the SUPL END message with statls ‘sessionStopped’ or ‘invalidSessionld’.
5.1.17.3  SET cancels the triggered location request

SUPL Target
Agent V-SLP H-SLP SET
A Triggered Location service in progress

B < SUPL TRIGGERED STOP (session-id)

RLP SSRP(SUPL TRIGGERED §TOP)
c < uT?

SUPL END (session-id)

MLP TLRSA (req_id)

Figure 42: Network Initiated Triggered location, SET cancels the triggered location request
NOTE: See Appendix D for timer descriptians

The triggered location procedure is in progress.

B. The SET sends a SUPL TRIGGERED STOP message wtbetbsion-id to H-SLP to request cancel this triggje
location.

C. This step is optional. If H-SLP has roaming sessitth one V-SLP, it should send RLP SSRP messagading
SUPL TRIGGERED STOP to notify the VSLP to releassource allocated for this session.

D. The H-SLP sends the SUPL END message to the SEETSHT SHALL release the secure IP connection and
release all resources related to this session.

E. The H-SLP sends the answer back to the SUPL Agentdans of the MLP TLRSA message. This message
contains at least reqg_id or result. The H-SLP SHA&lease all resources related to this session.
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5.1.17.4

Network Initiated

Event Trigger timer expi

V-SLP

H-SLP

ry

Target
SET

Triggered Location service in progress

SUPL
Agent
A

B

c

D |

SUPL END (session-id,
statusCode="sessionStopped’)

RLP SSRP(SUPL END)

MLP TLR (req_id)

Figure 43: Network Initiated Event Trigger timer expiry

A. The event triggered location procedure is in pregire

B. When the StopTime of the event trigger is reactieel SET sends a SUPL END message with the seisbamd a
status code of “sessionStopped” to H-SLP . The &fi8ases all resources related to the session.

C. This step is optional. If H-SLP has roaming sessitth one V-SLP, it should send RLP SSRP messagading
SUPL END to notify the VSLP to release resourceated for this session.

D. The H-SLP MAY send the answer back to the SUPL Apgrmeans of the MLP TLR message. The H-SLP
releases all resources related to the session.

NOTE: If the H-SLP detects that SET does not send a SEFRD by a configured time interval after the Stop&i it MAY
proceed straight to step C and discard all ressuarethe session.

5.1.18 Session Info Query

The following call flow enables the H-SLP to perfoone or more of the following operations:

1. Querythe SET for active SUPL session information.

2. Perform re-notification or re-notification and \aration for active Network Initiated sessions.

3. Terminate any ongoing Triggered sessions withotitingafor the next report interval.

Note that procedures 2 and 3 above may not woald IBET implementations. Thus, if either of thesecedures are
attempted and the SET does not support the sethiee§SET SHALL send a SUPL END message contaitfiag t
SessioninfoQuery session-id and the status codei¢sdlotSupported” to the H-SLP.
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SUPL Target
H-SLP
Agent SET
[ |
A Ongoing Periodic or Area Event Triggered Session
SUPL INIT(session-id, posmethod=sessioninfoquery, SLP mode)
B -
Data Connection
C ST6 Setup
D SUPL REPORT(SessionInfoQuery session-id, sessionlist, ver)
. L I uT10
E SUPL NOTIFY (Triggered session-id, notification)
ST5 . L —
E SUPL NOTIFY RESPONSE (Triggered session-id, notification-resp, ...)
b Messages in grey
correspond to
SUPL TRIGGERED STOP (Triggered session-id) N concurrent active
G triggered
ST6 SUPL END (Triggered session-id) sessions, as
H .
reported in the
SUPL REPORT.
| SUPL END (SessionInfoQuery session-id)
J Continue other Periodic or Event Triggered Session(s) if allowed

Figure 44: Session Info Query
NOTE: See Appendix D for timer descriptians

A. Other Triggered SUPL sessions may be in progress.

B. The H-SLP initiates the "query for session info§sien with the SET using a SUPL INIT message. THPISINIT
message contains the session-id, posmethod andn8HP. Query for session information is indicated by
posmethodsessioninfoqueryBefore the SUPL INIT message is sent, the H-SsB eomputes and stores a hash of
the message.

C. The SET analyses the received SUPL INIT messadeutfd to be non authentic, the SET takes no furilsgons.
Otherwise the SET takes needed action preparingstablishment or resumption of a secure connection

D. The SET returns a SUPL REPORT message to the H¥®llilRling a list of session-ids (sessionlist) dfcalrrently
active sessions. The SET MAY also send the SET likiies in the SUPL REPORT message. The SUPL
REPORT message also contains a hash of the recelyed INIT message (ver). The SET starts UT10 ti foa
SUPL END in step I.

E. This step is performed if re-notification or refication and verification is needed based upoheck of the
subscriber privacy and the elapsed time sinceioatibn / verification last occurred for any actiVeggered
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sessions as indicated in the SUPL REPORT. A SUPIIRY is sent to the SET. The H-SLP starts ST5 &it for
the SUPL NOTIFY RESPONSE.

F. |If step E is performed the SET SHALL send a SUPLTNEY RESPONSE message to the H-SLP. If notification
and verification was required in step E then this eentain the verification response from the udére SET waits
for a SUPL TRIGGERED STOP or SUPL NOTIFY for anathetive Triggered session, or the SUPL END fos thi
Session Info Query Session.

G. This step can be performed for two independentscase

a. The SUPL TRIGGERED STOP is conditionally sent wetep F occurs and the SET responded with a
SUPL NOTIFY RESPONSE containing a response typ&lof Allowed” to deny consent for the re-
verification. In this case the SUPL TRIGGERED ST&Rll contain a statusCode of
“consentDeniedByUser”. The SUPL TRIGGERED STOHIstantify the Triggered session associated
with the re-verification.

b. The SUPL TRIGGERED STOP is sent, independentlyegsE and F, to cancel any active Triggered
session, without waiting for the next Periodic aeé& Event trigger. The H-SLP may end any active
sessions as reported in the SUPL REPORT of step D.

H. For both cases the H-SLP starts ST6 to wait fOURISEND from the SET. The target SET acknowledhes it
has cancelled the triggered session with the SURD Ehessage sent back to the H-SLP. If that cartaaildailed,
the message contains the result code indicatingrtioe reason. The SET shall wait for a subsegBe/RL
TRIGGERED STOP for an active triggered sessioherSUPL END for this Session Info Query Session.

Steps E, F, G, H may be repeated for any active@@esreported in step D which require re-notifmatre-notification and
verification, or termination as determined by th&HP.

I.  The H-SLP sends the SUPL END message to the SBiniirig it that no further positioning procedurelvaié
started and that the Session Info Query sessifimstied. The SET SHALL release all resources eeldb this
Session Info Query session. This step shall ocetarb the expiry of UT10 when started in Steps D.

5.2 SUPL Collaboration SET Initiated

SET Initiated Services are services, which origérfadm the SET. For these services the SUPL Agesitles within the
SET.

Set up and release of connections:

Before sending any ULP messages the SET SHALL nekeled actions such that a TLS connection existsetSLP/SLC.
This can be achieved by establishing a new cormgatesume a connection or reuse an existing TioBection. This
includes establishment or utilization of variousadeonnectivity resources that depends on the tedrim which the SET
resides and the type of access network. Data ctimitgbelow IP-level is out of scope of this docant.

The detailed call flows in this section describdgewa TLS connection no longer is needed. Theddriection shall then
be released unless another SUPL session is usnftB connection.
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5.2.1  Non-Roaming Successful Case - Proxy mode

SUPL Agent/
H-SLP Target SET
|
A Data Connection
Setup
B e SUPL START((session-id, lid, SET capabilities)
C | Routing Info UT1
b SUPL RESPONSE(session-id, posmethod)
ST1 o -
E SUPL POS INIT(session-id, lid, SET capabilities)
‘ uT2
F SUPL POS(session-id, RRLP/RRC/TIA-801/LPP)
SUPL END(session-id) J UT3
G >

Figure 45: SET-Initiated Non-Roaming Successful Cas- Proxy mode

NOTE: See Appendix D for timer descriptions

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BieT takes
appropriate action establishing or resuming a gecannection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL START agesto start a positioning session with the H-SIie
SUPL START message contains session-id, SET cafebénd Location ID (lid). The SET capabilitiexiude the
supported positioning methods (e.g., SET-Assistgd?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

If a previously computed position which meets auestied QOP is available at the H-SLP the H-SLP SHAL
directly proceed to step G and send the positich¢SET in the SUPL END message.

C. The H-SLP verifies that the target SET is currenthy SUPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms

D. Consistent with the SUPL START message includingnpethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the pobputetthe H-SLP SHALL use the supported positiorprgtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL SI¥Pmessage. The H-SLP SHALL respond with the SUPL
RESPONSE to the SET. The SUPL RESPONSE contairsetgton-id but no H-SLP address, to indicateeo th
SET that a new connection SHALL NOT be establisfdd SUPL RESPONSE also contains the posmethod. It
MAY also contain location information, not meetitige QoP, but giving a coarse approximation of thsitfpn,
based on information received in the SUPL START sags.

If, however, a position retrieved or calculateddzhsn information received in the SUPL START messagets
the requested QoP, the H-SLP MAY directly proceestép G.
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E. After the SET receives the SUPL RESPONSE from H-Sh® SET sends a SUPL POS INIT message. The SUPL
POS INIT message contains at least session-id,caRabilities and Location ID (lid). The SET capéigis include
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated positjoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP). TheT9®AY optionally provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY include the first SUPL POS element in tiéP% POS INIT message. The SET MAY set the Requested
Assistance Data element in the SUPL POS INIT.dbsition retrieved or calculated based on inforarateceived
in the SUPL POS INIT message is available whichtmagequired QoP, the H-SLP MAY directly proceedtep
G and not engage in a SUPL POS session.

F. The SET and the H-SLP exchange several successsitoping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-Asfistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SIHALL send the SUPL END message to the SET infognit
that no further positioning procedure will be stdrand that the location session is finished. Deipgnon
positioning method and used positioning protocelHhSLP MAY add the determined position to the SUEND
message. The SET SHALL release the secure connextith release all resources related to this sesBimnH-SLP
SHALL release all resources related to this session

5.2.2  Non-Roaming Successful Case — Non-Proxy mode

SUPL Agent/
H-SLC H-SPC Target SET
|
Data Connection
A Setup
B P SUPL START(session-id, lid, SET capabilities)
C | Routing info
UT1
Internal Initialization
D - - ———————————— ——
PT1
E | SUPL RESPONSE (sessjon-id, SPC address, posmethod, | ||
ST SPC_SET_Key, SPC-TID)
. ‘I_nfe_rrla_l PQTf_nyQiEa_tiPn $UPL POS INIT(session-id, lid, SET capabilities)
uT2
SUPL POS(sessionid, RRLP/
G RRC/TIA-801/LPP)
N L uT3
H Internal Communication |SUPL END (session-id)
—5‘_ _____________

Figure 46: SET-Initiated Non-Roaming Successful Ca&s— Non-Proxy mode
NOTE: See Appendix D for timer descriptions

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BieT takes
appropriate action establishing or resuming a gecannection.
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B. The SUPL Agent on the SET uses the address praediby the Home Network to establish a secure aiometo
the H-SLC and sends a SUPL START message to sparsifioning session with the H-SLC. The SUPL START
message contains session-id, SET capabilities andtion ID (lid). The SET capabilities include theported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeogs, (
RRLP, RRC, TIA-801 or LPP).

If a previously computed position which meets auesied QoP is available at the H-SLC, the H-SLC EHA
respond with a SUPL END message to the SET contithie position and end the SUPL session.

C. The H-SLC verifies that the target SET is currenity SUPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms

D. The H-SLC will inspect the SUPL START message agtgianine if the SET is allowed to directly accdss i-
SPC. The H-SLC generates a session id for the $éRB&ion and informs the H-SPC of an incoming SUBE P
session from a SET identified by the generated@®sd. The H-SLC also generates SPC_SET_Key ar@i 8P
to be used for mutual H-SPC/SET authentication. SEI Key and SPC-TID are also forwarded to the ig-SP
through internal communication. In collaboratioe th-SLC and H-SPC determine the initial locatioedzhon the
lid received in the SUPL START message receivenhftioe SET.

NOTE: The interface between the H-SLC and the H-SPCasifpd in [SUPL2 ILP TS]. The implementation ofAL
is optional hence the presence(or absence) ofdlifaplementation dependent

E. Consistent with the SUPL START message includirghpethod(s) supported by the SET, the H-SLC SHALL
determine the posmethod. If required for the pokouttthe H-SLC SHALL use the supported positiomngtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL SRRPmessage.

The H-SLC SHALL respond with a SUPL RESPONSE toSEd . The SUPL RESPONSE contains the session-id,
SPC_SET_Key and SPC-TID to be used by the SET tauah H-SPC/SET authentication, and the addretiseof
H-SPC to indicate to the SET that a new secureemrion SHALL be established. The SUPL RESPONSE also
contains the posmethod. It MAY also contain loaaiiformation, not meeting the QoP, but giving ®itial
approximation of the position, based on informatieceived in the SUPL START message. If, howevegsition
retrieved or calculated based on information rezivn the SUPL START message which meets a requ€xie is
available, the H-SLC MAY respond with a SUPL ENDssage (instead of the SUPL RESPONSE) to the SET
containing the position and end the SUPL session.

F. To initiate the actual positioning session the SfpENs a new secure connection to the H-SPC usingdtiress
indicated in step E. The SET and H-SPC perform alwduthentication through the keys received in Stggmd step
E, and the SET sends a SUPL POS INIT message.&tfemew secure connection is established thérexis
secure connection to the H-SLC is closed. The SBBE INIT message contains at least session-id, SET
capabilities and Location ID (lid). The SET capdia$ include the supported positioning methodg.(&SET-
Assisted A-GPS, SET-Based A-GPS) and associatetignisg protocols (e.g., RRLP, RRC, TIA-801 or LPP
The SET MAY provide NMR specific for the radio texiiogy being used (e.g., for GSM: TA, RXLEV). ThETS
MAY provide its position, if this is supported. TRET MAY include the first SUPL POS element in SidPL
POS INIT message. If a position retrieved or calted based on information received in the SUPL ROE
message is available which meets a required QeR{48LP MAY directly proceed to step H and not ey a
SUPL POS session . The SET MAY set the Requesteidtaace Data element in the SUPL POS INIT.

The H-SPC informs the H-SLC that the positioninggadure is started.

G. The SET and the H-SPC exchange several successiteoping procedure messages.

The H-SPC calculates the position estimate basebereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

H. Once the position calculation is complete the H-SMALL send the SUPL END message to the SET infognit
that no further positioning procedure will be stdrand that the location session is finished. Déipgnon
positioning method and used positioning protocelthSPC MAY add the determined position to the SUEHRID
message. When the SUPL END is received the SET $HAlease the secure connection to the H-SPC dedse
all resources related to this session. The H-SRgnrs the SLC that the positioning procedure issfied. The H-
SLP SHALL release all resources related to thisises
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5.2.3 Roaming with V-SLP Positioning Successful Cas e — Proxy mode
SET Roaming where the V-SLP is involved in the posing calculation.

A policy of a single SET to H-SLP SUPL session mimmained by encapsulating the messages betweeSHhand V-SLP
through the use of the RLP protocol.

SUPL Agent/
V-SLP H-SLP 9
Target SET
[
A Data Connection
Setup

B :SUPL START(session-id, lid, SET capabilities
C Routing Info

RLP SSRLIR (SUPL START(session-id, |id, SET capabilities)) UT1
D <

ST3
RLP SSRLIA (SUPL RESPONSE (sesgldnl-id, posmethod))
SUPL RESPONSE(session-id, posmethod)
G P SUPL POS INIT (session-id, lid,
D SET capabilities)
H ¢ RLP-SSRP (SUPL POS INIT(session-id,lid, SET capabilies)) uT2
_ RLP-SSRP (SUPL POS(session-id)) | SUPL POS (session-id, RRLP/RRC/

' < > TIA-801/LPP)
J RLP-SSRP (SUPL END(session-id, pos;rasult)) uT3
K SUPL END(session-id,)

Figure 47: SET-Initiated Roaming with V-SLP Positiming Successful Case — Proxy mode
NOTE: See Appendix D for timer descriptions

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BT takes
appropriate action establishing or resuming a geconnection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL START agest start a positioning session with the H-SIle
SUPL START message contains session-id, SET cafebénd Location ID (lid). The SET capabilitiexiude the
supported positioning methods (e.g., SET-AssistgaR?S, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

If a previously computed position which meets auesged QOP is available at the H-SLP the H-SLP SHAL
directly proceed to step K and send the positiaih¢oSET in the SUPL END message.

C. The H-SLP verifies that the target SET is curre®lyPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmang or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms

D. The H-SLP decides that the assistance data/posisilmulation is done by the V-SLP and sends a RERLIR
tunnelling the SUPL START message to the V-SLP.

E. Consistent with the SUPL START message includingnpethod(s) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the pokouttthe V-SLP SHALL use the supported positiorpngtocol
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(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL SI¥RPmessage. The V-SLP responds with a SUPL
RESPONSE tunnelled over RLP back to the H-SLPithatcapable of supporting this request. The SUPL
RESPONSE contains at least the sessionid and plschdt MAY also contain location information, noieeting

the QoP, but giving an initial approximation of thesition, based on information received in the BISFART
message.

If a position retrieved or calculated based onrnimfation received in the RLP SSRLIR (SUPL START) ssege
which meets a requested QOP is available, the VI8BF send a RLP SSRLIA (SUPL END) message - as
opposed to RLP SSRLIA (SUPL RESPONSE) - includhmyposition estimate to the H-SLP and the H-SLP MAY
then proceed to step K.

F. The H-SLP forwards the SUPL RESPONSE to the SE€.JUPL RESPONSE contains the session-id but no H-
SLP address, to indicate to the SET that a newemion SHALL NOT be established. The SUPL RESPONBE
contains the posmethod. It MAY also contain loaaficformation, not meeting the QoP, but giving raitial
approximation of the position, based on informatieceived in the SUPL START message.

G. After the SET receives the SUPL RESPONSE from H-3h® SET sends a SUPL POS INIT message. The SUPL
POS INIT message contains at least session-id,capabilities and Location ID (lid). The SET capéigit include
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP). TheTS¥AY provide NMR specific for the radio technology
being used (e.g., for GSM: TA, RXLEV). The SET MAovide its position, if this is supported. The SERY
include the first SUPL POS element in the SUPL PIF message. The SET MAY set the Requested Assista
Data element in the SUPL POS INIT.

H. The H-SLP forwards the SUPL POS INIT to the V-Shemthe RLP tunnel.

I. Ifthe V-SLP already calculated an initial positioased on information received in the SUPL POS IM@ssage
which meets the requested QoP, the V-SLP MAY diygmioceed to step J and not engage in a SUPL R&Sos.
Otherwise the SET and the V-SLP exchange sevecakssive positioning procedure messages, tunneledRLP
via the H-SLP.

The V-SLP calculates the position estimate basetth®mneceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SLP via H-SLP (SET-Based)

J. Once the position calculation is complete the V-SERds a SUPL END message to the SET, which istieth
over the RLP via the H-SLP, informing it that nather positioning procedure will be started and the location
session is finished. Depending on positioning metded used positioning protocol the V-SLP MAY abd t
determined position to the SUPL END message. TI81?-SHALL release all resources related to thisiees

K. The H-SLP forwards the SUPL END to the SET inforgnitnthat no further positioning procedure will tarted
and that the location session is finished. The SHALL release the secure connection and releasesalirces
related to this session. The H-SLP SHALL releakesaburces related to this session.

5.2.4  Roaming with V-SPC Positioning Successful Cas e — Non-Proxy
mode

SET Roaming where the V-SPC is involved in the fimsing calculation.
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SUPL Agent /
H-SLP V-SLC V-SLP V-SPC Target SET
[
Data Connection
A Setup
B SUPL START (sessionid, lid, SET capabilities)

-
-

C| Routing Info

D N RLP SSRLIR (SUPL START(sessionid, lid, SET capabilities))
Internal Initialization uT1
E ST3 | Internal Initialization
F RLP SSRLIA (SUPL RESPONSE(sessionid, V-SH (—deress, posmethod))
PT1
G RLP-SSRP(AUTH REGP(session-id, SPC_SET ey, SPC-TID))
Internal Communication
H SUPL RESPONSE(sessionid, V-SPC address, SPC| BET_Key, SPC-TID)
| L Mternal Communication] | SUPL POS INIT (session-id, lid, SET capabilties)
uT2
J SUPL POS (session-id,
ST1 RRLP/RRC/TIA-801/LPP)
uT3
K SUPL END (session-id)
L Internal Communication
- >
M RLP SSRP (SUPL END(sessionid))

Figure 48: SET-Initiated Roaming with V-SPC Positiming Successful Case — Non-Proxy mode
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BT takes
appropriate action establishing or resuming a geconnection.

B. The SUPL Agent on the SET uses the address proediby the Home Network to establish a secure aiiometo
the H-SLC and sends a SUPL START message to spagitioning session with the H-SLP. The SUPL START
message contains session-id, SET capabilities andtion ID (lid). The SET capabilities include thgported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeogs, (
RRLP, RRC, TIA-801 or LPP).

If a previously computed position which meets aussged QOP is available at the H-SLP the H-SLC SHéénd a
SUPL END message including the position to the 8&d end the session.

C. The H-SLC verifies that the target SET is curre®WPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUPL.
However, there are various environment dependenhamsms

D. The H-SLC decides that the assistance data/posititnulation is done by the V-SPC and allocatesssisnid and
sends an RLP SSRLIR tunnelling the SUPL START ngssathe V-SLC.

E. The V-SLC informs the V-SPC of the incoming session
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M.

5.2.5

Consistent with the SUPL START message includingnpethod(s) supported by the SET, the V-SLP SHALL
determine the posmethod. If required for the pobputthe V-SLP SHALL use the supported positiorpngtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL SRPmessage.

The V-SLC responds with a SUPL RESPONSE tunnellet RLP back to the H-SLC that it is capable of
supporting this request. The SUPL RESPONSE con#dileast the sessionid, and the V-SPC addressSURd
RESPONSE also contains the posmethod. It MAY atsdain location information, not meeting the Qo#t, b
giving an initial approximation of the position,dza on information received in the SUPL START mgssa

If a position retrieved or calculated based onrimfation received in the RLP SSRLIR (SUPL START) saege
which meets a requested QOP is available, the V-BIAY send a RLP SSRLIA (SUPL END) message - as
opposed to RLP SSRLIA (SUPL RESPONSE) - includhmyposition estimate to the H-SLC and the H-SLC MAY
then send a SUPL END message carrying the sesbkianmdiincluding the position estimate to the SETqaposed
to the SUPL RESPONSE message) and MAY terminatsahsion.

The H-SLC generates SPC_SET_Key and SPC-TID tséé for mutual V-SPC/SET authentication. The H-SLC
forwards SPC_SET_Key and SPC-TID to the V-SLC tgtoan RLP SSRP message. The V-SLC forwards
SPC_SET_Key and SPC-TID to the V-SPC through irlesommunication.

The H-SLC forwards the SUPL RESPONSE to the SE'E. SUPL RESPONSE contains at least session-id,
SPC_SET_Key and SPC-TID to be used by the SET tauah V-SPC/SET authentication, and the addresiseof
V-SPC to indicate to the SET that a new secure ecion SHALL be established. The SUPL RESPONSE MAY
also contain location information, not meeting &P, but giving an initial approximation of the ftims), based on
information received in the SUPL START message.

To initiate the actual positioning session the SIBENS a new secure connection to the V-SPC usengdtress
indicated in step H. The SET and V-SPC perform mluawuthentication through the keys received in §emd step
H and the SET sends a SUPL POS INIT message. Béfengew secure connection is established theimxist
secure connection to the H-SLC is closed. The SBEE INIT message contains at least session-id, SET
capabilities and Location ID (lid). The SET capia$ include the supported positioning methodg.(&SET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP
The SET MAY provide NMR specific for the radio texiiogy being used (e.g., for GSM: TA, RXLEV). ThETS
MAY provide its position, if this is supported. TRET MAY include the first SUPL POS element in SidPL
POS INIT message. The SET MAY set the Requestetasse Data element in the SUPL POS INIT. If aitpms
retrieved or calculated based on information rexivn the SUPL POS INIT message is available whielets a
required QoP, the V-SPC MAY directly proceed tggteand not engage in a SUPL POS session othethés¥-
SPC informs the V-SLC that the positioning proceduas started.

The SET and the V-SPC exchange several successsitioping procedure messages.
The V-SPC calculates the position estimate basdti@received positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SPC (SET-Based).

Once the position estimate or calculation is coteplihe V-SPC sends a SUPL END to the SET and diépgion
positioning method and positioning protocol optibnancludes the position. The SET SHALL release ffecure
connection and release all resources relateddas#ssion.

The V-SPC informs the V-SLC of the end of the SUfisitioning session. The V-SPC SHALL release all
resources related to this session.

The V-SLC sends a RLP SSRP to the H-SLC to infaoouathe end of the SUPL session. The H-SLP and/the
SLC SHALL release all resources related to thisises

Roaming with H-SLP Positioning Successful Cas e — Proxy mode

SET Roaming where the H-SLP is involved in the fi@sing calculation.
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\
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B - SUPL START (sessionid, IiL, SET capabilities)
C Routing Info
D ‘RLP SRLIR(msid, lid) uT1
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o uT3
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Figure 49: SET-Initiated Roaming with H-SLP Positilming Successful Case — Proxy mode
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BieT takes
appropriate action establishing or resuming a gecannection.

B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a seecu
connection to the H-SLP and sends a SUPL START agesto start a positioning session with the H-SIie
SUPL START message contains session-id, SET cafebénd Location ID (lid). The SET capabilitiexiude the
supported positioning methods (e.g., SET-AssistgdRS, SET-Based A-GPS) and associated positioning
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

If a previously computed position which meets auesied QOP is available at the H-SLP the H-SLP SHAL
directly proceed to step | and send a SUPL END agesincluding the position to the SET and end #ssisn.

C. The H-SLP verifies that the target SET is curre®lyPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmang or not is considered outside scope of SUPL.
However, there are various environment dependenhargésms

D. The H-SLP decides that the H-SLP will provide assise/position calculation and the H-SLP sendsi gRLP
SRLIR request to the V-SLP to determine a coarsdtipa for further exchange of SUPL POS messagtsedsn
SET and H-SLP. The RLP request contains at leastn$id and the Location 1D (lid).

E. The V-SLP returns a RLP SRLIA message. The RLP 8Rhéssage contains at least the position resujt, (e.
coarse position for A-GPS positioning). If the cartgdl position meets the requested QoP, the H-SLF Kifectly
proceed to step I.

F. Consistent with the SUPL START message includingnpethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the pobptetthe H-SLP SHALL use the supported positiorprmtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL SRRPmessage
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The H-SLP responds with the SUPL RESPONSE to the $Ee SUPL RESPONSE contains the session-id but no
H-SLP address, to indicate to the SET that a nemection SHALL NOT be established. The SUPL RESPENS
also contains the posmethod. The SUPL RESPONSE Ml&y contain location information, not meeting @&P,

but giving an initial approximation of the positidmased on information received in the SUPL STARSSsage.

G. After the SET receives the SUPL RESPONSE from H-3h® SET sends a SUPL POS INIT message. The SUPL
POS INIT message contains at least session-id,caRabilities and Location ID (lid). The SET capéigis include
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP). TheTS¥AY provide NMR specific for the radio technology
being used (e.g., for GSM: TA, RXLEV). The SET MAovide its position, if this is supported. The SERY
include the first SUPL POS element in the SUPL PI$ message. The SET MAY set the Requested Assista
Data element in the SUPL POS INIT. If a positiotriered or calculated based on information receivethe
SUPL POS INIT message is available which meetgaired QoP, the H-SLP MAY directly proceed to stemd
not engage in a SUPL POS session.

H. The SET and the H-SLP exchange several success$ittoping procedure messages.
The H-HSLP calculates the position estimate baseth® received positioning measurements (SET-Asdjisir the
SET calculates the position estimate based ontassesobtained from the H-SLP (SET-Based).

I.  Once the position calculation is complete the H-SERds a SUPL END message to the SET informirigattrio
further positioning procedure will be started ahdttthe location session is finished. Dependingasitioning
method and used positioning protocol the SLP MAY #te determined position to the SUPL END messahe.
SET SHALL release the secure connection and relgasesources related to this session. The H-SHRLS
release all resources related to this session.

5.2.6  Roaming with H-SPC Positioning Successful Cas e — Non-Proxy
mode

SET Roaming where the H-SPC is involved in the tpmsing calculation.
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Figure 50: SET-Initiated Roaming with H-SPC Positiming Successful Case — Non-Proxy mode
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BieT takes
appropriate action establishing or resuming a geconnection.

B. The SUPL Agent on the SET uses the address praediby the Home Network to establish a secure aiiometo
the H-SLC and sends a SUPL START message to theGHt& start a SUPL session with the H-SLC and tpuest
authorization to start a SUPL positioning sessidth the H-SPC.The SUPL START message containsaesd)
SET capabilities and Location ID (lid). The SET ahijtities include the supported positioning meth(elg., SET-
Assisted A-GPS, SET-Based A-GPS) and associatatigniisg protocols (e.g., RRLP, RRC, TIA-801 or LPP

If a previously computed position which meets auesgied QoP is available at the H-SLC the H-SLC SHAénd a

SUPL END message including the position to the 8&d end the session.

C. The H-SLP verifies that the target SET is curre®yPL roaming.
NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside scope of SUPL

D. The H-SLC decides that the H-SPC will provide dasise/position calculation and the H-SLC sendslaf R
SRLIR request to the V-SLP to determine a coarsdipa for further exchange of SUPL POS messagbsdan
SET and H-SPC. The RLP request contains at leash#tid and the Location 1D (lid).

The V-SLP returns a RLP SRLIA message. The RLP BRhéssage contains at least the position resujt, (e.
coarse position for A-GPS positioning). If the piasi received or calculated based on informatiaeireed in the
SUPL START message which meets a requested QoRilalae, the H-SLC MAY send a SUPL END to the SET
carrying the sessionid and the position resulttenginate the SUPL session.

E.
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F. The H-SLC allocates a sessionid and informs theP@-8f the incoming SUPL positioning session from tidrget
SET. The H-SLC also generates SPC_SET_Key and 3BG-Key to be used for mutual SPC/SET authentioati
SPC_SET_Key and SPC-TIDa key are forwarded to #8P& through internal communication. The H-SLC also
informs the H-SPC of the coarse position obtaimethfthe V-SLP through internal communication..

G. Consistent with the SUPL START message includingnpethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the pobptetthe H-SLP SHALL use the supported positiorprgtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL SY¥Rmessage.

The H-SLC responds with the SUPL RESPONSE to the. $Ee SUPL RESPONSE contains the session-id,
SPC_SET_Key and SPC-TID a key to be used by thef&&fiutual H-SPC/SET authentication, and the H-SPC
address. The SUPL RESPONSE also contains the posddihe SUPL RESPONSE MAY also contain location
information, not meeting the QoP, but giving artiahiapproximation of the position, based on infatimn received
in the SUPL START message.

H. To initiate the actual positioning session the SfpEns a new secure connection to the H-SPC usingdtiress
indicated in step G. The SET and H-SPC perform adwuthentication through the keys received in Stgmd step
G, and the SET sends a SUPL POS INIT message.&#femew secure connection is established thérexis
secure connection to the H-SLC is closed. The SBBE INIT message contains at least session-id, SET
capabilities and Location ID (lid). The SET capdia$ include the supported positioning methodg.(&SET-
Assisted A-GPS, SET-Based A-GPS) and associatetigmisg protocols (e.g., RRLP, RRC, TIA-801 or LPP
The SET MAY provide NMR specific for the radio tedtogy being used (e.g., for GSM: TA, RXLEV). ThETS
MAY provide its position, if this is supported. TRET MAY include the first SUPL POS element in SigPL
POS INIT message. The SET MAY set the Requesteistasse Data element in the SUPL POS INIT. If atpms
retrieved or calculated based on information rezeivn the SUPL POS INIT message is available wirielets a
required QoP, the H-SPC MAY directly proceed tpsteand not engage in a SUPL POS session. Othettvade-
SPC informs the H-SLC that the positioning procedarstarted.

I.  The SET and the H-SPC exchange several successitoping procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontass&sobtained from the H-SPC (SET-Based).

J. Once the position calculation is complete the H-SBf@ds a SUPL END message to the SET informingaitrio
further positioning procedure will be started andttthe location session is finished. Dependintherpositioning
protocol used and positioning method the locat&timeate is optionally included in the SUPL END neeges The
SET SHALL release the secure connection and relghsesources related to this session. The H-SR&€ms the
H-SLC that the positioning procedure is finishede™H-SPC and the H-SLC SHALL release all resoureksged to
this session.

5.2.7  SET-Initiated Location Request of another SET : Successful Case

In this call scenario, it is assumed that $Efie initiating SET, is not roaming, however, tbése will also be applicable if
the SET is roaming. Figure 51 illustrates the SET-initthtecation request of another SET.
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Figure 51: SET-Initiated Location Request of anotheSET- Successful Case

A. The SUPL Agent on SETeceives a request for position of Target sHhe SETtakes required
action establishing or resuming a secure connection

B. The SUPL Agent on SETuses the default address provisioned by the Hoeterdtk to establish a
secure connection to the H-SLéhd sends a SUPL SET INIT message to start aignasig session
of the Target SEJ The SUPL SET INIT message contains session |IByeksSETid. It MAY also
contain the desired QoP. The Target SETid is thatity of the Target SEThat will be used by the
SLP; to identify the home network (SLYf SET,.

C. The H-SLR determines the location of SET his may involve the use of other SLPs. The MLS
enabler and SUPL procedures for Network Initiatedrgges may be used

D. The H-SLRsends a SUPL END message containing the posittimags to the SEl The SET
sends the position estimate back to the SUPL AJdéwd.SET SHALL release the secure
connection and release all resources relatedss#ssion. The H-SLSHALL releases all
resources related to this session.

NOTE: the SET MUST NOT release the secure data conneloitween steps B and D
5.2.8  SET Initiated Proxy Mode — Triggered Services : Periodic Triggers

This section describes the call flows for SET hted periodic triggered services for proxy modee frigger thereby resides
in the SET.
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5.2.8.1 Non-Roaming Successful Case
Target
H-SLP 9
SET
Data Connection
A Setup
B _,  SUPL TRIGGERED START(session-id, trigger_type=periodic, lid, SET capabilities,
o trigger_params)
Routing
c Info uT1
SUPL TRIGGERED RESPONSE(session-id, posmethod)
D
E . SUPL POS INIT(session-id, lid, SET capabilities)
-
uT2
F SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
uT3
SUPL REPORT(session-id, position) position fix #1
G >
SUPL POS INIT(session-id, lid, SET capabilities)
H -
uT2
| SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
uT3
SUPL REPORT(session-id, position) position fix #2
J >
SUPL POS INIT(session-id, lid, SET capabilities)
K -t
uT2
L SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
uT3
SUPL REPORT(session-id, position) position fix #n
M -
- SUPL END(session-id)
N -

Figure 52: SET Initiated Periodic Trigger Service Mn-Roaming Successful Case — Proxy Mode
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request fariadic triggered service from an application rimgnon the
SET. The SET takes appropriate action establisbirrgsuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL TRIGGEBEBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissiee-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid) and periotligger parameters. The SET capabilities inclimesupported
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positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeods, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLP verifies that the target SET is currentty SUPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside the scope ofLSRI@.
However, there are various environment dependenhargésms

D. Consistent with the SUPL TRIGGERED START messagtiting the SET capabilities of the SET, the H-SLP
SHALL determine the intended positioning methodé¢oused for the periodic triggered session. If iregiufor the
posmethod, the H-SLP SHALL use the supported mosity protocol (e.g., RRLP, RRC, TIA-801 or LPR)rfr the
SUPL TRIGGERED START message. The H-SLP SHALL respwith a SUPL TRIGGERED RESPONSE
message to the SET. The SUPL TRIGGERED RESPONSHRiosrthe session-id but no H-SLP address, to
indicate to the SET that a new connection SHALL N@&Testablished. The SUPL TRIGGERED RESPONSE also
contains the posmethod. The SET and the H-SLP M&¥ase the secure connection.

E. When the periodic trigger in the SET indicates thatfirst position fix has to be calculated theTS&kes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INEsage to
start a positioning session with the H-SLP. The E@PS INIT message contains at least session-i@l, SE
capabilities and Location ID (lid) parameter. THeTSapabilities include the supported positioningtimods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and assoguat&tioning protocols (e.g., RRLP, RRC, TIA-801 or
LPP). The SET MAY optionally provide NMR specifiorfthe radio technology being used (e.qg., for GFM;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY include the first SUPL POS
element in the SUPL POS INIT message. The SET Méfttlee Requested Assistance Data element in thé. SUP
POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPH{&_P MAY directly proceed to step G and not engiage SUPL
POS session.

F. The SET and the H-SLP exchange several success$ittoping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SERds a SUPL REPORT message to the SET. The SUPL
REPORT message includes the position result iptstion estimate is calculated in the H-SLP arettdfore needs
to be sent to the SET. The SET MAY release thersemonnection to the H-SLP.

NOTE: steps Eto G are optional and not performed forPSGET Based in the case where no GPS assistailads da
required from the network. In this case the SEDmaoitnously calculates a position fix based on theeoily
available GPS assistance data stored in the SET

Steps H to M are a repeat of steps E to G.

N. After the last position result has been calculatiee SET ends the periodic triggered session bgisgra SUPL
END message to the H-SLP.

NOTE: For A-GPS SET Based mode where the SET calcullagegdsition estimate based on GPS assistance data
available in the SET, steps E to G are performeenglier new GPS assistance data is required byBhe S

5.2.8.2 Roaming with V-SLP Positioning Successful C  ase
SUPL Roaming where the V-SLP is involved in theifiasing calculation.
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Figure 53: SET Initiated Periodic Trigger Service Fbaming with V-SLP Positioning Successful Case — Pxp Mode

NOTE:

See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request fariadic triggered service from an application rimgnon the
SET. The SET takes appropriate action establisbirrgsuming a secure connection.
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B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a seecu
connection to the H-SLP and sends a SUPL TRIGGEBEBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid) and periotligger parameters. The SET capabilities inclimesupported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLP verifies that the target SET is curre®yPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUBL 2.
However, there are various environment dependenhargésms

D. The H-SLP decides that the assistance data/positi@ulation is done by the V-SLP and sends an 88RLIR
tunnelling the SUPL TRIGGERED START message toufelLP.

E. Consistent with the SUPL TRIGGERED START messaghuding posmethod(s) supported by the SET, the V-
SLP SHALL determine the intended positioning mettmde used for the periodic triggered sessioredfiired for
the posmethod, the V-SLP SHALL use the supportestipaing protocol (e.g., RRLP, RRC, TIA-801 or LFRom
the SUPL TRIGGERED START message. The V-SLP respovith a SUPL TRIGGERED RESPONSE tunnelled
over RLP in a SSRLIA message back to the H-SLPitliattapable of supporting this request. The SUPL
TRIGGERED RESPONSE contains at least the sess@micgosmethod.

F. The H-SLP forwards the SUPL TRIGGERED RESPONSE ags$o the SET. The SUPL TRIGGERED
RESPONSE contains the session-id but no H-SLP addie indicate to the SET that a new connectioAlSH
NOT be established. The SUPL TRIGGERED RESPONS&@latains the posmethod. The SET and the H-SLP
MAY release the secure connection.

G. When the periodic trigger in the SET indicates thatfirst position fix has to be calculated therSgkes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INEBsage to
start a positioning session with the H-SLP. The E@PS INIT message contains at least session-i@l, SE
capabilities and Location ID (lid) parameter. THeTSapabilities include the supported positioningtimods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and assoguatgitioning protocols (e.g., RRLP, RRC, TIA-801 or
LPP). The SET MAY optionally provide NMR specifigrfthe radio technology being used (e.g., for GFK;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY include the first SUPL POS
element in the SUPL POS INIT message. The SET Méivtlee Requested Assistance Data element in thé. SUP
POS INIT.

If the SUPL POS INIT message contains a positia theets a required QoP, the H-SLP MAY directlygeed to
step K.

H. The H-SLP forwards the SUPL POS INIT message to/t$2.P over the RLP tunnel in an SSRP message.
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPWSLP MAY directly proceed to step J and not engiage SUPL
POS session.

I. The SET and the V-SLP exchange several successsiggming procedure messages, tunnelled over RLFSRP
messages via the H-SLP.
The V-SLP calculates the position estimate basetth®neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SLP via H-SLP (SET-Based)

J. Once the position calculation is complete, the \RSlends a SUPL REPORT message in an RLP tunnel asin
SSRP message to the H-SLP.

K. The H-SLP forwards the SUPL REPORT message to e $he SUPL REPORT message includes the position
result if the position estimate is calculated ia HrSLP and therefore needs to be sent to the BB SET and the
H-SLP MAY release the secure connection.

NOTE: steps G to K are optional and not performed for RSGSET Based in the case where no GPS assistaiade da
required from the network. In this case the SEDraoimously calculates a position fix based on theeaily
available GPS assistance data stored in the SET

Steps L to U are a repeat of steps G to K.
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V. After the last position result has been calculatiee SET ends the periodic triggered session bgisgra SUPL
END message to the H-SLP.

W. The H-SLP informs the V-SLP about the end of theogkc triggered session by sending a SUPL END @&gss
using an RLP SSRP tunnel message to the V-SLP.

NOTE: For A-GPS SET Based mode where the SET calcullagegdsition estimate based on GPS assistance data
available in the SET, steps G to K are performedmnelver new GPS assistance data is required byBhe S

5.2.8.3 Roaming with H-SLP Positioning Successful C  ase
SUPL Roaming where the H-SLP is involved in theitasing calculation.
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Figure 54: SET Initiated Periodic Trigger Service Rraming with H-SLP Positioning Successful Case — Pxgp Mode

NOTE:

See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request pariadic triggered service from an application rimgnon the
SET. The SET takes appropriate action establisbirrgsuming a secure connection.
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B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a seecu
connection to the H-SLP and sends a SUPL TRIGGEBEBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid) and periotligger parameters. The SET capabilities inclimesupported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLP verifies that the target SET is curre®yPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUBL 2.
However, there are various environment dependenhargésms

D. Consistent with the SUPL TRIGGERED START messagtiding posmethod(s) supported by the SET, the H-
SLP SHALL determine the intended positioning mettmbe used for the periodic triggered sessioredtiired for
the posmethod, the H-SLP SHALL use the supporteitipaing protocol (e.g., RRLP, RRC, TIA-801 or LFfFom
the SUPL TRIGGERED START message. The H-SLP sel@i$RL TRIGGERED RESPONSE message to the
SET. The SUPL TRIGGERED RESPONSE contains the@egdibut no H-SLP address, to indicate to the SET
that a new connection SHALL NOT be established. $0&®L TRIGGERED RESPONSE also contains the
posmethod. The SET and the H-SLP MAY release therseconnection.

E. When the periodic trigger in the SET indicates thatfirst position fix has to be calculated therS&kes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INBsage to
start a positioning session with the H-SLP. The EBPS INIT message contains at least session-i@l, SE
capabilities and Location ID (lid) parameter. THeTSapabilities include the supported positioningtimods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and assoguat&tioning protocols (e.g., RRLP, RRC, TIA-801 or
LPP). The SET MAY optionally provide NMR specifigrfthe radio technology being used (e.g., for GFK;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY include the first SUPL POS
element in the SUPL POS INIT message. The SET Méittlee Requested Assistance Data element in thé. SUP
POS INIT.

If the SUPL POS INIT message contains a positia theets a required QoP, the H-SLP MAY directlyceied to
step I.

F. To obtain a coarse position based on lid receimesddép E, the H-SLP sends an RLP SRLIR messade té-SLP.

G. The V-SLP translates the received lid into a posigstimate and returns the result to the H-SL&iIRLP SRLIA
message.
If the position estimate meets a required QoPHY®L.P MAY directly proceed to step | and not engaga SUPL
POS session.

H. The SET and the H-SLP exchange several successsittoping procedure messages.
The H-SLP calculates the position estimate basdti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET-Based).

I.  Once the position calculation is complete, the HRSkends the position estimate in a SUPL REPORT ages®
the SET. The SUPL REPORT message includes thagosisult if the position estimate is calculatedhe H-
SLP and therefore needs to be sent to the SETSEAeMAY release the secure connection to the H-SLP.
NOTE: steps E to | are optional and not performed for RSGSET Based in the case where no GPS assistaads da
required from the network. In this case the SEDmaoimously calculates a position fix based on theettly
available GPS assistance data stored in the SET

Steps Jto S are a repeat of steps E to I.
T. After the last position result has been calculatiee SET ends the periodic triggered session bgisgra SUPL
END message to the H-SLP.

NOTE: For A-GPS SET Based mode where the SET calculagegdsition estimate based on GPS assistance data
available in the SET, steps E to | are performednelver new GPS assistance data is required byEhe S
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5.2.9  SET Initiated Proxy Mode — Triggered Services : Event Triggers

This section describes the call flows for SET htiéd area event triggered services for proxy mote.trigger thereby
resides in the SET and the SET makes the decis@narea event occurred based on continuoushateggosition
determinations.

5.29.1 Non-Roaming Successful Case

Target
H-SLP SET

A Data Connection
Setup

B _ SUPL TRIGGERED START (session-id, trigger_type=area event, lid, SET capabilities,
hl trigger_params)

Routi
c o uT1

SUPL TRIGGERED RESPONSE(session-id, posmethod)

SUPL POS INIT(session-id, lid, SET capabilities)

uT2
F SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
SUPL REPORT (session-id, position) uT3
G
H Check for
area event
position fix

J ~ ~

SUPL END(session-id)

Figure 55: SET Initiated Area Event Trigger ServiceNon-Roaming Successful Case — Proxy Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request farea event triggered service from an applicatizming on
the SET. The SET takes appropriate action estabjsir resuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL TRIGGEBEBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case area event), Location ID (lid) and aremetrigger parameters. The SET capabilities ielthe supported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLP verifies that the target SET is currentty SUPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside the scope ofLSRI®.
However, there are various environment dependenhargsms

D. Consistent with the SUPL TRIGGERED START messagtuiing the SET capabilities of the SET, the H-SLP
SHALL determine the intended positioning method¢oused for the area event triggered sessionqufined for the
posmethod, the H-SLP SHALL use the supported mosiig protocol (e.g., RRLP, RRC, TIA-801 or LPR)rfr the
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SUPL TRIGGERED START message. The H-SLP SHALL respwith a SUPL TRIGGERED RESPONSE
message to the SET. The SUPL TRIGGERED RESPONSHRiosrthe session-id but no H-SLP address, to
indicate to the SET that a new connection SHALL N@&Testablished. The SUPL TRIGGERED RESPONSE also
contains the posmethod. The SUPL TRIGGERED RESPOMN&Eage may contain the area ids of the specified
area for the area event triggered session. TheaBEThe H-SLP MAY release the secure connection.

E. Ifthe areaids are downloaded in step D, the SHALS. compare the current area id to the downloaaesh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be calculated, the S&Ke$ appropriate action establishing or resumisecare
connection. The SET then sends a SUPL POS INIT ages® start a positioning session with the H-SLie
SUPL POS INIT message contains at least sessiddEd,capabilities and Location ID (lid) parameféne SET
capabilities include the supported positioning mdth(e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RR&;801 or LPP). The SET MAY optionally provide NMR
specific for the radio technology being used (day.GSM: TA, RXLEV). The SET MAY provide its pogih, if
this is supported. The SET MAY include the firstFHUPOS element in the SUPL POS INIT message. THe SE
MAY set the Requested Assistance Data elemen&isthPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPH{&_P MAY directly proceed to step G and not engiaga SUPL
POS session.

F. The SET and the H-SLP exchange several successsitioping procedure messages.
The H-SLP calculates the position estimate baseti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SERds a SUPL REPORT message to the SET. The SET MA
release the secure connection to the H-SLP.
The SUPL REPORT message includes the positiontriéskie position estimate is calculated in the HPSand
therefore needs to be sent to the SET.

H. The SET compares the calculated position estimétetiie event area to check if the event triggerditoon has
been met.

I. If the area event was triggered the SET forwardscticulated position estimate to the internal SWgEent.

J. Ifthe SET decides to end the triggered sessioISHE proceeds to step K. Otherwise whenever thearent
trigger mechanism in the SET indicates that a nesition fix has to be performed, steps E to | apeated.

K. The SET ends the triggered session by sending & P message to the H-SLP.

The call flow described in Figure 55 is applicatdell positioning methods, however, individuads within the call flows
are optional:

. Step F (SUPL POS) is not performed for cell-id liggesitioning methods.

. In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vthib H-
SLP is required to calculate a position estimattrhction with the H-SLP is only required for G&Sistance data
update in which case steps E to G are performed.

5.29.2 Roaming with V-SLP Positioning Successful C  ase
SUPL Roaming where the V-SLP is involved in theifasing calculation.
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Figure 56: SET Initiated Area Event Trigger ServiceRoaming with V-SLP Positioning Successful Case +&ky Mode
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request farea event triggered service from an applicatizming on
the SET. The SET takes appropriate action estab{jgbr resuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL TRIGGEREBRT message to start a positioning session \uith t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case area event), Location ID (lid) and amsmetrigger parameters. The SET capabilities ibelthe supported
positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLP verifies that the target SET is curre®yPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUBL 2.
However, there are various environment dependenhargésms

D. The H-SLP decides that the assistance data/posiilculation is done by the V-SLP and sends an BERLIR
tunnelling the SUPL TRIGGERED START message toMfelLP. The area event trigger parameters sucheas ar
information requested by SUPL Agent for the areenétriggered session MAY be included in this mgeday the
H-SLP.
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E. Consistent with the SUPL TRIGGERED START messaghtiding posmethod(s) supported by the SET, the V-
SLP SHALL determine the intended positioning mettmbe used for the area event triggered sesdioaquired
for the posmethod, the V-SLP SHALL use the supmbptasitioning protocol (e.g., RRLP, RRC, TIA-801LdtP)
from the SUPL TRIGGERED START message. The V-Slépoads with a SUPL TRIGGERED RESPONSE
tunnelled over RLP in a SSRLIA message back tdH&LP that it is capable of supporting this requébe SUPL
TRIGGERED RESPONSE contains at least the sess@mldosmethod. The V-SLP MAY include area ids
corresponding to the area for the area event trigggsion in the SUPL TRIGGERED RESPONSE message.

F. The H-SLP forwards the SUPL TRIGGERED RESPONSE ags$o the SET. The SUPL TRIGGERED
RESPONSE contains the session-id but no H-SLP addie indicate to the SET that a new connectioAlSH
NOT be established. The SUPL TRIGGERED RESPONS&@latains the posmethod. The SUPL TRIGGERED
RESPONSE message may contain the area ids of ¢adfised area for the area event triggered sesSioa.SET
and the H-SLP MAY release the secure connection.

G. Ifthe area ids are downloaded in step F, the SHALE compare the current area id to the downloadesh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be calculated the SEKE$aappropriate action establishing or resumingcare
connection. The SET then sends a SUPL POS INIT agest® start a positioning session with the H-SLt&
SUPL POS INIT message contains at least sessiddEd,capabilities and Location ID (lid) parameféne SET
capabilities include the supported positioning mdth(e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RR&;801 or LPP). The SET MAY optionally provide NMR
specific for the radio technology being used (day.GSM: TA, RXLEV). The SET MAY provide its pogih, if
this is supported. The SET MAY include the firstFHUPOS element in the SUPL POS INIT message. THe SE
MAY set the Requested Assistance Data elementiisthPL POS INIT.

If a position is received in the SUPL POS INIT nagsthat meets a required QoP, the H-SLP MAY direct
proceed to step K and not engage in a SUPL PO®Bess

H. The H-SLP forwards the SUPL POS INIT message to/$2.P over the RLP tunnel in an SSRP message.
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPW8LP MAY directly proceed to step J and not engiage SUPL
POS session.

I. The SET and the V-SLP exchange several successsiegming procedure messages, tunnelled over RL$¥SRP
messages via the H-SLP.
The V-SLP calculates the position estimate basetth®neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SLP via H-SLP (SET-Based)

J. Once the position calculation is complete, the \RSlends a SUPL REPORT message in an RLP tunng asin
SSRP message to the H-SLP.
The SUPL REPORT message includes the positiontriéskie position estimate is calculated in the MPSand
therefore needs to be sent to the SET.

K. The H-SLP forwards the SUPL REPORT message toie $he SET and the H-SLP MAY release the secure
connection.
The SUPL REPORT message includes the positiontriésié position estimate is calculated in the MPSor the
H-SLP) and therefore needs to be sent to the SET.

L. The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met.

M. If the area event was triggered the SET forwardsciculated position estimate to the internal SWgent

N. If the SET decides to end the triggered sessiolBHE proceeds to step O. Otherwise whenever tlzeesent
trigger mechanism in the SET indicates that a nesition fix has to be performed, steps G to M amented.

O. The SET ends the triggered session by sending & E0P® message to the H-SLP.

P. The H-SLP informs the V-SLP about the end of tiggered session by sending a SUPL END messageRLBn
SSRP tunnel message.
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The call flow described in Figure 56 is applicatdell positioning methods, however, individua within the call flows
are optional:

. Step | (SUPL POS) is not performed for cell-id lthpesitioning methods.

. In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vthb H-
SLP is required to calculate a position estimattrhction with the H-SLP is only required for G&Sistance data
update in which case steps G to K are performed.

5.2.9.3 Roaming with H-SLP Positioning Successful C  ase
SUPL Roaming where the H-SLP is involved in theitasing calculation.

Target
V-SLP H-SLP
SET
Data Connection
A Setup
B _SUPL TRIGGERED START(session-id, trigger_type=area event, lid,
N SET capabilities, trigger_params)
C Routing Info
uT1
D _RLP SSRLIR(SUPL TRIGGERED START)
|
ST3
£ RLP SSRLIA(SUPL TRIGGERED RESPONSE)
SUPL TRIGGERED RESPONSE(session-id, posmethod)
F
SUPL POS INIT(session-id, lid, SET capabilities)
G RLP SRLIR(msid, lid) [
H - SL
. 4
| RLP SRLIA(ms-id, post u?t uT2
J SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
K SUPL REPORT(session-id, position) uT3
Check for
L area event
position fix
M
N =~ = ~
SUPL END(session-id)
o -¢
RLP SSRP(SUPL END)
P -t

Figure 57: SET Initiated Area Event Trigger ServiceRoaming with H-SLP Positioning Successful Case +&xy Mode
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request farea event triggered service from an applicatizming on
the SET. The SET takes appropriate action estab{jgbr resuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL TRIGGEREBRT message to start a positioning session \uith t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case area event), Location ID (lid) and amsmetrigger parameters. The SET capabilities ibelthe supported
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C.

positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeods, (
RRLP, RRC, TIA-801 or LPP).

The H-SLP verifies that the target SET is curre®yPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUBL 2.

D.

O.

However, there are various environment dependenhargésms

Based on the received lid or other mechanismgits&P determines the V-SLP and sends an RLP SSRLIR
including a SUPL TRIGGERED START to the V-SLP téorm the V-SLP that an area event triggered sedsion
the progress of being initiated with the H-SLP. Hnea event trigger parameters such as area infiormraquested
by SUPL Agent for the area event triggered ses8IAY be included in this message by the H-SLP.

The V-SLP acknowledges the RLP request receivetkim D with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. &P MAY include area ids corresponding to theadfier
the area event trigger session in the SUPL TRIGAERESPONSE message.

Consistent with the SUPL TRIGGERED START messagtiiding posmethod(s) supported by the SET, the H-
SLP SHALL determine the intended positioning mettme used for the area event triggered sesdioequired

for the posmethod, the H-SLP SHALL use the suppioptasitioning protocol (e.g., RRLP, RRC, TIA-801Ld?P)
from the SUPL TRIGGERED START message. The H-SutRise SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE containsehsisn-id but no H-SLP address, to indicate tocSE&
that a new connection SHALL NOT be established. $t°L TRIGGERED RESPONSE also contains the
posmethod. The SUPL TRIGGERED RESPONSE messageomagin the area ids of the specified area for the
area event triggered session. The SET and the HMPAP release the secure connection.

If the area ids are downloaded in step F, the SEHALS. compare the current area id to the downloaaesh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be calculated the SEKE$aappropriate action establishing or resumingcare
connection. The SET then sends a SUPL POS INIT ages® start a positioning session with the H-SLie
SUPL POS INIT message contains at least sessidbE,capabilities and Location ID (lid) paramefene SET
capabilities include the supported positioning mdth(e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RR&;801 or LPP). The SET MAY optionally provide NMR
specific for the radio technology being used (day.GSM: TA, RXLEV). The SET MAY provide its pogih, if
this is supported. The SET MAY include the firstFHUPOS element in the SUPL POS INIT message. THe SE
MAY set the Requested Assistance Data elemenisthPL POS INIT.

If a position is received in the SUPL POS INIT naggesthat meets a required QoP, the H-SLP MAY direct
proceed to step K and not engage in a SUPL PO®gess

To obtain a coarse position based on lid receimedap G, the H-SLP sends an RLP SRLIR messade td-SLP.

The V-SLP translates the received lid into a positstimate and returns the result to the H-SL&hIiRLP SRLIA
message.

If the received position meets a required QoPH¥&LP MAY directly proceed to step K and not engaga SUPL
POS session.

The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate basdti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

Once the position calculation is complete, the HRSkends a SUPL REPORT message to the SET.
The SUPL REPORT message includes the positiontriéskie position estimate is calculated in the HPSand
therefore needs to be sent to the SET.

The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met.

If the area event was triggered the SET forwardscticulated position estimate to the internal SWgent.

If the SET decides to end the triggered sessiolSHE proceeds to step O. Otherwise whenever tlzecaent
trigger mechanism in the SET indicates that a nesition fix has to be performed, steps G to M apeated.

The SET ends the triggered session by sending & 8P message to the H-SLP.
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P. The H-SLP informs the V-SLP about the end of tiggered session by sending a SUPL END messageRLBn
SSRP tunnel message.

The call flow described in Figure 57 is applicatdell positioning methods, however, individualpgtevithin the call flows
are optional:

. Step J (SUPL POS) is not performed for cell-id bgsesitioning methods.

. In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vthib H-
SLP is required to calculate a position estimattrhction with the H-SLP is only required for G&Sistance data
update in which case steps G to K are performed.

5.2.10 SET Initiated Non-Proxy Mode — Triggered Ser vices: Periodic
Triggers

This section describes the call flows for SET htid periodic triggered services for non-proxy mdde trigger thereby
resides in the SET.
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5.2.10.1 Non-Roaming Successful Case

|
|
|
| Target
i | H-SLC H-SPC | !
! | SET
R —__
A Data Cs:gtv:jr:)ection
. SUPL TRIGGERED START(session-id, trigger_type=periodic, lid, SET capabilities,
B n trigger_params)
o [ T
5 nternal Initiaization
E SUPL TRIGGERED RESPQONSE(session-id, posmethod, H-SPC address, SPC_SET_Kgy| SPC-TID)
F - SUPL POS INIT(session-id, lid, SET capabilities)
uT2
G SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
uT3
SUPL REPORT(session-id, position) position fix #1
H -
| _, SUPL POS INIT(session-id, lid, SET capabilities)
e §
uT2
J SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
uT3
K SUPL REPORT(session-id, position) position fix #2
-
L L SUPL POS INIT(session-id, lid, SET capabilities)
-
uT2
M SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
uT3
SUPL REPORT(session-id, position) position fix #n
N -
SUPL END(session-id)
lo) _— -
Internal Communication _ [*F
P |la=TE0TT o

Figure 58: SET Initiated Periodic Trigger Service don-Roaming Successful Case — Non-Proxy Mode
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request fariadic triggered service from an application rimgnon the
SET. The SET takes appropriate action establisbirrgsuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a seecu
connection to the H-SLC and sends a SUPL TRIGGEREBRT message to start a positioning session \with t
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H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid) and periotligger parameters. The SET capabilities inclimesupported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeods, (

RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is currenity SUPL roaming.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope ofLSRIP.
However, there are various environment dependenhamgsms

D. Through internal communication the H-SLC requestsise for a periodic triggered session from th&PE. The
H-SLC also generates SPC_SET_Key and SPC-TID teséd for mutual H-SPC/SET authentication and fodear
both to the H-SPC. The H-SPC grants or deniesateast and informs the H-SLC accordingly.

E. Consistent with the SUPL TRIGGERED START messagtuding the SET capabilities of the SET, the H-SLC
SHALL determine the intended positioning method¢oused for the area event triggered sessionqufined for the
posmethod, the H-SLC SHALL use the supported positg protocol (e.g., RRLP, RRC, TIA-801 or LPRyrfr
the SUPL TRIGGERED START message. The H-SLC SHAt¢pond with a SUPL TRIGGERED RESPONSE
message to the SET. The SUPL TRIGGERED RESPONSEagesontains session-id, posmethod, H-SPC address
and SPC_SET_Key and SPC-TID. The SET and the HNBAF release the secure connection.

F. When the periodic trigger in the SET indicates thatfirst position fix has to be calculated theTS&kes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INEsage to
start a positioning session with the H-SPC. TheISBRS INIT message contains at least session-idl, SE
capabilities and Location ID (lid) parameter. THeTSapabilities include the supported positioningtmods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and assoguat&tioning protocols (e.g., RRLP, RRC, TIA-801 or
LPP). The SET MAY optionally provide NMR specifiorfthe radio technology being used (e.qg., for GFM;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY include the first SUPL POS
element in the SUPL POS INIT message. The SET Méftlee Requested Assistance Data element in thé. SUP
POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QOPH{&PC MAY directly proceed to step H and not engage SUPL
POS session.

G. The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basebereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesdata obtained from the H-SPC (SET-Based).

H. Once the position calculation is complete the H-SBfds a SUPL REPORT message to the SET. The SUPL
REPORT message includes the position result iptigition estimate is calculated in the H-SLP arettdfore needs
to be sent to the SET. The SET MAY release thersemnnection to the H-SLP.

NOTE: steps F to H are optional and not performed for RSGSET Based in the case where no GPS assistaiade da
required from the network. In this case the SEDraoimously calculates a position fix based on theeoily
available GPS assistance data stored in the SET

Steps | to N are a repeat of steps F to H.

O. After the last position result has been calculatied SET ends the periodic triggered session bgisgra SUPL
END message to the H-SPC.

P. The H-SPC informs the H-SLC through internal comioation that the periodic triggered session hasénd

NOTE: For A-GPS SET Based mode where the SET calcullagegdsition estimate based on GPS assistance data
available in the SET, steps F to H are performednglier new GPS assistance data is required byEhe S

5.2.10.2 Roaming with V-SLP Positioning Successful Case
SUPL Roaming where the V-SLP is involved in theifiasing calculation.
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Figure 59: SET Initiated Periodic Trigger Service Fbaming with V-SLP Positioning Successful Case — N&Proxy

NOTE: See Appendix D for timer descriptions.

Mode

A. The SUPL Agent on the SET receives a request fariadic triggered service from an application rimgron the
SET. The SET takes appropriate action establisbirrgsuming a secure connection.
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B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a secu
connection to the H-SLC and sends a SUPL TRIGGEBEBRT message to start a positioning session \uith t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid) and periotligger parameters. The SET capabilities inclimesupported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeogs, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is curre®WPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUBL 2.
However, there are various environment dependenhargésms

D. The H-SLC decides that the assistance data/posititnulation is done by the V-SLP and sends an BERLIR
message tunnelling the SUPL TRIGGERED START mestage V-SLC. The H-SLC also generates
SPC_SET_Key and SPC-TID to be used for V-SPC/SEflahauthentication and includes both in the RLP
SSRLIR message.

E. Through internal communication the V-SLC requestwise for a periodic triggered session from th&RE. The
V-SLC also forwards the SPC_SET_Key and SPC-TIbhoV-SPC. The V-SPC grants or denies the request a
informs the V-SLC accordingly.

F. Consistent with the SUPL TRIGGERED START messaghtiding posmethod(s) supported by the SET, the V-
SLC SHALL determine the intended positioning methmthe used for the periodic triggered sessioredfiired for
the posmethod, the V-SLC SHALL use the supportesitipming protocol (e.g., RRLP, RRC, TIA-801 or LPP
from the SUPL TRIGGERED START message. The V-SL€poads with a SUPL TRIGGERED RESPONSE
tunnelled over RLP in a SSRLIA message back td#&1.C that it is capable of supporting this requése SUPL
TRIGGERED RESPONSE contains at least the sessipagimethod and the V-SPC address.

G. The H-SLC sends a SUPL TRIGGERED RESPONSE messabe SET. The SUPL TRIGGERED RESPONSE
message contains session-id, posmethod, V-SPCsadaind SPC_SET_Key and SPC-TID. The SET and the H-
SLC MAY release the secure connection.

H. When the periodic trigger in the SET indicates thatfirst position fix has to be calculated therS&kes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INEsage to
start a positioning session with the V-SPC. The SBBS INIT message contains at least session-idl, SE
capabilities and Location ID (lid) parameter. THeTSapabilities include the supported positioningtmods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and assoguatgitioning protocols (e.g., RRLP, RRC, TIA-801 or
LPP). The SET MAY optionally provide NMR specifigrfthe radio technology being used (e.g., for GFK;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY include the first SUPL POS
element in the SUPL POS INIT message. The SET Mafttlee Requested Assistance Data element in thé. SUP
POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPWH8PC MAY directly proceed to step J and not engageSUPL
POS session.

I.  The SET and the V-SPC exchange several successitioping procedure messages.
The V-SPC calculates the position estimate basdatdereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesdata obtained from the V-SPC (SET-Based).

J. Once the position calculation is complete, the \CSends a SUPL REPORT message to the SET. The SUPL
REPORT message includes the position result iptstion estimate is calculated in the H-SLP arettdfore needs
to be sent to the SET. The SET and the H-SPC MA&aee the secure connection.

NOTE: steps H to J are optional and not performed forPSGET Based in the case where no GPS assistaads da
required from the network. In this case the SEDmaoitmously calculates a position fix based on theeoily
available GPS assistance data stored in the SET

Steps K to P are a repeat of steps H to J.

Q. After the last position result has been calculatied SET ends the periodic triggered session bgisgra SUPL
END message to the V-SPC.
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R. Through internal communication the V-SPC informs YASLC about the end of the periodic triggereciees

S. The V-SLC informs the H-SLC about the end of thaqahic triggered session by sending a SUPL END magss
using an RLP SSRP tunnel message to the H-SLC.

NOTE: For A-GPS SET Based mode where the SET calcullagegdsition estimate based on GPS assistance data
available in the SET, steps H to J are performedn&kier new GPS assistance data is required byEhe S

5.2.10.3 Roaming with H-SLP Positioning Successful Case
SUPL Roaming where the H-SLP is involved in theifpmsing calculation.
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Figure 60: SET Initiated Periodic Trigger Service Fbaming with H-SLP Positioning Successful Case — NeProxy
Mode

NOTE: See Appendix D for timer descriptions.
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A. The SUPL Agent on the SET receives a request pariadic triggered service from an application rimgnon the
SET. The SET takes appropriate action establisbirrgsuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a seecu
connection to the H-SLC and sends a SUPL TRIGGEREBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid) and periotligger parameters. The SET capabilities inclimesupported
positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeos, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is curre®WPL roaming.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside scope of SUBL 2.
However, there are various environment dependenhargésms

D. Through internal communication the H-SLC requestsise for a periodic triggered session from th&PE. The
H-SLC also creates SPC_SET_Key and SPC-TID to éé fis mutual H-SPC/SET authentication and forwards
both to the H-SPC through internal communicatidme H-SPC grants or denies the request and infdrensltSLC
accordingly.

E. Consistent with the SUPL TRIGGERED START messagtiing posmethod(s) supported by the SET, the H-
SLC SHALL determine the intended positioning methmtbe used for the periodic triggered sessioredfiired for
the posmethod, the H-SLC SHALL use the supportesitipaing protocol (e.g., RRLP, RRC, TIA-801 or PP
from the SUPL TRIGGERED START message. The H-Su@tisea SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE message osrdassion-id, posmethod, H-SPC address and
SPC_SET_Key and SPC-TID. The SET and the H-SLC M&lgase the secure connection.

F. When the periodic trigger in the SET indicates thatfirst position fix has to be calculated theTS&kes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INBsage to
start a positioning session with the H-SPC. The ISBBS INIT message contains at least session-idl, SE
capabilities and Location ID (lid) parameter. THeTSapabilities include the supported positioningtimods (e.g.,
SET-Assisted A-GPS, SET-Based A-GPS) and assoguatgitioning protocols (e.g., RRLP, RRC, TIA-801 or
LPP). The SET MAY optionally provide NMR specifiarfthe radio technology being used (e.g., for GFK;
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY include the first SUPL POS
element in the SUPL POS INIT message. The SET Méitlee Requested Assistance Data element in thé. SUP
POS INIT.

If the SUPL POS INIT message contains a positia tieets a required QoP, the H-SPC MAY directlycpeal to
step L.

G. Through internal communication the H-SPC requesizaase position estimate from the H-SLC basedetid
received in step F.

H. To obtain a coarse position the H-SLC sends an 8RPIR message to the V-SLP.

I. The V-SLC translates the received lid into a positestimate and returns the result to the H-SL&nIRLP SRLIA
message.

J. The H-SLC forwards the coarse position to the H-8fGugh internal communication.
If the coarse position meets a required QoP, ti&PId-MAY directly proceed to step L and not engaga SUPL
POS session.

K. The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassisdata obtained from the H-SPC (SET-Based).

L. Once the position calculation is complete, the HESEBnds a SUPL REPORT message to the SET. The SUPL
REPORT message includes the position result iptstion estimate is calculated in the H-SLP arettdfore needs
to be sent to the SET. The SET and the H-SPC MA#&ase the secure connection.

NOTE: steps F to L are optional and not performed for RSGSET Based in the case where no GPS assistaiads da
required from the network. In this case the SEDraoitnously calculates a position fix based on theeoily
available GPS assistance data stored in the SET
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Steps M to Z are a repeat of steps F to L.

AA. After the last position result has been calculatiee SET ends the periodic triggered session bgisgra SUPL
END message to the H-SPC.

BB. Through internal communication the H-SPC infornes thSLC about the end of the periodic triggeredises
NOTE: For A-GPS SET Based mode where the SET calculagegdsition estimate based on GPS assistance data

available in the SET, steps F to L are performedmnelver new GPS assistance data is required byBhe S
5.2.11 SET Initiated Non-Proxy Mode — Triggered Ser vices: Event Triggers

This section describes the call flows for SET htiéd area event triggered services for proxy mote.trigger thereby
resides in the SET and the SET makes the decis@narea event occurred based on continuoushateggosition
determinations.

5.2.11.1 Non-Roaming Successful Case

|
|
|
| Target
1 | H-SLC H-SPC | !
| : SET
U —__
Data C ti
A ata S:?ur;)ec lon
. SUPL TRIGGERED START(session-id, trigger_type=area event, lid, SET capabilities,
B i trigger_params)
¢ [ e U
5 nternal Initiaiization
E SUPL TRIGGERED RESPPNSE(session-id, posmethod, H-SPC address, SPC_SET_IKey, SPC-TID)
E . SUPL POS INIT(session-id, lid, SET capabilities)
-
uT2
G SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
o " uT3
H SUPL REPORT (session-id, position)
| Check for
area event
position fix
J >
K I~ I~ ~
SUPL END(session-id)
L -
M Internal Communication

Figure 61: SET Initiated Area Event Trigger ServiceNon-Roaming Successful Case — Non-Proxy Mode
NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request farea event triggered service from an applicatizming on
the SET. The SET takes appropriate action estab{jgbr resuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLC and sends a SUPL TRIGGEREBRT message to start a positioning session \with t
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H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case area event), Location ID (lid) and amsmetrigger parameters. The SET capabilities ibelthe supported
positioning methods (e.g., SET-Assisted A-GPS, 8&%ed A-GPS) and associated positioning protoeogs, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is currenity SUPL roaming.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope ofLSRIP.
However, there are various environment dependenhamgsms

D. Through internal communication the H-SLC requestsise for an area event triggered session fronHi8PC.
The H-SLC also generates SPC_SET_Key and SPC-THe tesed for mutual H-SPC/SET authentication and
forwards both to the H-SPC. The H-SPC grants oredethe request and informs the H-SLC accordingly.

E. Consistent with the SUPL TRIGGERED START messagtuding the SET capabilities of the SET, the H-SLC
SHALL determine the intended positioning method¢oused for the area event triggered session apdmds. If
required for the posmethod, the H-SLC SHALL usediyeported positioning protocol (e.g., RRLP, RR(&-801
or LPP) from the SUPL TRIGGERED START message. HiF&L. C SHALL respond with a SUPL TRIGGERED
RESPONSE message to the SET. The SUPL TRIGGEREDPRESE message contains session-id, posmethod,
H-SPC address and SPC_SET_Key and SPC-TID. The SJBREGERED RESPONSE message may contain the
area ids of the specified area for the area evigigered session. The SET and the H-SLP MAY reléasesecure
connection.

F. If the area ids are downloaded in step E, the SHALE compare the current area id to the downloaalezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be calculated the SEKKEs$aappropriate action establishing or resumingcare
connection. The SET then sends a SUPL POS INIT agest® start a positioning session with the H-SH.
SUPL POS INIT message contains at least sessidbEd,capabilities and Location ID (lid) paramefne SET
capabilities include the supported positioning mdth(e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RR&;801 or LPP). The SET MAY optionally provide NMR
specific for the radio technology being used (day. GSM: TA, RXLEV). The SET MAY provide its pogin, if
this is supported. The SET MAY include the firstFHUPOS element in the SUPL POS INIT message. THe SE
MAY set the Requested Assistance Data elemen&isthPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QOPH{&PC MAY directly proceed to step H and not engage SUPL
POS session.

G. The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesdata obtained from the H-SPC (SET-Based).

H. Once the position calculation is complete the H-SBfds a SUPL REPORT message to the SET. The SBET MA
release the secure connection to the H-SPC.
The SUPL REPORT message includes the positiontriéshie position estimate is calculated in the P€Sand
therefore needs to be sent to the SET.

I.  The SET compares the calculated position estimétetire event area to check if the event triggerdition has
been met.

If the area event was triggered the SET forwardscticulated position estimate to the internal SWgEent.

K. Ifthe SET decides to end the triggered sessioiSHiE proceeds to step L. Otherwise whenever the erent
trigger mechanism in the SET indicates that a nesitijon fix has to be performed, steps F to J epeated.

L. The SET ends the triggered session by sending & & message to the H-SPC.
M. The H-SPC informs the H-SLC about the end of tlggéred session through internal communication.

The call flow described in Figure 61 is applicatdell positioning methods, however, individua within the call flows
are optional:

. Step G (SUPL POS) is not performed for cell-id lolgsesitioning methods.
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. In A-GPS SET Based mode where no GPS assistanaésdatguired from the network, no interaction vthib H-
SPC is required to calculate a position estimateraction with the H-SPC is only required for Gi&Sistance data
update in which case steps F to H are performed.

5.2.11.2 Roaming with V-SLP Positioning Successful Case
SUPL Roaming where the V-SLP is involved in theifasing calculation.

| |
| |
| Target
H-SLC || v-sLC V-SPC | ! J
| | SET
| |
Data Connecti
A ata S:?u[:)e ion
B , SUPL TRIGGERED START(session-id, trigget type=area event, lid, SET capabilities,
N trigger_params)
Routing
C Info
b RLP SSRLIR(SUPL TRIGGERED START, SPC_BET_Key, SPC-TID)
Internal Initialization Ut
E ST3 .+ ——————— R -
F LP SSRLIA(SUPL TRIGGERED RESPONSE)
SUPL TRIGGERED RESPONSE(session-id, pgsmethod, V-SPC address, SPC_SET_Key, SPC-TID)
G
SUPL POS INIT(session-id, lid, SET capabilities)
H -t | |
uT2
| SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
) SUPL REPORT(session-id, position)i | uT3
Check for
K area event
L posmog fix
M ~ ~ ~ ~
N SUPL END(session-id)
0 Internal Communication
P RLP SSRP(SUPL END)

Figure 62: SET Initiated Area Event Trigger ServiceRoaming with V-SLP Positioning Successful Case —aN-Proxy
Mode

NOTE: See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a request farea event triggered service from an applicatizming on
the SET. The SET takes appropriate action estab{jgbr resuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLC and sends a SUPL TRIGGEBEBRT message to start a positioning session \uih t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case area event), Location ID (lid) and aremetrigger parameters. The SET capabilities ielthe supported

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 163 (410)

positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeods, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is curre®WPL roaming.

NOTE: The specifics for determining if the SET is SUPkRmong or not is considered outside scope of SUBL 2.
However, there are various environment dependenhargésms

D. The H-SLC decides that the assistance data/posititmulation is done by the V-SLP and sends an BERLIR
message tunnelling the SUPL TRIGGERED START mestate V-SLC. The area event trigger parameterh su
as area information requested by SUPL Agent foratlea event triggered session MAY be included imiessage
by the H-SLP. The H-SLC also generates SPC_SET akdySPC-TID to be used for V-SPC/SET mutual
authentication and includes both in the RLP SSRukssage.

E. Through internal communication the V-SLC requestsise for an area event triggered session fronVtsC.
The V-SLC also forwards the SPC_SET_Key and SPCidlthe V-SPC. The V-SPC grants or denies the tque
and informs the V-SLC accordingly.

F. Consistent with the SUPL TRIGGERED START messaghtiding posmethod(s) supported by the SET, the V-
SLC SHALL determine the intended positioning methmtbe used for the area event triggered sesdioequired
for the posmethod, the V-SLC SHALL use the supmbgesitioning protocol (e.g., RRLP, RRC, TIA-801Ld&?P)
from the SUPL TRIGGERED START message. The V-SL€poads with a SUPL TRIGGERED RESPONSE
tunnelled over RLP in a SSRLIA message back td#&1.C that it is capable of supporting this requése SUPL
TRIGGERED RESPONSE contains at least the sessipagimethod and the V-SPC address. The V-SLC MAY
include area ids corresponding to the area foatha event trigger session in the SUPL TRIGGEREBSRBNSE
message.

G. The H-SLC sends a SUPL TRIGGERED RESPONSE messabe SET. The SUPL TRIGGERED RESPONSE
message contains session-id, posmethod, V-SPCsadaind SPC_SET_Key and SPC-TID. The SUPL
TRIGGERED RESPONSE message may contain the ared e specified area for the area event triggered
session. The SET and the H-SLC MAY release thersamnnection.

H. If the areaids are downloaded in step G, the SEHALS. compare the current area id to the downloaaesh ids.
When the area event trigger in the SET the compauag$ the current area id to the downloaded arenidicates
that a position fix has to be calculated the SEKKEs$aappropriate action establishing or resumingcare
connection. The SET then sends a SUPL POS INIT agest® start a positioning session with the V-SH&
SUPL POS INIT message contains at least sessiddEd,capabilities and Location ID (lid) paramefene SET
capabilities include the supported positioning mdth(e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RR&;801 or LPP). The SET MAY optionally provide NMR
specific for the radio technology being used (day. GSM: TA, RXLEV). The SET MAY provide its pogin, if
this is supported. The SET MAY include the firstFHUPOS element in the SUPL POS INIT message. THe SE
MAY set the Requested Assistance Data elementiisthPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPWH8PC MAY directly proceed to step J and not engageSUPL
POS session.

I.  The SET and the V-SPC exchange several successsitioping procedure messages.
The V-SPC calculates the position estimate basdatdereceived positioning measurements (SET-AsBistethe
SET calculates the position estimate based ontassesdata obtained from the V-SPC (SET-Based).

J. Once the position calculation is complete, the \GSends a SUPL REPORT message to the SET. The i8Eha
H-SPC MAY release the secure connection.
The SUPL REPORT message includes the positiontriésiié position estimate is calculated in the F€Sand
therefore needs to be sent to the SET.

K. The SET compares the calculated position estimétetiae event area to check if the event triggerdition has
been met.

L. Ifthe area event was triggered the SET forwardsciiculated position estimate to the internal Sl4igent.

M. If the SET decides to end the triggered sessioiBHiE proceeds to step N. Otherwise whenever theearent
trigger mechanism in the SET indicates that a nesition fix has to be performed, steps H to L apeated.
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N. The SET ends the triggered session by sending 4 &P message to the V-SPC.
The V-SPC informs the V-SLC about the end of tiggered session through internal communication.

P. The V-SLC informs the H-SLC about the end of thggered session by sending a SUPL END message asing
RLP SSRP tunnel message to the H-SLC.

The call flow described in Figure 62 is applicatdell positioning methods, however, individualpstevithin the call flows
are optional:

. Step | (SUPL POS) is not performed for cell-id lthpesitioning methods.

. In A-GPS SET Based mode where no GPS assistanagsdajuired from the network, no interaction vihe H-
SLP is required to calculate a position estimatterhction with the V-SPC is only required for G&Sistance data
update in which case steps H to J are performed.

5.2.11.3 Roaming with H-SLP Positioning Successful Case
SUPL Roaming where the H-SLP is involved in theifpmsing calculation.

| |
| |
Target
V-SLC | || H-SLC H-SPC | ! g
I | SET
[ —_
A Data gz?ur:mlon
B _SUPL TRIGGERED S[TART(session-id, trigger_type=area event, lid,
i SET [capabilities, trigger_params)
C Routing Info
RLP SSRLIR(SUPL TRIGGERED START)
D ] uT1
ST3
RLP SSRLIA(SUPL TR|GGERED RESPONSE)
E
| "temal Communicggion
G SUPL TRIGGERED RHSPONSE(session-id, posmethod, H-SHC |Address, SPC_SET_Key, SPC-TID)
 SUPL POS INIT(session-id, lid, SET cgpabilities)
H Internal Communic%n‘
]J ~_RLP SRLIR(msid, lid) [~ == ==~~~
N ST4
RLP SRLIA(ms-id, po$tsult) uT2
K Internal Communica}ﬁﬂ
[ Y P St
M SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
SUPL REPORT(session-id, position uT3
Check ft
(0] areaeceveonrt
osition fix
P p!
Q 5 x x ~
R L SUPL END(session-id)
Internal Communication|
? RLP SSRP(SUPL END) [ — — — — — — —

Figure 63: SET Initiated Area Event Trigger ServiceRoaming with H-SLP Positioning Successful Case —oN-Proxy
Mode

NOTE: See Appendix D for timer descriptions.
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A. The SUPL Agent on the SET receives a request farea event triggered service from an applicatioming on
the SET. The SET takes appropriate action estab{jgbr resuming a secure connection.

B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a seecu
connection to the H-SLC and sends a SUPL TRIGGEREBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case area event), Location ID (lid) and amsmetrigger parameters. The SET capabilities ibelthe supported
positioning methods (e.g., SET-Assisted A-GPS, 8&a%ed A-GPS) and associated positioning protoeogs, (
RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is curre®WPL roaming.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside scope of SUBL 2.
However, there are various environment dependenhargésms

D. Based on the received lid or other mechanismgits& C determines the V-SLP and sends an RLP SSRLIR
including a SUPL TRIGGERED START message to thel\Gz$o inform the V-SLP that an area event triggered
session is in the progress of being initiated whth H-SLP. The area event trigger parameters ssielnea
information requested by SUPL Agent for the areenétriggered session MAY be included in this mgeday the
H-SLP..

E. The V-SLC acknowledges the RLP request receivestep E with a SUPL TRIGGERED RESPONSE message
which is carried inside an RLP SSRLIA message. H&.C MAY include area ids corresponding to theaafar
the area event trigger session in the SUPL TRIGAERESPONSE message.

F. Though internal communication the H-SLC requestgice for an area event triggered session fromH#&PC.
The H-SLC also creates SPC_SET_Key and SPC_TI® wesbd for mutual H-SPC/SET authentication and
forwards both to the H-SPC through internal comroatibn. The H-SPC grants or denies the requesirdoins
the H-SLC accordingly.

G. Consistent with the SUPL TRIGGERED START messagtiding posmethod(s) supported by the SET, the H-
SLC SHALL determine the intended positioning methothe used for the area event triggered sesdioequired
for the posmethod, the H-SLC SHALL use the supmbptesitioning protocol (e.g., RRLP, RRC, TIA-801Ld?P)
from the SUPL TRIGGERED START message. The H-SLi@isea SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE message osrgassion-id, posmethod, H-SPC address and
SPC_SET_Key and SPC_TID. The SUPL TRIGGERED RESHOIMN8ssage may contain the area ids of the
specified area for the area event triggered sesstom SET and the H-SLC MAY release the secure ection.

H. If the area ids are downloaded in step G, the SHALE compare the current area id to the downloaalezh ids.
When the area event trigger in the SET or the coisgaof the current area id to the downloaded ateindicates
that a position fix has to be calculated the SEKE$aappropriate action establishing or resumingcare
connection. The SET then sends a SUPL POS INIT ages® start a positioning session with the H-SH@.
SUPL POS INIT message contains at least sessidbEd,capabilities and Location ID (lid) paramefene SET
capabilities include the supported positioning mdth(e.g., SET-Assisted A-GPS, SET-Based A-GPS) and
associated positioning protocols (e.g., RRLP, RR&;801 or LPP). The SET MAY optionally provide NMR
specific for the radio technology being used (¢ay. GSM: TA, RXLEV). The SET MAY provide its pogin, if
this is supported. The SET MAY include the firstFHUPOS element in the SUPL POS INIT message. THe SE
MAY set the Requested Assistance Data elemenisthPL POS INIT.

If a position is received in the SUPL POS INIT naggesthat meets a required QoP, the H-SPC MAY djrect
proceed to step N and not engage in a SUPL PO®sBess

I.  Through internal communication the H-SPC requesisaase position estimate from the H-SLC basederid
received in step H.

To obtain a coarse position the H-SLC sends an 8RPIR message to the V-SLP.

K. The V-SLC translates the received lid into a positestimate and returns the result to the H-SL&niiRLP SRLIA
message.

L. The H-SLC forwards the coarse position to the H-8fGugh internal communication.
If the coarse position meets a required QoP, tI&PId-MAY directly proceed to step N and not engage SUPL
POS session.
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M. The SET and the H-SPC exchange several successiteoping procedure messages.
The H-SPC calculates the position estimate basebereceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisdata obtained from the H-SPC (SET-Based).

N. Once the position calculation is complete, the HzSEnds a SUPL REPORT message to the SET. Thei8Eha
H-SPC MAY release the secure connection.
The SUPL REPORT message includes the positiontriéshie position estimate is calculated in the F&Sand
therefore needs to be sent to the SET.

O. The SET compares the calculated position with tlemearea to check if the event trigger conditias been met.

o

If the area event was triggered the SET forwardscticulated position estimate to the internal SWgEnt.

If the SET decides to end the triggered sessiolSHE proceeds to step R. Otherwise whenever tlzeesent
trigger mechanism in the SET indicates that a nesition fix has to be performed, steps H to P apzated.

R. The SET ends the triggered session by sending & EP® message to the H-SPC.
S. The H-SPC informs the H-SLC about the end of tiggéred session through internal communication.

T. The H-SLC informs the V-SLC about the end of thggered session by sending a SUPL END message asing
RLP SSRP tunnel message to the V-SLC.

The call flow described in Figure 63 is applicatdell positioning methods, however, individualpgtevithin the call flows
are optional:

. Step M (SUPL POS) is not performed for cell-id lthpesitioning methods.

. In A-GPS SET Based mode where no GPS assistanaésdatjuired from the network, no interaction vthe H-
SLP is required to calculate a position estimatirhction with the H-SPC is only required for Gi&Sistance data
update in which case steps H to N are performed.

5.2.12 V-SLP to V-SLP Handover - SET initiated Prox y mode
See section 5.1.11.1.

5.2.13 V-SPC to V-SPC Handover - SET initiated Non- Proxy mode

See section 5.1.11.2.

5.2.14 SET-Initiated Periodic Location Request with  Transfer to Third
Party

This section describes the call flows for SET htiil Periodic Location Requests with transfer efftbsition results to d°3
party.
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5.2.14.1 Non-Roaming Successful Case — Proxy Mode

Target
H-SLP
SET
[
Data Connection
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B L SUPL TRIGGERED START(session-id, lid, SET capabilities, rep_capabilities,
— Third Party Id)
C Routing Info
uT1
SUPL TRIGGERED RESPONSE(session-id, posmethod, trigger_params, rep_mode)
D
SUPL POS INIT(session-id, lid)
E -
1] ur2
F SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
SUPL REPORT(session-id, position) uT3
G
H Location delivery
T
SET obtains — and stores -
position(s) or enhanced
cell/sector measurements
| autonomously
I
SUPL REPORT(session-id, positions)
J -
K Location delivery
SUPL POS INIT(session-id, lid)
L -t
1] ur2
M SUPL POS(session id, RRLP/RRC/TIA-801/LPP)
SUPL REPORT(session-id, position) uT3
P SUPL REPORT(session-id, positions)
O -
P Location delivery
SUPL END(session-id)
Q L.

Figure 64: SET Initiated Periodic Location Requeswith transfer of the position result to 3rd party —non-roaming —
proxy mode

NOTE: See Appendix D for timer descriptians

A. The SUPL Agent on the SET receives a request fariadic triggered service with transfer to"aggarty from an
application running on the SET. The SET takes gmjmite action establishing or resuming a secur@ection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL TRIGGEBEBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
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this case periodic), Location ID (lid), periodigger parameters and Third Party ID. The SET cdpialsiinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated positjoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

C. The H-SLP verifies that the target SET is currentty SUPL roaming.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamgsms

D. Consistent with the SUPL TRIGGERED START messagtiting the SET capabilities of the SET, the H-SLP
SHALL determine the intended positioning method¢oused for the periodic triggered session. If iregufor the
posmethod, the H-SLP SHALL use the supported mosity protocol (e.g., RRLP, RRC, TIA-801 or LPR)rfr the
SUPL TRIGGERED START message. The H-SLP SHALL respwith a SUPL TRIGGERED RESPONSE
message to the SET. The SUPL TRIGGERED RESPONSHRiosrthe session-id but no H-SLP address, to
indicate to the SET that a new connection SHALL Na&Testablished. The SUPL TRIGGERED RESPONSE also
contains the posmethod. The SET and the H-SLP M&i¥asse the secure connection.

E. When the periodic trigger in the SET indicates thatfirst position fix has to be performed, theTSEkes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INEsage to
start a positioning session with the H-SLP. The BEBPS INIT message contains at least session-4dl dication
ID (lid) parameter. The SET MAY provide NMR specifor the radio technology being used (e.g., foMGSA,
RXLEV). The SET MAY provide its position, if thisisupported. The SET MAY set the Requested AssistBrata
element in the SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPH{&_P SHALL directly proceed to step G and not eyggim a
SUPL POS session.

F. The SET and the H-SLP MAY exchange several sucoegsisitioning procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SERds the SUPL REPORT message to the SET inforitnihat
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SLP and therefore needs tadladed in the message for batch reporting mode.

If a SET Based positioning method was chosen wilictivs the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does niteraqu
assistance data update from the H-SLP) steps Eaie Got performed. Instead, the SET autonomowadtutates the
position estimate and — for real time or quasi-tieaé reporting — sends the calculated positiomrege to the H-SLP using a
SUPL REPORT message containing the session-idrengdsition estimate.

H. The H-SLP delivers the position result to tfeparty.

I. This step is optional: If the SET cannot commurdaaith the H-SLP (e.g. no radio coverage availabte if batch
reporting or quasi-real time reporting is used, 3B MAY - if supported - perform SET Based positfixes
(autonomous GPS or SET Based A-GPS where the S&tuneent assistance data) and/or, if allowed byHh
SLP, enhanced cell/sector measurements. In the @flsatch reporting, and if explicitly allowed tye H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

J. This step is optional and is executed if batch répg is used and if any of the conditions for Sagdatch reports
have occurred. It is also executed, once the SEblisto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagdr®tiia session-id and the position result(s) iticlg date
and time information for each position result aptianally the position method used. In the caskabth reporting,
the stored position estimates and/or enhancedeetlir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btelf no criteria are received in step D, the Sihall include all
stored position estimates and/or enhanced celllseaasurements not previously reported.
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K.

If enhanced cell/sector measurements are recaivsi@p J, the H-SLP calculates the correspondisgipo
estimates.

The H-SLP forwards the reported and/or calculatesitipn estimate(s) to thé®party.

When the last position estimate needs to be catmlize. the end of the periodic triggered session
has been reached, steps L to N may be performegbéat of steps E to G). Alternatively - and if
applicable - step | is repeated.

This step is optional and is executed after thiedasition estimate or, if allowed, last set of anted cell/sector
measurements has been obtained or was due, anyg ttna up until step Q, if and as soon as allfdtiewing
conditions apply:

i. Batch reporting or quasi-real time reporting isduse

ii. The SET has stored historic location reports anstaned historic enhanced
cell/sector measurements that have not yet bedricsdre H-SLP.

iii. The SET is able to establish communication withHk8LP

iv. In the case of batch reporting, the conditionsskmding have arisen (e.g. the
conditions define sending after the last positistineate is obtained).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored
enhanced cell/sector measurements not previoystytel to the H-SLP. In the case of batch
reporting, the stored position estimates and/aedtenhanced cell/sector measurements included in
the SUPL REPORT message may be chosen accordantjeioa received in step D. If no criteria

are received in step D, the SET shall includetaliesl position estimates and/or stored enhanced
cell/sector measurements not previously reported.

If enhanced cell/sector measurements are receive@p O, the H-SLP calculates corresponding poséstimates.
The H-SLP transfers the reported and/or calculbistrical position estimate(s) to the party.

After the last position result has been transfetoetthe 3 party in step P or following some timeout on not
receiving stored position estimates in step OHH&LP ends the periodic triggered session by sgnai8UPL
END message to the SET.

5.2.14.2 Roaming with V-SLP Positioning Successful Case — Proxy Mode

SUPL Roaming where the V-SLP is involved in theifiasing calculation.
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Target
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Figure 65: SET Initiated Periodic Location Requestvith transfer of the position result to 3rd party —roaming with V-
SLP Positioning — proxy mode

NOTE: See Appendix D for timer descriptians
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A. The SUPL Agent on the SET receives a request fariadic triggered service with transfer to"aggarty from an

B.

application running on the SET. The SET takes gmjmite action establishing or resuming a secur@ection.

The SUPL Agent on the SET uses the default adgmessésioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL TRIGGEREBRT message to start a positioning session \uih t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid), periodigyger parameters and Third Party ID. The SET cdpialsiinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

C. The H-SLP verifies that the target SET is curre®yPL roaming.
NOTE: The specifics for determining if the SET is SUPRming or not is considered outside scope of SUBL 2.

However, there are various environment dependenhargésms

The H-SLP decides that the assistance data/positilculation is done by the V-SLP and sends an 86RLIR
tunnelling the SUPL TRIGGERED START message touelLP.

Consistent with the SUPL TRIGGERED START messaghiding posmethod(s) supported by the SET, the V-
SLP SHALL determine the intended positioning mettme used for the periodic triggered sessioredfiired for
the posmethod, the V-SLP SHALL use the supporteitipaing protocol (e.g., RRLP, RRC, TIA-801 or LFfFom
the SUPL TRIGGERED START message. The V-SLP resparith a SUPL TRIGGERED RESPONSE tunnelled
over RLP in a SSRLIA message back to the H-SLPitliattapable of supporting this request. The SUPL
TRIGGERED RESPONSE contains at least the sess@mdosmethod.

The H-SLP forwards the SUPL TRIGGERED RESPONSE ags$o the SET. The SUPL TRIGGERED
RESPONSE contains the session-id but no H-SLP addie indicate to the SET that a new connectioAlSH

NOT be established. The SUPL TRIGGERED RESPONS&@latains the posmethod. The SET and the H-SLP
MAY release the secure connection.

When the periodic trigger in the SET indicates thatfirst position fix has to be performed, theTSkkes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INEsage to
the H-SLP to start a positioning session with thBMP. The SUPL POS INIT message contains at legsian-id,
the Location ID (lid) and the SET capabilities paeter. The SET MAY provide NMR specific for the i@d
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If the SUPL POS INIT message contains a positiah theets a required QoP, the H-SLP SHALL directhcped
to step K.

The H-SLP forwards the SUPL POS INIT message to/H#8L P using a RLP SSRP message.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPW8LP SHALL directly proceed to step J and not eyggim a
SUPL POS session.

The SET and the V-SLP MAY exchange several suceegsisitioning procedure messages, tunnelled oker\kRa
the H-SLP.

The V-SLP calculates the position estimate basetth®mneceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SLP (SET-Based).

Once the position calculation is complete, the \RSlends a SUPL REPORT message to the H-SLP in Bn RL
tunnel using an SSRP message.

Once the position calculation is complete the H-SERds the SUPL REPORT message to the SET inforiniingt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SLP and therefore needs tadladed in the message for batch reporting mode.

If a SET Based positioning method was chosen wiliciws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does ndterequ
assistance data update from the H-SLP) steps Gaie Kot performed. Instead, the SET autonomowudtutates the
position estimate and — for real time or quasi-tieaé reporting — sends the calculated positiomrege to the H-SLP using a
SUPL REPORT message containing the session-idrengdsition estimate.
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L. This step is optional: once the position calculaimmcomplete and if real time or quasi-real tiraparting is used,
the H-SLP transfers the received position estirfrata the V-SLP to the'8party. If the reporting mode is set to
batch reporting, this message is not used.

M. This step is optional: if the SET cannot commurgaaith the H-SLP (e.g. no radio coverage availahie) if batch
reporting or quasi-real time reporting is used, 388 MAY - if supported — perform SET Based positiixes
(autonomous GPS or SET Based A-GPS where the S&Guneent assistance data) and/or, if allowed byHh
SLP, enhanced cell/sector measurements. In theofdmch reporting, and if explicitly allowed byet H-SLP,
enhanced cell/sector measurements are permittedveven the SET can communicate with the H-SLP.

N. This step is optional and is executed if batch riépg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEbDl&sto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagem®ttia session-id and the position result(s) iticlg data
and time information for each position result aptianally the position method used. In the caskabth reporting,
the stored position estimates and/or enhancedeettir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btdf no criteria are received in step F, the SEall include all
stored position estimates and/or enhanced celllseaasurements not previously reported.

O. This step is optional: if in step N the SET serttaced cell/sector measurements, the H-SLP needgyage the
help of the V-SLP to translate the enhanced celidgsaneasurements into actual position estimateshis end the
H-SLP sends the received enhanced cell/sector mexasuts in a SUPL REPORT message to the V-SLP asing
SSRP message over RLP tunnel.

P. This step is optional and only takes place if $¥elpas occurred: after receiving the enhanced eetlis
measurements the V-SLP calculates the actual po®ttimates and returns them in a SUPL REPORTageds
the H-SLP using an SSRP message over RLP tunnel.

Q. The H-SLP transfers the reported and/or calculptesition estimate(s) to th&'party.

When the last position estimate needs to be catmliee. the end of the periodic triggered seskambeen reached,
steps R to V may be performed (a repeat of stefust3. Alternatively — and if applicable — step Mriepeated.

W. This step is optional and is executed after thiedasition estimate or, if allowed, last set of anted cell/sector
measurements has been obtained or was due, ang t@&ina up until step AA, if and as soon as altha# following
conditions apply:

i. Batch reporting or quasi-real time reporting isduse

ii. The SET has stored historic location reports argtfred historic enhanced cell/sector measurentieats
have not yet been sent to the H-SLP.

ili. The SET is able to establish communication withHk8LP.

iv. Inthe case of batch reporting, the conditionssimding have arisen (e.g. the conditions defindiagn
after the last position estimate is obtained).

The SUPL REPORT message is used to send all dyseesaf stored position fixes and/or stored enhéweedl/sector
measurements not previously reported to the H-8iLEhe case of batch reporting, the stored posiistimates and/or
stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step F. If no criteria are receivedtep F, the SET shall include all stored positistmeates and/or stored
enhanced cell/sector measurements not previoystyrte.

X. This step is optional: if in step W the SET sertiaced cell/sector measurements, the H-SLP needwytme the
help of the V-SLP to translate the enhanced celidssaneasurements into actual position estimateshis end the
H-SLP sends the received enhanced cell/sector mezasuts in a SUPL REPORT message to the V-SLP @asing
SSRP message over RLP tunnel.

Y. This step is optional and only takes place if dpas occurred: after receiving the enhanced eelits
measurements the V-SLP calculates the actual ppgstimates and returns them in a SUPL REPORTageds
the H-SLP using an SSRP message over RLP tunnel.
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Z. The H-SLP transfers the reported and/or calculbistrical position estimate(s) to thé party.

AA. After the last position result has been transfeteetthe 3' party in step Z, or following some timeout on not
receiving stored position estimates in step WHHeLP ends the periodic triggered session by sgnaiSUPL
END message to the SET and informs the V-SLP ativeuénd of the periodic triggered session by sendiSUPL
END message using an RLP SSRP tunnel message ¥#6$he.
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5.2.14.3 Roaming with H-SLP Positioning Successful Case — Proxy Mode
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A ata SZ‘ILI:)SC lon
B aSUPL TRIGGERED START(session-id, lid, SET capabilities,
[ rep_capabilities, Third Party Id)
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Figure 66: SET Initiated Periodic Location Requeswith transfer of the position result to 3rd party —roaming with H-
SLP Positioning — proxy mode

NOTE: See Appendix D for timer descrip

tians
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A. The SUPL Agent on the SET receives a request fariadic triggered service with transfer to"aggarty from an
application running on the SET. The SET takes gmjmite action establishing or resuming a secur@ection.

B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a secu
connection to the H-SLP and sends a SUPL TRIGGEREBRT message to start a positioning session \uith t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid), periodigyger parameters and Third Party ID. The SET cdpialsiinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

C. The H-SLP verifies that the target SET is curre®yPL roaming.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside scope of SUBL 2.
However, there are various environment dependenharésms

D. Consistent with the SUPL TRIGGERED START messagtiding posmethod(s) supported by the SET, the H-
SLP SHALL determine the intended positioning mettme used for the periodic triggered sessioredfiired for
the posmethod, the H-SLP SHALL use the supporteaitipaing protocol (e.g., RRLP, RRC, TIA-801 or LFRom
the SUPL TRIGGERED START message. The H-SLP ser@idRL TRIGGERED RESPONSE message to the
SET. The SUPL TRIGGERED RESPONSE contains the@egdibut no H-SLP address, to indicate to the SET
that a new connection SHALL NOT be established. $t°L TRIGGERED RESPONSE also contains the
posmethod. The SET and the H-SLP MAY release therseconnection.

E. When the periodic trigger in the SET indicates thatfirst position fix has to be performed, theTSEkes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INBsage to
the H-SLP to start a positioning session with th8lHP. The SUPL POS INIT message contains at legsian-id,
the Location ID (lid) and the SET capabilities paeder. The SET MAY provide NMR specific for the iad
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If the SUPL POS INIT message contains a positia theets a required QoP, the H-SLP SHALL directhcped
to step | and not engage in a SUPL POS session

F. To obtain a coarse position based on lid receimesddp E, the H-SLP sends an RLP SRLIR messade td-SLP.

G. The V-SLP translates the received lid into a posigstimate and returns the result to the H-SL&nIiRLP SRLIA
message.
If the received position estimate meets a requidel, the H-SLP SHALL directly proceed to step | aotl engage
in a SUPL POS session.

H. The SET and the H-SLP MAY exchange several sucoegsisitioning procedure messages.
The H-SLP calculates the position estimate baseti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

I.  Once the position calculation is complete the H-SkRds the SUPL REPORT message to the SET inforitingt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SLP and therefore needs tadladed in the message for batch reporting mode.

If a SET Based positioning method was chosen wliciws the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhén&Ecurrent GPS assistance data and does natragu
assistance data update from the H-SLP) steps Brenot performed. Instead, the SET autonomowsbutates the position
estimate and — for real time or quasi-real timeoreépg — sends the calculated position estimateedd-SLP using a SUPL
REPORT message containing the session-id and sigguoestimate.

J. This step is optional: once the position calculaiocomplete and if real time or quasi-real tiraparting is used,
the H-SLP transfers the position result to tfeparty. If the reporting mode is set to batch répgr no transfer
occurs.

K. This step is optional: if the SET cannot commurdaaith the H-SLP (e.g. no radio coverage availaate) if batch
reporting or quasi-real time reporting is used, 3B MAY - if supported — perform SET Based positiixes
(autonomous GPS or SET Based A-GPS where the S&Guneent assistance data) and/or, if allowed by-h
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N.

SLP, enhanced cell/sector measurements. In theofdmech reporting, and if explicitly allowed byet H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

This step is optional and is executed if batch riépg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEbDl&sto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLP. The SUPL REPORT messagdr®tiia session-id and the position result(s) iticlg data
and time information for each position result aptianally the position method used. In the caskabth reporting,
the stored position estimates and/or enhancedeetlir measurements included in the SUPL REPORBages
may be chosen according to criteria received ip Btelf no criteria are received in step D, the Sfgall include all
stored position estimates and/or enhanced celtlsemasurements not previously reported.

This step is optional: if in step L the SET sertiamced cell/sector measurements, the H-SLP needgtmge the
help of the V-SLP to translate the enhanced celidgsaneasurements into actual position estimateshis end the
H-SLP sends an RLP SRLIR message to the V-SLP.

This step is optional and only takes place if $fepas occurred: The V-SLP translates the receindeced
cell/sector measurements into position estimatdgeturns the results to the H-SLP in an RLP SRirnéssage.

O. The H-SLP transfers the reported and/or calculpteition estimate(s) to th&*Party.

When the last position estimate needs to be catmliee. the end of the periodic triggered seskambeen reached,
steps P to T may be performed (a repeat of stepd)EAlternatively — and if applicable — step &repeated

u.

This step is optional and is executed after thiedasition estimate or, if allowed, last set of anted cell/sector
measurements has been obtained or was due, ang t@tna up until step Y, if and as soon as allhef following
conditions apply:

i. Batch reporting or quasi-real time reporting isduse

ii. The SET has stored historic location reports ansted historic enhanced cell/sector measurentieaits
have not yet been sent to the H-SLP.

ili. The SET is able to establish communication withHh8LP.

iv. Inthe case of batch reporting, the conditionssimding have arisen (e.g. the conditions defindiagn
after the last position estimate is obtained).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhéweed/sector
measurements not previously reported to the H-8LEhe case of batch reporting, the stored posgistimates and/or
stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step D. If no criteria are receivedtiep D, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystytex.

V.

This step is optional: if in step U the SET sertaced cell/sector measurements, the H-SLP needgyme the
help of the V-SLP to translate the enhanced celidgsaneasurements into actual position estimateshis end the
H-SLP sends an RLP SRLIR message to the V-SLP.

W. This step is optional and only takes place if 8tdpas occurred: after receiving the enhanced eelids

X.
Y.

measurements the V-SLP translates the receivetheatizell/sector measurements into position estisnamd
returns the results to the H-SLP in an RLP SRLIAssage.

The H-SLP transfers the reported and/or calculbistrical position estimate(s) to the party.

After the last position result has been reporteith¢oSUPL Agent in step X or following some timeoutnot
receiving stored position estimates in step UHF&LP ends the periodic triggered session by sgnaiS8UPL
END message to the SET and informs the V-SLP attveuénd of the periodic triggered session by sendiSUPL
END message using an RLP SSRP tunnel message \#6$he.
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5.2.14.4

Non-Roaming Successful Case — Non-Proxy Mo  de
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See Appendix D for timer descriptians

Figure 67: SET Initiated Periodic Location Requestvith transfer of the position result to 3rd party —non-roaming —
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A. The SUPL Agent on the SET receives a request fariadic triggered service with transfer to"aggarty from an
application running on the SET. The SET takes gmjmte action establishing or resuming a secur@ection.

B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a secu
connection to the H-SLC and sends a SUPL TRIGGEREBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid), periodigyger parameters and Third Party ID. The SET cdpialsiinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is currenity SUPL roaming.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside the scope ofLSRIP.
However, there are various environment dependenhargésms

D. Through internal communication the H-SLC requestsise for a periodic triggered session from th&PE. The
H-SLC generates SPC_SET_Key and SPC-TID to befasedutual H-SPC/SET authentication and forwardgbo
to the H-SPC. The H-SPC grants or denies the réqnesinforms the H-SLC accordingly.

E. Consistent with the SUPL TRIGGERED START messagtiding the SET capabilities of the SET, the H-SLC
SHALL determine the intended positioning methodé¢oused for the area event triggered sessionquiined for the
posmethod, the H-SLC SHALL use the supported positg protocol (e.g., RRLP, RRC, TIA-801 or LPRyrfr
the SUPL TRIGGERED START message. The H-SLC SHAt¢pond with a SUPL TRIGGERED RESPONSE

message to the SET. The SUPL TRIGGERED RESPONSEage<ontains session-id, posmethod, H-SPC address

and SPC_SET_Key and SPC-TID. The SET and the HNBAF release the secure connection.

F. When the periodic trigger in the SET indicates thatfirst position fix has to be performed, theTSEkes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INBsage to
start a positioning session with the H-SPC. The ISBBS INIT message contains at least session-éd, dcation
ID (lid) and the SET capabilities parameter. Thd SEAY provide NMR specific for the radio technologging
used (e.g., for GSM: TA, RXLEV). The SET MAY prowdts position, if this is supported. The SET MAt ¢he
Requested Assistance Data element in the SUPL ROS |
If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPH{&PC SHALL directly proceed to step | and not eyegen a
SUPL POS session.

G. Through internal communication the H-SPC may regjae®arse position from the H-SLC based on the lid
received in the SUPL POS INIT message.

H. The SET and the H-SPC MAY exchange several sua@epsisitioning procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

I.  Once the position calculation is complete the H-SBfds the SUPL REPORT message to the SET inforitnihat
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the H-SPC and therefore needs taddeded in the message for batch reporting mode.

J. This step is optional: Once the position calculaimcomplete and if real time or quasi-real tireparting is used,
the H-SPC sends the position estimate throughriateommunication to the H-SLC.

If a SET Based positioning method was chosen wilictivs the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhén&Ecurrent GPS assistance data and does natragu
assistance data update from the H-SLP) steps e dot performed. Instead, the SET autonomowstutates the position
estimate and — for real time or quasi-real timerépg — sends the calculated position estimataedd-SLC using a SUPL
REPORT message containing the session-id and gigquoestimate.

K. This step is optional: once the position calculaimcomplete and if real time or quasi-real tireparting is used,
the H-SLC transfers the position result to tHeparty. If the reporting mode is set to batch répgr no transfer
takes place.
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L. This step is optional: If the SET cannot commurdaaith the H-SLP (e.g. no radio coverage availahate) if batch
reporting or quasi-real time reporting is used, 3B MAY - if supported - perform SET Based positfixes
(autonomous GPS or SET Based A-GPS where the S&tuneent assistance data) and/or, if allowed by-h
SLP, enhanced cell/sector measurements. In theofdmach reporting, and if explicitly allowed byet H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

M. This step is optional and is executed if batch répg is used and if any of the conditions for sagdatch reports
have occurred. It is also executed, once the SEbDI&sto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLC. The SUPL REPORT messageirtotitia session-id and the position result(s) idiclg
date and time information for each position reaald optionally the position method used. In theeag#atch
reporting, the stored position estimates and/oaeoéd cell/sector measurements included in the SRERORT
message may be chosen according to criteria ret@ivaep E. If no criteria are received in stephg, SET shall
include all stored position estimates and/or enbdrell/sector measurements not previously reported

N. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step M, the H-SPC may need to be inddbvganslate the enhanced cell/sector measursrireat
actual position estimates. To this end the H-SLE thie H-SPC may engage in internal communication.

O. The H-SLP transfers the reported and/or calculptesition estimate(s) to th&'party.

When the last position estimate needs to be catmliiee. the end of the periodic triggered seshambeen reached, steps P
to V may be performed (a repeat of steps F to ligriatively - and if applicable - step L is repst

U. This step is optional and is executed after thiedasition estimate or, if allowed, last set of anted cell/sector
measurements has been obtained or was due, ang t@tna up until step Y, if and as soon as allftiilowing
conditions apply:

i. Batch reporting or quasi-real time reporting isduse

ii. The SET has stored historic location reports anstned historic enhanced cell/sector measurentieaits
have not yet been sent to the H-SLC.

iii. The SET is able to establish communication withHh8LP

iv. Inthe case of batch reporting, the conditionssimding have arisen (e.g. the conditions defindiagn
after the last position estimate is obtained).

The SUPL REPORT message is used to send all dyseesaf stored position fixes and/or stored enhéwedl/sector
measurements not previously reported to the H-$h.@e case of batch reporting, the stored posiistimates and/or
stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step E. If no criteria are receivedtep E, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystytex.

V. This step is optional: if the H-SLC received stoezdhanced cell/sector measurements in the SUPL REPO
message in step U, the H-SPC may need to be imyodveanslate the enhanced cell/sector measursrireat
actual position estimates. To this end the H-SL& thie H-SPC may engage in internal communication.

W. The H-SLC transfers the reported and/or calculbtstbrical position estimate(s) to th@ Barty.
X. The H-SLC indicates the end of the periodic triggkesession to the H-SLP through internal commuioicat

Y. After the last position result has been transfetoetthe 3' party in step W, the H-SLC ends the periodic iggl
session by sending a SUPL END message to the S&dsdéPnote that if the last position was calcul@testep Q
and step U was not performed, the SUPL END mesisaggnt from the H-SPC to the SET (as opposedta the
H-SLC to the SET).

5.2.14.5 Roaming with V-SLP Positioning Successful Case — Non-Proxy Mode
SUPL Roaming where the V-SLP is involved in theifiasing calculation.
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Figure 68: SET Initiated Periodic Location Requestvith transfer of the position result to 3rd party —roaming with V-
SLP Positioning — non-proxy mode

NOTE:

See Appendix D for timer descriptians
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A. The SUPL Agent on the SET receives a request fariadic triggered service with transfer to"aggarty from an
application running on the SET. The SET takes gmjmite action establishing or resuming a secur@ection.

B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a secu
connection to the H-SLC and sends a SUPL TRIGGEREBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid), periodigyger parameters and Third Party ID. The SET cdpialsiinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is curre®WPL roaming.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside scope of SUBL 2.
However, there are various environment dependenharésms

D. The H-SLC decides that the assistance data/posititnulation is done by the V-SLP and sends an BERLIR
message tunnelling the SUPL TRIGGERED START mestage V-SLC. The H-SLC also generates
SPC_SET_Key and SPC-TID to be used for V-SPC/SEfliahauthentication and includes both in the RRLP
SSRLIR message.

E. Through internal communication the V-SLC requestwise for a periodic triggered session from th&R€E. The
V-SLC also forwards the SPC_SET_Key and SPC-TIbh#oV-SPC. The V-SPC grants or denies the request a
informs the V-SLC accordingly.

F. Consistent with the SUPL TRIGGERED START messaghuding posmethod(s) supported by the SET, the V-
SLC SHALL determine the intended positioning methmtbe used for the periodic triggered sessioredfiired for
the posmethod, the V-SLC SHALL use the supportesitipming protocol (e.g., RRLP, RRC, TIA-801 or LPP
from the SUPL TRIGGERED START message. The V-SLspoads with a SUPL TRIGGERED RESPONSE
tunnelled over RLP in a SSRLIA message back tdH&._C that it is capable of supporting this requése SUPL
TRIGGERED RESPONSE contains at least the sessipagihethod and the V-SPC address.

G. The H-SLC sends a SUPL TRIGGERED RESPONSE messabe SET. The SUPL TRIGGERED RESPONSE
message contains session-id, posmethod, V-SPCsadaind SPC_SET_Key and SPC-TID.The SET and the®1-SL
MAY release the secure connection.

H. When the periodic trigger in the SET indicates thatfirst position fix has to be performed, theTSkkes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INEsage to
the V-SPC to start a positioning session with tRBRC. The SUPL POS INIT message contains at leasto-id,
the Location ID (lid) and the SET capabilities paeder. The SET MAY provide NMR specific for the iad
technology being used (e.g., for GSM: TA, RXLEVHeTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If a position calculated based on information reediin the SUPL POS INIT message is available geagll-id
based position fix) that meets a required QoPWSPC SHALL directly proceed to step K and not eggin a
SUPL POS session.

I.  Through internal communication the V-SPC may regjaearse position from the V-SLC based on the lid
received in the SUPL POS INIT message.

J. The SET and the V-SPC MAY exchange several sucgegsisitioning procedure messages.
The V-SPC calculates the position estimate basdati@received positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the V-SPC (SET-Based).

K. Once the position calculation is complete the V-Se@ds the SUPL REPORT message to the SET inforitningt
the positioning procedure is completed. The SET MAMase the secure connection to the V-SPC. Ifgperting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tiséipa is
calculated by the V-SPC and therefore needs tadladed in the message for batch reporting mode.

L. This step is optional: once the position calculaimcomplete and if real time or quasi-real tireparting is used,
the V-SPC sends the position estimate throughriaterommunication to the V-SLC.
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M. This step is conditional and is only used aftep ét@ccurred. The V-SLC sends the position estinatee H-SLC
in a SUPL REPORT message. The SUPL REPORT messegéés at a minimum the session-id and the positio
estimate. The SUPL REPORT message is carried vathiRLP SSRP message.

If a SET Based positioning method was chosen wilichivs the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhén&Ecurrent GPS assistance data and does natragu
assistance data update from the H-SLP) steps Haoe\hot performed. Instead, the SET autonomowudbutates the
position estimate and — for real time or quasi-tieaé reporting — sends the calculated positiomede to the H-SLC using
a SUPL REPORT message containing the session-ithenubsition estimate.

N. This step is optional: if real time or quasi-réaid reporting is used, the H-SLC transfers thetfmsestimate to the
3" party. If the reporting mode is set to batch réipgy no transfer occurs.

O. This step is optional: If the SET cannot commurdaaith the V-SLP (e.g. no radio coverage availablg) if batch
reporting or quasi-real time reporting is used, 3B MAY - if supported - perform SET Based positfixes
(autonomous GPS or SET Based A-GPS where the S&tuneent assistance data) and/or, if allowed by-h
SLP, enhanced cell/sector measurements. In the @fsatch reporting, and if explicitly allowed Hye H-SLP,
enhanced cell/sector measurements are permittedvaven the SET can communicate with the V-SLP.

P. This step is optional and is executed if batch répg is used and if any of the conditions for sagdatch reports
have occurred. It is also executed, once the SEDIl&sto re-establish communication with the H-SI-BLP, if
quasi-real time reporting is used if one or momvus reports have been missed. The SET sendsoiteesl
position estimates and/or, if allowed, the stonekdamced cell/sector measurements in an unsoliSitéelL
REPORT message to the H-SLC. The SUPL REPORT messadains the session-id and the position re$ult(s
including date and time information for each pasitresult and optionally the position method usedhe case of
batch reporting, the stored position estimatesaretihanced cell/sector measurements includeciSthPL
REPORT message may be chosen according to criemédved in step G. If no criteria are receivedtep G, the
SET shall include all stored position estimates@nenhanced cell/sector measurements not preyioggbrted.

Q. This step is optional: if the H-SLC received stoezthanced cell/sector measurements in the SUPL REPO
message in step P, the V-SLP may need to be indatveranslate the enhanced cell/sector measursrirent
actual position estimates. To this end the H-SL@Isea SUPL REPORT message to the V-SLC using aiPSSR
message over RLP tunnel.

R. This step is optional and only used if the V-SP@ipuired to translate stored enhanced cell/sectasurements
received by the V-SLC into actual position estirsata this case, internal communication betweentg& C and
the V-SPC takes place.

S. This step is conditional and takes place after &emd - optionally - step R. A SUPL REPORT messaggaining
position estimates calculated from enhanced cetidseneasurements received in step Q is sent fhenvtSLC to
the H-SLC using an SSRP message over RLP tunnel.

T. The H-SLC transfers the reported and/or calculptesition estimate(s) to th&party.

When the last position estimate needs to be catmliiee. the end of the periodic triggered seskambeen reached,
steps U to Z may be performed (a repeat of stefusM)). Alternatively — and if applicable — step ©repeated.

AA. This step is optional and is executed after thiedasition estimate or, if allowed, last set of anted cell/sector
measurements has been obtained or was due, ang tatn@ up until step HH, if and as soon as allfti®wing
conditions apply:

i. Batch reporting or quasi-real time reporting isduse

ii. The SET has stored historic location reports ansttaned historic enhanced cell/sector measurentleaits
have not yet been sent to the H-SLC.

iii. The SET is able to establish communication withHRSLP.

iv. Inthe case of batch reporting, the conditionssimding have arisen (e.g. the conditions defindiagn
after the last position estimate is obtained).

The SUPL REPORT message is used to send all dysesaf stored position fixes and/or stored enhédweedl/sector
measurements not previously reported to the H-3h.@e case of batch reporting, the stored posistimates and/or
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stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step G. If no criteria are receivedtep G, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystyrte.

BB. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step AA, the V-SLP may need to be imebte translate the enhanced cell/sector measutshimn
actual position estimates. To this end the H-SL@lsea SUPL REPORT message to the V-SLC using afPSSR
message over RLP tunnel.

CC.This step is optional and only used if the V-SP@&1guired to translate stored enhanced cell/sect@surements
received by the V-SLC into actual position estirsata this case, internal communication betweentgi.C and
the V-SPC takes place.

DD.This step is conditional and takes place after Bfg#@nd - optionally - step CC. A SUPL REPORT messa
containing position estimates calculated from ewbkdrcell/sector measurements received in step BBrisfrom
the V-SLC to the H-SLC using an SSRP message olvertRnnel.

EE. The H-SLC transfers the reported and/or calculatstbrical position estimate(s) to thé arty.

FF. The H-SLC informs the V-SLC about the end of theqabc triggered session through an SUPL END messag
carried within an SSRP message over RLP tunnel.

GG.The V-SLC informs the V-SPC about the end of thegakic triggered session through internal commutinca

HH.The H-SLC ends the periodic triggered session thighSET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Pleésé¢had if the last position was calculated in 3f¢@and step AA
was not performed, the SUPL END message is semt the V-SPC to the SET.
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5.2.14.6

Roaming with H-SLP Positioning Successful
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Figure 69: SET Initiated Periodic Location Requestvith transfer of the position result to 3rd party —roaming with H-
SLP Positioning — non-proxy mode

NOTE:

See Appendix D for timer descriptians
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A. The SUPL Agent on the SET receives a request fariadic triggered service with transfer to"aggarty from an
application running on the SET. The SET takes gmjmite action establishing or resuming a secur@ection.

B. The SUPL Agent on the SET uses the default adgmesdésioned by the Home Network to establish a secu
connection to the H-SLC and sends a SUPL TRIGGEREBRT message to start a positioning session \with t
H-SLP. The SUPL TRIGGERED START message contaissise-id, SET capabilities, trigger type indicatior
this case periodic), Location ID (lid), periodigyger parameters and Third Party ID. The SET cdpialsiinclude
the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated posigoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP).

C. The H-SLC verifies that the target SET is curre®WPL roaming.

NOTE: The specifics for determining if the SET is SUPRming or not is considered outside scope of SUBL 2.
However, there are various environment dependenhargésms

D. Through internal communication the H-SLC requestsise for a periodic triggered session from th&PE. The
H-SLC also creates SPC_SET_Key and SPC-TID to éé fos mutual H-SPC/SET authentication and forwards
both to the H-SPC through internal communicatidme H-SPC grants or denies the request and infdrensltSLC
accordingly.

E. Consistent with the SUPL TRIGGERED START messagtiing posmethod(s) supported by the SET, the H-
SLC SHALL determine the intended positioning methmtbe used for the periodic triggered sessioredfiired for
the posmethod, the H-SLC SHALL use the supportesitipaing protocol (e.g., RRLP, RRC, TIA-801 or PP
from the SUPL TRIGGERED START message. The H-Su@tisea SUPL TRIGGERED RESPONSE message to
the SET. The SUPL TRIGGERED RESPONSE message osrdassion-id, posmethod, H-SPC address and
SPC_SET_Key and SPC-TID. The SET and the H-SLC M&lgase the secure connection.

F. When the periodic trigger in the SET indicates thatfirst position fix has to be performed, theTSEkes
appropriate action establishing or resuming a gecannection. The SET then sends a SUPL POS INBsage to
the H-SPC to start a positioning session with thiR€C. The SUPL POS INIT message contains at leasta-id,
the Location ID (lid) and the SET capabilities paeter. The SET MAY provide NMR specific for the i@d
technology being used (e.g., for GSM: TA, RXLEVheTSET MAY provide its position, if this is suppedt The
SET MAY set the Requested Assistance Data elemehei SUPL POS INIT.

If the SUPL POS INIT message contains a positia tieets a required QoP, the H-SPC SHALL direattbcped
to step L.

G. Through internal communication the H-SPC requesizaase position estimate from the H-SLC basederid
received in step F.

H. To obtain a coarse position the H-SLC sends an 8RPIR message to the V-SLP.

I. The V-SLP translates the received lid into a positstimate and returns the result to the H-SL&nifRLP SRLIA
message.
For real-time or quasi-real time reporting, if tieturned position meets a required QoP, the H-SHE&LS. directly
proceed to step L and not engage in a SUPL PO®Be&®r batch reporting, if the returned positioeets a
required QoP, the H-SLC SHALL send the positiorultethrough internal communication to the H-SP@gsi) and
the H-SPC will forward the position result to theTSusing a SUPL REPORT message (step L) withouaging in
a SUPL POS session (step K).

The H-SLC forwards the coarse position to the H-8fGugh internal communication.

K. The SET and the H-SPC MAY exchange several suaepsisitioning procedure messages.
The H-SPC calculates the position estimate basdbereceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassesobtained from the H-SPC (SET-Based).

L. Once the position calculation is complete the H-SBfds the SUPL REPORT message to the SET inforitningt
the positioning procedure is completed. The SET MAMase the secure connection to the H-SLP. Ife¢perting
mode is batch reporting, the SET stores all caledlposition estimates. In SET Assisted mode tlsétipa is
calculated by the H-SPC and therefore needs taddeded in the message for batch reporting mode.

M. This step is optional and only used for real-tirearting: once the position calculation is compléte H-SPC
sends the position estimate to the H-SLC throutgrial communication.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 186 (410)

If a SET Based positioning method was chosen wiictivs the SET to autonomously calculate a posigistimate (e.qg.
autonomous GPS or A-GPS SET Based mode where fhdn&Ecurrent GPS assistance data and does niteraqu
assistance data update from the H-SLP) steps FdceMot performed. Instead, the SET autonomoudbutates the
position estimate and — for real time or quasi-tisaé reporting — sends the calculated positiomede to the H-SLC using
a SUPL REPORT message containing the session-ithergbsition estimate.

N. This step is optional: if real time or quasi-réaié reporting is used, the H-SLC transfers theutated position
estimate to the'3party. If the reporting mode is set to batch réipgr no transfer occurs.

O. This step is optional: If the SET cannot commurdaaith the H-SLP (e.g. no radio coverage availabte) if batch
reporting or quasi-real time reporting is used, 3B MAY - if supported - perform SET Based positfixes
(autonomous GPS or SET Based A-GPS where the S&€uneent assistance data) and/or, if allowed byHh
SLP, enhanced cell/sector measurements. In the @flsatch reporting, and if explicitly allowed tye H-SLP,
enhanced cell/sector measurements are permittedvéven the SET can communicate with the H-SLP.

P. This step is optional and is executed if batch répg is used and if any of the conditions for segdatch reports
have occurred. It is also executed, once the SEblisto re-establish communication with the H-SiEQuasi-real
time reporting is used if one or more previous repbave been missed. The SET sends the storetibposi
estimates and/or, if allowed, the stored enhane#itsector measurements in an unsolicited SUPL REPO
message to the H-SLC. The SUPL REPORT messageittitia session-id and the position result(s) idiclg
date and time information for each position reanld optionally the position method used. In theeag#datch
reporting, the stored position estimates and/oaeoéd cell/sector measurements included in the SRERORT
message may be chosen according to criteria ret@ivaep E. If no criteria are received in stephg, SET shall
include all stored position estimates and/or enbdmell/sector measurements not previously reported

Q. This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step P, the V-SLP may need to be indatveranslate the enhanced cell/sector measursrirgnt
actual position estimates To this end the H-SLQIse&amn RLP SRLIR message to the V-SLC.

R. This step is conditional and takes place onlyapsD occurred. The V-SLC sends the position residulated
based on the enhanced cell/sector measurementgaeae step Q to the H-SLC.

S. This step is optional and only takes place if aftertranslation into a position estimate in st@pand R the H-SPC
is required to calculate the position estimatehls case, internal communication between the H-8h@ H-SPC
takes place.

T. The H-SLC transfers the reported and/or calculptesition estimate(s) to thé&"party.

When the last position estimate needs to be catmliee. the end of the periodic triggered seshambeen reached, steps U
to BB may be performed (a repeat of steps F toAternatively — and if applicable — step O is rejgela

CC.This step is optional and is executed after thiedasition estimate or, if allowed, last set of anted cell/sector
measurements has been obtained or was due, ang @@ up until step I, if and as soon as all tbléowing
conditions apply:

i. Batch reporting or quasi-real time reporting isduse

ii. The SET has stored historic location reports anstted historic enhanced cell/sector measurentieats
have not yet been sent to the H-SLC.

ili. The SET is able to establish communication withHh8LP.

iv. Inthe case of batch reporting, the conditionsstmding have arisen (e.g. the conditions defindiagn
after the last position estimate is obtained).

The SUPL REPORT message is used to send all dyseesaf stored position fixes and/or stored enhéweedl/sector
measurements not previously reported to the H-$h.@e case of batch reporting, the stored posiistimates and/or
stored enhanced cell/sector measurements includibe ISUPL REPORT message may be chosen accoodanigetria
received in step E. If no criteria are receivedtep E, the SET shall include all stored positistineates and/or stored
enhanced cell/sector measurements not previoystytex.
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DD.This step is optional: if the H-SLC received stoesthanced cell/sector measurements in the SUPL REPO
message in step CC, the V-SLP may need to be ieddly translate the enhanced cell/sector measutstimo
actual position estimates To this end the H-SLGIsem RLP SRLIR message to the V-SLC.

EE. This step is conditional and takes place onlyepdDD occurred. The V-SLC sends the position reslttulated
based on the enhanced cell/sector measurementgaeae step DD to the H-SLC.

FF. This step is optional and only takes place if aftertranslation into a position estimate in stepsand EE the H-
SPC is required to calculate the position estimatéhis case, internal communication between tHell€ and H-
SPC takes place.

GG.The H-SLC transfers the reported and/or calculatstbrical position estimate(s) to thd Barty.
HH.Using internal communication, the H-SLC informs tiSPC of the end of the periodic triggered session

II. The H-SLC ends the periodic triggered session thithSET by sending a SUPL END message. The SUPL END
message includes at least the session-id. Pletsd¢had if the last position was calculated in sfegnd step CC was
not performed, the SUPL END message is sent freanHiSPC to the SET (as opposed to from the H-SLiGdo
SET).

5.2.15 SET-Initiated Location Request of Transfer L  ocation to Third Party

This section describes the call flow for SET Iniid Location Request with transfer to Third Paftye location delivery to a
Third Party takes place at the end of the call feowl can be viewed as independent of the actuall@&dted SUPL
session. For this reason, only the proxy mode,ronaming scenarios are described in this sectioa.prhcedure for transfer
to Third Party applies to all other scenarios (rmenproxy mode, non proxy mode roaming and non-tagjrin the same
way i.e. the transfer to Third Party takes platerahe SET Initiated call flow has finished.

NOTE: The call flow diagram of this section, shows ttensfer of the location to a Third Party indicatgdatplace holder
"Location delivery". The specifics of the actualidery of the location to the Third Party are odisihe scope of SUPL
Please refer to section 8.1.6.2 for the propenfi$¥RLP/RRC in step F of Figure 70.

SUPL Agent/
H-SLP Target SET
\
Data Connection
A Setup
B SUPL START(session-id, lid, SET capabilities, Third party id )
Routing Info
C g uT1
D SUPL RESPONSE(session-id, posmethod)
ST1 o -
E SUPL POS INIT(session-id, lid, SET capabilities)
uT2
F SUPL POS(session-id, RRLP/RRC/TIA-801/LPP)
G SUPL END(session-id) | |UT3
H Location
Delivery

Figure 70: SET Initiated Location Request of Transér Location to Third party
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NOTE: See Appendix D for timer descriptians

A.

C.

The SUPL Agent on the Target SET initiates a SHilabed location request with Transfer to Thirdf§alhe SET
takes appropriate action to establish or resunezare connection.

The SUPL Agent on the Target SET uses the defdditess provisioned by the Home Network to estalaiskcure
connection to the H-SLP and sends a SUPL START agesto start a positioning session with the H-SIie
SUPL START message contains session-id, SET catpedbénd Third Party ID.

The H-SLP verifies that the Target SET is currentty SUPL roaming.

NOTE: The specifics for determining if the SET is SUPRmong or not is considered outside scope of SUPL.

G.

H

However, there are various environment dependenhamgsms

Consistent with the SUPL START message includingnpethod(s) supported by the SET, the H-SLP SHALL
determine the posmethod. If required for the pokoutthe H-SLP SHALL use the supported positiorprgtocol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL SR¥Pmessage. The H-SLP SHALL respond with the SUPL
RESPONSE to the SET. The SUPL RESPONSE contairsetston-id but no H-SLP address, to indicateeo th
SET that a new connection SHALL NOT be establisfiénk SUPL RESPONSE also contains the posmethod. If,
however, a position retrieved or calculated basethformation received in the SUPL START messagetsa
requested QoP, the H-SLP MAY directly proceed ép 5.

After the SET receives the SUPL RESPONSE from H;3h® SET sends a SUPL POS INIT message. The SUPL
POS INIT message contains at least session-id,capabilities and Location ID (lid). The SET capéigit include

the supported positioning methods (e.g., SET-Asdist-GPS, SET-Based A-GPS) and associated positjoni
protocols (e.g., RRLP, RRC, TIA-801 or LPP). TheT9®AY optionally provide NMR specific for the radio
technology being used (e.g., for GSM: TA, RXLEVheTSET MAY provide its position, if this is suppedt The

SET MAY include the first SUPL POS element in tHéPE POS INIT message. The SET MAY set the Requested
Assistance Data element in the SUPL POS INIT.

The SET and the H-SLP MAY exchange several sucoegsisitioning procedure messages.
The H-SLP calculates the position estimate baseti®neceived positioning measurements (SET-Ashistethe
SET calculates the position estimate based ontassisobtained from the H-SLP (SET-Based).

The H-SLP sends the SUPL END message to the T&EjEtinforming it that no further positioning proced will
be started and that the session is finished. THer€Eases all resources related to the session .

The H-SLP transfers the position result to the dlpiarty and releases all resources related toetbsan.

5.2.16 Network Change for Area Event Triggered Scen arios
See section 5.1.14.
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5.2.17 Exception Procedures
5.217.1 SET Authorization Failure

Target
H-SLP SET
Data
SUPL START (session-id, lid, SET capabiliies) or SUPL | Connection
TRIGGERED START(session-id, trigger_type, lid, SET Setup

capabilities, trigger_params)
or SUPL SET INIT(session ID,Target SET id)

SET Authorization Failure
uT1

SUPL END (session-id, status code="positioningNotPermitted”)

Figure 71: SET-Initiated Error SET Authorization Failure
NOTE: See Appendix D for timer descriptians

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BT takes
appropriate action establishing or resuming a geconnection.

B. The SUPL Agent on the SET uses the default adgmsssioned by the Home Network to establish a szt
connection to the H-SLP and sends a SUPL STAR®, ®SUPL TRIGGERED START, or a SUPL SET INIT
message to start a positioning session with the&.PI-S

C. Authorization of the SET-initiated positioning rexgt fails at the H-SLP (for example, the SET Usses ot
subscribed to SET-initiated location services).

D. The H-SLP returns to the SET a SUPL END messagtairing the session-id and the status code indigatie
error reason (“positioning not permitted”). Aftemala the SET releases the secure IP connectionllarsda@urces
related to this session at the Lup interface.

5.2.17.2 SUPL Protocol Error

When during a SUPL session either the SLP or the r8Eeives a message, which cannot be processtbe bgceiving
entity due to SUPL protocol error, the receivingitgrshall send a SUPL END message to the senditityencluding a
status code indicating protocol error.

Possible protocol error cases can be
. mandatory and/or conditional parameter is missing
. wrong parameter value
. unexpected message
. invalid session-id
. positioning protocol mismatch

The SUPL END message includes the valid sessiaatigally being used in the session. When an infsion-id has
been received the invalid session-id shall be netito the sending entity along with the statusecédreceived session-id
shall be treated as invalid if no open sessionbeaassigned to this session-id or in case of tHeLSNIT message, the
session-id is not treated as SLP-generated byHEfe S
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Afterwards, the SLP and the SET release the reseugtated to this session at the Lup interface.

The described processing for protocol error dodg apply to messages on the SUPL level. Exceptishéch occur during
application of the specific positioning protocaésq., RRLP, RRC, TIA-801 or LPP) shall be handlgdrizans of the
exception procedure specific for this positionimgtpcol along with the related messages.

The following SUPL protocol error types, attribu@bo either the SLP or the SET, are addressetidgeneral exception
procedure shown below:

. Missing mandatory parameter(s)
. Wrong parameter value
. Unexpected message

. Positioning protocol mismatch

SLP or SET SET or SLP

\ [
A SET-initiated location service in progress, leading up to SUPL
messaging exchange between SLP and SET

SUPL message (contains SUPL protocol error )

SUPL END (status code)

Figure 72: SET-Initiated Error SUPL Protocol Error

A. A SET-initiated location request has occurred,ifhez roaming or non-roaming SET scenario, in wiloh call
flow has progressed to the SUPL messaging exchaeigesen the SLP and the SET.

B. A SUPL message sent from either the SLP or the &fftains a protocol error. Such message, if setdsLP,
may be SUPL RESPONSE; such message, if sent lyEfiemay be SUPL START or SUPL POS INIT.

C. The recipient (either the SLP or SET) of the SUREsaage containing the protocol error respondsaviBlPL
END message containing the status code for thefgppotocol error. Afterwards, both sides releaflaesources
related to this session at the Lup reference point.

5.2.17.3 SUPL timer expiration
When either a SLP or a SET timer expires, the mhoedescribed in Appendix D shall be followed.
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5.2.17.4  SET cancels the triggered location request

Target
V-SLP H-SLP oET
A Triggered Location service in progress
B < SUPL TRIGGERED STOP (session-id)

RLP SSRP(SUPL TRIGGERED STOP)
-t

SUPL END (session-id)

Figure 73: SET Initiated Triggered location, SET cacels the triggered location request
NOTE: See Appendix D for timer descriptians

A. The triggered location procedure is in progress.

B. The SET sends a SUPL TRIGGERED STOP message \eitbetbsion-id to H-SLP to request cancel this trigije
location.

C. This step is optional. If H-SLP has roaming sessiith one V-SLP, it should send RLP SSRP messagjadimg
SUPL TRIGGERED STOP to notify the VSLP to releassource allocated for this session.

D. The H-SLP sends the SUPL END message to the SETSHT SHALL release the secure IP connection dedse
all resources related to this session.
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5.2.17.5 Network cancels the Triggered Location Req  uest

Target

V-SLP H-SLP SET

Triggered Location service in progress

RLP SSRP(SUPL TRIGGERED STOP)
-t SUPL TRIGGERED STOP (session-id)

STé LL SUPL END (session-id)

%
Q
Q

< SUPL POS INIT(session-id)

uT2

1

SUPL END (session-id, cause=sessionStoppedi

Figure 74: SET Initiated Triggered location, Netwok cancels the triggered location request

NOTE: See Appendix D for timer descriptians

NOTE: This sequence assumes an open data connect&ia batween the H-SLP and the SET. For networgerigd

D.

session cancellation in the absence of a data ctanethe SLP may establish a data connectionrby f
initiating a Session Info Query, as described utisa 0 Session Info Query.

A triggered location session is in progress.

This step is optional: for roaming with V-SLP sceas, the H-SLP sends an RLP SSRP message incladBidgPL
TRIGGERED STOP message to the V-SLP in order torinfthe V-SLP about the cancellation of the trigger
session and to release all resource allocatedgaeission.

The H-SLP sends a SUPL TRIGGERED STOP messagdlingthe session-id to the target SET to request
cancellation of the triggered session. If the H?Rleems the sending of the SUPL TRIGGERED STOPagess
unsuccessful (i.e. timer ST6 expired after no SHRID message was received as acknowledgement th&HMm
has received and accepted the triggered sessiaeltion request), the H-SLP considers the trigdesession as
cancelled.

The target SET acknowledges that it has cancelledriggered session with the SUPL END message toattie H-
SLP. If that cancellation fails, the message caost#iie result code indicating the error reason.

NOTE: If the cancellation of the triggered request wagsasssful, the call flow ends with step D. If, howeuae
cancellation of the triggered request was unsubfge@sg. SUPL TRIGGERED STOP message was notvedddy the
SET, no SUPL END confirmation was received by th8IHP, etc.), the SET may try to continue a triggesession which
the H-SLP deems cancelled. In this case the foligwteps are executed

E.

F.

The SET sends a SUPL POS INIT message to the H(&ud also be any other SUPL message which theiSET
allowed to send to the H-SLP) containing a ses&lomhich the H-SLP deems non-existent..

The H-SLP sends the SUPL END message with statis ‘sessionStopped’ or ‘invalidSessionid’.
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5.2.17.6  SET Initiated Event Trigger timer expiry

Target
V-SLP H-SLP
SET
A Triggered Location service in progress
SUPL END (session-id,
B < statusCode="sessionStopped”)
RLP SSRP(SUPL END)
C

Figure 75: SET Initiated Event Trigger timer expiry

NOTE: See Appendix D for timer descriptians

E. The triggered location procedure is in progress.

F. When the StopTime associated with the event triggezached, the SET sends a SUPL END messagéeheith
session-id and statusCode of “sessionStopped” &.Plto request cancel this triggered location. $&& releases

all resources related to this session.

G. If H-SLP has roaming session with one V-SLP, it MA&nhd a RLP SSRP message including SUPL END téynoti
the VSLP to release resource allocated for thisisesThe H-SLP releases all resources relateldigsession

NOTE: If the H-SLP detects that SET does not send a SEND by a configured time interval after the Stop&i it MAY
proceed straight to step C and discard all ressuarehe session.
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6. Security Considerations

This section describes the SUPL Security functiat enables the SUPL network to authenticate atitbéme the SET and
enables the SET to authenticate and authorize i $ietwork.

NOTE: Unless otherwise specified, the use of the acroni® refers to any session that can be negotiatied asTLS
handshake: this includes both TLS 1.1 ciphers@itesTLS-PSK ciphersuites

NOTE: In this section, the following definitions apply.3GPP bearer networls one for which the standards are
maintained by 3GPP; these include GSM, GPRS, EDMBEDMA/TD-SCDMA and the upcoming LTE bearer networks
3GPP2 bearer networis one for which the standards are maintained®yR2; these include cdmaOne, cdma2000 1x,
cdma200 EV-DO and UMB bearer networks. A 3GPP SEJRP2 SET respectively) is a SET that supportsatatess via
a 3GPP bearer network (3GPP2 bearer network reeplgdt A WIMAX SET is a SET that supports datacess via a
WIMAX bearer network ([INWG 1.2.0 stage 2], [NWG DZtage3]).

NOTE: H-SLP operators should note that the authenticatiethods described herein do not take into accaeariarios
where the SET moves from one access network tdhandt is assumed, that after the hand over tthem@ccess system,
the security context may not be available in tlmmieal and the network and the level of trust betwthe network and
terminal may change

On powering up and shutting down, detection ofw b#CC or removal of a UICC, the SET handset MU&Tetk any keys
on the SET handset associated with SUPL 2.0, iirodud

= GBA Keys: such aKs, Ks_NAF, Ks_ext_NAF
=  WIMAX Keys: such as SEK
= TLS Keys: such as pre_master_secret, master_secret, andd®s€ such as PSK_SPC_SET_Key.

= SUPL Specific Keys such as keys associated with protection of SUINAL imessages.

6.1 SUPL Authentication Model

Mutual authentication SHALL be supported betweeSBEI and an H-SLP. Server authentication SHALL bppsued
between a SET and an E-SLP, and mutual authemticetAY be supported between a SET and E-SLP.

When mutual authentication is performed, the SETASHact on behalf of the SET User via a SUPL Ageointained in the
SET using the security credentials associated thgtfSET User.

Note that a successful authentication of the SE&rWSUST result in a successful identification o€ tBET User's ID
(e.g., MSISDN, WIMAX user ID).

Note that when MSISDN is used for identificatiome SLP MUST perform an IMSI to MSISDN binding befdhe
MSISDN of the authenticated SET User is securedyiified.

The details of Key Management can be found in sedil.2.

6.1.1 SET-SLC Mutual-Authentication Methods

Section 6.1.1.1 lists the SET-SLC authenticationhmds supported in this specification. An infornaatoverview of these
methods is provided in section 6.1.1.2. Sectionl631describes which methods are mandatory or gitim the various
SUPL 2.0 entities, and lists the protocols requireéach entity if it is to support a given SET-Sh@itual-authentication
method.

6.1.1.1 List of Supported SET-SLC Mutual-Authentica  tion Methods

The SUPL Authentication model requires shared s&engs between the SLC and the SET, preferably ddéom removable
token such as a R-UIM/UICC/SIM/USIM.

There are two classes of SET-SLC authenticatiomaust specified in this document:
» PSK-based methods, consisting of the following roésh

o0 Generic Bootstrapping Architecture (GBA)-based rodth
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0 SEK based method (only applicable to WIMAX Home-$LC
» Server-certificate based methods, consisting ofahewing methods:
o Alternative Client authentication (ACA)-based matho
0 SLC-only method (only applicable in emergency chses
6.1.1.2 Overview of Supported SET-SLC Mutual-Authen tication Methods
(Informative)

(1) Generic Bootstrapping Architecture (GBA)-Based TLS-PSK with Generic Bootstrapping Architectur&BA)
([3GPP 33.220], [3GPP 33.222], [3GPP2 S.S0109]PAB& S.S0114]). GBA provides mutual authenticatiapability
based on shared secret that is derived usingexi3t6PP/3GPP2 authentication mechanisms.

= SET and SLC are mutually authenticated using TL8-R&h Generic Bootstrapping Architecture (GBA) G&P
33.220], [3GPP 33.222], [3GPP2 S.50109], [3GPPRHELE)).

(2) SEK based (only applicable to WIMAX Home-SLC).

= SET and SLC are mutually authenticated using TL&-R&h SEK. The details of SEK method can be foumd
section 6.1.2.2.

(3) Alternative Client authentication (ACA)-based This uses TLS with
= RSA certificate to authenticate the SLC to the SET,

= Alternative Client authentication of the SET to tBEeC (see section 6.1.4). In this case, the SL@emiicates the
SET by getting the bearer network to confirm thadleress associated with the SET Identifier (MSISidN).

(4) SLC-only. This is used in scenarios where it is not possibi the SLC to authenticate the SET. This metBbé\LL
NOT be used for non-emergency cases. The SET calistaiguish between this method and ACA-baseds Tisies
TLS with

= An RSA certificate to authenticate the SLC to tlel'S
= The SET is not authenticated.
6.1.1.3 Supported SET-SLC Mutual-Authentication Met  hods by Entity

Table 1 and Table 2 indicate those methods thatmemedatory and those methods that are optionainfdeiment in the
Home-SLC, Emergency-SLC, SET handset and SET (RHGIM/USIM for SUPL 2.0; Table 3 lists the requirerotocols
for the H-SLC, SET Handset and SET (R-)UIM/ SIM/WSlor supporting each the various authenticationhoes.
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Requirement Status for SUPL Authentication Metho6EM and UMTS systems

PSK-based methods

Server-Certificate Based Methods

Entity
GBA-based ACA-based (E?;(L:C-Zogzy)
Home-SLC Mandatory to support one of theseo methods. Not supported
Emergency-SLC Optional Optional Mandatory
SET Handset Optional Mandatory Mandatory

SET
SIM/USIM/(R)-
UIm

involved in this method, but

SIM/USIM/(R)-UIM is

it already supports the
necessary algorithm

This entity is not
involved in this method

This entity is not involved

in this method

Table 1: Requirement status (mandatory or optional)of the various authentication methods for the H-SIC,
Emergency- SLC, SET handset and SET SIM/USIM for sstems supporting 3GPP SETs and systems supporting

3GPP2 SETs.

NOTE: SET Handset support for the ACA-based method (forl8GPP and 3GPP2) and the SLC-only
method are required for emergency cases

Requirement Status for SUPL Authentication MethoW/iMAX systems

pds

Entity PSK-based methods Server-Certificate Based Meth
SLC-onl
SEK based ACA-based y
(E-SLC only)
Home-SLC Mandator Not Not Supported
y Supported PP
Optional Not
Emergency-SLC Supported Mandatory
SET Handset Mandatory Not Mandatory
Supported

Table 2: Requirement status (mandatory or optional)pf the various authentication methods for the H-SCC,
Emergency- SLC and the SET handset for WIMAX systers
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Entity Algorithms required to support the Autheation Method between SET and SLC
PSK-based methods Server-Certificate Based Methods
GBA-based SEK-based ACA-based SLC-only (E-SLC
(WIMAX only) (3GPP & 3GPP2 only) only)
SLC GBA & TLS-PSK SEK & TLS-PSK TLS using server TLS using server
certificates & IP certificates
Address/SET ID binding

SET Handset GBA & TLS-PSK SEK & TLS-PSK TLS usirgneer certificates

SET R- No additional Not applicable No additional algorithms required
UIM/UICC/SIM/USIM | algorithms required

Table 3: Required protocols for the SLC, SET Handseand SET R-UIM/UICC/SIM/USIM for supporting the va rious
mutual authentication methods.

Where the GBA-based method is supported, the B&Estiser security settings (USS) associated hithitSLP
applications. When the H-SLP requests the USSB8fe must include a SET user identity (e.g. IMPISNor MSISDN) in
the USS.

6.1.1.4 Techniques for Minimizing the TLS Handshake = Workload

The procedures in this section will minimize therikoad associated with establishing TLS sessiotwdxn the H-SLC and
SET. Where there is a conflict with [TLS], [TLSkes precedence.

If a SET and H-SLC are communicating SUPL messagssciated with more than one SUPL sessions sinadtely, then
the SET and H-SLC SHOULD use a single TLS sesdimsecure these messages; that is, the SET andHsSIOULD
NOT establish distinct TLS sessions if SUPL sessine simultaneous.

If the SET and H-SLC establish a TLS session, therH-SLC MAY allow the session to be resumed usiregabbreviated
handshake shown in Figure 1 of [TLS]. The advanti#gesuming a TLS session is that resuming a TdsSisn based on

server certificates does not require the public-degrations: only symmetric cryptographic algorithane required (which
require significantly less processing).

NOTE: The H-SLC allows the session to be resumed by dlliggga TLS SessionID as describe in [TLS]

NOTE: There is no advantage to resuming a TLS-PSK se¢a®unsed for GBA and SEK-based authenticationfesthe
same computations are performed. However, a H-Safstill allow resuming a TLS-PSK session

NOTE: A SET indicates the choice to resume a TLS sedsyoimcluding the TLS SessionID (of the TLS sessiorbe
resumed) in the TLS SessionID parameter in then@fiello message of the TLS Handshake. If the SEdsdwt wish to
resume a TLS session, then the SET sends the TieStBéllo message without including the TLS Ses$ioin which case
the full handshake will be performed. If the TLSSienID parameter is present in the TLS ClientHellessage, the H-SLC
then chooses whether or not to resume the TLS@esKi no SessionID parameter is present in the Tl@entHello
message, then the H-SLC cannot associate the Th8shake with a previous TLS Session, so the TLSdsteake
establishes a completely fresh TLS session usintj handshake. The details are specified in [TLS]

The SET chooses whether or not to resume a TL$sessing the following guidelines.

= The SET MUST NOT resume a TLS session if the ugteglcredentials (Ks(_ext) NAF or H-SLC certificate
SEK) are expired.

= The SET MAY choose to not resume a TLS sessiomeedhian the expiry of the underlying credenti#lsliesired.

= The SET MUST NOT resume a session that was edtadliprior to power-up or detection of a new R-UIM/
SIM/USIM.
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The H-SLC chooses whether or not to resume a TESi@g® using the following guidelines.

= The H-SLC MUST NOT resume a TLS session if the ulyiey credentials (Ks(_ext) NAF or H-SLC certifieaor
SEK) are expired.

= The H-SLC MAY choose to not resume a TLS sessialieeghan the expiry of the underlying credentiéls
desired.

NOTE: Each H-SLC must decide for itself whether or noaliow abbreviated handshakes, and this decisionesan be
made on a SET-by-SET basis. The H-SLC is takingnallgisk when it accepts to resume an existing $eSsion. This risk
is the possibility of a “naughty” SET distributitige master_secret (established during a full TLsdkhake), so that others
may resume that TLS session, thus allowing multipleTs to obtain service that will be charged tarmle SET. The
“naughty” SET could be doing this without the knedde of the SET owner (for example, a maliciousecoduld be at
fault). Note that the loss can be easily limitdch H-SLC detects (or suspects) that such abusecisrring, then the H-SLC
can easily (a) end the TLS sessions using thatemascret, (b) identify the “naughty” SET and (e)authenticate the
“naughty” SET using full handshake to allow the ruse continue to have service if required. In summéhe benefit of
resuming sessions (in terms of reduced computaf@mnthe ACA-based method and SLC-only method @ight to exceed
the risk of attack

6.1.2 Key Management for SUPL Authentication

The SUPL Authentication model requires shared s&engs between the H-SLP and the SET, preferabiybddo either a
removable token such as a R-UIM/SIM/USIM or a CDMMM integrated into the handset.

6.1.2.1 Deployments Supporting GBA
In the case of deployments supporting GBA [3GPRZAJ, the shared keys are established as follows:

* When the SLP requests key material form the BSFsdouring IP communication and for protecting SURLT),
the SLP MUST also request the USS (User securitings). The USS MUST include a permanent usertifen
(e.g. IMPI, IMSI or MSISDN).

» For securing IP communication between the SET ari®l e SET and the SLP MUST derive a shared skeyet
and operate according to TLS-PSK using GBA [3GPRZAJH. The SLP MUST have well defined domain name
SLP_Address_FQDN designating the SLP, e.g., slpadpecom. The GBA Ua security protocol identifieat
shall be used for TLS-PSK is defined in OMNA Regi§OMNA]. The SLP MUST confirm that the permanent
user identity provided by the BSF corresponds ¢0SET identity in SUPL messages received by the &igP the
corresponding secured connection.

* The key management for non-proxy communication betwthe SET and an authorized SPC is outlinedciiose
6.1.2.4.

» For MAC protection of SUPL INIT, keys are derivectarding to GBA [3GPP 33.220]. The GBA Ua security
protocol identifier that shall be used for SUPL Idotection is defined in OMNA Registry [OMNA]. The
keyldentifier of the basicMAC included in the SURUT message MUST be the B-TID of the Ks from whitle
Ks_NAF is generatedOTE: The H-SLP request for SUPL INIT protection keysifrthe BSF would typically
occur simultaneously with the H-SLP request forkégs securing IP communication

* The SET MUST ensure that it is always provisionétth & valid Ks. If no valid Ks is present then tBET MUST
initiate the GBA Bootstrapping procedure to pramisKs. A new Ks MUST be established each timeva d&CC
(USIM/SIM/R-UIM) is detected by the SET. Additidhathe SET MUST establish new shared keys when th
Ks_NAFs lifetime (set by the Home Network opera@xpires.

6.1.2.2 Deployments Supporting SEK
In the case of deployments supporting SEK, theexshkeys are established as follows:

» For securing IP communication between the SET aiRl $ie SET and SLP MUST derive a shared secreakdy
confirm that the permanent user identity providgdhe WiMAX AAA server corresponds to the SET idgnin
the SUPL messages received by the SLP over thesgwnding secured connection. The shared keysared in
the following way:
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0 SEK =the 16 most significant (leftmost) octetHdAC-SHA256(LSK, “slp.operator.com”) where
‘operator.com' is the FQDN of the WIMAX operatoddrSK is derived as specified in WiMAX Network
Protocols and Architecture for Location Based Smwi

o SEK will inherit the Location Key Identifier (LSKH) (as defined in WiMAX Network Protocols and
Architecture for Location Based Services) assodiatith the LSK and the key identity will be usedtas
B-TID for WiMAX deployments.

» For MAC integrity protection of SUPL INIT, keys aderived the following way:

0 SEK_MAC = the 16 most significant (leftmost) octefHMAC-SHA256(LSK, “mac.slp.operator.com”)
where 'operator.com’ is the FQDN of the SLP operatol LSK is derived as specified in WiMAX
Network Protocols and Architecture for Location BasServices.

0 The keyldentifier of the basicMAC included in theBL INIT message MUST be the B-TID of the LSK
from which the SEK_MAC is generateddOTE: The H-SLP request for SUPL INIT protection keysnfro
the WIMAX AAA would typically occur simultaneoushyith the H-SLP request for the keys securing IP
communication

The SET MUST ensure that it is always provided waitvalid SEK. If no valid SEK is present then S8&€T MUST derive
the SEK as specified above. Additionally, the SEUST establish new shared keys when the lifetimhefLSK expires.
The interface between the SLP and the WiIMAX AAAveglis out of scope of SUPL 2.0.

6.1.2.3 Deployments not Supporting GBA or SEK
In the case of deployments that do not support GB2PP 33.220] or SEK, the shared keys are estaliak follows:

*  For securing IP communication between the SET dfirl $ie SET and SLP MUST use TLS-RSA [TLS] with a
server-certificate authenticating the SLP. SET awtication (which binds the resulting shared sdoegs to either
the removable or integrated token discussed abiswiBscribed in section 6.1.4 for non-emergencgcasd
sections 6.1.5.3 and 6.1.5.4 for emergency cases.

* The key management for non-proxy communication betwthe SET and an authorized SPC is outlinedciiose
6.1.2.4.

*  MAC protection of SUPL INIT is not supported in Heecases.
6.1.2.4 Non-Proxy Communication
If an SLC authorizes a non-proxy session betweerStT and a SPC, then the SET and SPC obtain edskey as follows:
* The SLC generates a fresh key and passes thie ®RE (in some cases, via a visited SLC).

 The SLC sends the key to the SET over an existogre TLS session established between the SETlaDdTis
TLS session would be established using one of dlyenkanagement schemes discussed in sections Gah@®.1
6.1.2.2.

6.1.3 TLS Handshake and Negotiation of SET-SLC Mutu al-Authentication
Method
The SET and SLC need to agree on a mutually-suggarithentication method to be applied.

For 3GPP SETs, the negotiation of authenticatiothotkis incorporated into the relevant GBA speatiigns (see [3GPP
33.220]), and is outside of scope of this docum@BPP2 SETs SHALL use the same method for negmtiati the
authentication method (see [3GPP 33.220]), withréfierences “TS 24.109 [18]” “TS 33.220 [3]" reptacby [3GPP2
S.S0109].

6.1.3.1 Regarding negotiating a Mutual-Authenticati  on Method (Informative)

When establishing a TLS connection to the H-SLE,SET first attempts to establish a connectiongutie mutually-
supported authentication mechanism with highedepeace, according to the following order of prefere:

= PSK-based methods: GBA or SEK-based method fiefepence,
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= Server Certificate methods: second preference (frenSET’s perspective there is no difference betwbe ACA-
based method and the SLC-only method).

If there is no mutually-supported authenticatiortmd, then the SET shall be unable to perform Ss#4sion.

A SET that supports PSK based methods may be utmbbke the GBA or SEK-based method at a giventpoitime due to
a BSF or WiIMAX AAA experiencing problems. Therefpesm attempt by the SET to establish authenticatging GBA or
SEK does not guarantee that the SET shall be aldstablish GBA or SEK-based keys.

Consequently, the SET may not always be able tahesmutually-supported authentication mechanisth highest
preference. The SET may have to revert to a lefeable mutually-supported authentication mechmaifisvailable.

If only PSK based methods are indicated (in thelld-Eertificate) as supported by the H-SLC, anditbetstrapping fails,
then the SET may want to wait a little while befogeattempting the TLS handshake, in order to tieeappropriate entities
a chance to get back on-line.

If the H-SLC supports only GBA or SEK, then SUPD 2an only be used by subscribers of carriersithe¢ deployed GBA
or SEK. If the H-SLC supports only ACA, then SUPD 2an only be used in circumstances discusseetail ¢h section
6.1.4. Note that in such a case, if the SET comoaies via an alterative bearer (such as wireless)lfér which the H-SLC
cannot obtain IP binding, then the H-SLC will bebte to authenticate the SET.

If the E-SLC supports only ACA, then there are eas®n SET authentication, as discussed in detai¢tions 6.1.5.3 and
6.1.5.4.

6.1.3.2 Principles for authentication and key re-ne  gotiation for WiMAX SET and
SLC (Informative)
The key re-negotiation can happen in two ways:

1. when the Location Rootkey (as defined in WiMAX Netw Protocols and Architecture for Location Based
Services) expires the SET automatically re-autates itself with the wimax network and the SUPsoatated
root keys will be re-generated by the SET, or

2. SLC notices that SEK or Location Rootkey (as defimWiMAX Network Protocols and Architecture foptation
Based Services) has expired and it will requesva key from the WiMAX AAA-server

6.1.3.2.1 Authentication procedure
In WIMAX deployments, the PSK TLS [RFC 4279] handlsh shall be used with SEK as follows:
- the ClientHello message shall contain one or m&i€-Based ciphersuites;

- the ClientHello message shall contain the servenen@l S extension as specified in [RFC 3546] arsthétll contain the
hostname of the SLC;

- the ServerHello message shall contain a PSK-bapbdrsuite selected by the SLC;

- the ServerKeyExchange shall be sent by the senekitahall contain the psk_identity hint field aihdhall contain the
static string "SUPL WIMAX bootstrapping”

- the ClientKeyExchange shall contain the psk_iderigtid and it shall contain a prefix "SUPL WIMAXobtstrapping”,
a separator character ";" and the current B-TIBezified in section 6.1.2.2;

- the SET shall derive the TLS premaster secret tft@SLC specific key material i.e. SEK as specifiefRFC 4279].
6.1.3.2.2 Authentication failures

Authentication failures are handled as they areritesd in [TLS] and in [RFC 4279].

6.1.3.2.3 Bootstrapping required indication

During TLS handshake, the SLC shall indicate toSE& that the SEK key is required by sending a &eétfello message
containing a PSK-based ciphersuite, and a Servérkahange message containing the psk_identity_fldt, fwhich
contains a static string "SUPL WIMAX bootstrappin{f'the SET does not have a valid SEK this shiajber the SET to
derive a new SEK as defined in section 6.1.2.2.
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6.1.3.2.4 Bootstrapping renegotiation indication

During usage of TLS session, the SLC shall inditatthe SET that SEK has expired by sending clostifyralert message
to the SET. If the SET attempts to resume the &8 Session by sending a ClientHello message cantathe old session
ID. The SLC shall refuse to use the old sessiobyBending a ServerHello message with a new seH3iorhis will
indicate to the SET that the SEK it used has egpire

During TLS handshake, the SLC shall indicate toSEd that the SEK has expired by sending handslfakee message as
a response to the finished message sent by the3&ESTwill indicate to the SET that the SEK it udeab expired.

6.1.4  Alternative Client Authentication (ACA) Mecha  nisms

NOTE: Throughout this section, SET_ID refers to either BiSISDN (if the SET is on a 3GPP bearer networlgre of the
MDN, MIN or IMSI (if the SET is on a 3GPP2 bear@twork).

Section 6.1.3 outlines the circumstances underiwtiie ACA-based method may be selected by the 8ltlle SLP selects
the ACA-method during the TLS handshake, then ah 8&/IP Address Mapping based client authenticaBttALL be
used by the SLPs to authenticate the SET. Thefehkis section describes the details of this rme&m, known as the
Alternative Client Authentication mechanism. If 8hP implements the Alternative Client Authentioatmechanism, then
the SLP is recommended to implement the methodyBBK-TLS with GBA as well.

Section 6.1.1.3 describes which entities must sipghe ACA-based method, and the algorithms thattrbe supported by
an entity that supports ACA-based method. For mfttive purposes, this information is repeated here:

= A bearer network may support the ACA-based methdoearer network must support the ACA-based methad
H-SLC wishes to support the ACA-based method fertibarer network’s subscribers.

= An SLC MAY support the ACA-based method.

=  GSM/UMTS and CDMA SET handsets MUST support the Alised method.
= The ACA-based method does not involve the SET UWBKI/SIM/USIM.

= The ACA-based method does not involve SPC entities.

SETs that support Alternative Client AuthenticatMJST also support TLS 1.1 with certificate-basedver (SLP)
authentication. In addition, the SET MUST be psosied with a root certificate enabling it to vgr8LP server certificates.
As various different methods exist for provisioniofgroot certificates to SETs no particular mecbanis defined by this
specification. SUPL operators need to ensurevthan TLS 1.1 is used for Alternative Client Autheation the relevant
root certificates exist in the SET.

SLPs that support Alternative Client AuthenticatMb)ST support TLS 1.1 and MUST have a valid TLSv@e(Certificate,
which can be verified by the SETs that implemerieilative Client Authentication.

The Alternative Client Authentication (ACA) mechami is a mechanism where the H-SLP can check tltingjrof the
SET’s IP address to the SET_ID assigned to the 8Efie ACA mechanism is implemented, then the HRMUST be able
to map the source IP address of a SUPL messaggaddeom the SET to the SET_ID used by the SLBddress the SET.
In order for an SLP to use the ACA mechanism, #erér network MUST prevent IP Address Spoofindnatiiearer level.
A successful mapping between the source IP addresthe SET's SET_ID would imply that the SET iswely identified
(i.e., authenticated) on the bearer network. $hlation does not require any specific client (SRlijhentication
implementation on the SET but requires the SLRufipert acquiring the correct source IP address foarticular SET_ID
from the bearer.

3GPP-Bearer-Specific issuesthe acquisition of the source IP address will ropbssible in all cases — e.g. for GPRS
roaming access using a GGSN in the visited ratie@r home network. Therefore, the alternative clérthentication
mechanism should only be relied on when the hormh&ark assigns the source IP address or has acréss ¢.g. as applies
for GPRS access when the SET is required to use3Nan the home network.

3GPP2-Bearer-Specific issuesthe acquisition of the source IP address will r@pbssible in all cases — e.g. for roaming
HRPD access using simple IP or MIP access wittenvibited network. Therefore, the alternative dli@athentication
mechanism should only be relied on when the hormhgark assigns the source IP address or has aacéss ¢.g. as applies
for HRPD access when the SET is required to usetbldh HA in the home network.

Section 6.1.4.1 describes how this mechanism id fseclient authentication in SUPL 2.0.
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In the case that UDP/IP is used to transfer a SINPL, the H-SLP SHALL first verify the IP addresy fquerying the bearer
network for the SET IP address using the SET_IByogquerying the bearer network for the SET_ID ughwy|P address.

6.1.4.1 ACA Procedures

Network-Initiated Scenarios: If, after receiving a SUPL INIT message from theSHP (and after applying the appropriate
security mechanisms and notification/verificatiendeescribed elsewhere in this document), the SETtisorized to continue
with the corresponding SUPL sessions, then aniegisbpen mutually-authenticated TLS session SHOWeDused, or a
previous resumable TLS session MAY be resumed ssused in section 6.1.1.4. If there is no open 3é&sksion, or the
SET or H-SLP choose not to resume a session, tleeS8ET and H-SLP require a fresh TLS session, le&ET and H-SLP
perform the appropriate steps as described inoge6til.3 for negotiating a SET-SLC authenticaticthmnod.

The following steps are used by the H-SLP whenAHlernative Client Authentication Mechanism is te bpplied for
authenticating the SET in a Network-initiated scéma

1. Note that the SUPL INIT message was sent in regptman MLP request that supplied a SET_ID. ThellR-S
assigns a SLP Session ID for the MLP request andssa SUPL INIT. The H-SLP associates the respfsosethe
SET with the request from the MLP using the SLPsBesID. However, the H-SLP must first verify thihe
responding SET corresponds to the correct SET_Ha.r€maining steps describe this authenticationga®

2. The SET establishes a TLS 1.1 session with the A-SLhe SET MUST check that the TLS server cediéic
presented by the H-SLP is bound to the FQDN oH#&LP configured in the SET.

3. The H-SLP determines if the SLP Session ID in tret SUPL message from the SET (in response to SIMIPL)
corresponds to a currently valid SLP Session Ibgassl by the H-SLP. If the SLP Session ID in thistfSUPL
message does not correspond to a valid SLP Sdsgsidimen the H-SLP ends the SUPL Session with the
appropriate message. Otherwise, the H-SLP notesoitnesponding SET ID.

4. Prior to responding to the first SUPL Message ftammSET (SUPL POS INIT, SUPL START, SUPL AUTH
REQUEST, SUPL TRIGGERED START, SUPL REPORT or SUWHND), the H-SLP MUST verify the SET_ID
of the SET. There are two methods for achieving,. thi

a. Requesting the SET_ID.

i. The H-SLP queries the underlying bearer networfiich out the current SET_ID using the source
IP address used by the SET.

1. Ifavalid SET_ID is returned from the bearer floe source IP address of the first SUPL
message sent by the SET then the H-SLP checkththagturned SET_ID is internally
associated with the correct SET_ID (see Step 3hidfcheck fails, then the H-SLP ends
the SUPL session with the appropriate messager@ige the SET is considered
authentic, and the H-SLP continues with the SURsisa.

2. Ifavalid SET_ID cannot be found, then the H-QUBST terminate the SUPL session
with the relevant SUPL error messages.

b. Requesting the IP address.

i. The H-SLP queries the underlying bearer netwoffikid out the source IP address being used by
the SET associated with this SET_ID (see Step 3).

1. If the bearer network returns an IP address, thernHtSLP checks that this IP address
corresponds to the Source IP address of the fuBtLSmessage. If this check fails, then
the H-SLP ends the SUPL session with the apprap8atPL message. Otherwise, the
SET is considered authentic and the H-SLP contimissthe SUPL session.

2. If an IP address cannot be found, then the H-SLPSWtérminate the SUPL session
with the relevant SUPL error messages.

NOTE: a bearer network might support only one of the types of query (requesting IP address or requeStiif _ID) in
Step 4 for obtaining an SET_ID/IP address bindirtge H-SLP is responsible for conforming with thethoel supported by
the bearer network
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SET-Initiated Scenarios: When the SET wishes to initiate a SUPL sessiongxasting, open mutually-authenticated TLS
session SHOULD be used, or a previous resumablestsSion MAY be resumed as discussed in sectioh.8.1f there is
no open TLS session, or the SET or H-SLP choosesorresume a session, then the SET and H-SLPreequiresh TLS
session, and the SET and H-SLP perform the apmtepsteps as described in section 6.1.3 for ndggia SET-SLC
authentication method.

The following steps are used by the H-SLP whenAHlernative Client Authentication Mechanism is te bpplied for
authenticating the SET in a SET-initiated scenario.

1. The SET establishes a TLS 1.1 session with the A-SLhe SET MUST check that the TLS server cestiéc
presented by the H-SLP is bound to the FQDN oH#&LP configured in the SET.

2. Prior to responding to the first SUPL Message (8l4PL START, SUPL TRIGGERED START), the H-SLP
MUST verify the SET_ID of the SET. There are twothoels for achieving this.

a. Requesting the SET_ID.

i. The H-SLP queries the underlying bearer networfiich out the current SET_ID using the source
IP address used by the SET.

1. Ifavalid SET_ID is returned from the bearer fioe source IP address of the first SUPL
message sent by the SET then the H-SLP checkththatturned SET_ID is same as
provided by the SET. If this check fails, then HSLP ends the SUPL session with the
appropriate message. Otherwise, the SET is comsidarthentic, and the H-SLP
continues with the SUPL session.

2. Ifavalid SET_ID cannot be found the H-SLP MU®fntinate the SUPL session with
the relevant SUPL error messages.

b. Requesting the IP address.

i. The H-SLP queries the underlying bearer netwoffik out the source IP address being used by
the SET associated with this SET_ID.

1. If the bearer network returns an IP address, thernHtSLP checks that this IP address
corresponds to the Source IP address of the fuBtLSmessage. If this check fails, then
the H-SLP ends the SUPL session with the apprapnassage. Otherwise, the SET is
considered authentic and the H-SLP continues WighSUPL session.

2. If an IP address cannot be found the H-SLP MUSHiteate the SUPL session with the
relevant SUPL error messages.

NOTE: In both the H-SLP-Initiated and SET-Initiated sagéos, the H-SLP can re-authenticate the SET byisgrah
appropriate query to the bearer network to bind3B& D to the source IP address currently in Tilkere are various
circumstances where this could be useful, for exan{p) if the IP address of the SET changes duaid.S session,
then the H-SLP can send the appropriate queryetbéarer network to ensure that the SET_ID is @&swsuotwith the
new IP address; (B) when resuming a TLS sessienHtSLP can re-use a previous TLS session as disdus section
6.1.1.4, thereby saving computation, and simplyldbe appropriate query to the bearer network tbeaicate the
SET. Note that re-authenticating the SET in thisingat does not involve interaction with the SETlftse

6.1.5  Authentication Mechanisms applicable toan E-  SLP
NOTE: emergency SUPL sessions are always Network Initiate
Support for this feature will be dictated by th@agpriate emergency services regulatory bodies.

For the duration of an emergency SUPL session®ETa all SUPL resources on the SET MUST be madiséa for that
emergency session. Consequently:

* When a SET begins an emergency SUPL session, aRi 8dimmunication related to non-emergency sessions
MUST be terminated immediately by the SET. If naneegency SUPL INIT messages are being processed by
the SET at this time (e.g. having MAC verified @taining user permission), then those processes.&Hha
aborted and the SUPL INIT messages SHALL be diszhrd
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e If a SET receives non-emergency SUPL INIT messagdige in emergency SUPL session, these SUPL INIT
message(s) SHALL be discarded.

6.1.5.1 E-SLP FQDN
The FQDN of the E-SLP shall be:

1. The FQDN provided to the SET as E-SLP addressenStiPL INIT. The E-SLP FQDN shall have format "e-
SIP. XXX XXX XXX XXX XXX Where "Xxx" can be any valstring.

2. If FQDN is not provided in SUPL INIT, the provisied H-SLP address shall be used.
3. If FQDN is not available as per 1 or 2 above, tREN shall be defaulted to one of the three altévaatbelow:

- (if connected to a 3GPP bearer network) “e-slp.nMid€>.mcc<MCC>.pub.3gppnetwork.org” if no FQDN is
explicitly provided. In this case, the MCC and MNGrrespond to the serving 3GPP network as defined i
[3GPP 23.167].

- (if connected to a 3GPP2 bearer network) “e-slpsMiEdC>.mcc<MCC>.pub.3gpp2network.org” if no FQDN
is explicitly provided. In this case, the MCC andN® correspond to the serving 3GPP2 network as eéfin
[3GPP2 X.50049-0].

- (if connected to a WiIMAX bearer network) "e-slp.cgter.com" where operator.com is the FQDN of the H-
SLP operator.

6.1.5.2 Processing Emergency SUPL INIT messages

SET based integrity verification and message orgithentication of SUPL INIT messages is not ugedrbE-SLP. Thus,
the MAC field in an emergency SUPL INIT MUST NOT pepulated.

During an emergency call, a SET SHALL NOT apply-4oend protection of emergency SUPL INIT messages.

Some protection is offered by the use of E-SLP &lisits. The E-SLP whitelist is based on the curpasition estimate of
the SET (such as CelllD and/or NetworkID). The BPSkhitelist is used by a SET to determine the oiderhich the SET
should process received emergency SUPL INIT messége E-SLP whitelist SHALL NOT be used for distiag
emergency SUPL INIT messages.

6.1.5.2.1 E-SLP Whitelist

If an emergency SUPL INIT message is received avdrannel that is not secured end-to-end (suciVi&d& OMA Push)
then the emergency SUPL INIT message may be fakéiered. The remainder of this section describesecurity
countermeasures used to ensure that the SET iscatbmtact the genuine E-SLP server as soon asipes

NOTE: regulatory requirements will dictate the conditiamgler which the SET should accept and processgemey SUPL
INIT messages. For example, in many cases, théategy requirements only require the SET to aceeyt process
emergency SUPL INIT messages if the SET is cuiyemmibaged in an emergency call. Consequently,ahdittons (under
which the SET should accept and process emergduBy 8NIT messages) are outside the scope of thisiiahent

When a SET receives an emergency SUPL INIT mes#ag&ET MUST first verify that the conditions (@ndvhich the
SET should accept emergency SUPL INIT messagesjuarently satisfied. If the conditions are ndtssed, then the SET
SHALL ignore the SUPL INIT message. The descripfiam hereon assumes that the conditions werdfigatiwhen the
SET received the emergency SUPL INIT message.

NOTE: Attackers could send multiple (fake) emergency ragss to the SET at the same time that the SETpisctirg a
genuine emergency SUPL INIT message. There mapdesovhere the SET could not be told (in advamos) fvhich
Emergency SLP to expect the emergency SUPL INITsages This attack is motivation for the followingpedures

For the period of time that the "accept and prdcessditions are satisfied, the SET MUST NOT deleteeived emergency
SUPL INIT messages even if the emergency SUPL INEBsage lists an un-expected address for the E€hée the SET
determines that the conditions are no longer satigfor example, once the correct E-SLP has beatacted, or sufficient
time has passed after the emergency call) theBETeMUST silently discard any received emergenc?BINIT
messages.

If the SET receives, accepts and processes a fagggency SUPL INIT message (while the “accept andgss” conditions
are still satisfied), then the SET might not reeeiw indication that emergency SUPL INIT messadakis until after
attempting to contact the E-SLP indicated in themyancy SUPL INIT message. The indication occuresmthe E-SLP
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rejects the SUPL session. This process is not inateedo it may be necessary for the SET to quenergency SUPL INIT
messages if it receives more than one emergency. SUF message.

An E-SLP whitelist contains a list of E-SLP FQDNgé section 6.1.5.1) that the SET could expe@deive emergency
SUPL INIT messages from. The SET uses the E-SLRelidtito ensure that emergency SUPL INIT messag#sding an
E-SLP FQDN that is on the whitelist SHOULD be prssrd before emergency SUPL INIT messages incliating-SLP

FQDN that is not on the whitelist.

Example: Emergency SUPL INIT messages containing an E-SLBNF@n the whitelist are pushed forward on the
emergency SUPL INIT queue to ensure that the messggocessed before emergency SUPL INIT messageaining an
E-SLP FQDN that is not on the whitelist. E-SLP Vehgting should be the first criteria for orderitige Emergency SUPL
INIT queue. The second criteria is the arrival timging the first-in first-out principle:

» Ifthe SET has a current E-SLP whitelist for theTSEcurrent locality, then the SET uses both cidéo order the
queue.

» Ifthe SET does not have a current E-SLP whitétisthe SET’s current locality, then the SET ugesfirst-in-first-
out principle to order the queue.

6.1.5.2.2 Obtaining an E-SLP whitelist
SUPL 2.0 does not define how the SET obtaines aaidtains an E-SLP whitelist. This is consideredafigcope for SUPL.
6.1.5.2.3 Procedures regarding Emergency SUPL INIT  Messages

If an emergency SUPL INIT is received over a chatime is secured end-to-end (such as a secur®&R) then the
emergency SUPL INIT message SHALL be processed iirately. The remaining considerations of this sebea are
ignored in this case.

If an emergency SUPL INIT message is received avgrannel that is not secured end-to-end (suctvi&d OMA Push),
then the message is queued as in section 6.1.511SET works its way through the messages injtieeie, applying the
appropriate verification and notification beforéeatpting to connect to the E-SLP to respond.

In responding to the SUPL INIT message, the SET sltablish a secure TLS session (See sections.8.4nd 6.1.5.4)
with the associated E-SLP (see section 6.1.5.4)pae of the following takes place:

= |f, after authenticating the SET (See section 63),%he E-SLP cannot associate the SET with amtstaunding
SUPL sessions, then the E-SLP SHALL end the sesithre TLS Handshake is not yet complete, thenBEHSLP
SHOULD end the session using a TLS error messageder to save un-necessary computation. If th® TL
handshake is complete, then the E-SLP SHALL endéission using a SUPL error message indicatinghleeSET
is not authorized. The SET SHALL interpret eithemf of error message as indication that the SUHL iNessage
was fraudulent. The SET then processed to theSlgRt INIT message in order of priority in the queue

= |f, after authenticating the SET (See section 63},%he E-SLP can associate the SET with an oudsig SUPL
session, then the SET and E-SLP continue as normal.

The SET continues responding to emergency SUPL HéEsages until the genuine message is found. EMevVR\Y
discard any new or queued SUPL INIT messages drcedrrect E-SLP has been identified. New or qu&lgdL INIT
messages from the correct E-SLP may still be peazks

The following two notes are suggestions that regujabodies may wish to consider.

NOTE: Once the correct E-SLP has been identified, therSt&T should ensure that it remembers the FQDNistcbrrect
E-SLP until the SUPL session successfully complétése TLS session with the E-SLP ends premayuffelr example, if
there is a loss of data connectivity), the the SRduld continue attempting to re-establish a TLSiea with the E-SLP

until the TLS session is re-established so thaBtHEL session can continue to successful completiosome
circumstances, it is conceivable that the SET tabtishes the TLS session several times. If the SEibt having success at
restablishing the TLS session, the SET should raetattempting regardless: since this is an emeyggtuation, the

benefit of success outweighs the cost of a flaebat

NOTE: If the E-SLP loses contact with SET after authexiiton, but prior to successful completion of thePEl$ession,
then the E-SLP SHOULD leave the SUPL session optntie hope that the SET is able to re-establisttact and
complete the SUPL session
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6.1.5.3 Mutual Authentication and Registered SETs

NOTE: the mutual-authentication methods that may be sug@dy an E-SLP are specified in section 6.1 Ik#& SET and
E-SLP negotiate the mutual-authentication methathduhe TLS handshake, as specified in sectior86.1

GBA-Based Method: SETs and E-SLPs MAY perform proxy mode authenticatising PSK-TLS with GBA as described
in section 6.1.3 with the E-SLP acting as the NARe FQDN of the E-SLP is discussed in section 6l1.bhe Ks_NAF
obtained by an E-SLP for a particular SET may haimed in association with the SET identity (eldSI, MSISDN) for the
lifetime set by the home network operator.

SEK Based Method:SET and E-SLPs MAY perform proxy mode authentmatiising PSK-TLS with SEK as described in
section 6.1.3 with the E-SLP acting in the simflshion as H-SLP. The FQDN of the E-SLP is discds$sesection 6.1.5.1.
The SEK obtained by an E-SLP for a particular SEQly ioe retained in association with the SET ider{gtg. WiMAX user
ID) for the lifetime set by the home network operat

ACA-Based Method: For SUPL 2.0 implementations where GBA or SEK wWRBK-TLS IS NOT supported in both the
SET and in the E-SLP, the alternative client auication mechanism defined in section 6.1.4 SHAId dupported with the
following differences. The E-SLP SHALL authenticatee SET by binding the IP address used by the ®E the IP
address for the SET provided to the E-SLP by theirsg network — e.g. by the LRF or E-CSCF in a GBMITS network
[B3GPP 23.167], or using [3GPP2 X.S0049-0] in a CDM@atwork. Since the SET IP address is used toateitany
emergency VolIP call and can be verified by theisgmetwork before SUPL is invoked, it may be cdeséd to be reliable
by the E-SLP. In the case of an emergency calbtei in circuit mode, the SET IP address may edtriown to the serving
network (e.g. may be assigned by the home netwonkhich case the E-SLP cannot be provided withithaddress by the
serving network and cannot verify the IP addreserwheceived later from the SET. In this case, theLP can only
authenticate the SET weakly using (e.g.) the sesfib and the received hash of the SUPL INIT (thiETSSLC
authentication is the SLC-only method, since ohly $LC is properly authenticated).

The SET SHALL authenticate the E-SLP using a reotificate of the E-SLP contained in the SET arel QDN of the E-
SLP as defined in section 6.1.5.1. In order tothsealternative client authentication mechanisra,gérving bearer network
MUST prevent IP Address Spoofing at the bearerlleve

6.1.5.4 Authentication and Unregistered SETs

If a SET makes an emergency services call buttisegistered in and authenticated by the servinBB@r 3GPP2 bearer
network (e.g. it contains no UICC or UIM), then tBET MAY establish a secure IP connection to arLB-8sing the ACA
method or SLC-only method. If the ACA mechanism barsupported by the bearer network for autheiitigatn
unregistered SET, then the E-SLP SHOULD apply tB&Anechanism. Otherwise the E-SLP can only authatgithe SET
weakly using (e.g.) the session ID and the receiasth of the SUPL INIT (this SET-SLC authenticati®the SLC-only
method, since only the SLC is properly authentithte

6.1.5.5 Integrity Protection of SUPL INIT

If the E-SLP is able to authenticate the SET asudised in section 6.1.5.3, and the E-SLP can asdbie SET with an
outstanding SUPL sessions, then the E-SLP chetke BUPL INIT message was altered. If the E-SLieds that the
SUPL INIT message was altered (for example, if #BBWUTH REQ message was received when Proxy mode wa
indicated, or if SLP Session ID is wrong or if VE&Is verification as described in section 6.1.6HBn the E-SLP MUST
send SUPL INIT to the SET over the TLS sessiomtuee that the SET is provided with the correcapeaters. In response,
the SET will discard the SUPL session initiatechgghe SUPL INIT it originally received, and theTSghall begin a new
SUPL session using the SUPL INIT received overTth8 session. The SET shall then process that SHIPL inessage
immediately (that is, the SET does not evaluateptiwity using an E-SLP whitelist), performing tappropriate actions for
notification and verification, and provided the Udees not reject the session, the SET then sbedsppropriate message
(SUPL POS INIT or SUPL AUTH REQ) to the E-SLC tontiaue the session.

The ability to resend SUPL INIT is only intended &mergency sessions. In non-emergency sessiatgriation of SUPL
INIT is detected, then the H-SLP shall end the SigP4$sion using SUPL END, as specified in the noargancy call flows.

6.1.6  Processing of the SUPL INIT Messages

As network initiated SUPL sessions are triggere@ I3JJPL INIT message, it is essential to protedPBUINIT messages
against masquerading and (in some cases) agaipkiyrattacks.
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SUPL 2.0 specifies the following protection for SURNIT messages:

* Network-based security, in which the SLC shall perf checks to ensure authentication (section @&)Jl&hd replay
protection (section 6.1.6.2) of SUPL INIT messadéss verification occurs after the SET has proedgsbe
content of the SUPL INIT message and establisheztare TLS session with the SLC for the purposes of
performing the SUPL session.

» End-to-End security, in which the H-SLC may applyoabination of encryption, integrity protectiondareplay
protection to the SUPL INIT message and the SETiepthe corresponding combination of decryptionegrity
verification and replay detection. The SET appiiesse security measures before processing thentmitthe
SUPL INIT message. This security is applied onlpém-emergency SUPL INIT messages.

Network-based security is mandatory, while End-tmtEecurity is optional.

6.1.6.1 Network-Based Authentication of the SUPL IN  IT Message

The SLP always performs network verification of thieegrity of the SUPL INIT message. The first segge sent in
response to the SUPL INIT message (that is, a SRIPE INIT, SUPL AUTH REQ or SUPL TRIGGERED START
message) MUST contain a verification field (VER)h&% the SLP receives the first message sent iomsgpo the SUPL
INIT message the SLP MUST check the received VIERI fagainst the corresponding value calculated theetransmitted
SUPL INIT message. If this verification fails tB&P MUST terminate the session with the SUPL ENBsage that
contains status code ‘authSuplinitFailure’.

The value for the verification field MUST be calatéd as follows:
e« VER=H(SLP XOR opad, H(SLP XOR ipad, SUPL INIT))

where SLP is the FQDN of the SLP address. SHA-285W be used as the hash (H) function, with opadipad as
specified in [HMAC]. The output of the SHA-256 HASHNction MUST be truncated to 64 bits, i.e., thedtion MUST be
implemented as HMAC-SHA256-64. Note that the SLBress is not considered secret. The HMAC constrsetl here
does not provide any data authentication but ig oséd as an alternative to a HASH function.

6.1.6.2 Network-Based Re-Play protection of SUPL IN IT Message

For Network Initiated cases, protection againgtlesr attacks MUST be provided by the SLPs. SLPsIVllénsure that no
SUPL messages are accepted from an authenticafedr8&ss a previous, non-expired SUPL INIT messegebeen sent
with an “SLP Session Id” that corresponds to the @teived inside the SUPL message. SLPs MUSTealsore that the
type of SUPL message (e.g. SUPL POS INIT, SUPL AWRED, SUPL TRIGGERED START) agrees with the paramset
sent in the SUPL INIT message. Implementations M@83ure that an “SLP Session Id” is correctly aisged with the
SET User ID (e.g., MSISDN, WiMAX user ID or MDN)dhhas been authenticated.

If the SET User authentication is performed ushgAlternative Client Authentication method desedlin this document
then a mapping between the source IP address oéspense from the SET (SUPL POS INIT, SUPL AUTHR& SUPL
TRIGGERED START) and the MSISDN or MDN of the SE$dJ is already established and this MSISDN or MDNS$A
be used as the authenticated MSISDN or MDN.

Discarding of an erroneous SUPL POS INIT, SUPL AURBQ or SUPL TRIGGERED START MUST NOT generate a
chargeable event for the SET.

For Non-Proxy Network Initiated cases, SLPs MUSTyameate a chargeable event after receiving timéircoation from the
SPC for the successful completion of the SUPL pmsitg.

6.1.6.3 End-to-End Protection of SUPL INIT Messages
NOTE: End-to-End Protection of SUPL INIT Messages appbiely to non-emergency SUPL INIT messages
Two levels of end-to-end SUPL INIT protection areyided for in this specification: Null and Basic-

* Null SUPL INIT protection provides no end-to-endeigrity protection, no end-to-end replay protectoml no
confidentiality protection. The procedures for NBWPL INIT protection are described in section ®A..

» Basic SUPL INIT protection provides end-to-end gnity protection and end-to-end replay protectisimg default
algorithms. The procedures for Basic SUPL INIT potibn are described in section 6.1.6.6.
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The order of preference for the level of proteci®as follows:
= Null SUPL INIT protection has least preference.
= Basic SUPL INIT protection has higher preferen@ntMull SUPL INIT protection.

In a SUPL INIT message the Protection Level param@ the following table) is assigned accordiagte current level of
protection.

NOTE: this specification has been written to allow forrsmadvanced levels of protection to be added iruthee revisions.
This advanced protection could allow the negotiatib other ways for securing SUPL INIT (for examm@éowing
encryption and allowing the negotiation of algamit$). The Protection Level parameter is includedidathe SET in
determining whether it might be able to parse th®ISINIT message or not: the Protection Level pagmnis required for
extensibility

A SUPL INIT message may have a Protector paranpegsent for including security parameters: thegmes of a Protector
parameter is specified in the following table.

Level of End-to-End SUPL | Description Protector parameter presept
INIT Protection in SUPL INIT?
Null No end-to-end protection Optional
Basic Integrity protection and replay Mandatory
protection using default algorithms

Table 4: SUPL INIT Protection Level parameter values and presence of the Protector parameter in SUPLNIT.

A SET or H-SLP that supports the ACA-based metdttET support Null SUPL INIT protection.
A SET or H-SLP that supports the PSK-based methb&Msupport Basic SUPL INIT protection procedures.
The SPC and E-SLC entities are not involved inanitty defined SUPL INIT protection.

6.1.6.4 Negotiating the Level of SUPL INIT Protecti on

An informal description of how the SUPL INIT protemn level is negotiated is as follows: The initpabtection level is
always Null SUPL INIT protection. In this state t8ET handles all SUPL INIT messages, i.e. no messarg silently
dropped. If a SUPL INIT message is parsed withilariacondition, the SET sends an error messagject&SLP.

The SET must apply Null SUPL INIT protection whérete is no valid SUPL_INIT_Root_Key (e.g. at powerer when
the lifetime of the SUPL_INIT_Root_Key has expired)

When the SET connects to the H-SLP, the SET-SL8eatication (section 6.1.3) will indicate the sugidor GBA or SEK.
If GBA or SEK is not supported this indicates tNatl SUPL INIT protection shall be applied. If GB# SEK is supported
then Basic SUPL INIT protection applies and the IB-Exchanged in the PSK-TLS handshake correspanttetKs or
SEK that can be used to derive SUPL_INIT_ROOT_KEat will be used as a Ks_NAF in 3GPP and 3GPP2gamnts.
This Ks_NAF or SEK and the associated B-TID areduisghe Basic SUPL INIT protection until either:

1. the key expires, in which case the SET and H-Skerteo Null SUPL INIT protection

2. the SET and H-SLP use the ACA-method, in which ¢hseSET and H-SLP revert to Null SUPL INIT protent
or

3. the Set and H-SLP use GBA's or SEK's bootstrapngegotiation methods to establish TLS using shfig-TID,
in which case the B-TID and corresponding Ks_NAFSEK are now used for Basic SUPL INIT protection.

Note that this means that the protection leveéregotiated every time the SET sets up a freshcbio®ection to the H-
SLP.

For Basic SUPL INIT protection, the replay protentcounter in the SLP is reset to zero the fimeta key is used and the
SET removes all information about “played” SUPL TNhessages.
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6.1.6.4.1 Negotiation from the H-SLP Perspective

If the most recent IP session with the SET wasenttbated using the ACA method, then the H-SLPgassNull SUPL
INIT protection level for that SET.

Otherwise, if the H-SLP has a current B-TID anddbeociated key for the SET, then

= Ifthe B-TID is for a key obtained using GBA, thére H-SLP assigns SUPL_INIT_ROOT_KEY to be the
Ks_(int/ext_)NAF corresponding to the most recefIB and generated as follows

0 The FQDN SHALL be the H-SLP_FQDN

0 The GBA Ua security protocol identifier that shadél used for TLS-PSK protection is defined in OMNA
Registry [OMNA].

= Ifthe B-TID is for a key derived using the SEK-ed, then the SUPL_INIT_ROOT_KEY is the SEK as e
in 6.1.2.2.

= Assuming no other SUPL INIT protection has beerotiated, then the H-SLP assigns the Basic SUPL INIT
protection level for that SET.

If no other level of protection is assigned, thiee H-SLP assigns Null SUPL INIT protection level foat SET.

The H-SLP applies the procedures (for processinBLSIYIIT messages prior to delivery) correspondimghte currently
assigned level of SUPL INIT protection. This inahsdassigning the appropriate value for the Pratedtevel parameter in
SUPL INIT messages.

6.1.6.4.2 Negotiation from the SET Perspective

If the most recent IP session with the H-SLP wabenticated using the ACA method, then the SETgassNull SUPL
INIT protection level for that SET.

Otherwise, if the SET has established a TLS-PSKisegwith the H-SLP) using GBA or SEK, then

= |fthe B-TID is for a key obtained using GBA, thére SET assigns SUPL_INIT_ROOT_KEY to be the
Ks_(int/ext_)NAF corresponding to the most recefitIB and generated as follows

0 The FQDN SHALL be the H-SLP_FQDN
0 The GBA Ua security protocol identifier that shadl used for TLS-PSK protection is defined in OMNA
Registry [OMNA].
= Ifthe B-TID is for a key derived using the SEK-ed, then the SUPL_INIT_ROOT_KEY is the SEK as e
in 6.1.2.2.

= Assuming no other SUPL INIT protection has beerotiated, then the SET assigns the Basic SUPL INIT
protection level.

If no other level of protection is assigned, thiee SET assigns Null SUPL INIT protection level.

The SET applies the procedures (for processingwed&SUPL INIT messages) corresponding to the otliy@ssigned level
of SUPL INIT protection.

6.1.6.4.3 Exception procedures

If the SET determines that the SET-internal SUPLTINrotection parameters have become corrupted, tthee SET must
establish a TLS session with the H-SLP: if GBA auttication is used, then the SET must initiate Gi®tstrapping to
establish fresh keys; for SETs using the SEK mettt@SET must initiate SEK bootstapping to enégseh keys, as
defined in 6.1.2.2.

If the H-SLP loses security context (for exampl@ssive loss of data) then the SLP will have no medinitiating
positioning activities. The context would be readtished when the Ks_NAF or SEK expires, or the $&nects to the H-
SLP. To prevent this “block out window” the H-SLFosild ensure that all SUPL INIT security contexbimation is stored
with sufficient redundancy to recover from suclkcarario.
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6.1.6.5 Specifications when Null Level of Protectio  n is Assigned

There are no security procedures for the H-SLPataspecific to Null SUPL INIT protection.

When Null SUPL INIT protection is assigned and 8t€T receives a SUPL INIT message, then the SETieapihie
following procedure:

If the Protection Level parameter is correct, tHenSET considers the message to be authentigyaadcurity
related processing is required.

0 Suppose the H-SLP and SET can support a highdrdépeotection, but the SET has not yet been in
contact with the H-SLP since being powered uphis tase the SET will have Null SUPL INIT protectio
assigned. In the period of time until the SET cotstghe H-SLP, the SET will consider any receivedPs
INIT message (with the correct Protection Levelgpagter) to be authentic. When the SET first comtact
the H-SLP (which may or may not be in responserecaived SUPL INIT message), the SET and H-SLP
will transition to a higher level of protection. Gmthe two entities transition to the higher lexfel
protection, the SET can detect non-authenticatiPISUNIT messages. In between when the SET is
powered up and when the SET first contacts the R;$here is a period of time when the SET could
receive an non-authentic SUPL INIT message thatdsessed by the SET as if the SUPL INIT message
where authentic. If the SET decides to proceed thithSUPL session associated with the non-
authentication SUPL INIT message, then the SET auifitact the H-SLP and establish a secure TLS
session. The H-SLP will not allow the SUPL sessimte it was established using a non-authentic SUPL
INIT message. If the SET and H-SLP support a hidgnezl of protection, then this will be establistad
the same time and the SET will be able to detestandghentic SUPL messages after this time. Thisnsmea
that, if the SET and H-SLP can support a higheellef protection, then there is a very small windwfw
opportunity for the attacker to get the SET to ateenon-authentic SUPL INIT message, and the SHT w
only attempt to proceed with a SUPL session fonast one non-authentic SUPL INIT message.

If the Protection Level parameter is incorrectnthiee SET sends the appropriate error message ta-8LP.

o Inthe event that the Protection Levels at the H-8hd SET lose synchronization, this procedurevallo
the SET and H-SLP to resynchronize on a commoreBtioh Level.

6.1.6.6 Specifications for Basic SUPL INIT Protect ion Level

A SUPL INIT Protector for Basic SUPL INIT Proteatiincludes the following parameters:

Key Identifier: corresponds to the current B-TID.
BasicReplayCounter: length = 2 octets.
BasicMAC: length = 4 octets.

The BasicMAC parameter is generated as follows:

BasicMAC = HMAC-SHA256-32(SUPL_INIT_Basic_IK, SUPINIT"), where
SUPL_INIT_Basic_IK = HMAC-SHA256-128(SUPL_INIT_ROQKEY, “Basic IK"),

For GBA-based deployments the SUPL_INIT_ROOT_KEYhies Ks_(int/ext )NAF corresponding to the most
recent B-TID and generated using the GBA Ua segcprivtocol identifier for SUPL INIT protection agfihed in
OMNA Registry [OMNA],

For SEK-based deployments the SUPL_INIT_ROOT_KEWM&SEK_MAC as defined in section 6.1.2.2.

SUPL_INIT’ corresponding to the SUPL INIT messagéwall parameters except MAC assigned, and wig¢h th
MAC parameter set to all zeroes, and

HMAC-SHA256-32 and HMAC-SHA256-128 are specified HMAC].

The H-SLP is required to store a BasicLastReplay@aialue of length equal to the length of BasidRgPounter
parameter for each SET for which Basic SUPL INI®tpction level is assigned.
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6.1.6.6.1 H-SLP Procedures

If Basic level of protection is assigned to a SHEnN prior to the first time that the H-SLP proessa SUPL INIT message
with a given SUPL_INIT_ROOT_KEY, the H-SLP reséie BasicLastReplayCounterValue to 0x0000.

If Basic level of protection is assigned to a SEEN the H-SLP composes the SUPL INIT messageslas/é:
1. Parameters outside the SUPL INIT Protector argyaesi as described elsewhere.
2. Key identity is set to the current B-TID associatgth the SUPL_INIT_ROOT_KEY.

3. H-SLC increases the current value of BasicLastR&anterValue by 1, and inserts the new value tinéo
BasicReplayCounter parameter.

4. Finally, after all other parameters are assignedsicMAC is calculated from SUPL INIT and
SUPL_INIT_ROOT_KEY as specified above.

6.1.6.6.2 SET Procedures

If Basic level of protection is assigned by the SHEN prior to the first time that the SET proessa SUPL INIT message
with a given SUPL_INIT_ROOT_KEY, the SET clearsdtxhe of used values for BasicReplayCounter.

If Basic level of protection is assigned, then 8t€T processes a received SUPL INIT message asviollo
1. The SET discards the SUPL INIT message if the ¥alhgy parameters fail the appropriate verification:
= Protection Level: must be the assigned value f@@d8UPL INIT protection in Table 4.
= Key ldentity: must be the current B-TID.

= BasicReplayCounter: the SET uses this value tactetplay of messages. The technique may be
implementation specific but must be robust enowgiheal with situations where SUPL INIT messages are
lost or delivered out of order.

= BasicMAC: The SET computes an expected BasicMAGfBUPL INIT and SUPL_INIT_ROOT_KEY
(as described above) and compares this to thevezt8asicMAC: the values must be equal.

2. Ifthe SUPL INIT was not discarded in the previstep, then it is considered authentic, and the S#iBiders
the BasicReplayCounterValue to be used. If BasitB&punterValue is close to 65535 ¥£-2 (which is
highly unlikely), then the SET must establish a r&yPL_INIT_ROOT_KEY with the H-SLP to reset the
counter.

6.1.7 Key Refresh for Triggered Scenario Non-Proxy = mode

The H/V-SPC and the SET use SPC_SET_Key as théokeyutual authentication over TLS with identifi8PC-TID. The
key is valid for the duration of SPC_SET_Key lifieéi. When SPC_SET_Key_lifetime expires, a new kelykay identifier
need to be generated by the H-SLC and distributékdet SET and the H/V-SPC. The key refresh mechaaidy applies to
non-proxy mode. In proxy mode, key refreshing isdiad by the TLS layer. The key refresh mechanisfindd in the
following sections applies to both Network Initidtend SET Initiated scenarios.
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C.
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6.1.7.1 Non-Roaming Successful Case
P
|
| Target
H-SLC H-SPC | !
| | SET
T T
A X =~ ~
B Data (SJ:?un:ction
c < SURL AUTH REQ(session-id)
—
D | " e
E _Internal Initialization
. SUPL AUTH RESP(SPC_SET_Key, SPC-TID) o

®
Q
Q
Q

Figure 76: Example Figure Key Refresh for TriggeredScenarios — non-roaming

The SET and the H-SLP are engaged in a triggerszicse(periodic or area event) when the SET dethats
SPC_SET_Key and SPC-TID require refreshing (i.€C SFET_Key _lifetime has expired).

The SET uses the address provisioned by the Hortvedleto establish a secure IP connection to tHelid- If the
SET is not already attached to the Packet Data dt&tivwill attach itself or the SET establishesiuit switched
data connection.

The SET sends a SUPL AUTH REQ message to the H-Byficitly requesting fresh SPC_SET_Key and SPC-
TID. The SUPL AUTH REQ message contains the segdion

The H-SLC verifies that the SET is currently notF3lLroaming.

NOTE: the specifics for determining if the SET is SUPRmong or not is outside the scope of SUPL 2.0

E.

The H-SLC generates fresh SPC_SET_Key and SPC-anD ¢ptionally SPC_SET_Key _lifetime) which it
forwards to the H-SPC through internal communicatio

The H-SLC sends SPC_SET_Key and SPC-TID (and agdtioSPC_SET_Key _lifetime) to the SET in a SUPL
AUTH RESP message. The SET MAY release the IP adiomewith the H-SLC.

SET and H-SLP continue the triggered session (digriar area event).
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6.1.7.2 Roaming with V-SLP Successful Case

| |
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| Target
H-SLC | v-sLC V-SPC | | g
| | SET
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I
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Internal Initialization
e | > uUT4
G SUPL AUTH RESP(session-id, V-SPC address, SPC_SET_Key, SPC-TID). ]

~ ~ ~
~ ~ ~

Q

Figure 77: Key Refresh for Triggered Scenarios — raming with V-SLP Positioning

A. The SET and the H/V-SLP are engaged in a triggeesdion (periodic or area event) when the SET tietieat
SPC_SET_Key and SPC-TID require refreshing (i.6C SFET_Key_lifetime has expired).

B. The SET uses the address provisioned by the Horedxeto establish a secure IP connection to thelld- If the
SET is not already attached to the Packet Data d&tivwill attach itself or the SET establishesiiuit switched
data connection.

C. The SET sends a SUPL AUTH REQ message to the H-Biyaicitly requesting fresh SPC_SET_Key and SPC-
TID. The SUPL AUTH REQ message contains the segdion

D. The H-SLC verifies that the SET is currently SUBRmMIng.
NOTE: the specifics for determining if the SET is SUPRmong is outside the scope of SUPL.2.0

E. The H-SLC generates fresh SPC_SET_Key and SPCanD @ptionally SPC_SET_Key_lifetime) and forwards
them to the V-SLC in a RLP SSRP message.

F. The V-SLC forwards SPC_SET_Key and SPC-TID (andboptly SPC_SET_Key _lifetime) received in the
previous step through internal communication to\ftH8PC.

G. The H-SLC sends SPC_SET_Key and SPC-TID (and agtioBPC_SET_Key lifetime) to the SET in a SUPL
AUTH RESP message. The SET MAY release the IP adimmewith the H-SLC.

H. SET and H/V-SLP continue the triggered sessionddar or area event).
6.1.7.3 Roaming with H-SLP Successful Case

The key refresh mechanism for roaming with H-SLIofes the same call flow as for non-roaming (setiol.7.1).

6.2 Providing the H-SLP Address to the SET

The H-SLP address is made available to the SETéyptovisioning of the H-SLP address in the UICET $r a default H-
SLP address is derived as described below. Thisead MUST be in the form of a FQDN and SHOULD éeusely
provisioned by the Home Network of the SET.
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6.2.1 CDMA/UMB SETs
For 3GPP2 SETs the H-SLP address MUST be secumlyspned in the UIM or R-UIM.

6.2.2 GSM/UMTS/LTE SETs

A 3GPP SET MUST read the H-SLP address (in FQDW¥as a parameter “ADDR” under the “APPADDR/ADDR”
characteristic as specified in WAP PROVCONT [PROWOQ. In addition, the H-SLP address MUST be selgustored in
the bootstrap file as defined in OMA Smartcard Bioning specification [WAP PROVSC] on a 3GPP caianti UICC
[B3GPP 31.101] (USIM[3GPP 31.102]/SIM [3GPP 11.1dr)n an equivalently secure area of the SET. TBE BUST
support OMA Smartcard Provisioning [WAP PROVSC] imegisms to read the H-SLP address. The bootstesip the
USIM/SIM application or SET that stores the H-Sldelieiess MUST not be user changeable. If the H-SidPess is
configured in the UICC (USIM/SIM), the SET MUSTdirread the H-SLP address provisioned in the Ul@Ehere is no
H-SLP address provisioned in the UICC then the SEIY read the H-SLP address from the secure arch®BSET.

Provisioning of the H-SLP address in the SETIf the H-SLP address is to be stored in a secua&tilon on the SET, it
MUST be provisioned using OMA Device Management2/dr. later [OMA-DM]. If the H-SLP address is prowised using
OMA DM the SET MUST authenticate the OMA DM Serbased on the server side certificate presentedebipM Server
during the TLS Handshake. If the SET supportsagternf the H-SLP address it MUST NOT rely on thiéhentication
scheme set forth in section 6.1.4, i.e., the Algue Client authentication based on MSISDN/IP-Asdrmapping
authentication. i.e. the SET MUST rely on the PSKSTnutual authentication method as described iticze6.1.1.

Auto configuration of the H-SLP address:If the H-SLP address can not be found in the sestarage area of the UICC
(USIM/SIM), or in a secure area on the SET, the SBIST configure the default H-SLP address in thad $Bsed on the
IMSI stored in the USIM/SIM.

In the case an H-SLP address has been found sBeth&e storage area of the UICC (USIM/SIM), or Beaure area on the
SET, but its use has resulted in an authenticdgiture while initiating the SUPL session, the SEUST configure the
default H-SLP address in the SET based on the B#t8&d in the USIM/SIM.

The mechanism to configure a default H-SLP addeedsfined below.

Please note that the following example has beamtflom 3GPP GBA specifications [3GPP 33.220] atwpéed for the
SUPL use case where a H-SLP address (based on B)A®bonfigured. Implementation of this defawhfiguration
mechanism does not require the implementationeBtBPP GBA specification. The example below iggito illustrate the
methodology and can be implemented independer3@PP 33.220].

Configuration of H-SLP based on IMSI:

Step 1) Take the first 5 or 6 digits of the IMS¢pa@nding on whether a 2 or 3 digit MNC is used [B@R.102] and separate
them into MCC and MNC; if the MNC is 2 digits tharzero SHALL be added at the beginning;

Step 2) Use the MCC and MNC derived in step 1 ¢éat& the “mnc<MNC>.mcc<MCC>.pub.3gppnetwork.orgingdn

name;
Add the label “h-slp.” to the beginning of the damaame.
Example 1: If IMSI in use is “234150999999999", wh&I1CC=234, MNC=15, and MSIN=0999999999, the H-SLP

address would be “h-slp.mnc015.mcc234.pub.3gppnétony”.

If a new IMSI is detected by the SET during, oeaftower on, all previous H-SLP settings MUST bmaaeed from the
SET. More specifically, any H-SLP address storethe SET MUST be removed.

In cases where the IMSI is changed the SET MUSH fead the H-SLP address from the UICC (USIM/SIfiho H-SLP
address is stored on the UICC (USIM/SIM) the SETYigheck if the H-SLP address is stored in the SEfio H-SLP
address is found in the UICC or SET, then a detdt®i P address MUST be configured by the SET basettie new IMSI
as described above.

Implementations MUST ensure that the address ofitis& P cannot be changed via applications thatlavenloaded to the
SET after the manufacturer software installatiothef SET.

Figure 78 illustrates the flow diagram for the HFS&ddress storage.
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Figure 78: H-SLP address storage flow diagram for GPP SETs

6.2.3

WIMAX based deployments

When the SET attaches to the WiMAX network it MA&Ceive an updated H-SLP address via OMA DM. WherHSLP
address is provisioned in a secure manner to a \WNekminal and it must be stored in a protectedrenwnent.
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6.3 Confidentiality and Data Integrity Protocols

TLS 1.1 [TLS] or PSK-TLS [PSK-TLS] SHALL be usedpoovide Confidentiality and Data Integrity betweeSET and an
SLP. All SUPL Messages except “SUPL INIT” MUST balidered within a TLS or PSK-TLS session betwe&Ed and an
SLP.

Section 6.1.1.3 provides details for determiningoltentities in a SUPL 2.0 deployment have TLS withver-certificate
authentication and/or TLS-PSK as mandatory or ojiio

6.3.1  TLS with Server-Certificates

Implementations of TLS 1.1 with server-certificagball conform to [TLS] and WAP Profile of TLS JWAP TLS] with
the following clarifications:

SETs SHALL implement:
« TLS_RSA WITH_AES 128 CBC_SHA [TLS-AES].
For SET implementations that prefer additional eipsuites SETs SHOULD implement:
« TLS_RSA WITH_3DES_EDE_CBC_SHA.
SLCs supporting TLS 1.1 with server-certificatealsimplement the following ciphersuites:
« TLS_RSA WITH_3DES_EDE_CBC_SHA.
« TLS_RSA WITH_AES 128 CBC_SHA [TLS-AES].

For SLC implementations supporting TLS 1.1 withveercertificates that prefer to support NULL endigp SLCs MAY
implement TLS_RSA_WITH_NULL_SHA. Note that the u#eTLS RSA WITH_NULL_SHA is not recommended, as it
does not provide any confidentiality protectionowver, it still provides authentication and iniggprotection.

The WAP Certificate profile [WAP Cert] of TLS 1.HB3LL be supported by SLPs supporting TLS 1.1 withver-
certificates and SETSs.

6.3.2 TLS-PSK

TLS-PSK implementations SHALL conform to PSK-TLSSR-TLS].

SETSs supporting TLS-PSK SHALL implement:
« TLS_PSK_WITH_AES_128 CBC_SHA [PSK-TLS].

For SET implementations supporting TLS-PSK thafgrradditional cipher suites, the SETs SHOULD impéat:
« TLS_PSK_WITH_3DES_EDE_CBC_SHA [PSK-TLS].

The following cipher suites SHALL be implemented®iyPs:
« TLS_PSK_WITH_AES_128 CBC_SHA [PSK-TLS].

For SLP implementations supporting TLS-PSK thaferadditional cipher suites, the SLPs SHOULD innpdat:
« TLS_PSK_WITH_3DES_EDE_CBC_SHA [PSK-TLS].

The following cipher suites SHALL be implemented®§yCs that support non-proxy mode:
« TLS_PSK_WITH_AES_128 CBC_SHA [PSK-TLS].

For SPC implementations that support non-proxy nibdeprefer additional cipher suites , the SPC®BHD implement:
« TLS_PSK_WITH_3DES_EDE_CBC_SHA [PSK-TLS].
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7. ULP Version Negotiation

The ULP Version Negotiation mechanism is basecherassumption that an SLP may support more thamaije version
of SUPL with supported versions in one contigudiegkdown from the maximum supported version tortieimum
supported version. It is further assumed that a &Y supports one version of SUPL (e.g. a SUPLSEQT only supports
SUPL 2.0).

Network Initiated scenarios:

For network initiated scenarios, the SUPL INIT naggs from the H-SLP or E-SLP to the SET carriesitibended SUPL
major and minor version M1.m1 (normally the highestsion supported by the SLP) in thersionparameter. The SUPL
INIT message also carries the minimum SUPL majosige number M2 for which continuation of the seasby the SET is
possible in theaninimum versiorparameter. The value of M2 will depend on theridil SUPL service — e.g. for a single
location fix M2 may be one; for triggered locatibt2 may be two. A SUPL session can be conducteddssivthe SLP and
the SET as long as the SET is using a SUPL majsiore between M2 and M1.

The SET continues the SUPL session normally ifijigmrts a major version M of SUPL between M2 and(Md M2< M <
M1) — and indicates this major version and a suggominor version m in the next message (i.e. iaitpliin the version
parameter of the message). The H-SLP or E-SLP alemreverts to the proposed SUPL major versioraMl the same
minor version m if supported (otherwise preferadatygl if supported to a minor version less than ess preferably a minor
version greater than m). If parameters were indudehe SUPL INIT message that are not definedStdPL version M.m,
then the SET will ignore them and the SLP mustadf they had not been sent.

If the SET only supports a major version highentMi or a major version lower than M2, it returnSldPL END.
SET Initiated scenarios:

For SET initiated SUPL sessions, the initial SUP&ssage from the SET carries the supported SUPLrraagbminor
version M1.m1 (implicitly in theversionparameter). The H-SLP continues the sessiorsifgports the same major version
M1 and otherwise sends a SUPL END and terminatesehsion.

Version negotiation for SUPL 1.0 is already defireatti cannot be changed. Backward compatibility vthPL 1.0 is
achieved as follows:

Exceptions for SUPL 1.0:

For a network initiated SUPL session between an Slgporting a version of SUPL above 1.0 and a $&T gupports only
1.0, the SET will respond to the SUPL INIT messagh a SUPL END (implicitly indicating support oft®L 1.0 in the
versionparameter of SUPL END). The SLP will then resthe session using SUPL 1.0 if supported and if ctibje with
the intended SUPL service.

For a network initiated SUPL session between an Slypporting only SUPL 1.0 and a SET that supponly a higher
version, the SET will recognize that the SLP onlports SUPL 1.0 and will respond to the SUPL INhiEssage with
SUPL END.

For a SET initiated SUPL session between an SLBatipg a version of SUPL above 1.0 and a SETgsbpports only 1.0,
the SET will indicate SUPL 1.0 in the first SUPL ssage and the SLP, recognizing this, will eithereh continue the
session using SUPL 1.0 or reply with a SUPL ENDdbg terminating the session attempt.

For a SET initiated SUPL session between an SLPa&tipg only SUPL 1.0 and a SET that supports &drgersion, the
SLP will respond to the first SET message with #8END and terminate the session.
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7.1 Example Call Flows (Informative)

SLP
V3xy-1.0 SET V2.0
A SUPL INIT (version = 3.x.y, minimum maj version = 2) .
B Continue SUPL V2.0 session

Figure 79: Network Initiated — SLP supports SUPL ersions between 1.0 and 3.x.y and the requestedgee is V2.0
compatible.

SLP

V3.xy—-1.0 SET V1.0

A SUPL INIT (version = 3.x.y, minimum maj version = 2)

SUPL END (version = 1.0.0)

A

B

Figure 80: Network Initiated — SLP supports SUPL ersions between 1.0 and 3.x.y but the requested g&e is not
V1.0 compatible.

SLP

V1.0 SET V2.0
A SUPL INIT (version = 1.0.0) ‘
5 P SUPL END (version = 2.0.0)

Figure 81: Network Initiated — SLP supports lowerversion than SET.
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SLP
V3.xy-1.0
A P SUPL START (version = 2.0.0)

SET V2.0

Continue SUPL V2.0 session

Figure 82: SET Initiated — SLP supports SUPL versins between 1.0 and 3.0 including requested versi¢v2.0).

SLP
V3.xy—-2.0

A

SET V1.0

SUPL START (version = 1.0.0)

A

SUPL END (version = 3.0.0)

B

\J

Figure 83: SET Initiated — SLP supports SUPL vergins between 2.0 and 3.0 excluding requested versipsL.0).

SLP
V2.0-1.0

SET V3.0

SUPL START (version = 3.0.0)

A

A

SUPL END (version = 2.0.0)

B

\ J

Figure 84: SET Initiated — SLP supports SUPL versins between 1.0 and 2.0 excluding requested versi(s.0).
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8. Protocols and Interfaces

The encoding for the ULP protocol SHALL be ASN.19N.1].
The encoding is BASIC-PER, unaligned encoding [PER]

The transport protocol between SET and SLP (SETSA@SPC for non-proxy mode) SHALL be TCP/IP witle t
following exception: the initial SUPL INIT messa8&lALL be transported over OMA Push or SIP Push obilé
Terminated SMS or UDP/IP. In case of OMA Push & Bush, the Push message from the PPG or SLP t&BELL
follow the OMA Push specifications as per [WAP P@[Aor OMA Push or SIP Push specifications as &P [PUSH] for
SIP Push with the clarifications given in secti@nk.2 and 8.1.2.1. SUPL INIT can be sent over URH/the IP-address of
the SET is known to the SLP or can be retrievethbySLP.

For GSM/WCDMA/TD-SCDMA deployments, SUPL initiatiarsing OMA Push SHALL be supported by both the Siad
the SLP. For CDMA/CDMA2000 deployments, SUPL irtiia using MT SMS SHALL be supported by both theTSid
the SLP. Support of other transport protocols isoogl.

8.1.1 TCP/IP and UDP/IP

The port number for ULP messages transported o@& and UDP SHALL be as registered with IANA (InetrAssigned
Numbers Authority). The port numbers are:

oma-ulp 7275ltcp OMA UserPlane Location Protocol
oma-ulp 7275/udp OMA UserPlane Location Protocol

8.1.2  SIP Push
SIP Push MESSAGE [SIP PUSH] SHALL be used withftilewing clarifications:
1. SIP MESSAGE method SHALL be used to deliver the SINRT message.

2. Accept-Contact header SHALL include Application Baese Identifier +g.oma.pusheventapp= “ulp.ua”, mhe
feature tag value “ulp.ua” is derived from the OMKegYyistered application id “x-oma-application:uky’u

3. Content-Type header SHALL be set to OMNA registaredtent type application/vnd.omaloc-supl-init.
4. SIP MESSAGE body SHALL contain PER encoded SUPLTINlessage.
An example usage of the MESSAGE method is showkpjpendix 0.

8.1.2.1 SIP Push for IMS Emergency Location Service s

In addition to the clarifications given in secti®ri.2, following clarifications SHALL apply whenahe-SLP uses SIP Push
[SIP PUSH] to deliver the SUPL INIT message to$f€l via the Emergency IMS Core.

1. The E-SLP SHALL set the Request URI in the SIP MEGS to the SET SIP URI or TEL URI received from the
Emergency IMS Core or PSAP in the emergency lonatquest.

NOTE: The E-SLP receives the emergency location request the Emergency IMS Core over 3GPP Ml interface o
from the PSAP over the Le interface. The emergéoeation request contains the SIP URI or TEL URtred SET
initiated the IMS emergency call. The Emergency I88e uses the Request URI to correlate the SIPSMEE with
the IMS emergency call and routes the SIP MESSAGtE¢ SET via the signaling path of the IMS emecgerall. The
specifics of 3GPP Ml interface and Le interface@esidered outside scope of SUPL

An example call flow is shown in Appendix B.5.

8.1.3 OMA Push

The OMA Push message [OMA PUSH] from an SLP (SLhfm-proxy mode) to a PPG SHALL contain the SURLTI
message and SHALL follow [WAP PAP]. OMA Push overHP SHALL be used and SHALL contain the PAP control
entity and the PER encoded SUPL INIT message. Aamgke (informative only) is shown in Annex B. The®
communicates with the SET over POTAP [WAP POTAP$t? Push [SIP PUSH] for an SIP enabled SET wigh th
clarifications given in section 8.1.2.
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The content type SHALL be as registered with IANAIrftent type: application/vnd.omaloc-supl-init) @DINA (Open
Mobile Naming Authority) (content type's assigneomier: 0x312).

The WAP application id SHALL be as registered WiIMNA (URN: x-oma-application:ulp.ua) and the assidrtode value
is (0x10).

8.1.4 MT SMS

For GSM/WCDMA/TD-SCDMA, the WDP [WAP WDP] framingr8ALL be used for MT SMS. The port number SHALL
be as registered with IANA.

This port number is:
oma-ulp 7275/udp OMA User Plane Location Protocol

For CDMA, the SUPL INIT message shall be sent aBlarSMS [TIA-637] using a dedicated Teleserviceritiger [TIA-
41]. The dedicated Teleservice Identifier is: 4115.

8.1.5 SET Provisioning
The SET SHALL be provisioned with the address eflfome SLP in the form of FQDN.

The provisioning of the Home SLP address in the SEY use OMA enablers to provision the SET, e.gdascribed in
[SUPL CP] and [SUPL MO].

8.1.6  Lup Reference Point
The function of the Lup reference point is logigakparated into Service Management and PositiderDeation.

This interface is used to enable the SLP to estalalisession with the SET and performs the fungtisted in section
8.1.6.1.

8.1.6.1 Service Management
This interface is used for service management andipns the functions listed in [SUPLADZ2]

Table 5 shows the messages in the Lup Service Mamagt interface.

Message Name Description
SUPL INIT The SUPL INIT message is used by the SLP tg
initiate a SUPL session with the SET. This
message is used in Network Initiated SUPL
Services.
SUPL SET INIT The SUPL SET INIT message is used by the SET
to initiate a SUPL session to locate the other SET.
SUPL START The SUPL START message is used by the SET to
start a SUPL session with the SLP.
SUPL TRIGGERED START The SUPL TRIGGERED START message is used
by the SET to start a triggered SUPL session wjith
the SLP.
SUPL RESPONSE The SUPL RESPONSE message is used by th
SLP as a response to a SUPL START messagg
a SET initiated location request.
SUPL TRIGGERED RESPONSE The SUPL TRIGGERED RESPONSE message i
used by the SLP as a response to a SUPL
TRIGGERED START message.
SUPL TRIGGERED STOP The SUPL TRIGGERED STOP message is used
by the SLP or SET to end an existing SUPL
TRIGGERED session.

SUPL END The SUPL END message is used by the SLP or

w— D

5

]
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SET to end an existing SUPL session.

SUPL AUTH REQ The SUPL AUTH REQ message is only used in
Non-Proxy mode for authentication of SET and
SPC.

SUPL AUTH RESP The SUPL AUTH RESP message is only used jn
Non-Proxy mode for authentication of SET and
SPC.

SUPL NOTIFY The SUPL NOTIFY message is only used by th
SLP in notification based on the current location
of the SET or for Session Info Query “re-
notification” scenarios.

SUPL NOTIFY RESPONSE The SUPL NOTIFY RESPONSE message is used
by the SET as a response to a SUPL NOTIFy.
message.

The SUPL REPORT message is used by the SLP
or SET to report position estimate and/or netwgrk
measurement results.

D

SUPL REPORT

Table 5: Lup Service Management Messages

8.1.6.2 Position Determination
This interface is used for position calculatiorpdtforms the functions listed in [SUPLAD2].

Table 6 shows the messages in the Lup Positiorriétation interface

Message Name Description
SUPL POS The SUPL POS message is used between the SLP
and SET to exchange positioning procedure
messages (RRLP/RRC/TIA-801/ LPP) used to
calculate the position of the SET.
SUPL POS INIT The SUPL POS INIT message is used by the SET
to initiate the positioning protocol session
(RRLP/RRC/TIA-801/ LPP) with the SLP.

SUPL REPORT The SUPL REPORT message is used by the SLP
or SET to report position estimate result.
SUPL END The SUPL END message is used by the SLP or

SET to end an existing SUPL session.

Table 6: Lup Position Determination Messages

A SET and SLP MUST provide support for LocationgBsitioning.

A GSM and/or WCDMA/TD-SCDMA capable SET and SLP\ding support for this SET type SHALL support RRIfP
A-GPS, A-GANSS or E-OTD positioning is supported.

An LTE [SGPP LTE] capable SET and SLP providinggup for this SET type SHALL support RRLP and/oAT801 if
A-GPS or A-GANSS positioning is supported.

A CDMA/HRPD/UMB ([3GPP2 HRPD], [3GPP2 UMB]) capal&T and SLP providing support for this SET typeA&H
support TIA-801 if A-GPS, A-GANSS or AFLT positiorg is supported.

A WLAN capable SET and SLP providing support fdstBET type SHALL support RRLP and/or TIA-801 if@PS or A-
GANSS positioning is supported.

A WIMAX [IEEE 802.16e-2005] capable SET and SLPviding support for this SET type SHALL support RRaRd/or
TIA 801 if A-GPS or A-GANSS positioning is suppaite
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The SET and SLP support for other positioning prot®is OPTIONAL.

In the case of RRLP and SET based location detatioimfor SET initiated scenarios except for tran$d third party, the
SLP SHALL send an RRLP Assistance Data messageSEReSHALL acknowledge the receipt of the assistatata with
an RRLP Assistance Data Acknowledgement message.

In the case of RRLP and SET based location detatioimfor SET initiated scenarios with transfettiod party, the SLP
SHALL send an RRLP Measure Position Request mes3ageSET SHALL respond with an RRLP Measure Pasiti
Response message.

In the case of RRC and SET based location detetimiméor SET initiated scenarios except for transfethird party, the
SLP SHALL send an RRC Assistance Data Delivery mgssThe SET SHALL acknowledge the receipt of tgséance
data with a RRC Assistance Data Delivery Acknowbdgnt message.

In the case of RRC and SET based location detetimiméor SET initiated scenarios with transfer bhird party, the SLP
SHALL send an RRC Measurement Control messageSHIeSHALL respond with an RRC Measurement Response
message.

The RRLP Positioning Capability Transfer procedateoduced in RRLP Release 7 (section 2.3a in [3GRRP]) SHALL
NOT be used.
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9. ULP Message Definitions (Normative)

This section contains a normative description eflti.P messages. All messages defined in ULP coataommon part and
a message specific part.

9.1 Common Part

The common part contains parameters that are priesath ULP messages.

Parameter Presence Description

Message Length The length of the entire ULP Message
in octets.

NOTE: The first two octets of a PER
M encoded ULP message contains the|
length of the entire message. These
octets are set to the Message Length
when the PER encoding is complete
and the entire message length is

known
Version M Version of the ULP protocol, in the
form major, minor, service indicator
Session ID M The unique Session ID
Message Payload This parameter contains one of the

messages defined in ULP.
Defined messages are:

. SUPL INIT

. SUPL START

. SUPL RESPONSE

. SUPL POS INIT

. SUPL POS

. SUPL END

M . SUPL AUTH REQ

. SUPL AUTH RESP

. SUPL SET INIT

. SUPL NOTIFY

. SUPL NOTIFY RESPONSE
. SUPL TRIGGERED START]

. SUPL TRIGGERED
RESPONSE

. SUPL TRIGGERED STOP
. SUPL REPORT
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Table 7: Common Part for all ULP Messages

9.2 Message Specific Part

The message specific part contains further paras#iat are unique for each ULP message. The foilpaub-sections

describe the message specific part of ULP messages.

9.21 SUPL INIT

SUPL INIT is the initial message from the H-SLP EBB6LP) to the SET in Network initiated cases.

Parameter

Presence

Description

Positioning Method

Defines the positioning technology
desired by the SLP for the SUPL
session (A-GPS SET Assisted, A-GH
SET Based, Autonomous GPS,
EOTD, OTDOA, AFLT, eCID, A-
GNSS SET Assisted, A-GNSS SET
Based or Autonomous GNSS.

If Positioning Method is AGNSS SET

Assisted or AGNSS SET Based, the
parameter GNSS Positioning
Technology MUST be present to
indicate the actual positioning
technologies.

If Positioning Method is Autonomous
GNSS, the parameter GNSS
Positioning Technology MAY be
present.

In line with the SET Capabilities, the
SLP MAY change the positioning
method used in the actual positionin
session regardless of the positioning
method parameter.

Notification

When Notification Mode is Normal
Notification /Verification, this field is
used to provide instructions to the
SET with respect to notification and
privacy. If this field is not present the
SET SHALL interpret the request as
type “No notification & no
verification®.

When Notification Mode is
Notification/Verification based on
location, this field SHALL NOT be
used by the SLP and the SET.

SLP Address

Ccv

This parameter contains an SLP
address (SPC address for non-proxy
mode).

For proxy mode this parameter is
OPTIONAL.
For non-proxy mode this parameter

REQUIRED.

[
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This address is used by the SET wh
establishing a secure IP connection
the SLP or SPC

en

QoP

Desired Quality of Position. This
parameter is also used as reporting
criteria for stored historical position
estimates. If used in this way, only th
spacial components (horacc and
veracc) apply and define the accura
requirements which must be satisfie
in order to report any historic positio
estimate.

SLP Mode

This parameter indicates if the SLP
uses proxy or non-proxy mode.

MAC

Not used in SUPL 2.0 but needs to
remain as empty placeholder for
backwards compatibility with SUPL
1.0.

Key ldentity

Cv

This parameter is required when MA
is present.

Not used in SUPL 2.0 but needs to
remain as empty placeholder for
backwards compatibility with SUPL
1.0.

Notification Mode

This parameter indicates whether th
notification and verification is based
on location or not. If not present,
normal notification is assumed.

D

Supported Network
Information

This parameter defines the type(s) o
Network Measurement information
which the SET is allowed to send as
part of Location ID and Multiple
Location IDs. If not present, the SET|
MAY send any Network Measureme
information it supports and has
available. This parameter is also us
as reporting criteria for stored
historical enhanced cell/sector
measurements.

f

Trigger Type

Cv

This parameter indicates network
initiated service type:

. Periodic

. Area event

This parameter is conditional and on
used if a triggered session is reques
in the SUPL INIT message.

ly
ed

E-SLP Address

Cv

This parameter provides the E-SLP
address.

Historic Reporting

Cv

This parameter defines the criteria fg
reporting of stored historical position
estimates and/or enhanced cell/sect
measurements.

=

This parameter is conditional and
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MUST be used if the SUPL INIT
message is used to initiate retrieval of
stored historical position estimates
and/or enhanced cell/sector
measurements. Otherwise this
parameter is not used.

Protection Level This parameter defines the protectio
level of the SUPL INIT protection.
(0] This parameter is optional. If not
present, no protection is implicitly
assumed.

GNSS Positioning Technology Defines the actual GNSSs allowed for
AGNSS SET Assisted, AGNSS SET
Based or Autonomous GNSS in the
Positioning Method parameter.

=)

e GPS
e Galileo

(@] e SBAS
 Modernized GPS
e QZSSs
* GLONASS

NOTE: GPS MUST NOT be the only
allowed GNSS in this parameter

Minimum Major Version This parameter defines the minimum
major version supported by the SLP
which is compatible with the
requested service. This parameter ig
optional. If not present, the only
version compatible with the requested
service is theversionparameter (see
common part in section 9.1). The
minimum majorversionmust always
be smaller than theajor version

Range: 0 to 255

Table 8: SUPL INIT Message

9.2.2 SUPL SET INIT
The SUPL SET INIT message is the initial messagere/a SET can initiate location request to andtget SET.

Parameter Presence Description
Target SET ID Identifies the Target SET to be located
M where a SET can initiate location
request to another target SET.
QoP O Desired Quality of Position
ApplicationIlD o The identifier of the requesting
application on the SET.

Table 9: SUPL SET INIT Message

9.2.3 SUPL START
SUPL START is the initial message from the SETh® SLP.
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Parameter

Presence

Description

SET capabilities

M

Defines the capabilities of the SET

Location ID

M

Defines the current serving cell,
current serving WLAN AP or
WIMAX BS information of the SET.

QoP

Desired Quality of Position

Multiple Location IDs

This parameter may contain current
non-serving cell, current non-serving
WLAN AP or current non-serving
WIMAX BS information for the SET
and/or historic serving or non-servin
cell, WLAN AP or WiMAX BS
information for the SET. Only
information that was allowed
according to the Supported Network
Information element in a previous
SUPL session SHALL be included.

J

Third Party

Cv

This parameter defines a list of third
party identities.

For the SET Initiated location reques
without transfer to Third Party, this
parameter is not REQUIRED.

For the SET Initiated location requesg
with transfer of location to Third Part
mode, this parameter is REQUIRED

—

—

>Third Party 1D

The identity of the Third Party. There
must be at least one Third Party ID.

This parameter can be of type
. Logical name
. MSISDN
. Email address
. SIP URI
. IMS Public Identity
. MIN
. MDN
. URI

ApplicationID

O

The identifier of the requesting
application on the SET.

Position

O

Defines the position of the SET.

SUPL RESPONSE
SUPL RESPONSE is the response to a SUPL START messa

Table 10: SUPL START Message

| Parameter

Presence

Description
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Positioning Method

The positioning method that SHALL
be used for the SUPL session.

SLP Address

Cv

This parameter is only required for
non-proxy mode and contains an SPC
address.
A SET uses this address to establish a
data connection to the SPC.

SET Auth key

This parameter SHALL NOT be used
and is only provided for reasons of
encoding backwards compatibility
with SUPL 1.0.

Key Identity 4

This parameter SHALL NOT be used
and is only provided for reasons of
encoding backwards compatibility
with SUPL 1.0.

SPC_SET_Key

This parameter defines the
authentication key used by the SET
for H/V-SPC authentication.

SPC-TID

This parameter defines the transactipn
ID used for H/V-SPC authentication.

SPC_SET_Key_lifetime

This parameter defines the lifetime of
SPC_SET_Key. This parameter is
optional. If not present, a default vallie
of 24 hours is assumed. The units afe
in hours and the range is from 1 to 24
hours.

Supported Network
Information

This parameter defines the type(s) of
Network Measurement information
which the SET is allowed to send as
part of Location ID and Multiple
Location IDs. If not present, the SET]
MAY send any Network Measurement
information it supports and has
available.

Initial Approximate Position

Defines the initial approximation for
the position of the SET.

GNSS Positioning Technology

Defines the actual GNSSs allowed for
AGNSS SET Assisted, AGNSS SET
Based or Autonomous GNSS in the
Positioning Method parameter.

e GPS

e Galileo

e SBAS

 Modernized GPS

e QZSSs

* GLONASS

NOTE: GPS MUST NOT be the only
allowed GNSS in this parameter
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Table 11: SUPL RESPONSE Message

9.25 SUPL POS INIT

SUPL POS INIT is the message following the SUPLTIMiessage in Network initiated cases or the SUPSIRENSE

message in SET initiated cases

Parameter

Presence

Description

SET Capabilities

M

Defines the capabilities of the SET.

Requested Assistance Data

Defines the requested GPS and
GANSS assistance data.

The presence of this element indicat
that the SET wants to obtain specifig
GPS and GANSS assistance data fr
the SLP. The SET might use this
element in any combination of A-GP

SET assisted / A-GPS SET based/At

GANSS SET assisted/A-GANSS SE
based and Network initiated / SET
initiated positioning.

The Requested Assistance Data
parameter is not applicable to TIA-
801 [TIA-801] and LPP [3GPP LPP].

es

Location ID

Defines the current serving cell,
current serving WLAN AP or current
serving WiMAX BS information of
the SET.

Position

Defines the position of the SET.

SUPLPOS

Contains the SUPLPOS message.

NOTE: is only used if positioning
protocol allows SET to send first
message.

Any positioning protocol messages in

this parameter that are not supporteq
by the SLP SHALL be ignored by thg
SLP.

t

Ver

Cv

This parameter contains a hash of th
SUPL INIT message. In Network

initiated proxy mode a SET SHALL
calculate a hash of a received SUPL|
INIT and include the result of the has
in this parameter.

5h

Multiple Location IDs

This parameter may contain current
non-serving cell, current non-serving
WLAN AP or current non-serving
WIMAX BS information for the SET
and/or historic serving or non-servin
cell, WLAN AP or WiMAX BS
information for the SET. Only
information allowed according to
Supported Network Information
received from the SLP SHALL be

J

included.
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UTRAN GPS Reference Time The UTRAN GPS Reference Time
Result Result as measured by the SET. This
parameter is sent by the SET to the
SLP if available and requested by th
SLP in the Supported Network
(0] Information parameter (in SUPL
INIT, SUPL RESPONSE or SUPL
TRIGGERED RESPONSE) if the
serving cell is WCDMA/TD-SCDMA
and RRLP is used as positioning

D

protocol.
UTRAN GANSS Reference The UTRAN GANSS Reference Time
Time Result Result as measured by the SET. This

parameter is sent by the SET to the
SLP if available and requested by th
SLP in the Supported Network

(0] Information parameter (in SUPL
INIT, SUPL RESPONSE or SUPL
TRIGGERED RESPONSE) if the
serving cell is WCDMA/TD-SCDMA
and RRLP is used as positioning
protocol.

(%]

Table 12: SUPL POS INIT Message

9.2.6 SUPL POS

SUPL POS is the message that wraps the underlylifsgd01, RRLP, RRC or LPP elements and may contdditenal
information such as velocity, UTRAN GPS/GANSS Refere Time Assistance or UTRAN GPS/GANSS Refererice T
Result.

Parameter Presence Description

Positioning Payload M The underlying TIA-801, RRLP, RRC
or LPP elements.

Velocity Velocity of the SET, needed to
overcome the lack of this information
in RRLP and RRC. Defined in [3GPRF
GAD]
UTRAN GPS Reference Time The UTRAN GPS Reference Time
Assistance Assistance is sent by the SLP to the
SET if requested by the SET in the
(0] Requested Assistance Data parameter
(in SUPL POS INIT) if the serving
cell is WCDMA/TD-SCDMA and
RRLP is used as positioning protocol.

UTRAN GPS Reference Time The UTRAN GPS Reference Time
Result Result as measured by the SET. This
parameter is sent by the SET to the
SLP if available and requested by th
SLP in the Supported Network
(0] Information parameter (in SUPL
INIT, SUPL RESPONSE and SUPL
TRIGGERED RESPONSE) if the
serving cell is WCDMA/TD-SCDMA
and RRLP is used as positioning
protocol.

(1]
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UTRAN GANSS Reference The UTRAN GANSS Reference Timge
Time Assistance Assistance is sent by the SLP to the
SET if requested by the SET in the
O Requested Assistance Data parameter

(in SUPL POS INIT) if the serving
cell is WCDMA/TD-SCDMA and
RRLP is used as positioning protocol.

UTRAN GANSS Reference The UTRAN GANSS Reference Tim
Time Result Result as measured by the SET. Thi
parameter is sent by the SET to the
SLP if available and requested by th
SLP in the Supported Network
(0] Information parameter (in SUPL
INIT, SUPL RESPONSE and SUPL
TRIGGERED RESPONSE) if the
serving cell is WCDMA/TD-SCDMA
and RRLP is used as positioning
protocol.

[2N0)

D

Table 13: SUPL POS Message

9.2.7 SUPL END

SUPL END is the message that ends the SUPL proeedarmally or abnormally.

Parameter Presence Description
Position (0] Defines the position result of the SET.
Status Code Defines the Status of the message as

either an error indication or an
information indication.

Error indications have values between
0 and 99, information indications have
values between 100 and 199.

Ver This parameter contains a hash of the
SUPL INIT message and is calculated
by the SET. This parameter MUST he
Ccv present in situations where the SUPL
END message is sent as a direct
response to SUPL INIT (both proxy
and non-proxy mode).
SET Capabilities (0] Defines the SET Capabilities of the
SET. This parameter MAY be used if
the SUPL END message is sent from
the SET to the SLP.

Table 14: SUPL END Message

9.2.8 SUPL AUTH REQ

SUPL AUTH REQ message is used in Network initiatasles (non-proxy mode). The message is sent frei8ET to the
H-SLP. The purpose of the message is to requesnhkaynation from the H-SLC in non-proxy mode foutaal H/V-SPC
to SET authentication.

Parameter Presence Description
ver o This parameter contains a hash of the
SUPL INIT message.
SET Capabilities (0] Defines the service capabilities of the
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| | | SET. |
Table 15: SUPL AUTH REQ Message

9.29 SUPL AUTH RESP

SUPL AUTH RESP message is used in Network initizi@gks (non-proxy mode). The message is sent frerH4SLC to
the SET. The purpose of the message is to senthf@ynation required for mutual H/V-SPC to SET aaritication to the
SET.

This message may also be tunneled to a V-SLC Rldhmessage and SHALL then include the authenbicdtey and key
identity to be used by the V-SPC.

Parameter Presence Description
SPC_SET_Key This parameter defines the
M authentication key used by the SET
for H/V-SPC authentication.
SPC-TID M This parameter defines the transactipn
ID used for H/V-SPC authentication.
SPC_SET_Key_lifetime This parameter defines the lifetime of

SPC_SET_Key. This parameter is
optional. If not present, a default vallie
of 24 hours is assumed. The units afe
in hours and the range is from 1 to 24
hours.

Table 16: SUPL AUTH RESP Message

9.2.10 SUPL TRIGGERED START

SUPL TRIGGERED START is the initial message frora 8ET to the H-SLP for establishing a triggeredisesor for re-
initiating a triggered session during a V-SLP t&VYP handover.

Parameter Presence Description
SET capabilities M Defines the capabilities of the SET
Location ID Defines the current serving cell,
M current serving WLAN AP or
WIMAX BS information of the SET.
Ver This parameter contains a hash of the

SUPL INIT message. In Network
initiated proxy mode a SET SHALL
calculate a hash of a received SUPL
INIT and include the result of the hash

cv in this parameter.

This parameter shall not be included
ina SUPL TRIGGERED START
sent to request new trigger parameters.

QoP (0] Desired Quality of Position

Multiple Location IDs This parameter may contain current
non-serving cell, current non-serving
WLAN AP or WiMAX BS
information for the SET and/or

(0] historic serving or non-serving cell o
WLAN AP information for the SET.
Only information that was allowed
according to the Supported Network
Information element in a previous
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SUPL session SHALL be included.

Third Party

Cv

The identity of the Third Party.

For the SET Initiated location requesg
without transfer to Third Party, this
parameter is not REQUIRED.

For the SET Initiated location requesg
with transfer of location to Third Part
mode, this parameter is REQUIRED

>Third Party ID

The identity of the Third Party.

ApplicationID

The identifier of the requesting
application on the SET.

Trigger Type

Cv

This parameter indicates SET initiate
trigger service type:

. Periodic

. Area event

For network initiated trigger service,
MUST not be present.

Trigger Params

Cv

This parameter indicates parameters
the trigger session.

For network initiated trigger service,
this parameter MUST NOT be
present.

For SET initiated trigger service, thig
parameter MUST be present.

—

—

>2d

it

of

Position

Defines the position of the SET.

Reporting Capability

Cv

This parameter defines the reporting
capabilities of the SET on a per SUR
session basis (there is a Reporting
Capability parameter as part of SET
Capabilities -> Service Capabilities
which reflects the generic SET
Reporting Capabilities). This
parameter is conditional and only us
for triggered periodic scenarios. The
values of this parameter MUST be
consistent with the values of
Reporting Capability as part of SET
Capabilities.

For periodic triggered services, this
parameter MUST be present.

For area event triggered services, th
parameter MUST NOT be present.

1%
o

>minimum interval between
fixes

Defines the minimum interval
between fixes allowed by the SET.

This parameter is used by the H-SLH
to avoid conflict between the desired
interval between fixes and the SET'S

capabilities. Range: 1 to 3600, Units
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in seconds.
>maximum interval between Defines the maximum interval
fixes between fixes allowed by the SET.

This parameter is used by the H-SLR
to avoid conflict between the desired
(0] interval between fixes and the SET’S
capabilities. This parameter is
optional. If not present, no maximum
interval between fixes is specified.

Range: 1 to 1440, Units in minutes.

This parameter is a bit map indicating
the supported reporting mode(s):

* Realtime
M ¢ Quasi real time
« Batch reporting

>Rep Mode

At least one of the three reporting
modes must be supported.

If batch reporting is supported as
reporting mode, this parameter defines
the type of reports which are
supported:
¢ Position
* Measurement data
e Position and Measurement
data
cV The maximum number of positions
and/or measurements the SET is able
to store are defined as:
e Maximum number of
positions
¢ Maximum number of
measurements

>Batch Report Capability

These parameters are optional. If not
present, no limit is specified.

This parameter indicates the reason
for sending this message during an

ongoing triggered session. The valug¢
could be:

Cause Code

O . Serving Network not in Area
Id list

. SET capabilities has changed
. No SUPL coverage

Table 17: SUPL TRIGGERED START Message

9.2.11 SUPL TRIGGERED RESPONSE

SUPL TRIGGERED RESPONSE is the response to a SUBGGERED START message from the SLP to the SET
| Parameter | Presence | Description |
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Positioning Method

The positioning method desired for
the triggered SUPL session.

In line with the SET Capabilities, the
SLP MAY change the positioning

method used in the positioning session

in the course of the triggered SUPL

session regardless of the positioning

method parameter.

Trigger Params

Cv

This parameter indicates parameters of

trigger session

For network initiated trigger service,
this parameter MUST be present.
For SET initiated trigger service, thig
parameter MAY be used to convey g
Area Id List to the SET.

=

SLP Address

Cv

This parameter is only required for

non-proxy mode and contains an SPC

address.

A SET uses this address to establish a

data connection to the SPC.

Supported Network
Information

This parameter defines the type(s) o
Network Measurement information
which the SET is allowed to send as
part of Location ID and Multiple
Location IDs. If not present, the SET]
MAY send any Network Measureme
information it supports and has
available.

f

nt

Reporting Mode

For periodic triggered sessions this
parameter defines the reporting mod
requested by the SLP. This paramet
is optional. If not present, real time
reporting is requested.

[¢)

>Rep Mode

One of the following modes:
e Realtime
¢ Quasi real time
e Batch reporting

>Batch Reporting Conditions

Cv

If batch reporting is chosen, the SLP
selects one of the following reporting
conditions:

e Sending of a batch report
after every N
fixes/measurements

e Sending of a batch report
after every N minutes

¢ Sending of only one batch
report at the end of the
session

>Batch Report Type

Cv

If batch or quasi-real time reporting i
chosen as reporting mode, this
parameter defines the type of report
which are allowed to be reported:

(2]
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* Position

¢ Measurement data

e Intermediate reporting
If set to false, the SET SHALL NOT
report any earlier than requested even
if it runs out of memory. If not all data
could be reported, the SET SHALL
indicate this with a result code of
outofmemory.

If set to true, the SET MAY send
intermediate reports earlier than
requested if it runs out of memory.
The SET SHALL indicate
intermediate reports with a result code
of outofmemoryintermediatereportin$.

» Discard Oldest
If set to true, the SET SHALL discard
the oldest data first in the batch repdrt
if it runs out of memory and cannot
use intermediate reporting.

If set to false, the SET SHALL disca
the latest data in the batch report fir
if it runs out of memory and cannot
use intermediate reporting .

o

(2]
—

If not present, it is up to the SET
implementation to decide which data
to discard first.

SPC_SET_Key This parameter defines the
0 authentication key used by the SET

for H/V-SPC authenticatian

SPC-TID This parameter defines the transactiopn
ID used for H/V-SPC authentication.

SPC_SET_Key_lifetime This parameter defines the lifetime of
SPC_SET_Key. This parameter is
optional. If not present, a default valiie

0 of 24 hours is assumed. The units are
in hours and the range is from 1 to 24
hours.
o Defines the actual GNSSs allowed for
(NS RS EETelesr, AGNSS SET Assisted, AGNSS SET
Based or Autonomous GNSS in the
Positioning Method parameter.
0 « GPS
 Galileo
« SBAS
 Modernized GPS
e QZSS
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*+ GLONASS

NOTE: GPS MUST NOT be the only
allowed GNSS in this parameter

Table 18: SUPL TRIGGERED RESPONSE Message

9.2.12 SUPL TRIGGERED STOP
SUPL TRIGGERED STORP is used by the SLP or the SEJahcel a triggered session.

Parameter Presence Description

Status Code o Defines the status code of the
message.

Table 19: SUPL TRIGGERED STOP Message

9.2.13 SUPL NOTIFY
SUPL NOTIFY is the message from the SLP to the BENetwork initiated cases.

Parameter Presence Description
Notification The purpose of this field is to provide
M instructions to the SET with respect {o
notification and privacy.

Table 20: SUPL NOTIFY Message

9.2.14 SUPL NOTIFY RESPONSE
SUPL NOTIFY RESPONSE is the response to a SUPL N¥Thessage.

Parameter Presence Description

Notification Response The purpose of this field is to provide
notification response from the user.
This field MUST be present in
response to a SUPL NOTIFY in whig
notification and verification was
requested.

Cv

>

Table 21: SUPL NOTIFY RESPONSE Message

9.2.15 SUPL REPORT
The SUPL REPORT message is used in the followistaices:

@

@)

3

4

For triggered applications, the SUPL REPORT mesgagsed by the SLP to indicate the end of a positg
procedure (SUPL POS session) to the SET. In this ttee SUPL REPORT message may or may not contain a
calculated position.

For triggered applications, the SUPL REPORT messamebe used to send one or more position result(s)
(calculated by the SET) and/or enhanced cell/sentasurement(s) from the SET to the SLP. The SUPRGRT
message may be used without a position resultdicate to the SLP that an Area Event has occukedsult code
may optionally be sent to indicate an error condiife.g. no position available).

As an intermediate report within a continuing bateporting session, the SUPL REPORT message isassied
triggered applications, but the message should @yain the position result(s). This allows theTS&
dynamically manage its memory by managing the amofdata stored in SET.

For single fix notification/verification based oareent location, the SUPL REPORT message is usadrirproxy
mode to indicate the end of the positioning proced8UPL POS) session) to the SET. In this cas&tieL
REPORT message may or may not contain a calcupatsition.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc

Page 239 (410)

(5) SUPL REPORT is used by the SET in response tosaosemfo query from the H-SLP. In this case theP&U
REPORT message contains a list of session-idd attive SUPL sessions. The SUPL REPORT message MAY

also include the SET Capabilities.

NOTE: For uplink reporting, if the amount of report dadde sent exceeds the maximum ULP message leddjth (

Octets), the SET SHALL send the report data in ipl@tSUPL REPORT messages

Parameter

Presence

Description

SessionList

A list of the session-ids of all
active SUPL sessions. The lisf]
does not contain the session-id
of the "session-info query"
session which is already
included in the session-id
parameter of the SUPL
REPORT message

SET capabilities

Defines the capabilities of the
SET. This parameter may only
be used if the SUPL REPORT
message is sent in the context
of a "session-info query"
session.

ReportDataList

(2]

The Report Data List comprise
one up to 1024 occurrences of
Report Data.

>Report Data

Report Data contains the actua
data to be reported: Position
Data, Measurement Data,
Result Code and Time Stamp.

>>Position Data

A calculated position and the
respective positioning mode
used (optional).

>>>position

The calculated position of the
SET (including a time stamp).

>>>posmethod

Positioning method with which
the position was calculated (e.g.
SET Based A-GPS,

autonomous GPS, etc.).

>>>GNSS Positioning
Technology

Defines the GNSSs used to
calculate the position.

« GPS

e Galileo

e SBAS

* Modernized GPS

e QZSSs

* GLONASS

NOTE: This parameter SHALL
NOT be used if posmethod
indicates A-GPS or
autonomous GRS
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>>>GANSS Signals . ]
Informatiog This parameter may be included

to indicate the GANSS Signalg
(up to 16) used for calculation
of the position. GANSS Signal
Information defines a list of
GANSS Signals.

>>>>GANSS Id Defines the GANSS. Integer
(0..15)

0: Galileo

1: SBAS

M 2: Modernized GPS

3: QZSS

4: GLONASS

5-15: Reserved for future use

>>>>GANSS Signals Bitmap (length 8 bits) defining

the supported signals for GNSS

indicated by GANSS ID.

For Galileo, the bits are

interpreted as :

Bit 0: E1

Bit 1: E5a

Bit 2: E5b

Bit 3: ESa+E5b

Bit 4: E6

Bits 5-7: Spare

For Modernized GPS, the bits

are interpreted as:

Bit0:L1C

Bit1:L2 C

Bit 2: L5

Bits 3-7: Spare

For QZSS, the bits are

interpreted as:

Bit 0: L1 C/A

Bit1:L1C

Bit2: L2 C

Bit 3: L5

Bits 4-7: Spare

For GLONASS, the bits are

interpreted as:

Bit 0: G1

Bit 1: G2

Bit 2: G3

Bits 3-7: Spare

For SBAS, the bits are

interpreted as:

Bit 0: L1

Bits 1-7: Spare

>>Multiple Location Ids O Multiple Location Ids.
>>Result Code Result Code describing why no

position or measurement could

o
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be reported:

a. Out of radio coverage

b. No position

c. No measurement

d. No position and no
measurement

e. Out of memory

f.  Out of memory,
intermediate reporting

g. Other

)

>>Time Stamp

Time Stamp in either absolute
time (UTC Time) or relative
time (relative to “now” i.e.
when the SUPL REPORT
message is sent. This parame
is only used if Position Data is
not present. If Position Data is
present, the timestamp
parameter within position is
used as timestamp.

ter

Ver

Ccv

This parameter contains a has
of the SUPL INIT message.
This parameter MUST be useg
if the SUPL REPORT messag
is sent in response to a SUPL
INT message. Otherwise this
parameter is not applicable.

|

11%

More Components

Cv

This parameter is used if the
report data to be sent needs tg
be segmented into multiple
SUPL REPORT messages.

If present, this parameter
indicates that more SUPL
REPORT messages will be
sent. The last SUPL REPORT
message in a series of segme
SHALL omit this parameter.

nts

Table 22: SUPL REPORT Message
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10.Parameter Definitions (Normative)

This section contains descriptions of the pararsetsed in ULP messages.

10.1 NMR

Parameter Presence Value/Description
Describes Contents of the Current
Network Measurement Reports.
Contains 1 to 15 NMR elements

The following fields shall be repeated
for each channel for which
measurements are available. The
measurements shall be ordered by
decreasing channel numbers.

NMR

> NMR element

M ARFCN of the channel. This is an
>>
ARFCN integer (0..1023)
>> BSIC M ?OSIgs;Jf the channel. This is an integer
>> RxLEV M Measured power of the channel.

Integer (0..63). The actual measured
power X in dBm is derived from this
value N by using the formula

X =N-110.
Table 23: NMR Parameter
10.2 Positioning Payload
Parameter Presence Value/Description
Positioning payload Describes the positioning payload for

TIA-801 [TIA-801], RRLP [3GPP
RRLP], RRC [3GPP RRC] and [3GPP
LPP].

The restrictions of maximum PDU
size as specified in [SGPP RRLP]
(242 octets) does not apply. If the size
for "rripPayload" exceeds 65535 bits,
pseudo segmentation according to
[3GPP RRLP] SHALL be used.

Up to three LPP messages and/or up
to three TIA801 messages are allow
to be sent in a single Positioning
Payload IE.

[1%
o

Table 24: Positioning Payload Parameter

10.3 SLP Address

Parameter Presence Value/Description
SLP address The SLP address (SLC or SPC address
for non-proxy mode) can be of type
. IPAddress
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o IPv4
o IPV6
- FQDN

Table 25: SLP Address Parameter

10.4 Velocity

Parameter Presence Value/Description

Velocity Describes the velocity of the SET as
per [3GPP GAD]. One of the
following four formats are supported

. Horizontal Velocity
0 Bearing
0 Horizontal speed

. Horizontal and Vertical
Velocity

Vertical Direction
Bearing

Horizontal speed

O O O o

Vertical speed

. Horizontal Velocity
Uncertainty

0 Bearing
0 Horizontal speed
0 Horizontal speed uncertainty

. Horizontal and Vertical
Velocity Uncertainty

Vertical direction
Bearing
Horizontal speed
Vertical speed

Horizontal speed uncertainty

O O O O o o

Vertical speed uncertainty

Table 26: Velocity Parameter

10.5 Version

Parameter Presence Value/Description
Version Describes the protocol version of ULP
When a SUPL message is received,
the receiving entity SHALL determin
if the major version part specified in
the message is supported by the

(1%
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receiving entity.
>Maj M Major version, range: (0..255), MUST
be 2 for the version described in this
document

>Min M Minor version, range: (0..255), MUST
be 0 for the version described in this
document.

>Serv_ind M Service indicator, range: (0..255),
MUST be 0 for the version described
in this document.

Table 27: Version

10.6 Status Code

Parameter Presence Value/Description
Status Code The different status codes, either error
or information indicators, as described
in the table below

Table 28: Status Code

Status Code Description
Error Indicators Used to indicate errors
unspecified The error is unknown
systemFailure System Failure
protocolError Protocol parsing error
dataMissing Needed data value is missing
unexpectedDataValue A datavalue takes a value that cannot be used
posMethodFailure The underlying positioning method returned a
failure
posMethodMismatch No positioning method could be found matching

requested QoP, SET capabilities and positionirjg
method specified by SLP

posProtocolMismatch No positioning protocol could be found being
available at SET and SLP

targetSETnotReachable The SET was not responding

versionNotSupported Wrong ULP version

resourceShortage There were not enough resources available at the

SLP to serve the SET or not enough resource
available at the SET for the session.

invalidSessionld Invalid session identity

unexpectedMessage Unexpected message received

nonProxyModeNotSupported The SET does not support “Non-Proxy” mode df
operation.

proxyModeNotSupported The SET does not support “Proxy” mode of
operation.

positioningNotPermitted The SET is not authorized by the SLP to obtainja
position or assistance data.

authNetFailure The network does not authenticate the SET. Only
used in SUPL AUTH_RESP

authSuplinitFailure The SUPL INIT message is not authenticated by

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc

Page 245 (410)

the SET or the SLP

serviceNotSupported

Service Capability not suppor

incompatibleProtectionLevel

The Protection Level in the SUPL INIT messag
is not compatible with the protection level of thd
SET

11%

insufficientinterval

The requested interval between fixes is not

compatible with the capabilities of either the SHT

or the SLP.

noSUPLCoverage

The SET lost SUPL coverage. This status codq i
used for V-SLP to V-SLP handover to indicate o

the H-SLP that the SET lost SUPL coverage.

I nfformation | ndicators

Used to indicate information

consentDeniedByUser

User denied consent for location determination
session.

consentGrantedByUser

User granted consent for location determination
session.

sessionStopped

The triggered session has been stopped by the
network or the SET.

Table 29: Status Code

10.7 Position

Parameter

Presence

Value/Description

Position

of the SET. The parameter also

the velocity.

This parameter describes the positio

contains a timestamp and optionally

>Timestamp

Time when position fix was
calculated.

>Position Estimate

>>Sign of latitude

<

Indicates North or South.

>>[ atitude

Integer (0..2%-1).
The latitude encoded value (N) is

degrees (0°..90°) by this formula:
N < 2% X /90 < N+1

derived from the actual latitude X in

>>| ongitude

Integer (-2°.. 2°-1).

degrees (-180°..+180°) by this
formula:
N < 24X /360 < N+1

The longitude encoded value (N) is
derived from the actual longitude X i

>>Uncertainty ellipse (semi
major, semi minor, major
axis)

Contains the latitude/longitude

uncertainty code associated with the
major axis, and the uncertainty code

5

associated with the minor axis and the

orientation, in degrees, of the major
axis with respect to the North. For th
correspondence between the
latitude/longitude uncertainty code
and meters refer to [3GPP GAD] for
details.
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>>Confidence

Represents the confidence by which
the position of a target entity is know
to be within the shape description (i.
uncertainty ellipse for 2D-description
uncertainty ellipsoid for
3D-description) and is expressed as
percentage.

This is an integer (0..100).

S

a

>>Altitude information

Shall be present for a 3D position
information; it shall remain absent fo|
2D position information.

r

>>>Altitude direction

Indicates height (above the WGS84
ellipsoid) or depth (below the WGS8
ellipsoid).

>>>Altitude

Provides altitude information in
meters.

Integer (0..2-1). Refer to [3GPP
GAD] for details

>>>Altitude uncertainty

Contains the altitude uncertainty cod
Refer to [3GPP GAD] for details

o

>Velocity

Speed and bearing values as define|
by the Velocity type and as defined i
[B3GPP GAD]

[®N

Table 30: Position Parameter

The definition and coding of the position estimpéeameter (ellipsoid point with altitude, uncertgiallipse and altitude
uncertainty) is based on [3GPP GAD]. The Datum dsedll positions are WGS-84.

10.8 Positioning Method

Parameter

Presence

Value/Description

Position Method

Describes the positioning method:
. A-GPS SET assisted only
. A-GPS SET based only

. A-GPS SET assisted preferred
(A-GPS SET based is the
fallback mode)

. A-GPS SET based preferred (A-

GPS SET assisted is the fallbag
mode)

. A-GNSS SET Assisted only
. A-GNSS SET Based only

. A-GNSS SET Assisted preferre
(A-GANSS SET Based is the
fallback mode)

. A-GNSS SET Based preferred
(A-GANSS SET Assisted is the

=

|®8

fallback mode)
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. Autonomous GPS
. Autonomous GNSS
. AFLT

. Enhanced Cell/sector

NOTE: Cell-ID is considered as a
subset positioning method of
Enhanced Cell/sector. When a SET
receives the eCID indicator the SET
SHALL respond with the mandatory
Location ID (lid) elements and the
optional Location ID (lid) elements if
these optional elements are supported
by the SET. If these elements are sgnt
by the SET the SLP MAY choose to
utilise or ignore the elements in the
position calculation

. EOTD

. OTDOA

. No position

. Historical Data Retrieval
. Session-Info Query

For Network Initiated scenarios, if a
particular Positioning Method is
desired by the SLP (i.e. sent in SUPL
INIT), and if the following SUPL POS
INIT message (or SUPL
TRIGGERED START message) from
the SET indicates support of that same
Positioning Method, then this
Positioning Method SHALL be used
during the entire SUPL session. If th
Positioning Method desired by the
SLP is not supported by the SET (as
indicated in the SET Capability
parameter in SUPL POS INIT or
SUPL TRIGGERED START) then
another mutually acceptable
Positioning Method (i.e. a positioning
method consistent with the SET's
capabilities) may be used by the SLP
in the positioning session. Otherwise
the SLP will respond with a SUPL
END message with status code
posMethodMismatchnd terminate
the session.

D

For SET Initiated scenarios, the
Positioning Method parameter is used
by the SLP (sentin SUPL
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RESPONSE or SUPL TRIGGERED
RESPONSE) to indicate the
Positioning Method that SHALL be
used for the entire SUPL session.

For Network Initiated scenarios the
positioning method “no position” is
used for single fix location requests
when no SUPL POS session is to be
conducted and the SUPL INIT
message was only sent for notification
and verification purposes. In this cas
the SET will respond with a SUPL
END message including the
appropriate status code
(“consentDeniedByUser” or
“consentGrantedByUser”). In case np
verification was required
(“natification only”), the SET wiill
respond with a SUPL END message
containing no status code.

The positioning method "historical
data retrieval" is used to retrieve
stored historical position estimates
and/or enhanced cell/sector
measurements.

[¢)

In case of A-GNSS SET Based and/pr,
A-GNSS SET Assisted, the GNSS
Positioning Technology parameter
MUST be used in addition to the
Positioning Method parameter (i.e.
must be included in SUPL INIT for
Network Initiated and must be
included in SUPL RESPONSE for
SET Initiated scenarios) to specify
which GNSS(s) is (are) to be used. For
Autonomous GNSS, the GNSS
Positioning Technology MAY be
used to specify which GNSS(s) is
(are) to be used. The GNSS
Positioning Technology parameter ig
only used if at least one GNSS other
than GPS is selected as positioning
method.

NOTE: Once a SUPL session has
been established and a positioning
method determined, positioning
methods may only be switched from
SET Assisted to SET Based or visa
versa if the positioning method
selected was preferredpositioning
method (i.e. SET Assisted Preferred|&
SET Based Allowed or SET Based
Preferred & SET Assisted Allowed.
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An exception is the fallback to cell-id
positioning method which is always
available in case the selected

positioning method failed to produce|a
positioning result during a positioning
session

Session-Info Query is used to retriey
the session-ids of all active SUPL
sessions at the SET and optionally
also the SET Capabilities. No positio
fix is calculated during a "Session-
Info Query" session.

D

>

Table 31: Positioning Method Parameter

10.9 Requested Assistance Data

Parameter Presence Value/Description
Requested assistance data - This parameter is applicable for A-
GPS positioning methods. It describes
the requested A-GPS assistance data
in form of a bitmap:

. Almanac indicator

. UTC model

. lonospheric model

. DGPS corrections

. Reference location

. Reference time

. Acquisition assistance
. Real-time integrity

. Navigation model

NOTE: Reference location Bit is used
for requesting Reference Location also

for GANSS
Navigation Model Ccv When the navigation model indicatot
is set, this field is present.
>GPS week M Contains the GPS week of the

assistance data currently held in the
SET; range is 0 to 1023

>GPS Toe M Contains the GPS time of Ephemerig
in hours of the newest set of
Ephemeris contained in the SET,;
range is 0 to 167

>NSAT M Contains the number of satellites to be
considered for the current GPS

assistance data request (number of
satellites for which ephemeris data i$
available in the SET); range is 0 to 3
If the SET has no ephemeris data, this

=
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field SHALL be set to zero. If the SE[T

has ephemeris data whose age exceeds

the T-Toe limit, this field may be set

to zero. If the network receives a zero

value for this field, it shall ignore the
GPS week and GPS Toe fields and

assume that the SET has no ephemeris

data

>T-Toe limit

Contains the Ephemeris age tolerance

of the SET to the network in hours;
range is 0 to 10

>Satellite information

Cv

Present if NSAT > 0, repeated NSAT
times

>>Satld

Identifies the satellite and is equal to|
(SV ID No-1) where SV ID No is

defined in ICD-GPS-200C. Range is|0

to 63

>>|ODE

Represents the satellite sequence
number, range is 0 to 255

GANSS Requested Common
Assistance Data

>GANSS Reference Time

GANSS reference time. Boolean,
"true" if requested, "false" otherwise

>GANSS lonospheric model

GANSS lonospheric model. Boolean,
"true" if requested, "false" otherwise

>GANSS Additional
lonospheric Model for Data
ID="00

GANSS lonospheric model, see
[BGPP 49.031] for further information
on Data ID

>GANSS Additional
lonospheric Model for Data
ID="11

GANSS lonospheric model, see
[B3GPP 49.031] for further information
on Data ID

>GANSS Earth-Orientation
Parameters

Earth-Orientation Parameters for
precise coordinate transformations

GANSS Requested Generic
Assistance Data

Generic data requested for GANSS.
included, this parameter is repeated
for each GANSS the assistance data
requested. In addition, in the case of
SBAS this parameter is repeated for
each SBAS the assistance data is
requested.

>GANSS ID

Defines the GANSS for which the
assistance data is requested.

0: Galileo

1: SBAS

2: Modernized GPS

3: QZSS

4: GLONASS

5-15: Reserved for future use

S
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Present if GANSS ID indicates SBAS.
Bit Sting interpreted as:

000: WAAS

001: EGNOS

010: MSAS

011: GAGAN

Real Time integrity requested for a
particular GANSS. Boolean, "true" if
requested, "false" otherwise.

o If present, differential corrections arg
requested. Bitmap (length 8 bits)
defining for which signals the
corrections are requested

For Galileo, the bits are interpreted as:
Bit 0: E1

Bit 1: E5a

Bit 2: E5b

Bit 3: E6

4-7: spare

For Modernized GPS, the bits are
interpreted as:

Bit0:L1C

Bit1:L2 C

Bit 2: L5

Bits 3-7: Spare

For QZSS, the bits are interpreted as:
Bit0: L1 C/A

Bit1:L1C

Bit2: L2 C

Bit 3: L5

Bits 4-7: Spare

For GLONASS, the bits are
interpreted as:

Bit 0: G1

Bit 1: G2

Bit 2: G3

Bits 3-7: Spare

For SBAS, the bits are interpreted as:
Bit 0: L1

Bits 1-7: Spare

GANSS Almanacs for the particular
GANSS Id. Boolean, "true" if
requested, "false" otherwise.

If GANSS ID indicates modernized
GPS or QZSS and Almanac Model ID
is not included in GANSS Additional
Assistance Data Choices, this bit sha
be interpreted as Model-4 for
modernized GPS and as Model-2 fo
QZSS, defined in Table A.54 of
[3GPP RRLP].

If present, GANSS navigation model

> SBAS ID Ccv

>GANSS Real-Time Integrity M

>DGANSS Differential
Corrections

>GANSS Almanac M

2]

>GANSS Navigation Model O
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are requested

>>GANSS Week or Day M Week or Day numb_er of the assistance
data currently held in the set.
If GANSS ID does not indicate
GLONASS this field is expressed in
GANSS weeks. Range is 0 to 4095.
If GANSS ID indicates GLONASS
this field is expressed in days as
defined in [3GPP 49.031].

Time-of-Ephemeris of the assistance
>>GANSS_Toe M data currently held in the SET,
If GANSS ID does not indicate
GLONASS this field is expressed in
hours. Range is 0 to 167.
If GANSS ID indicates GLONASS
Toe is expressed in units of 15
minutes. Range thenis 0 to 95 (0 to
1425 minutes).

Ephemeris age tolerance of the UE to
network.

If GANSS ID does not indicate
GLONASS this field is expressed in
hours. Range is 0 to 10.

If GANSS ID indicates GLONASS
Toe is expressed in units of 30
minutes. Range thenis 0 to 15 (0 to
450 minutes).

Information of the satellites for which
the ephemeris data is available in
SET.

M Identifies the satellite for which
assistance is requested and is
interpreted as in table A.10.14 in
[3GPP RRLP].

>>>10D M Issue of Data_l for SatID as defined in
table A.48.2 in [3GPP RRLP].

>GANSS Time Model GNSS- o If present, time mo_dels to convert
GNSS reference system time to GNSS

system time are requested. Referencge
system is indicated by GANSS ID.
Bitmap (length 16 bits) defining
GNSS system for which GNSS the
time models are requested:

0: GPS

1: Galileo

2: QZSS

3: GLONASS

Bits 4-15: spare.

SGANSS Reference M Boolean value, if set to true reference
MEESITETET: IrETrEiliEn code and Doppler measurement
information of satellites of a GANSS
constellation are requested.

>>T-Toe limit M

>>Satellites list related data (@]

>>>SatlD
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>GANSS data bits

Request Bit stream of GANSS

>>GANSS TOD minute

The reference time modulo 60 s of t
first data bit of the requested data in
integer seconds in GNSS specific

system time of the GNSS indicated k
GANSS ID.

e

y

>>Data bit assistance

>>>GANSS Signal

Bitmap (length 8 bits) defining the
supported signals for GNSS indicate
by GANSS ID.

For Galileo, bits are interpreted as :
Bit 0: E1

Bit 1: E5a

Bit 2: E5b

Bit 3: ESa+E5b

Bit 4: E6

Bits 5-7: Spare

For Modernized GPS, the bits are
interpreted as:

Bit0:L1C

Bit1:L2 C

Bit 2: L5

Bits 3-7: Spare

For QZSS, the bits are interpreted a
Bit 0: L1 C/A

Bit1:L1C

Bit2: L2 C

Bit 3: L5

Bits 4-7: Spare

For GLONASS, the bits are
interpreted as:

Bit 0: G1

Bit 1: G2

Bit 2: G3

Bits 3-7: Spare

For SBAS, the bits are interpreted as:

Bit0: L1
Bits 1-7: Spare

>>>GANSS Data Bit Interval

This field represents the time length
for which the Data Bit Assistance is
requested. The Data Bit Assistance
shall be relative to the time interval
(GANSS TOD, GANSS TOD + Data
Bit Interval).

The Data Bit Intervat, expressed in
seconds, is mapped to a binary num
K with the following formula:

r=0.1* 2K

ber

Value K=15 means that the time
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interval is not specified.

This parameter may be included to

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.

>>>Satellite Information O S . .
indicate a list of satellites (up to 64)
for which the Data Bit Assistance
Request is applicable
>>>>SatlD M I((;e\:/n:i[f)ieliotr]el)satellite and is equal tg
>GANSS UTC model M UTC model requested. Boolean, "trug"
if required, "false" otherwise. If
GANSS ID indicates QZSS and UTC
Model ID in GANSS Additional
Assistance Data Choices is not
included, this bit shall be interpreted
as Model-1 as defined in Table A.55
of [3GPP RRLP].
>GANSS Additional Data o If present, some GANSS Additional
Choices Assistance Data is requested.
: ID as defined in A.49.2 of [3GPP
>> Orbit Model ID o . N
© RRLP]. Missing field indicates
request for the native model.
ID as defined in A.49.1 of [3GPP
>> Clock Model ID O o T
RRLP]. Missing field indicates
request for the native model.
ID as defined in A.55/A.55.17 of
>>>UTC Model ID SR
o [3GPP RRLP]. Missing field indicates
request for the native model.
ID as defined in A.54 of [3GPP
>>Almanac Model ID o R
o RRLP]. Missing field indicates
request for the native model.
>GANSS Auxiliary o GANSS Auxiliary Information
Information including signal availability for SVs
and GLONASS frequency
assignments requested.
>GANSS Extended 0
Ephemeris
- M Requested validity period for Extended
S ephemeris in steps of four hours
>GANSS Extended O See [_SG_PP 49.031] for further information
’ on this field.
Ephemeris Check
- M Begin time of the Extended ephemeris
et Ul currently held by the SET
) M End time of the Extended ephemeris
S VS currently held by the SET
GPS Extended Ephemeris O
>Validity Hours M Requestgd _valldlty period for Extended
ephemeris in steps of four hours
GPS Extended Ephemeris (e} Se?h['scfiplz 49.031] for further information
Check on this field.
- M Begin time of the Extended ephemeris
FEEQIT Ul currently held by the SET
. M End time of the Extended ephemeris
S T currently held by the SET
[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Table 32: Requested Assistance Data Parameter

10.10 SET capabilities

Parameter Presence Value/Description

SET capabilities - SET capabilities (not mutually
exclusive) in terms of supported
positioning technologies and
positioning protocols.

During a particular SUPL session, a
SET may send its capabilities more
than once — specifically, in SET
initiated cases, the SET capabilities
are sent in SUPL START, SUPL
TRIGGERED START and in SUPL
POS INIT. For immediate requests,
the SET capabilities MUST NOT
change during this particular session).
For triggered requests, the SET
capabilities MAY change during a
session.

The SET Capabilities parameter MA
also be used by the SET to inform th
H-SLP about its service capabilities.

>Pos Technology M Defines the positioning technology.
Zero or more of the following
positioning technologies (including
those listed in the optional GANSS
Position Methods structure):

. SET-assisted A-GPS
. SET-based A-GPS

® <

. Autonomous GPS

. AFLT

. E-CID

. E-OTD
. OTDOA

NOTE. The E-CID bit SHALL be set
only when TA and/or NMR

information or Pathloss information is
provided within the Location ID IE

>>GANSS Position Methods O Defines the supported GANSS (i.e.
other than A-GPS). If included, this
parameter is repeated for each
supported GANSS. In addition, in the
case of SBAS the parameter is
repeated for each supported SBAS.
>>>GANSS ID M Defines the GANSS. Integer (0..15)
0: Galileo

1: SBAS

2: Modernized GPS
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3: QZSS
4: GLONASS
5-15: Reserved for future use

>>>SBAS ID

Ccv

Present if GANSS ID indicates SBAS.
Bit string interpreted as:
000: WAAS

001: EGNOS

010: MSAS

011: GAGAN

>>>GANSS Positioning
Modes

Bitmap defining the supported mode
for GNSS indicated by GANSS ID.
Bit 0: SET Assisted

Bit 1: SET Based

Bit 2: Autonomous

>>>GANSS Signals

Bitmap (length 8 bits) defining the
supported signals for GNSS indicate
by GANSS ID.

For Galileo, bits are interpreted as :
Bit 0: E1

Bit 1: E5a

Bit 2: E5b

Bit 3: ESa+E5b

Bit 4: E6

Bits 5-7: Spare

For Modernized GPS, the bits are
interpreted as:

Bit0:L1C

Bit1:L2 C

Bit 2: L5

Bits 3-7: Spare

For QZSS, the bits are interpreted a
Bit0: L1 C/A

Bit1:L1C

Bit2: L2 C

Bit 3: L5

Bits 4-7: Spare

For GLONASS, the bits are
interpreted as:

Bit 0: G1

Bit 1: G2

Bit 2: G3

Bits 3-7: Spare

For SBAS, the bits are interpreted as:
Bit0: L1

Bits 1-7: Spare

>Pref Method

One of the following preferred modes:
. A-GNSS SET-assisted preferred
. A-GNSS SET-based preferred

. No preferred mode

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve
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>Pos Protocol M Zero or more of the following
positioning protocols (bitmap):
. RRLP
. RRC
. TIA-801
. LPP
>>Pos Protocol Version Ccv Describes the protocol version of
RRLP RRLP Positioning Protocol.
It is required if RRLP is identified in
the Pos Protocol parameter.
The following RRLP versions are the
lowest versions which are supported
by the SET and the SLP:
For Release 5: 5.12.0 and 5.14.0, for
Release 6: 6.9.0, for Release 7: 7.11.0
and for Release 8: 8.3.0.
No lower versions shall be supported.
In addition, if some future version
x.y.z of RRLP becomes non-backwalrd
compatible with earlier versions (e.g
due to an essential correction), an S|P
should support at least one version
earlier than x.y.z as well as at least
one version equal to or later than
X.y.z. For each release, the SET ma
support any version equal to or newe
than the minimum versions listed
above.

>>>Major Version Field M First (most significant) element of the
version number for RRLP, range:
(0..255)

>>>Technical Version Field M Second element of the version number
for RRLP, range: (0..255)
>>>Editorial Version Field M Third (least significant) element of th
version number for RRLP, range:
(0..255)

>>Pos Protocol Version RRC Ccv Describes the protocol version of RRC
Positioning Protocol.

It is required if RRC is identified in
the Pos Protocol parameter.

The following RRC versions are the
lowest versions which are supported
by the SET and the SLP:
For Release 5: 5.11.0 and 5.23.0, for
Release 6: 6.21.0, for Release 7:
7.12.0 and for Release 8: 8.6.0.
No lower versions shall be supported.
In addition, if some future version
x.y.z of RRC becomes non-backward
compatible with earlier versions (e.g
due to an essential correction), an S|P
should support at least one version
earlier than x.y.z as well as at least
one version equal to or later than

=

)
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x.y.z. For each release, the SET ma

support any version equal to or newe

than the minimum versions listed
above.

D
= -

>>>Major Version Field

First (most significant) element of the

version humber for RRC, range:
(0..255)

>>>Technical Version Field

Second element of the version
number, range: (0..255)

>>>Editorial Version Field

Third (least significant) element of th
version number for RRC, range:
(0..255)

>>Pos Protocol Version TIA-
801

Cv

Describes the protocol version of
3GPP2 C.S0022 (TIA-801)
Positioning Protocol.

It is required if TIA-801 is identified
in the Pos Protocol parameter.

>>>Supported Pos Protocol
Version TIA-801

Specifies a list of up to 8 different

supported 3GPP2 C.S0022 versions|.

This parameter is required (with at
least one entry in the list) if TIA-801
is identified in the Pos Protocol
parameter.

>>>>Revision Number

Revision part of document number fg
the specifications of C.S0022
Positioning Protocol.

Value: [0,A-Z]

=

>>>>Point Release Number

Point Release number for C.S0022,
range: (0..255)

>>>|nternal Edit Level

Internal Edit Level for C.S0022,
range: (0..255)

>>Pos Protocol Version LPP

Cv

Describes the protocol version of LP
Positioning Protocol.

It is required if LPP is identified in th
Pos Protocol parameter.

U

>>>Major Version Field

First (most significant) element of the

version number for LPP Positioning
Protocol, range: (0..255)

D

>>>Technical Version Field

Second element of the version numhk
for LPP Positioning Protocol, range:
(0..255)

er

>>>Editorial Version Field

Third (least significant) element of th
version number for LPP Positioning
Protocol, range: (0..255)

D

>Service Capabilities

Cv

The service capabilities of the SET 3
described in this parameter. The SE
MAY send this parameter in SUPL
START, SUPL POS INIT, SUPL
TRIGGERED START, SUPL AUTH
REQ and SUPL END. This parametg

h

=

is mandatory in SUPL TRIGGERED
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START in the case of a Network
Initiated session. The purpose of thig
parameter is to inform the H-SLP
about the service capabilities of the
SET
>>services supported M Defines the supported services by th
SET. Only Network Initiated services
are relevant in this context.
Zero or more of the following services
are supported:

e Periodic Trigger

« Area Event Trigger
>>reporting capabilities Ccv Defines the reporting capabilities of
the SET. This parameter is only
required if periodic triggers are
supported by the SET in which case
the parameter is mandatory.
>>>minimum interval M Defines the minimum interval

between fixes between fixes allowed by the SET.
This parameter is used by the H-SLH
to avoid conflict between the desired
interval between fixes and the SET’S
capabilities. Range: 1 to 3600, Units

[¢)

in seconds.
>>>maximum interval (@] Defines the maximum interval
between fixes between fixes allowed by the SET.

This parameter is used by the H-SLR
to avoid conflict between the desired
interval between fixes and the SET’S
capabilities. This parameter is
optional. If not present, no maximum
interval between fixes is specified.

Range: 1 to 1440, Units in minutes.

>>>rep mode M Supported reporting mode(s):

* Realtime

* Quasireal time

» Batch reporting

(At least one of the three reporting
modes must be supported)

>>>batch rep cap Cv Defines the type of batch reporting
capabilities supported by the SET

(only applicable to quasi real time and

batch reporting):

» Report positionttue if reporting
of position is allowedfalse
otherwise)

* Report measurementsue if
reporting of measurements is
supportedfalseotherwise)

*  Maximum number of positions
(range: 1 to 1024)

*  Maximum number of
measurements (range: 1 to 1024)

>>event trigger capabilities CV Defines the event trigger capabilities
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of the SET. This parameter is only
required if area event triggers are
supported by the SET in which case
the parameter is mandatory.

>>> geo area shapes
supported

This parameter defines the geographic
target area shapes supported by the
SET in addition to mandatory circular
area:

» Elliptical
e Polygon

>>> max number of
geographical target areas
supported

This parameter defines the maximum
number of geographic target areas the
SET supports. (range: 1 to 32)
This parameter is optional. If not
present, the SET does not support
geographical target areas.

>>> max number of Area Id
Lists supported

This parameter defines the maximum
number of Area Id Lists the SET
supports. (range: 1 to 32)

This parameter is optional. If not
present, the SET does not support
Area Ids.

>>> max number of Area Ids
supported per Area Id List

Cv

This parameter defines the maximum
number of Area Ids per Area Id List
the SET supports. (range: 1 to 256)
This parameter is conditional: if max
number of Area Id Lists is present,
then this parameter MUST be presen
Otherwise this parameter MUST NOJT
be present.

=3

>>session capabilities

Defines the session capabilities of th

SET:

» Total number of simultaneous
sessions (range: 1 to 128).

*  Maximum number of
simultaneous periodic triggered
sessions (only used for periodic
triggers) (range: 1 to 32).

e Maximum number of
simultaneous area event
triggered sessions (only used fa
area event triggers) (range: 1 tg
32).

D

=

> supported bearers

This parameter indicates which
bearers the SET supports Note that
each bearer in this list must be
supported by the SET, but not all at
the same time.

The parameter indicates support for
one or more of the following:

+ GSM
*  WCDMA/TD-SCDMA

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve
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« CDMA
+ HRPD
« UMB

« LTE

*  WLAN
«  WIMAX

Table 33: SET capabilities Parameter

10.11 Location ID

Parameter Presence Value/Description

Location ID - Defines the current serving cell,
current serving WLAN AP or current
serving WiMAX BS information of
the SET.

>Cell Info M The following cell IDs are supported;
. GSM Cell Info

. WCDMA/TD-SCDMA Cell
Info

. CDMA Cell Info
. HRPD Cell Info
. UMB Cell Info

. LTE Cell Info

. WLAN AP Info
. WIMAX BS Info

>Status M Describes whether or not the cell,

WLAN AP or WIMAX BS info is:

. Not Current, last known cell/AR
info

. Current, the present cell/AP info

. Unknown (i.e. not known
whether the cell/AP id is curren
or not current)

NOTE: The Status parameter does
NOT apply to WCDMA/TD-SCDMA
optional parameters (Frequency Info,
Primary Scrambling Code/Cell
Parameters ID and Measured Results
List). Frequency Info, Primary
Scrambling Code/Cell Parameters IL
and Measured Results List, if present
are always considered to be correct for
the current cell

=3
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Table 34: Location ID Parameter

10.11.1 GSM Cell Info

The gsmCell parameter defines the parameter ofM @8io cell.

Parameter Presence Value/Description
Gsm Cell Info - GSM Cell ID
>MCC M Mobile Country Code, range: (0..999)
>MNC M Mobile Network Code, range: (0..999)
>LAC M Location Area Code, range: (0..65535)
>Cl M Cell Identity, range: (0..65535)
>NMR o Network Measurement Report — can
be present for 1 to 15 cells.
>>ARFCN M ARFCN, range: (0..1023)
>>BSIC M BSIC, range: (0..63)
>>RXLev M RXLEV, range: (0..63)
>TA O Timing Advance, range: (0..255)

Table 35: GSM Cell Info Parameter

10.11.2 WCDMA/TD-SCDMA Cell Info

The wecdmacCell parameter defines the parameteMéC®MA/TD-SCDMA radio cell.
Parameter Presence Value/Description

WCdma’TDlr‘]fOCDMA Cell ; WCDMA/TD-SCDMA Cell ID

>MCC M Mobile Country Code, range: (0..999)
>MNC M Mobile Network Code, range: (0..99¢
>UC-ID Cell Identity, range: (0..268435455).
M NOTE: this information element
contains the Cell Identity sent in SIB
[B3GPP RRC]

>Frequency Info Frequency info can be:

fdd:

uarfcn-UL, ra nge: (0..16383)
uarfcn-DL, ra nge: (0..16383)

In case of fdd, uarfcn-UL is optional
while uarfcn-DL is mandatory. If
uarfcn-UL is not present, the default
o duplex distance defined for the
operating frequency band shall be
used [3GPP RRC].

tdd:

uarfcn-Nt, range: (0..16383)

~

W

NOTE: Frequency Info and Primary
Scrambling Code are always those @
the current cell

>Primary Scrambling Code Primary Scrambling Code, range:
(0..511)

=

NOTE: This field applies only to
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WCDMA

NOTE: Frequency Info and Primary
Scrambling Code/Cell Parameters

ID are always those of the current ce
>Measured Results List Network Measurement Report for
WCDMA/TD-SCDMA comprising
both intra- and/or inter-frequency cell
measurements (as per [3GPP RRC]).

>Cell Parameters ID Cell Parameters ID, range: (0..127)

NOTE: This field applies only to TD-
SCDMA

(0] NOTE: Frequency info and Cell
Parameters ID are always those of the
current cell.

NOTE: This parameter is mandatory|
for a TD-SCDMA cell

>Timing Advance Timing advance

NOTE: This field applies only to TD-
SCDMA

>>TA Timing advance measurement, range
(0..8191)

For 1.28Mcps TDD, it means uplink
timing advance applied by the UE (a
per 5.1.14 [3GPP 25.225])

o

For 3.84Mcps TDD, it means absolute
timing advance value to be used to
M avoid large delay spread at the NodeB
(as per 10.3.6.95 [3GPP RRC] and as
per 10.3.6.95a [3GPP RRC]); In suc
case, 256 to 8191 value is spare;

-

For 7.68Mcps TDD, it means absolute
timing advance value to be used to
avoid large delay spread at the NodeB
(as per 10.3.6.95 [3GPP RRC] and as
per 10.3.6.95a [3GPP RRC]); In suc
case, 512 to 8191 value is spare;

>>TA Resolution Measurement resolution.

Supported resolutions are 0.125, 0.5
and 1 chips.

=]

If this field is missing, the resolution
is 0.125 chips.

>> Chip Rate UTRA-TDD chip rate. Supported chi
(0] rates are 1.28, 3.84 and 7.68 Mchips/s.

(=)
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If this field is missing, the rate is 1.2
Mchips/s.

Table 36: WCDMA/TD-SCDMA Cell Info Parameter

10.11.3 LTE Cell Info

The LTE Cell Info parameter defines the parameter loTE radio cell.

~

EUTRA

Parameter Presence Value/Description
LTE Cell Info i LTE Cell ID. Parameter definitions in
[3GPP 36.321].
>CellGloballdEUTRA M
>>PLMN-Identity M
>>>MCC M Mobile Country Code, range: (0..999)
>>>MNC M Mobile Network Code, range: (0..99¢
>>Cl M Cell Identity, length 28 bits.
>PhysCellld M Physical Cell ID, range: (0..503)
>TrackingAreaCode M Tracking Area Code, length 16 bits
>RSRPResult Reference Signal Received Power,
o range: (0..97)
>RSRQPResult Reference Signal Received Quality,
o range: (0..34)
>TA o Timing Advance, range: (0.. 1282) (as
per [3GPP 36.321)).
>Measured Results List o Network Measurement Report for

LTE ([3GPP LTE]).

10.11.4 CDMA Cell Info

Table 37: LTE Cell Info

The cdmacCell Cell Info parameter defines the patama a CDMA radio cell.

Parameter Presence Value/Description
Cdma Cell Info - CDMA Cell ID
>NID M Network ID, range: (0..65535)
>SID M System ID, range: (0..32767)
>BASEID M Base Station ID, range: (0..65535)
>BASELAT M Base Station Latitude, range:
(0..4194303)
>BASELONG M Base Station Longitude, range:
(0..8388607)
>REFPN M Base Station PN Number, range:
(0..511)
>WeekNumber M GPS Week number, range: (0..65535)
>Seconds M GPS Seconds, range: (0..4194303)

10.11.5 HRPD Cell Info

The HRPD Cell Info parameter defines the paranatarHRPD radio cell.

Table 38: CDMA Cell Info
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Parameter Presence Value/Description
Hrpd Cell Info - HRPD Cell ID
>SECTORID M Sector ID, length 128 bits
>BASELAT M Base Station Latitude, range:
(0..4194303)
>BASELONG M Base Station Longitude, range:
(0..8388607)
>WeekNumber M GPS Week number, range: (0..65535)
>Seconds M GPS Seconds, range: (0..4194303)

Table 39: HRPD Cell Info

10.11.6 UMB Cell Info

The UMB Cell Info parameter defines the parameter OMB radio cell.

Parameter Presence Value/Description
Umb Cell Info - UMB Cell ID
>SECTORID M Sector ID, length 128 bits
>MCC M Mobile Country Code, range: (0..999)
>MNC M Mobile Network Code, range: (0..999)
>BASELAT M Base Station Latitude, range:
(0..4194303)
>BASELONG M Base Station Longitude, range:
(0..8388607)
>WeekNumber M GPS Week number, range: (0..65535)
>Seconds M GPS Seconds, range: (0..4194303)

Table 40: UMB Cell Info

10.11.7 WLAN AP Info
The WLAN AP Info parameter defines the parametéis WLAN access point [IEEE 802.11v].

Parameter Presence Value/Description
WLAN AP Info - WLAN Access Point ID
>AP MAC Address M Access Point MAC Address
>AP Transmit Power (0] AP Transmit power in dBm
>AP Antenna Gain (0] AP antenna gain in dBi
>AP S/N o AP Signal to Noise received at the
SET in dB
> Device Type Options are:
o 802.11a dev?ce, 802.11b device and
802.11g device.
Future networks are permitted.
>AP Signal Strength o AP signal strength received at the SET
in dBm
>AP Channel/Frequency (0] AP channel/frequency of Tx/Rx
>Round Trip Delay o Round Trip Delay (RTD) between the
SET and AP
>>RTD Value M Measured RTD value
>>RTD Units M Units for RTD value and RTD
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accuracy — 0.1, 1, 10, 100 or 1000
nanoseconds

>>RTD Accuracy

RTD standard deviation in relative

(0] .
units
>SET Transmit Power (0] SET Transmit power in dBm
>SET Antenna Gain (0] SET antenna gain in dBi
>SET SIN o SET Signal to Noise received at the
AP in dB
>SET Signal Strength o SET signal strength received at the AP
in dBm
>AP Reported Location o Location of the Access Point as
reported by the AP
>>L ocation Encoding Location encoding description
M - LCl as per [RFC 3825]
- ASN.1 as per [X.694]
>>| ocation Data M Location Data
>>>| ocation Accuracy (0] Location Accuracy in units of 0.1m
>>>| ocation Value M Location value in the format defined

in Location Encoding

Table 41: WLAN AP Info

10.11.8 WIMAX BS Info

The WIMAX BS Info parameter defines the parametéra WiMAX base station [IEEE 802.16-2004].

Parameter Presence Value/Description
WIiMAX BS Info - WIMAX Base Station Info
>BS ID M Base Station Identifier
Bit string of fix length of 48
>RTD measurement Round Trip Delay (RTD) or relative
(0] RTD measurement between the SET
and the serving BS
>>Round Trip Delay Round Trip Delay (RTD) between the
M SET and the serving BS in units of 10
ns
Range (0 .. 65535)
>>Round Trip Delay Standard deviation of the Round Trip
Uncertainty (0] Delay measurement in units of 10 ng
Range (0 .. 1023)
>WiMAX NMR List o WIMAX network measurements.
Repeated 1-32 times.
>>BS ID Base Station for the serving and
M neighboring cell measurement.
Bit string of fixed length of 48
>> Relative Delay Relative Delay between the SET ang
o the neighboring BS in units of 10 ns.
Not applicable for the serving BS.
Range (-32768..32767)
>> Relative Delay uncertainty o Relative Delay uncertainty in units of
10 ns.
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Range (0 .. 1023)

>>BS Signal Strength

BS signal strength received at the S
in dBm
Range (0 .. 255)

>>BS Signal Strength
Uncertainty

Standard deviation of BS signal
strength received at the SET in dB
Range (0 .. 63)

>>BS Tx Power

BS equivalent isotropic transmit
power
Range (0 .. 255)

>>BS CINR

BS Carrier to Noise and Interference
Ratio as received at the SET in dB
Range (0 .. 255)

>>BS CINR Uncertainty

Standard deviation of BS Carrier to
Noise and Interference Ratio as
received at the SET in dB

Range (0 .. 63)

>> BS Location

Location of the BS as reported by th
BS

>>>| ocation Encoding

Location encoding description
- LCl as per [RFC 3825]
- ASN.1 as per [X.694]

=T

>>>>| ocation Data

Location Data

>>>>>| ocation Accuracy

Location Accuracy in units of 0.1m
Integer (0..4294967295)

>>>>>| ocation Value

M

Location value in the format defined
in Location Encoding

Octet string of fix length of 128

10.12 Notification

Table 42: WIMAX BS Info

Parameter Presence Value/Description
Notification - Describes the notification/verification
mechanism to be applied.
>Notification type M Type of natification:

. No notification & no
verification

. Notification only
. Notification and verification

o Allowed on no answer (if no
answer is received from the
SET User, the SET will
assume that user consent h
been granted and will
proceed)

0 Denied on no answer (if no
answer is received from the

S

SET User, the SET will
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assume that user consent has
been denied and will abort)

. Privacy override (is used for
preventing notification and
verification without leaving any
traces of a performed position
fix or position fix attempt in
terms of log files etc. on the
SET).

For “Allowed on no answer” and
“Denied on no answer”, the SET
SHOULD return a response to the Ht
SLP within 40 seconds of receiving

the SUPL INIT. This allows the ST2
timer on the H-SLP to be configured
to take user response time into account
along with SUPL INIT delivery time,
secure session initiation, etc.

>Encoding type

Ccv

Encoding type is required when
Notification type is set to Notification
only or Notification and verification
and when RequestorID or ClientName
is used.

. ucs2

. gsm-default
. UTF-8
NOTE: gsm-default refers to the 7-bjt

default alphabet and the SMS packing
specified in [3GPP 23.038].

>RequestorID

Identity of the Requestor

>RequestorType

Cv

Indicates the RequestorlID type. It is
required if RequestorID is present.

The RequestorlD type can be one of
the following:

. Logical name

. MSISDN

. E-mail address

. URL

. SIP URI

. IMS public identity
. MIN

. MDN

>ClientName

>

The name of the Location Applicatio

>ClientNameType

Cv

Indicates the type of the client name
It is required if ClientName is present.
The type of the client name can be gne
of the following:
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. Logical name
. MSISDN

. E-mail address

. URI
. SIP URL
. IMS public identity
. MIN
. MDN
Emergency Call Location Ccv Indicates location in association with

an emergency call. Required in a
SUPL INIT for an emergency call.

Table 43: Notification Parameter

10.13 QoP
Parameter Presence Value/Description
QoP - Describes the desired Quality of
Position
>Horizontal accuracy M Horizontal accuracy as defined in
[3GPP GAD]
>Vertical accuracy (0] Vertical accuracy as defined in [3GPP

GAD]

> Maximum Location Age (0] Maximum tolerable age of position
estimates used for cached position
fixes. Units in seconds from O to
65535.

>Delay O Values as defined for element

Response Time in [3GPP RRLP]:
2”N, N from (0..7), unit is seconds

NOTE: the Delay value should be
applied to the timer of the used
positioning protocol i.e. any
positioning protocol specific timers
(timers within the SUPL POS block)
MUST be equal to the Delay value.

Table 44: QoP

10.14 Session ID

The Session ID SHALL be a unique value, consistihtyvo parts, a SET value (SET Session ID) (seémet0.14.1)
concatenated with an SLP value (SLP Session I[@) gsetion 10.14.2).

Parameter Presence Value/Description
SET Session ID M Part of Session ID pertaining to the
SET
SLP Session ID M Part of Session ID pertaining to the
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| | | sLP |

Table 45: Session ID Parameter

For Network-Initiated flows, when sending a SUPLUTNo the SET, the SLP SHALL assign a value to$ihé Session ID,
but to save bandwidth, the SLP SHALL not include 8ET Session ID in the message. The SET SHALL #ssign a value
to the SET Session ID when it receives the mesgagefurther messages SHALL contain the resultamigined Session
ID for the remainder of the session.

For SET-Initiated flows, when sending a SUPL STABUPL TRIGGERED START or SUPL SET INIT messagehim t
SLP, the SET SHALL assign a value to the SET Sed§lo The SET will not send an SLP Session ID iesthmessages
since no SLP Session ID yet exists. The SLP SHAddign a value to the SLP Session ID when it reseives of these
messages. All further messages SHALL contain thelt@nt combined Session ID for the remainder efsssion. The
exception to this rule is the sending of a SUPLGRERED START message by the SET after receivingRLSEND
message with cause code “no SUPL coverage” durmgaP to V-SLP handover. In order to allow the SbRontinue

(i.e. re-establish) the triggered SUPL session3fB€& must include the full session id (i.e. SETs8&sID and SLP Session
ID) in the SUPL TRIGGERED START message (the fesion id is the current active session id i.estssion id received
in the SUPL END message which initiated the V-SaR/+SLP handover).

The Session ID SHALL allow for multiple simultanensessions on both the SLP and the SET. The mgiogel of the
Session ID is to allow both SLP and SET to distisguetween multiple simultaneous sessions. Takih@ntage of this
capability, the SLP SHALL be capable of supportingltiple SUPL sessions with the same SET over amglbrer of one or
more secure sockets.

10.14.1 SET Session ID

This section describes the construct of the SEEiGedD.

Parameter Presence Value/Description

Session ID M Session identifier, unique from SET
perspective. This value SHALL be
unique over all concurrently active
ULP sessions on that particular SET
This value may be reused by the SE[T
after the ULP session for which it is
being used has ended.

SET ID M SET identity value
This parameter can be of type

. MSISDN

. MDN

. MIN

. IMSI

. NAI

. IPAddress
o IPv4
o |IPv6

Table 46: SET Session ID Parameter

10.14.2 SLP Session ID

This section describes the construct of the SLRi&ed$D.

Parameter Presence Value/Description
Session ID M Session identifier, unique from SLP
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perspective. This value SHALL be
unique over all concurrently active
ULP sessions on that particular SLP

This value may be reused by the SLP

after the ULP session for which it is
being used has ended.

This parameter is written into a 4-
octet-string.

SLP ID

The identity of the SLP.
This parameter can be of type

. IPAddress
o IPv4
o |IPv6

. FQDN.

NOTE: SLP ID MAY be of different
type and different value compared tg
the parameter SLP address in the
messages SUPL INIT and SUPL
RESPONSE

10.15 SLP Mode

Table 47: SLP Session ID Parameter

Parameter Presence Value/Description

SLP Mode - Describes the mode that the SLP (S
for non-proxy mode) uses.
This parameter can be of type
Proxy mode
Non-proxy mode

Table 48: SLP Mode Parameter
10.16 MAC
Parameter Presence Value/Description
MAC - Not used in SUPL 2.0 but empty

placeholder remains for SUPL 1.0
backwards compatibility (needed so
that a SUPL 2.0 SET can still decod
a SUPL 1.0 SUPL INIT message).

D

10.17 Key Identity

Table 49: MAC Parameter

Parameter

Presence

Value/Description

Key Identity

Not used in SUPL 2.0 but empty
placeholder remains for SUPL 1.0
backwards compatibility (needed so
that a SUPL 2.0 SET can still decod
a SUPL 1.0 SUPL INIT message).

D
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Table 50: Key Identity Parameter

10.18 Ver

Parameter Presence Value/Description

Ver - Describes the hash of the SUPL INIT
message. For further details of the
encoding of this parameter, see section

6.1.6.1.
Table 51: Ver Parameter
10.19 Multiple Location IDs
Parameter Presence Value/Description
Multiple Location IDs - This parameter contains a set of up {o

MaxLidSize (64) Location

ID/Relative Timestamp/Serving Cell
Flag data. If Relative Timestamp is
present, the associated Location ID
represents historical data; if Relative
Timestamp is absent, the Location I[
represents current data.

>Location ID M Describes measured globally unique|
cellWLAN AP/WIMAX BS
identification of the serving
cel/lWLAN AP/WIMAX BS or
cellWLAN AP/WIMAX BS
identification from any receivable
radio network.

If this information is historical, the
Relative Timestamp parameter must
be present. If this data is current, the
Relative Timestamp parameter need
not be present.

>Relative Timestamp Ccv Time stamp of measured location Id
relative to “current Location ID” in
units of 0.01 sec. Range from 0 to
65535*0.01 sec. Time stamp for
current Location Id if present is 0.

U

>Serving Cell Flag M This flag indicates whether the

Location ID data represents a serving
cell, WLAN AP or WiMAX BS or

idle (i.e. camped-on) cell, WLAN AP
or WiMAX BS. If set, the Location ID
information represents serving cell,
WLAN AP or WiMAX BS
information; if not set, the Location
ID information represents idle mode
information or neighbor cell, WLAN
AP or WiIMAX BS information.
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Table 52: Multiple Location IDs Parameter

10.20 Location Triggers
10.20.1 Trigger Type

Parameter Presence Value/Description
Trigger Type -

This parameter defines the trigger
type:

. Periodic

. Area Event

Table 53: Trigger Type Parameters

10.20.2 Trigger Params

Parameter Presence Value/Description
Trigger Params -- This parameter can be of type Periogdic
Params or Area Event Params
Table 54: Trigger Params Parameters
10.20.2.1 Periodic Params
This section describes the construct of the Pariddggers Params. This parameter is requiredgfiér type is set to
Periodic.
Parameter Presence Value/Description
Number Of Fixes M Describes the number of fixes during

the periodic triggered session. (rang
1 to 8639999).

For compatibility with MLP and RLP
number of fixes * interval between
fixes shall not exceed 8639999 (100
days).

Interval Between Fixes M Describes the interval between the
start of position fixes for periodic
trigger. Units in seconds (range: 1 to
8639999)

StartTime O It indicates when the SET is to start
the first position fix. Start Time is
interpreted relative to the current time
i.e. to the time when the message
containing the parameter is received
by the H-SLP or the SET.

Start Time is OPTIONAL. If not
present, the SET is to start the first f
immediately. Units in seconds (range:
0 to 2678400). T

11%

X

Table 55: Periodic Params Parameters

10.20.2.2 Area Event Params

This section describes the construction of the Areent trigger Params. This parameter is requirethger type is set to
Area Event.
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The Area Event trigger can be one of the followtyes:

« Entering: the SET reports to the SLP when it filstects that it is inside the predefined aresepeated reporting is
present, the SET then reports once more for eawhitidetects that it has re-entered the predefaned after
having left in the meantime.

* Inside: the SET reports to the SLP when it is witthie predefined area.
+ Outside: the SET reports to the SLP when it isidatthe predefined area.

+ Leaving: the SET reports to the SLP when it firstedts that it is outside the predefined areaepéated reporting
is present, the SET then reports once more for tiaehit detect that it has exited the predefinexhaafter having
been inside again.

Parameter Presence Value/Description

Area Event Type M Describes the area event trigger type. Th
parameter describes what kind of event
should trigger a report. The valid types
are:

S

. Entering event type
. Inside event type
. Outside event type

. Leaving event type

Location estimate M The value of this parameter is “true” or
“false”. If true, it indicates the location
estimates is required. If false, it indicateg
the location estimates is not required. FQ
SET-Initiated triggered services this
parameter is not useful and therefore in
this case it SHALL be ignored by the SL
Repeated reporting O Defines the parameters for repeated
reporting. If not present, only one
report shall be sent.

When repeated reporting is used, the
SET and the SLP SHALL maintain
the triggered event session until the
maximum number of reports has been
sent, the stop time (if included) has
been reached, or either the SET or the
SLP has sent a SUPL TRIGGERED
STOP or a SUPL END to end the
session.

>Minimum Interval Time M Defines the minimum time between
reports from SET in an Area Event
Trigger session. For repeated
reporting, an area event trigger cannot
be fulfilled unless the minimum time
interval has elapsed since the last

=

\vJ

report.
Range: (1..604800). Units in seconds.
>Maximum Number of M Defines the maximum number of
Reports reports in an Area Event Trigger
session.
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Range: (1..1024)

Start Time

Indicates the start of the period when

the trigger condition is able to be
fulfilled. Start Time is interpreted
relative to the current time i.e. to the

time when the message containing the

parameter is received by the H-SLP jor

the SET.

Start Time is OPTIONAL. If not
present, a Start Time of 0 SHALL be
used and the trigger condition is
allowed to be fulfilled immediately.
Units in seconds (range: 0 to
2678400).

Stop Time

Stop Time is interpreted relative to the

current time i.e. to the time when the
message containing the parameter i
received by the H-SLP or the SET. It
indicates when the SET shall stop th
triggered session if it has not already
been stopped for other reasons. The
SET SHALL use a SUPL END
message as defined in 5.1.17.4 for
Network Initiated sessions. For SET
Initiated sessions, the SET SHALL

use a SUPL END message as defined

in5.2.17.6.

Stop Time is OPTIONAL. If not
present, a Stop Time of 8639999
seconds after the start time SHALL K
used. Stop Time SHALL be greater
than Start Time (if present). Stop
Time — Start Time SHALL NOT be
more than 8639999 (100 days in
seconds)

Units in seconds (range: 0 to
11318399).

D

Geographic Target Area List

Defines a list of geographic target

areas. This parameter is OPTIONAL,

Maximum number of areas are
according to element Max Geo Targ
Area in SET capabilities.

et

> Geographic Target Area

Defines a geographic target area in
terms of either:

. CircularArea
. EllipticalArea
. Polygon

Area Id Lists

Ccv

This parameter contains one or more
Area Id lists. This parameter is
REQUIRED when the Geographic
Target Area List is NOT present and

is OPTIONAL when the Geographic
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Target Areas are present. The
maximum number of Area Id lists to
be included is determined by the
element “Max Area Id List” in SET
capabilities.

Note: if this parameter is included in
the SUPL TRIGGERED START
message it is ignored by the SLP.

>Area Id list M Each Area Id list consists of a set of
Areas Ids. If Geographic Target Area
List is present then it may include a
Geographic Area Mapping List.

>>Area |d Set M A list of area ids. The area ids listed
can be any combination of GSM Area
Ids, WCDMA/TD-SCDMA Area Ids,
CDMA Area lds, HRPD-Area lds,
UMB-Area Ilds, LTE-Area Ids,
WLAN Area lds or WiMAX Area lds.
Each set can contain from 1 to
[MaxAreald] area ids. Note that if
Area Ilds of different bearer networks
are provided, Border and Within lists
can only be considered complete if the
SET monitors each of the bearers.

>>Area Id Set Type Ccv This parameter indicates the position
of the Area Id Set relative to the
Geographic Target Area, This
parameter can be of type

. “Border” (of the Geographic
Target Area)

. “Within” (the Geographic
Target Area)
This parameter is conditional and may

only be present when the Geographi
Target Area List parameter is preser

~ O

The “within” area id list is completely
within the geographic target area and
the “border” area id list combined
with the “within” area id list
SHOULD completely cover the
geographic target area. Both area id
lists are mutually exclusive.

Using this parameter the SET may
decide whether or not to use high
precision positioning.

(See Appendix B.7 for additional

information).
>> Geographic Area Mapping (@] Represents the Geographic Target
List Areas to which the Area Id list

applies. (Example: 1,3,7,8).
The number of entries can be from 1
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to the number of Geographic Target
Area elements
The value of each entry can be from|1
to the number of Geographic Target
Area elements.

Table 56: Area Event Parameters

10.20.2.2.1 GSM Area Id
Parameter Presence Value/Description
GSM Area ld -

Can be of type:
. Mobile Country Code

. Mobile Country Code + Mobile
Network Code

. Mobile Country Code + Mobile
Network Code +Location Area
Code

. Cell Global Identity

Table 57: GSM Area |d Parameter

10.20.2.2.2 WCDMA/TD-SCDMA Area Id

Parameter Presence Value/Description
WCDMA/TD-SCDMA Area .
Id Can be of type:

. Mobile Country Code

. Mobile Country Code + Mobile
Network Code

. Mobile Country Code + Mobile
Network Code +Location Area
Code

. Mobile Country Code + Mobile
Network Code +Location Area
Code + Cell Identity

Table 58: WCDMA/TD-SCDMA Area Id Parameter
10.20.2.2.3 LTE Area Id

Parameter Presence Value/Description
LTE Areald Can be of type:
. MCC

. MCC+MNC
. MCC+MNC+Cell-ID
Table 59: LTE Area Id Parameter

10.20.2.2.4 CDMA Area Id

Parameter Presence Value/Description
CDMA Area Id Can be of type:
. System ID

. System ID + Network ID
. System ID + Network ID +

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc

Page 278 (410)

Base ID |

Table 60: CDMA Area |d Parameter

10.20.2.2.5 HRPD Area Id
Parameter Presence Value/Description
HRPD Area Id Can be of type:
i +  Sector ID
Table 61: HRPD Area Id Parameter
10.20.2.2.6 UMB Area Id
Parameter Presence Value/Description
UMB Area Id Can be of type:
. Sector ID
i +  Sector ID + MNC
. Sector ID + MCC
Table 62: UMB Area |d Parameter
10.20.2.2.7 WLAN Area Id
Parameter Presence Value/Description
WLAN Area Id Can be of type:
i + AP MAC Address
Table 63: WLAN Area |d Parameter
10.20.2.2.8 WIMAX Area Id
Parameter Presence Value/Description
WiMAX Area Id Can be of type:

. BSID

10.21 Notification Mode

Table 64: WiMAX Area |d Parameter

Parameter

Presence

Value/Description

Notification Mode

Describes the mode whether the
notification and verification is based
on location or not.

This parameter can be of type
Normal Notification/Verification or
Notification/Verification based on

location

Table 65: Notification Mode Parameter

10.22 Notification Response

Parameter

Presence

Value/Description

Notification Response

Describes the notification/verificatior
response from the user. The respon
can be either "allowed" or "not

5

allowed"
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Table 66: Notification Response Parameter

10.23 Third Party ID

Parameter Presence Value/Description

Third Party ID cv Indicates the identity of the third
party. The type of the third party name
can be one of the following:

. Logical name

. MSISDN

. E-mail address

. SIP URI

. IMS public identity
. MIN

. MDN

. URI

Table 67: Third party ID Parameter

10.24 Supported Network Information

The Supported Network Information parameter definbigh type of network measurements the SET isnadtbto send as

part of the Location ID or Multiple Location IDs mSUPL POS INIT message. This parameter is us8tRL INIT, SUPL
RESPONSE and SUPL TRIGGERED RESPONSE. The Suppietglork Information parameter is also used torimfohe
SET that UTRAN GPS/GANSS Reference Time is requiesyethe SLP in case of WCDMA/TD-SCDMA.

The purpose of this parameter is to act as fitiggrevent the SET from sending measurement infeomathich the SLP
does not support or does not want to processténgreting this parameter, the SET shall assumethrapermission
overrides permission — i.e. the SET shall only smedisurements if no part of the parameter forlhibs t

Parameter Presence Value/Description

WLAN M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send WLAN AP
information within the Multiple
Location IDs. If “false” the SET must]
not send WLAN AP information
within the Multiple Location IDs.

Supported WLAN (0] This parameter provides a map of
Information flags indicating which WLAN AP
information the SET may send for a

current serving WLAN AP in the
Location ID parameter. It also
indicates which WLAN AP
information the SET may send in the
Multiple Location IDs parameter
when WLAN is set to “true™:

e AP transmit power

AP antenna gain

» AP signal to noise received at the
SET
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» Device type (802.11a/b/g)

» AP signal strength at the SET

* AP channel/frequency of TX/RX

* Round trip delay between SET
and AP

e SET transmit power

e SET antenna gain

» SET signal to noise received at
the AP

e SET signal strength at AP

* AP location as reported by AP

Supported WLAN APs List O This parameter provides a list of MAC
addresses of APs indicating WLAN
AP information of which APs the SET
should send within the Multiple
Location IDs parameter when WLAN
is set to “true”. It also contains devic
type information associated with eac
AP.
It MAY also provides contain channel
information associated with the AP
device types. This information is the
superset of all channels supported b,
the APs of each device type. Itis on
intended to help the SET locate
supported APs and does not limit
which APs or WLAN measurements
the SET is allowed to return.

This parameter must not be sent ove
SUPL INIT.

GSM M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send GSM information
as part of Location ID within Multiple
Location IDs. If “false” the SET must]
not send GSM information within
Multiple Location IDs.

WCDMA/TD-SCDMA M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send WCDMA
information as part of Location ID
within Multiple Location IDs. If
“false” the SET must not send
WCDMA/TD-SCDMA information
within Multiple Location IDs.

Supported WCDMA/TD- Ccv This parameter provides a map of
SCDMA Information flags indicating which WCDMA/TD-
SCDMA Network Measurements the
SET may send for the current serving
cell i.e. in the Location ID parameter
It also indicates which WCDMA/TD-
SCDMA network measurements the
SET may send in the Multiple
Location IDs parameter. This

11%

=

=<

=
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parameter is conditional and only used
when the WCDMA/TD-SCDMA flag
is set to “true”.

CDMA M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send CDMA information
as part of Location ID within Multiple
Location IDs. If “false” the SET must]
not send CDMA information within
Multiple Location IDs.

HRPD M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send HRPD information
as part of Location ID within Multiple
Location IDs. If “false” the SET must]
not send HRPD information within
Multiple Location IDs.

UMB M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send UMB information
as part of Location ID within Multiple
Location IDs. If “false” the SET must]
not send UMB information within
Multiple Location IDs.

LTE M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send LTE information as
part of Location ID within Multiple
Location IDs. If “false” the SET must]
not send LTE information within
Multiple Location IDs.

WIMAX M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send WiMAX
information as part of Location ID
within Multiple Location ID. If “false”
the SET must not send WiMAX
information within Multiple Location
IDs.

Historic M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send historic information
as part of Location ID within Multiple
Location IDs. If “false” the SET must]
not send historic information within
Multiple Location IDs.

Non-serving M The value of this parameter is “true”
or “false”. If true, it indicates the SET|
is allowed to send information for
non-serving as well as serving cells,
WLAN APs and WiIMAX BSs as part
of Location ID within Multiple
Location IDs. If “false” the SET may
only send information for serving
cells, serving WLAN APs or WiMAX
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BSs within Multiple Location IDs.

UTRAN GPS Reference Time

The value of this parameter is “true”
or “false”. If true, it indicates that the
SLP is requesting UTRAN GPS
Reference Time (i.e. the UTRAN GP
Reference Time as measured by the
SET).

UTRAN GANSS Reference
Time

The value of this parameter is “true”
or “false”. If true, it indicates that the
SLP is requesting UTRAN GANSS
Reference Time (i.e. the UTRAN

GANSS Reference Time as measuer

by the SET).

Table 68: Supported Network Measurements

10.25 Historic Reporting

Parameter

Presence

Value/Description

Historic Reporting

This parameter defines the criteria fg
reporting of stored historical position
estimates and/or enhanced cell/sect
measurements.

>Allowed Reporting Type

This parameter defines what types o

stored historical information the SET]

is allowed to report:

- Position estimates only

- Enhanced cell/sector
measurements only

- Both position estimates and
enhanced cell/sector
measurements

=

>Reporting Criteria

This parameter defines the criteria
used to select stored historical positi
and/or enhanced cell/sector
measurements for reporting. If this
parameter is absent, no criteria appl
and all stored historical data consist¢
with allowed reporting type, QoBnd
supported network informatias
reported by the SET up to a maximu
number of 1024 reports.

y
2Nt

m

>>Time Window

TheTime Windowparameter specifies
a time window to be applied to all
reported position estimates and/or
enhanced cell/sector measurements
present, the SET is only allowed to
report stored historical position
estimates and/or enhanced cell/sect
measurements which fall within the
time window. If not present, no time
window applies. If no time window is
specified, the SET SHALL report all
stored data consistent with other

f

DI

selection criteriagllowed reporting
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type supported network information
QoP, etc).

>>>Start Time The time window's start time. The
start time is defined as relative time
delta to the current time at the SET.
Start time is a negative value
(historical data) with a range of -
525,600 to 1. The unit is in minutes
i.e. the start time is up to one year in
the past.

>>>Stop Time The time window's stop time. If not
present, the SET SHALL send ALL
stored historical position estimates
and/or enhanced cell/sector
measurements (consistent with other
selection criteria i.eallowed reporting
type supported network information
QoP) beginning at Start Time. Stop
time is defined as relative time to
current time. Stop time must be
AFTER start time. stop time is a
negative value (historical data) with
range of -525,599 to 0. The unit is in
minutes.

>>Max Number of Reports This parameter defines the maximun
number of reports allowed to be
reported by the SET. This paramete
optional. If not present, an implicit
maximum number of reports of 1024
applies. The data range is 1 to 6553

>>Minimum Time Interval This parameter defines the minimum
time interval between reported
positions and/or enhanced cell/sectq
measurements. This parameter is
optional. If not used, no minimum
time interval exists. This parameter
has a range of 1 to 86,400 in units 0
one second i.e. the maximum
minimum time interval between
historical data reports is 24 hours.

52

=]

S

07y

=

Table 69: Historic Reporting Parameter

10.26 UTRAN GPS Reference Time Assistance

The UTRAN GPS Reference Time Assistance paramepgesents the UTRAN to GPS time relationship inS&&’s
current serving cell when this is WCDMA/TD-SCDMAGis sent from the SLP to the SET. This parametgy be used in
SUPL POS.

Parameter Presence Value/Description
UTRAN GPS Reference Time - The UTRAN GPS Reference Time
Assistance Assistance parameter provides
UTRAN to GPS timing relationship

assistance data for the current serving
cell of the SET. This parameter is only
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applicable if the Location ID (lid)
information is current.
> UTRAN GPS Reference M The UTRAN GPS Reference Time
Time parameter describes the timing
relationship between GPS time and
WCDMA/TD-SCDMA cell frame
timing [as per 10.3.7.96[3GPP RRC]].
>>GPS Timing of Cell M UTRAN GPS timing of cell frames in
Frames steps of 1 UMTS chip [as per
10.3.7.96 [3GPP RRC]]. Range:
(0..2322431999999)
>>Mode (0] The Mode value is either:

e Primary CPICH Info for FDD [ag
per 10.3.6.60 [3GPP RRC]].

or:

* Cell Parameters Id for TDD [as
per 10.3.6.9 [3GPP RRC]]

>>SFN M The SFN which the UTRAN GPS
timing of cell frame time stamps.
Range: (0..4095)
>GPS Reference Time (0] This element provides the accuracy pf
Uncertainty the provided relation between GPS
and UTRAN time. If "GPS TOW" is
the GPS time corresponding to the
UTRAN time provided, then the true
GPS time lies in the interval ['GPS
TOW" - "GPS Reference Time
Uncertainty", "GPS TOW" + "GPS
Reference Time Uncertainty"].
The uncertainty, expressed in
microseconds, is mapped to a numbger
K with the following formula:
r=C*((1+x))-1)
with C = 0.0022 and x = 0.18.
To encode any higher value of the
uncertainty than that corresponding {o
K=127 in the formula above, or to
indicate an undefined value of the
"GPS TOW", the same value, K=121,
shall be used. [[3GPP RRC] version
7.4.0]
>Tyrran-cps Drift Rate o) Drift rate of UTRAN to GPS timing
[as per 10.3.7.96 [3GPP RRC]].
Range (enumerated): -50, -25, -15,
10, -5,-2,-1,0,1, 2, 5, 10, 15, 25, 50
Units: 1/256 chips per sec.

Table 70: UTRAN GPS Reference Time Assistance

10.27 UTRAN GPS Reference Time Result

The UTRAN GPS Reference Time Result representy/TRAN to GPS time relationship as measured by t6€ @& the
case of WCDMA/TD-SCDMA and is sent from the SETHhe SLP. This parameter may be used in SUPL PO aIfL
POS INIT.
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Parameter Presence Value/Description
UTRAN GPS Reference Time - The UTRAN GPS Reference Time
Result Result parameter describes the timing

relationship between GPS time and
WCDMA/TD-SCDMA cell frame

timing as measured by the SET. This
parameter is only applicable if the
SET has sent current Location ID (lig
information.

>GPS Timing of Cell Frames M GPS Time of Week in units of 1/46

UMTS chip [as per 10.3.7.93 [3GPP

RRC]]. Range: (0..37158911999999

>Mode M The Mode value is either:

*  Primary CPICH Info for FDD [as
per 10.3.6.60 [3GPP RRC]].

~

or:

» Cell Parameters Id for TDD [as
per 10.3.6.9 [3GPP RRC]]

>SFN M The SFN at which the SET timing of
cell frames is captured. Range:
(0..4095)
>GPS Reference Time (0] This element provides the accuracy pf
Uncertainty the provided relation between GPS

and UTRAN time. If "GPS TOW" is
the GPS time corresponding to the
UTRAN time provided, then the true
GPS time lies in the interval ['GPS
TOW" - "GPS Reference Time
Uncertainty", "GPS TOW" + "GPS
Reference Time Uncertainty"].
The uncertainty, expressed in
microseconds, is mapped to a numbier
K with the following formula:

r = CH((1+x)9)-1)
with C = 0.0022 and x = 0.18.
To encode any higher value of the
uncertainty than that corresponding to
K=127 in the formula above, or to
indicate an undefined value of the
"GPS TOW", the same value, K=121,
shall be used. [[3GPP RRC] version
7.4.0]
Table 71: UTRAN GPS Reference Time

10.28 UTRAN GANSS Reference Time Assistance

The UTRAN GANSS Reference Time Assistance paramepesents the UTRAN to GANSS time relationshiphia
SET’s current serving cell when this is WCDMA/TD-BMA and is sent from the SLP to the SET. This patanmay be
used in SUPL POS.

Parameter Presence Value/Description
UTRAN GANSS Reference - The UTRAN GANSS Reference Time
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Time Assistance Assistance parameter provides
UTRAN to GANSS timing
relationship assistance data for the
current serving cell of the SET. This
parameter is only applicable if the
Location ID (lid) information is
current.

>GANSS Day (0] The number of days from the
beginning of GANSS system time
(mod 8192) [as per 10.3.7.960 [3GPP
RRC]].
>GANSS Time ID M GANSS Time ID defines the satellite
system used in UTRAN-GANSS time
relation.

0: Galileo

1: QZSS

2: GLONASS

Range: Enumerated (0..15).

Values 3 — 15 reserved for future use.
> UTRAN GANSS Reference M The UTRAN GANSS Reference Timg
Time parameter describes the timing

relationship between GANSS time and
WCDMA/TD-SCDMA cell frame
timing [as per 10.3.7.960 [3GPP

RRCI].
>>GANSS TOD M GANSS time of day in seconds.
Range: (0..86399)
>>UTRAN GANSS Timing of (0] UTRAN GANSS timing of cell
Cell Frames frames sub-second part of GANSS

Time of Day [as per 10.3.7.960 [3GRP

RRC]]. Range: (0.999999750) by

step of 250 ns

>>Mode O The Mode value is either:

e Primary CPICH Info for FDD [ag
per 10.3.6.60 [3GPP RRC]].

or:

» Cell Parameters Id for TDD [as
per 10.3.6.9 [3GPP RRC]]

>>SFN M The SFN which the UTRAN GANSS
timing of cell frame time stamps.
Range: (0..4095)

>>GANSS TOD Uncertainty (@] Uncertainty of the relation GANSS
Time of Day/SFN [as per 10.3.7.960
[BGPP RRC]].

Range (0..127): The uncertainty
expressed in microseconds, is mapped
to a number K, with the following
formula:r = C*(((1+x))-1), with C =
0.0022 and x = 0.18. [as per
10.3.7.96a [3GPP RRC]].
>Tyrran-canss Drift Rate (@] Drift rate of UTRAN to GANSS
timing [as per 10.3.7.960 [3GPP
RRCI].
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Range (enumerated): -50, -25, -15, -
10, -5,-2,-1,0,1, 2,5, 10, 15, 25, 50
Units: ns per sec.

Table 72: UTRAN GANSS Reference Time Assistance

10.29 UTRAN GANSS Reference Time Result

The UTRAN GANSS Reference Time Result represem$SfFRAN to GANSS time relationship as measuredhigySET in
the case of WCDMA/TD-SCDMA and is sent from the SBThe SLP. This parameter may be used in SUPL &S
SUPL POS INIT.

Parameter Presence Value/Description
UTRAN GANSS Reference - The UTRAN GANSS Reference Time
Time Result Result parameter describes the timing

relationship between GANSS time apd

WCDMA/TD-SCDMA cell frame

timing as measured by the SET. This

parameter is only applicable if the

SET has sent current Location ID (lig

information.

>GANSS Time ID M GANSS Time ID defines the satellite

system used in UTRAN-GANSS time

relation.

0: Galileo

1: QZSS

2: GLONASS

Range: Enumerated (0..15).

Values 3 — 15 reserved for future use.

>UE GANSS Timing of Cell M UE GANSS timing of cell frames sub
Frames second part of GANSS Time of Day

[as per 10.3.7.93a [3GPP RRC]].

Range: (0.. 86399999999750) by step

of 250 ns

>Mode M The Mode value is either:

e Primary CPICH Info for FDD [ag
per 10.3.6.60 [3GPP RRC]].

~

17

or:

e Cell Parameters Id for TDD [as
per 10.3.6.9 [3GPP RRC]]

>SFN M The SFN at which the SET timing of
cell frames is captured. Range:
(0..4095)
>GANSS TOD Uncertainty (@] Uncertainty of the relation GANSS

Time of Day/SFN [as per 10.3.7.93a
[3GPP RRC]].

Range (0..127): The uncertainty
expressed in microseconds, is mapped
to a number K, with the following
formula:r = C*(((1+x))-1), with C =
0.0022 and x = 0.18. [as per
10.3.7.96a [3GPP RRC]].
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Table 73: UTRAN GANSS Reference Time Result

10.30 SPC_SET_Key

Parameter Presence Value/Description
SPC_SET Key - This parameter defines the

authentication key used by the SET
for H/V-SPC authentication.

Table 74: SPC_SET_Key

10.31 SPC-TID
Parameter Presence Value/Description
SPC-TID - This parameter defines the transactipn

ID used for H/V-SPC authentication:
= RAND (random number)
= SLP FQDN (FQDN of the H-

SLP)
Table 75: SPC-TID
10.32 SPC_SET Key lifetime
Parameter Presence Value/Description
SPC_SET_Key_lifetime This parameter defines the lifetime of

SPC_SET_Key. This parameter is
optional. If not present, a default vallie
of 24 hours is assumed. The units afe
in hours and the range is from 1 to 24
hours.

Table 76: SPC_SET_Key_lifetime

10.33 Protection Level

The Protection Level parameter defines the levgrofection for the SUPL INIT message.
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Parameter Presence Value/Description

Protection Level This parameter defines the protectio
level of the SUPL INIT protection.
This parameter is optional. If not
present, Null protection is assumed.

> Level . Null Protection
M . Basic Protection

=)

> Basic Protection

This parameter is only present if the
Parameters

protection level iBasic Protection
cv . Key-ldentifier (= B-TID)

. Basic Replay Counter

. Basic MAC

Table 77: Protection Level Parameter

10.34 GNSS Positioning Technology

Parameter Presence Value/Description
GNSS Positioning Technology - Bitmap of GNSS Positioning
Technology. This bitmap indicates the
GNSS used or to be used for the
positioning computation:.

« GPS

e Galileo

e SBAS

e Modernized GPS
» QZSSs

» GLONASS

When a Bit is set to FALSE: not used
when set to TRUE: used.

NOTE: This parameter SHALL NOT
be used if posmethod indicates A-GIPS
or autonomous GRS

Table 78: GNSS Positioning Technology

10.35 Target SET ID

Parameter Presence Value/Description
Target SET ID - Target SET identity value.
This parameter can be of type
. MSISDN
. MDN
. MIN
. IMSI
. NAI
. IPAddress
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o IPv4
o IPv6

Table 79: Target SET ID

10.36 Application ID

The Application ID parameter is used to pass infitiom about the end application performing a laratequest to the SLP.
This information is useful for gathering applicatiosage statistical information and is not intenfiedilling and
authorization. Application ID includes the applicatprovider name, application name and optioridé/application
version. Application ID should only be included S8BT Initiated use cases where the SLP is accessed.

Parameter Presence Value/Description
Application ID o Indicates the application ID for
SET initiated call flows.
>App Provider M The application provider.
>App Name M The application name.
>App Version o The application version.

Table 80: Application ID Parameter
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11.ASN.1 Encoding of ULP messages (Normative)

This section defines the ULP messages and comneomeelts with ASN.1 (Normative).

11.1 Common Part

ULP DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

IMPORTS
Version, SessionID
FROM ULP-Components
SUPLINIT
FROM SUPL-INIT
SUPLSTART
FROM SUPL-START
SUPLRESPONSE
FROM SUPL-RESPONSE
SUPLPOSINIT
FROM SUPL-POS-INIT
SUPLPOS
FROM SUPL-POS
SUPLEND
FROM SUPL-END
SUPLAUTHREQ
FROM SUPL-AUTH-REQ
SUPLAUTHRESP
FROM SUPL-AUTH-RESP
Ver2-SUPLTRIGGEREDSTART
FROM SUPL-TRIGGERED-START
Ver2-SUPLTRIGGEREDRESPONSE
FROM SUPL-TRIGGERED-RESPONSE
Ver2-SUPLREPORT
FROM SUPL-REPORT
Ver2-SUPLTRIGGEREDSTOP
FROM SUPL-TRIGGERED-STOP
Ver2-SUPLSETINIT
FROM SUPL-SET-INIT
Ver2-SUPLNOTIFY
FROM SUPL-NOTIFY
Ver2-SUPLNOTIFYRESPONSE
FROM SUPL-NOTIFY-RESPONSE;

-- general ULP PDU layout;--
ULP-PDU ::= SEQUENCE {
length INTEGER(0..65535),
version Version,
sessionlD SessionlID,
message UlpMessage}

UlpMessage ::= CHOICE {
msSUPLINIT ~ SUPLINIT,
MsSUPLSTART SUPLSTART,
MsSUPLRESPONSE SUPLRESPONSE,
msSUPLPOSINIT SUPLPOSINIT,
msSUPLPOS SUPLPOS,
msSUPLEND SUPLEND,
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mMmsSUPLAUTHREQ SUPLAUTHREQ,
mMsSUPLAUTHRESP SUPLAUTHRESP,

.HSSUPLTRIGGEREDSTART Ver2-SUPLTRIGGEREDSTART,
MSSUPLTRIGGEREDRESPONSE Ver2-SUPLTRIGGEREDRESPORS
MSSUPLTRIGGEREDSTOP  Ver2-SUPLTRIGGEREDSTOP,

msSUPLNOTIFY Ver2-SUPLNOTIFY,
MsSUPLNOTIFYRESPONSE Ver2-SUPLNOTIFYRESPONSE,
MsSUPLSETINIT Ver2-SUPLSETINIT,
MsSUPLREPORT Ver2-SUPLREPORT}
END

11.2 Message Specific Part

11.2.1 SUPL INIT

SUPL-INIT DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS SUPLINIT, Notification;

IMPORTS
SLPAddress, QoP, PosMethod

FROM ULP-Components
Ver2-SUPL-INIT-extension

FROM ULP-Version-2-message-extensions
Ver2-Notification-extension

FROM ULP-Version-2-parameter-extensions;

SUPLINIT ::= SEQUENCE {
posMethod PosMethod,
notification Notification OPTIONAL,
sLPAddress SLPAddress OPTIONAL,

goP QoP OPTIONAL,

sLPMode SLPMode,

mAC MAC OPTIONAL, -- included for backw ards compatibility
keyldentity Keyldentity OPTIONAL, -- included f or backwards compatibility

-- version 2 extension element
ver2-SUPL-INIT-extension Ver2-SUPL-INIT-extension OPTIONAL}

Notification ::= SEQUENCE {
notificationType NotificationType,
encodingType  EncodingType OPTIONAL,

requestorld OCTET STRING(SIZE (1..maxReqgLen gth)) OPTIONAL,
requestorldType Formatindicator OPTIONAL,
clientName OCTET STRING(SIZE (1..maxClient Length)) OPTIONAL,

clientNameType Formatindicator OPTIONAL,
ver2-Notification-extension Ver2-Notification-ext ension OPTIONAL}

NotificationType ::= ENUMERATED {

noNotificationNoVerification(0), notificationOnly (2),

notificationAndVerficationAllowedNA(2),

notificationAndVerficationDeniedNA(3), privacyOve rride(4), ...}
EncodingType ::= ENUMERATED {ucs2(0), gsmDefault(1) , utf8(2), ...}
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maxRegLength INTEGER ::= 50
maxClientLength INTEGER ::= 50

Formatindicator ::= ENUMERATED {
logicalName(0), e-mailAddress(1), msisdn(2), url(
mdn(6), iIMSPublicidentity(7), ...}

SLPMode ::= ENUMERATED {proxy(0), nonProxy(1)}

MAC ::= BIT STRING(SIZE (64)) -- empty placeholder
backwards compatibility

Keyldentity ::= BIT STRING(SIZE (128)) -- empty pla
1.0 backwards compatibility

END

11.2.2 SUPL START

SUPL-START DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS SUPLSTART, SETCapabilities;

IMPORTS
Locationld, QoP
FROM ULP-Components
Ver2-SUPL-START-extension
FROM ULP-Version-2-message-extensions
Ver2-SETCapabilities-extension, Ver2-PosProtocol-e
PosTechnology-extension
FROM ULP-Version-2-parameter-extensions;

SUPLSTART ::= SEQUENCE {
sETCapabilities SETCapabilities,
locationld Locationid,
goP QoP OPTIONAL,

-- version 2 extension element

ver2-SUPL-START-extension Ver2-SUPL-START-extensi

SETCapabilities ::= SEQUENCE {
posTechnology PosTechnology,
prefMethod PrefMethod,
posProtocol PosProtocal,

ver2-SETCapabilities-extension  Ver2-SETCapabiliti

PosTechnology ::= SEQUENCE {
agpsSETassisted BOOLEAN,
agpsSETBased BOOLEAN,
autonomousGPS BOOLEAN,

aFLT BOOLEAN,
eCID BOOLEAN,
eOTD BOOLEAN,
oTDOA BOOLEAN,

3), sipUrl(4), min(5),

required for SUPL 1.0

ceholder required for SUPL

xtension, Ver2-

on OPTIONAL}

es-extension OPTIONAL}
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ver2-PosTechnology-extension Ver2-PosTechnology-e
PrefMethod ::= ENUMERATED {
agpsSETassistedPreferred, agpsSETBasedPreferred,
-- To achieve compatibility with ULP V1.0 the name
-- kept the same as in ULP V1.0. agps shall be inte

PosProtocol ::= SEQUENCE {
tia801 BOOLEAN,

rrip  BOOLEAN,

rrc  BOOLEAN,

ver2-PosProtocol-extension Ver2-PosProtocol-exten

END

11.2.3 SUPL RESPONSE

SUPL-RESPONSE DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS SUPLRESPONSE;

IMPORTS
PosMethod, SLPAddress
FROM ULP-Components
Ver2-SUPL-RESPONSE-extension
FROM ULP-Version-2-message-extensions;

SUPLRESPONSE ::= SEQUENCE {
posMethod PosMethod,
sLPAddress SLPAddress OPTIONAL,
sETAuthKey SETAuthKey OPTIONAL, -- included for
keyldentity4 Keyldentity4 OPTIONAL, -- included
-- version 2 extension element
ver2-SUPL-RESPONSE-extension

SETAuthKey ::= CHOICE {
shortKey BIT STRING(SIZE (128)),
longKey BIT STRING(SIZE (256)),

}
Keyldentity4 ::= BIT STRING(SIZE (128))

END

11.2.4 SUPL POS INIT
SUPL-POS-INIT DEFINITIONS AUTOMATIC TAGS ::=
BEGIN
EXPORTS SUPLPOSINIT;

IMPORTS
SUPLPOS
FROM SUPL-POS

Ver2-SUPL-RESPONSE-e

xtension OPTIONAL}

noPreference}
s of the enumerations are
rpreted as agnss.

sion OPTIONAL}

backwards compatibility
for backwards compatibility

xtension OPTIONAL}
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SETCapabilities
FROM SUPL-START
Locationld, Position, Ver
FROM ULP-Components
Ver2-SUPL-POS-INIT-extension
FROM ULP-Version-2-message-extensions
Ver2-RequestedAssistData-extension
FROM ULP-Version-2-parameter-extensions;

SUPLPOSINIT ::= SEQUENCE {
sETCapabilities  SETCapabilities,
requestedAssistData RequestedAssistData OPTIONAL ,

locationld Locationld,

position Position OPTIONAL,

sUPLPOS SUPLPOS OPTIONAL,

ver Ver OPTIONAL,
-- version 2 extension element

ver2-SUPL-POS-INIT-extension Ver2-SUPL-POS-INIT-e xtension OPTIONAL}
RequestedAssistData ::= SEQUENCE {

almanacRequested BOOLEAN,

utcModelRequested BOOLEAN,

ionosphericModelRequested BOOLEAN,

dgpsCorrectionsRequested BOOLEAN,

referenceLocationRequested = BOOLEAN, -- Note: Used also for GANSS
referenceTimeRequested BOOLEAN,

acquisitionAssistanceRequested BOOLEAN,

realTimelntegrityRequested = BOOLEAN,

navigationModelRequested BOOLEAN,

navigationModelData NavigationModel O PTIONAL,
ver2-RequestedAssistData-extension Ver2-Requested AssistData-extension
OPTIONAL}

NavigationModel ::= SEQUENCE {
gpsWeek INTEGER(0..1023),
gpsToe INTEGER(0..167),
nSAT INTEGER(0..31),
toeLimit INTEGER(O0..10),
satinfo Satellitelnfo OPTIONAL,

)

-- Further information on this fields can be found
-- in [BGPP RRLP]and [3GPP 49.031]

Satellitelnfo ::= SEQUENCE (SIZE (1..31)) OF Satell iteInfoElement

SatelliteInfoElement ::= SEQUENCE {
satld INTEGER(0..63),
iODE INTEGER(0..255),

)
END

11.2.5 SUPL POS
SUPL-POS DEFINITIONS AUTOMATIC TAGS ::=
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BEGIN
EXPORTS SUPLPOS;

IMPORTS
Velocity
FROM ULP-Components
Ver2-SUPL-POS-extension
FROM ULP-Version-2-message-extensions
Ver2-PosPaylLoad-extension
FROM ULP-Version-2-parameter-extensions;

SUPLPOS ::= SEQUENCE {
posPayLoad PosPaylLoad,
velocity Velocity OPTIONAL,

-- version 2 extension element
ver2-SUPL-POS-extension Ver2-SUPL-POS-extension O

PosPaylLoad ::= CHOICE {
tia801lpayload OCTET STRING(SIZE (1..8192)),
rrcPayload OCTET STRING(SIZE (1..8192)),
rripPayload OCTET STRING(SIZE (1..8192)),

ver2-PosPaylLoad-extension Ver2-PosPaylLoad-extens ion}

END

11.2.6 SUPL END

SUPL-END DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS SUPLEND;

IMPORTS
StatusCode, Position, Ver
FROM ULP-Components
Ver2-SUPL-END-extension
FROM ULP-Version-2-message-extensions;

SUPLEND ::= SEQUENCE {

position Position OPTIONAL,

statusCode StatusCode OPTIONAL,

ver Ver OPTIONAL,
-- version 2 extension element

ver2-SUPL-END-extension Ver2-SUPL-END-extension O
END

11.2.7 SUPL AUTH REQ

SUPL-AUTH-REQ DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS SUPLAUTHREQ;

PTIONAL}

PTIONAL}
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IMPORTS
Ver
FROM ULP-Components
SETCapabilities
FROM SUPL-START;

SUPLAUTHREQ ::= SEQUENCE {

ver Ver OPTIONAL,
sETCapabilities SETCapabilities OPTIONAL,
e}

END

11.2.8 SUPL AUTH RESP

SUPL-AUTH-RESP DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS SUPLAUTHRESP;
IMPORTS

SPCSETKey, SPCTID, SPCSETKeylifetime
FROM Ver2-ULP-Components;

SUPLAUTHRESP ::= SEQUENCE {

SPCSETKey SPCSETKey,
sPCTID SPCTID,
sPCSETKeylifetime SPCSETKeylifetime OPTIONAL,
e}
END

11.2.9 SUPL NOTIFY

SUPL-NOTIFY DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS Ver2-SUPLNOTIFY;

IMPORTS
Notification
FROM SUPL-INIT;

Ver2-SUPLNOTIFY ::= SEQUENCE {
notification Notification,

£xib
11.2.10 SUPL NOTIFY RESPONSE

SUPL-NOTIFY-RESPONSE DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS Ver2-SUPLNOTIFYRESPONSE;

Ver2-SUPLNOTIFYRESPONSE ::= SEQUENCE {
notificationResponse NotificationResponse OPTION AL,

)
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NotificationResponse ::= ENUMERATED {allowed(0), no

END

11.2.11 SUPL SET INIT

SUPL-SET-INIT DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS Ver2-SUPLSETINIT;

IMPORTS
SETId, QoP
FROM ULP-Components
ApplicationID
FROM Ver2-ULP-Components;

Ver2-SUPLSETINIT ::= SEQUENCE {
targetSETID SETId, --Target SETid identifies t

goP QoP OPTIONAL,
applicationID ApplicationID OPTIONAL,
e}

END

11.2.12 SUPL TRIGGERED START

SUPL-TRIGGERED-START DEFINITIONS AUTOMATIC TAGS ::
BEGIN

EXPORTS Ver2-SUPLTRIGGEREDSTART, TriggerType, Trigg
maxAreald, maxArealdList;

IMPORTS
Locationld, QoP, Ver, Position
FROM ULP-Components
MultipleLocationlds, CauseCode, ThirdParty, Applic
ReportingCap, Coordinate, CircularArea, EllipticalA
FROM Ver2-ULP-Components
SETCapabilities
FROM SUPL-START;

Ver2-SUPLTRIGGEREDSTART ::= SEQUENCE {
sETCapabilities SETCapabilities,

locationld Locationld,

ver Ver OPTIONAL,

goP QoP OPTIONAL,

multipleLocationlds MultipleLocationlds OPTIONAL,
thirdParty ThirdParty OPTIONAL,
applicationlD ApplicationID OPTIONAL,

triggerType TriggerType OPTIONAL,

triggerParams TriggerParams OPTIONAL,

position Position OPTIONAL,

reportingCap ReportingCap OPTIONAL,

causeCode CauseCode OPTIONAL,

o}

tAllowed(1), ...}

he target SET to be located

erParams, maxNumGeoArea,

ationID,
rea, PolygonArea
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TriggerType ::= ENUMERATED {
periodic(0), areaEvent(1),

o}
TriggerParams ::= CHOICE {
periodicParams PeriodicParams,
areaEventParams AreaEventParams,
e}
PeriodicParams ::= SEQUENCE({
numberOfFixes INTEGER(Z.. 8639999),
intervalBetweenFixes INTEGER(1.. 8639999),
startTime INTEGER(0..2678400) OPTIONAL,
e}
-- intervalBetweenFixes and startTime are in second S.
-- numberOfFixes * intervalBetweenFixes shall not exceed 8639999
-- (100 days in seconds) for compatibility with OMA MLP and RLP
-- startTime is in relative time in units of second s measured from "now"
-- a value of 0 signifies "now", a value of "startT ime" signifies startTime

-- seconds from "now"

AreaEventParams ::= SEQUENCE {

areaEventType AreaEventType,
locationEstimate BOOLEAN,
repeatedReportingParams RepeatedReportingParams OPT IONAL,
startTime INTEGER(0..2678400) OPTIONAL,
stopTime INTEGER(0..11318399) OPTIONAL,
geographicTargetAreal.ist GeographicTargetAreaList O PTIONAL,
arealdLists SEQUENCE (SIZE (1..maxArealdList)) OF
ArealdList OPTIONAL,
e}
-- startTime and stopTime are in seconds.
-- startTime and stop Time are in relative time in units of seconds measured
-- from "now"

-- a value of 0 signifies "now”

-- stopTime must be > startTime

-- stopTime - startTime shall not exceed 8639999

-- (100 days in seconds) for compatibility with OMA MLP and RLP

AreaEventType ::= ENUMERATED {enteringArea(0), insi deArea(1), outsideArea(2),
leavingArea(3), ...}

RepeatedReportingParams ::= SEQUENCE {

minimumintervalTime  INTEGER (1..604800), -- ti me in seconds
maximumNumberOfReports INTEGER (1..1024),
e}

GeographicTargetArealist ::= SEQUENCE (SIZE (1..max NumGeoArea)) OF

GeographicTargetArea

GeographicTargetArea ::= CHOICE {

circularArea CircularArea,
ellipticalArea EllipticalArea,

polygonArea PolygonArea,
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ArealdList ::= SEQUENCE {
arealdSet ArealdSet,
arealdSetType ArealdSetType OPTIONAL,
geoAreaMappingList

ArealdSet ::= SEQUENCE SIZE (1..maxAreald) OF Areal

Areald ::= CHOICE {

GeoAreaMappingList OPTIONAL}

d

gSMAreald GSMAreald,

wCDMAAreald WCDMAAreald, -- For TD-SCDMA network s, this parameter
indicates a TD-SCDMA Area ID

cDMAAreald CDMAAreald,

hRPDAreald HRPDAreald,

uMBAreald UMBAreald,

ITEAreald LTEAreald,

WLANAreald WLANAreald,

wiMAXAreald WimaxAreald,

o}

GSMAreald ::= SEQUENCE {

refMCC INTEGER(0..999) OPTIONAL, -- Mobile Countr y Code
refMNC INTEGER(0..999) OPTIONAL, -- Mobile Networ k Code
reflLAC INTEGER(0..65535) OPTIONAL, -- Location Ar ea Code
refCl INTEGER(0..65535) OPTIONAL, -- Cell Id

o}

-- if only Cl is present, MCC, MNC and LAC are assu
current serving or camped on network values

-- if only CI + LAC are present, MCC and MNC are as
current serving or camped on network values

-- if only CI + LAC + MNC are present, MCC is assum
current serving or camped on network values

-- if only LAC is present, MCC and MNC are assumed
current serving or camped on network values

-- if only MNC is present, MCC is assumed to be ide
serving or camped on network value

WCDMAAreald ::= SEQUENCE {
refMCCINTEGER(0..999) OPTIONAL, -- Mobile Countr
refMNCINTEGER(0..999) OPTIONAL, -- Mobile Network
refLACINTEGER(0..65535) OPTIONAL, -- Location Ar
reflUC INTEGER(0..268435455) OPTIONAL, -- Cell ident

!

-- if only UC is present, MCC and MNC are assumed t
current serving or camped on network values

-- if only LAC is present, MCC and MNC are assumed
current serving or camped on network values

-- if only MNC is present, MCC is assumed to be ide
serving or camped on network value

CDMAAreald::= SEQUENCE {

refSID  INTEGER(0..65535) OPTIONAL, -- Sys

refNID  INTEGER(0..32767) OPTIONAL, -- Net

refBASEID  INTEGER(0..65535) OPTIONAL, - Bas
)

med to be identical to the
sumed to be identical to the
ed to be identical to the

to be identical to the

ntical to the current

y Code
Code
ea Code

ity
o be identical to the
to be identical to the

ntical to the current

tem Id
work Id
e Station Id
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-- if only BASEID is present, SID and NID are assum
current serving or camped on network values

-- if only NID is present, SID is assumed to be ide
serving or camped on network value

HRPDAreald::= SEQUENCE {

ed to be identical to the

ntical to the current

refSECTORID BIT STRING(SIZE (128)), -- HRPD Sect orlid
o}
UMBAreald::= SEQUENCE {
refMCC INTEGER(0..999) OPTIONAL, -- Mobile Count ry Code
refMNC INTEGER(0..999) OPTIONAL, -- Mobile Netwo rk Code
refSECTORID BIT STRING(SIZE (128)) OPTIONAL, -- UMB Sector Id
o}

-- if only SECTORID is present, MCC and MNC are ass
current serving or camped on network values

-- if only SECTORID + MNC are present, MCC is assum
current serving or camped on network values

-- if only MNC is present, MCC is assumed to be ide
serving or camped on network value

LTEAreald::= SEQUENCE {
refMCCINTEGER(0..999) OPTIONAL, -- Mobile Countr
refMNCINTEGER(0..999) OPTIONAL, -- Mobile Networ
refCl BIT STRING(SIZE (29)) OPTIONAL, -- LTE Cell-I

!

-- if only Cl is present, MCC and MNC are assumed t
current serving or camped on network values

-- if only CI + MNC are present, MCC is assumed to
serving or camped on network values

-- if only MNC is present, MCC is assumed to be ide
serving or camped on network value

WLANAreald::= SEQUENCE {
apMACAddress BIT STRING(SIZE (48)), -- AP M

)

WimaxAreald ::= SEQUENCE {
bsID-MSB  BIT STRING (SIZE(24)) OPTIONAL,
bsID-LSB  BIT STRING (SIZE(24)) }
-- if only LSB is present, MSB is assumed to be ide
serving BS or clamped on network value
ArealdSetType ::= ENUMERATED {border(0), within(1)
GeoAreaMappingList ::= SEQUENCE (SIZE (1..maxNumGeo
GeoArealndex ::= INTEGER (1..maxNumGeoArea)
maxNumGeoArea INTEGER ::= 32
maxAreald INTEGER ::= 256

maxArealdList INTEGER ::= 32

umed to be identical to the
ed to be identical to the

ntical to the current

y Code
k Code
d including CSG bit

o be identical to the
be identical to the current

ntical to the current

AC Address

ntical to the current

L)

Area)) OF GeoArealndex
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END

11.2.13 SUPL TRIGGERED RESPONSE

SUPL-TRIGGERED-RESPONSE DEFINITIONS AUTOMATIC TAGS
BEGIN

EXPORTS Ver2-SUPLTRIGGEREDRESPONSE;

IMPORTS
PosMethod, SLPAddress
FROM ULP-Components
SupportedNetworkInformation, SPCSETKey, SPCTID, SP
GNSSPosTechnology
FROM Ver2-ULP-Components
TriggerParams
FROM SUPL-TRIGGERED-START;

Ver2-SUPLTRIGGEREDRESPONSE::= SEQUENCE({

CSETKeylifetime,

posMethod PosMethod,
triggerParams TriggerParams OPTIONAL,
sLPAddress SLPAddress OPTIONAL,
supportedNetworkinformation SupportedNetworklin formation OPTIONAL,
reportingMode ReportingMode OPTIONAL,
SPCSETKey SPCSETKey OPTIONAL,
sPCTID SPCTID OPTIONAL,
sPCSETKeylifetime SPCSETKeylifetime OPTIONAL,
gnssPosTechnology GNSSPosTechnology OPTIONAL,
e}
ReportingMode ::= SEQUENCE {
repMode RepMode,
batchRepConditions BatchRepConditions OPTIONAL, -- only used for batch
reporting
batchRepType BatchRepType OPTIONAL, -- only used fo r batch reporting
e}

RepMode ::= ENUMERATED {realtime(1), quasirealtime(

BatchRepConditions ::= CHOICE {

num-interval INTEGER (1..1024), -- number of perio
which the batch report is sent to the SLP

num-minutes INTEGER (1..2048), -- number of minute
report is sent to the SLP

endofsession NULL, -- if selected batch report is
session

)

BatchRepType ::= SEQUENCE {

reportPosition BOOLEAN, -- set to “true” if reporti
allowed

reportMeasurements BOOLEAN, -- set to “true” if rep
allowed

intermediateReports BOOLEAN, -- set to “true” if
intermediate reports if it runs out of memory

discardOldest BOOLEAN OPTIONAL, -- set to “true” i
discard the oldest positions or measurements of the

2), batch(3), ...}

dic fixes/measurements after
s after which the batch

to be sent at the end of the

ng of position is
orting of measurements is
the SET is allowed to send

f the SET should
batch report in order to
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save memory, set to “false” the SET should discard the latest positions or
measurements

)
END

11.2.14 SUPL REPORT

SUPL-REPORT DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS Ver2-SUPLREPORT;

IMPORTS
SETCapabilities
FROM SUPL-START
Position, PosMethod, SessionID, Ver
FROM ULP-Components
MultipleLocationlds, GNSSPosTechnology, GANSSSigna Is
FROM Ver2-ULP-Components
maxGANSS
FROM ULP-Version-2-parameter-extensions;

Ver2-SUPLREPORT ::= SEQUENCE {

sessionList SessionList OPTIONAL,
sETCapabilities = SETCapabilities OPTIONAL,
reportDataList ReportDatalList OPTIONAL,
ver Ver OPTIONAL,
moreComponents NULL OPTIONAL,
o}
SessionList ::= SEQUENCE SIZE (1..maxnumSessions) O F SessionInformation
Sessioninformation ::= SEQUENCE {
sessionlD SessionID,
o}
maxnumsSessions INTEGER ::= 64
ReportDataList ::= SEQUENCE SIZE (1.. 1024) OF Repo rtData
ReportData ::= SEQUENCE {
positionData PositionData OPTIONAL,
multipleLocationlds MultipleLocationlds OPTIONAL,
resultCode ResultCode OPTIONAL,
timestamp TimeStamp OPTIONAL,
e}
PositionData ::= SEQUENCE {
position Position,
posMethod PosMethod OPTIONAL,
gnssPosTechnology GNSSPosTechnology OPTIONAL,
ganssSignalsinfo GANSSsignalsinfo OPTIONAL,
o}
GANSSsignalsinfo ::= SEQUENCE SIZE (1..maxGANSS) OF GANSSSignalsDescription

GANSSSignalsDescription ::= SEQUENCE {
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ganssld INTEGER(0..15), -- coding according to par ameter
definition in section 10.10

gANSSSignals GANSSSignals,

o}
ResultCode ::= ENUMERATED {outofradiocoverage(1), n oposition(2),
nomeasurement(3), nopositionnomeasurement(4), outof memory(5),

outofmemoryintermediatereporting(6), other(7), ...}

TimeStamp ::= CHOICE {

absoluteTime UTCTime,

relativeTime INTEGER (0..31536000)} -- relative time to when the SUPL REPORT
message is sent in units of 1 sec, where 0 signifie s “now” and n signifies n
seconds in the past

END

11.2.15 SUPL TRIGGERED STOP

SUPL-TRIGGERED-STOP DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS Ver2-SUPLTRIGGEREDSTOP;
IMPORTS

StatusCode
FROM ULP-Components;

Ver2-SUPLTRIGGEREDSTOP::= SEQUENCE{
statusCode StatusCode OPTIONAL,

o}
END
11.3 Messsage Extensions (SUPL Version 2)
ULP-Version-2-message-extensions DEFINITIONS AUTOMA TIC TAGS ::=
BEGIN
EXPORTS
Ver2-SUPL-INIT-extension, Ver2-SUPL-START-extension , Ver2-SUPL-RESPONSE-
extension, Ver2-SUPL-POS-INIT-extension, Ver2-SUPL- POS-extension, Ver2-SUPL-

END-extension;

IMPORTS
SLPAddress, Position, Ver
FROM ULP-Components
SETCapabilities
FROM SUPL-START

SupportedNetworkInformation, GNSSPosTechnology, Mu [tipleLocationlds,
UTRAN-GPSReferenceTimeResult, UTRAN-GANSSReferenceT imeResult, UTRAN-
GPSReferenceTimeAssistance, UTRAN-GANSSReferenceTim eAssistance, SPCSETKey,
SPCTID, SPCSETKeylifetime, ThirdParty, Applicationl D
FROM Ver2-ULP-Components

TriggerType

FROM SUPL-TRIGGERED-START,;

Ver2-SUPL-INIT-extension ::= SEQUENCE {
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notificationMode NotificationMode OPTIONAL,
supportedNetworkinformation SupportedNetworkin formation OPTIONAL,
triggerType TriggerType OPTIONAL,
e-SLPAddress SLPAddress OPTIONAL,
historicReporting HistoricReporting OPTIONAL,
protectionLevel ProtectionLevel OPTIONAL,
gnssPosTechnology GNSSPosTechnology OPTIONAL,
minimumMajorVersion INTEGER (0..255) OPTIONAL,
o}
NotificationMode ::= ENUMERATED {normal(0), basedOn Location(1), ...}
HistoricReporting ::= SEQUENCE {
allowedReportingType AllowedReportingType,
reportingCriteria ReportingCriteria OPTIONAL, o}

AllowedReportingType ::= ENUMERATED {
positionsOnly(0), measurementsOnly(1), positionsA ndMeasurements(2),...}

ReportingCriteria ::= SEQUENCE {

timeWindow TimeWindow  OPTIONAL,
maxNumberofReports INTEGER(1..65536) OPTIONAL,
minTimelnterval INTEGER(1..86400) OPTIONAL,
o}
TimeWindow ::= SEQUENCE {
startTime INTEGER(-525600..-1), -- Time in minute S
stopTime INTEGER(-525599..0)} -- Time in minutes
ProtectionLevel ::= SEQUENCE {
protlevel ProtLevel,
basicProtectionParams BasicProtectionParams OPTION AL,
o}

ProtLevel ::= ENUMERATED {
nullProtection(0), basicProtection(1), ...}

BasicProtectionParams ::= SEQUENCE {

keyldentifier OCTET STRING(SIZE (8)),
basicReplayCounter INTEGER(0..65535),
basicMAC BIT STRING(SIZE (32)),
o}

Ver2-SUPL-START-extension ::= SEQUENCE {
multipleLocationlds MultipleLocationlds OPTIONAL,
thirdParty ThirdParty OPTIONAL,
applicationID ApplicationID OPTIONAL,
position Position OPTIONAL,

)

Ver2-SUPL-RESPONSE-extension ::= SEQUENCE {
supportedNetworkinformation SupportedNetworklin formation OPTIONAL,
SPCSETKey SPCSETKey OPTIONAL,
sPCTID SPCTID OPTIONAL,
sPCSETKeylifetime SPCSETKeylifetime OPTIONAL,
initialApproximateposition Position OPTIONAL ,
gnssPosTechnology GNSSPosTechnology OPTIONAL,
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e}
Ver2-SUPL-POS-INIT-extension ::= SEQUENCE {
multipleLocationlds MultipleLocationlds OPTIONA L,
utran-GPSReferenceTimeResult UTRAN-GPSReferenceTi meResult OPTIONAL,
utran-GANSSReferenceTimeResult UTRAN-GANSSReferen ceTimeResult OPTIONAL,
e}
Ver2-SUPL-POS-extension ::= SEQUENCE {
utran-GPSReferenceTimeAssistance  UTRAN-GPSReference TimeAssistance OPTIONAL,
utran-GPSReferenceTimeResult UTRAN-GPSReferenceTime Result OPTIONAL,
utran-GANSSReferenceTimeAssistance UTRAN-GANSSRefer enceTimeAssistance OPTIONAL,
utran-GANSSReferenceTimeResult UTRAN-GANSSReference TimeResult OPTIONAL,
e}

Ver2-SUPL-END-extension ::= SEQUENCE {
sETCapabilities SETCapabilities OPTIONAL,

)
END

11.4 Parameter Extensions (SUPL Version 2)

ULP-Version-2-parameter-extensions DEFINITIONS AUTO MATIC TAGS ::=

BEGIN

EXPORTS

maxGANSS, Ver2-Notification-extension, Ver2-SETCapa bilities-extension, Ver2-
PosProtocol-extension, Ver2-PosTechnology-extension , Ver2-RequestedAssistData-

extension, Ver2-PosPaylL oad-extension;

IMPORTS

GANSSSignals, ReportingCap
FROM Ver2-ULP-Components

maxNumGeoArea, maxAreald, maxArealdList
FROM SUPL-TRIGGERED-START;

Ver2-Notification-extension ::= SEQUENCE {
emergencyCallLocation NULL OPTIONAL,

e}
Ver2-SETCapabilities-extension ::= SEQUENCE {
serviceCapabilities ServiceCapabilities OPTIONAL,

supportedBearers SupportedBearers OPTIONAL}

ServiceCapabilities ::= SEQUENCE {

servicesSupported ServicesSupported,
reportingCapabilities ReportingCap OPTIONAL,
eventTriggerCapabilities EventTriggerCapabilities OPTIONAL,
sessionCapabilities SessionCapaubilities,
o}

ServicesSupported ::= SEQUENCE {
periodicTrigger BOOLEAN,
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areaEventTrigger BOOLEAN,

o}

EventTriggerCapabilities ::= SEQUENCE {
geoAreaShapesSupported GeoAreaShapesSuppo rted,
maxNumGeoAreaSupported INTEGER (0..maxNumGeoArea) OPTIONAL,
maxArealdListSupported INTEGER (0..maxArealdList) OPTIONAL,
maxArealdSupportedPerList INTEGER (0..maxAreald) OPTIONAL,

o}

GeoAreaShapesSupported ::= SEQUENCE {
ellipticalArea  BOOLEAN,
polygonArea  BOOLEAN,

o}

SessionCapabilities ::= SEQUENCE {
maxNumberTotalSessions INTEGER (1..128),
maxNumberPeriodicSessions INTEGER (1..32),
maxNumberTriggeredSessions INTEGER (1..32),

o}

SupportedBearers ::= SEQUENCE {

gsm BOOLEAN,
wcdma BOOLEAN,
Ite BOOLEAN,
cdma BOOLEAN,
hprd BOOLEAN,
umb BOOLEAN,
wlan BOOLEAN,
wWiMAX BOOLEAN,

o}

Ver2-PosProtocol-extension ::= SEQUENCE {
Ipp BOOLEAN,

posProtocolVersionRRLP PosProtocolVersion3GPP OPTIO NAL,
posProtocolVersionRRC PosProtocolVersion3GPP OPTION AL,
posProtocolVersionTIA801 PosProtocolVersion3GPP2 OP TIONAL,
posProtocolVersionLPP PosProtocolVersion3GPP OPTIO NAL,

!

PosProtocolVersion3GPP ::= SEQUENCE {
majorVersionField  INTEGER(0..255),
technicalVersionField INTEGER(0..255),
editorialVersionField INTEGER(0..255),

)

PosProtocolVersion3GPP2 ::= SEQUENCE (SIZE(1..8)) O F
Supported3GPP2PosProtocolVersion

Supported3GPP2PosProtocolVersion ::= SEQUENCE {

revisionNumber BIT STRING(SIZE (6)), -- the | ocation
standard revision number the SET supports coded acc ording to 3GPP2 C.S0022
pointReleaseNumber INTEGER(0..255),
internalEditLevel INTEGER(0..255),
o}

Ver2-PosTechnology-extension ::= SEQUENCE {
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gANSSPositionMethods GANSSPositionMethods OPTION AL,
o}
GANSSPositionMethods ::= SEQUENCE (SIZE(1..16)) OF GANSSPositionMethod
GANSSPositionMethod ::= SEQUENCE {
ganssld INTEGER(O0..15), -- coding according to
parameter definition in section 10.10
ganssSBASId BIT STRING(SIZE(3)) OPTIONAL, --codin g
according to parameter definition in section 10.10
gANSSPositioningMethodTypes GANSSPositioningMethod T ypes,
gANSSSignals GANSSSignals,
o}
GANSSPositioningMethodTypes ::= SEQUENCE {
setAssisted BOOLEAN,
setBased BOOLEAN,
autonomous BOOLEAN,
o}

Ver2-RequestedAssistData-extension ::= SEQUENCE {
ganssRequestedCommonAssistanceDatal.ist

GanssRequestedCommonAssistanceDatalist OPTIONAL,
ganssRequestedGenericAssistanceDatal ist

GanssRequestedGenericAssistanceDatalist OPTIONAL,

extendedEphemeris ExtendedEphemeris OPTIONAL,
extendedEphemerisCheck ExtendedEphCheck OPTIONAL,

o}

GanssRequestedCommonAssistanceDatal.ist ::= SEQUENCE {
ganssReferenceTime BOOLEAN,
gansslonosphericModel BOOLEAN,
ganssAdditionallonosphericModelForDatalD00 BOOLEA N,
ganssAdditionallonosphericModelForDatalD11 BOOLEA N,
ganssEarthOrientationParameters BOOLEAN,

o}

GanssRequestedGenericAssistanceDatalList ::= SEQUENC E(SIZE(1..maxGANSS)) OF

GanssRegGenericData

GanssRegGenericData ::= SEQUENCE {

ganssld INTEGER(0..15), -- coding according to parameter definition in
section 10.10

ganssSBASId BIT STRING(SIZE(3)) OPTIONAL, --codin g according to parameter
definition in section 10.10

ganssRealTimelntegrity BOOLEAN,

ganssDifferentialCorrection DGANSS-Sig-ld-Req OPT IONAL,

ganssAlmanac BOOLEAN,

ganssNavigationModelData GanssNavigationModelData OPTIONAL,

ganssTimeModels BIT STRING(SIZE(16)) OPTIONAL,

ganssReferenceMeasurementinfo BOOLEAN,

ganssDataBits GanssDataBits OPTIONAL,

ganssUTCModel BOOLEAN,

ganssAdditionalDataChoices GanssAdditionalDataCho ices OPTIONAL,

ganssAuxiliarylnformation BOOLEAN,

ganssExtendedEphemeris ExtendedEphemeris OPTIONAL,

ganssExtendedEphemerisCheck GanssExtendedEphC heck OPTIONAL,

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc

Page 309 (410)

2}

DGANSS-Sig-ld-Req ::= BIT STRING (SIZE(8)) -- codin
definition in section 10.9

GanssNavigationModelData ::= SEQUENCE {

ganssWeek INTEGER(0..4095),
ganssToe INTEGER(0..167),
t-toeLimit INTEGER(O0..15),
satellitesListRelatedDatal ist SatellitesListRelated

o}

SatellitesListRelatedDataL.ist ::= SEQUENCE(SIZE(O..
SatellitesListRelatedData

SatellitesListRelatedData ::= SEQUENCE {
satld INTEGER(O..63),
iod INTEGER(0..1023),

)

maxGANSS INTEGER := 16
maxGANSSSat INTEGER ::= 32

GanssDataBits ::= SEQUENCE {

g according to parameter

DataList OPTIONAL,

maxGANSSSat)) OF

ganssTODmin INTEGER (0..59),
regDataBitAssistanceList RegDataBitAssistanceLis t,
o}
RegDataBitAssistancelList ::= SEQUENCE {
gnssSignals GANSSSignals,
ganssDataBitInterval INTEGER (0..15),
ganssDataBitSatList SEQUENCE (SIZE(1..maxGANSSSa t)) OF INTEGER
(0..63) OPTIONAL,
o}
GanssAdditionalDataChoices ::= SEQUENCE {
orbitModellD INTEGER(O..7) OPTIONAL,
clockModellD INTEGER(0..7) OPTIONAL,
utcModellD INTEGER(0..7) OPTIONAL,
almanacModellD INTEGER(0..7) OPTIONAL,
o}

ExtendedEphemeris ::= SEQUENCE {
validity INTEGER (1..256), -- Requested va

)

ExtendedEphCheck ::= SEQUENCE {
beginTime GPSTime, -- Begin time of ephemer
endTime GPSTime, -- End time of ephemeris

)

GanssExtendedEphCheck ::= SEQUENCE {
beginTime GANSSextEphTime, -- Begin time of ephe
endTime GANSSextEphTime, -- End time of epheme

o}
GPSTime ::= SEQUENCE {

lidity in 4 hour steps

is extension held by SET
extension held by SET

meris extension held by SET
ris extension held by SET
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gPSWeek INTEGER (0..1023),
gPSTOWhour INTEGER (0..167),

!

GANSSextEphTime ::= SEQUENCE {
gANSSday INTEGER (0..8191),
gANSSTODhour INTEGER (0..23),

!

Ver2-PosPaylLoad-extension ::= SEQUENCE {
IPPPayload SEQUENCE (SIZE (1..3)) OF OCTET STRIN
tIA801Payload SEQUENCE (SIZE(1..3)) OF OCTET STR
OPTIONAL,

2}

END

11.5 Common elements (SUPL Version 1)

ULP-Components DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

EXPORTS Version, SessionID, IPAddress, SLPAddress,
StatusCode, Velocity, QoP, PosMethod, Ver, SETId, P
CellParametersID, FQDN;

IMPORTS
Ver2-Celllnfo-extension
FROM Ver2-ULP-Components;

-- protocol version expressed as x.y.z (e.g., 5.1.0
Version ::= SEQUENCE {

maj  INTEGER(0..255),

min  INTEGER(0..255),

servind INTEGER(0..255)}

SessionID ::= SEQUENCE {

setSessionlD SetSessionID OPTIONAL, -- the seman
the encoding only. The parameter itself is MANDATOR
to minimize bandwidth for the SUPL INIT message. Si
allocated by the SET, there is no setSessionID to b
INIT message.

slpSessionID SlpSessionID OPTIONAL -- the semant
the encoding only. The parameter itself is MANDATOR
to minimize bandwidth for the SUPL START, SUPL TRIG
INIT messages. Since the slpSessionID is allocated
slpSessionID to be transmitted in these messages (w
in section 10.14).--

}

SetSessionID ::= SEQUENCE {sessionld INTEGER(0..65
setld  SETId}

SETId ::= CHOICE {
msisdn  OCTET STRING(SIZE (8)),
mdn  OCTET STRING(SIZE (8)),

G(SIZE (1..60000)) OPTIONAL,
ING(SIZE (1..60000))

Locationld, Position,
rimaryCPICH-Info,

tics of OPTIONAL applies to
Y. This is introduced only
nce the setSessionID is

e transmitted in the SUPL

ics of OPTIONAL applies to

Y. This is introduced only
GERED START and SUPL SET
by the SLP, there is no

ith the exception described

535),
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min BIT STRING(SIZE (34)), -- coded accord ing to TIA-553
imsi OCTET STRING(SIZE (8)),

nai IA5String(SIZE (1..1000)),

iPAddress IPAddress,

e}
-- msisdn, mnd and imsi are a BCD (Binary Coded Dec imal) string
-- represent digits from 0 through 9,
-- two digits per octet, each digit encoded 0000 to 1001 (0 to 9)

-- bits 8765 of octet n encoding digit 2n
-- bits 4321 of octet n encoding digit 2(n-1) +1
-- not used digits in the string shall be filled wi th 1111

SIpSessionID ::= SEQUENCE {
sessionID OCTET STRING(SIZE (4)),
slpld  SLPAddress}

IPAddress ::= CHOICE {
ipv4Address OCTET STRING(SIZE (4)),
ipv6Address OCTET STRING(SIZE (16))}

SLPAddress ::= CHOICE {iPAddress IPAddress,
fQDN FQDN,
e}

FQDN ::=
VisibleString(FROM ("a".."z" | "A".."Z" | "0".."9 “".-")(SIZE (1..255))

Ver ::= BIT STRING(SIZE (64))

Locationld ::= SEQUENCE {cellinfo Cellinfo,
status  Status,

.}

Status ::= ENUMERATED {stale(0), current(1), unknow n(2), ...}

Celllnfo ::= CHOICE {

gsmCell GsmCellinformation,

wcdmaCell WecdmacCelllnformation, --WCDMA Cell Inf ormation/TD-SCDMA Cell
Information

cdmaCell CdmacCellinformation,

ver2-Celllnfo-extension Ver2-Celllnfo-extension}

Position ::= SEQUENCE {

timestamp UTCTime, -- shall include secon ds and shall use UTC time.
positionEstimate PositionEstimate,

velocity Velocity OPTIONAL,

e}

PositionEstimate ::= SEQUENCE {
latitudeSign ENUMERATED {north, south},
latitude  INTEGER(0..8388607),
longitude INTEGER(-8388608..8388607),
uncertainty
SEQUENCE {uncertaintySemiMajor INTEGER(0..127) ,
uncertaintySemiMinor INTEGER(0..127) ,
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orientationMajorAxis INTEGER(0..180)
degree between major axis and North
confidence INTEGER(0..100) OPTIONAL,
altitudelnfo AltitudeInfo OPTIONAL,
...} -- Coding as in [3GPP GAD]

Altitudelnfo ::= SEQUENCE {
altitudeDirection ENUMERATED {height, depth},
altitude INTEGER(0..32767),
altUncertainty INTEGER(0..127),
... } -- based on [3GPP GAD]

CdmacCellinformation ::= SEQUENCE {
refNID INTEGER(0..65535), -- Network Id
refSID INTEGER(0..32767), -- System |d
refBASEID  INTEGER(0..65535), -- Base Station
refBASELAT INTEGER(0..4194303), -- Base Stati
reBASELONG INTEGER(0..8388607), -- Base Stati
refREFPN INTEGER(0..511), -- Base Station P
refWeekNumber INTEGER(0..65535), -- GPS Week Num
refSeconds INTEGER(0..4194303), -- GPS Second

)

GsmCellinformation ::= SEQUENCE {
refMCC INTEGER(0..999), -- Mobile Country Code
refMNC INTEGER(0..999), -- Mobile Network Code
refLAC INTEGER(0..65535), -- Location area code
refCl INTEGER(0..65535), -- Cell identity
nMR NMR OPTIONAL,
tA  INTEGER(0..255) OPTIONAL, --Timing Advanc

)

WcdmacCellinformation ::= SEQUENCE {
refMCC INTEGER(0..999), -- Mobile
refMNC INTEGER(0..999), -- Mobile
reflUC INTEGER(0..268435455), --
frequencylnfo Frequencylnfo OPTIONAL,
primaryScramblingCode INTEGER(0..511) OPTIONAL,
measuredResultsList MeasuredResultsList OPTION

cellParametersld
timingAdvance

}

TimingAdvance ::= SEQUENCE {

tA INTEGER (0..8191),

tAResolution TAResolution OPTIONAL, --If missin
chipRate ChipRate OPTIONAL, —If missing, ¢

2}

TAResolution ::= ENUMERATED {res10chip(0),res05chip
Corresponding to 1.0-chip, 0.5-chip and 0.125-chip

INTEGER(0..127) OPTIONAL,
TimingAdvance OPTIONAL -- Not ap

ChipRate ::= ENUMERATED {tdd128(0),tdd384(1), tdd76
to 1.28-Mchips/s, 3.84-Mchips/s and 7.68-Mchips/s c

} OPTIONAL, -- angle in

Id

on Latitude
on Longitude
N Code

ber

S -

Country Code
Network Code
Cell identity

-- Not applicable for TDD
AL,

-- Not applicable for FDD
plicable for FDD

g, resolution is 0.125 chips
hip rate is 1.28 Mchip/s

(1),res0125chip(2), ...} --
resolutions, respectively

8(2), ...} —Corresponding
hip rates, respectively
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Frequencylinfo ::= SEQUENCE {
modeSpecificinfo CHOICE {fdd FrequencyInfoFDD,
tdd FrequencyInfoTDD,
h
e}

FrequencyInfoFDD ::= SEQUENCE {
uarfcn-UL UARFCN OPTIONAL,
uarfcn-DL UARFCN,

)

FrequencyInfoTDD ::= SEQUENCE {uarfcn-Nt UARFCN,

UARFCN ::= INTEGER(0..16383)
NMR ::= SEQUENCE (SIZE (1..15)) OF NMRelement

NMRelement ::= SEQUENCE {
aRFCN INTEGER(0..1023),
bSIC INTEGER(0..63),
rxLev INTEGER(O..63),

)

MeasuredResultsList ::= SEQUENCE (SIZE (1..maxFreq)

MeasuredResults ::= SEQUENCE {
frequencylnfo Frequencylnfo OPTIONAL,
utra-CarrierRSSI UTRA-CarrierRSSI OPTIONA
cellMeasuredResultsList CellMeasuredResultsList

CellMeasuredResultsList ::=
SEQUENCE (SIZE (1..maxCellMeas)) OF CellMeasuredR

-- SPARE: UTRA-CarrierRSSI, Max = 76
-- Values above Max are spare
UTRA-CarrierRSSI ::= INTEGER(0..127)

CellMeasuredResults ::= SEQUENCE {
cellldentity INTEGER(0..268435455) OPTIONAL,
modeSpecificlnfo

CHOICE {fdd
SEQUENCE {primaryCPICH-Info PrimaryC
cpich-Ec-NO CPICH-Ec
cpich-RSCP CPICH-RS
pathloss Pathloss
tdd

SEQUENCE {cellParametersID CellPara
proposedTGSN TGSN OPT
primaryCCPCH-RSCP PrimaryC
pathloss Pathloss
timeslotISCP-List Timeslot

TimeSlotISCP measurement list cannot be interpreted
Cell Info as defined in [3GPP RRC]

1

CellParametersID ::= INTEGER(0..127)

) OF MeasuredResults

L1
OPTIONAL}

esults

PICH-Info,

-NO OPTIONAL,
CP OPTIONAL,
OPTIONAL},

metersiD,

IONAL,

CPCH-RSCP OPTIONAL,
OPTIONAL,

ISCP-List OPTIONAL —NOTE:
without the knowledge of
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TGSN ::= INTEGER(0..14)

PrimaryCCPCH-RSCP ::= INTEGER(0..127)

-- SPARE: TimeslotISCP, Max = 91

-- Values above Max are spare

TimeslotISCP ::= INTEGER(0..127)

TimeslotISCP-List ::= SEQUENCE (SIZE (1..maxTS)) OF
PrimaryCPICH-Info ::= SEQUENCE {primaryScramblingCo
-- SPARE: CPICH-Ec-No, Max = 49

-- Values above Max are spare

CPICH-Ec-NO ::= INTEGER(0..63)

-- SPARE: CPICH- RSCP, data range from 0 to 91 and

-- Values from 92 to 122 are spare

-- the encoding of cpich-RSCP is (as per [3GPP RRC]

-- cpich-RSCP = 123 CPICH RSCP <-120 dBm

-- cpich-RSCP =124 -120
-- cpich-RSCP =125 -119
-- cpich-RSCP =126 -118
-- cpich-RSCP = 127 -117
-- cpich-RSCP =0 -116
--cpich-RSCP=1 -115

< CPICH RSCP < -119 dBm
< CPICH RSCP < -118 dBm
< CPICH RSCP < -117 dBm
< CPICH RSCP < -116 dBm
< CPICH RSCP < -115 dBm
< CPICH RSCP < -114 dBm

- Cpich-RSCP = 89 -27
-- cpich-RSCP =90 -26
- cpich-RSCP =91  -25

CPICH-RSCP ::= INTEGER(0..127)

-- SPARE: Pathloss, Max = 158
-- Values above Max are spare
Pathloss ::= INTEGER(46..173)

maxCellMeas INTEGER ::= 32
maxFreq INTEGER ::= 8
maxTS INTEGER ::= 14

StatusCode ::= ENUMERATED {
unspecified(0), systemFailure(1), unexpectedMessa
dataMissing(4), unexpectedDataValue(5), posMethod
posMethodMismatch(7), posProtocolMismatch(8), tar
versionNotSupported(10), resourceShortage(11), in
nonProxyModeNotSupported(13), proxyModeNotSupport
positioningNotPermitted(15), authNetFailure(16),
consentDeniedByUser(100), consentGrantedByUser(101)
incompatibleProtectionLevel(18), ver2-serviceNotSup
insufficientinterval(20), ver2-noSUPLCoverage(21),

QoP ::= SEQUENCE {

< CPICH RSCP < -26 dBm
< CPICH RSCP < -25 dBm
< CPICH RSCP dBm

TimeslotISCP

de INTEGER(0..511)}

from 123 to 127.

V5.11.0)

ge(2), protocolError(3),
Failure(6),
getSETnotReachable(9),
validSessionld(12),

ed(14),
authSuplinitFailure(17),

) eeey VEI2-

ported(19), ver2-
ver2-sessionStopped(102)}
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horacc INTEGER(0..127),

veracc INTEGER(0..127) OPTIONAL, -- as define d in [SGPP GAD] “uncertainty
altitude™—

maxLocAge INTEGER(0..65535) OPTIONAL,

delay INTEGER(0..7) OPTIONAL, -- as defined in [3GPP RRLP]

e}
Velocity ::= CHOICE { -- velocity definition as per [BGPP GAD]

horvel Horvel,

horandvervel Horandvervel,
horveluncert Horveluncert,
horandveruncert Horandveruncert,

)

Horvel ::= SEQUENCE {
bearing BIT STRING(SIZE (9)),
horspeed BIT STRING(SIZE (16)),

)

Horandvervel ::= SEQUENCE {
verdirect BIT STRING(SIZE (1)),
bearing BIT STRING(SIZE (9)),
horspeed BIT STRING(SIZE (16)),
verspeed BIT STRING(SIZE (8)),

)

Horveluncert ::= SEQUENCE {
bearing  BIT STRING(SIZE (9)),
horspeed BIT STRING(SIZE (16)),
uncertspeed BIT STRING(SIZE (8)),

)

Horandveruncert ::= SEQUENCE {
verdirect BIT STRING(SIZE (1)),
bearing BIT STRING(SIZE (9)),
horspeed BIT STRING(SIZE (16)),
verspeed BIT STRING(SIZE (8)),
horuncertspeed BIT STRING(SIZE (8)),
veruncertspeed BIT STRING(SIZE (8)),

e}
PosMethod ::= ENUMERATED {
agpsSETassisted(0), agpsSETbased(1), agpsSETassiste dpref(2),
agpsSETbasedpref(3), autonomousGPS(4), aFLT(5), eCl D(6), eOTD(7), oTDOA(8),
noPosition(9), ..., ver2-historicalDataRetrieval(10 ), ver2-
agnssSETassisted(11), ver2-agnssSETbased(12), ver2- agnssSETassistedpref(13),
ver2-agnssSEThbasedpref(14), ver2-autonomousGNSS(15) , ver2-sessioninfoquery(16)}
END

11.6 Common elements (SUPL Version 2)
Ver2-ULP-Components DEFINITIONS AUTOMATIC TAGS ::=

BEGIN
EXPORTS Ver2-Cellinfo-extension, MultipleLocationld S,
SupportedNetworkinformation, CauseCode, UTRAN-GPSRe ferenceTimeAssistance,
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UTRAN-GPSReferenceTimeResult, SPCSETKey, SPCTID, SP CSETKeylifetime, UTRAN-
GANSSReferenceTimeAssistance, UTRAN-GANSSReferenceT imeResult,

GNSSPosTechnology, GANSSSignals, ThirdParty, Applic ationID, ReportingCap,
Coordinate, CircularArea, EllipticalArea, PolygonAr ea;
IMPORTS
Locationld, PrimaryCPICH-Info, CellParametersID, F QDN

FROM ULP-Components;
MultipleLocationlds ::= SEQUENCE SIZE (1..maxLidSiz e) OF LocationldData
LocationldData ::= SEQUENCE {
locationld Locationld,
relativetimestamp RelativeTime OPTIONAL, -- if rela tivetimestamp is
present, then data represents historical measuremen t, if absent, data
represents current measurements
servingFlag BOOLEAN, -- if “true” measurements re present serving cell
o}
RelativeTime ::= INTEGER (0..65535) -- relative tim e to “current” Location Id
in multiples of 0.01sec
maxLidSize INTEGER ::= 64
SupportedNetworkinformation ::= SEQUENCE {

WLAN BOOLEAN,

supportedWLANInfo SupportedWLANInfo OPTIONAL,

supportedWLANApsList SupportedWLANApsList OPTIO NAL,

gSM BOOLEAN,

wCDMA BOOLEAN,

supportedWCDMAInfo SupportedWCDMAInfo OPTIONAL,

cDMA BOOLEAN,

hRDP BOOLEAN,

uMB BOOLEAN,

ITE BOOLEAN,

wIMAX BOOLEAN,

historic BOOLEAN,

nonServing BOOLEAN,

UTRANGPSReferenceTime BOOLEAN,

UTRANGANSSReferenceTime BOOLEAN,

e}

SupportedWLANInfo ::= SEQUENCE {
apTP BOOLEAN, -- AP transmit power
apAG BOOLEAN, -- AP antenna gain
apSN BOOLEAN, -- AP S/N received at SET
apDevType BOOLEAN, -- Device type
apRSSI  BOOLEAN, -- AP signal strength at SET
apChanFreq BOOLEAN, -- AP channel/frequency of T X/IRX
apRTD BOOLEAN, -- Round Trip Delay between SET and AP
setTP BOOLEAN, -- SET transmit power
setAG BOOLEAN, -- SET antenna gain
setSN BOOLEAN, -- SET S/N received at AP
setRSSI BOOLEAN, -- SET signal strength at AP
apRepLoc BOOLEAN, -- AP Location as reported b y AP

)
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maxWLANApDataSize INTEGER ::=128

SupportedWLANApsList ::= SEQUENCE {

supportedWLANApDataList SEQUENCE (SIZE (1..max WLANApDataSize)) OF
SupportedWLANApData,

supportedWLANapsChannellla SupportedWLANApsChanne [11a OPTIONAL,
supportedWLANapsChannelllbg SupportedWLANApsChanne [11bg OPTIONAL,

}

SupportedWLANApsChannellla ::= SEQUENCE {
ch34 BOOLEAN,
ch36 BOOLEAN,
ch38 BOOLEAN,
ch40 BOOLEAN,
ch42 BOOLEAN,
ch44 BOOLEAN,
ch46 BOOLEAN,
ch48 BOOLEAN,
ch52 BOOLEAN,
ch56 BOOLEAN,
ch60 BOOLEAN,
ch64 BOOLEAN,
ch149 BOOLEAN,
ch153 BOOLEAN,
ch157 BOOLEAN,
chl61 BOOLEAN

}

SupportedWLANApsChannelllbg ::= SEQUENCE {
chl BOOLEAN,
ch2 BOOLEAN,
ch3 BOOLEAN,
ch4 BOOLEAN,
ch5 BOOLEAN,
ch6é BOOLEAN,
ch7 BOOLEAN,
ch8 BOOLEAN,
ch9 BOOLEAN,
ch10 BOOLEAN,
ch1l BOOLEAN,
ch12 BOOLEAN,
ch13 BOOLEAN,
ch14 BOOLEAN

}

SupportedWLANApData ::= SEQUENCE {
apMACAddress BIT STRING (SIZE (48)),
apDevType ENUMERATED {wlan802-11a(0), wlan802-11b (1), wlan802-11g(2), ...},

!

SupportedWCDMAInfo ::= SEQUENCE {
mRL BOOLEAN, -- Measured Results List

)

Ver2-Cellinfo-extension ::= CHOICE {
hrpdCell HrpdCellinformation,
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umbCell UmbCellinformation,
lteCell LteCellInformation,
wlanAP  WIlanAPInformation,
wimaxBS WimaxBSInformation,

e}

HrpdCellinformation ::= SEQUENCE {
refSECTORID BIT STRING(SIZE (128)) OPTIONAL, - - HRPD Sector Id
refBASELAT INTEGER(0..4194303), -- Base Stati on Latitude
reBASELONG INTEGER(0..8388607), -- Base Stati on Longitude
refWeekNumber INTEGER(0..65535), -- GPS Week Num ber
refSeconds INTEGER(0..4194303), -- GPS Second S --
e}

UmbCellinformation ::= SEQUENCE {
refSECTORID BIT STRING(SIZE (128)), -- UMB Se ctor Id
refMCC INTEGER(0..999), -- Mobile Country Code
ref’MNC INTEGER(0..999), -- Mobile Network Code
refBASELAT INTEGER(0..4194303), -- Base Stat ion Latitude
reBASELONG INTEGER(0..8388607), -- Base Stat ion Longitude
refWeekNumber INTEGER(0..65535), -- GPS Week Nu mber
refSeconds INTEGER(0..4194303), -- GPS Secon ds --
e}

-- LTE Cell info per 3GPP TS 36.331. --

-- If not otherwise stated info is related to servi ng cell --

LteCelllnformation ::= SEQUENCE {

cellGloballdEUTRA CellGloballdEUTRA,
physCellld PhysCellld,
trackingAreaCode TrackingAreaCode,
rsrpResult RSRP-Range  OPTIONAL,
rsrqResult RSRQ-Range  OPTIONAL,
tA  INTEGER(0..1282) OPTIONAL, -- Timing Adva nce as per 3GPP TS 36.321
measResultLisStEUTRA MeasResultListEUTRA OPTIONA L, --Neighbour measurements
e}
-- Measured results of neighbours cells per 3GPP TS 36.331 --
MeasResultListEUTRA ::= SEQUENCE (SIZE (1..maxCellR eport)) OF MeasResultEUTRA

MeasResultEUTRA ::= SEQUENCE {
physCellld PhysCellld,
cgi-Info SEQUENCE {
cellGloballd CellGloballdEUTRA,
trackingAreaCode TrackingAreaCode

} OPTIONAL,

measResult SEQUENCE {
rsrpResult RSRP-Range  OPTIONAL, -- Mapping to mea sured values
rsrgResult RSRQ-Range OPTIONAL, --in 3GPP TS 36. 133

}

}

PhysCellld ::= INTEGER (0..503)

TrackingAreaCode ::= BIT STRING (SIZE (16))
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CellGloballdEUTRA ::= SEQUENCE {
plmn-ldentity PLMN-Identity,
cellldentity Cellldentity,

S

PLMN-Identity ::= SEQUENCE {
mcc MCC OPTIONAL,
mnc MNC

}
Cellldentity ::= BIT STRING (SIZE (28))

MCC ::= SEQUENCE (SIZE (3)) OF MCC-MNC-Digit
MNC ::= SEQUENCE (SIZE (2..3)) OF MCC-MNC-Digit
MCC-MNC-Digit ::= INTEGER (0..9)

RSRP-Range ::= INTEGER(0..97)
RSRQ-Range ::= INTEGER(0..34)
maxCellReport INTEGER ::= 8

WIlanAPInformation ::= SEQUENCE { -- as per [IEEE 80
apMACAddress BIT STRING(SIZE (48)), -- AP M
apTransmitPower INTEGER(-127..128) OPTIONAL, -
apAntennaGain  INTEGER(-127..128) OPTIONAL, -
apSignaltoNoise INTEGER(-127..128) OPTIONAL, -
apDeviceType ENUMERATED {wlan802-11a(0), wl

119(2), ...} OPTIONAL,
apSignalStrength INTEGER(-127..128) OPTIONAL, -
apChannelFrequency INTEGER(0..256) OPTIONAL, -- A
apRoundTripDelay RTD OPTIONAL, -- Round Trip De
setTransmitPower INTEGER(-127..128) OPTIONAL, -
setAntennaGain INTEGER (-127..128) OPTIONAL,
setSignaltoNoise INTEGER (-127..128) OPTIONAL,
setSignalStrength INTEGER(-127..128) OPTIONAL, -
apReportedLocation ReportedLocation OPTIONAL, --

)

RTD ::= SEQUENCE { -- as per [IEEE 802.11v]
rTDValue INTEGER(0..16777216), -- measured RT
-- about 500km in units of 1/10 of nanoseconds
rTDUnits  RTDUnits, -- units of RTD
rTDAccuracy INTEGER(0..255) OPTIONAL, -- RTD acc

)

RTDUnits ::= ENUMERATED {
microseconds(0), hundredsofnanoseconds(1), tensof
nanoseconds(3), tenthsofnanoseconds(4), ...}

ReportedLocation ::= SEQUENCE { -- as per [I[EEE 802
locationEncodingDescriptor LocationEncodingDescr
locationData LocationData, -- location dat

)

2.11v]

AC Address

- AP transmit power in dbm
- AP antenna gain in dBi

- AP S/N received at SET
an802-11b(1), wlan802-

- AP signal strength at SET

P channel/frequency of Tx/Rx
lay between SET and AP

- SET transmit power in dBm
-- SET antenna gain in dBi

-- SET S/N received at AP

- SET signal strength at AP
AP Location reported by AP

D value corresponding to

uracy

nanoseconds(2),

11v]
iptor,
a field
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LocationEncodingDescriptor ::= ENUMERATED {
ICI(0), aSN1(2), ...}

LocationData ::= SEQUENCE {

locationAccuracy INTEGER(0..4294967295) OPTIONA L,
locationValue  OCTET STRING (SIZE(1..128)),
e}
WimaxBSInformation ::= SEQUENCE {
wimaxBsID WimaxBsID, -- WiMax serving base stat ion ID
wimaxRTD WimaxRTD OPTIONAL, -- Round Trip Delay measurements
wimaxNMRList WimaxNMRListOPTIONAL, -- Network m easurements
e}
WimaxBsID ::= SEQUENCE {
bsID-MSB BIT STRING (SIZE(24)) OPTIONAL,
bsID-LSB BIT STRING (SIZE(24)),
o}
-- if only LSB is present, MSB is assumed to be ide ntical to the current

serving BS or clamped on network value

WimaxRTD ::= SEQUENCE {

rTD INTEGER (0..65535), -- Round trip delay of se rving BS in units of 10
ns

rTDstdINTEGER (0..1023) OPTIONAL, -- Standard de viation of round trip delay
in units of 10 ns
o}
WimaxNMRList ::= SEQUENCE (SIZE (1..maxWimaxBSMeas )) OF WimaxNMR
WimaxNMR ::= SEQUENCE {

wimaxBsID WimaxBsID, -- WiMax BS ID for the me asurement

relDelay INTEGER (-32768..32767) OPTIONAL, -- Relative delay for this
neighbouring BSs to the serving cell in units of 10 ns

relDelaystd INTEGER (0..1023) OPTIONAL, -- Stand ard deviation of Relative
delay in units of 10 ns

rSSi INTEGER (0..255) OPTIONAL, -- RSSl in 0.25 dBm steps, starting
from -103.75 dBm

rSSistd INTEGER (0..63) OPTIONAL, -- Standard deviation of RSSI in dB

bSTxPower INTEGER (0..255) OPTIONAL, -- BS tran smit power in 0.25 dBm

steps, starting from -103.75 dBm
cINR INTEGER (0..255) OPTIONAL, -- in dB

cINRstd INTEGER (0..63) OPTIONAL, -- Standard deviation of CINR in dB
bSLocation ReportedLocation OPTIONAL, -- Reporte d location of the BS
o}

maxWimaxBSMeas INTEGER ::= 32

UTRAN-GPSReferenceTimeAssistance ::= SEQUENCE {

utran-GPSReferenceTime UTRAN-GPSReferenceTime,
gpsReferenceTimeUncertainty INTEGER (0..127) OPTION AL,
utranGPSDriftRate UTRANGPSDriftRate OPTIONAL}
UTRAN-GPSReferenceTime ::= SEQUENCE {

-- For utran-GPSTimingOfCell values above 232243199 9999 are not used in this
version of the specification. Actual value utran-GP STimingOfCell = (ms-part *
4294967296) + Is-part used on the downlink i.e. sen t from the SLP to the SET
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utran-GPSTimingOfCell SEQUENCE {
ms-part INTEGER (0..1023),
Is-part INTEGER (0..4294967295)},
modeSpecificlnfo CHOICE {
fdd SEQUENCE {
referenceldentity PrimaryCPICH-Info},
tdd SEQUENCE {
referenceldentity CellParametersiD}} OPTIONAL,
sfn INTEGER (0..4095)}
UTRANGPSDriftRate ::= ENUMERATED {
utran-GPSDirift0, utran-GPSDriftl, utran-GPSDr ift2,
utran-GPSDrift5, utran-GPSDrift10, utran-GPSD riftls,
utran-GPSDrift25, utran-GPSDrift50, utran-GPS Drift-1,
utran-GPSDrift-2, utran-GPSDrrift-5, utran-GPS Drift-10,
utran-GPSDirift-15, utran-GPSDrift-25, utran-G PSDrift-50}
UTRAN-GPSReferenceTimeResult ::= SEQUENCE {
-- For ue-GPSTimingOfCell values above 371589119999 99 are not used in this
version of the specification. Actual value utran-GP STimingOfCell = (ms-part *
4294967296) + Is-part used on the uplink i.e. repor ted by the SET to the SLP
set-GPSTimingOfCell SEQUENCE {
ms-part INTEGER (0.. 16383),
Is-part INTEGER (0..4294967295)},
modeSpecificlnfo CHOICE {
fdd SEQUENCE {
referenceldentity PrimaryCPICH-Info},
tdd SEQUENCE {
referenceldentity CellParametersiD}} OPTIONAL,
sfn INTEGER (0..4095),
gpsReferenceTimeUncertainty INTEGER (0..127) O PTIONAL,
o}

UTRAN-GANSSReferenceTimeAssistance ::= SEQUENCE {
ganssDay INTEGER (0..8191) OPTIONAL,

ganssTimelD INTEGER (0..15),
utran-GANSSReferenceTime UTRAN-GANSSReferenceTime,
utranGANSSDriftRate UTRANGANSSDriftRate OPTIONAL}

UTRAN-GANSSReferenceTime ::= SEQUENCE {

ganssTOD INTEGER (0..86399),

utran-GANSSTimingOfCell INTEGER (0..3999999)0OP TIONAL,
modeSpecificlnfo CHOICE {
fdd SEQUENCE {
referenceldentity PrimaryCPICH-Info},
tdd SEQUENCE {
referenceldentity CellParametersiD}} OPTIONAL,
sfn INTEGER (0..4095),
ganss-TODUncertainty INTEGER (0..127) OPTIONAL ,
o}
UTRANGANSSDriftRate ::= ENUMERATED {
utran-GANSSDrift0, utran-GANSSDriftl, utran-G ANSSDrift2,
utran-GANSSDrift5, utran-GANSSDrrift10, utran- GANSSDriftl5,
utran-GANSSDIrift25, utran-GANSSDrift50, utran -GANSSDrift-1,
utran-GANSSDrrift-2, utran-GANSSDrift-5, utran -GANSSDrrift-10,
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utran-GANSSDrift-15, utran-GANSSDrift-25, utr an-GANSSDrift-50}

UTRAN-GANSSReferenceTimeResult ::= SEQUENCE {
ganssTimelD INTEGER (0..15),
set-GANSSReferenceTime SET-GANSSReferenceTime,

)

SET-GANSSReferenceTime ::= SEQUENCE {
-- Actual value [ns] = (ms-Part * 4294967296 + Is-P art) * 250
-- Actual values [ns] > 86399999999750 are reserved and are considered a
-- protocol error
set-GANSSTimingOfCell SEQUENCE {

ms-part INTEGER (0..80),
Is-part INTEGER (0..4294967295)} O PTIONAL,
modeSpecificlnfo CHOICE {
fdd SEQUENCE {
referenceldentity PrimaryCPICH-Info},
tdd SEQUENCE {
referenceldentity CellParametersiD}} OPTIONAL,
sfn INTEGER (0..4095),
ganss-TODUncertainty INTEGER (0..127) OPTIONAL ,
o}
GNSSPosTechnology ::= SEQUENCE {
aps BOOLEAN,
galileo BOOLEAN,
sbas BOOLEAN,
modernized-gps BOOLEAN,
gzss BOOLEAN,
glonass BOOLEAN,
o}
-- indicates MS support for particular GANSS signal s and frequencies coding

according to parameter definition in section 10.9

GANSSSignals ::= BIT STRING {
signall (0),
signal2 (1),
signal3 (2),
signal4 (3),
signal5 (4),
signal6 (5),
signal7 (6),
signal8 (7)} (SIZE (1..8))

SPCSETKey ::= BIT STRING(SIZE (128))

SPCTID ::= SEQUENCE {

rAND BIT STRING(SIZE (128)),
slpFQDN FQDN,
SPCSETKeylifetime ::= INTEGER (1..24) -- units in h ours

CauseCode ::= ENUMERATED {
servingNetWorkNotInArealdList(0), SETCapabilitiesCh anged(1),
noSUPLCoverage(2), ...}

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 323 (410)

ThirdParty ::= SEQUENCE (SIZE (1..64)) OF ThirdPart yID

ThirdPartyID ::= CHOICE {
logicalName [A5String(SIZE (1..1000)),

msisdn OCTET STRING(SIZE (8)),

emailaddr IA5String(SIZE (1..1000)),

sip-uri VisibleString(FROM ("a".."z" | "A".."Z" | "0".."9" |
" ~%#@?")) (SIZE (1..255)),

ims-public-identity VisibleString(FROM ("a".."z" | "A".ZN |
"0"."9" | "i./-_~%#@?")) (SIZE (1..255)),

min BIT STRING(SIZE (34)), -- coded according to T IA-553

mdn OCTET STRING(SIZE (8)),

uri VisibleString(FROM ("a".."z" | "A".."Z" | "0". M9t -

_~%#") (SIZE (1..255)),
L)

ApplicationID ::= SEQUENCE {

appProvider IA5String(SIZE (1..24)), -- The applic ation provider
appName IA5String(SIZE (1..32)), -- The applicatio n name
appVersion IA5String(SIZE (1..8)) OPTIONAL, -- Th e application
version
o}

ReportingCap ::= SEQUENCE {
minIntINTEGER (1..3600), -- units in seconds

maxIntINTEGER (1..1440) OPTIONAL, -- units in mi nutes

repMode RepMode,

batchRepCap BatchRepCap OPTIONAL, -- only used for batch and quasi
real time reporting

e}
RepMode ::= SEQUENCE {

realtime BOOLEAN,

quasirealtime BOOLEAN,

batch BOOLEAN,

e}
BatchRepCap ::= SEQUENCE {

report-position BOOLEAN, -- set to “true” if report ing of position is
supported

report-measurementsBOOLEAN, -- set to “true” if re porting of measurements is
supported

max-num-positions INTEGER (1..1024) OPTIONAL,
max-num-measurements INTEGER (1..1024) OPTIONAL,

e}
Coordinate::= SEQUENCE {
latitudeSign ENUMERATED {north(0), south(1)},
latitude INTEGER(0..8388607),
longitude INTEGER(-8388608..8388607)} -- Coding as in [3GPP GAD]
CircularArea ::= SEQUENCE {
coordinate Coordinate,
radius INTEGER(1..1000000), -- radius in meters
radius-min INTEGER(1..1000000) OPTIONAL, -- hyster esis minimum
radius

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 324 (410)

radius-max INTEGER(1..1500000) OPTIONAL} -- hyster esis maximum
radius

EllipticalArea ::= SEQUENCE {

coordinate Coordinate,

semiMajor INTEGER(1..1000000), -- units in meters

semiMajor-min INTEGER(1..1000000) OPTIONAL, -- hys teresis minimum
semiMajor

semiMajor-max INTEGER(1..1500000) OPTIONAL, -- hys teresis maximum
semiMajor

semiMinor INTEGER(1..1000000), -- units in meters

semiMinor-min INTEGER(1..1000000) OPTIONAL, -- hys teresis minimum
semiMinor

semiMinor-max INTEGER(1..1500000) OPTIONAL, -- hys teresis maximum
semiMinor

angle INTEGER(O.. 179)} -- units in degrees — the angle is
defined as the angle between the semi-major axis an d North, increasing in a
clockwise direction. An angle of O represents an el lipse with the semi-major
axis pointing North/South while an angle of 90 repr esents an ellipse with the

semi-major axis pointing East/West.

PolygonArea ::= SEQUENCE {
polygonDescription  PolygonDescription,

polygonHysteresis INTEGER(1..100000) OPTIONAL} -- units in meters
PolygonDescription ::= SEQUENCE (SIZE (3..15)) OF C oordinate
END
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Appendix A. Change History (Informative)
A.1 Approved Version History

Reference Date Description
OMA-TS-ULP-V1_0-20070615-A 15 Jun 2007 No previeession within OMA
A.2 Draft/Candidate Version 2.0 History
Document Identifier Date Sections Description
Draft Versions 18 Oct 2005 Doc Header; | Initial draft based on TS template.
OMA-TS-UPL-V2_0 History
14 Apr 2006 6.1, 6.2, Incorporated the following approved CR:
6.2.X,6.2.Y, | OMA-LOC-2006-0077R02-CR-
77X 1.Y, SUPL_2_0_TS_Notification_based_on_location
8.1,8.2,
8.2.X, 8.2.Y
13 May 2006 | C.1.2.9, Incorporated the following approved CR (AD detaitedl flows):
C.l1s, - OMA-LOC-2006-0104-CR-SUPL-2.0-TS-Add-AD-Call-Flew
Cl1l192 - OMA-LOC-2006-0058-CR-SUPL-2.0-AD-Bug-fix-for-

C.1.1.10.2, | syPL_SET_INIT-message
C11112, | _oMA-LOC-2006-0079-CR-SUPL-2.0-AD-Bug-Fix
CLLIL3, | oMA-LOC-2006-0084R04-CR-SUPL2_0-AD-Periodic-Tréers

213%22 location-third-party

C:1:1:8i2, - OMA-LOC-2006-0089-CR-SUPL2_0-AD-inform-V-SLP-SUFEND
C.1.1.8.3, - OMA-LOC-2006-0076R02-CR-SUPL_2_0_AD_Optimizatiérea-
C.1.1.9.2, Event-Handling-Proxy-Mode

C.1.1.9.3, - OMA-LOC-2006-0094-CR-SUPL2_0-AD-several-changes

C.1.1.10.3, - OMA-LOC-2006-0111R01-OMA-LOC-2006-CR-

C.1.1.11.3, SUPL_2_0_TS_Optimization-Area-Event-Handling-

C.1.1.94, Non_Roaming_Proxy

C.1.1.9.1, - OMA-LOC-2006-0112R01-CR-SUPL_2_0_TS_Optimizatitrea-
C.1.1.11.1, Event-Handling-Roaming_Proxy_V-SLP

C.1.1.11.2, | - OMA-LOC-2006-0114R01-CR-SUPL_2_0_TS_Optimizatitrea-
C.l1.27, Event-Handling-Non_Roaming_Non_Proxy

C.12112, | .0OMA-LOC-2006-0115R01-CR-SUPL_2_0_TS_Optimizatierea-
C.1.2.12.1, | Event-Handling-Roaming_Non_Proxy_V-SLP

C1212.2, | _oMA-LOC-2006-0116R01-CR-SUPL_2_0_TS_Optimizatibrea-
C.1.2.12.3, Event-Handling-Roaming_Non_Proxy H-SLP

Cl2141, | oMA-LOC-2006-0117R01-CR-

C.1.2.14.2, i i
C12143 SUPL_2_0_TS_Transfer_Third_party_Detailed_Flow
C.1.1.9.1,
C.1.1.9.2,
C.1.1111,
C.1.1.11.2,
C.1.1.11.3,
C.1.2.15
3 Jun 2006 8.2.2,8.2.4, | Incorporated the following approved CR:
8.3,6.22, | - OMA-LOC-2006-0125R03-CR-SUPL_2_0_TS_Multiple-Ltica-
6.4.2,7.2.5, | Ids
C.1.1.13, - OMA-LOC-2006-0023R02-CR-
C.1.1.16, SUPL_2_0_AD_Notification_based_on_current_locatitm-
C.l1l117, proxy_mode
C.1.118 - OMA-LOC-2006-0031R02-CR-SUPL_2_0_AD-Use-Case-

Emergency-Services

13 Jun 2006 | 6.2.2, 7.XX, Incorporated the following approved CR:

8.1,8.2.z, - OMA-LOC-2005-0463R04-CR-SUPL-2_0-TS-CR-to-Enhaib&0-
C.1.1.9.3, Request-to-locate-another-SET-

1.0,2.1,22,| . OMA-LOC-2006-0113R01-CR-SUPL_2_0_TS_Optimizatitrea-
3.2,3.3,4,5,| Event-Handling-Roaming_Proxy_H-SLP

6.23-6.2.8, | _OMA-LOC-2006-0041-CR-SUPL-2.0-TS-proposal-basedstPL-
71'724, 82, 1.0-TS

8.2.1,8.2.3-
8.2.8
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Document Identifier Date Sections Description
18 Jun 2006 5.1.2.18, Incorporated the following approved CR:
5.1.1.9.1, - OMA-LOC-2006-0119R01-CR-
5.1.1.9.2, SUPL_2 0 TS_SET to_SET_Triggered_Service_with_Afgent
5.1.1.93, - OMA-LOC-2006-0145R01-CR-SUPL_2_0_TS_Optimizatirea-
5.1.1.11.1, | Event-Handling-Non_Roaming_Proxy
6.15,7.1, | _OMA-LOC-2006-0146R01-CR-SUPL_2_0_TS_Optimizatibrea-
7.2.1,7.2.10- Event-Handling-Roaming_Proxy_ V-SLP
;.§.192,12.26, - OMA-LOC-2006-0147R01-CR-SUPL_2_0_TS_Optimizatitrea-
9:1'3 ;5.113 Event-Handling-Roaming_Proxy_H-SLP S
5. 12 1 " | - OMA-LOC-2006-0148R01-CR-SUPL_2_0_TS_Optimizatidrea-
51.2.6, Event-Handling-Non_Roaming_Non_Proxy
511.8.1 - OMA-LOC-2006-0155-CR_SUPL-2_0-TS-Lup-Messagesdbigsion
- OMA-LOC-2006-0161R06-CR_SUPL-2.0-TS-CR-to-Trigge+
Service
- OMA-LOC-2006-0123R03-CR-SUPL-2_0-AD-Open-SLC-tB&
Interface-Call-Flows-NI
- OMA-LOC-2006-0124R02-CR-SUPL-2_0-AD-Open-SLC-tB&
Interface-Call-Flows-SI
- OMA-LOC-2006-0159R01-CR-AD-SUPL-2_0-
Triggered_Positioning-Multiple-Posmethod-NI
19 Jun 2006 | 5.1.1.11.2, Incorporated the following approved CR:
51.1.11.3 - OMA-LOC-2006- 149R01-CR-SUPL_2_0_TS_Optimizatidrea-
Event-Handling-Roaming_Non_Proxy H-SLP
- OMA-LOC-2006- 150R01-CR-SUPL_2_0_TS_Optimizatidrea-
Event-Handling-Roaming_Non_Proxy_H-SLP
22 Jun 2006 All General cleanup to fix styles, table of contertslet of tables, table of
figures, broken links.
10 Jul 2006 5.1.3.2, Incorporated the following approved CR:
5.1.1.10.1, - OMA-LOC-2006-0124R02-CR-SUPL-2_0-AD-Open-SLC-tB&
5.1.1.11.2, Interface-Call-Flows-SI
7.2.3,8.29, | . OMA-LOC-2006-0159R01-CR-AD-SUPL-2_0-
8.30,9.2.2, | Triggered_Positioning-Multiple-Posmethod-NI
5.1.2.17, - OMA-LOC-2006-0115R01-CR-SUPL_2_0_TS_Optimizatiérea-
6.15.11, Event-Handling-Roaming_Non_Proxy_V-SLP
01512 | - OMA-LOC-2006-0118R01-CR- '
51 1 51 2 SUPL_2_0_TS_Transfer_Third_party Detailed_pararseter
5.1.1i8.1 " | - OMA-LOC-2006-0119R01-CR- _ _
51118 ’ SUPL_2_0_TS_SET_to_SET_Triggered_Service_with_Afgant
- OMA-LOC-2006-0155-CR_SUPL-2_0-TS-Lup-Messagesdpigtion
- OMA-LOC-2006-0151R01-CR-ULP-TS-SUPL1-Multi-Sessio
Clarification
- OMA-LOC-2006-0157R01-CR_Clarification-to-usagees|D-bit
- OMA-LOC-2006-0168R01-
CR_SUPL_10_AD_ClarificationMultipleSession
- OMA-LOC-2006-0098R02-CR-SUPL-2_0-AD-Triggered-ioelic-
Historical-Positions
- OMA-LOC-2006-0099R03-CR-SUPL-2_0-AD-Historical-$tons
21 Jul 2006 All General cleanup to fix styles, table of contenégteof tables, table of
figures, broken links
27 Jul 2006 5.3.1.3 Incorporated the following appd CR:

- OMA-LOC-2006-0180-
CR_SUPL_2_0_TS_wrong_diagram_correction
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Document Identifier Date Sections Description
30 Aug 2006 | 5.9.1.1, Incorporated the following approved CR:

5.9.1.2, +  OMA-LOC-2006-0141R04-

5.9.13, CR_CR_SUPL_TS_2_0_AreaEventWithRepeatedReportiruxyPr

51114, +  OMA-LOC-2006-0142R04-

51112, CR_CR_SUPL_TS_2_0_AreaEventWithRepeatedReportingPiixy

2153320 . T oMALOC-2006-0172R01- '

5:1:8:3: CR_CR_SUPL_2_0_TsS_Definition_Area_id

5.1.10.1, +  OMA-LOC-2006-0185RO1- 3

5.1.10.2, CR'_SUP_L_2_O_TS_Tr|ggered_Per|od|c_H|stor|caI_PM|_ proxy_ro

5.1.10.3, aming_with_V_SLP

AppendixC, | © OMA-LOC-2006-0186R01-

5.2.11.1, CR_SUPL_2_0_TS_Triggered_Periodic_Historical _Pmsii proxy_ro

52.11.2, aming_with_H_SLP

5.2.11.3, «  OMA-LOC-2006-0187R01-

5.2.13.1, CR_SUPL_2_0_TS_Triggered_Periodic_Historical_Pasii non_pro

5.2.13.2, Xy_non_roaming

5.213.3, +  OMA-LOC-2006-0188R01-

5.1.9.4, CR_SUPL_2_0_TS_Triggered_Periodic_Historical _Positi non_pro

5.1.13, Xy_roaming_with_V_SPC

5181 «  OMA-LOC-2006-0189R01-
CR_SUPL_2_0_TS_Triggered_Periodic_Historical_Pas#i non_pro
xy_roaming_with_H_SPC
«  OMA-LOC-2006-0192-
CR_New_section_for_timer_in_the_Appendix
«  OMA-LOC-2006-0193-
CR_Optimization_Area_Event_Handling_SET_InitiatednNRoamin
g_Proxy
«  OMA-LOC-2006-0194-
CR_Optimization_Area_Event_Handling_SET_InitiatedaRing_Pro
xy_V_SLP
+  OMA-LOC-2006-0195-
CR_Optimization_Area_Event_Handling_SET_InitiatedaRing_Pro
xy_H_SLP
«  OMA-LOC-2006-0196-
CR_Optimization_Area_Event_Handling_SET_InitiatednNRoamin
g_Non_Proxy
«  OMA-LOC-2006-0197-
CR_Optimization_Area_Event_Handling_SET_InitiatedaRing_No
n_Proxy_V_SLP
«  OMA-LOC-2006-0198-
CR_Optimization_Area_Event_Handling_SET_InitiatedaRing_No
n_Proxy_H_SLP
+  OMA-LOC-2006-0209R02-
CR_SUPL_TS_2_0_NetWorkChangeGeneralized
«  OMA-LOC-2006-0212-
CR_SUPL_V2_0_TS_Editorial_Correction_Multiple_Posnog_in_th
e_triggered_service
«  OMA-LOC-2006-0266R01-
CR_SUPL_2_0_TS_periodic_triggered_SET_Based_mode roami
ng_proxy

7 Sep 2006 All Editorial change to fix broken link
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25 Sep 2006 5.2.15 Re-applied OMA-LOC-2006-0117R01-CR-

SUPL_2_0_TS_Transfer_Third_party Detailed_Flow beeahe
change of diagram was missing.

5.3,5.1.10.1,| Incorporated the following approved CR:

5.1.10.2, . OMA-LOC-2006-0287-

5.1.10.3, CR_TS_ULP_V2_0_remove_LlIp_call_flows

5.1.10.4, . OMA-LOC-2006-0288-

5.18.2, CR_SUPL_2 0_TS_periodic_triggered_SET_Based_moate roami

5.1.8.3, ng_with_non_proxy
. OMA-LOC-2006-0289-
CR_SUPL_2_0_TS_periodic_triggered_SET_Based_modeniny_
with_V_SLP_non_proxy
. OMA-LOC-2006-0290-
CR_SUPL_2_0_TS periodic_triggered_SET_Based_modeingy_
with_H_SLP_non_proxy
. OMA-LOC-2006-0291-
CR_SUPL_2_0_TS periodic_triggered_SET_Based_modeniny__
with_V_SLP_proxy
. OMA-LOC-2006-0292-
CR_SUPL_2_0_TS_periodic_triggered_SET_Based_modeniny_
with_H_SLP_proxy
. OMA-LOC-2006-0293R01-
CR_SUPL_2_0_TS_Triggered_Positioning_Multiple_Pahioe_prox
y_roaming_with_V_SLP
. OMA-LOC-2006-0294R01-
CR_SUPL_2_0_TS Triggered_Positioning_Multiple_Pad$ime_prox
y_roaming_with_H_SLP
. OMA-LOC-2006-0295R01-
CR_SUPL_2_0_TS_ Triggered_Positioning_Multiple_Padwe _non
_proxy_non_roaming
. OMA-LOC-2006-0296R01-
CR_SUPL_2_0_TS_ Triggered_Positioning_Multiple_Padwe _non
_proxy_roaming_with_V_SLP
. OMA-LOC-2006-0297R01-
CR_SUPL_2_0_TS_Triggered_Positioning_Multiple_Padomeé _non
_proxy_roaming_with_H_SLP

25 Oct 2006 8.26.2.2, Incorporated the following approved CRs:

711, +  OMA-LOC-2006-0259R08-

5.1.11.4, CR_ULP_2_0_TS_Area_Event_definition

5.112, +  OMA-LOC-2006-0260R04-

5.113, CR_ULP_2_0_TS_Trigger_modification

2o . OMA-LOC-2006-0310R01-

5.2.11.2: CR_ULP_TS_2_0_NetWorkChange_NI_NonProxy

5211\’-”1 . OMA-LOC-2006-0311R01-

52114, CR_ULP_TS_2_0_VSLP_Handover_NI_NonProxy

5.2.13, «  OMA-LOC-2006-0312R01-

5.2.13.1, CR_ULP_TS_2_0_AreaEventWithRepeatedReporting_Pi8ky

5.2.13.2, «  OMA-LOC-2006-0313R01-

5.2.13.3, CR_ULP_TS_2_0_AreaEventWithRepeatedReporting_NogP®l

5.2.13.4, +  OMA-LOC-2006-0314R01-CR_ULP_TS_2_0_VSLP_Handove

5.2.14, «  OMA-LOC-2006-0319R01-

giii CR_TS_ULP_V2_0_notification_based

5:1:15’ *  OMA-LOC-2006-0326- _

5.1.16’ CR_TS__Bug__in_NI_Immediately_postion_flows

5.1.17: «  OMA-LOC-2006-0328-

5.1.18, CR_TS_ULP_V2_0_GSM_Default_Encoding_Clarification

5.1.19,5.1.3,| * OMA-LOC-2006-0333R01-

5.1.4,5.1.5, | CR_SUPL_2_0_TS_SUPL_INIT_transport

5.1.6,8.12,

2.1,6.0

r
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31 Oct 2006 5.2.11.1, Incorporated some missing changes from the follgv@iRs:
5.2.11.2, + OMA-LOC-2006-0312R01-
5.1.15, CR_ULP_TS_2 0_AreaEventWithRepeatedReporting_Praky
gﬂ; « OMA-LOC-2006-0319R01-CR_TS_ULP_V2_0_notificationsbd
06 Nov 2006 9 Incorporated the following approvett C
. OMA-LOC-2006-0309R01-
CR_ULP_2_0_TS_ASN1_Editorial_Corrections
21 Nov 2006 | 7.2.1,8.12, Incorporated the following approved CRs:
9.21,722, | . OMA-LOC-2006-0353-
5.1.8.1, CR_SUPL_2_0_TS_ULP_Emergency_Call_Location
5.1.8.2, . OMA-LOC-2006-0374R01-
5183, CR_CR_SUPL_2_0_TS_adding_parameter_desciption_iRLSBET
5191, _INIT_message
gigg . OMA-LOC-2006-0388R01- _ o
5.1.10.’1, CR_SUPL_2_0_TS_ULP_SUPLPOS_ConsistentTerminatiaxyPN
51102, |
51111Y . OMA-LOC-2006-0389R01-
5.1.11.2, CR_SUPL_2_0_TS ULP_SUPLPOS_ConsistentTerminationPkux
5.1.11.3, y_NI
5.2.10.1, . OMA-LOC-2006-0390R01-
5.2.10.2, CR_SUPL_2_0_TS ULP_SUPLPOS_ConsistentTerminatiaxyPS
5.2.10.3, |
5.2.11.1, . OMA-LOC-2006-0391R01-
5.2.11.2, CR_SUPL_2_0_TS_ULP_SUPLPOS_ConsistentTerminationPiax
5.2.11.3, y_SI
5.2.12.1, . OMA-LOC-2006-0399R01-
5.212.2, CR_SUPL_2_0_TS_adding_parameter_on_trigger_semicanother_
5.2.12.3, SET
5.2.13.1,
5.2.13.2,
5.2.13.3,
8.26.3.1,
8.26.3.2
18 Dec 2006 | 8.10,9.2.2, Incorporated the following approved CRs:
8.26.2.2, ¢+ OMA-LOC-2006-0370R03-
8.10,8.11.3, | CR_TS_ULP_V2_0_Version_Negotiation
93,21,33,| . OMA-LOC-2006-0380R03-
721,723, CR_SUPL2_0_TS_ULP_Area_event_trigger_parameterstipil Ar
7.24,7.2.5, ea_ID_lists_and_Geographic_shapes
;illzll 2%11 «  OMA-LOC-2006-0411- ‘
923, 5.2'13: CR_SUPL2_0_TS_ULP_CdmacCellinformation_for_ HRPD
9.3’ 521’ . OMA-LOC-2006-0413R02-
8.13 CR_SUPL_2_0_TS_ULP_Multipe_Location_ID_enhancement
«  OMA-LOC-2006-0453-
CR_SUPL2_0_TS_ULP_Intermediate_use_of_coarse_totatiform
ation_SET _Initiated_Proxy
+  OMA-LOC-2006-0454R01-CR_SUPL2_0_TS_Timing_Issue
22 Jan 2007 | 5.1.10.3, Incorporated the following approved CRs:
5.1.10.2, +  OMA-LOC-2007-0007-
5.1.10.1, CR_SUPL_2_0_TS_ULP__inclusionOfPosition
5183, «  OMA-LOC-2007-0011R01-
5.1.2.2, CR_SUPL2_0_TS_ULP_consistency_with_260R04_NI
2111512 *+  OMA-LOC-2007-0003-CR_SUPL2_0_TS_ULP_add_security
5.1.3,5.1.4,
5.1.5,5.1.6,

6
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20 Feb 2007 | 5.1.8.2, Incorporated the following approved CRs:
5.1.8.3, +  OMA-LOC-2006-0432-
5.1.91, CR_SUPL2_0_TS_ULP_NI_Proxy_Periodic_Triggers
5.1.9.2, +  OMA-LOC-2006-0433-
5.1.9.3, CR_SUPL2_0_TS_ULP_NI_Proxy_Event_Trigger
ey «  OMA-LOC-2006-0434- o
5.1.10.2: CR_SUPL2_0_TS_ULP_NI_Nonproxy_Periodic_triggers
51103 +  OMA-LOC-2006-0435-
5.1.11.1, CR_SUPL2_0_TS_ULP_NI_Nonproxy_Event_Triggers
5.1.11.2, ¢ OMA-LOC-2006-0436-
5.1.11.3, CR_SUPL2_0_TS_ULP_NI_V_SLP_to_V_SLP_Handover
5.1.11.4, ¢  OMA-LOC-2006-0438-
5.1.12, CR_SUPL_2 _0_TS_ ULP_SI_Proxy_Periodic_triggers
5.1.13, +  OMA-LOC-2006-0439-
5.210.1, CR_CR_SUPL_2_0_TS_ULP_SI_Proxy_Event_Triggers
52102, +  OMA-LOC-2006-0440-
ggﬂi CR_SUPL_2_0_TS_ULP_SI_Nonproxy_Periodic_triggers
5:2:11:2’ ¢ OMA-LOC-2006-0441- '
5.2.11.3: CR_SUPL_2_0_TS_ULP_SI_Nonproxy_Event_Triggers
52114, +  OMA-LOC-2006-0442-
52121, CR_SUPL_2_0_TS_ULP_SI_V_SPC_to_V_SPC_Handover_Nanj
5.2.12.2, y_Event_Triggers
5.2.12.3, ¢ OMA-LOC-2006-0443-
5.2.13.1, CR_SUPL_2_0_TS ULP_SI_Transfer_Location_in_the dgeigd_se
5.2.13.2, vice
5.2.13.3, ¢ OMA-LOC-2006-0459-
5.2.13.4, CR_SUPL2_0_TS_ULP_oma_ulp_port_number_correctioth \AA
5.2.15,7.1.1,| P_Push_Appendix
712,713, | « OMA-LOC-2007-0012-CR_SUPL_2.0_TS_editorial_change
9.12,51.14, 1 ., OMA-LOC-2007-0015R01-
5.1.15, CR_SUPL2_0_TS_ULP_noatification_based_on_locationsistency
5.1.16, ;
2117 with_260R04
5.1.18’ ¢ OMA-LOC-2007-0018R01-
5119, CR_SUPL2_0_TS_ULP_SUPL_REPORT
8.2.15. «  OMA-LOC-2007-0032R02-CR_SUPL_2_0_TS_ULP_SIP_Pus|
10.2.14,2.1,| * OMA-LOC-2007-0034-
3.3,7,7.1.2, | CR_SUPL2_0_TS_ULP_add_security_references
2.1, *  OMA-LOC-2007-0040-
Appendix C, | CR_SUPL2_0_TS_ULP_notification_based_on_locationeti definit
5.2.2,5.2.3, ions
524,525, | « OMA-LOC-2007-0050R01-
5.2.6,8.24, | CR_SUPL2_0_TS_ULP_Intermediate_use_of_coarse_tocatiform
10.2.3, ation
Appendix B
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25 Apr 2007 2,5.2.16, Incorporated the following approved CRs:
5.2.1,8.1, +  OMA-LOC-2007-0084-
10.1,8.2.3, CR_SUPL2_0_TS_ULP_SUPL_SET Initiated_Periodic_RstBed
10.2.2,9.5, | party_Transfer_Proxy
9.26.3, +  OMA-LOC-2007-0085-
10.2.12, CR_SUPL2_0_TS_ULP_SUPL_SET _Initiated_Periodic_Rstded
8.2.2, _Party_Transfer_Non_Proxy
éOZZEB:LZl 5L, ¢ OMA-LOC-2007-0086- _ .
5.2.8.3: CR_SUPL2_0_TS_ULP_consistency_with_260R04_for_SI
5281 «  OMA-LOC-2007-0089-CR_SUPL_2.0_TS_ULP_Some_Bug_FRi
5.1.8,5.1.9, ¢ OMA-LOC-2007-0095R01-
5.1.10, CR_SUPL_2.0_TS ULP_Add_RSLP_to_Trigger_Roaming_Case
5.1.11, ¢ OMA-LOC-2007-0096-
5.2.10, CR_SUPL_2.0_TS_ULP_Add_SSRP_to_Stop_Trigger_Cases
5.2.11, +  OMA-LOC-2007-0101-CR_SUPL2_0_TS_Clerical_correction
5.2.12, +  OMA-LOC-2007-0110-
g-g 612' L CR_SUPL2_0_TS_ULP_consistency with_260R04_for éigd NI
8:2.i 529 ¢  OMA-LOC-2007-0111- ' . .
8.2.2’ ' CR_SUPL2_0_TS_ULP_consistency_with_260R04_for_¢rigd_SI
10.2.11, +  OMA-LOC-2007-0118R03-
8.2.11, CR_SUPL2_0_TS_ULP_To_redefine_Interval_Between_g-iixe Per
10.2.13, iodic_Params
8.2.10, ¢ OMA-LOC-2007-0123R01-
10.2.12, CR_SUPL_2.0_TS_ULP_about_KEY_MAC
9.26.2.2 ¢ OMA-LOC-2007-0128R01-
CR_SUPL2_0_TS_ULP_trigger_rep_mode_parameter
¢ OMA-LOC-2007-0129R01-
CR_SUPL2_0_TS_ULP_trigger_rep_capability_parameter
¢  OMA-LOC-2007-0137-
CR_SUPL_2.0_add_parameter_to_AreaEventParams
30 May 2007 5.18.1 Incorporated the following approved CRs:
5.1.8.2 . OMA-LOC-2007-0088R04-
5.1.8.3 CR_Reduce_WLAN_Positioning_Network_Traffic.doc
5.1.9.1 . OMA-LOC-2007-0091R04-
59.1.2 CR_SUPL_2.0_TS ULP_Add_ASN1_in_LocationID_for_ TDS@A.
59.1.3 zip
5.1.10.1 . OMA-LOC-2007-0092R02-
5.1.10.2 CR_SUPL_2.0_TS_ULP_Move_TLRA_Ahead_of SUPL_INIT »8ro
51.10.3 _Cases.doc
51111 +  OMA-LOC-2007-0093R02-
51112 CR_SUPL_2.0_TS_ULP_Move_TLRA_Ahead_of SUPL_INIT_Ror|
5111.3 oxy_Cases.doc
5281 . OMA-LOC-2007-0097R05- _
52103 CR_SUPL_2.0_TS_ULP_Remove_TSRLRR_From_Trigger_H®LP|
e oxy_Cases.doc
52123 . OMA-LOC-2007-0098R03-
8.23 CR_SUPL_2.0_TS_ULP_Remove_TSRLRR_From_Trigger_HSIcP|
5.2.8.2 nProxy_Cases.doc
8.2.10 «  OMA-LOC-2007-0117R03-
9.6 CR_SUPL2_0_TS_ULP_To_define_first_position_fix_tirfer_period
9.11 ic_event.doc
9.11.2 +  OMA-LOC-2007-0121R02-
9.26. CR_SUPL2_0_TS_ULP_To_add_TD_SCDMA_as_an_Area_ID.zip|
9.26.2.1 . OMA-LOC-2007-0149-
9.26.2.2 CR_SUPL2_0_TS_ULP_multiple_location_id_in_SUPL_TRIERE
9.31 D_START.doc
10.2.12 . OMA-LOC-2007-0131R02-
10.3 CR_SUPL2_0_TS_ULP_trigger_parameter_definition.doc
04 Jun 2007 Corrected problem when applying CRseab
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25 Jun 2007 5.1.20 Incorporated the following approved CR:
5.1.21 +  OMA-LOC-2007-0169R01-
6.14 CR_SUPL2_0_TS_ULP_historical_positions
6.1.5 «  OMA-LOC-2007-0170R02-
7 CR_SUPL2_0_TS_ULP_historical_positions_messages pandmeter
7.15.1.2 S
8.2.1 +  OMA-LOC-2007-0190R02-
9.32 CR_SUPL2_0_TS_ULP_positioning_protocol_for_WLAN
10.2.1 «  OMA-LOC-2007-0199-
10.3 CR_SUPL2_0_TS_ULP_SUPL_INIT_transport
*+  OMA-SEC-2007-0024R07-
CR_SET_SLC_Mutual_Authentication
*  OMA-SEC-2007-0026R05-CR_SUPL_SET_SLC_ACA_Metho
*  OMA-SEC-2007-0028R05-CR_SUPL_Emergency_Security
27 Jul 2007 5.2.16.3 Incorporated the following approved CRs:
5.1.21, «  OMA-LOC-2007-0211-
5.2.20, CR_SUPL2_0_TS_ULP_consistency_with_97R05
5.1.9.4, +  OMA-LOC-2007-0213R01-
5.1.11.4, CR_SUPL2_0_TS_ULP_network_change_for_area_evengeirs
52114, +  OMA-LOC-2007-0214-
5.2.134 CR_SUPL2_0_TS_ULP_non_proxy_security_update_|
g:i:g' 1% | - OMALOC-2007-0215- '
51 1é, 'l CR_SUPL2_0_TS_ULP_non_proxy_security_update_|l|
5119 «  OMA-LOC-2007-0216-
5.1.10.1, CR_SUPL2_0_TS_ULP_non_proxy_security_update_lII
5.1.10.2, «  OMA-LOC-2007-0217-
5.1.10.3, CR_SUPL2_0_TS_ULP_non_proxy_security_update_IV
5.1.11.1, «  OMA-LOC-2007-0218-
5.1.11.2, CR_SUPL2_0_TS_ULP_non_proxy_security_update_V
5.1.11.3 «  OMA-LOC-2007-0225R01-
5.2.12.1, CR_SUPL2_0_TS_ULP_exception_procedures_|
5.2.12.2, «  OMA-LOC-2007-0227-
5.2.12.3, CR_SUPL2_0_TS_ULP_exception_procedures_lI
5.2.13.1,
5.2.13.2,
5.2.13.3
5.2.16.4,
5.2.16.5,
5.2.16.6
5.1.7.1
5.1.7.2,
5.1.7.3
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28 Aug 2007 | 2.1,2.2,3.2, | Incorporated the following approved CRs:
33,6113 | « OMA-LOC-2007-0234-
6.1.2, CR_SUPL2_0_TS_ULP_mandatory_server_cert_supportEfirl
6.1.2.1, «  OMA-LOC-2007-0224R01-
6.1.2.2, CR_SUPL2_0_TS_ULP_Key Management_Update
6.1.2.3 .« OMA-LOC-2007-0232R02-
6.14,6.1.4.1| CcR SUPL2 0 TS ULP_ACA NI_update
8.2.6,8.25, | .  OMA-LOC-2007-0276-
9.31,9.33, CR_SUPL2_0_TS_ULP_support UTRAN_GPS_reference_timwer_
9.34,10.25,| RRLP
201'2,'54’1170'3 ¢ OMA-LOC-2007-0294- o
5' 1’8 2 e CR_SUPL2_0_TS_CIBA_Editorial_Changes
5:1:8:3’ ¢ OMA-LOC-2007-0302- _
5.1.9_1: CR_SUPL2_0_TS_ULP_apply_185_and_188R01_NI_trigggmexky
5192 +  OMA-LOC-2007-0303-
5193 CR_SUPL2_0_TS_ULP_apply 185 and_188R01_SI_triggemecty
5.2,5.2.10.1,| * OMA-LOC-2007-0304-
5.2.10.2, CR_SUPL2_0_TS_ULP_apply_185_and_188R01_NI_triggered_
5.2.10.3, proxy
5.2.11.1, ¢  OMA-LOC-2007-0305-
5.2.11.2, CR_SUPL2_0_TS_ULP_apply_185_and_188R01_SI_triggerau p
5.2.11.3, roxy
5.2.16.1, +  OMA-LOC-2007-0273-
5.2.16.2, CR_SUPL_2_0_TS_ULP_Historical MLP_Parameters
5.2.16.3 +  OMA-LOC-2007-0263-
5.1.101, CR_SUPL_2_0_TS_ULP_NetworkChange
5.1.10.2, .+ OMA-LOC-2007-0188R01-
giﬂi CR_SUPL2_0_TS_ULP_remove_posmethods
5:1:11:2’ ¢  OMA-LOC-2007-0185- _
5.1.11.3’ CR_SUPL2_0_TS_ULP_remove_posmethods_avail_parameter
5.2.12.1, ¢ OMA-LOC-2007-0242-
5.2.12.2. CR_SUPL2_0_TS_ULP_security_parameters_update_pnoage
5.2.12.3, ¢ OMA-LOC-2007-0240-
52.13.1, CR_SUPL2_0_TS_ULP_SUPL_INIT_security
5.2.13.2, *  OMA-LOC-2007-0237-CR_SUPL2_0_TS_ULP_missing_timer.
5.2.13.3, +  OMA-LOC-2007-0254R01-CR_SUPL_TS_2_0_About_Timers
5.2.16.4, «  OMA-LOC-2007-0245R02-
5.2.16.5, CR_SUPL2_0_TS_ULP_message_definition_update
52.16.6 «  OMA-LOC-2007-0241R01-
gigg; CR_SUPL2_0_TS_ULP_SUPL_INIT_security_parameters
5.1.21.61 . OMA—LOC—2007'—O_2_97RO3—
6.3. 6"5 o CR_ULP_V2_0_Definition_of SET_Capabilities
8:2ildy ¢  OMA-LOC-2007-0287R01-
10‘2_1'2’ 103 CR_SUPL2_0_TS_ULP_support UTRAN_GANSS_referencee ton
ver_RRLP

5.18.1, -
821 824, | * OMA-LOC-2007-0268R03-
8.2.11 CR_TS_ULP_V2_0_0229R02_Introduce_GANSS_v3
5.1.8.1 +  OMA-LOC-2007-0267R03-
51.1,5.1.3, CR_TS_ULP_V2_0_0231R01_Introduce_ GANSS_ASN1
5.1.5, ¢  OMA-LOC-2007-0266R04-
51.7.1, CR_TS_ULP_V2_0_0230R02_Introduce_GANSS_ParametdintDe
5.1.7.2, ons
5.1.8.1, ¢  OMA-LOC-2007-0264R03-
5.1.8.2, CR_SUPL2_0_TS_ULP_trigger_parameter_type_redef
5.1.8.3, +  OMA-LOC-2007-0243-
5.1.9.1, CR_SUPL2_0_TS_ULP_security_parameters_update_noxy gnod
5.1.9.2, e
5.1.9.3, «  OMA-LOC-2007-0212R02-
5.1.14, CR_SUPL2_0_TS_ULP_V_SLP_to V_SLP_handover
g:ﬂs' .« OMA-LOC-2007-0233R01-CR_SUPL2_0_TS_ULP_key refre
5.1.20j1, +  OMA-LOC-2007-0315-
5.1.20.2. CR_SUPL_2.0_TS_ULP_Intermediate_Reports_in_ULP
5.1.22.1,
5.1.22.3
6.1.6,

0 2011 Open Mobile Alliance Ltd. Al|l Rights Reserves.1.6l1,
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Document Identifier

Date

Sections

Description

5 Sep 2007

9.16,9.17,
9.18, 9.19,
9.20,9.21,
9.22,9.24,
8.2.1,8.2.4,
8.2.11,
10.2.1,
10.2.3,
10.2.13,
10.2.8,
7.151.1
6.2,6.2.1,
6.2.2, 6.3,
6.3.1,6.3.2
Cl1,C11,
C.12,C13,
C.14,C.15,
C2,Cz21,
C.22,C23,
C24

Incorporated the following approved CRs:

OMA-LOC-2007-0320-
CR_SUPL2_0_TS_ULP_security_parameter_update
OMA-LOC-2007-0325-
CR_SUPL2_0_TS_ULP_Security_Clarifications
OMA-LOC-2007-0319-CR_SUPL_2_0_TS_ULP_SCR.doc

27 Sep 2007

10.3
5.2.18,
5.2.19,5.2.9,
8.2.2,
10.2.11, 10.3
5.2.17,8.2.3,
9.24,10.2.2
8.2.4,10.2.3
6.1.4.2
6.1.1.1,
6.1.1.2,
6.1.1.3,
6.1.1.4,
6.1.2.2,
6.1.3,
6.1.3.1,
6.1.3.2,
6.1.5.3,
6.1.6.3,
6.1.6.4,
6.1.6.4.1,
6.1.6.4.2,
6.1.6.4.3,
6.1.6.6,
6.1.6.6.1,
6.1.6.6.2,
6.2.5, 6.3,
6.3.4
7,7.1,8.2.1,
10.2.1
Cl1l1,C1.2,
C.1.3,C.1.4,
C21,C22,
C23,C24

Incorporated the following approved CRs:

OMA-LOC-2007-0332-
CR_SUPL2_0_TS_ULP_consistency_with_183R02.doc
OMA-LOC-2007-0333-
CR_SUPL2_0_TS_ULP_location_request_of_another_S&clr
y_issues.doc

OMA-LOC-2007-0334-
CR_SUPL2_0_TS_ULP_ack_mode_in_transfer_to_thirdymoc
OMA-LOC-2007-0335-
CR_SUPL2_0_TS_ULP_SUPL_RESPONSE_correction.doc
OMA-LOC-2007-0341-
CR_SUPL2_0_TS_ULP_ACA_Procedures_editorial_coroeatioc
OMA-LOC-2007-0342-
CR_SUPL2_0_TS_ULP_section_6_editorial_correctiors.d
OMA-LOC-2007-0357-
CR_SUPL2_0_TS_ULP_SUPL_version_negotiation.doc
OMA-LOC-2007-0351R01-
CR_SUPL_2_0_TS_ULP_SCR_corr.doc

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Document Identifier

Date

Sections

Description

1 Feb 2008

Incorporated the following approved CRs

OMA-LOC-2008-0028-CR_SUPL_2.0_TS ULP_D130
OMA-LOC-2008-0027R01-CR_SUPL_2.0_TS_ULP_D428
OMA-LOC-2008-0024-
CR_SUPL_2.0_TS_ULP_CONRR_D407_Third_Party_ID_Type|
OMA-LOC-2008-0023-CR_TS_ULP_Conrr_D422_set_status
OMA-LOC-2008-0022R01-

CR_SUPL2_0_TS_ULP_IS 801_correction
OMA-LOC-2008-0020-
CR_SUPL_2.0_TS_ULP_Conrr_D82_D81_D133
OMA-LOC-2008-0019-

CR_SUPL_2 0_TS_ULP_Conrr_D267_D362_3GPPReferereng
TCS

OMA-LOC-2008-0018-
CR_SUPL_2_0_TS_ULP_Conrr_D361_TCS
OMA-LOC-2008-0017R01-
CR_SUPL_2_0_TS_ULP_Conrrb93D95_AddRanges
OMA-LOC-2008-0014-
CR_SUPL_2_0_TS_ULP_ConrrD46_GBA_CIBA_Overview
OMA-LOC-2008-0013-
CR_SUPL_2_0_TS_ULP_ConrrD27_Emerg_SUPLINIT_Tranisy
OMA-LOC-2008-0012R01-
CR_SUPL_2_0_TS_ULP_ConrrD16_ProtocolError
OMA-LOC-2008-0010-
CR_SUPL_2_0_TS_ULP_ConrrD12_NI_DataConnection
OMA-LOC-2008-0009R01-

CR_SUPL_2 0 _TS_ULP_ConrrbD07D32_Connectionsetup
OMA-LOC-2008-0004R01-
CR_TS_ULP_WiMAX_references_D366_A009
OMA-LOC-2007-0460-
CR_SUPL_2.0_TS_ULP_proposed_resolution_D440
OMA-LOC-2007-0459-
CR_SUPL_2.0_TS_ULP_proposed_resolution_D424_and8D43|
OMA-LOC-2007-0458-
CR_SUPL_2.0_TS_ULP_proposed_resolution_D425 D439
OMA-LOC-2007-0457R01-
CR_SUPL_2.0_TS_ULP_Proposed_resolution_D403
OMA-LOC-2007-0415R01-
CR_SUPL_2.0_TS_ULP_ASN1_syntax_error_corrections
OMA-LOC-2007-0414R02-
CR_SUPL2_0_TS_ULP_support_for_Extended_Ephemeris
OMA-LOC-2007-0461R01-
CR_SUPL_2.0_TS_ULP_ASN.1_Third_party_in_SUPL_TRIGG
RED_START
OMA-LOC-2007-0453-CR_SUPL2_0_TS_ULP_D339
OMA-LOC-2007-0452R01-
CR_SUPL2_0_TS_ULP_D335_D337_D338
OMA-LOC-2007-0451R01-CR_SUPL2_0_TS_ULP_D332
OMA-LOC-2007-0450-CR_SUPL2_0_TS ULP_D143
OMA-LOC-2007-0446-CR_SUPL2_0_TS_ULP_D166
OMA-LOC-2007-0445-
CR_SUPL2_0_TS_ULP_Proposed_Resolution_D247
OMA-LOC-2007-0444-
CR_SUPL2_0_TS_ULP_Proposed_Resolution_D211_D214
OMA-LOC-2007-0440R02-CR_SUPL2_0_TS ULP_D163
OMA-LOC-2007-0439R02-CR_SUPL2_0_TS ULP_D161
OMA-LOC-2007-0438R01-
CR_SUPL2_0_TS_ULP_D157_D158 D159
OMA-LOC-2007-0436-CR_SUPL2_0_TS_ULP_D155_D156
OMA-LOC-2007-0435-CR_SUPL2_0_TS_ULP_D153
OMA-LOC-2007-0434-CR_SUPL2_0_TS ULP_D146
OMA-LOC-2007-0433-CR_SUPL2_0_TS_ULP_timer_corretsio
OMA-LOC-2007-0432-CR_SUPL2_0_TS_ULP_HRPD_cell_infd

[
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Sections
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7 Mar 2008

OMA-LOC-2008-0040-CR_SUPL2_0_TS_ULP_CONRR_D21
OMA-LOC-2008-0041-CR_SUPL2_0_TS_ULP_CONRR_D38
OMA-LOC-2008-0042-CR_SUPL2_0_TS_ULP_CONRR_DA42
OMA-LOC-2008-0005-
CR_SUPL_2.0_TS_ULP_ThirdParty_more_than_one_A043
OMA-LOC-2008-0021R02-
CR_SUPL_2_0_TS_ULP_Conrr_B136_SIP_Push_TCS
OMA-LOC-2008-0043-CR_SUPL2_0_TS_ULP_CONRR_D45
OMA-LOC-2008-0045-CR_SUPL2_0_TS_ULP_CONRR_D89
OMA-LOC-2008-0046-CR_SUPL2_0_TS_ULP_CONRR_D165
OMA-LOC-2008-0047-CR_SUPL2_0_TS_ULP_CONRR_D351
OMA-LOC-2008-0050R01-
CR_SUPL_2_0_TS_ULP_WIiMAX_Reference_VersionCorretctid
OMA-LOC-2008-0051-CR_SUPL2_0_TS_ULP_CONRR_D349
OMA-LOC-2008-0068-CR_SUPL2_0_TS_ULP_CONRR_D56
OMA-LOC-2008-0086-
CR_SUPL2_0_TS_ULP_Proposed_Resolution_D174
OMA-LOC-2008-0087-
CR_SUPL2_0_TS_ULP_Adding_Reference
OMA-LOC-2007-0462R05-

CR_SUPL_2.0_TS _ULP_D426_D430_D431_432
OMA-LOC-2008-0015-
CR_SUPL_2_0_TS_ULP_ConrrD49_GBA_Protocolldentifier
OMA-LOC-2008-0016-
CR_SUPL_2_0_TS_ULP_ConrrD51_SET_ID_mapping
OMA-LOC-2008-0029R02-
CR_SUPL2_0_TS_ULP_SET_Information_Update
OMA-LOC-2008-0044R01-CR_SUPL2_0_TS_ULP_CONRR_D
OMA-LOC-2008-0071R02-
CR_SUPL_2_0_TS_ULP_ConrrD29_30_51x2_Emergency
OMA-LOC-2008-0073R01-
CR_SUPL_2_0_TS_ULP_ConrD96_StopTimeAreaEvent
OMA-LOC-2008-0074-
CR_SUPL_2_0_TS_ULP_ConrRD356_HandOver
OMA-LOC-2008-0075-
CR_SUPL_2_0_TS_ULP_ConrRD387_TriggerParams
OMA-LOC-2008-0077-

CR_SUPL_2_0_TS_ULP_ConrRD109_110_111_115 118 123

2_ASN1

OMA-LOC-2008-0083R01-
CR_SUPL2_0_TS_ULP_CONRR_D101_D102_D103_D104
OMA-LOC-2008-0084-
CR_SUPL2_0_TS_ULP_CONRR_D107_WLAN_AP_Correctior
OMA-LOC-2008-0085-
CR_SUPL2_0_TS_ULP_CONRR_D128_ D129
OMA-LOC-2008-0088-
CR_SUPL2_0_TS_ULP_Proposed_Resolution_D183
OMA-LOC-2008-0089-
CR_SUPL2_0_TS_ULP_Proposed_Resolution_D215
OMA-LOC-2008-0090-
CR_SUPL2_0_TS_ULP_Proposed_Resolution_D217
OMA-LOC-2008-0091-
CR_SUPL2_0_TS_ULP_Proposed_Resolution_D246
OMA-LOC-2008-0092-
CR_SUPL2_0_TS_ULP_Proposed_Resolution_D266
OMA-LOC-2008-0106R02-
CR_SUPL2_0_TS_ULP_CONRR_D149 D150 _D160_D301_E
t_Trigger_Clarification

OMA-LOC-2008-0107-
CR_SUPL2_0_TS_ULP_CONRR_D335_Remodification
OMA-LOC-2008-0108-CR_SUPL2_0_TS_ULP_CONRR_D341
OMA-LOC-2008-0109-
CR_SUPL2_0_TS_ULP_CONRR_D299_SIP_URL_Consistenc
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as statedStHig doclfmedt.P CONRR_D289_D290.,D291

OMA-LOC-2008-0123-
CR_SUPL_2.0_TS_ULP_CONRR_D363_D408_D409_D410

OMA-LOC-2008-0126R01-CR_SUPL2_0_TS_ULP_LTE
OMA-LOC-2008-0131-CR_SUPL2_0_TS_ULP_CONRR_D114
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14 March
2008

OMA-LOC-2008-0081R03-
CR_SUPL_2_0_TS_ULP_Conrr_D358 NOTIFICATION_TCS
OMA-LOC-2008-0165-
CR_SUPL_2.0_TS_ULP_SCR_editorial_corrections
OMA-LOC-2008-0172R02-
CR_SUPL2_0_TS_ULP_session_info_query
OMA-LOC-2008-0181-
CR_SUPL_2_0_TS_ULP_ConrD20_Periodicflows
OMA-LOC-2008-0186-CR_SUPL2_0_TS_ULP_CONRR_D306
OMA-SEC-2008-0023-CR_SULP2.0_TS_ULP_SHA 256
OMA-SEC-2008-0021R01-

CR_Removing_OMA_CIBA _from_SUPL_2.0_ULP_TS
OMA-SEC-2008-0012R01-
CR_SUPL2_0_ULP_TS_CONRR_Changes_Addressing_D39
393_D394

)

26 March
2008

OMA-LOC-2008-0192-CR_SUPL2_0_TS_ULP_CONRR_D309
OMA-LOC-2008-0198R01-
CR_SUPL2_0_TS_ULP_CONRR_D310
OMA-SEC-2008-0025R03-
CR_SUPL2_0_TS_ULP_LTE_UMB_Security_Changes
OMA-SEC-2008-0027R01-
CR_SUPL2_0_ULP_TS_GBA_needs_IMPI
OMA-SEC-2008-0002R06-CR_WIMAX_support_for_SUPL

29 April 2008

OMA-LOC-2008-0072R06-
CR_SUPL2_0_TS_ULP_GANSS_additions
OMA-LOC-2008-0144R04-
CR_SUPL_2.0_ TS _ULP_CONRR_D375
OMA-LOC-2008-0201-

CR_SULP2.0_TS_ULP_Actions_when_SET_is_in_EmergeMcy |

ode
OMA-LOC-2008-0205-CR_SUPL2_0_TS_ULP_Editorial_chang
OMA-LOC-2008-0220-CR_SUPL2_0_TS_ULP_ASN.1_Bugfix
OMA-LOC-2008-0222R01-
CR_SUPL2_0_TS_ULP_Area_ld_Request_Parameter
OMA-LOC-2008-0223-CR_SUPL2_0_TS_ULP_Session_Relea!
OMA-LOC-2008-0232R01-
CR_SUPL2.0_TS_ULP_Noaotification_In_Non_Proxy_Mode
OMA-LOC-2008-0238-
CR_SUPL_2_0_TS_ULP_Notification_Mode_Optional

OMA-LOC-2008-0239-

CR_SUPL_2 _0_TS_ULP_Conrr_D345_D346_roaming_routing |

cationID_TCS

OMA-LOC-2008-0242R01-
CR_SUPL2_0_TS_ULP_Status_Code_ASN_1
OMA-LOC-2008-0246-
CR_SUPL2_0_CONRR_D306_WiMAX_BS
OMA-LOC-2008-0258-CR_ULP_Add_BSF_Definition
OMA-LOC-2008-0270-
CR_SUPL_2_0_TS_ULP_ConrD49_OMNA_Reference
OMA-LOC-2008-0271R01-CR_TS_ULP_2.0_WiMAX_SCR
OMA-LOC-2008-0273R01-
CR_SUPL_2.0_TS_ULP_CONRR_D429
OMA-LOC-2008-0275-CR_SUPL2_0_TS_ULP_CONRR_D292
OMA-LOC-2007-0412-
CR_SUPL2_0_TS_ULP_ASN_1_version_extension

OMA-SEC-2008-0049R01-CR_SUPL_WIMAX_update
OMA-SEC-2008-0026R03-

5e

CR_SUPL2_0_ULP_TS_SUPL_INIT_Protection_Diagrams

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve

d.
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Document Identifier Date Sections Description
21 May 2008 ¢ OMA-LOC-2008-0292-CR_SUPL2_0_TS_ULP_corrections_|
«  OMA-LOC-2008-0300-
CR_SUPL2_0_TS_ULP_Resolution_C9_C11
¢ OMA-LOC-2008-0305-
CR_SUPL2_0_TS_ULP_aligning_with_3GPP
¢  OMA-LOC-2008-0309-CR_SUPL2_0_TS_ULP_OMA_ Push
Candidate version 27 Jun 2008 n/a Status changed to Candidate by TP
OMA-TS-ULP -v2_0 TP ref#: OMA-TP-2008-0251-
INP_SUPL_V2.0_ERP_for_Candidate_Approval
Draft Version 26 Feb 2009 | 2.1,5.1.2, ¢ OMA-LOC-2008-0376R01-CR_SUPL2_0_TS_ULP_correction
OMA-TS-ULP-V2-0 514,515, | «  OMA-LOC-2008-0382R01-
5.1.6,5.1.7, CR_SUPL2_0_TS_ULP_ASN1_large_integer.doc
gi;; «  OMA-LOC-2008-0383R01- N
5: 1:7: 3' CR_SUPL2_0_TS_ULP_ASN1_backwards_compatibility.doc
5.1.9.1' ¢ OMA-LOC-2008-0412R01-
5.1.9.2: CR_SUPL2_0_TS_ULP_Editorial change.doc
5.1.9.3, ¢« OMA-LOC-2008-0414R02-
51.12.1, CR_SUPL2_0_TS_ULP_corrections.doc
5.1.12.2, * OMA-LOC-2008-0432R01-
5.1.12.3, CR_SUPL2_0_TS_ULP_corrections.doc
5.1.12.4, ¢ OMA-LOC-2008-0438R02-
5.1.12.5, CR_SUPL2_0_TS_ULP_LTE_Measurements.doc
5.1.12.6, +  OMA-LOC-2008-0466R02-CR_SUPL2_0_TS_ULP_correction.d
g:i:i?:‘z‘: «  OMA-LOC-2008-0488R01-CR_SUPL2_0_TS_ULP_correction.d
5117.3 * OMA-LOC-2008-0516-
5215, CR_SUPL2_0_TS_ULP_Add_LTE_PosProtocol
5.2.17.4, «  OMA-LOC-2008-0501-CR_SUPL2_0_TS_ULP_correction
5.2.17.5, ¢ OMA-LOC-2008-0491R01-
6.1.6.6, CR_SUPL2_0_TS_ULP_ANSS_additions
9.2.4,9.26, | « OMA-LOC-2008-0484-CR_ULP_2_0_AD_CSR_Modify
9.2.10, +  OMA-LOC-2009-0020R01-
9.2.11,10.2, CR_SUPL_2.0_ULP_TS_corrections_SCRs_
18:?61(1)6?'11 . OMA-LOC-2009-0019- _
101 1j 2 ! CR_SUPL2_0_TS_ULP_correct_BasicMAC
10.11.3, ¢ OMA-LOC-2009-0016-
10.20.1, CR_SUPL2_0_TS_ULP_protlevel _Mandatory
10.20.2.2, « OMA-LOC-2009-0012-
11.2.1, CR_SUPL2_0_TS_ULP_Editorial_Modification
11.2.2, ¢ OMA-LOC-2009-0010-
11.2.3, CR_SUPL_2.0_ULP_TS_corrections_Triggered_Locatiancella
11.2.5, tions
11.2.12, +  OMA-LOC-2008-0529R01-
11.3,11.4, CR_SUPL2.0_TS_Notification_Verification_based_orrent_loc
115,116, ation_clarifications
B7,CLl, 1. OMALOC-2008-0498R05-
C.12,C.13, CR_SUPL_2.0_ULP_complement_to_Area_ID_list
C.14,C.21,
C.2.2,C.2.3,
C.24
Draft Version 1 Apr 2009 11.25,115, | « OMA-LOC-2009-0046R01-CR_SUPL_2.0_TS_ASN1_correctiol
OMA-TS-ULP-V2-0 11.6,109, |. OMA-LOC-2009-0054-
10.10,11.4 CR_SUPL2.0_TS_ULP_editorial_corrections
¢ OMA-LOC-2009-0055-CR_SUPL2.0_TS_ULP_editorial
¢ OMA-LOC-2009-0056-CR_SUPL2_0_TS_ULP_correction
Draft Version 5May 2009 | 5.1.11.1, «  OMA-LOC-2009-0062-CR_SUPL2_0_TS_ULP_correction
OMA-TS-ULP-V2-0 5.1.11.2, +  OMA-LOC-2009-0095R01-CR_ULP_2_0_Add_abbrevations
9.2.10, 10.6,
11.5,11.6,

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
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Document Identifier Date Sections Description
Draft Version 30 June 2009 | 5.1.11.2, ¢  OMA-LOC-2009-0133R03-CR_SUPL2_0_TS_ULP_correction
OMA-TS-ULP-V2-0 6.1.5,10.10, | «  OMA-LOC-2009-0156-
10.11.3, CR_SUPL2_0_ULP_TS_Flow_Modification
ifl.).é‘l'BlJ:.Lsy - OMA-LOC-2009-0159R01-
e CR_SUPL_2_TS_LTE_Timing_Advance
«  OMA-LOC-2009-0162-
CR_SUPL_2.0_ULP_TS_corrections_Emergency_Services
Draft Version 31 August Throughout |+  OMA-LOC-2009-0059-CR_SUPL2_0_TS_ULP_correction_|
OMA-TS-ULP-V2-0 2009 the +  OMA-LOC-2009-0198-
document CR_SUPL_2.0_ULP_TS_corrections_to_Batch_Reportimmdai
ons
«  OMA-LOC-2009-0199-
CR_SUPL_2_0_TCS_FixWcdmacCellinformation
«  OMA-LOC-2009-0200R05-
CR_SUPL_2.0_ULP_TS_corrections_to_Area_Event_sessio
«  OMA-LOC-2009-0212R03-
CR_SUPL2_0_TS_ULP_LTE_positioning_protocol_cori@tti
«  OMA-LOC-2009-0225-
CR_SUPL2_0_TS_ULP_positioning_protocol_version_ection
Draft Version 28 September | 9.2.2,9.2.3, | « OMA-LOC-2009-0193R03-
OMA-TS-ULP-V2-0 2009 9.2.10, CR_TS_SUPL_2_0_TCS_APPLICATIONID
10.36,
11.2.11,
11.2.12,
11.3,11.6
Draft Version 23 October 2.1,5.1.17.2,| « OMA-LOC-2009-0237R04-
OMA-TS-ULP-V2-0 2009 5.1.17.3, CR_Extension_of_Session_Info_Query_functionality
5.1.18,5.2.5,| «  OMA-LOC-2009-0238-
5.217.1, CR_SUPL_2.0_ULP_TS_correction_Exception_Procedure
ggg‘s‘ +  OMA-LOC-2009-0243R05- _
8: 1: 6 1 1 02 CR_TS_SUPL_2_0_LTE_MeasurementCorrection
10. 11.:,;’ ' + OMA-LOC-2009-0246-CR_TS_SUPL_2_0_Correction_LPP
11.6, «  OMA-LOC-2009-0267-
Appendix D, CR_SUPL2_0_ULP_TS_Typos_Corrections
C.l.1 ¢ OMA-LOC-2009-0287-CR_SUPL_2.0_ULP_TS_SCR_editorial
Draft Version 13 November | 5.1.8.1, « OMA-LOC-2009-0297-
OMA-TS-ULP-V2-0 2009 5.1.8.2, CR_SUPL2_0_TS_ULP_Minimum_lInterval_Timer_correction
5.1.8.3,
5.1.10.1,
5.1.10.2,
5.1.10.3
Draft Version 16 November | 2.1,10.11.2, | «+ OMA-LOC-2009-0299R05-
OMA-TS-ULP-V2-0 2009 115, CR_SUPL2_0_TS_ULP_UTRATDD_correction
AppendixD | . OMA-LOC-2009-0305-CR_SUPL2.0_TS_ULP_UT2_timer
Draft Version 18 Nov 2009 All « Editorial clean up
OMA-TS-ULP-V2-0
Candidate Version 08 Dec 2009 n/a Status changed to Candidate by TP
OMA-TS-ULP-V2-0 TP ref#: OMA-TP-2009-0538R02-
INP_SUPL_2.0_ERP_for_Candidate_re_approval
Draft Version 20 Apr 2010 10.20.2.2 ¢  OMA-LOC-2010-0064R01-
OMA-TS-ULP-V2-0 CR_SUPL2_0_ULP_TS_Editorial_Bugfix
29 Apr 2010 10.2 ¢  OMA-LOC-2010-0093R01-
CR_SUPL2.0_TS_ULP_LPP_Clarification
8 Jun 2010 5.2.14.6, ¢  OMA-LOC-2010-0100R01-CR_SUPL2.0_TS_ULP_PosPayload
9.2.5,92.6, | «  OMA-LOC-2010-0101R01-
10.2,11.4

CR_SUPL2.0_TS_ULP_PosPayload_lI

OMA-LOC-2010-0102R01-
CR_SUPL2.0_TS_ULP_Requested_Assistance_Data_Ctitifn
OMA-LOC-2010-0105-

CR_SUPL2.0_TS_ULP_Editorial_Correction

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc

Page 340 (410)

Document Identifier

Date

Sections

Description

2 Jul 2010

5.1.14,
5.1.17.4,
5.2.17.6,
9.2.5,10.10,
10.11.2,
10.20.2.2,
11.4,B.7

*+  OMA-LOC-2010-0158R01-
CR_SUPL2.0_TS_ULP_WCDMA_Cell_ldentity Issue

*  OMA-LOC-2010-0161R02-
CR_SUPL2_0_Behaviour_at_Triggered_Session_Stop_Time

*+  OMA-LOC-2010-0162R01-
CR_SUPL2_0_Area_lds_on_Network_change_for_Area_gien
ggers

*+  OMA-LOC-2010-0167R01-
CR_SUPL2_0_Completeness_of Border_lists

*  OMA-LOC-2010-0170R01-
CR_SUPL2_0_Multimode_Device_Support

*  OMA-LOC-2010-0179-
CR_SUPL2_0_Unsupported_protocol_in_SUPL_POS_INIT

6 Aug 2010

11.4,11.5

«  OMA-LOC-2010-0181-CR_SUPL2.0_TS_ULP_ASN1_bug_fixe

b

Candidate Version
OMA-TS-ULP-V2-0

16 Aug 2010

n/a

Status changed to Candidate by TP:
TP ref#: OMA-TP-2010-0310R01-
INP_SUPL_2.0_ERP_for_notification

Draft Versions
OMA-TS-ULP-V2-0

24 Feb 2011

10.10

*+  OMA-LOC-2011-0026R01-
CR_SUPL_V2.0_TS_clarify_Srvcs_Cap_Rep_Cap

4 May 2011

5.1.16.7

Applied CRs which were not egapproperly:
«  OMA-LOC-2007-0294-
CR_SUPL2_0_TS_CIBA_Editorial_Changes
«  OMA-LOC-2008-0012R01-
CR_SUPL_2 0 _TS_ULP_ConrrD16_ProtocolError

The first CR does not require any changes sincerthderlying
functionality (CIBA) was completely removed in a€aCR.

The second CR does not constitute any change sitiaz only the
deletion of non-applicable information was overledk

23 May 2011

10.18, 10.25,
all

*  OMA-LOC-2011-0090-
CR_SUPL_V2.0_TS_VER_calculation_correction

« Language set to English UK
¢ Formatting of fonts and bullets

Candidate Version
OMA-TS-ULP-V2-0

27 May 2011

n/a

Status changed to Candidate by TP
TP ref#: OMA-TP-2011-0179-INP_SUPL_V2_0_ERP_for_ification

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc Page 341 (410)

Appendix B. Additional Information

B.1 MLP asynchronous request (informative)

The following call flow is provided as an exampfehow MLP works together with ULP. The Standard atien Immediate
Service can generate several Standard Location thiateeReports in some cases. This call flow illatsts a typical sequence
of events in one of these cases.

SUPL
Agent H-SLP Target SET
MLP SLIR (ms-id, client-id, eqop)
A >
Bl MLP SLIA
SET Lookup,
C Routing Info
D SUPL INIT (session-id, posmethod, SLP mode)
£ ST2 Data Connection
Setup
F SUPL POS INIT (session-id, lid, SET capabilities)
G |« MLP SLI Report uT2
H SUPL POS (session-id, RRLP/RRC/TIA-801/LPP)
L UT3
| SUPL END (session-id) |
)l MLP SLI Report

Figure 85: Network Initiated Non-Roaming SuccessfuCase — Proxy Mode with asynchronous MLP request

A. SUPL Agent issues an MLP SLIR message to the H-8iitR,which SUPL Agent is associated. The res_type
parameter is set to ASYNC. The loc_type parameter be set to CURRENT_AND_INTERMEDIATE if the
SUPL Agent wishes to receive coarse position esémbefore the final position
The H-SLP shall authenticate the SUPL Agent andklifd¢he SUPL Agent is authorized for the senitceequests,
based on the client-id received. Further, basethemeceived ms-id the H-SLP shall apply subschieacy
against the client-id.

B. If a previously computed position which meets auesjied QoP is available at the H-SLP and no natiéo and
verification is required, the H-SLP sends the posiestimate back to the SUPL Agent in an MLP ShhAssage
and the H-SLP shall release all resources relatéluig session. The result_type parameter shalkbto FINAL.
If notification and verification or notification dyis required, the H-SLP shall acknowledge theuestjin a MLP
SLIA message to the SUPL Agent and proceed toGtep

C. The H-SLP verifies that the target SET is currentty SUPL roaming.
The H-SLP may also verify that the target SET susp8UPL.
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NOTE: the specifics for determining if the SET is SUPRmong or not is considered outside the scope oflSUP
However, there are various environment dependenhamgsms

NOTE: The specifics for determining if the SET support#% are beyond SUPL 2.0 scope

D. The H-SLP initiates the location session with tld $ising the SUPL INIT message, which may be a VIPAFSH
or an SMS Trigger. The SUPL INIT message contaieast session-id, proxy/non-proxy mode indicatod the
intended positioning method. If the result of thirgicy check in Step A indicates that notificatmmverification to
the target subscriber is needed, the H-SLP stsliatlude Notification element in the SUPL INIT ssage.
Before the SUPL INIT message is sent the H-SLP edsoputes and stores a hash of the message.

If in step A the H-SLP decided to use a previouslgnputed position, the SUPL INIT message shallciaidi this in
a ‘no position’ posmethod parameter value and € shall respond with a SUPL END message carnyieg t
results of the verification process (access gramedccess denied). If no explicit verificatiorrégjuired
(notification only) the SET shall respond with aFJUEND message. The H-SLP shall then directly pedde step
H.

NOTE: Before sending the SUPL END message the SET sadbnm the data connection setup procedure ofBtep
and use the procedures described in step E tolisbtalsecure IP connection to the H-SLP

E. The SET analyses the received SUPL INIT. If foumth¢ non authentic SET takes not further actiotise@ise
the SET takes needed action preparing for estabéshor resumption of a secure connection.

F. The SET will evaluate the Notification rules antidas the appropriate actions. The SET also chelokgproxy/non-
proxy mode indicator to determine if the H-SLP ugexxy or non-proxy mode. In this case, proxy mizdesed,
and the SET shall establish a secure IP connetditite H-SLP using SLP address that has been jjwoed by the
Home Network to the SET. The SET then sends a SRIPE INIT message to start a positioning sessiolm th
H-SLP. The SET shall send the SUPL POS INIT meseaga if the SET supported positioning technolod@esot
include the intended positioning method indicatethe SUPL INIT message. The SUPL POS INIT message
contains at least session-id, SET capabilitiegsh lof the received SUPL INIT message (ver) anditioe 1D (lid).
The SET capabilities include the supported positigmethods (e.g., SET-Assisted A-GPS, SET-Bas&iPs)
and associated positioning protocols (e.g., RRIRCRTIA-801 or LPP). The SET may provide NMR spiedibr
the radio technology being used (e.g., for GSM: RXLEV). The SET may provide its position, if thes
supported. The SET may set the Requested Assistateeelement in the SUPL POS INIT.

If a position retrieved from or calculated basedrdarmation received in the SUPL POS INIT messiagevailable
that meets a required QoP, the H-SLP may directgged to step J and not engage in a SUPL POS®sessi

G. As soon as the H-SLP gets a position estimatedites not meet the required QoP, it may send a MaRdard
Location Immediate Report with the position estiendthis step can actually happen at any time betwtsps C
and |. The result_type parameter shall then beod®TERMEDIATE.

H. The H-SLP shall check that the hash of SUPL INITiahes the one it has computed for this particléasien.
Based on the SUPL POS INIT message including pdsdés) supported by the SET the H-SLP shall then
determine the posmethod. If required for the pokotthe H-SLP shall use the supported positioniogogol
(e.g., RRLP, RRC, TIA-801 or LPP) from the SUPL PINSI message.

The SET and the H-SLP exchange several successsigoping procedure messages.
The H-SLP calculates the position estimate baseti@neceived positioning measurements (SET-AsHistethe
SET calculates the position estimate based ontassi&sobtained from the H-SLP (SET-Based).

I.  Once the position calculation is complete the H-SeRds the SUPL END message to the SET informitiattno
further positioning procedure will be started ahdttthe location session is finished. The SET gletdlase the
secure IP connection to the H-SLP and releasesdiurces related to this session.

J. The H-SLP sends the position estimate back to eLSAgent in an MLP Standard Location Immediate &tep
message. The result_type parameter shall be &&N#sl. The H-SLP shall release all resources relatethis
session.

B.2 OMA Push Message Example (informative)

The Push message from the SLP (SLC for non-proxyento the PPG contains the SUPL INIT message alfahfs [WAP
PAP]. An example (informative only) is shown below:
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POST /HTTP/1.1

Host: ppg.operator .com

Date: Thu, 2 December 2004 03:45:31 GMT

Content-Type: multipart/related; boundary=asdfghijkl; type="application/xml”
Content-Length: XXX

--asdfghijkl

Content-Type: application/xml

<?xml version="1.0"?><!DOCTYPE pap PUBLIC “-//WAPFORUM//DTD PAP 2.0//EN"
“http://www.wapforum.org/DTD/pap2.0.dtd” >

[<?wap-pap-ver supported-versions="2.0"?>]>

<pap>
<push-message push-id="faf34bcc3ca0f82cc0a8fdOc@slp.operator.com”>

<address address-
value="wappush=2063531234/TYPE=USER@ppg.operator.com”/ >

<quality-of-service priority="medium”/>
</push-message>

</pap>

--asdfghijkl
Content-Length: 24
Content-Type: application/vnd.omaloc-supl-init

X-WAP-Application-Id: x-oma-application:ulp.ua

00180A00000000FAF34BCC3CAQOF82CCOA8FDOCCACI1F8CO010

--asdfghijkl--

The PAP elements used are:

* Push ID: the push ID is a unique value.

» Address Value: the subscriber is identified by a MSID. The full address value should be

"wappush=<msid>/TYPE=USER@~<appropriate domain>".

»  Priority: set to the priority of this Location Service. This may be set to high for Emergency services and

medium for other location services.

* Message Parameters:
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0 Header:

= Content length should be set to the number of bytes in the SUPL INIT ASN.1 encoded

body.

= Content type should be set to the value “application/vnd.omaloc-supl-init”

= Application ID should be set to “x-oma-application:ulp.ua”.

B.3 Body: the Body consists of the ASN.1 encoded SU

messagePOTAP Example (informative)
The detailed specification of the OMA Push messsgiescribed in Table 81.

PL INIT

Field Reference

Size

Type

Value

Comments, withValue column
alternatives

WSP PDU Header

TID

Octet

Push ID ( unique value )

PDU Type

Octet

0x06

Push

Push Header Length

Octé

ot

(varieg

Length of Content Type plus Pus

)Header excluding the actual Push

Content (in hex).

n

content type

(depends|
onValue
chosen)

Octet

(varies)

This field is the OMNA assigned
WSP Content Type. Possible
values are either the assigned
number0Ox312WAP-encoded as
0x03020312¢r the NULL
terminated ASCII string
application/vnd.omaloc-supl-init

Push Header

x-wap-application-id

Octet

OXAF

This field is the OMNA assigned
number for registered PUSH
Application ID field namedx2F,
WAP short-integer-encoded as
OxAF.

x-application-1d-field

(depends|
onValue
chosen)

Octet

(varies)

This field is the OMNA assigned
number for registered PUSH
Application ID. Possible values
are either the assigned number
Ox10WAP short-integer encoded
as0x90,or the NULL terminated
ASCII stringx-oma-
application:ulp.ua.

Push Content

SUPL INIT Message

N

Octe

Message as specified in section
9.2.1.

Table 81: OMA Push user data

B.4 SIP Push Message Example (informative)

The following call flow is provided as an exampfehow SIP Push is used to support SUPL Initiatiomdtion.
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Target SET SIP/IP Core

MESSAGE (SUPL INIT)

H-SLP

MESSAGE (SUPL INIT) n

200 OK

> 200 OK

Figure 86: SIP Push Message flow

1. The H-SLP sends a MESSAGE request to the Target SET

MESSAGE sip:targetsetuser@hslpoperator.com SIP/2.0

Via: SIP/2.0/TCP hslpserver.hslpoperator.com;branch=z9hG4bK776sgdkse
Max-Forwards: 70

From: sip:hslp@hslpoperator.com;tag=49583

To: sip:targetsetuser@hslpoperator.com

Accept-Contact: +g.oma.pusheventapp="ulp.ua”’

Call-ID: asd88asd77a@1.2.3.4

CSeq: 1 MESSAGE

Content-Type: application/vnd.omaloc-supl-init

Content-Length: 24

00180A00000000FAF34BCC3CAQOF82CCOA8FDOCCACI1F8CO010

2. The SET returns a 200 OK to the H-SLP.

SIP/2.0 200 OK

Via: SIP/2.0/TCP proxy.hslpoperator.com;branch=z9nG4bK123dsghds

Via: SIP/2.0/TCP hslpserver.hslpoperator.com;branch=z9hG4bK776sgdkse
From: sip:hslp@hslpoperator.com;tag=49583

To: sip:targetsetuser@hslpoperator.com;tag=ab8asdasd9

Call-ID: asd88asd77a@1.2.3.4

CSeq: 1 MESSAGE
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Content-Length: 0

B.5 SIP Push Message Example for IMS Emergency Loca tion
Services (informative)

The following call flow is provided as an exampfehow SIP Push is used to support SUPL InitiatiomdEion in IMS
Emergency Location Services.

Emergency IMS

Core E-SLP

Target SET

MESSAGE (SUPL INIT)

MESSAGE (SUPL INIT) W

200 OK

> 200 OK

Figure 87: SIP Push Message Flow for IMS Emergendyocation Services
1. The E-SLP sends a MESSAGE request to the Target SET

MESSAGE sip:anonymous@1.2.3.4:1066 SIP/2.0

Via: SIP/2.0/TCP eslpserver.eslpoperator.com;branch=z9hG4bK776sgdkse
Max-Forwards: 70

From: sip:eslp@eslpoperator.com;tag=49583

To: sip:anonymous@1.2.3.4:1066

Accept-Contact: +g.oma.pusheventapp="ulp.ua”’

Call-ID: asd88asd77a@5.6.7.8

CSeq: 1 MESSAGE

Content-Type: application/vnd.omaloc-supl-init

Content-Length: 24

00180A00000000FAF34BCC3CAOF82CCOA8BFDOCCAC1F8C010

2. The SET returns a 200 OK to the E-SLP.
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SIP/2.0 200 OK

Via: SIP/2.0/TCP pcscf.eslpoperator.com;branch=z9hG4bK123dsghds

Via: SIP/2.0/TCP ecscf.eslpoperator.com;branch=z9hG4bK889tcsxyp

Via: SIP/2.0/TCP eslpserver.eslpoperator.com;branch=z9hG4bK776sgdkse
From: sip:eslp@eslpoperator.com;tag=49583

To: sip: anonymous@1.2.3.4:1066;tag=ab8asdasd9

Call-ID: asd88asd77a@5.6.7.8

CSeq: 1 MESSAGE

Content-Length: 0

B.6 Area Event Trigger Examples (informative)

The following section provides examples of how areant triggers can be used singly or combinedippart different use
cases. These examples can themselves be combimeelfaise cases.

B.6.1 Single report when SET is inside target area

SET starts here
S~

SE

Single report sent Single report sent
Target area Target area

Figure 88: Single report when SET is inside area

Behaviour: Report once only the first time the SET detecis ihside the
target area.

Example use case: An advertising service is triggered once a usavitisin a
certain area.

Triggers: “Entering” trigger with no repeated reporting ORSIde”
trigger with no repeated reporting.
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B.6.2 Single report when SET is outside target area

SET starts here
X

T

Single report sent

SET starts here

Target area Target area

Single report sent

Figure 89: Single report when SET is outside area

Behaviour: Report once only the first time the SET detecis @utside
the target area.

Example use case: An asset tracking service generates an alert éhaécle goes
outside a predetermined area.

Triggers: “Leaving” trigger with no repeated reporting OR ‘GSide”
trigger with no repeated reporting.

B.6.3 Repeated reports whenever SET is inside targe t area

SET starts here

Repeated report:

Repeated reports

Figure 90: Repeated reports whenever SET is insidarget area

Behaviour: Report at regular intervals while the SET is indiue target
area.
Example use case: A staff locator service tracks the location of eaygles while

they are on campus, but not while they are off-site

Triggers: “Inside” trigger with repeated reporting.
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B.6.4 Repeated reports whenever SET is outside targ et area

Repeated reports

SET starts here/

.__T/}(

Repeated reports

Target area

Figure 91: Repeated reports when SET is outside aae

Behaviour: Report at regular intervals while the SET is owgditke target
area.
Example use case: An asset tracking service tracks the location ohpgany

vehicles while they are on the road, but not wtiikey are
within their compound.

Triggers: “Outside” trigger with repeated reporting.

B.6.5 Repeated reports each time SET enters target area

SET starts here

\

First report

Target area
Second report

Figure 92: Repeated reports each time SET entersrget area

Behaviour: Report each time SET enters the target area.

Example use case: A social networking service alerts friends wheneveiser
enters a predefined area.

Triggers: “Entering” trigger with repeated reporting.
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B.6.6 Repeated reports each time SET leaves target area

SET starts here §
First report

Second report Target area

Figure 93: Repeated reports each time SET leavesrtget area

Behaviour: Report each time SET enters the target area.

Example use case: An employee tracking service records each timenapl@yee
leaves an assigned region.

Triggers: “Leaving” trigger with repeated reporting.

B.6.7 Repeated reports for a fixed period after SET  leaves target area

SET starts here

Repeated reports

Target area
Repeated reports

Figure 94: Repeated reports for a fixed period afteSET leaves target area

Behaviour: Report a fixed number of times after SET leavedahget
area, regardless of whether it re-enters.

Example use case: An asset tracking service tracks potentially st@gqoipment
after it has left an assigned area.

Triggers: “Leaving” trigger without repeated reporting, folled by
periodic trigger.
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B.6.8 Repeated reports for a fixed period after SET  enters target area

SET starts here

\
xl(}ﬂepeated reports

Repeated reports

Target area

Figure 95: Repeated reports for a fixed period afteSET enters target area

Behaviour: Report a fixed number of times after SET enterdahget
area, regardless of whether it subsequently exisarget
area

Example use case: A vehicle tracking service generates notificatieash time a

vehicle enters a predefined area along with amestid
vector calculated by a new of multiple positionogp in
quick succession.

Triggers: “Entering” trigger without repeated reporting, falted by
periodic trigger.

B.7 Interpretation of Geographic Target Areas and A  rea Id Lists
when both are present (informative)

The area id list concept is used to optimize tHeali®r of the SET (e.g. minimize battery consumptigave radio
bandwidth, reduce the load on the SLP, etc.) adéfimed as follows: for each geographic targed éinere may be two area
id lists: (1) one area id list which c®@mpletelyinside the geographic target area called “witt@nt (2) one area id list which
covers theentire border area called “border” (refer to Figure 98)e type of the area id list is expressed in tirampater
Area Id Set Typépart of Area Event Paramsvhich can be of type “border” or “within”. Thelfowing rules apply:

. If a “within” area id list is provided and the SHEEtermines that it is inside the “within” areaist,|the SET can
assume that it is within the geographic target.area

. If a“border” areaid list is provided and theTSé&etermines it is not within either the “border’tbe “within” area
id list, the SET can assume it is outside the gaulgc target area. Note that it may be impossitméHe H-SLP to
completely verify the completeness of area id lists

Please note that it is up to the SET to decide abibn to take after determining that its positi®either within or outside
the geographic target area.

Depending on the shape and location of the geograatyet area, the radio network coverage or Hiléyof the SLP to
generate suitable area id lists, there may or noape clearly defined “within” or “border” area lidts (examples: (1) one
single large radio cell covers the entire geograpdniget area i.e. there is no “within” area id tiat only a “border” area id
list; (2) two single large radio cells each pahljialover the geographic target area but fail toecdte entire geographic
target area i.e. there is no “within” area id hist is there a “border” area id list).
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Figure 96: Area ID Lists and Geographic Target AreaThe geographic Target Area is shown as bold red Note that in
this example the green area id list constituteslighin” area id list while the grey area id lisbnstitutes the “border” area
id list.
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Appendix C.  Static Conformance Requirements (Normative)
The notation used in this appendix is specified@PPROC].

C.1 SCR for SUPL Server
C.1.1  SLP Procedures

Item Function Reference Requirement
ULP-PRO-S-001-O SLP supporting 3GPP| - ULP-PRO-S-009-O
defined system mode AND
ULP-PRO-S-011-O
AND
ULP-PRO-S-023-O
ULP-PRO-S-002-0 SLP supporting 3GPPR - (ULP-PRO-S-009-O OR ULP-
defined system mode PRO-S-010-0)
AND
(ULP-PRO-S-011-O OR ULP-PRO-
S-012-0)
AND
ULP-PRO-S-025-O
ULP-PRO-S-003-O SLP supporting ULP-PRO-S-008-O
WIMAX mode AND
(ULP-PRO-S-009-O OR ULP-PRO-
S-011-0)
Security modes
ULP-PRO-S-004-0 Security function, GBA ULP 6 ULP-PRO-S-039-0O
authentication model
ULP-PRO-S-005-M Security function, ACA ULP 6 ULP-PRO-S-038-M
authentication model
ULP-PRO-S-006-0O Security function, SSK ULP 6 ULP-PRO-S-039-0
authentication model
ULP-PRO-S-007-O Security function, ULP 6 ULP-PRO-S-038-M
SLC only
authentication model
ULP-PRO-S-008-O Security function, SEK ULP 6 ULP-PRO-S-039-O
authentication model
High-level procedures
ULP-PRO-S-009-O Support of network ULP 5.1
initiated procedures in
Proxy mode
ULP-PRO-S-010-O Support of network ULP 5.1 ULP-MES-S-007-O
initiated procedures in AND
Non-Proxy mode ULP-MES-S-008-O
ULP-PRO-S-011-O Support of SET initiatedJLP 5.2
procedures in Proxy
mode
ULP-PRO-S-012-O0 Support of SET initiatedJLP 5.2
procedures in Non-
Proxy mode
Positioning methods
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Item Function Reference Requirement

ULP-PRO-S-013-0O Support of Cell ID AD 5.3.2.3
positioning method

ULP-PRO-S-014-0 Support of SET-assistedD 5.3.2.3 ULP-MES-S-005-M
A-GPS positioning
method

ULP-PRO-S-015-0 Support of SET-Based AD 5.3.2.3 ULP-MES-S-005-M
A-GPS positioning
method

ULP-PRO-S-016-0 Support of AutonomoysAD 5.3.2.3 ULP-MES-S-005-M
GPS/GANSS
positioning method

ULP-PRO-S-017-O Support of SET-assistedD 5.3.2.3 ULP-MES-S-005-M
A-GANSS positioning
method

ULP-PRO-S-018-0 Support of SET-Based AD 5.3.2.3 ULP-MES-S-005-M
A-GANSS positioning
method

ULP-PRO-S-019-0 Support of AFLT AD 5.3.2.3 ULP-MES-S-005-M
positioning method

ULP-PRO-S-020-O Support of Enhanced | AD 5.3.2.3
Cell ID positioning
method

ULP-PRO-S-021-O Support of E-OTD AD 5.3.2.3 ULP-MES-S-005-M
positioning method

ULP-PRO-S-022-0 Support of OTDOA AD 5.3.2.3 ULP-MES-S-005-M
positioning method

ULP-PRO-S-023-0 Support of RRLP AD 5.3.3.1.2
positioning protocol

ULP-PRO-S-024-0 Support of RRC AD 5.3.3.1.2
positioning protocol

ULP-PRO-S-025-0 Support of TIA-801 AD 5.3.3.1.2
positioning protocol

ULP-PRO-S-026-O Support of LPP AD 5.3.3.1.2
positioning protocol

ULP Version Negotiation
ULP-PRO-S-027-M Support of ULP versionULP 7

Negotiation

Detailed procedures

ULP-PRO-S-028-M Support of Notification] ULP 9, 10,

ULP-PRO-S-029-O Support of reception of ULP 9, 10, 11
QoP

ULP-PRO-S-030-O Support of sending of | ULP 9, 10, 11
QoP

ULP-PRO-S-031-O Support of Notification ULP 9, 10, 11
based on current
location

ULP-PRO-S-032-0 Support of initial ULP 9, 10, 11
position

ULP-PRO-S-033-0 Support of Supported | ULP 9, 10, 11
Network Information
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Item Function Reference Requirement

ULP-PRO-S-034-O Support of Trigger ULP 9, 10, 11
Type: Periodic

ULP-PRO-S-035-0 Support of Trigger ULP 9, 10, 11
Type: Area Event

ULP-PRO-S-036-M Support of Emergency] ULP 9, 10, 11
Services location
request

ULP-PRO-S-037-0O Support of Historic ULP 9, 10, 11
Reporting

ULP-PRO-S-038-M Support of Protection| ULP 9, 10, 11
Level: Null Protection

ULP-PRO-S-039-0 Support of Protection| ULP 9, 10, 11
Level: Basic Protection

ULP-PRO-S-040-O Support of Location | ULP 9, 10, 11
request of another SET

ULP-PRO-S-041-0 Support of Multiple ULP 9, 10,11
Location IDs

ULP-PRO-S-042-O Support of Location | ULP 9, 10, 11
request with transfer to
third Party

ULP-PRO-S-043-0 Support of requested | ULP 9, 10, 11
assistance data

ULP-PRO-S-044-0 Support of UTRAN ULP 9, 10,11
GPS Reference Time
Result/Assistance

ULP-PRO-S-045-0 Support of UTRAN ULP 9, 10,11
GANSS Reference
Time Result/Assistance

ULP-PRO-S-046-O Support of reception of ULP 9, 10, 11
velocity

ULP-PRO-S-047-O Support of sending of | ULP 9, 10, 11
velocity

ULP-PRO-S-048-O Support of Reporting| ULP 9, 10, 11
Capability: Real time

ULP-PRO-S-049-0 Support of Reporting| ULP 9, 10, 11
Capability: Quasi real
time

ULP-PRO-S-050-O0 Support of Reporting| ULP 9, 10, 11
Capability: Batch
reporting

ULP-PRO-S-051-0 Support of Session InfaJLP 9, 10, 11
query

C.1.2 ULP Protocol Interface
Item Function Reference Requirement
ULP-PIN-S-001-M ULP encoding ULP 8
ULP-PIN-S-003-M
AND
ULP-PIN-S-002-M ULP transport ULP 8 (ULP-PIN-S-004-O OR ULP-PIN-
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Item Function Reference Requirement
S-005-0)
Support of TCP/IP port
ULP-PIN-S-003-M number ULP 8
ULP-PIN-S-004-O Support of OMA Push ULP 8
ULP-PIN-S-005-O Support of MT SMS ULP 8
ULP-PIN-S-006-O Support of SIP Push ULP 8
ULP-PIN-S-007-O Support of UDP ULP 8
C.1.3 ULP Messages
Item Function Reference Requirement
ULP-MES-S-001-M Support of SUPL INIT|  ULP 9,10,11
Support of SUPL
ULP-MES-S-002-M START ULP 9,10,11
Support of SUPL
ULP-MES-S-003-M RESPONSE ULP 9,10,11
Support of SUPL POS
ULP-MES-S-004-M INIT ULP 9,10,11
ULP-MES-S-005-M Support of SUPL POS ULP 9,10,11
ULP-MES-S-006-M Support of SUPL END|  ULP 9,10,11
Support of SUPL
ULP-MES-S-007-O AUTH REQ ULP 9,10,11
Support of SUPL
ULP-MES-S-008-O AUTH RESP ULP 9,10,11
) A0 Support of SUPL
ULP-MES-S-009-M TRIGGERED START ULP 9,10,11
) .10 Support of SUPL
ULP-MES-S-010-O TRIGGERED
RESPONSE ULP 9,10,11
) e.n11. Support of SUPL
ULP-MES-S-011-0 TRIGGERED STOP ULP 9,10,11
) e.n1o. Support of SUPL
ULP-MES-S-012-0 NOTIFY ULP 9,10,11
) e.n1a. Support of SUPL
ULP-MES-S-013-0 NOTIFY RESPONSE ULP 9,10,11
) e.MA Support of SUPL SET
ULP-MES-S-014-0 INIT ULP 9,10,11
) rwers Support of SUPL
ULP-MES-S-015-0 REPORT ULP 9,10,11
C.2 SCR for SUPL CLIENT
C.2.1  SET Procedures
Item Function Reference Requirement
ULP-PRO-C-001-O SET supporting 3GPP| ULP-PRO-C-007-O
defined system mode AND
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authentication model

Item Function Reference Requirement
ULP-PRO-C-009-O
AND
ULP-PRO-C-021-O
ULP-PRO-C-002-O SET supporting 3GPP2 ULP-PRO-C-007-O
defined system mode AND
ULP-PRO-C-008-O
AND
ULP-PRO-C-009-O
AND
ULP-PRO-C-010-O
AND
ULP-PRO-C-023-O
ULP-PRO-C-003-O SET supporting ULP-PRO-C-006-O
WiIMAX mode AND
(ULP-PRO-S-007-O OR ULP-PRO
S-009-0)
Security modes
ULP-PRO-C-004-O Security function, GBA ULP 6 ULP-PRO-C-037-O
authentication model
ULP-PRO-C-005-M Security function, ACA ULP 6 ULP-PRO-C-036-M
authentication model
ULP-PRO-C-006-O Security function, SEK ULP 6 ULP-PRO-C-037-O

High-lev

el procedures

ULP-PRO-C-007-O

Support of network
initiated procedures in
Proxy mode

ULP 5.1

ULP-PRO-C-008-O

Support of network
initiated procedures in
Non-Proxy mode

ULP 5.1

ULP-MES-C-007-O
AND
ULP-MES-C-008-O

ULP-PRO-C-009-O

Support of SET initiate
procedures in Proxy
mode

dJLP 5.2

ULP-PRO-C-010-O

Support of SET initiate
procedures in Non-
Proxy mode

dJLP 5.2

Positioning methods

ULP-PRO-C-011-M

Support of Cell ID
positioning method

AD 5.3.2.3

ULP-PRO-C-012-O

Support of SET-assisted\D 5.3.2.3

A-GPS positioning
method

ULP-MES-C-005-O

GPS/GANSS
positioning method

ULP-PRO-C-013-O Support of SET-Based AD 5.3.2.3 ULP-MES-C-005-O
A-GPS positioning
method

ULP-PRO-C-014-O Support of AutonomoysAD 5.3.2.3 ULP-MES-C-005-O

ULP-PRO-C-015-O

Support of SET-assisted\D 5.3.2.3

A-GANSS positioning

ULP-MES-C-005-O
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Item

Function

Reference

Requirement

method

ULP-PRO-C-016-O

Support of SET-Based AD 5.3.2.3

A- GANSS positioning
method

ULP-MES-C-005-O

ULP-PRO-C-017-O Support of AFLT AD 5.3.2.3 ULP-MES-C-005-O
positioning method

ULP-PRO-C-018-O Support of Enhanced | AD 5.3.2.3
Cell ID positioning
method

ULP-PRO-C-019-O Support of E-OTD AD 5.3.2.3 ULP-MES-C-005-O
positioning method

ULP-PRO-C-020-O Support of OTDOA AD 5.3.2.3 ULP-MES-C-005-O
positioning method

ULP-PRO-C-021-O Support of RRLP AD 5.3.3.1.2
positioning protocol

ULP-PRO-C-022-O Support of RRC AD 5.3.3.1.2
positioning protocol

ULP-PRO-C-023-O Support of TIA-801 AD 5.3.3.1.2
positioning protocol

ULP-PRO-C-024-O Support of LPP AD 5.3.3.1.2

positioning protocol

ULP Versi

ion Negotiation

ULP-PRO-C-025-M

Support of ULP versio
Negotiation

nULP 7

Detaile

d procedures

ULP-PRO-C-026-M

Support of Notification

ULP 9, 110,

ULP-PRO-C-027-O

Support of reception of ULP 9, 10, 11

QoP

ULP-PRO-C-028-O

Support of sending of
QoP

ULP 9, 10, 11

ULP-PRO-C-029-O

Support of Notificationf ULP 9, 10, 11

based on current

location

ULP-PRO-C-030-O Support of initial ULP 9, 10, 11
position

ULP-PRO-C-031-M Support of Supported | ULP 9, 10, 11
Network Information

ULP-PRO-C-032-O Support of Trigger ULP 9, 10, 11
Type: Periodic

ULP-PRO-C-033-O Support of Trigger ULP 9, 10, 11

Type: Area Event

ULP-PRO-C-034-M

Support of Emergency] ULP 9, 10, 11

Services location

request

ULP-PRO-C-035-O Support of Historic ULP 9, 10, 11
Reporting

ULP-PRO-C-036-M Support of Protection| ULP 9, 10, 11
Level: Null Protection

ULP-PRO-C-037-O Support of Protection| ULP 9, 10, 11
Level: Basic Protection
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Item Function Reference Requirement
ULP-PRO-C-038-O Support of Location | ULP 9, 10, 11
request of another SET
ULP-PRO-C-039-O Support of Multiple ULP 9, 10, 11
Location IDs
ULP-PRO-C-040-O Support of Location | ULP 9, 10, 11
request with transfer to
third Party
ULP-PRO-C-041-O Support of requested | ULP 9, 10, 11
assistance data
ULP-PRO-C-042-O Support of UTRAN ULP 9, 10,11
GPS Reference Time
Result/Assistance
ULP-PRO-C-043-O Support of UTRAN ULP 9, 10, 11
GANSS Reference
Time Result/Assistance]
ULP-PRO-C-044-O Support of reception of ULP 9, 10, 11
velocity
ULP-PRO-C-045-O Support of sending of | ULP 9, 10, 11
velocity
ULP-PRO-C-046-O Support of Reporting| ULP 9, 10, 11
Capability: Real time
ULP-PRO-C-047-O Support of Reporting| ULP 9, 10, 11
Capability: Quasi real
time
ULP-PRO-C-048-O Support of Reporting| ULP 9, 10, 11
Capability: Batch
reporting
ULP-PRO-C-049-O Support of Session InfdJLP 9, 10, 11
query
C.2.2 ULP Protocol Interface
Item Function Reference Requirement
ULP-PIN-C-001-M ULP encoding ULP 8
ULP-PIN-C-002-M ULP transport ULP 8
ULP-PIN-C-003-M Support of TCP/IP port
number ULP 8
ULP-PIN-C-004-M Support of OMA Push ULP 8
ULP-PIN-C-005-M Support of MT SMS ULP 8
ULP-PIN-C-006-O Support of SIP Push ULP 8
ULP-PIN-C-007-O Support of UDP ULP 8
C.2.3 ULP Messages
Item Function Reference Requirement
ULP-MES-C-001-M Support of SUPL INIT| ULP 9,10,11
ULP-MES-C-002-M Support of SUPL
START ULP 9,10,11
ULP-MES-C-003-M Support of SUPL ULP 9,10,11
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Item Function Reference Requirement

RESPONSE
ULP-MES-C-004-M Support of SUPL POS

INIT ULP 9,10,11
ULP-MES-C-005-O Support of SUPL POS ULP 9,10,11
ULP-MES-C-006-M Support of SUPL END ULP 9,10,11
ULP-MES-C-007-O Support of SUPL

AUTH REQ ULP 9,10,11
ULP-MES-C-008-O Support of SUPL

AUTH RESP ULP 9,10,11
ULP-MES-C-009-O Support of SUPL

TRIGGERED START ULP 9,10,11
ULP-MES-C-010-O Support of SUPL

TRIGGERED

RESPONSE ULP 9,10,11
ULP-MES-C-011-O Support of SUPL

TRIGGERED STOP ULP 9,10,11
ULP-MES-C-012-O Support of SUPL

NOTIFY ULP 9,10,11
ULP-MES-C-013-O Support of SUPL

NOTIFY RESPONSE ULP 9,10,11
ULP-MES-C-014-O Support of SUPL SET]

INIT ULP 9,10,11
ULP-MES-C-015-O Support of SUPL

REPORT ULP 9,10,11
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Appendix D.

Timers

This section defines the SUPL timers. Note thaaditimer value is informative.

at

ps
the

Timer | Default value (sec.) Description Actions on expiration
uTl 11 For immediate applications, from sendin@0fPL START | The SET sends SUPL END to the SLP.
to receipt of SUPL RESPONSE or SUPL END. The SET clears all session resources
In trigger positioning, from sending of SUPL TRIGRED | the SET.
START to receipt of SUPL TRIGGERED RESPONSE o
SUPL END.
uT2 11 From sending of SUPL POS INIT to receipfift SUPL For immediate applications the SET
POS, SUPL REPORT or SUPL END message. sends SUPL END to the SLP and clea
UT2 is not needed if the SUPL POS INIT messageainst| &/l Session resources.
the first SUPL POS element. For triggered applications, the SET ski
the SUPL POS session and continues
triggered session.
uT3 10 From sending of the last SUPL POS messagectipt of | For immediate applications, the SET
SUPL END, SUPL REPORT or SUPL NOTIFY. sends SUPL END to the SLP and clea
In cases where there is no SUPL POS message eent fr | &l session resources.
SET, timer UT3 is not used. For triggered applications, the SET
continues the triggered session.
uT4 10 Only applicable to non-proxy mode. The SET sends SUPL END to the SLP.
From sending of SUPL AUTH REQ to receipt of SUPL | The SET clears all session resources.
AUTH RESP message.
uUT5 10 Only applicable to “notification based orgdtion” The SET sends SUPL END to the SLR.
scenarlos. The SET clears all session resources.
From sending of SUPL NOTIFY RESPONSE to receipt of
SUPL END.
uTé6 10 Only applicable to “notification based ogdtion” in non- | The SET sends SUPL END to the SLR.
proxy mode scenarios. The SET clears all session resources.
From sending of SUPL REPORT to receipt of SUPL
NOTIFY or SUPL END.
uT7 10 Only applicable to triggered scenarios. The SET sends SUPL END to the SLP.
From sending of SUPL TRIGGERED STOP to receipt of The SET clears all session resources.
SUPL END.
uT8 10 Only applicable to triggered periodic scévsr The SET sends SUPL END to the SLR.
From sending the last SUPL REPORT message to teafeipThe SET clears all session resources.
SUPL END.
uT9 60 Only applicable to SET Initiated Locationdrest of The SET sends SUPL END to the SLP.
Another SET. The SET clears all session resources.
From sending of SUPL SET INIT to receipt of SUPLIEN
uT10 60 Only applicable to the Session Info Quesnsrios. The SET sends SUPL END to the SLP.
From sending of SUPL REPORT to receipt of SUPL ENDThe SET clears all session resources.
for the Session Info Query Session.
Table 82: SET Timer Values
Timer Default value (sec.) Description Actions on expiration
ST1 Proxy: 10 For proxy mode: from sending of SUPL RESPONSE to | For proxy:

Non-proxy: 50+
(optionally) response

receipt of SUPL POS INIT.
For non-proxy mode: from sending of SUPL RESPONS

Send SUPL END to SET
- Elear session resources at SLP
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n

and

Timer | Default value (sec.) Description Actions on expiration
time in QoP receipt of the notification (intermalmmunication between| For non-proxy:
SPC and SLC) that SUPL END has been sent to the SE[T|nternal communication is used to send
SUPL END to SET
Clear session resources at SLC/SLP
ST2 Proxy: 10 For proxy mode: from sending of SUPL INIT to redeip For non-roaming scenario:
Non-proxy: 50+ SUPL POS INIT, SUPL TRIGGERED START or SUPL | |nform SUPL agent that the session hg
(optionally) response END. ended.
time in QoP For r_lotn-?rox%_m?_de: E‘_rotm selnding SUI_DL tI'NIT\k;Oe(a) For roaming scenario:
NOTE: When user | receipt of notification (internal communication ween
verification is SPC and SLC) that SUPL POS INIT has been rece{tgd, Infolr_m EIUPE aSgLe;tr?r, v;/]here ion has
required using receipt of RLP-SSRP(SUPL END) from V-SLP, (c) rtei| SPP1Ca0Ie, R-SLE that fne session hag
“allow on no of SUPL TRIGGERED START, (d) receipt of SUPL enaed.
answer” or “deny on REPORT or (e) receipt of SUPL END. For proxy:
no answer”, the H- Clear session resources at SLP
SLP should allow at For non-proxy:
Itﬁaséépr feconds ior Clear session resources at SLC and s¢
the 0 gromp internal communication to SPC to clea
de?;?neirngr;hat no session resources at SPC where
answer has been applicable.
made.
ST3 10 From sending of RLP-SSRLIR(SUPL START) toeipt of | For network initiated scenario:
RLP-SSRLIA(SUPL RESPONSE) Send RLP-SRLIA to R-SLP
Clear session resources at SLP
For SET initiated scenario:
Send SUPL END to SET
Clear session resources at SLP
ST4 10 From sending of RLP-SSRLIR(msid, lid) toaipt of RLP- | For network initiated scenario:
SSRLIA(msid, posresult) Send SUPL END to SET
Send RLP-SRLIA to R-SLP
Clear session resources at SLP
For SET initiated scenario:
Send SUPL END to SET
Clear session resources at SLP
ST5 10 From sending SUPL NOTIFY to receipt of SUPL NOTIFY Send SUPL END to SET.
NOTE: When user | RESPONSE. Clear session resources at SLP.
verification is
required using
“allow on no
answer” or “deny on
no answer”, the H-
SLP should allow at
least 40 seconds for
the SET to prompt
the user and
determine that no
answer has been
made
ST6 10 Only applicable to "session-info query" Eass Clear session resources at SLP.

From sending SUPL INIT to receipt of SUPL REPORT f
Session Info Query session OR from sending SUPL
TRIGGERED STOP to receipt of SUPL END for stoppeq
triggered session.

D
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Table 83: SLP Timer Values

Timer | Default value (sec.) Description Actions on expiration
PT1 11+ (optionally) Only applicable to non-proxy. Send timer expiration notification to the
response time in QOF From receiving the initial initialization messagetérnal SLC on internal interface.
communication between SLC and SPC) to receiptef th | Clear session resources at SPC.
SUPL POS INIT.

Table 84: SPC Timer Values

Timer | Default value (sec.) Description Actions on expiration
RT1 21+ (optionally) From sending of RLP SRLIR (msid, client-id, QoP) to Send MLP SLIA (posresult) to the
response time in QoP receipt of RLP SSRLIA(posresult). SUPL Agent.

Table 85: RLP Timer Values
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Appendix E.  State Transition Models for SUPL 2.0 Security
(Informative)

This appendix provides some examples that maydiatgy use of the security mechanisms used in SRPL
These models consider a single pair of H-SLP anfl SE

= A SET may support an H-SLP for each bearer sultsmnipSince a SET may support multiple bearer stjsons,
the SET must also support multiple H-SLP. The madskociated with the SET (that is, those modedsritesd in
section E.2) need to be repeated for each subdcEEd.

= Note that the H-SLP supports many SETS, so the lm@dsociated with the H-SLP (that is, those modetribed
in section E.3) need to be repeated for each siiescBET.

E.1 Introduction to the Models
For each entity (the H-SLP ands SET) are three fapde

=  Security Negotiation Model (See section E.2.1):sTdescribes the entity’s perspective of how netintiga) the
method for authenticating the other entity in the&STHandshake and (b) the level of SUPL INIT pratatto be
applied. This is a decision tree diagram in whiehisions invoke triggers that may cause stateitrans in the
TLS Authentication Model and/or the SUPL INIT Prctien Model. There is a generic version of thisisien tree
does not make a priori assumptions about whethkrli2Sed authentication is supported by the entitylether
TLS session resumption (Abbreviated TLS handshiskaljowed by the entity. Then there are four addl
versions that apply when the entity always knowsiari whether PSK-based authentication and/or BeSsions
resumption is supported.

= TLS Authentication Model (section E.2.2): This stitansitions model describes the entity’s perspedf whether
the other entity is authenticated or otherwise rélage two versions: a generic version; and aeerttiat applies
when TLS Session Resumption is not supported @nerc version applies when TLS Session Resumjfgion
supported).

= SUPL INIT Protection Level Model (section E.2.3ig state transitions model describes the entiigispective of
the SUPL INIT Protection Level. If the entity dosst support a PSK-based authentication method, ttlismodel
does not apply since only NULL SUPL INIT Protectiewel applies in such cases.

There are two types of models used: a decisionmi@ael, used for the Security Negotiation Modelj arstate transition
model, used for the SUPL INIT Protection Level miaaled the TLS Authentication Model.

E.1.1  Security Negotiation Models

The Security Negotiation Models follows a seriestafps, beginning at a START step and ending at.ER¢die from
START and END, the intermediate steps are claskégfollows.

= Decisions: requiring a Yes/NO decision. The negpss determined by the outcome of the decisiofiglres,
these steps are shown in hexagons.

= Procedures: self-explanatory. Following a procegdilrere is only one possible next step. In figutlesse steps are
indicated using rectangles.

= Triggers: these triggers are sent to the otherrggaenodels: the SUP INIT Protection Level modetidhe TLS
Authentication Model. In the figures, these stesiadicated using circles.

Each step is given an identifier consisting ofassifier (D=Decision, P=Procedure, T=Trigger), anber, and in some cases
an final A, B or C. The meaning of the final A, BO corresponds to the method applied during th® andshake, as
described in the following paragraphs.

There are three different methods that may be eppluring the TLS handshake:

= The handshake may use the ACA-based authenticai@thod, based on Server certificates.
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= The handshake may use the PSK-based authenticaétirod, based on GBA or a similar procedure fal#ishing
a shared key in the SET and H-SLP.

= An abbreviated TLS handshake may be used: thisdheakeé use secrets established during a previousSesSion
(this is also called resuming a TLS Sessions)

There are some steps that are identical for eattteatication method, but where the following stg¢pEpend on the
particular method used. In these cases, a singibauis assigned for these steps, and an A, Bfoll@vs the number to
indicate which method the step applies to

= A: denotes the ACA-based authentication method.
= B: denotes the PSK-based authentication method
= C: denotes the Abbreviated TLS handshake.

The steps of the specific versions (when the eatityays knows a priori whether PSK-based authetiticand/or TLS
Sessions resumption is supported) use the samiielsnas the generic model.

E.1.2 Models for SUPL INIT Protection Level and TLS  Authentication

These are state transition models, in which theahbegins at a START step and transitions to a state based on external
triggers (in this case sent from the Security Niggion Model) or internal triggers (such as deletas the only remaining B-
TID and PSK). These models only show when triggarsse a state transition.
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E.2 Models for the SET

In these models, it is assumed that

= |f a PSK-based method is supported, then the SETmaantain a list of valid B-TID and correspondikegys: this
list is called thevalid set

= If TLS Session resumption (that is, the Abbreviaté® Handshake) is supported and allowed by the, 8th the
SET may store the TLS Session ID associated withast TLS session successfully established wghH{SLP.

o If aPSK-based method is negotiated by the SETH&AP, then there is little computational advantage
resuming the TLS sessions: resuming such TLS ses@aot recommended

E.2.1  Security Negotiation Model

This is a decision tree diagram in which decisionske triggers that may cause state transitiorthenTLS Authentication
Model and/or the SUPL INIT Protection Model. Th&se generic version of this decision tree thapiglicable for all SETSs.
This version does not make a priori assumptionsialwbether PSK-based authentication is supportethidBET or whether
TLS session resumption (Abbreviated TLS handshske)pported by the SET. Then there are four atditiversions that
apply to SETs for which the SET always knows arpridnether PSK-based authentication and/or TLS iBerssesumption
is supported.
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E.2.11 Generic Version
START: SET decides to DO1. Is SET allowed Yes DO02. Is there an existing, non-expired SessionID
begin TLS handshake to resume Session? that can be used for resumable Session?
o )
v No Yes
DO04. Is PSK-Method Supported in SET? 4—{ ‘ P03. SET inlcudes Session ID in ClientHello ‘ F—/
¥ No Yes v
PO5A. SET indicates Server-Certificate CipherSuite PO5B. SET indicates PSK & Server-Certificate
in ClientHello & Sends ClentHello CipherSuites in ClientHello & sends ClientHello
DO6A. ServerHello Received?
Yes )
¢ DO06B. ServerHello Received? Yes
DO7A. (If applicable) Did Server DO7B. (If applicable) Did Server
Yes allow resuming old session? allow resuming old session?
— Vo
No v
No D08. Was PSK CipherSuite Yes
P15C. Indicated in ServerHello? ;
No Continue P15A
Abbreviated Continue TLS Yes D09: Doe; SET ;uppqrt a method
TLS handshake listed in psk_identity_hint?
handshake using Server
Certificates D10. Are there P11. SET attempts to
any B-TIDs in NoO———» obtain B-TID and

D16C. TLS
Handshake
succeeds?

valid Set? associated key.

D16A. TLS Yes No
Handshake ¢
succeeds?

P15B. Continue P13.

Add B-
TLS handshake
using PSK & valid | %] IE:'D’(‘%) —Yes
Yes B-TID >y
valid set

D12. P11
succeeds?

No

Yes

} P14. SET aborts TLS Session ‘ }<J

No

/No

(T17C)
Session (T17A) ACA - D18. Is SET allowed to resume
resumption Succeeds '\ TLS Sessions?
Succeeds
N
D o

D16B. TLS Handshake
succeeds?

Yes

(T17B) PSK
Succeeds

No }Yesw

No D20. Did ServerHello include new TLS Session ID?

T19: Not
Resumable

\ T21. Store
/ SessionID &
EN secrets for Yes
future
\ Abbreviated
Handshakes
T ———

Figure 97: The generic version of the Security Negiation Model for the SET.

Figure 97 shows the steps for the Security Negdotid¥lodel for the SET. The details of the stepspmvided in Table 86
through to Table 90.
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Procedure,

Step

Description

Additional Notes

Transition after

e Transition L
Decision Decision...
or Trigger after
Procedures If Yes If No
START - - D01
Decision D01 Is SET allowed to Resume &ET needs to support - D02 D04
TLS Sessions? resuming a session, AND
also be permitted to do so
Decision D02 Is there an existing, non- | That is, is the SET in TLS | - P03 D04
expired SessionID that can| Authentication State A3?
be used for resumable
Session?
Procedure| P03 SET includes Session IO in D04 - -
ClientHello
Decision D04 Is PSK-Method Supported - - PO5B PO5A
in SET?

Table 86: Steps START to D04 for the generic versioof the Security Negotiation Model for a SET. Thes steps

establish the capabilities of the SET.
Procedure, Step Description Additional Notes Transition Transition after
Decision Decision..
Tri after
or Trigger Procedures If Yes If No
Procedure| PO5A/B| SET indicates appropriate PO5A: Use Server-Certificate DO6A - -
CipherSuites in ClientHello| CipherSuites
& Sends ClentHello
PO5B: Use PSK & Server D06B - -
Certificate CipherSuites
Decision DO6A/B | ServerHello Received? DO6A - DO7A | END
D06B - D07B END
Decision DO7A/B | (If applicable) Did Server | DO7A - P15C P15A
allow resuming old sessionf?
D07B - P15C D08
Decision D08 Was PSK CipherSuite Indicates if PSK or ACA - D09 P15A
Indicated in ServerHello? | method is to be used

Table 87: Steps DO5A/B to D08 for the generic versn of the Security Negotiation Model for a SET. Thee steps
establish what method will be used for this TLS Hadshake (ACA-based Authentication, PSK-based Authertation
or Session Resuming).
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Procedure,

Description

Additional Notes

Transition after

e Transition e
Decision after Decision..
or Trigger
Procedures If Yes If No
Decision D09 Does SET support a methpgsk_identity hint = “3GPP- | - D10 P14
listed in psk_identity _hint? | bootstrapping” for GBA.
psk-identity _hint = "SUPL
WIMAX bootstrapping” for
WIMAX. If the SET doesn’t
support either, then it should
abort the TLS Session
Decision D10 Are there any B-TIDs in | If not, bootstrapping is - P15B P11
valid Set? required
Procedure| P11 SET attempts obtain B-TID and assatley. D12 - -
Decision D12 P10 succeeds? P10 may fail if boqiptrey | - P13 P14
server is down
Procedure| P13 Add B-TID & associated | - P15B - -
key to valid set
Procedure| P14 SET aborts TLS Session SET neetsrt@gresh END - -
TLS Sessions since it can'’t
perform a PSK based TLS
Session without keys

Table 88: Steps D09 to P14 for the generic versiaf the Security Negotiation Model for a SET. Thessteps apply
only if the PSK-based Authentication will be useddr this TLS Handshake. These steps determine whidd-TID and
associated keys will be used. Fresh B-TID and assaied key are obtained if there are none already msent on the

SET.
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Pro<_:e_dure, ID Description Additional Notes Transition Trar_ls_ition after
Decision after Decision..
or Trigger
Procedures If Yes If No
Procedure| P15 Continue TLS handshakge P15A: UstngeB Cert's D16A - -
P15B: Using PSK & B-TID D16B - -
P15C: Using Abbrev. TLS Di16C - -
Handshake
Decision D16 TLS Handshake succeeds? D15A - T17A DEN
D15B - T17B END
D15C - T17C END
Trigger T17 Trigger to the SUPL INIT| T17A D18 - -
Protection Level Model
and TLS Authentication | T17B D18 - -
Model to indicate success
T17C END - -

of negotiation

Table 89: Steps P15A/B/C to T17A/B/C for the genegiversion of the Security Negotiation Model for a ET. There is a
“version” of these steps for each used possible nietd used for this TLS Handshake (ACA-based Authengation,
PSK-based Authentication or Session Resuming). Ste17A/B/C send a trigger to the other Models.
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Pro<_:e_dure, ID Description Additional Notes Transition Trar_ls_ition after
Decision after Decision..
or Trigger
Procedures If Yes If No
Decision D18 Is SET allowed to resume SET needs to support - T19 T20
TLS Sessions? resuming a session, AND alsp
be permitted to do so
Decision D19 Did ServerHello include | “Yes” indicates that a new - T21 T20
new TLS SessionID? Session has been established,
and the new keys stored in Ht
SLP. The SET can resume this
session in the future
Trigger T20 TLS Session is not END - -
resumable
Trigger T21 Store TLS Session ID & | Delete old Session ID and END - -
secrets for future Secrets
Abbreviated Handshakes
END The relevant details from | - - - -

the negotiation have now
been resolved

Table 90: Steps D18 to END for the generic versioof the Security Negotiation Model for a SET. Thesare the final
steps. These steps determine if the SET should sahe TLS Session secrets and Session ID for resumgithe TLS
session in the future (the Abbreviated TLS Handshak can then be used in the next TLS Session).
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E.2.1.2

PSK-based methods and TLS Session Resumptio

PO5A SET indicates
Server-Certificate
CipherSuites in
ClientHello & Sends
ClentHello

START: SET
decides to begin
TLS handshake

Continue TLS

using Server

P15A.

D16A. TLS
Handshake
succeeds?

handshake

Certificates

n not supported

T17A. ACA
Succeeds

T20. Not
Resumable

Figure 98: The Security Negotiation Model for a SETthat does not support PSK-based methods and doestrallow
TLS Session Resumption.

Proqe_dure, Step Description Additional Notes Transition Trar)s_ition after
Decision after Decision..
or Trigger
Procedures If Yes If No
START - - DO5A - -

Procedure| PO5A SET indicates appropriate PO5A: Use Server-Certificate P15A - -

CipherSuites in ClientHello| CipherSuites

& Sends ClentHello
Procedure| P15A Continue TLS handshake - D16A - -
Decision D16A TLS Handshake succeeds]? - - T17A END
Trigger T17A Trigger to the SUPL INIT | - T20 - -

Protection Level Model and

TLS Authentication Model

to indicate success of

negotiation
Trigger T20 TLS Session is not - END - -

resumable

END The relevant details from | - - - -
the negotiation have now
been resolved

Table 91: Steps for the version of the Security Negation Model for a SET that does not support PSKbased methods
and does not allow TLS Session Resumption.
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E.2.1.3 PSK-based methods not supported, TLS Sessio  n Resumption Allowed

START: SET \ DO02. Is there an existing, non-expired P03 SET inlcudes
decides to begin > SessionlID that can be used for Yes—p Session ID in
TLS handshake j '\ resumable Session? ClientHello

\
No
v

‘ ‘ PO5A SET indicates Server-Certificate CipheSuite in ClientHello & Sends ClentHello

v

DO6A. ServerHello Received? \
I
Yes
h 4
Yes DO7A. (If appl!cable) Did S_erver No
( allow resuming old session? ‘
No

P15A. SET and H-SLP
continue TLS
handshake using
Server Certificates

v

Yes D16A. TLS Handshake
succeeds? \

P15C. SET and H-SLP
continue Abbreviated TLS
handshake

D16C. TLS Handshake

succeeds? No
I No
Yes
T17A. ACA
Succeeds

T17C. —

Session T20. Store
resumption D19. Did SessionID &
Succeeds T20. Not ServerHello secrets for

) Yes
Resumable include new future
SessionID? Abbreviated
Handshakes
T ——— ‘

> END

Figure 99: The Security Negotiation Model for a SETthat does not support PSK-based methods and but de allow
TLS Session Resumption.
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Pro<_:e_dure, Step Description Additional Notes Transition Trar_ls_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
START | - - D02
Decision D02 Is there an existing, non- Thatis, is the SET in TLS| - P03 PO5A
expired SessionID that can be Authentication State A3?
used for resumable Session?
Procedure| P03 SET includes Session ID in - PO5A - -
ClientHello
Procedure| PO5A SET indicates appropriate | PO5A: Use Server- DO6A - -
CipherSuites in ClientHello &| Certificate CipherSuites
Sends ClentHello
Decision DO6A ServerHello Received? - DO7A END
Decision DO7A (If applicable) Did Server - P15C P15A
allow resuming old session?
Procedure| P15 Continue TLS handshake P15A: UstngeBCert's | D16A - -
P15C: Using Abbrev. TLS| D16C - -
Handshake
Decision D16 TLS Handshake succeeds? D16A - T17A DEN
D16C - T17C END
Trigger T17 Trigger to the SUPL INIT T17A D19 - -
Protection Level Model and
TLS Authentication Model to | T17C END - -
indicate success of negotiatign

Table 92: Steps START to T17A/B for the version ofhe Security Negotiation Model for a SET that doesot support
PSK-based methods and but does allow TLS SessiondRelption. There is a “version” of these steps foraech used

possible method used for this TLS Handshake (ACA-tsed Authentication or Session Resuming).
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Procedure,

Step

Description

Additional Notes

Transition after

T Transition e
Decision after Decision...
or Trigger
Procedures If Yes If No
Decision D19 Did ServerHello include new “Yes” indicates that a new| - T20 END
TLS SessionID? Session has been
established, and the new
keys stored in H-SLP. The
SET can resume this
session in the future
Trigger T20 TLS Session is not resumable - END - -
Trigger T21 Store TLS Session ID & Delete old Session ID and| END - -
secrets for future Abbreviated Secrets
Handshakes
END The relevant details from the| - - - -

negotiation have now been
resolved

Table 93: Steps D19 to END for the version of thegBurity Negotiation Model for a SET that does notspport PSK-
based methods and but does allow TLS Session Restuiap.
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E.2.14 PSK-based method supported, TLS Session Res  umption not supported

START: SET PO5B. SET indicates PSK & Server-
decides to begin Certificate CipherSuites in ClientHello
TLS handshake & sends ClientHello
v
DO06B. ServerHello Yes
f Received? R
No D08. Was PSK CipherSuite Yes

Indicated in ServerHello?

v

Yes D09. Does SET support a method
( listed in psk_identity_hint?

P15A. SET and H-SLP
No continue TLS D10. Are there any B- P1L. SET attempts to
- : . No»| obtain B-TID and
handshake using TIDs in valid Set associated ke
Server Certificates ‘ Y-
Yes
D16A. TLS v
Handshake P15B. SET and H-SLP
succeeds? continue TLS P13. Add B-TID
handshake using PSK N & bootstrapped | «Yes Siigé:j;:}
& valid B-TID key to valid set ) No

Yes
D16B. TLS
Handshake
succeeds?

T17A. ACA
Succeeds

T19. Not
Resumable

T17B. PSK
Succeeds

} P14. SET aborts TLS Session ‘ ‘dj

Figure 100: The Security Negotiation Model for a SE that supports PSK-based methods and but does natlow TLS
Session Resumption.
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Procedure,

Step

Description

Additional Notes

Transition after

e Transition e
Decision after Decision...
or Trigger
Procedures If Yes If No
START | - - PO5B - -
Decision D01 Is SET allowed to Resume &ET needs to support - D02 D04
TLS Sessions? resuming a session, AND
also be permitted to do so
Procedure| PO5A SET indicates appropriate PO5B: Use PSK & Server D06B - -
CipherSuites in ClientHello| Certificate CipherSuites
& Sends ClentHello
Decision DO6A/B | ServerHello Received? D06B - DO7B| NIE
Decision D08 Was PSK CipherSuite Indicates if PSK or ACA - D09 P15A
Indicated in ServerHello? | method is to be used
Decision D09 Does SET support a methpg@sk_identity hint = “3GPP- | - D10 P14
listed in psk_identity _hint? | bootstrapping” for GBA.
psk-identity _hint = "SUPL
WIMAX bootstrapping" for
WIMAX. If the SET doesn’t
support either, then it should
abort the TLS Session
Decision D10 Are there any B-TIDs in | If not, bootstrapping is - P15B P11
valid Set? required
Procedure| P11 SET attempts obtain B-TID and assutley. D12 - -
Decision D12 P11 succeeds? P11 may fail if boqiptrey | - P13 P14
server is down
Procedure| P13 Add B-TID & associated | - P15B - -
key to valid set
Procedure| P14 SET aborts TLS Session SET neetsrt@gresh END - -
TLS Sessions since it can'’t
perform a PSK based TLS
Session without keys

Table 94: Steps START to P14 for the version of thBecurity Negotiation Model for a SET that supportdPSK-based
methods and but does not allow TLS Session Resumgti.
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Proge_dure, Step Description Additional Notes Transition Trar_ls_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
Procedure| P15A/B Continue TLS handshake P15A:dJ)Saerver Cert's D16A - -
P15B: Using PSK & B-TID D16B - -
Decision D16A/B | TLS Handshake succeeds? D16A - T17A END
D16B - T17B END
Trigger T17A/B | Trigger to the SUPL INIT T20 - -
Protection Level Model and
TLS Authentication Model
to indicate success of
negotiation
Trigger T20 TLS Session is not - END - -
resumable
END The relevant details from | - - - -

the negotiation have now
been resolved

Table 95: Steps P15A/B to END for the version of thSecurity Negotiation Model for a SET that suppois PSK-based
methods and but does not allow TLS Session Resumguti.
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E.2.15 PSK-based method and TLS Session Resumption  supported

START: SET i . . P03. SET inlcudes
decides to begin D02. Is there an existing, non-expired SessionID Yes Session ID in

ion?
TLS handshake that can be used for resumable Session? ClientHello

LNo
ﬂ

PO6B. PO5B. SET indicates PSK & Server-Certificate
ServerHello < CipherSuites in ClientHello & sends
Received? ClientHello
\- Yes ¥

Yes DO7B. (If applicable) Did Server

. - No
{ allow resuming old session? }

D08. Was PSK CipherSuite

v/ No Indicated in ServerHello
P15C. SET \
and H-SLP P15A. SET Yes
continue and H-SLP A 4
Abbreviated continue TLS Yes D09. Does SET support a method
TLS handshake listed in psk_identity_hint?
handshake using Server
Certficates t?(le?é ’;r]‘; P11 SET iattempts to
. No———| obtain B-TID and
B-TIDs in .
D16C. TLS valid Set associated key.
Handshake
succeeds? Y
D16A. TLS Yes
o Handshake ¢
succeeds?
P15B. SET and
H-SLP continue P13. Add B-TID &
TLS handshake | |« bootstrapped key 0
using PSK & to valid set
Yes valid B-TID
/ Yes ¢ } ‘ P13. SET aborts TLS Session ‘ ‘M
0 D16B. TLS
No Handshake Yes
f succeeds?
T17C.
Session T17A. ACA D19. Did ServerHello . T17B. PSK
resumption Succeeds include new SessionID? - Succeeds
Succeeds
N—”
T20. Not \o Yes }
Resumable

T21. Store
SessionID &
P secrets for
[
future
\Abbreviated

Handshakes
~—

A
END

Figure 101: The Security Negotiation Model for a SE that supports PSK-based methods and allows TLS Ssion
Resumption.
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Proqe_dure, Step Description Additional Notes Transition Trans_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
START | - - D02
Decision D02 Is there an existing, non- | That is, is the SET in TLS | - P03 PO5B
expired SessionID that can| Authentication State A3?
be used for resumable
Session?
Procedure| P03 SET includes Session 1D in P0O5B - -
ClientHello
Procedure| PO0O5B SET indicates appropriate¢ PO5B: Use PSK & Server Do6B - -
CipherSuites in ClientHello| Certificate CipherSuites
& Sends ClentHello
Decision DO6A/B | ServerHello Received? Do6B - DO7B| NIE
Decision DO7A/B | (If applicable) Did Server | DO7B - P15C D08
allow resuming old sessionp
Decision D08 Was PSK CipherSuite Indicates if PSK or ACA - D09 P15A
Indicated in ServerHello? | method is to be used
Decision D09 Does SET support a methpgsk_identity hint = “3GPP- | - D10 P14
listed in psk_identity _hint? | bootstrapping” for GBA.
psk-identity _hint = "SUPL
WIMAX bootstrapping” for
WIMAX. If the SET doesn’t
support either, then it should
abort the TLS Session
Decision D10 Are there any B-TIDs in | If not, bootstrapping is - P15B P11
valid Set? required
Procedure| P11 SET attempts obtain B-TID and assatley. D12 - -
Decision D12 P10 succeeds? P10 may fail if boqiptrey | - P13 P14
server is down
Procedure| P13 Add B-TID & associated | - P15B - -
key to valid set
Procedure| P14 SET aborts TLS Session SET neetsrt@gresh END - -
TLS Sessions since it can't
perform a PSK based TLS
Session without keys

Table 96: Steps from START to P13 for the versionfahe Security Negotiation Model for a SET that suports PSK-
based methods and allows TLS Session Resumption.
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Procedure,

Description

Additional Notes

Transition after

T Transition e
Decision after Decision..
or Trigger
Procedures If Yes If No
Procedure| P14 Continue TLS handshake P14A: UstngeBCert’s D15A - -
P14B: Using PSK & B-TID D15B - -
P14C: Using Abbrev. TLS | D15C - -
Handshake
Decision D15 TLS Handshake succeedg? D15A - T16A DEN
D15B - T16B END
D15C - T16C END
Trigger T16 Trigger to the SUPL INIT | T16A D18 - -
Protection Level Model an
TLS Authentication Model | T16B D18 - -
to indicate success of
negotiation T16C END ) )
Decision D18 Did ServerHello include “Yes” indicates that a new | - T21 T20
new TLS SessionID? Session has been established,
and the new keys stored in H-
SLP. The SET can resume
this session in the future
Trigger T20 TLS Session is not - END - -
resumable
Trigger T21 Store TLS Session ID & Delete old Session ID and | END - -
secrets for future Secrets
Abbreviated Handshakes
END The relevant details from | - - - -

the negotiation have now
been resolved

Table 97: Steps P14 to END for the version of theeBurity Negotiation Model for a SET that supports FSK-based
methods and allows TLS Session Resumption.
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E.2.2 SET TLS Authentication Model
E.2.2.1 Generic Version
E221.1 List of States

State ID Description Can SET communicatels there a resumable | Can Transition to
securely with H-SLP? | TLS Session?

START Al

Al No Active Session. No No No A2
Resumable Session exists

A2 Active Session. Yes Uncertain A3,A5
Resumability not
determined

A3 Active Session. Sessionis | Yes No Al

not Resumable

A4 No active Session. No Yes Al,A2,A5
Resumable Session exists

A5 Active Session. Resumablég Yes Yes A3,A4
Session exists

Table 98: List of the states in the generic TLS Altentication state transition model for SETS.

E.2.2.1.2 State Transitions

Start State

A

Al. No Active Session. No A3. Active Session. Session is not
Resumable Session exists TLS Ends Resumable

f

T20. TLS Session is
Not Resumable

TLS \; T17A/B ACA/PSK A2. Active Session. SesTsme
SessionID Session Succeeds Resumability not determined expires
expires

\
T21. Store TLS Session

ID & secretsfor future
Abbreviated Handshakes

v
A4. No active Session. . . .
Resumable Session TLS Ends Ab5. Active Sessmg).(ithzsumable Session
exists

QHYC. Resumed Session Succeeds—jA

Figure 102: Generic Version of the TLS Authenticatbn state transition model for the SET. Triggers T1A, T17B,
T17C, T20 and T21 are sent from the Security Negatiion Model as described in section E.2.1.
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Trigger Type| Trigger Details From To
Internal Automatic After SET is subscribed. START Al
External T17A/B TLS Handshake succeeds using ACgeldar PSK-based Al A2
methods. The SET and H-SLP can now exchange detiache
using TLS Ad
External T17C Abbreviated TLS Handshake succeeds.SET and H-SLP | A4 A5
can now exchange data securely using TLS
External T20 The TLS Session is not resumable. A2 3 A
External T21 The SET stores the TLS Session IDthedecrets associated| A2 A5

with the TLS Session so that they may be usedturdu
abbreviated handshakes

Internal TLS Ends When the TLS Session ends, the&ted H-SLP can no longef A3 Al
exchange data securely.
A5 A4
Internal TLS Session| The SET can not use the Session ID and keys imefutu A4 Al
ID expires handshakes.
A5 A3

Table 99: The state transitions in the generic TLRwthentication state transition model for SETs. Triggers T17A,
T17B, T17C, T20 and T21 are sent from the Securitiegotiation Model as described in section E.2.1
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E.2.2.2 TLS Session Resumption not supported

NOTE: In the case where TLS Session Resumption is nqiastga, there is no need to wait for the trigged Tizat
indicates that the session is not resumable

E.2.2.2.1 List of States

State ID Description Can SET communicatéds there a resumable | Can Transition to
securely with H-SLP? | TLS Session?

START Al

Al No Active Session. No No No A2
Resumable Session exists

A3 Active Session. Sessionis | Yes No Al
not Resumable

Table 100: List of the states in the generic TLS Athentication state transition model for SETs wherelLS Session
Resumption is not supported.

E.2.2.2.2 State Transitions

(T17A/B ACA/PSK Session Succeedsl

Al. No Active Session. No
Start State Resumable TLS Session
exists

! TLS Endsg

Figure 103: Version of the TLS Authentication stateransition model for SETs where TLS Session Resurtipn is not
supported. Triggers T17A, T17B are sent from the Smurity Negotiation Model as described in section R.1.

A3.Active Session. TLS
Session Not Resumable

Trigger Type| Trigger Details From To
Internal Automatic | After SET powers up. START Al
External T17A/B TLS Handshake succeeds using ACgetlar PSK-based Al A3
methods. The SET and H-SLP can now exchange detiaee
using TLS
Internal TLS Ends When the TLS Session ends, the&t H-SLP can no longer | A3 Al
exchange data securely.

Table 101: The state transitions in the TLS Autheritation state transition model for SETs where TLS 8ssion
Resumption is not supported. Triggers T17A and T17Rre sent from the Security Negotiation Model as deribed in
section E.2.1

E.2.3 SUPL INIT Protection Model

NOTE: Trigger T17C does not cause a state transitionarSiJPL INIT protection model
Below is state transition diagram, from the vievitod SET, for a given H-SLP’s SUPL INIT Protectioevel.

E.2.3.1.1 List of States

State ID Description Notes Can Transition to
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START Si1
SI1 NULL SUPL INIT When in this state, the SET applies Null SUPL | SI2
Protection INIT Protection procedures to SUPL INIT
messages received from this H-SLP.
SI2 Basic SUPL INIT When the in this state, the SET applies Basic | SlI1
Protection SUPL INIT Protection procedures to SUPL INIT
messages received from this H-SLP.
Table 102: List of the SUPL INIT Protection Level sates.
E.2.3.1.2 State Transitions

START State

If no keys remain after B-TID & Keys are removed from

valid set due to expiry

SI1. NULL SUPL INIT

- 4—T17A. ACA Succeeds—
Protection

SI2. Basic SUPL INIT
Protection

!T178. PSK SucceedséA

Figure 104: SUPL INIT Protection Level state transiions for the SET. Triggers T17A and T17B are senfrom the

Security Negotiation Model as described in sectioB.2.1.

Trigger Type| Trigger Details From To

Internal Automatic| After SET powers up. START SI1: NULL

External T17B TLS PSK Handshake succeeds. Thisiémthat the keys for Basic|SI1:NULL | SI2: Basic
SUPL INIT Protection have also been obtained bylH-0 Basic
SUPL INIT Protection now applies

External T17A ACA-based TLS Handshake succeeds.SHiecan no longer SI2: Basic| SI1: NULL
assume that the H-SLP has the keys for Basic SOIPL Protection

Internal Valid Set | When B-TID & Keys are removed from valid set duekpiry, itis [SI2: Basic| SI1: NULL

is empty | possible that there are no more B-TID/Keys in thkdvset. The

SET can no longer perform Basic SUPL INIT protettio

Table 103: The state transitions in the SUPL INIT FPotection Level state transition model. Triggers TYA and T17B
are sent from the Security Negotiation Model as desibed in section E.2.1
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E.3 Models for the H-SLP

In these models, it is assumed that

= |f a PSK-based method is supported, then the H+8&f maintain a list of valid B-TID and corresporglkeys
associated with each user: this list is calledvédlil set for that user.

= |If TLS Session resumption (that is, the Abbreviaté® Handshake) is supported and allowed by thed.R;$hen
the H-SLP may store the TLS Session ID associatddtiae last TLS session successfully establishigal thhe SET.

o If a PSK-based method is negotiated by the SETHa&ALP, then there is little computational advantage
resuming the TLS sessions: resuming such TLS ses@aot recommended.

E.3.1  Security Negotiation Model
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Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc

Page 387 (410)

E3.1.1 Generic Version
START: DO1. Does H-
H-SLP SLP allow
receives resuming
ClientHello Session?

DO02. Is there
an SessionlD
in the
ClientHello

Yes

No

DO03. Is this
SessionID
still valid

Nf

D04. H-SLP supports ACA Method?

Yes—»

I
No

D06-01. PSK

DO05. H-SLP supports PSK Method?

D06-02. PSK

ﬂ

No

Yes

CipherSuites in CipherSuites in Noﬂ
ClientHello? ClientHello? Yes
No DO07. Server Cert
/ Yeszes CipherSuites in ClientHello?
P08B:H-SLP chooses PSK-method. H-SLP PO8A:H-SLP chooses ACA- Yes
indicates appropriate Ciphersuite in method. H-SLP indicates )
ServerHello. For PSK, also includes appropriate Ciphersuite in
appropriate values in psk_identity_hint ServerHello.
No B PO9A/B. If H-SLP wishes to resume this session, then H-SLP chooses a
L TLS Session ID and includes this in ServerHello. N\
D10. D A \
. Does
) D11. Does H-SLP N P17C. H-SLP and
Clils(rzllttlﬁjeeylix;_rﬁgge Yes have B-TID & Key o Yes SET continue
; Abbreviated TLS
D12. Is H-SLP Handshake
No authorized to BSF
or corresponding P17A. SET and H-
entity ;
P13. H-SLP requests two keys (TLS-PSK key and ShLPdcohnthue TLS
SUPL_INIT_ROOT_KEY) and SET_ID associated e ves— S ands Ca :'fw?g
with B-TID from BSF or corresponding entity erver Lertiicates
4 P17B. SET and
P15. H-SLP D14. Was H- .:_Dl]be& ﬁgds?(_) H-SLP continue
aborts TLS 4«—No SLP able to Yes—» valid setyfor —®» | TLS handshake
Handshake obtain keys? SET ID using PSK &
- valid B-TID
No D18 A/B/C. TLS j
Handshake succeeds? -
v A:Yes ~———BIC: Yes
P19. H-SLP performs IP - atem
address/SET_ID binding < D20. Binding Exists? Yes
P22. H-
S;Zﬁfogs p No J D21A/B/C. SUPL SET_ID Ves
4 TLS = authenticated SET_ID?
Session /\
T27. Store D25. Did
SessionID & Server-Hello DZ;L'PD;TOSWH A-I-tﬁSAt(B/?'
secrets for future MYes include new Yes resumin <+—A/B US en 'cz lon
Abbreviated TLS Sessiong ucceeas
Handshakes SessionID? ’
T26. Not
No
resumable
v

END <

<

Figure 105: The generic version of the Security Negiation Model for the H-SLP.
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Pro<_:e_dure, Step Description Additional Notes Transition Trar_ls_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
START | - - D01
Decision D01 Does H-SLP allow H-SLP needs to support - D02 D04
resuming a TLS Sessions?| resuming a session, AND
also be permitted to do so
Decision D02 Is there a SessionID in the That is, is the SET in TLS | - D03 D04
Client Hello? Authentication State A3?
Decision D03 Is the SessionID still valid?  Can ThsS keys still be - pP17C D4
used?
Decision Do4 Is ACA-Method Supported If No, then PSK method must- D05 D06-1
in H-SLP? be supported by H-SLP
Decision D05 Is PSK-Method Supported - - D06-2 D07
in H-SLP?
Decision D06-1/2 | Are there PSK CipherSuite©06-1 - P08B P15
included in the ClientHello*
D06-2 - P0O8B D07
Decision D07 Are there Server Certificatelf this is not indicated, then | - PO8A P15
CipherSuites included in the there is an error, and tehTLS$
ClientHello? session must be aborted
Procedure| PO8A/B PO8A: H-SLP chooses ACA-SLP indicates Server PO9A - -
method. certificate Ciphersuites in
ServerHello. Follow “A”
options hereatter.
PO8A: H-SLP chooses PSK H-SLP indicates PSK P0O9B - -
method. Ciphersuite in ServerHello
and includes "3GPP-
Bootstrapping" in
psk_identity_hint (or
WIMAX equivalent). Follow
“B” options hereafter
Procedure| PO09A/B If H-SLP wishes to resumeP09A P17A - -
this session, then H-SLP
chooses a TLS Session ID| P09B D10 - -

and includes this in
ServerHello.

Table 104: Steps START to DO9A/B for the generic vsion of the Security Negotiation Model for a H-SLP These
steps establish what method will be used for thislIJS Handshake (ACA-based Authentication, PSK-based
Authentication or Abbreviated Handshake).
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Pro<_:e_dure, ID Description Additional Notes Transition Trar?s_ition after
Decision after Decision..
or Trigger
Procedures IfYes | If No
Decision D10 | Does ClientkeyExchange If not, TLS handshake cannot - D11 P15
include B-TID proceed
Decision D11 | Does H-SLP have B-TID and | If not, must talk to BSF - P17B D12
corresponding Key and SET_IDO
Decision D12 | Is H-SLP authorized to BSF o1 If not, cannot obtain keys - P13 P15
corresponding entity
Procedure| P13| H-SLP attempts obtain keys (TLS-P8Kakd D14 - -
SUPL_INIT_ROOT_KEY) and SET_ID associated with B3Tfrom
BSF or corresponding entity.
Decision D14 | P13 succeeds? P13 may fail if BSF or - P16 P15
corresponding entity is down or if
B-TID was false.
Procedure| P15| SET aborts TLS Session SET neetsrt@adgresh TLS END - -
Sessions since it can’t perform a
PSK based TLS Session without
keys
Procedure| P16| Add B-TID & associated key to vaditifer SET_ID P17B - -

Table 105: Steps D10 to P16 for the generic versiaf the Security Negotiation Model for a H-SLP. Thee steps apply
only if the PSK-based Authentication will be useddr this TLS Handshake. These steps determine whidd-TID and
associated keys will be used. Fresh B-TID and assaied key are obtained if not already present on tb H-SLP.

Procedure,
Decision
or Trigger

ID

Description

Additional Notes

Transition
after
Procedures

Transition after
Decision..

If Yes If No

Procedure

P17

Continue TLS handshake

P17A: UstngeBCert'’s

D18A - -

P17B: Using PSK & B-TID

D18B - -

P17C: Using Abbrev. TLS
Handshake

D18C - -

Decision

D18

TLS Handshake succeeds?

D18A. The BEIE not yet | -
authenticated

P19 END

D18B. This provides -
authenticated SET_ID
(associated with B-TID)

D21B END

D18C. This provides -
authenticated SET_ID
(associated with original TLS
session)

D21C END
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Table 106: Steps P17A/B/C and D18A/B/C for the gerie version of the Security Negotiation Model for aH-SLP.

Pro<_:e_dure, ID Description Additional Notes Transition Trar?s_ition after
Decision after Decision..
or Trigger
Procedures If Yes If No
Procedure| P19 H-SLP performs IP D20
address/SET_ID binding
Decision D20 Does Binding Exist? This provides the - D21A P22
authenticated SET_ID for
ACA method
Decision D21 SET_ID provided in the | D21A - T23A p22
SUPL message
corresponds to D21B - T23B P22
authenticated SET_ID?
- D21C - T23C P22
Procedure| P22 H-SLP aborts SUPL and SET failed authentication. END - -
TLS Session
Trigger T23 Trigger to the SUPL INIT| T23A D24 - -
Protection Level Model
and TLS Authentication | T23B D22 - -
Model to indicate success
of negotiation T23C END ) )
Table 107: Steps P19 to T23 for the generic versiaf the Security Negotiation Model for a H-SLP. Stps T23A/B/C
send a trigger to the other Models.
Proqe_dure, ID Description Additional Notes Transition Trar)s_ition after
Decision ft Decision..
or Trigger arer
Procedures If Yes | If No
Decision D24 | Is H-SLP allowed to resume | Same decision as D01 - D25 T27
TLS Sessions?
Decision D25 | Did ServerHello include new | See Step PO9A/B. - T27 T26
i 2
TLS SessionlD? “Yes” indicates that a new Sessior
has been established, and the new
keys should be stored in H-SLP.
Trigger T26 | TLS Session is not resumeable END - -
Trigger T27 | Store TLS Session ID & secret®elete old Session ID and Secrets| END - -
for future Abbreviated
Handshakes
END | The relevant details from the | - - - -
negotiation have now been
resolved
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Table 108: Steps D24 to END for the generic versiasf the Security Negotiation Model for a H-SLP. Thee are the
final steps. These steps determine if the H-SLP shidl save the TLS Session secrets and Session ID fesuming the
TLS session in the future (the Abbreviated TLS Handhake can then be used in the next TLS Session)eSwte below.

NOTE: The H-SLP should not save the TLS session seanét$Sassion ID unless the TLS handshake was suateBisis
is the reason that steps D24 to T27 cannot occlieeim the process

E.3.1.2 PSK-based methods and TLS Session Resumptio  n not supported

START: PO8A:H-SLP chooses ACA-
H-SLP DO7. Server Cert method. H-SLP indicates
receives CipherSuites in ClientHello? ves appropriate Ciphersuite in
ClientHello ServerHello.
P15. H-SLP
aborts TLS 4—No
Handshake r
P17A. SET and H-
D18 A. TLS Handshake P SLP continue TLS
/ succeeds? h handshake using
I Server Certificates
0 Yes
v
P19. H-SLP performs IP - e
address/SET_ID binding < D20. Binding Exists* Yes;
P22. H-
S avens| No ) D21A. SUPL SET_ID =
4 TLS h authenticated SET_ID? Yes
Session

T23A.

T26. Not
resumable

Authentication
Succeeds

Figure 106: The Security Negotiation Model for an HSLP that does not support PSK-based methods and és not
allow TLS Session Resumption.
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Pro<_:e_dure, Step Description Additional Notes Transition Trar)s_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
START - - D07
Decision D07 Are there Server Certificatelf this is not indicated, then | - PO8SA P15
CipherSuites included in the there is an error, and tehTLS$
ClientHello? session must be aborted
Procedure| PO8A PO8A: H-SLP chooses ACAI-SLP indicates Server P17A - -
method. certificate Ciphersuites in
ServerHello. Follow “A”
options hereafter.
Procedure| P15 SET aborts TLS Session SET neetlst@adresh END - -
TLS Sessions since it can't
perform a PSK based TLS
Session without keys
Procedure| P17A Continue TLS handshake P17A: USaerger Cert's D18A - -
Decision D18A TLS Handshake succeeds]? D18A. The 8EIE not - P19 END
yet authenticated
Procedure| P19 H-SLP performs IP address/SET_|Dirtognd D18
Decision D20 Does Binding Exist? This provides the - D21A P22
authenticated SET_ID for
ACA method
Decision D21A SET_ID provided in the SUPL messageasponds to - T23A P22
authenticated SET_ID?
Procedure| P22 H-SLP aborts SUPL and | SET failed authentication. END - -
TLS Session
Trigger T23A Trigger to the SUPL INIT Protectionusd Model and TLS | T26 - -
Authentication Model to indicate success of negiot|a
Trigger T26 TLS Session is not END - -
resumeable
END The relevant details from | - - - -
the negotiation have now
been resolved

Table 109: Steps for the version of the Security N@tiation Model for a H-SLP does not support PSK-baed methods
and does not allow TLS Session Resumption.
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E.3.1.3 PSK-based methods not supported, TLS Sessio  n Resumption supported
START: DO02. Is there .
H-SLP an SessionID Dos. I.S this
. . Yes SessionID
receives in the still valid
ClientHello ClientHello
No
No Yes
PO8A:H-SLP chooses ACA-
No DO7. Server Cert Yes_» method. H-SLP indicates
CipherSuites in ClientHello? appropriate Ciphersuite in
ServerHello.
( J
P15. H-SLP PO9A. If H-SLP wishes to resume this session, Zt?:‘A(.:;E-r:uaen?'LZ P17C. H-SLP and
aborts TLS then H-SLP chooses a TLS Session ID and P handshake usin SET continue
Handshake includes this in ServerHello. - using Abbreviated TLS
Server Certificates
Handshake
D18 A/C. TLS P J J
Handshake succeeds? -
o] /!
{ AYes B/C: Yes
P19. H-SLP performs IP - e
address/SET_ID binding < D20. Binding Exists Yes
P22. H-
S;ngzogs P No J D21A/C. SUPL SET_ID =
- authenticated SET_ID? Yes
TLS -
Session /‘\
T27. Store D25. Did
SessionID & Server-Hello T23A/C.
secrets for future JMYes include new < A Authentication
Abbreviated TLS Succeeds
Handshakes SessionID?
T26. Not
No
resumable
y
END < C

Figure 107: The Security Negotiation Model for an HSLP that does not support PSK-based methods, bubés allow

TLS Session Resumption.
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Proge_dure, Step Description Additional Notes Transition Trar_ls_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
START - - D02
Decision D02 Is there a SessionID in thg That is, is the SET in TLS - P03 D07
Client Hello? Authentication State A3?
Decision D03 Is the SessionID still valid?  Can ThsS keys still be - pP17C DO7
used?
Decision D07 Are there Server Certificatelf this is not indicated, then | - PO8SA P15
CipherSuites included in the there is an error, and tehTL$
ClientHello? session must be aborted
Procedure| PO8A/B PO8A: H-SLP chooses ACAI-SLP indicates Server PO9A - -
method. certificate Ciphersuites in
ServerHello. Follow “A”
options hereafter.
Procedure| PO09A/B If H-SLP wishes to resume thisisasthen H-SLP choosesP17A - -
a TLS Session ID and includes this in ServerHello.
Procedure| P15 SET aborts TLS Session SET neetlst@adgresh END - -
TLS Sessions since it can't
perform a PSK based TLS
Session without keys
Procedure| P17 Continue TLS handshake P17A: UstngeBCert’'s D18A - -
P17C: Using Abbrev. TLS | D18C - -
Handshake
Decision D18 TLS Handshake succeeds? D18A. The BEE not - P19 END
yet authenticated
D18C. This provides - D21C END
authenticated SET_ID
(associated with original TL$
session)

Table 110: Steps START to D18 for the version of thSecurity Negotiation Model for a H-SLP does notupport PSK-
based methods, but allows TLS Session Resumption.
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Procedure,

Description

Additional Notes

Transition after

e Transition e
Decision after Decision..
or Trigger
Procedures IfYes | If No
Procedure| P19| H-SLP performs IP D20 - -
address/SET_ID binding
Decision D20 | Does Binding Exist? This provides dlthenticated - D21A | P22
SET_ID for ACA method
Decision D21 | SET_ID provided in the SUPL| D21A - T23A | P22
message corresponds to
authenticated SET_ID? D21C - T23C | P22
Procedure| P22| H-SLP aborts SUPL and TLS| SET failed authentication. END - -
Session
Trigger T23 | Trigger to the SUPL INIT T23A D24 - -
Protection Level Model and TL$
Authentication Model to indicate T23C END - -
success of negotiation
Decision D25 | Did ServerHello include new | See Step P09A. - T27 T26
i 2
TLS SessionID* “Yes” indicates that a new Sessign
has been established, and the new
keys should be stored in H-SLP.
Trigger T26 | TLS Session is not resumeablé¢ END - -
Trigger T27 | Store TLS Session ID & secretsDelete old Session ID and Secrets END - -
for future Abbreviated
Handshakes
END | The relevant details from the | - - - -

negotiation have now been
resolved

Table 111: Steps P19 to END for the version of thgecurity Negotiation Model for a H-SLP does not syport PSK-

based methods, but

allows TLS Session Resumption.
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D11. Does H-SLP
have B-TID & Key

E3.14 ACA-based method not supported, TLS Session Resumption not supported
START: D06-1. PSK P08B. H-SLP chooses PSK method. H-SLP
H-SLP CipherSuites - : : .
. . Yes—p indicates appropriate Ciphersuite in ServerHello,
receives n and includes appropriate values in psk_identity hint
ClientHello ClientHello? pprop psK_ -
v
D10. Does
ClientkeyExchange Yes
No include a B-TID
No
¢
No D12. Is H-SLP authorized to BSF

or corresponding entity

P13. H-SLP requests two keys (TLS-PSK key and

Yes

SUPL_INIT_ROOT_KEY) and SET_ID associated +—Yes
with B-TID from BSF or corresponding entity
P17B. SET and
P15. H-SLP D14. Was H- .ﬁlDG& ﬁgdth;) H-SLP continue
aborts TLS 4—No SLP able to Yes—p valid segfor » | TLS handshake
Handshake obtain keys? SET ID using PSK &
- valid B-TID
No D18 A/B/C. TLS P j
Handshake succeeds? -
T
Yes
P22. H- T
S;Zgﬁogs p D21B. SUPL SET_ID = Ves
v TLS authenticated SET_ID?
Session
Y T23B
END T26. Not A/B Authentication

resumable

Succeeds

Figure 108: The Security Negotiation Model for an HSLP that does not support ACA-based methods, andogs not
allow TLS Session Resumption.
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Proge_dure, Step Description Additional Notes Transition Trar_ls_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
START | - - D06-1
Decision D06-1 Are there PSK CipherSuites inclutfetthe ClientHello? - PO8B P15
Procedure | PO08B H-SLP chooses PSK method. H-SLedteti PSK D10 - -
Ciphersuite in ServerHello and includes "3GPP-
Bootstrapping" in psk_identity _hint (or WiMAX equdlent).
Follow “B” options hereafter
Decision D10 Does ClientKeyExchange | If not, TLS handshake canngt- D11 P15
include B-TID proceed
Decision D11 Does H-SLP have B-TID andf not, must talk to BSF - P17B D12
corresponding Key and
SET_ID
Decision D12 Is H-SLP authorized to BSF If not, cannot obtain key - P13 P15
or corresponding entity
Procedure| P13 H-SLP attempts obtain keys (TLS-PSKakd D14 - -
SUPL_INIT_ROOT_KEY) and SET_ID associated with B-
TID from BSF or corresponding entity.
Decision D14 P13 succeeds? - P16 P15
Procedure| P15 SET aborts TLS Session SET neetsrt@gresh END - -
TLS Sessions since it can't
perform a PSK based TLS
Session without keys
Procedure| P16 Add B-TID & associated key to vaditifer SET_ID P17B - -
Procedure| P17 Continue TLS handshake P17B: Usskg&B-TID D18B - -
Decision D18 TLS Handshake succeeds? D18B. Thigqee - D21B END
authenticated SET_ID
(associated with B-TID)
Decision D21 SET_ID provided in the SUPL messageesponds to - T23B P22
authenticated SET_ID?
Procedure| P22 H-SLP aborts SUPL and | SET failed authentication. END - -
TLS Session
Trigger T23 Trigger to the SUPL INIT Protection letéWodel and TLS | D26 - -
Authentication Model to indicate success of negioin
Trigger T26 TLS Session is not resumeable END - -
END The relevant details from the negotiation hages been - - -
resolved
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Table 112: Steps for the version of the Security N@tiation Model for a H-SLP does not support ACA-baed methods,
and does not allow TLS Session Resumption.

E.3.1.5 ACA-based method not supported, TLS Session Resumption supported
START: DO02. Is there .
H-SLP \ an SessionlD Dos. I.S this
. » . Yes SessionID
receives in the still valid
ClientHello ClientHello
D06-1. PSK

CipherSuites in
ClientHello?

Yes

P08B. H-SLP chooses PSK method. H-SLP
indicates PSK Ciphersuite in ServerHello, and
includes appropriate values in psk_identity hint

PO9B. If H-SLP wishes to resume

this session, then H-SLP chooses

a TLS Session ID and includes this
in ServerHello.

J

/No

¢
D10. Does
. D11. Does H-SLP
C'.'e”ItheyEX;hT"’}’[‘)ge Yes have B-TID & Key P17C. H-SLP and
Include a b- Yes SET continue
‘ Abbreviated TLS
D12. Is H-SLP Handshake
authorized to BSF
No 1
/ or corresponding
entity
P13. H-SLP requests two keys (TLS-PSK key and
SUPL_INIT_ROOT_KEY) and SET_ID associated | 4—Yes
with B-TID from BSF or corresponding entity

A P17B. SET and

P15. H-SLP D14. Was H- ﬁlDe& ﬁgdth:, H-SLP continue

aborts TLS 4—No SLP able to Yes—w valid setyfor —» | TLS handshake

Handshake obtain keys? SET ID using PSK &
- valid B-TID
D18 B/C. TLS / /

Handshake succeeds?
T

Yes
A 4

D21B/C. SUPL SET_ID =
authenticated SET_ID?

P22. H-
SLP aborts
— SUPL & <
TLS

Session /\
T27. Store
SessionID &

secrets for future Yes

Abbreviated
Handshakes

T26. Not
resumable

A

D25. Did
Server-Hello
include new
TLS
SessionID?

T23B/C.
Authentication
Succeeds

(o)
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Figure 109: The Security Negotiation Model for an HSLP that does not support ACA-based methods andlalvs TLS
Session Resumption.

Procedure,| Step Description Additional Notes Transition Transition after
Decision ft Decision...
Trigger arer
or Procedures If Yes If No
START | - - D02
Decision D02 Is there a SessionID in the That is, is the SET in TLS | - D03 D06-1
Client Hello? Authentication State A3?
Decision D03 Is the SessionlID still validP  Can TheS keys still be - P17C D06-1
used?
Decision D06-1/2 | Are there PSK CipherSuites inctliethe ClientHello? - PO8B P15
Procedure| P08B PO8A: H-SLP chooses PSK method. Mifdicates PSK | PO9B - -
Ciphersuite in ServerHello and includes "3GPP-
Bootstrapping” in psk_identity _hint (or WiMAX
equivalent). Follow “B” options hereafter
Procedure| PO09A/B If H-SLP wishes to resume thisisasthen H-SLP choosesD10 - -
a TLS Session ID and includes this in ServerHello.
Decision D10 Does ClientkeyExchange | If not, TLS handshake canngt- D11 P15
include B-TID proceed
Decision D11 Does H-SLP have B-TID | If not, must talk to BSF - P17B D12
and corresponding Key and
SET_ID
Decision D12 Is H-SLP authorized to BSHf not, cannot obtain key - P13 P15
or corresponding entity
Procedure| P13 H-SLP attempts obtain keys (TLS-PSKakd D14 - -
SUPL_INIT_ROOT_KEY) and SET_ID associated with B-
TID from BSF or corresponding entity.
Decision D14 P13 succeeds? P13 may fail if BSF or - P16 P15
corresponding entity is down
or if B-TID was false.
Procedure| P15 SET aborts TLS Session SET neetsrt@gresh END - -
TLS Sessions since it can't
perform a PSK based TLS
Session without keys
Procedure| P16 Add B-TID & associated key to vaditifer SET_ID P17B - -

Table 113: Steps START to P16 for the version of thSecurity Negotiation Model for a H-SLP where ACAmethod is
not supported and TLS session resumption is suppaztl.
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Procedure,| ID Description Additional Notes Transition Transition after
Decision after Decision..
or Trigger Procedure
S If Yes | If No
Procedure| P17| Continue TLS handshake P17B: Usskg&®B-TID D18B - -
P17C: Using Abbrev. TLS D18C - -
Handshake
Decision D18 | TLS Handshake succeeds? IND13B. - D21B | END
this case, SET_ID is
authenticated D18C. - D21C | END
Decision D21 | SET_ID provided in the SUPL D21B - T23B p22

message corresponds to
authenticated SET_ID?

D21C - T23C P22

Procedure| P22 H-SLP aborts SUPL and TL$ SET failed authentication. END - -

Session
Trigger T23 | Trigger to the SUPL INIT T23B D25 - -

Protection Level Model and

TLS Authentication Model to

indicate success of negotiation] T23C END _ _
Decision D25 | Did ServerHello include new | See Step P0O9B. - T26 T27

i 2
TLS SessionID? “Yes” indicates that a new Sessior]

has been established, and the new
keys should be stored in H-SLP.

Trigger T26 | TLS Session is not resumeable END - -

Trigger T27 | Store TLS Session ID & secret®elete old Session ID and Secrets END - -
for future Abbreviated
Handshakes

END | The relevant details from the | - - - -
negotiation have now been
resolved

Table 114: Steps P17 to END for the version of theecurity Negotiation Model for a H-SLP where ACA-m¢hod is not
supported and TLS session resumption is supported.
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E.3.1.6 ACA- and PSK-based method supported, TLS Se  ssion Resumption not

supported
START:
H-SLP . CiD ﬂgéui;}(m No DO7. Server Cert
receives pr CipherSuites in ClientHello? Yes
) ClientHello?
ClientHello
YesJ

No
/L v POSA. H-SLP
chooses ACA

P08B. H-SLP chooses PSK method.
H-SLP indicates PSK Ciphersuite in method. H-SLP
ServerHello, and includes appropriate indicates Server Cert
values in psk_identity_hint Ciphersuite in
v ServerHello
D10. Does
ClientkeyExchange Yes r?a J\'/t Ié?.?ISDHé(S;: No
include a B-TID Y v Yes
D12. Is H-SLP
No authorized to BSF
/ or correst_;zonding P17A. SET and H-
entity h
P13. H-SLP requests two keys (TLS-PSK key and ShLPdcohntlkrme TLS
SUPL_INIT_ROOT_KEY) and SET_ID associated «—Yes— ) S anas ca f.f‘.‘s”t‘g
with B-TID from BSF or corresponding entity erver Certiicates
P17B. SET and
P15. H-SLP D14. Was H- _I;lDG& ﬁgdth;) H-SLP continue
aborts TLS 4—No SLP able to Yes—p . Y —® | TLS handshake
) valid set for )
Handshake obtain keys? SET ID using PSK &
- valid B-TID
No D18 A/B. TLS
/ Handshake succeeds?
A: Yes PB: Yes
v
P19. H-SLP performs IP - e
address/SET_ID binding < D20. Binding Exists es
P22. H-
S;Z;ﬁogs . No ) D21A/B. SUPL SET_ID = ves
v TLS authenticated SET_ID?
Session
" T23A/B
END T26. Not A/B Authentication
resumable
Succeeds

Figure 110: The Security Negotiation Model for an HSLP that supports both ACA- and PSK-based methoddyut
does not allow TLS Session Resumption.

[0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-TS-ULP-V2_0-20110527-C.doc

Page 402 (410)

Proge_dure, Step Description Additional Notes Transition Trar_ls_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
START | - - D06-2
Decision D06-2 Are there PSK CipherSuites inclustethe ClientHello? - PO8B D07
Decision D07 Are there Server Certificatelf this is not indicated, then | - PO8A P15
CipherSuites included in the there is an error, and tehTL$
ClientHello? session must be aborted
Procedure| PO8A/B| PO8A: H-SLP chooses ACAI-SLP indicates Server P17A - -
method. certificate Ciphersuites in
ServerHello. Follow “A”
options hereatter.
P0O8B: H-SLP chooses PSK H-SLP indicates PSK D10 - -
method. Ciphersuite in ServerHello
and includes "3GPP-
Bootstrapping" in
psk_identity_hint (or
WIMAX equivalent). Follow
“B” options hereafter
Decision D10 Does ClientKeyExchange | If not, TLS handshake cannot- D11 P15
include B-TID proceed
Decision D11 Does H-SLP have B-TID | If not, must talk to BSF - P17B D12
and corresponding Key ang
SET_ID
Decision D12 Is H-SLP authorized to BSHf not, cannot obtain key - P13 P15
or corresponding entity
Procedure| P13 H-SLP attempts obtain keys (TLS-P&8Kakd D14 - -
SUPL_INIT_ROOT_KEY) and SET_ID associated with B-
TID from BSF or corresponding entity.
Decision D14 P13 succeeds? P13 may fail if BSF or - P16 P15
corresponding entity is down
or if B-TID was false.
Procedure| P15 SET aborts TLS Session SET needtsrt@dresh END - -
TLS Sessions since it can'’t
perform a PSK based TLS
Session without keys
Procedure| P16 Add B-TID & associated key to vatitifer SET_ID P17B - -

Table 115: Steps START to P16 for the version of hSecurity Negotiation Model for a H-SLP that suppds the
ACA-based method, the PSK-based method, but doestradlow resuming TLS sessions.
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Procedure,| ID Description Additional Notes Transition Transition after
Decision after Decision..
or Trigger Procedure
S If Yes | If No
Procedure| P17| Continue TLS handshake P17A: UstngeBCert's D18A - -
P17B: Using PSK & B-TID D18B - -
Decision D18 | TLS Handshake succeeds? D18A. The BEIE not yet - P19 END
authenticated
D18B. This provides authenticated - D21B | END
SET_ID (associated with B-TID)
Procedure| P19| H-SLP performs IP - D20 - -
address/SET_ID binding
Decision D20 | Does Binding Exist? This provides dél¢ghenticated - D21A | P22
SET_ID for ACA method
Decision D21 | SET_ID provided in the SUPL D21A - T23A | P22
message corresponds to
authenticated SET_ID? D21B - T23B | P22
Procedure| P22| H-SLP aborts SUPL and TL$ SET failed authentication. END - -
Session
Trigger T23 | Trigger to the SUPL INIT T23A D26 - -
Protection Level Model and
TLS Authentication Model to | T23B D26 - -
indicate success of negotiation]
Trigger T26 | TLS Session is not resumeable END - -
END | The relevant details from the | - - - -

negotiation have now been

resolved

Table 116: Steps P17 to END for the version of th&ecurity Negotiation Model for a H-SLP that suppors the ACA-

based method, the PSK-based method, but does noloal resuming TLS sessions.
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E.3.1.7 ACA- and PSK-based method supported, TLS Se ssion Resumption
supported

SJ@E; D02._Is the_re an DOS_. Is this_

. SessionID in the Yes » SessionID still
Crl.ece"’es ClientHello valid \
ientHello 3 v

es
‘ { No
ClientHello? No ¥

DO7. Server Cert

ﬁNG YesJ

No_>< D06-2. PSK CipherSuites in

CipherSuites in ClientHello?

END

P
&

T
Yes
v
P08B. H-SLP chooses PSK method. H-SLP PO8A. H-SLP chooses ACA method.
indicates PSK Ciphersuite in ServerHello, and H-SLP indicates Server Cert
includes appropriate values in psk_identity_hint f Ciphersuite in ServerHello
P0O9A/B. If H-SLP wishes to resume this session, then H-SLP 4
chooses a TLS Session ID and includes this in ServerHello. P17C. H-SLP
and SET
continue
D10. Does .
ClientKeyExchange Yes D11. Does H-SLP Abbreviated
include a B-TID have B-TID & Key TLS
¢ Yes Handshake
D12. Is H-SLP
No authorized to BSF P17A. SET
/ or corresponding and H-SLP
entity continue TLS
P13. H-SLP requests two keys (TLS-PSK key and handshake
SUPL_INIT_ROOT_KEY) and SET_ID associated | ¢——Yes using _Server
with B-TID from BSF or corresponding entity Certificates
4 P17B. SET and
P15. H-SLP D14. Was H- .:_Dlgs& ﬁgdset’; H-SLP continue
aborts TLS 4—No SLP able to Yes—» . Y —®» | TLS handshake
. valid set for .
Handshake obtain keys? SET ID using PSK &
- valid B-TID
No D18 A/B/C. TLS J /
Handshake succeeds? -
A: Yes PB/C: Yes
v
P19. H-SLP performs IP — ot
address/SET_ID binding »< D20. Binding Exists? Yes
P22. H-
s;lzjgﬁogs _ No J D21A/B/C. SUPL SET_ID Ves
(] = authenticated SET_ID?
TLS /\
Session
T27. Store
SessionID & . . T23A/B/C.
secrets for future Yes D25. Did Server-He_IIo include <4—A/B Authentication
) new TLS SessionID?
Abbreviated Succeeds
Handshakes
T26. Not J
No
resumable
4

Figure 111: The Security Negotiation Model for an HSLP that supports both ACA- and PSK-based methodand
allows TLS Session Resumption.
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Proge_dure, Step Description Additional Notes Transition Trar_ls_ition after
Decision after Decision...
or Trigger
Procedures If Yes If No
START | - - D02
Decision D02 Is there a SessionID in thg That is, is the SET in TLS | - D03 D06-2
Client Hello? Authentication State A3?
Decision D03 Is the SessionID still valid?  Can ThsS keys still be - pP17C D06-2
used?
Decision D06-2 Are there PSK CipherSuites inclustethe ClientHello? - PO8B D07
Decision DO7 Are there Server Certificatelf this is not indicated, then | - PO8A P15
CipherSuites included in the there is an error, and tehTL$
ClientHello? session must be aborted
Procedure| POBA/B PO8A: H-SLP chooses ACA-SLP indicates Server PO9A - -
method. certificate Ciphersuites in
ServerHello. Follow “A”
options hereafter.
PO8A: H-SLP chooses PSK H-SLP indicates PSK P0O9B - -
method. Ciphersuite in ServerHello
and includes "3GPP-
Bootstrapping" in
psk_identity hint (or
WIMAX equivalent). Follow
“B” options hereafter
Procedure| PO09A/B If H-SLP wishes to resumeP09A P17A - -
this session, then H-SLP
chooses a TLS Session ID| P09B D10 - -
and includes this in
ServerHello.
Decision D10 Does ClientkeyExchange | If not, TLS handshake canngt- D11 P15
include B-TID proceed
Decision D11 Does H-SLP have B-TID | If not, must talk to BSF - P17B D12
and corresponding Key and
SET_ID
Decision D12 Is H-SLP authorized to BSHf not, cannot obtain key - P13 P15
or corresponding entity
Procedure| P13 H-SLP attempts obtain keys (TLS-PSKakd D14 - -
SUPL_INIT_ROOT_KEY) and SET_ID associated with B-
TID from BSF or corresponding entity.
Decision D14 P13 succeeds? P13 may fail if BSF or - P16 P15
corresponding entity is down
or if B-TID was false.
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Table 117: Steps START to D14 for version of the 8arity Negotiation Model for an H-SLP that supportsthe ACA-
and method, the PSK-based method, and allows TLSsson resumption.

Procedure,| Step | Description Additional Notes Transition Transition after,

Decision after Decision...
Trigger

or Procedures if Yes | If No

Procedure| P15| SET aborts TLS Session SET neetsrt@adgresh TLS END - -

Sessions since it can't perform a
PSK based TLS Session without

keys
Procedure| P16| Add B-TID & associated key to vadiifer SET_ID P17B - -
Procedure| P17| Continue TLS handshake P17A: UstngeBCert's D18A - -
P17B: Using PSK & B-TID D18B - -
P17C: Using Abbrev. TLS Di8C - -
Handshake
Decision D18 | TLS Handshake succeeds? D18A. - P19 ND E
D18B. - D21B| END
D18C. - D21C| END
Procedure| P19| H-SLP performs IP D20
address/SET_ID binding
Decision D20 | Does Binding Exist? This provides délu¢henticated - D21A | P22
SET_ID for ACA method
Decision D21 | SET_ID provided in the SUPL D21A - T23A | P22
message corresponds to
authenticated SET_ID? D21B - T23B | P22
D21C - T23C| P22
Procedure| P22| H-SLP aborts SUPL and TL$ SET failed authentication. END - -
Session
Trigger T23 | Trigger to the SUPL INIT T23A D25 - -
Protection Level Model and
TLS Authentication Model to | T23B D25 - -
indicate success of negotiation]
T23C END - -
Decision D25 | Did ServerHello include new | See Step PO9A/B. - T26 T27

i 2
TLS SessionlD: “Yes” indicates that a new Sessior]

has been established, and the new
keys should be stored in H-SLP.

Trigger T26 | TLS Session is not resumeable END - -

Trigger T27 | Store TLS Session ID & secrets for fatAbbreviated Handshakes. END - -
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Delete old Session ID and Secrets

END

The relevant details from the negotiation hawer been resolved

Table 118: Steps P19 to END for version of the Serity Negotiation Model for an H-SLP that supports the ACA- and

method, the PSK-based method, and allows TLS sessigesumption.

E.3.2 H-SLP TLS Authentication Model

E.3.2.1 General Model

E.3.2.1.1 List of States

State ID Description Can SET communicatels there a resumable | Can Transition to

securely with H-SLP? | TLS Session?

START Al

Al No Active Session. No No No A2
Resumable Session exists

A2 Active Session. Yes Uncertain A3,A5
Resumability not
determined

A3 Active Session. Sessionis | Yes No Al
not Resumable

A4 No active Session. No Yes Al,A2,A5
Resumable Session exists

A5 Active Session. Resumable Yes Yes A3,A4

Session exists

Table 119: List of the states in the generic TLS Athentication state transition model for SETSs.
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E.3.2.1.2

State Transitions

Start State

A

Al. No Active Session. No
Resumable Session exists

«4¢— TLS Ends

A3. Active Session. Session is not
Resumable

TLS
SessionID
expires

/ Session Succeeds

f

T26. TLS Session is
Not Resumable

T23A/B ACA/PSK R

A2. Active Session.
Resumability not determined

\
T27. Store TLS Session
ID & secretsfor future
Abbreviated Handshakes

v

TLS
SessionID
expires

A4. No active Session.
Resumable Session

exists

¢—TLS Ends oxists

A5. Active Session. Resumable Session

!TBC. Resumed Session SucceedsgA

Figure 112: Generic Version of the TLS Authenticatbn state transition model for the H-SLP. Triggers ROA, T20B,
T20C, T24 and T25 are sent from the Security Negatiion Model as described in section E.3.1.

Trigger Type| Trigger Details From To
Internal Automatic After SET is subscribed. START Al
External T23A/B TLS Handshake succeeds using ACgedar PSK-based Al A2
methods. The SET and H-SLP can now exchange detiache
using TLS Ad
External T23C Abbreviated TLS Handshake succeeas.SET and H-SLP | A4 A5
can now exchange data securely using TLS
External T26 The TLS Session is not resumable. A2 3 A
External T27 The SET stores the TLS Session IDthadecrets associated| A2 A5
with the TLS Session so that they may be usedturdu
abbreviated handshakes
Internal TLS Ends When the TLS Session ends, thie&td H-SLP can no longef A3 Al
exchange data securely.
A5 A4
Internal TLS Session| The SET can not use the Session ID and keys imefutu A4 Al
ID expires handshakes.
A5 A3
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Table 120: The state transitions in the generic TL@wuthentication state transition model for the H-SLP. Triggers
T23A, T23B, T23C, T26 and T27 are sent from the Sedty Negotiation Model as described in section E.3.

E.3.2.2 TLS Session Resumption not supported

NOTE: In the case where TLS Session Resumption is nqtosteal, there is no need to wait for the trigge® Tt2at
indicates that the session is not resumable

E.3.2.2.1 List of States

State ID Description Can SET communicatéds there a resumable | Can Transition to
securely with H-SLP? | TLS Session?

START Al

Al No Active Session. No No No A2
Resumable Session exists

A3 Active Session. Sessionis | Yes No Al
not Resumable

Table 121: List of the states in the generic TLS Athentication state transition model for H-SLPs whee TLS Session
Resumption is not supported.

E.3.2.2.2 State Transitions

(T23A/B ACA/PSK Session Succeedsl

Al. No Active Session. No
Start State Resumable TLS Session
exists

! TLS Endsg

Figure 113: Version of the TLS Authentication stateransition model for H-SLPs where TLS Session Resoption is
not supported. Triggers T23A, T23B are sent from th Security Negotiation Model as described in secticE.3.1.

A3.Active Session. TLS
Session Not Resumable

Trigger Type| Trigger Details From To
Internal Automatic | After SET powers up. START Al
External T23A/B TLS Handshake succeeds using ACgetlar PSK-based Al A3
methods. The SET and H-SLP can now exchange detiaee
using TLS
Internal TLS Ends When the TLS Session ends, the&t H-SLP can no longer | A3 Al
exchange data securely.

Table 122: The state transitions in the TLS Autheritation state transition model for SETs where TLS 8ssion
Resumption is not supported. Triggers T23A and T23Bire sent from the Security Negotiation Model as deribed in
section E.3.1.
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E.3.3
E.3.3.1.1

SUPL INIT Protection Model

State Transitions

START State

If no keys remain after B-TID & Keys are removed from

valid set due to expiry

SI1. NULL SUPL INIT

- 4—T23A. ACA Succeeds—
Protection

SI2. Basic SUPL INIT
Protection

!TZBB. PSK SucceedséA

Figure 114: SUPL INIT Protection Level state transifions for the H-SLP. Triggers T23A and T23B are sernfrom the

Security Negotiation Model as described in sectioB.3.1.

Trigger Type| Trigger Details From To

Internal Automatic| After SET powers up. START SI1: NULL

External T23B TLS PSK Handshake succeeds. Thisiémthat the keys for Basic|SI1:NULL | SI2: Basic
SUPL INIT Protection have also been obtained by &6 Basic
SUPL INIT Protection now applies

External T23A ACA-based TLS Handshake succeedsHFB&P can no longer |SI2: Basic| SI1: NULL
assume that the SET has the keys for Basic SUPL btection

Internal Valid Set | When B-TID & Keys are removed from valid set duexpiry, itis [SI2: Basic| SI1: NULL

is empty | possible that there are no more B-TID/Keys in thkdvset. The H-

SLP can no longer perform Basic SUPL INIT protettio

Table 123: The state transitions in the SUPL INIT Potection Level state transition model for the H-SIP. Triggers

T23A and T23B are sent from the Security Negotiatio Model as described in section E.3.1.
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