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1. Scope (Informative)

This document presents an overview of the XML DoentrManagement (XDM) enabler release 2.0. Spediicit serves
as an introduction to the functionality and arattitlee of the XDM enabler.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED?”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” anttdbiuction”, are normative, unless they are exgiiéghdicated to be

informative.

3.2 Definitions

Chargeable Event
Interface
Group Usage List

Limited XQuery over
HTTP

Primary Principal

Principal

Reference Point

Resource List Meta-
Information

Resource List Server

Shared Group

Shared User Access
Policy

Shared URI List
Shared User Profile
Shared XDMSs

Trusted Network

Trusted XDMC

Untrusted XDMC

XCAP Resource

A service delivery that has taken place, and caspeeified and recorded. (Source: [Dict])
The common boundary between two associated sys{8msrce: [Dict])
Use definition from [XDM_RD]

The subset of XQuery functions that are used in OXDWM search requests.

The Primary Principal is the user associated viiehXCAP User Identity, which defines where the
document resides.

An entity that has an identity, that is capablemividing consent and other data, and to whichenttbated
actions are done on its behalf. Examples of Praisimclude an individual user, a group of indivaty) a
corporation, service enablers/applications, sysetities and other legal entities. (Source: [Dict])

A conceptual point at the conjunction of two noredapping functional groups (source: ITU-T .112).
consists of none or any number of Interfaces oflang. (Source: [Dict])

A document describing the state of virtual subsimis associated with a list subscription. (Source:
[RFC4662])

RLSes accept subscriptions to resource lists amdi isetifications to update subscribers of the stétbe
resources in a resource list. (Source: [RFC4662])

Use definition from [XDM_RD]

A User Access Policy as described in [XDM_RD] &ett Shared User Access Policy Documtént

Use definition from [XDM_RD]
Use definition from [XDM_RD]
A logical entity to group XDMSs defined by the XDémabler.

A network that consists of elements that are tcute. are not required to authenticate themsglves
corresponds to the definition of 'Trust Domaintlaiined in [RFC3324].

An XDMC that uses XDM interfaces that do not reguecurity mechanisms, typically deployed
within Trusted Networks

An XDMC that uses XDM interfaces that require s@gunechanisms such as authentication,
typically deployed outside of Trusted Networks

An HTTP resource representing an XML document,lament within an XML document, or an attribute of
an element within an XML document that follows tieming and validation constraints of XCAP. (Source:
[RFC4825])

3.3 Abbreviations

DM Device Management

0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
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GAA
HTTP
IETF

OMA
PoC
RLMI
RLS
SIC
SIP
TLS
UE
XCAP
XDM
XDMC
XDMS
XML

XQuery

Generic Authentication Architecture
Hyper Text Transfer Protocol
Internet Engineering Task Force
Internet Protocol

Open Mobile Alliance

Push to talk over Cellular

Resource List Meta-Information
Resource List Server

SIP/IP Core

Session Initiation Protocol
Transport Layer Security

User Equipment

XML Configuration Access Protocol
XML Document Management

XML Document Management Client
XML Document Management Server
Extensible Markup Language

XML Query
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4. Introduction (Informative)

This Architecture Document describes the featunesaachitecture of the OMA XDM enabler.

The XDM enabler defines a common mechanism thaesaker-specific service-related information adbsso the
service enablers that need them. Such informati@xpected to be stored in the network where itbealocated, accessed
and manipulated (e.g. created, changed, deletedl, DM specifies how such information will be defd in well-
structured XML documents, as well as the commomnogga for access and manipulation of such XML doeuts.

The XDM Requirement Specification [XDM_RDIefines the features of the XDM enabler, whichudel the following:

» Document management functions by which Principaisstore and manipulate their service-related dtbeed in a
network as XML documents;

»  Subscription/notification mechanism by which Prpads can be notified of changes to such documants;

» Search mechanism by which Principals can searcficearelated data stored in a network as XML docotsiesing
limited XQuery [W3C-XQUERY] request.

Documents accessed and manipulated via XCAP [RF&]482 stored in logical repositories in the nekyaalled XDMS.
Each repository may be associated with a functientty which uses its data to perform its funcsion

Each XML document stored in an XDMS is described@XCAP Application Usage, which enables applaraito use the
document via XCAP. The XDM enabler describes Agailon Usages which can be reused by multiple ensiaind are
stored in the Shared XDMSs, of which there are fgpes: Shared List XDMS, Shared Group XDMS, Shé&telicy XDMS
and Shared Profile XDMS. The documents supponjeitiése XDMSs are as follows:

= Shared URI List and Group Usage List documentiénShared List XDMS;

= Shared Group document in the Shared Group XDMS;

= Shared User Access Policy document in the SharkdyPOMS; and

= Shared User Profile document in the Shared Prgfd#1S.
In addition to above documents the XDM Enabler dlsfines the Extended Group Advertisement fundikidbM_RD].

Due to the reusable nature of the XDM enabler ghél be interactions with other service enablars] therefore, the
architectural design of the XDM enabler accommagitite needs of those enablers.

The Architecture Document also describes aspectmokward compatibility towards the XDM Enablersien 1.1
[XDM_ERELD-V1_1] and the PoC Enabler version 1.0(P ERELD-V1_0] concerning XML document handling.

4.1 Planned Phases

This release of XDM enabler is targeted to supg@tOMA application enablers of SIMPLE IM V1.0 [IEMRELD-V1_0]
and PoC V2.0 [PoC_ERELD-V2_Q0]. This release of XBNabler is also backward compatible with earligsioms of PoC
V1.0 [PoC_ERELD-V1_0], Presence SIMPLE V1.1 [PRSEHER-V1_1] and XDM V1.1 [XDM_ERELD-V1_1]

To accommodate this, this release of XDM enabler:

¢ Inherits Shared XDMS from [XDM_ERELD-V1_1] and rena it as Shared List XDMS, which SHALL be fully
backward compatible with earlier versions of XDM@and Presence SIMPLE Enablers;

¢ Inherits PoC Group document in PoC XDMS from [POREED-V1_0] and extends it as reusable Group
document in Shared Group XDMS , which SHALL beylhckward compatible with earlier versions of XDM
and PoC Enablers;

¢ Inherits PoC User Access Policy document in PoC >kém [PoC_ERELD-V1_0] and extends it as reusable
User Access Policy document in Shared Policy XDwich SHALL be fully backward compatible with derl
versions of XDM and PoC Enablers;

¢ Defines new Shared Profile XDMS; and

0 2010 Open Mobile Alliance Ltd. All Rights Reserve  d.
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* Inherits PoC Group Advertisement [PoC_ERELD-V1 0 &xtends it as reusable Extended Group
Advertisement for other enablers, which SHALL b#yfbackward compatible with earlier version of PoC
Enabler.

Also, while inheriting all features from [XDM_EREL-D1_1], this release of XDM enabler supports theofeing features:
e Search for information in documents stored in ar¥d)
* Subscription for natification of changes in XML douents stored in an XDMS; and

* Network-to-network interface to enable search &rimation across XDMS of multiple domains and mt&l of
document from remote network.

The following features are planned to be suppadrtebe future release of XDM enabler:
* Extended search for information in documents staredultiple XDMSs and enabler specific servers;
* Extended document management operations includipg, dorward, suspend, resume;

* Document access control for all kinds of documeahagement operations and delegation of documeatscc
control rights to other users;

* Document change history management;
* Extended network-to-network interface support fokiads of operations; and

¢ Other features as identified in the future.

4.2 Security Considerations

The XDMC is to be authenticated when accessinibil service

e For an XDMC residing within a Trusted Network, autisation in an XDMS is based on received identity
information.

« For an XDMC residing outside a Trusted Network, TitSsed as specified in [RFC4825] in order to fev
integrity and confidentiality protection to the &anged messages. HTTP Digest is the default aiuthéon
mechanism as specified in [RFC482Bdr a 3GPP realisation the Generic Authenticatioch&ecture (GAA) can
be used as an underlying network mechanism asfigukiti [3GPP-TS_33.222].
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5. Architectural Model

5.1 Architectural Diagram
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Figure 1. XDM Architecture using Reference Points
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Chain dashed line are used for 12 Interfaces reused by the XDM enabler
Dashed Boxes are not specified by the XDM enabler
*XDMSs is a logical entity to map XDMSs together for simplification

Figure 2: XDM Architecture using Interfaces

5.2 Functional Entities
521 XDM Functional Entities
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The XDMC accesses various XDMS features as destitb8ection 4. An XDMC implementation may implerhearious
subsets of those features, as required, subjeertain mandatory requirements.

The XDMC can be implemented in both terminal andeseentities.

5.21.2 Aggregation Proxy

The Aggregation Proxy is the single contact paimtUntrusted XDMCs to access XML documents storeany XDMS.
The Aggregation Proxy performs the following fuocts:

* Performs authentication of an Untrusted XDMC;

* Routes individual XCAP requests to the correct XDdtSo the Cross-Network Proxy;
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* Routes individual search requests to the SearckyPro

*  Optionally performs compression/decompression;

» Support secure data transfer between the AggregBtioxy and the XDMC, using TLS or other means.
5.2.1.3 Subscription Proxy

The Subscription Proxy is a server entity that inezesubscriptions for notification of changes iMXdocuments stored in
any XDMS. The Subscription Proxy performs the faflog functions:

» Receives subscriptions for natification of changeXML documents stored in any XDMS;

» Performs back-end subscriptions as an RLS as teskcin [RFC4662], according to procedures defimed i
[RFC5875] for notification of changes in XML docents from a particular XDMS;

» Maps XCAP Resources to SIP addresses of appropXi2i4Ss;

» Receives natifications from XDMS, and using RLMIgzefined in [RFC4662] aggregates them prior to send
them to the XDMC,;

» Sends aggregated notifications to the XDMC.

5.2.1.4 Search Proxy
The Search Proxy is a server entity receives seamests. The Search Proxy performs the folloimgtions:
» Forwards search requests to the XDMS, and to thesaetwork Proxy when appropriate;
* Receives responses from the XDMS, and from thesGNetwork Proxy when appropriate;
* Combines results from the XDMS, and also from thes§-Network Proxy before sending responses tXIC;
» Sends search responses to the XDMC.
5.2.15 Cross-Network Proxy

The Cross-Network Proxy is the single contact pfanthe XDM enablers located in different netwotéommunicate
over trusted connection. The Cross-Network Proxjopes the following functions:

» Performs authentication and authorization of tieate network;
* Routes individual outgoing XCAP requests to thesStbletwork Proxy of the remote network;
* Routes individual outgoing search requests to ttos$Network Proxy of the remote network;
* Routes individual incoming XCAP responses to thgurgation Proxy;
* Routes individual incoming search responses t@tarch proxy;
»  Optionally performs compression/decompression;
e Support secure data transfer between Cross-NetRmarkies using TLS or other means.
5.2.1.6 XDMSs
5.2.1.6.1 Shared List XDMS

The Shared List XDMS is a server entity that supgptire following functions:
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* Manages and supports content of Shared URI ListGnodip Usage List XML documents as described in
[XDM_RD];

» Performs authorisation of incoming SIP and XCAPuesis;
* Notifies subscribers of changes in XML documents;
» Provides aggregation of notifications of changestdtiple XML documents.
5.2.1.6.2 Shared Group XDMS
The Shared Group XDMS is a server entity that supphbe following functions:
* Manages and supports content of Shared Group XMuments as described in [XDM_RD];
» Performs authorisation of incoming SIP and XCAPuesis;
* Notifies subscribers of changes in XML documents;
» Provides aggregation of notifications of changestdtiple XML documents;
* Provides search results.
5.2.1.6.3 Shared Profile XDMS
The Shared Profile XDMS is a server entity thatpsrgs the following functions:
* Manages and supports content of Shared User Pki¥ile documents as described in [XDM_RD];
» Performs authorisation of incoming SIP and XCAPuesis;
* Notifies subscribers of changes in XML documents;
» Provides aggregation of notifications of changestdtiple XML documents;
* Provides search results.
5.2.1.6.4 Shared Policy XDMS
The Shared Policy XDMS is a server entity that sufspthe following functions:
* Manages and supports content of Shared User A&y XML documents as described in [XDM_RD];
» Performs authorisation of incoming SIP and XCAPuesis;
* Notifies subscribers of changes in XML documents;

» Provides aggregation of notifications of changestdtiple XML documents.

5.2.1.6.5 Enabler specific xoms
The Enabler Specific XDMSs are server entities thay support the following functions:
»  Performs authorisation of incoming SIP and XCARuesis;
* Manages XML documents, which are specific to theise enabler;
» Provides aggregation of notifications of changestdtiple documents stored on the enabler speXifit/S;

* Notifies subscribers of changes to the enableriBpelocuments stored in the network;
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* Provides search results.
5.2.2  External Functional Entities Providing Servic  es to XDM
5.2.2.1 SIP/IP Core

The SIP/IP Core is a network of servers, such agi@s and/or registrars, which perform a varietg@dfvices in support of
the XDM Service, such as routing, authenticati@mpression, etc. The specific features offeredifigrent types of
SIP/IP Core networks will depend on the particutdrghose networks.

When the SIP/IP Core is realized using IMS, the OXIBMSs utilizes the capabilities of IMS as spedifia 3GPP [3GPP-
TS_23.228] and 3GPP2 [3GPP2-X.S0013-002], respygtiin such cases the SIP/IP Core performs tHeviig additional
functions in support of the XDM Service:

* Routes the SIP messages between any XDMC, Suheoriptoxy and the XDMSs;
» Provides discovery and address resolution services;
e Supports SIP compression;
» Performs a certain type of authentication and @ightion of the XDMC based on user’s service peofi
* Maintains the registration state;
» Provides charging information.
5.2.2.2 Device Management Enabler
The Device Management Enabler performs the follgvfimctions:

* Initializes and updates the configuration paransetecessary for an XDMC residing in e.g. a UE, ingl
mechanisms specified in [DM_Bootstrap] and [DM_EREL

5.2.2.3 Charging Enabler

The OMA Charging Enabler [Charging_AD] coordinatésrging data triggers and flow from OMA enablet®ian
underlying charging infrastructure, supporting oreland off-line charging. XDM entities that maytiopally report
Chargeable Events are:

» Aggregation Proxy;

e Subscription Proxy;

e Search Proxy;

e Shared XDMSs (i.e. Shared Profile XDMS, Shared @r8DMS, Shared Policy XDMS, and Shared List XDMS);

» Enabler specific XDMSs.

5.3 Description of Reference Points

53.1 XDM Reference Points

53.1.1 Reference Point XDM-1: Untrusted XDMC — SIP /IP Core

The XDM-1 Reference Point supports the communicatietween the Untrusted XDMC and the SIP/IP Cote/oik. The
protocol for the XDM-1 Reference Point is SIP.

The XDM-1 Reference Point provides the followingdtions:
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*  Subscription to the modification of any XDM docurntgn

* Notification of the modification of any XDM documisn

When SIP/IP Core corresponds with 3GPP/3GPP2 IS XDM-1 Reference Point conforms to the Gm RefegdRoints
for XDMCs implemented in a terminal entity as sfiiediin [3GPP-TS_23.002] [3GPP2-X.S0013-000].

The XDM-1 Reference Point consists of the SIC-&iifaice.

53.1.2 Reference Point XDM-2: XDMSs — SIP/IP-Core

The XDM-2 Reference Point supports the communicabetween the XDMSs (i.e. Shared Profile XDMS, 8taBroup
XDMS, Shared Policy XDMS, Shared List XDMS and BealSpecific XDMSs) and the SIP/IP Core. The protdor the
XDM-2 Reference Point is SIP.

The XDM-2 Reference Point provides the followingdtions:
e Subscription to the modification of XML documentsnidied by a particular Shared XDMS;

* Notification of the modification of XML documentshdled by a particular Shared XDMS.

When SIP/IP Core corresponds with 3GPP/3GPP2 Ik XDM-2 Reference Point conforms to the ISC RefeeePoint
[3GPP-TS_23.002] [3GPP2-X.50013-000].

The XDM-2 Reference Point consists of the XDM-Zelfiace.
5.3.1.3 Reference Point XDM-3: Untrusted XDMC — Agg regation Proxy

The XDM-3 Reference Point is between the Untru3Bd1C and the Aggregation Proxy. The protocol foe tkDM-3
Reference Point is XCAP.

The XDM-3 Reference Point provides the followingdtions:
e XML document management of XML documents (e.qg. tere@modify, retrieve, delete) handled by any XDMS;
e Mutual authentication between XDMC and Aggregatiaxy;
e Optional compression.

When the SIP/IP Core network corresponds with 3GBPP2 IMS, then the XDM-3 Reference Point conforothe Ut
Reference Point [3GPP-TS_23.002] [3GPP2-X.50013-000

The XDM-3 Reference Point consists of the XDM-3ielfiace.
5.3.14 Reference Point XDM-4: Aggregation Proxy — XDMSs

The XDM-4 Reference Point is between the Aggregalooxy and the XDMSs. The protocol for the XDM-df&ence
Point is XCAP.

The XDM-4 Reference Point provides the followingdtions:

+ XML document management (e.g. create, modify, ee&j delete) of XML documents handled by a pargicul
Shared XDMS.

The XDM-4 Reference Point consists of the XDM-4kgltfiace.

5.3.1.5 Reference Point XDM-5: Untrusted XDMC — Agg regation Proxy

The XDM-5 Reference Point is between the XDMC drelAggregation Proxy. The protocol for the XDM-5f&ence
Point is Limited XQuery over HTTP.

The XDM-5 Reference Point provides the followingdtions:
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» Searching information from XML documents storedity XDMS;
e Mutual authentication of search requests betweeM&nd Aggregation Proxy;
*  Optional compression.

When the SIP/IP Core network corresponds with 3GBPP2 IMS, then the XDM-5 Reference Point conforonthe Ut
Reference Point [3GPP-TS_23.002] [3GPP2-X.S0013-000

The XDM-5 Reference Point consists of the XDM-Selrfiace.

5.3.1.6 Reference Point XDM-6: Aggregation Proxy —  Search Proxy

The XDM-6 Reference Point is between the AggregaBlooxy and the Search Proxy. The protocol fordbé1-6
Reference Point is Limited XQuery over HTTP.

The XDM-6 Reference Point provides the followingdtions:
» Searching information from XML documents storedity XDMS.

The XDM-6 Reference Point consists of the XDM-@klrfiace.

5.3.1.7 Reference Point XDM-7: Search Proxy — XDMSs

The XDM-7 Reference Point is between the SearckyPaiad the XDMSs. The protocol for the XDM-7 Refece Point is
Limited XQuery over HTTP.

The XDM-7 Reference Point provides the followingdtions:
e Searching information from XML documents storecKibDMSs.

The XDM-7 Reference Point consists of the XDM-7eifiace.

5.3.1.8 Reference Point XDM-8: Aggregation Proxy —  Cross-Network Proxy

The XDM-8 Reference Point is between the Aggregaflooxy and the Cross-Network Proxy. The protoooklie XDM-8
Reference Point is XCAP.

The XDM-8 Reference Point provides the followingdtions:

» Forwarding of XML document management requestsinesgs between the Aggregation Proxy and the Cross-
Network Proxy.

The XDM-8 Reference Point consists of the XDM-&ad the XDM-8.2i Interfaces.

5.3.1.9 Reference Point XDM-9: Search Proxy — Cross -Network Proxy

The XDM-9 Reference Point is between the SearckyPaad the Cross-Network Proxy. The protocol fa XKDM-9
Reference Point is Limited XQuery over HTTP.

The XDM-9 Reference Point provides the followingdtions:
» Forwarding of search requests/responses betweedetireh Proxy and the Cross-Network Proxy.

The XDM-9 Reference Point consists of the XDM-9ddhe XDM-6i Interfaces.

5.3.1.10 Reference Point XDM-10: Subscription Proxy  — SIP/IP Core

The XDM-10 Reference Point supports the commurocakietween the Subscription Proxy and the SIP/IRe @etwork.
The protocol for the XDM-10 Reference Point is SIP.

The XDM-10 Reference Point provides the followingdtions:
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*  Subscription to the modification of any XML docunten
* Notification of the modification of any XML documtn
» Back-end subscription to the modification of XMLalonents handled by a particular XDMS;

* Notification of the modification of XML documentshdled by a particular XDMS.

When SIP/IP Core network corresponds with 3GPP &/ SGPP2 MMD networks, the XDM-10 Reference Powriforms
to the ISC Reference Point as specified in [3GPPZBI02] [3GPP2-X.S0013-000].

The XDM-10 Reference Point consists of the XDM-40d the SIC-2 Interfaces.

5.3.1.11 Reference Point XDM-11: Trusted XDMC - Agg regation Proxy

The XDM-11 Reference Point supports the commurooatietween the Aggregation Proxy and the TrusteEDThe
protocol for the XDM-11 Reference Point is XCAP.

The XDM-11 Reference Point provides the followingdtions:

+ XML document management (e.g. create, modify, ee&| delete) of XML documents handled by any XDMS.
The XDM-11 Reference Point consists of the XDM-8r2erface.

5.3.1.12 Reference Point XDM-12: Trusted XDMC- SIP/ IP Core

The XDM-12 Reference Point supports the commurooatietween the Trusted XDMC and the SIP/IP Core. rotocol
for the XDM-12 Reference Point is SIP.

The XDM-12 Reference Point provides the followingdtions:
»  Subscription to the modification of XML documentsridled by a particular XDMS;

* Notification of the modification of XML documentshdled by a particular XDMS.

When SIP/IP Core corresponds with 3GPP/3GPP2 IKSXDM-11 Reference Point conforms to the ISC Rafee Point
[3GPP-TS_23.002] [3GPP2-X.50013-000].

The XDM-12 Reference Point consists of the SICi2rfiace.
5.3.1.13 Reference Point XDM-13: Trusted XDMC - Sea rch Proxy

The XDM-13 Reference Point is between the TrustBdC and the Search Proxy. The protocol for the XDB®IReference
Point is Limited XQuery over HTTP.

The XDM-13 Reference Point provides the followingdtions:
e Searching information from XML documents storedity XDMS.
The XDM-13 Reference Point consists of the XDM+&ielface.
5.3.1.14  Reference Point XDM-14: Trusted XDMC — XDM Ss

The XDM-14 Reference Point is between the TrustBdC and the XDMSs. The protocol for the XDM-14 Refece
Point is XCAP.

The XDM-14 Reference Point provides the followingdtions:

« XML document management (e.g. create, modify, ee&j delete) of XML documents handled by a pargicul
XDMS.

The XDM-14 Reference Point consists of the XDM+telface.
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5.3.1.15 Reference Point NNI-1: Cross-Network Proxy  — Cross-Network Proxy of
remote network

The NNI-1 Reference Point supports the communindtietween XDM enablers in different domains conegetia Cross-
Network Proxies. The protocols for the NNI-1 Refere Point are XCAP and Limited XQuery over HTTHsjgorted using
any secure protocol or connection i.e. TLS.

The NNI-1 Reference PoOinbnsists of the XDM-15i and the XDM-16i Interfaces

5.3.2 External Reference Points Providing Services  to XDM
5.3.2.1 Reference Point IP-1: SIP/IP Core — SIP/IP  Core of remote network

The IP-1 Reference Point supports the communicét@ween the SIP/IP Core network and an XDMS irréimeote
network via the SIP/IP Core of the remote netwdtke protocol for the IP-1 Reference Point is SIP.

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, the IP-1 Reference Poariforms
to the Ici Reference Point as specified in [3GPP-Z3002] [3GPP2-X.S0013-000].

The IP-1 Reference Point consists of the SIC-Jriate.

5.4 Description of Interfaces

54.1 XDM Interfaces
541.1 Interface XDM-2i: XDMSs

The XDM-2i Interface is exposed by the XDMSs. Thetpcol for the XDM-2i Interface is SIP.
The XDM-2i Interface provides the following functis:
e Subscription to the modification of XML documentndled by a particular XDMS;

* Notification of the modification of XML documentshdled by a particular XDMS.
54.1.2 Interface XDM-3i: Aggregation Proxy

The XDM-3i Interface is exposed by the Aggregatfyoxy. The protocol for the XDM-3i Interface is X@A
The XDM-3i Interface provides the following functis:

» Forwarding of requests to the Aggregation ProxyXdtL document management of XML documents (e.gatze
modify, retrieve, delete) handled by any XDMS;

* Receiving responses from the Aggregation Proxydt document management of XML documents (e.g. terea
modify, retrieve, delete) handled by any XDMS;

*  Mutual authentication between XDMC and Aggregaftoaxy;

e Optional compression.
54.1.3 Interface XDM-4i: XDMSs
The XDM-4i Interface is exposed by the XDMSs. Thetpcol for the XDM-4i Interface is XCAP.
The XDM-4i Interface provides the following functis:

» Forwarding of request to a particular for XML docemh management (e.g. create, modify, retrieve teletd XML
documents handled by a particular XDMS;
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» Receiving responses from the particular XDMS for IXBlbcument management (e.g. create, modify, redriev
delete) of XML document handled by the particul &MS.

54.1.4 Interface XDM-5i: Aggregation Proxy

The XDM-5i Interface is exposed by the Aggregatiioxy. The protocol for the XDM-5i Interface is Lited XQuery over
HTTP.

The XDM-5 Interface provides the following funct&n

» Forwarding of search requests to the AggregatiomyPior searching information from XML documentsr&d in
any XDMS;

* Receiving search responses from the AggregatioryHor the search requests;
» Mutual authentication of search requests betweeM&Exnd Aggregation Proxy;
»  Optional compression.

5.4.1.5 Interface XDM-6i: Search Proxy

The XDM-6i Interface is exposed by the Search Praxye protocol for the XDM-6i Interface is Limite<QQuery over
HTTP.

The XDM-6 Interface provides the following functgn

» Forwarding of seach requests to the Search Praxgefarching information from XML documents storecny
XDMS;

* Receiving search responses from the Search Proxlidsearch requests.
54.1.6 Interface XDM-7i: XDMSs
The XDM-7i Interfaces is exposed by the XDMSs. Phatocol for the XDM-7i Interface is Limited XQueoyer HTTP.
The XDM-7i Interface provides the following functis:
» Forwarding of search requests for searching inftiondrom XML documents stored in a particular X3\
* Reeceiving search responses from the particular 2Ddf the search request.
54.1.7 Interface XDM-8.1i: Cross-Network Proxy
The XDM-8.1i Interface is exposed by the Cross-NetwProxy. The protocol for the XDM-8.1i InterfaiseXCAP.
The XDM-8.1i Interface provides the following furats:

» Forwarding of requests to the Cross-Network PraxydML document management of XML documents (e.g.
create, modify, retrieve, delete) handled by anyM¥Din remote networks;

* Receiving responses from the Cross-Network ProkyXfdL document management of XML documents (e.g.
create, modify, retrieve, delete) handled by anyM¥Din remote networks.

5.4.1.8 Interface XDM-8.2i: Aggregation Proxy
The XDM-8.2i Interface is exposed by the AggregatiRyoxy. The protocol for the XDM-8.2i InterfaceXSCAP.
The XDM-8.2i Interface provides the following furats:

» Forwarding of requests to the Aggregation ProxyX¥dtL document management of XML documents (e.gatze
modify, retrieve, delete) handled by any XDMS;
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* Receiving responses from the Aggregation Proxytdi. document management of XML documents (e.g. terea
modify, retrieve, delete) handled by any XDMS.

54.1.9 Interface XDM-9i: Cross-Netwok Proxy

The XDM-9i Interface is exposed by the Cross-Netw@roxy. The protocol for the XDM-9i Interface isniited XQuery
over HTTP.

The XDM-9i Interface provides the following functis:
» Forwarding of search requests to the Cross-NetWwooky for searches in remote domains;

* Receiving search responses from the Cross-NetwarkyHor searches in remote domains.

5.4.1.10 Interface XDM-10i: Subscription Proxy
The XDM-10i Interface is exposed by the SubscripfRsoxy. The protocol for the XDM-10i InterfaceS¢P.
The XDM-10i Interface provides the following funmtis:
»  Subscription to modifications of any XML documents;
* Notification of modifications of any XML documents.
54.1.11 Interface XDM-15i: Cross-Network Proxy

The XDM-15i Interface is exposed by the Cross-NekwRroxy. The protocols for the XDM-15i InterfaceXCAP
transported using any secure protocol or conne&ignTLS between remote networks.

The XDM-15i Interface provides the following funmtis:

» Forwarding of requests to the Cross-Network PraxydML document management of XML documents (e.g.
create, modify, retrieve, delete) handled by anyM&residing in the same domain as the Cross-Netwooky;

* Receiving responses from the Cross-Network PrdeieXML document management of XML documents (e.g.
create, modify, retrieve, delete) handled by anyM®residing in the same domain as the Cross-Netwooky.

54.1.12 Interface XDM-16i: Cross-Network Proxy

The XDM-16i Interface is exposed by the Cross-Nekweroxy. The protocols for the XDM-16i Interfaceliimited
XQuery over HTTP transported using any secure padtor connection e.g. TLS between remote networks.

The XDM-16i Interface provides the following funmtis:

* Forwarding of search requests to the Cross-NetWooky for searching information from XML documestsred
in any XDMS residing in the same domain as the &idstwork Proxy;

* Receiving search responses from the Cross-NetwarkyHor the search requests.

5.4.2  External Interfaces used by the XDM enabler

5421 Interface SIC-1: SIP/IP Core

The SIC-1 Interface is exposed by the SIP/IP Catvork and reused by the XDM enabler. The protdoplthe SIC-1
Interface is SIP.

The SIC-1 Interface provides the following functon

e Authentication;
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*  Subscription to the modification of any XDM docurntgn
* Notification of the modification of any XDM documisn

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, the SIC-1 Interface awnis to the
interface that the Gm Reference Point is acce$seddh as specified in [3GPP-TS_23.002] [3GPP2-B136000].

54.2.2 Interface SIC-2: SIP/IP Core

The SIC-2 Interface is exposed by the SIP/IP Catvork and reused by the XDM enabler. The protdoolthe SIC-2
Interface is SIP.

The SIC-2 Interface provides the following functson
*  Subscription to the modification of any XDM docurntgn
* Notification of the modification of any XDM documisn

When the SIP/IP Core network corresponds with 3GFP® or 3GPP2 MMD networks, the SIC-2 Interface awnis to the
interface that the ISC Reference Point is accetfsedgh as specified in [3GPP-TS_23.002] [3GPP20813-000].

54.2.3 Interface SIC-3: SIP/IP Core

The SIC-3 Interface is exposed by the SIP/IP Catkraused by the XDM enabler. The protocol for$h€-3 Interface is
SIP.

* The SIC-3i Interface supports the communicationveen SIP/IP Core networks.

When the SIP/IP Core network corresponds with 3GFPF or 3GPP2 MMD networks, the SIC-3 Interface awnis to the
interface that the Ici Reference Point is accefisemligh as specified in [3GPP-TS_23.002] [3GPP260R13-000].

5.4.2.4 Interfaces CH-1/CH-2: Charging Enabler
The CH-1 and CH-2 Interfaces are described in [@ihgr AD].

Implementations of XDM components may act as Clmgrginabler users [Charging_AD]. Figure 3 showstterfaces
between these entities and the charging enablev.Ifterfaces are currently supported by the Chagrginabler, CH-1 for
offline charging and CH-2 for on line charging. Ebeare described in [Charging_AD].
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Dashed Boxes and Interfaces are not specified by XDM enabler

Figure 3: XDM Enabler Use of the Charging Enabler'sCH-1 and CH-2 Interfaces

0 2010 Open Mobile Alliance Ltd. All Rights Reserve

d.

Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-XDM-V2_0-20101202-C Page 25 (30)

6. Backward compatibility towards the XDM Enabler

version 1.1 and the PoC Enabler version 1.0.

The following deployment scenarios are supportedife purpose of backward compatibility:

Scenario A) where:

The XDM Enabler version 1.1 [XDM_ERELD-V1_1] is feped with the XDM Enabler version 2.0
[XDM_ERELD-V2_0]. The PoC Enabler version 1.0 [P&RELD-V1_0] is replaced with the PoC Enabler vamsio
2.0 [PoC_ERELD-V2_0]. The PoC Enabler version héres Group and User Access Policy documents ire8ha
Group XDMS and Shared Policy XDMS, with other erabl(e.g., SIMPLE IM Enabler version 1.0 [IM_ERELD-
V1 _0)]);

The XDM version 1.1 clients implemented in a Po@sian 1.0 compliant UE are supported for the puepafs
backward compatibility;

The XDM version 1.1 clients implemented in a Po@ian 1.0 compliant PoC Application Server are sugiported,
as the PoC Enabler is upgraded to version 2.0;

The XDM version 2.0 clients implemented in a Po@ian 2.0 compliant UE are supported;

The XDM version 2.0 clients implemented in a Po@sian 2.0 compliant PoC Application Server are sutsga.

In order to support the above Scenario A),

The Aggregation Proxy supports also via the Refazd?pint XDM-4 the Reference Point PoC-7 [PoC_AD-dlito
route the PoC group or PoC user access policy destrequests to Shared Group XDMS or Shared PXIixMS
respectively;

The Shared Group XDMS supports also via the Reter@woint XDM-2 the Reference Point PoC-6 [PoC_AD-9jL
to process the PoC group documents SIP requeste gaiherate corresponding responses and to geri&rat
requests and to process corresponding respongfdsiad?oC XDMS [PoC_AD-V1_0];

The Shared Group XDMS supports also via the Reter&woint XDM-4 the Reference Point PoC-7 [PoC_AD-91L
to process the PoC group documents requests agyahtwate corresponding responses as if it is PORIXD
[PoC_AD-V1 0];

The Shared Policy XDMS supports also via the RefezdPoint XDM-2 the Reference Point PoC-6 [PoC_AD-Y]
to process the PoC user access policy documentegiests and to generate corresponding respondes an
generate SIP requests and to process correspordipgnses as if it is PoC XDMS [PoC_AD-V1_0];

The Shared Policy XDMS supports also via the Refezd?oint XDM-4 the Reference Point PoC-7 [PoC_AD-Y]
to process the PoC user access policy documengstgand to generate corresponding responsegt asRoC
XDMS [PoC_AD-V1 _0];

The XDM version 1.0 clients implemented in a Po@ian 1.0 compliant UE are able to make requestaitih the
Reference Point XDM-3 to access the PoC group @ @&er access policy documents in Shared Group XbMS
Shared Policy XDMS, as if they reside in PoC XDMS.

Scenario B) are where:

The XDM Enabler version 1.1 [XDM_ERELD-V1_1] is daped with the XDM Enabler version 2.0
[XDM_ERELD-V2_0] due to other enablers (e.g., SIMPIM version 1.0 [IM_ERELD-V1_0]) than PoC Enabler
version 1.0 [PoC_ERELD-V1_0]. However, the PoC Herabersion 1.0 remains as it is. The PoC Enaldesion
1.0 does not share PoC group or PoC user accdsg gotuments with other enablers, but keep thod&oiC

XDMS [PoC_AD-V1_0j;

The XDM version 1.1 clients implemented in a Po@sian 1.0 compliant UE are supported for the puepafs
backward compatibility;
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* XDM version 1.1 clients implemented in a PoC vensldO compliant PoC Application Server are suppbfte the
purpose of backward compatibility;

e The XDM version 2.0 clients implemented in a Po@sian 2.0 compliant UE are supported.;

* XDM version 2.0 clients implemented in a PoC vens2c0 compliant PoC Application Server are not sufgul as
the PoC Enabler remain as version 1.0.

In order to support the above Scenario B),

* The Aggregation Proxy supports also via the RefardPoint XDM-4 the Reference Point PoC-7 [PoC_AD-#ito
route the PoC group or PoC user access policy destsmequests to PoC XDMS;

e The XDM version 2.0 clients implemented in a Po@sian 2.0 compliant UE are able to use their embddebC
version 1.0 functions to make requests througtResference Point XDM-3 to access the PoC group Qr iser
access policy documents in PoC XDMS.
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Appendix A. Change History (Informative)
A.1 Approved Version History

Reference Date Description
n/a n/a No prior version
A.2 Draft/Candidate Version 2.0 History
Document Identifier Date Sections Description

Draft Versions 19 Oct 2005 First version for XDM 2.0 made using OMA-AD-XDM-VD-

OMA-AD XDM-V2 0 20050923-C as a basis.
26 Dec 2005 2,57 Incorporation of CR-0573R02
26 Dec 2005 7 Incorporation of CR-0617
10 Mar 2006 1,4,7 Incorporation of CRs:

OMA-PAG-2005-0681R01
OMA-PAG-2006-0001
OMA-PAG-2006-0021
OMA-PAG-2006-0078
OMA-PAG-2006-0082

12 Apr 2006 57 Incorporation of CRs:
OMA-PAG-2006-0155R01
OMA-PAG-2006-0156
OMA-PAG-2006-0107R02

11 Jun 2006 2,57 Incorporation of CRs:
OMA-PAG-2006-0235
OMA-PAG-2006-0236
OMA-PAG-2006-0237
OMA-PAG-2006-0257
OMA-PAG-2006-0290R01

13 Sep 2006 Draft reverted to status prior to incorporatiorGit OMA-PAG-2006-
0290R01 which had accidentally been marked agreed.

25 Sep 2006 2,3,7 Incorporation of CR:
OMA-PAG-2006-0290R04

23 Oct 2006 2, 3,47 Incorporation of CR:

OMA-PAG-2006-0558R02
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Document Identifier Date Sections Description

20 Nov 2006 | Whole Incorporation of CRs:
document OMA-PAG-2006-684R03
because of | 5\1A PAG-2006-685R02
new AD
template OMA-PAG-2006-709
OMA-PAG-2006-719R01
OMA-PAG-2006-720R01
OMA-PAG-2006-721R01
OMA-PAG-2006-0723R02
OMA-PAG-2006-726R02
OMA-PAG-2006-755
OMA-PAG-2006-756
OMA-PAG-2006-757
OMA-PAG-2006-758
OMA-PAG-2006-759
OMA-PAG-2006-761
OMA-PAG-2006-762
OMA-PAG-2006-763
OMA-PAG-2006-764
OMA-PAG-2006-765
OMA-PAG-2006-766
OMA-PAG-2006-768
OMA-PAG-2006-769
OMA-PAG-2006-770
OMA-PAG-2006-771
+ Editorial corrections

21 Nov 2006 3,5 Incorporation of CR:
OMA-PAG-2006-0782

17 Dec 2006 2,4,5 Incorporation of CRs:
OMA-PAG-2006-0693
OMA-PAG-2006-0814R03
OMA-PAG-2006-0828
OMA-PAG-2006-0829R01
OMA-PAG-2006-0833R01
OMA-PAG-2006-0858R01

19 Dec 2006 3,5 Incorporation of CRs:
OMA-PAG-2006-0865R02
OMA-PAG-2006-0870

15 Feb 2007 2,3,4,5 Incorporation of CRs:
OMA-PAG-2007-0007R02
OMA-PAG-2007-0035
OMA-PAG-2007-0037
OMA-PAG-2007-0040
OMA-PAG-2007-0080
OMA-PAG-2007-0081
OMA-PAG-2007-0083R01
OMA-PAG-2007-0084
OMA-PAG-2007-0085
OMA-PAG-2007-0086R01
OMA-PAG-2007-0087
OMA-PAG-2007-0090
OMA-PAG-2007-0098
OMA-PAG-2007-0100R01

02 Mar 2007 2,5 Incorporation of CRs:
OMA-PAG-2007-0116
OMA-PAG-2007-0117R01
OMA-PAG-2007-0118R01
OMA-PAG-2007-0119
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Document Identifier

Date

Sections

Description

06 Mar 2007

all

Incorporation of CR:
OMA-PAG-2007-0137R01

25 Mar 2006

Incorporation of CR:
OMA-PAG-2007-0142R01

05 Apr 2007

Incorporation of CR:
OMA-PAG-2007-0151R01

24 Apr 2007

2,3,4,5,6

Incorporation of CRs:

OMA-PAG-2007-0172R03
OMA-PAG-2007-0199R02
OMA-PAG-2007-0207R01

14 Jun 2007

all

Incorporation of CRs:
OMA-PAG-2007-0338R02
OMA-PAG-2007-0358R01
OMA-PAG-2007-0444R01

Candidate Version
OMA-AD_XDM-V2_0

24 Jul 2007

n/a

Status changed to Candidate b0®7¢07-11 to 2007-07-24)
TP ref # OMA-TP-2007-0284-
INP_XDM_V2_0_ERP_for_Candidate_approval

Draft Versions
OMA-AD_XDM-V2_0

17 Jun 2008

all

Incorporation of CRs:
OMA-PAG-2008-0201R02
OMA-PAG-2008-0260

09 Jul 2008

all

Incorporation of CRs:
OMA-PAG-2008-0367R03
OMA-PAG-2008-0392R02

Candidate Version
OMA-AD_XDM-V2_0

16 Sep 2008

n/a

Status changed to Candidate b20UB8{09-03 to 2008-09-16)

TP ref # OMA-TP-2008-0332R01-
INP_XDM_V2_0_ERP_for_Candidate_Re_Approval

Draft Versions
OMA-AD_XDM-V2_0

14 Apr 2009

all

Incorporation of CR:
OMA-PAG-2009-0077R04
Editorial clean-up by DSO.

15 Apr 2009

5

Addition of omitted section numbé&r3.1.2

16 Apr 2009

all

Change-marked version created to show the changés since the las
submission to TP

27 Jul 2009

2.2,3.2,52

Incorporation of CRs:
OMA-PAG-2009-0138R01-
CR_To_XDM2.0_AD_Trusted_Network_Definition
OMA-PAG-2009-0150R02-
CR_XDM2_0_AD_untrusted_trusted_XDMC_definitions

Candidate Version
OMA-AD_XDM-V2_0

10 Aug 2009

n/a

Status changed to Candidate by TP
TP ref # OMA-TP-2009-0361-INP_XDM_V2_0_ERP_for_Niatition

Draft Version
OMA-AD_XDM-V2_0

27 Sep 2010

21,5213

Incorporation of CR:
OMA-COM-XDM-2010-0331-
CR_XDM2_0_AD_update_of_ref__IETF_XCAP_Diff_Event_RFC
5875

Candidate Version
OMA-AD_XDM-V2_0

02 Dec 2010

n/a

Status changed to Candidate by TP
TP ref #OMA-TP-2010-0517-INP_XDM_V2.0_ERP_for_natification
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Appendix B. How to show re-use of the XDM Enabler (Informative)

This section describes how OMA Enabler can re-heeXDM Enabler and shows how this should be redidén the
Enabler’'s architecture diagrams.

To make the architecture diagrams of Enablers irg$DM Enabler simpler, the architecture diagrashsuld show only
how the Enabler is using the different XDMSs antlthe entire XDM archictecture model. The architeetdocument is
recommended to include the following information:

* Afigure as shown below as part of the “Architeatudiagram” section. It is recommended

(o]

(0]

(o]

to shows which Enabler specific entities that ai@githe XDM Enabler;
to show which XDMSs that the enabler is using;
to show which of XDM/SIC Interfaces Enabler spec#ntities are using;

to show an Enabler Specific Entry with an embeddettusted XDMC when the functions of an Untrusted
XDMC defined in the XDM Enabler does not cover reeftithe reusing Enabler;

not to show in the “main” Enabler architecturalgtiaam how the XDM Enabler is used.

* Inthe section “Functional Entities” it is recomnalexl that per Entity using the XDM enabler it isds which
particular XDMSs this entity is using;

* Inthe section “Functional Entities” it is recomnakexl that per Enabler Specific XDMS it is listed ethXDM
functions in the list in section 5.2.1.6.5 it supgpp

» The XDM Interfaces in the diagram are recommenddrkttdescribed under a Sub section “External lated”
under the “Interfaces” Section in the architectdmeument. The description is recommended only tdaio a text
that contains a reference to the XDM-AD e.g. “THeM:-8.2i Interface is described in [XDM_AD]".

! XDM-3i
Enabler ; Enabler
spec_ific : specific
Entity i XDM-5i Entity
]
(Trusted (Untrusted
XDMC) XDMC)
SIC-1

Dashed Boxes and Interfaces are described in [XDM_AD]

Figure 4: How to show reuse of the XDM enabler.
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