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1. Scope (Informative)

The scope of the Secure User Plane Location (S@Rihjitecture document is to define the architectoréghe SUPL service

enabler.

A reference architecture is defined including:

(o]

(0]
(0]
0
0o

Context Model

Functional blocks

Logical entities

Reference Points / Interfaces

Messages and message flows

In addition a number of deployment scenarios arsidered including different roaming models as \aslbifferent
mapping of logical functions to architectural elense

This architecture is based on the requirementdist the SUPL Requirements document [SUPL RD].
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHAL", “SHALL NOT”, “SHOULD”, “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL" in this documet are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” antrdbiuction”, are normative, unless they are exijiéghdicated to be
informative.

3.2 Definitions

Context Model A model that identifies all contextual items releve understanding architecture.

Control Plane This plane has a layered structure and performsaheontrol and connection control functiongiéals
with the signaling necessary to set up, superviserelease calls and connections.

Emergency IMS Core IMS core network supporting emergency IMS call.eThain components of Emergency IMS Core are
P-CSCF and E-CSCF.

End User Device See [OMA AD].

ImmediateService Location service where a single location informati® needed immediately.

Interface The common boundary between two associated sys&eegOMA-DICT]

Location Based See [3GPP TS 23.271].

Application

Location (Based) Service See [3GPP TS 23.271] [3GPP GSM LCS][3GPP WCDMA L{G&PP2 X.S0024-0].

MLS Application An application that requests and consumes theitocatformation.

Non-Proxy Mode The SPC system will have direct communication Wit SET.

Periodic Triggered Location service where a multiple periodic locatioformation is needed.

Service

Proxy Mode The SPC system will not have direct communicatidth the SET. In this environment the SLC system
will act as a proxy between the SET and the SPC.

Quality of Position A set of attributes associated with a requestifergeographic position of a SET. The attributekuohe
the required horizontal accuracy, vertical accuraegximum location age, and response time of the SE
position.

Reference Point See [OMA-DICT]

SET Initiated Services SET Initiated Services are services that origifiaie the SET. For these services the SUPL Agent
resides within the SET.

SET User The user of a SET.

SIP/IP Core A network of servers such as proxies and/or ragisthat support a variety of SIP based services.
SUPL Agent A Software and/or hardware entity accessing thelSéiabler in order to obtain location information.
SUPL Session Session established between the SET and the Sh§ UkP protocol.

SUPL Enabled Terminal A logical entity in a device that is capable of eounicating with a SUPL Network. Examples of this
(SET) could be a UE in UMTS, a MS in GSM or 1S-95, or@ &ver an IP-based transport.

SUPL Location Center Coordinates the operations of SUPL in the netwaikiateracts with the SET over User Plane bearer.
(SLC)

SUPL Location Platform  The entity responsible for Location Service Managenand Position Determination. The SLP contains
(SLP) the SLC and SPC Functions.

SUPL Network Access network which facilitates the Location detieation functionality and provides the SUPL bearer
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SUPL Network Initiated
Services

SUPL Position
Calculation

SUPL Positioning Center
(SPC)

SUPL Provider

SUPL Security Function

SUPL Service
Management

System

User Plane

SUPL Network Initiated Services are services, whidhginate from within the SUPL Network as opposed
to the SET. For these services the SUPL Agendlessi the Network.

The position calculation function performs the ftioig of calculating the position of a SET. Various
positioning calculation modes may be supported BYRL service

Entity in the SUPL Network responsible for all megss and procedures required for position calamati
and for the delivery of assistance data.

Location information is sensitive personal inforioatand requires specific care with privacy and
security. In the case of a Mobile Network Operd#tés important that whatever policy the Network
Operator decides to implement SUPL functionalityrezt be breached. Valid scenarios for MNO
controlled SUPL would be:

1) The network operator is the single SUPL Provider
2) The network operator and roaming partners @ity SUPL Providers.

3) The network operator out-sources the SUPL fonelity and there is a singl& party SUPL
Provider.

4) The network operator has an open policy on tbgigion of SUPL functionality and there are
multiple 39 party SUPL Providers.

The SUPL Provider may be independent of an MNO.

SUPL Security Function manages the AuthenticatiwhAuthorization for SUPL Agents and MLS
Applications to access SUPL Services. This fumctilso provides confidentiality and data integrity.

SUPL Service Management is the function of manafgingtions of SETs. The function stores, extracts,
and modifies the location information of a targeflS

A functional entity

The User Plane, with its layered structure, provifibe user information flow transfer, along with
associated controls (e.g., flow control, and recp#®m errors, etc).

3.3 Abbreviations

AD Architecture Document

AFLT Advanced Forward Link Trilateration
A-GANSS Assisted Galileo and Additional Navigation Satell8ystems
A-GNSS Assisted Global Navigation Satellite System
A-GPS Assisted GPS

API Application Programming Interface

EOTD Enhanced Observed Time Difference
E-SLP Emergency SLP

FQDN Fully Qualified Domain Name

GNSS Global Navigation Satellite System

GPS Global Positioning System

ILP Internal Location Protocol

HLIA Historical Location Immediate Request
HLIR Historical Location Immediate Answer
H-SLC Home SLC

H-SLP Home SLP
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H-SPC
HTTP
HTTPS
IETF
IMSI

LCS
LTE
MAC
MC
MLP
MLS
MNO
MSISDN
OMA
OTDOA
PAP
PC
PLMN
POTAP
PPG
PSK-TLS
QoP
RD
RLP
RRC
RRLP
R-SLP
SADF
SCF
SET
SIF
SIP
SLC
SLIA
SLIR
SLIRep

Home SPC

Hypertext Transfer Protocol

HTTP Secure

Internet Engineering Task Force
International Mobile Subscriber Identity
Internet Protocol

Location Services

Long Term Evolution

Message Authentication Code
Message Center

Mobile Location Protocol

Mobile Location Services

Mobile Network Operator

Mobile Subscriber ISDN Number
Open Mobile Alliance

Observed Time Difference of Arrival
Push Access Protocol

Personal Computer

Public Land Mobile Network

WAP Push Over The Air Protocol
Push Proxy Gateway

Pre-Shared Key Ciphersuites for Transport Layeusigc
Quality of Position

Requirement Document

Roaming Location Protocol

Radio Resource Control

Radio Resource LCS Protocol
Requesting SLP

SUPL Assistance Delivery Function
SUPL Charging Function

SUPL Enabled Terminal

SUPL Initiation Function

Session Initiation Protocol

SUPL Location Center

Standard Location Immediate Answer
Standard Location Immediate Request

Standard Location Immediate Report
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SLP SUPL Location Platform

SMLC Serving Mobile Location Center

SMPP Short Message Peer to peer Protocol

SMS Short Message Service

SMSC Short Message Service Center

SPC SUPL Positioning Center

SPCF SUPL Position Calculation Function

SPF SUPL Privacy Function

SRLIA Standard Roaming Location Immediate Answer
SRLIR Standard Roaming Location Immediate Request
SRRF SUPL Reference Retrieval Function

SRSF SUPL Roaming Support Function

SSF SUPL Security Function

SSMF SUPL Service Management Function

SSPF SUPL SET Provisioning Function

SSRLIA Standard SUPL Roaming Location Immediate Answer
SSRLIR Standard SUPL Roaming Location Immediate Request
SSRP Standard SUPL Roaming Position

SUPL Secure User Plane Location

TD-SCDMA Time Division-Synchronous Code Division Multiple éess

TLS Transport Layer Security

UDP User Datagram Protocol

UE User Equipment

uiccC Universal Integrated Circuit Card
umMB Ultra Mobile Broadband

URL Uniform Resource Locator
V-SLC Visited SLC

V-SPC Visited SPC

V-SLP Visited SLP

WAP Wireless Application Protocol
WCDMA Wideband Code Division Multiple Access
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4. Introduction (Informative)

Secure User Plane Location (SUPL) is an Enablechvhiilizes existing standards where available @gkible, to transfer
assistance data and positioning data over a UseeRlearer, such as IP, to aid network and SUPhIEd& erminal (SET)
based positioning technologies in the calculatiba 8ET’s position. SUPL includes but is not liditto the definition of a
Location User Plane (Lup) Reference Point and spording interface between the SUPL Location Piatf(SLP) and
SET, security functions (e.g., authentication, ati#tation), charging functions, roaming functioasd privacy functions.
SUPL utilizes existing standards where availablé possible, and SUPL should be extensible to emglotiore positioning
technologies as the need arises so that theyautiie same mechanism.

The initial phase, SUPL 1.0, provides full functdity of A-GPS with minimum changes of current netlwelements.

For SUPL Release 2, the A-GNSS concept is introdltie@llow additional Navigation Satellite Systessiated positioning
technology to be utilized, e.g., A-GANSS.

Note: Applicability of a particular A-GNSS is subjeo the support in relevant 3GPP and 3GPP2 spatiifns that SUPL
relies on.

SUPL is used by MLS Applications via a SUPL Agemtietermine the position of a SET. SUPL itselfginet specify an
API for direct use by MLS Applications. The SUPichitecture depends on [OMA RLP 1.0] or [OMA RLA]L.

This document describes the architecture for SUBL 2

4.1 Planned Phases

SUPL is being published in different versions. sTaichitecture document specifies SUPL Version 2.

SUPL 1.0 supports the following modes of operafmrselected deployments:
o Proxy flows for GSM/WCDMA deployments;
o Proxy flows for COMA/CDMA2000 deployments;[3GPP2 AR]
0 Non-proxy flows for CDMA/CDMA2000 deployments.

SUPL 2.0 adds a number of features on top of SUBL The major functional enhancements are:
Triggered positioning procedures, both periodic areh event;

Emergency positioning procedures;

Support of A-GANSS positioning method and improvatego enhanced cell id positioning method;
Support of proxy flows for LTE networks. [3GPP LTE]

Support of proxy flows for TD-SCDMA networks.

Support of non-proxy flows for GSM/WCDMA/TD-SCDMAIE deployments.

Support of proxy and non-proxy flows for UMB netwsr [3GPP2 UMB]

Support of proxy and non-proxy flows for I-WLAN, WIAX and I-WiMAX networks;

O O O O O O o o o

Positioning procedures for delivery to third paatyd retrieval of location of another SET.

In addition the protocol between SLC and SPC, tibe ILP, is defined.

4.2  Security Considerations

This section provides a brief high level descriptad the SUPL Security Function, the details of ethare described in
[OMA ULP].
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42.1 Authentication

Mutual authentication SHALL be supported betwe&EZ and an H-SLP. Server authentication SHALL uggpsrted
between a SET and an E-SLP, and mutual authemticRtAY be supported between a SET and E-SLP.

When mutual authentication is performed, the SERBHact on behalf of the SET User via a SUPL Ageottained in the
SET using the security credentials associated thgtSET User, which in turn are provisioned by$h&PL Provider.

Note that a successful authentication of the SEGr WHJST result in a successful identification o tBET User’s ID (e.g.,
MSISDN).

Note that an SLP MUST perform an IMSI to MSISDNdiitg before the MSISDN of the authenticated SETrlissecurely
identified
4.2.2  Providing the H-SLP Address to the SET

The H-SLP address is made available to the SETdyptovisioning of the H-SLP address in the UICET $r a default H-
SLP address is derived. This address MUST beeirfidim of a FQDN and SHOULD be securely provisiobgdhe Home
Network of the SET [OMA ULP].

4.2.3 Confidentiality and Data Integrity

TLS 1.1 [TLS] or PSK-TLS [PSK-TLS] SHALL be usedpoovide Confidentiality and Data Integrity betweSET and an
SLP. All SUPL Messages except “SUPL INIT” MUST delivered within a TLS or PSK-TLS session betwe&SEd and
an SLP [OMA ULP].
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5. Architectural Model

Secure User Plane Location (SUPL) is an Enablerutilezes existing standards where available apskjble, to transfer
assistance data and positioning data over a UseeRlearer, such as IP, to aid network and SETdhmssationing
technologies in the calculation of a SET’s positi®@UPL includes but is not limited to the defiaitiof a Location User
Plane (Lup) Reference Point and correspondingfatterbetween the SUPL Network and SET, securitgtfans

(e.g., authentication, authorization), chargingctions, roaming functions, and privacy functions.

SUPL is used by MLS Applications via a SUPL Agemtietermine the position of a SET. SUPL itselfginet specify an
API for direct use by MLS Applications.

The SUPL architecture is dependent on [OMA RLP.1Rgr a limited set of configurations [OMA RLP L @ovides
sufficient support.

5.1 Dependencies

The SUPL architecture is dependent on the folloviiA enablers:
o OMA Mobile Location Service, Version 1.2 (see [OMALP 3.3]and [OMA RLP 1.1])
0o OMA Push (see [WAP PUSH], [WAP POTAP], [WAP PAPRSIP PUSH])

The SUPL architecture is also dependent on theviotlg specifications:
0 [3GPP RRC]
0 [3GPP RRLP]
0 [3GPP2 C.S0022-A]
o [3GPP2 C.S0022-0]

5.2  Architectural Diagram

This section identifies the SUPL Network architeetmodel, comprised of the User Plane locationiseswelated network
entities and associated Reference Points.

A network entity (i.e., system and subsystem) regmés a group of functions, and not necessarilyyaipal device. The
physical realization is an implementation decis@manufacturer may choose any physical implementaf network
entities, either individually or in combination, lasig as the implementation meets the functiongliirements.

A Reference Point is a conceptual demarcation ofgwoups of functions. It is not necessarily agitgl interface. A
Reference Point only becomes one or several pHysieafaces when the network entities on eachso$ides are contained
in different physical devices. One or more proteenay be defined for the instantiation of an ifgee. As the Lup
Reference Point is instantiated by one interfaceuse both terms in this document. The correspgnaliotocol is defined
in the detailed technical specification [OMA ULP].

In generic environments, the required SUPL comptmare the SET and the network component SLP contathe SLC
and SPC systems. The SET communicates with theonlebver the Lup interface. In environments whet&€ and SPC
are deployed as separate entities, SLC and SPC aoivate with each other over the Llp interface.etwironments where
the SLC and the SPC are deployed as a single ety Ip interface does not apply.

In MNO environments, several entities and theieifetcces may also be needed as illustrated in glueefiin this section.

The detailed functions and definitions of the comgats defined in this figure are explained in ec6.2.3, 5.3, 5.4 and 5.5
and in the SUPL TS [OMA ULP].
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Figure 1: SUPL Architecture

5.2.1 Communication Mechanisms and Interfaces Cover ed by Lup

The communication mechanisms for conveying locatézuest notification from the SLP to the SET indWMA Push,
SMS, UDP/IP and SIP Push. The protocols involve®@MA Push are PAP (Push Access Protocol) for cgingdocation
request notification from the SLP to the PPG (PRsixy Gateway), and POTAP (Push Over-The-Air Protjoand SIP
Push for conveying such notification from the PBGhte SET. SMS delivery of notification is anotlgtion, and can be
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initiated either by SMS Trigger from the SLP, orWAP notification. Protocol interfaces for SMS idety are not
specified in the diagram, since the interface betw8LP and SMSC/MC is proprietary (e.g., SMPP)iambt defined by
3GPP/3GPP2. The communication path from SMSC/M@edSET is outside the scope of this document.

In proxy-mode the SUPL application message exchémggervice management and positioning determonaticcurs
between the SLP and the SET. In non-proxy-modedindce management related message exchange detwesen the
SLC and the SET, where the positioning determinatédated message exchange occurs between ther®RGeaSET.

5.2.1.1 IMS Emergency Location Services

For IMS emergency location services, the SUPL iooatequest notification may be conveyed from th8LEP to the SET
via the Emergency IMS Core using SIP Push [SIP PFUSHe Emergency IMS Core correlates the locatemuest
notification with the IMS emergency call and deliw¢he notification to the SET.

522 SUPL and OMA Architecture models

This section provides an informative mapping of 8é¢PL architecture as it relates to the OMA Arcttitee defined in
[OMA AD].

0 The SUPL SLP is contained within the OMA ArchiteetOMA AD] node called “Location Server”.
0 The SUPL SET is contained within the OMA Archite&lOMA AD] node called “End User Device”.

o0 The MLS Application/SUPL Agent corresponds to tHdArchitecture [OMA AD] node “Location Based
Application.” Contained within “Requesting Applitans”.

0 The SUPL Le/L1 Reference Point refers to the OMARtecture [OMA AD] Reference Point L-1.
o The SUPL architecture provides the following altgives for implementing the SUPL Initiation Functi(SIF).

— The SIF using a WAP PPG refers to the P-1/P-1p&A Architecture [OMA AD]. For delivery according
POTAP [WAP POTAP], Reference Point P-2/P-2s of@\A Architecture [OMA AD] is situated between the
WAP PPG and the SET. For delivery according toRiBh [SIP PUSH], Reference Point P-2 is situated
between the WAP PPG and the SIP/IP Core. Refereoice P-1 is situated between the SIP/IP Coretlamd
SET.

— The SIF using SIP Push [SIP PUSH]. Reference FRidis situated between the SLP and the SIP/Ie.Cor
Reference Point P-1 is situated between the SIBdie and the SET.

— The SIF using the SMS related Core and Access N&tsiugpport has no direct mapping to the OMA
Architecture [OMA AD].

— The SIF using the UDP/IP Core and Access Netwaoplpstt has no direct mapping to the OMA Architecture
[OMA AD].

— The SIF using SIP Push [SIP PUSH] for the assatikS emergency call. Reference Point Lz is sédat
between the E-SLP and the Emergency IMS Core. rexade Point Gm is situated between the Emergen&y IM
Core and the SET.

5.2.3 SUPL System and Subsystem Descriptions
5.23.1 SUPL Location Platform (SLP)

52311 SLP Role

For any SET, a SLP can perform the role of the h8ife (H-SLP), visited SLP (V-SLP) or emergency SEFSLP). A
particular SLP may perform one or more of thesesdbr multiple SETs.

The H-SLP for a particular SET contains the sulpsiom, authentication and privacy related datalierSET and would
generally be associated with or part of the SED®m& PLMN.
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The E-SLP for a particular SET is an SLP associai#idor contained within the PLMN serving the S#ibt is employed
by the serving PLMN to perform positioning in asstion with an emergency services call initiatedsy SET. The E-SLP
may be the H-SLP if the SET is not roaming. If 8t€T is roaming and the E-SLP is not the H-SLF thrd SET is not
roaming and the E-SLP is physically or logicallpagate to the H-SLP, SUPL positioning may occuhwiitt interaction
with the H-SLP.

The V-SLP for a particular SET would be an SLP emolsy the H-SLP or E-SLP to assist positioningthimcase of an H-
SLP, the SET would be roaming outside the coveaaga of the H-SLP. In the case of an E-SLP, the \8&uld have
initiated an emergency services call outside therage area of the E-SLP. Note that the coveregged an SLP need not
be the same as the coverage area of any PLMN wittihvthe SLP is associated.

It should be noted that SUPL roaming will not ocand a V-SLP will not be needed for positioningoassted with
emergency services calls if calls can only be mlagighin the service area of an E-SLP.

5.2.3.1.2 SLP Architecture

The SLP consists of an SLC and SPC. The SLC a@irs#y be integrated into a single system. Theihtgrface is used
between the SLP and the SET. The Lup interfaceesl to deliver messages for Location ManagemehPasitioning
Determination.

It may also be possible to separate the SLC andf@fe@ionality into separate systems within the SLP

There are two different communication modes betw®en and SLP:

0 Proxy Mode: The SPC system will not have direct communicatiith the SET. In this environment the SLC
system will act as a proxy between the SET an&he.

o0 Non-Proxy Mode: The SPC system will have direct communication i SET.

The Lup interface is used between the SLP and SHiE. Lup carries two types of messaging:
0 Messaging destined to the SLC system within the SLBp Location Management Messages

0 Messaging destined to the SPC system within the-SL&p Positioning Determination Messages

5.2.3.2 SUPL Location Center (SLC)

The SLC system coordinates the operations of SWRhe network and performs the following functi@ssit interacts with
the SET over User Plane bearer:

0 SUPL Privacy Function (SPF)

SUPL Initiation Function (SIF)

SUPL Security Function (SSF)

SUPL Roaming Support Function (SRSF)
SUPL Charging Function (SCF)

SUPL Service Management Function (SSMF)
SUPL Triggering Function (STF)

SUPL Positioning Calculation Function (SPCF)

O O O O O o o

— The SLC may perform the translation of a locatidenitifier to a geographic location expressed iituidé and
longitude data. This location may meet the reqateQoP of the SUPL Agent. In MNO environments this
often referred to as Cell-ID location.

5.2.3.3 SUPL Positioning Center (SPC)

The SPC supports the following functions:
0 SUPL Security Function (SSF)
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0 SUPL Assistance Delivery Function (SADF)
0 SUPL Reference Retrieval Function (SRRF)
0 SUPL Positioning Calculation Function (SPCF)

5.2.3.4 SUPL Enabled Terminal (SET)

The SET supports the procedures defined in SURLiateracts with the network over the User Plaparer. The SET may
support one or more of the following functions degliag on its capabilities and the SUPL Providersihess rules:

0 SUPL Privacy Function (SPF)

0 SUPL Security Function (SSF)

0 SUPL SET Provisioning Function (SSPF)

0 SUPL Initiation Function (SIF)

0 SUPL Triggering Function (STF)

The SET supports SET-based and/or SET-assistetignirsg calculation. The SET may support the foilog functions:
0 SUPL Positioning Calculation Function (SPCF)

0 SUPL Assistance Delivery Function (SADF)

There is overlap between functionalities of SLC/S#d SET.

5.2.35 Allocation of SUPL Functions to SUPL Subsys tems

Table 1 shows the allocation of SUPL functionaitesd to elements of the SUPL System.

| SLC | SPC | SET
SUPL Location Services Functional Group
SUPL Privacy FunctionSPP o (e}
SUPL Initiation Function$IF) ©) O
SUPL Security FunctionSSP 0] ©) O
SUPL Roaming Support FunctiorSRSH ©)
SUPL Charging FunctiorSCF) o
SUPL Service Management Functi®@sMF) 0]
SUPL SET Provisioning FunctiolsEPH (e}
SUPL Triggering Function (STF) o (e}
SUPL Positioning Functional Group
SUPL Assistance Delivery FunctioBADF) o o
SUPL Reference Retrieval FunctiddRRF) o
SUPL Positioning Calculation FunctioS8RCF) ©) ©) (e}
SLC SPC SET

Table 1: Allocation of SUPL Functions to SUPL Subsstems

5.3 Functional Groups and Reference Points

5.3.1 SUPL Location Services Functional Group

This section identifies and describes the logigatfional entities within the SUPL location sengdanctional group. The
purpose of this section is to ensure that all fdssunctions are identified which are requirect@ble a SUPL service.

0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-SUPL-V2_0-20110527-C.doc Page 19 (54)

5.3.1.1 SUPL Privacy Function (SPF)

The SPF is the function of ensuring the privaca &ET User is honored. The following must be abersd:

0 Adhere to the target SET User privacy setting reigas of SUPL Network Initiated Services or SETiated
Services

o Adhere to notification and verification settingstbé target SET User

o Allow override of the target SET User privacy se8 as mandated or allowed by local regulationpdsitioning
for an emergency services call

o Allow for future lawful override regulations thatay apply to the target SET User

SUPL may use other enablers to implement partseoSPF. Alternatively, the SPF may be implemeirtalde SET.

5.3.1.2 SUPL Initiation Function (SIF)

The SIF provides a mechanism for a SUPL Networikit@ate a transaction with a SET. The initiatifmumction is of special
importance in enabling SUPL Network Initiated Seesd.

In case of a SUPL Network Initiated Service the SWRtwork initiates the SUPL transaction by usimg @f the following
methods:

o OMA Push
0 SMS directly in an MNO environment
o UDP/IP

0 SIP Push [SIP PUSH]

Note: OMA Push is considered to be any deliveryhodtthat utilizes the Push Access Protocol (PA€)ardless of whether
POTAP or SIP Push is used for the final deliverhie SET.

Depending upon SET capabilities, the applicablerBéfhod is applied by the SUPL Network (determoratf SET
capabilities is out of scope of SUPL).

A SET SHALL support the SIF using at least one OfTRP, SIP Push and SMS. A SET that is capablaitéiing an
emergency services call using an IP béaBetALL also support the SIF using UDP/IP or SIPRus

For GSM/WCDMA/TD-SCDMA deployments, the SIF usin/@ Push SHALL be supported by both the SET and the
SLP. For CDMA/CDMA2000 deployments, the SIF usvi§j SMS SHALL be supported by both the SET and the.S
Support of other transport protocols is optional.

5.3.1.3 SUPL Security Function (SSF)

The SSF enables the SUPL Network to authenticateaathorize the SET and enables the SET to auttaatand authorize
the SUPL Network. This is important in safely elivagpboth SUPL Network Initiated Services and SEifiated Services.

The SSF also provides confidentiality and datagritg Refer to Section 6 in the SUPL 2.0 ULP T8 dietails of the SSF
implementation.

5.3.14 SUPL Roaming Support Function (SRSF)

For positioning not associated with an emergenoyices call, SUPL roaming occurs when a SET ledleservice area of
its H-SLP. For positioning associated with an egaacy services call, SUPL roaming occurs when &g iS not within the

! While SET support of SUPL for positioning in asstion with an emergency services call initiatethgsan IP bearer is
mandated in this specification, a network operatay choose not to employ SUPL — e.g., may use aagiane location
solution.
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service area of the E-SLP. The service area &f-&LP or E-SLP includes the area within which th&HP or E-SLP can
provide a position estimate for a SET or relevasistance data to a SET without contacting oth&sSLt should be noted
that an H-SLP or E-SLP service area is not necgsasociated with the service area(s) of the dyiuhg wireless
network(s).

There are variants of SUPL roaming which are suriredibelow:
0 The H-SLP or E-SLP may request the V-SLP to progidénitial position estimate, e.g., based uponation 1D.
0 The H-SLP or E-SLP may request the V-SLP to prottidelup Positioning Determination and SPC funciidp.

The decision of which variant is applied is implettadion specific and out of the scope of this sfeation. For information
purposes, the decision will depend upon such facer

(i) Roaming agreements between SUPL Providers;
(i)  Location ID;
(iii)  Cached information;

(iv) H-SLP/SET or E-SLP/SET negotiation parameters stscghositioning method.

5.3.15 SUPL Charging Function (SCF)

The SCF is responsible for charging activities mitthe SLP. This includes charging of MLS Applicat, SUPL Agents
and SET Users.

The main task of the SCF is to collect appropridtarging related data and data for accounting eEtvJPL Providers.
Additionally, the SCF may authorize activities retSLP (e.g., assistance data and location dejibaiged on assessment of
available charging data. Further details of thé& &€ outside the scope of SUPL.

5.3.1.6 SUPL Service Management Function (SSMF)

The SSMF is the function of managing locations BTS. This function stores, extracts, and modifieslocation
information of a target SET. During the executidrthis function, the integration with chargingivarcy, security, QoP
functions SHALL be considered.

5.3.1.7 SUPL SET Provisioning Function (SSPF)

The SSPF is the function that manages the provigjdior the SET. The SET SHALL be provisioned wiitie address of
the Home SLP. The provisioning of the Home SLPresklin the SET MAY use OMA enablers to provisioa SET.

5.3.1.8 SUPL Triggering Function (STF)

The SUPL Triggering Function is the function of commicating periodic and event based triggers beatwiee SLP and the
SET and evaluating when those trigger conditions tieeen fulfilled.

For Network Initiated Triggered Services, the Slgfwkrs trigger criteria to the SET. For SET laiéd Triggered Services,
the SET sends trigger criteria to the SLP. In soimmumstances, the SLP may also return addititiggler criteria to the
SET during SET Initiated Triggered Services (eag.area id list if the SET has requested an evesadtrigger with a
geographic target area).

It is the responsibility of the SET to determineamtthese trigger criteria have been met.
For periodic triggers, the criteria may include:

o the number of fixes;

o the interval between fixes;

0 a start time for the trigger.
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For event based triggers, the criteria may include:
o the type of the area event (Entering, Leavingdasir Outside) (see 5.3.1.8.2 for more details);
0 ageographic target area list;
o anareaid list;
0

repeated reporting information which indicates Wweethe SET can re-use the trigger and for how ntiamgs and
at what minimum interval (see5.3.1.8.1 for moreads;

0 astart and a stop time.

When an area id list but not a geographic targed st is present in an event based trigger, tba ia list is used as the
target area for the trigger. When a geographgetaarea list is present but not an area id hi&t,geographic target area list is
taken as the target area. When both a geograguigiettarea list and an area id list are presean ievent based trigger, the
geographic target area is taken as the actualttarge and the area id list is used to help the 8BId unnecessary
positioning attempts (the exact procedure will viaaged on the type of trigger and is explained anendetail in [OMA
ULP][OMA ULP]).

5.3.1.8.1 Repeated reporting and event triggers

When event based triggers are combined with regeafeorting, a minimum interval and a number obrépmust be
specified. Regardless of the event type (see .B.2.1or a detailed description of the differenéswtypes), the SLP and the
SET shall continue the triggered event session eittier:

o the requested number of reports has been returned;
o the stop time, if present, has elapsed,;
0 a SUPL TRIGGERED STOP or SUPL END has been recdivedncel the session.

5.3.1.8.2 Event trigger types

The “Entering” and “Inside” trigger types both mehe SET should report as soon as it detectsttigiriside the target area.
The difference between these trigger types iséir thehavior when combined with repeated reporti§th repeated
reporting, the “Entering” trigger will be initiallfulfilled the first time the SET detects thatstinside the target area. For the
trigger condition to be fulfilled again, the SETsha subsequently detect that it has left the taagea and then re-entered.
Whenever the SET sends a report, it must waitifemainimum reporting interval before checking i tinigger condition is
fulfilled again.

First report

SET starts here
~

~ -~

-~ ) Second report

No more reports

until SET leaves

and re-enters area
again

I Target areal

Third report \ /

Figure 2: The “Entering” Trigger with Repeated Reporting

The “Inside” trigger, by contrast, when combinedhariepeated reporting will result in repeated répéor as long as the
SET detects that it is inside the area.
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Repeated reports at
minimum interval

Reports stop when
SET leaves area

SET starts here
~

~ Repeated reports at

) minimum interval

Repeated reports

continue until SET
leaves area again

Repeated reports at \
minimum interval

\_/

Figure 3: The “Inside” Trigger with Repeated Reporting

Note that for both the “Entering” and “Inside” tger types, if the SET starts out within the tayeta when the trigger
becomes active (i.e., at the receipt of the triggieria if no start time was specified or at gpgpropriate start time if one
was specified), the trigger condition will be flléd. There is no requirement for the SET to wettifat it was previously
outside the area before the first report is sent.

T starts he
Both “Entering” and >

“Inside” triggers are
fulfilled immediately

Target area

Figure 4: SET Starting Inside Target Area for both“Entering” and “Inside” Triggers

The “Leaving” and “Outside” trigger types behaveisimilar manner, but are only fulfilled when tBET is outside the
target area. As with the “Entering” and “Insidegjger types, the “Leaving” and “Outside” triggdrave identical behaviors
when no repeated reporting is used. They areftited the first time the SET detects that itdatside the target area.

With repeated reporting, the leaving trigger idifleld the first time the SET detects that it idside the target area, and then
subsequently each time the SET detects that itdhastered the target area and then exited aysdhenever the SET sends
a report, it must wait for the minimum reportingeirval before checking if the trigger conditiorfusfilled again.

First report

Second report
SET starts here

No more reports until Target are:
SET re-enters and }
leaves area again \4—

Figure 5: The “Leaving” Trigger with Repeated Repotting

Third report

The “Outside” trigger, when combined with repeatelorting, results in repeated reports at the miminneporting interval
for as long as the SET remains outside the target a
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Repeated reports at
minimum interval ~ Repeated reports at

minimum interval
SET starts here

Reports continue until Target are&

SET returns to area - Repeated reports at
minimum interval

Figure 6: The “Outside” Trigger with Repeated Repoting

5.3.2  SUPL Positioning Functional Group

This section identifies and describes the loginatfional entities within the SUPL Positioning Ftiaoal Group.

5.3.21 SUPL Assistance Delivery Function (SADF)

The SADF selects, generates and delivers avaitadistance data that is used for the measurem#ém oalculation of a
SET position. The assistance data delivery maydsed on a selected subset of GPS or GANSS retedatia retrieved
from SRRF function, the capability of SET and natky@nd the approximate position information of thmet SET.

Assistance data may consist of the elements defimGPP RRLP], [3GPP RRC], [3GPP2 C.S0022-A], P32 C.S0022-
0], or [3GPP LPP].

5.3.2.2 SUPL Reference Retrieval Function (SRRF)

The SRRF is the function of retrieving GPS or GAN8frence data from a GPS or GANSS reference mkiweference
data is needed to generate assistance data. fEnade between this function and GPS or GANSSeefe network is
outside the scope of this document.

5.3.2.3 SUPL Position Calculation Function (SPCF)

The SPCF selects the positioning protocol and padteersion, and performs the function of calcuigtihe position of a
SET. One or more of the following positioning ad&tion modes may be supported by a SUPL service.

A-GPS SET assisted

A-GPS SET based

A-GANSS SET assisted

A-GANSS SET based

Autonomous GPS or Autonomous GANSS
Enhanced Cell/Sector

AFLT

EOTD

OTDOA

Location ID — SHALL be supported

O O O O O o o o o o

— Perform translation of a location identifier to @ographic location expressed in latitude and lawigit In
MNO environments this is often referred to as Cellocation.

Note: Applicability of a particular positioning cailation mode is subject to the support in relex@BPP and 3GPP2
specifications that SUPL relies on.
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5.3.3 SUPL Reference Point Definitions

This section defines the Reference Points idedtifithe SUPL architecture.

5.3.3.1 Lup Reference Point

The function of the Lup Reference Point is logigakparated into Location Service Management asdi®aing
Determination.

5.3.3.1.1 Lup Location Service Management Messages

This Reference Point is used to enable the SLBtabksh a session with the SET and to perfornfuhetions listed in the
Location Services Functional Group in Table 1.

Message Name Description
SUPL INIT The SUPL INIT message is used by the SLP tg
initiate a SUPL Session with the SET. This
message is used in Network Initiated SUPL
Services.
SUPL SET INIT The SUPL SET INIT message is used by the SET
to initiate a SUPL Session to locate the other SET.
SUPL START The SUPL START message is used by the SET to
start a SUPL Session with the SLP.
SUPL TRIGGERED START The SUPL TRIGGERED START message is used
by the SET to start a triggered SUPL Session with
the SLP.
SUPL RESPONSE The SUPL RESPONSE message is used by th
SLP as aresponse to a SUPL START messagg
a SET initiated location request.
SUPL TRIGGERED RESPONSE The SUPL TRIGGERED RESPONSE message i
used by the SLP as a response to a SUPL
TRIGGERED START message.
SUPL TRIGGERED STOP The SUPL TRIGGERED STOP message is used
by the SLP or SET to end an existing SUPL
TRIGGERED session.
SUPL END The SUPL END message is used by the SLP or
SET to end an existing SUPL Session.
SUPL AUTH REQ The SUPL AUTH REQ message is only used in
Non-Proxy Mode for authentication of SET and
SPC.
SUPL AUTH RESP The SUPL AUTH RESP message is only used jn
Non-Proxy Mode for authentication of SET and
SPC.
SUPL NOTIFY The SUPL NOTIFY message is only used by th
SLP in notification based on the current location
of the SET.
SUPL NOTIFY RESPONSE The SUPL NOTIFY RESPONSE message is used
by the SET as a response to a SUPL NOTIFY.
Message.
SUPL REPORT The SUPL REPORT_r_nessage is used by the SLP
or SET to report position estimate and/or netwark
measurement results.

w—D

5

7]

[¢)

Table 2 : Lup Location Service Management Messages
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5.3.3.1.2 Lup Positioning Determination Messages

The Lup Positioning Determination Reference Pantsed to transport information between the SETtla@&LP for the
calculation of position. The functions of the Riosiing Determination Functional Group are showiTable 1.

Table 3 lists the Lup Positioning Determination segges.

Message Name Description

SUPL POS The SUPL POS message is used betweehPhan8 SET to exchange positioning
procedure messages (RRLP/RRC/TIA-801) used to letdcthe position of the SET.

SUPL POS INIT The SUPL POS INIT message is useth®\SET to initiate the positioning protocol
session (RRLP/RRC/TIA-801) with the SLP.

SUPL REPORT The SUPL REPORT message is used [§itReor SET to report position estimate
result.

SUPL END The SUPL END message is used by the SIFEGrto end an existing SUPL Sessiop.

Table 3: Lup Positioning Determination Messages

5.3.3.2 LIp Reference Point
The Llp reference logically separates the Positigr€ontrol Function and the Positioning Data Fuomcti

5.3.3.2.1 Llp Positioning Control Function Messages

The Positioning Control Function is used in thabkshment, maintenance and clearing of sessiomgelea the SLC and the
SPC. The Positioning Control Function enablesSh€ and SPC to perform the Position Calculationd&on.

Table 4 lists the Llp Positioning Control Functimessages.

Message Name Description

PREQ The PREQ message is used by the SLC to rem$t$PL Session of the SPC.

PRES The PRES message is the response to a PREQgeesd sent by the SPC to the SLC.

PRPT The PRPT message is used by the SPC to eeposition estimate or an error to the SLC.

PLREQ The PLREQ message is used by the SLC (or 8P@}juest a cell-id translation into coarse
position estimate from the SPC (or SLC).

PLRES The PLRES message is used by the SPC (ortBLr€port a coarse position estimate based
on cell-id translation to the SLC (or SPC).

PAUTH The PAUTH message is used by the SLC to L authentication parameters to the SPC.

PALIVE The PALIVE message is used by the SLC tdfyghe operational status of the SPC. The

SLC may send the PALIVE message at any time. @ Bust then respond with a
corresponding PALIVE message.

o

PEND The PLEND message is used by the SLC (or $i@form the SPC (or SLC) about the en
of a SUPL Session.

Table 4: LIp Positioning Control Function Messages

0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-SUPL-V2_0-20110527-C.doc Page 26 (54)

5.3.3.2.2 Llp Positioning Data Function Messages

The Positioning Data Function is used to transgatdata that is used for position calculationke Positioning Data
Function interface is only used in Proxy Mode.

lists the LIp Positioning Data Function messages.

Message Name Description
PMESS The PMESS message is bidirectional and i tasearry RRLP/RRC/TIA-801 payloads.
PINIT The PINIT message is used by the SLC toatgtithe positioning protocol session
(RRLP/RRC/TIA-801) with the SPC.

Table 5: lists the Llp Positioning Data Function Massages

5.4 Lup Reference Point Flows

The flows shown in this chapter show the Lup irteef message exchange. The flows can be dividedwotscenarios,
Network initiated and SET initiated.

A Network initiated flow occurs when the positingiis requested by an SUPL Agent in the network.
A SET initiated flow occurs when the positioningégjuested by the SET.

A high level description is given below by showimtypical flow for each scenario. These flows aterded to illustrate
basic concepts and are not an exhaustive lists&fiews are only illustrative. Refer to [OMA ULRjr detailed flows.
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5.4.1 SET Initiated flows — Proxy Mode — Immediate  Service

SUPL Agent/
H-SLP Target SET
A Data Connection
Setup
ULP SUPL START
B -t
ULP SUPL RESPONSE
C -
ULP SUPL POS INIT

D -
E ULP SUPL POS

ULP SUPL END
F -

Figure 7: SET-Initiated Non-Roaming Successful Case Proxy Mode

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BT
establishes secure connection to the H-SLP.

B. The SET sends a ULP SUPL START message to stasPd Session with the H-SLP. The ULP SUPL START
message contains SET capabilities and locatiortifesn

C. The H-SLP responds with a ULP SUPL RESPONSE medsatpe SET. The message contains the requested
positioning method. It may also contain locatioformation that does not meet the QoP requestédebgUPL
Agent, but gives a coarse approximation of thetfsibased on information received in the ULP SIBNART
message.

D. The SET then sends a ULP SUPL POS INIT messagartoespositioning session with the H-SLP. The sage
contains the SET capabilities and the locationtifien

E. The H-SLP then determines the positioning methatleshanges several successive ULP SUPL POS message
containing the used positioning protocol (i.e., FRRRC, TIA-801), as needed to determine the positi

F. When the position calculation is complete the H-SkRds the ULP SUPL END message to the SET infaihin
that the SUPL Session is finished. The SET thkrases the secure connection to the H-SLP.
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5.4.2  SET Initiated flows — Non-Proxy Mode — Immedi ate Service

Target
H-SLC H-SPC SET
Data Connection
A
Setup
ULP SUPL START
B -
ULP SUPL RESPONSE
C -
ULP SUPL POS INIT

D e
E ULP SUPL POS

ULP SUPL END
F |

Figure 8: SET-Initiated Non-Roaming Successful Case Non-Proxy Mode

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BT
establishes a secure connection to the H-SLC.

B. The SET sends an ULP SUPL START message to s&loPd. Session with the H-SLC. The ULP SUPL START
message contains SET capabilities and locatiortifesn

C. The H-SLC responds with a ULP SUPL RESPONSE medsatlee SET. The message contains the requested
positioning method. It also contains key inforroatrequired for the SET to establish a secure adiureto the H-
SPC. It MAY also contain location information moeeting the QoP requested by the SUPL Agent, hingia
coarse approximation of the position, based orrin&tion received in the ULP SUPL START message.

D. The SET establishes a secure connection to the®aBE sends a ULP SUPL POS INIT message to start a
positioning session with the H-SPC. The messag&aots the SET capabilities and the location idiemti

E. The H-SPC then determines the positioning methadesaichanges several successive ULP SUPL POS message
containing the used positioning protocol (i.e., FRRRC, TIA-801), as needed to determine the mositi

F. When the position calculation is complete the H-Se@ds the ULP SUPL END message to the SET infayiin
that the SUPL Session is finished. The SET thirases the secure connection to the H-SPC.

Note: the internal communication between the H-&ih@ the H-SPC is not shown in Figure 8.
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5.4.3

A. The SUPL Agent issues an MLP SLIR message to tis 8-

Network Initiated flows — Non-Proxy Mode — Im  mediate Service

SUPL WAP-PPG Target
Agent H-SLC H-SPC SMSC SET
MLP SLIR
A
ULP SUPL INIT
B | -
Data Connection
c Setup
ULP SUPL AUTH REQ
D g ‘ ‘
ULP SUPL AUTH RESP
E i -
. ULP SUPL POS INIT
G ULP SUPL POS
\
’ ULP SUPL END
| MLP SLIA

Figure 9: NW Initiated flow — Non-Proxy Mode

B. The H-SLC initiates the SUPL Session with the SEBénding a ULP SUPL INIT message. The messagmiosn
requested positioning method and SPC address.

Note: the WAP-PPG/SMSC network element is only lagd if OMA Push or MT SMS is used for deliverirgetULP
SUPL INIT message to the SET.

C. When the ULP SUPL INIT is received by the SET iabtishes a secure connection to the H-SLC.

D.
E.

For authentication purposes, the SET sends an WA RAUTH REQ message to the H-SLC.

The H-SLC responds with an ULP SUPL AUTH RESP mgsda the SET. The SET releases the secure

connection to the H-SLC.

The SET establishes a secure connection to the®aBE sends a ULP SUPL POS INIT message to start a
positioning session with the H-SPC. The messag&aots the SET capabilities.

The H-SPC then determines the positioning methaldesixchanges several successive ULP SUPL POS message

containing the used positioning protocol (i.e., FRRRC, TIA-801), as needed to determine the positi

When the position calculation is complete the H-Se@ds the ULP SUPL END message to the SET infaytibin
that the SUPL Session is finished. The SET thiases the secure connection to the H-SPC.

The H-SLC sends the position estimate back to thieLSAgent in an MLP SLIA message.
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Note: the internal communication between the H-3ih@ the H-SPC is not shown in Figure 11.

5.4.4

Network Initiated flows — Proxy Mode — Immedi  ate Service
SUPL WAP-PPG Target
Agent H-SLP SMS-C SET

MLP SLIR
A -

ULP SUPL INIT
B >
c Data Connection
Setup
ULP SUPL POS INIT
D -
E ULP SUPL POS
ULP SUPL END

F t -

MLP SLIA
G

Figure 10: NW Initiated flow — Proxy Mode

A. The SUPL Agent issues an MLP SLIR message to tis Pi-

B. The H-SLP initiates the SUPL Session with the SEBdnding a ULP SUPL INIT message. The messagaiosn
requested positioning method.

Note: the WAP-PPG/SMSC network element is only lngd if OMA Push or MT SMS is used for deliveringetULP
SUPL INIT message to the SET.

C.
D.

When the ULP SUPL INIT is received by the SET ill wstablish a secure connection to the H-SLP.

The SET then sends a ULP SUPL POS INIT messagaroaspositioning session with the H-SLP. The sage
contains the SET capabilities.

The H-SLP then determines the positioning methaexthanges several successive ULP SUPL POS massage

containing the used positioning protocol (i.e., FRRRC, TIA-801), as needed to determine the mositi

When the position calculation is complete the H-SERds the ULP SUPL END message to the SET infaiibin
that the SUPL Session is finished. The SET thiases the secure connection to the H-SLP.

The H-SLP sends the position estimate back to BeLSAgent in an MLP SLIA message.
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5.4.5 Network Initiated Proxy Mode — Triggered Serv ices: Periodic
Triggers
SUPL H-SLP WAP-PPG Target
Agent SMSC SET
MLP TLRR
A L
ULP SUPL INIT
B L
C Data (sz?unpection
ULP SUPL TRIGGERED START
D - |
E ULP SUPL TRIGGERED RESPONSE >
MLP TLRA
F -
ULP SUPL POS INIT
G -t
H ULP SUPL POS
\
ULP SUPL REPORT
I L
MLP TLREP
J |-
\
SET obtains — and stores —
K position(s) or enhanced
cell/sector measurements
autonomously
ULP SUPL REPORT
L -t
MLP TLREP
M
ULP SUPL POS INIT
N -
) ULP SUPL POS
\
ULP SUPL REPORT
P ‘ -
ULP SUPL REPORT
Q - |
MLP TLREP
ULP SUPL END
S ‘ L

Figure 11: NW Initiated Periodic Triggered ServiceNon-Roaming Successful Case — Proxy Mode

A. The SUPL Agent issues an MLP TLRR to the H-SLP.
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B.

The H-SLP initiates the periodic trigger sessiothwiie SET using the ULP SUPL INIT message. Thesage
contains the intended positioning method.

Note: the WAP-PPG/SMSC network element is only lngd if OMA Push or MT SMS is used for deliveringetULP
SUPL INIT message to the SET.

C.
D.

When the ULP SUPL INIT is received by the SET il wstablish a secure connection to the H-SLP.

The SET then sends a ULP SUPL TRIGGERED START ngesgastart a periodic triggered session with the H
SLP.

The H-SLP selects the positioning method to be fethe periodic triggered session and respontts aviJLP
SUPL TRIGGERED RESPONSE message. This messagaitsiiie positioning method and periodic trigger
parameters.

The H-SLP informs the SUPL Agent in an MLP TLRA meage that the triggered location response reqasst h
been accepted. The SET and the H-SLP may releasmture IP connection.

When the periodic trigger in the SET indicates thatfirst position fix has to be performed, theT3fends a SUPL
POS INIT message to start a positioning session tvi¢ H-SLP. Note: if there is no secure connedtietween the
SET and the H-SLP, the SET establishes a secureectian before sending the SUPL POS INIT to thell®-S

The SET and the H-SLP MAY exchange several sucoegsisitioning procedure messages (e.g., RRLP, RRC,
TIA-801) as needed to determine the position.

If the reporting mode is batch reporting and SETigted mode is used, the position calculated b8 P is
reported back to the SET for storage.

When the position calculation is complete the H-SERds a MLP TLREP message to the SUPL Agent. This
message contains the positioning result. The SETaEH-SLP may release the secure IP connection.

If the SET cannot communicate with the H-SLP (a@radio coverage available) and if batch reportinquasi-
real time reporting is used, the SET performs ei8teT Based position fixes or enhanced cell/set@asurements.

The SET sends the stored position estimates atit¥@tored enhanced cell/sector measurementsunsailicited
ULP SUPL REPORT message to the H-SLP. This messagains the position result(s). Note: if thexe@o
secure connection between the SET and the H-SEFSHET establishes a secure connection before gptigiiJLP
SUPL REPORT to the H-SLP.

If enhanced cell/sector measurements are recaivs@p L, the H-SLP calculates corresponding posigistimates.

The H-SLP forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an
MLP TLREP message.

Steps N-to-P are a repeat of steps G-to-l. Stapdfit be repeated if necessary.

Q.

S.

The SET sends the stored position estimates atid¥@tored enhanced cell/sector measurementstnsalicited
ULP SUPL REPORT message to the H-SLP. This messageins the stored position result(s) and/orestor
enhanced cell/sector measurements not previoystyrtexl to the H-SLP. Note: if there is no secumenection
between the SET and the H-SLP, the SET estableskesure connection before the sending ULP SUPLCHEP
to the H-SLP.

If enhanced cell/sector measurements are receive@p Q, the H-SLP calculates corresponding poséstimates.
The H-SLP forwards the reported and/or calculatesitipn estimate(s) to the SUPL Agent in an MLP HER
message.

After the last position result has been reporteith¢oSUPL Agent in step R, the H-SLP ends the perimiggered
session by sending a SUPL END message to the $B& .SET then releases the secure connection td-BieP.
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5.4.6  Network Initiated Proxy Mode — Triggered Serv

ices: Event Triggers

SUPL H-SLP WAP-PPG Target
Agent SMSC SET
MLP TLRR
A
ULP SUPL INIT
B -
Data Connection
c Setnup I
ULP SUPL TRIGGERED START
D -t ‘
E ULP SUPL TRIGGERED RESPONSE >
MLP TLRA
F
ULP SUPL POS INIT
G -t
H ULP SUPL POS
\
ULP SUPL REPORT
>
J Check for
area event
ULP SUPL POS INIT
K -
L ULP SUPL POS
\
ULP SUPL REPORT
M g
Check fo
N are: evenrt
ULP SUPL POS INIT
o] -
P ULP SUPL POS
\
ULP SUPL REPORT
Q -
Check fo
R area evenrt
ULP SUPL REPORT
S -t
MLP TLREP
T -
ULP SUPL END
u ‘ -

Figure 12: NW Initiated Area Event Triggered Serviee Non-Roaming Successful Case — Proxy Mode
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A. SUPL Agentissues an MLP TLRR to the H-SLP.

B. The H-SLP initiates the area event trigger seswsitimnthe SET using the ULP SUPL INIT message. message
contains the intended positioning method.

Note: the WAP-PPG/SMSC network element is only lngd if OMA Push or MT SMS is used for deliverirgetULP
SUPL INIT message to the SET.

C. When the ULP SUPL INIT is received by the SET ill wstablish a secure connection to the H-SLP.

D. The SET then sends a ULP SUPL TRIGGERED START ngestastart an area event triggered session with th
H-SLP.

E. The H-SLP selects a positioning method to be usethk area event triggered session and respornidsavdLP
SUPL TRIGGERED RESPONSE message. This messagaimeitie positioning method and area event trigger
parameters. The SUPL TRIGGERED RESPONSE messageangin the area ids of the specified area fer th
area event triggered session

F. The H-SLP informs the SUPL Agent in an MLP TLRA reage that the triggered location response reqasst h
been accepted. The SET and the H-SLP may relkaseture IP connection.

G. When the area event trigger mechanism in the SEfeocomparison of the current area id to the doadhéd area
ids (if any) indicates that a position fix is to &eecuted, the SET sends a SUPL POS INIT messagarta
positioning session with the H-SLP. Note: if thex@o secure connection between the SET and tBe-the
SET establishes a secure connection before thénggti SUPL POS INIT to the H-SLP.

H. The SET and the H-SLP MAY exchange several sucgegsisitioning procedure messages (e.g., RRLP, RRC,
TIA-801) as needed to determine the position.

I.  When the positioning procedure is complete the #-Sends a ULP SUPL REPORT message to the SET. This
message may contain the positioning result. THE &€l the H-SLP may release the secure IP conmectio

J. The SET compares the calculated position estimdtetiie event area to check if the event triggerdition has
been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in theigdicates that a new position fix has to be penfed, steps G-to-J are
repeated (e.g., steps K-to-N are a repeat of @eusJ).

R. The SET compares the calculated position with tremearea to check if the event trigger conditias been met.
In this case the area event is triggered.

S. If there is no secure connection between the SHTttemH-SLP, the SET establishes a secure connestth the
H-SLP. The SET sends a ULP SUPL REPORT messate td-SLP. This message contains the position
estimate.

T. The H-SLP sends a MLP TLREP message to the SUPhtAGkis message contains the position estimate.

U. The H-SLP ends the area event triggered sessigering a ULP SUPL END message to the SET. ThetB&T
releases the secure IP connection.
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5.4.7 Network Initiated flows — Roaming Proxy Mode  with H-SLP
Positioning — Immediate Service
SUPL WAP-PPG Target
Agent R-SLP V-SLP H-SLP SMSC SET
A MLP SLIR
RLP SRLIR
B L
ULP SUPL INIT
C -
D Data connection
setup
E - ULP SUPL POS INIT
. RLP SRLIR
G RLP SRLIA
H ULP SUPL POS
\
ULP SUPL END >
RLP SRLIA
J -t
K MLP SLIA
Figure 13: NW Initiated Roaming Successful Case —+Bxy Mode with H-SLP
A. SUPL Agent issues an MLP SLIR message to the R-SLP.

C.

The R-SLP forwards the location request to the H8Ethe target subscriber, using an RLP SRLIRe ftessage
contains the requested QoP.

The H-SLP initiates the location session with tlE $ising the ULP SUPL INIT message. The messagtains
the requested positioning method.

Note: the WAP-PPG/SMSC network element is only lngd if OMA Push or MT SMS is used for deliveringetULP
SUPL INIT message to the SET.

D.
E.

When the ULP SUPL INIT is received by the SET il wstablish a secure connection to the H-SLP.

The SET then sends a ULP SUPL POS INIT messagartoaspositioning session with the H-SLP. The sage
contains the SET capabilities.

The H-SLP then decides that the H-SLP will prowadsistance/position calculation and the H-SLP sand?LP
SRLIR to the V-SLP to determine a coarse posit@nfiirther exchange of ULP SUPL POS messages bet&Ed
and H-SLP.

The V-SLP returns an RLP SRLIA. This message dostidie position result (e.g., coarse positionXe6PS
positioning).
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H. The H-SLP then determines the positioning methatleschanges several successive ULP SUPL POS meassage
These messages contain the used positioning plateEssages (e.g., RRLP, RRC, TIA-801) as needed to

determine the position.

I.  When the position calculation is complete the H-SERds the ULP SUPL END message to the SET. The SE
then releases the secure IP connection to the H-SLP

J. The H-SLP sends an RLP SRLIA message to the R-Sltis message contains the position estimate.

K. The R-SLP sends an MLP SLIA message to the SUPIn#AgEhis message contains the position estimate.

5.4.8 Network Initiated flows — Roaming Proxy Mode  with V-SLP
Positioning — Immediate Service
SUPL WAP-PPG Target
Agent R-SLP V-SLP H-SLP SMSC SET
A MLP SLIR
RLP SRLIR

B -
o RLP-SSRLIR (ULP SUPL START)

-
D RLP-SSRLIA (ULP SUPL RESPONSE)

—_———
E ULP SUPL INIT > >

Data connection
F
setup
ULP SUPL POS INIT

G g
H RLP-SSRP (ULP SUPL POS INIT)

- —

RLP-SSRP (ULP SUPL POS)

| P> ULP SUPL POS
J RLP-SSRP (ULP SUPL END)

————

ULP SUPL END

K -
L RLP SRLIA
M MLP SLIA

Figure 14: NW Initiated Roaming Successful Case —+8xy Mode with V-SLP

A. A SUPL Agent issues an MLP SLIR message to the R-SL

B. The R-SLP forwards the location request to the H-8E the target subscriber, using an RLP SRLIRe iessage
contains requested QoP.

0 2011 Open Mobile Alliance Ltd. All Rights Reserve  d.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.



OMA-AD-SUPL-V2_0-20110527-C.doc Page 37 (54)

C. The H-SLP sends an RLP SSRLIR to the V-SLP to inftne V-SLP that the target SET will initiate a SUP
positioning procedure. The message contains tiested QoP.

D. The V-SLP acknowledges that it is ready to initi@at8UPL positioning procedure with an RLP SSRLIAsAer
back to the H-SLP.

E. The H-SLP initiates the location session with tld $ising the ULP SUPL INIT message. The messag&ains
the intended positioning method.

Note: the WAP-PPG/SMSC network element is only lagd if OMA Push or MT SMS is used for deliverirgetULP
SUPL INIT message to the SET.

F. When the ULP SUPL INIT is received by the SET il wstablish a secure connection to the H-SLP.

G. The SET then sends a ULP SUPL POS INIT messadarioaspositioning session with the H-SLP. The sage
contains the SET capabilities.

H. The H-SLP then tunnels the ULP SUPL POS INIT messadhe V-SLP.

I.  The V-SLP then determines the positioning methatiexthanges several successive ULP SUPL POS massage
tunneled over RLP via the H-SLP. These messag#saioathe used positioning protocol (e.g., RRLP(RR
TIA-801) as needed to determine the position.

J.  When the position calculation is complete the V-SigRds the ULP SUPL END message towards the SET,
tunneled over RLP via the H-SLP.

K. The H-SLP forwards the ULP SUPL END to the SET infing it that the SUPL Session is finished. Th& $iten
releases the secure connection to the H-SLP.

L. When the position calculation is complete the H-SERds an RLP SRLIA message to the R-SLP. Thisages
contains the position estimate.

M. The R-SLP sends an MLP SLIA message to the SUPIn#AgEhis message contains the position estimate.
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5.4.9 Network Initiated flows — Roaming Non Proxy M ode with H-SPC
Positioning — Immediate Service
SUPL WAP-PPG Target
Agent R-SLP V-SLP H-SLC H-SPC SMSC SET
Home SLP
A MLP SLIR
RLP SRLIR
B -
Internal Initialization
C - — — — — P
ULP SUPL INIT
D - L
E Data connection
setup
. e ULP SUPL AUTH REQ
Internal Communication
G - — — — — ULP SUPL AUTH RESP >
ULP SUPL POS INIT
H -t
Internal Communication
I - — — — — P
J RLP SRLIR
RLP SRLIA
K
Internal Communication
L - ———
M ULP SUPL POS
ULP SUPL END
N -
Internal Communication
0 - ———— P
p - RLP SRLIA
a MLP SLIA
Figure 15: NW Initiated Roaming Successful Case —dh-Proxy Mode with H-SPC
A. A SUPL Agent issues an MLP SLIR message to the R:SL

The R-SLP then forwards the location request tdH#&_C of the target subscriber, using an RLP SRLTRe
message contains the requested QoP.
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C. The H-SLC informs the H-SPC of the pending SUPLitpmsng session.

D. The H-SLC initiates the location session with tlEl Sising the ULP SUPL INIT message. The messaggains
the intended positioning method.

Note: the WAP-PPG/SMSC network element is only lngd if OMA Push or MT SMS is used for deliverirgetULP
SUPL INIT message to the SET.

E. When the ULP SUPL INIT is received by the SET itl @stablish a secure connection to the H-SLC.
F. The SET sends a ULP SUPL AUTH REQ message to tB&El-

G. The H-SLC creates a key to be used for mutual HfSET authentication. The H-SLC forwards the kethi H-
SPC and returns a ULP SUPL AUTH RESP message tBHEfe

H. The SET then sends a SUPL POS INIT message toasparitioning session with the H-SPC. The message
contains the SET capabilities.

I.  The H-SPC informs the H-SLC that the target SETdwablished the session and informs the H-SLGf t
location id.

J. The H-SLC sends an RLP SRLIR to the V-SLP to deireera coarse position for further exchange of ULAPE
POS messages between SET and H-SPC.

K. The V-SLP returns a RLP SRLIA. This message casttie position result (e.g., coarse position faBRS
positioning).

The H-SLC informs the H-SPC of the initial position

<

The H-SPC then determines the positioning methadesixchanges several successive ULP SUPL POS message
These messages contain the used positioning platessages (e.g., RRLP, RRC, TIA-801) as needed to
determine the position.

When the position calculation is complete the H-Se@ds the ULP SUPL END message to the SET.
The H-SPC informs the H-SLC that the positioninggadure is completed and returns the position tresul

The H-SLC sends an RLP SRLIA message to the R-Sltis message contains the position estimate.

O T O Zz

The R-SLP sends an MLP SLIA message to the SUPIn#AgEhis message contains the position estimate.
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5.4.10 Network Initiated flows — Roaming Non Proxy

Positioning — Immediate Service

SUPL
Agent

Mode with V-SPC

WAP-PPG Target
R-SLP H-SLP V-SLC V-SPC SMSC SET
V-SLP
MLP SLIR
RLP SRLIR
RLP-SSRLIR (ULP SUPL START)
—>
Internal Initialization
RLP-SSRLIA (ULP SUPL RESPONSE)
ULP SUPL INIT
-
Data connection
setup
ULP SUPL AUTH REQ
- |
RLP-SSRP (AUTH RESP) Internal Communication
—><_ —_—_———
ULP SUPL AUTH RESP
‘ .
Internal Communication ULP SUPL POS INIT
- — — — — P
ULP SUPL POS
\
ULP SUPL END
.
Internal Communication
RLP-SSRP (ULP SUPL END)
——————
RLP SRLIA
MLP SLIA

Figure 16: NW Initiated Roaming Successful Case —dh-Proxy Mode with V-SPC

A. A SUPL Agent issues an MLP SLIR to the R-SLP.

The R-SLP then forwards the location request tdH##_P of the target subscriber, using an RLP SRLTRe
message contains the requested QoP.

C. The H-SLP then decides that the V-SPC will provadeistance data or perform the position calculatibme H-
SLP sends an RLP SSRLIR to the V-SLC to inform\th8LC that the target SET will initiate a SUPL pasiing
procedure.
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The V-SLC informs the V-SPC of an incoming SUPLIifioring session.
The V-SLC returns an RLP SSRLIA. The message awtae requested positioning method.

The H-SLP initiates the location session with tE $ising the ULP SUPL INIT message. The messagtats
the address of the V-SPC.

Note: the WAP-PPG/SMS-C network element is onlyiugd if OMA Push or MT SMS is used for deliveritige ULP
SUPL INIT message to the SET.

G.
H.

O T O Zz

When the SUPL INIT is received by the SET it wat&blish a secure connection to the H-SLP.
The SET sends a ULP SUPL AUTH REQ message to tB&P-

The H-SLP creates a key to be used for mutual V/SET authentication. The H-SLP forwards the ketheoV-
SLC through an RLP SSRP message. The V-SLC fosvhe key to the V-SPC through internal communicati

The H-SLP returns a ULP SUPL AUTH RESP to the SET.

The SET establishes a secure IP connection to t8B®. The SET sends a ULP SUPL POS INIT messagfaro
a SUPL positioning session with the V-SPC. The mgssontains the SET capabilities. The SET resetime
secure IP connection to the H-SLP. The V-SPC infotime V-SLC that the positioning procedure is sthrt

The V-SPC determines the positioning method antaxges several successive positioning procedursages
(e.g., RRLP, RRC, TIA-801) with the SET as neededdtermine the position.

When the position calculation is complete the V-S@@ds the ULP SUPL END message. The SET theasese
the secure IP connection to the V-SPC.

The V-SPC informs the V-SLC that the positioninggedure is completed and returns the positiontesul
The V-SLC sends a RLP SSRP message to the H-ShR.nTessage contains the position estimate.
The H-SLP sends an RLP SRLIA message to the R-Slts message contains the position estimate.

The R-SLP sends an MLP SLIA message to the SUPIn#AgEhis message contains the position estimate.
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5.4.11 Historical Positions

SUPL WAP-PPG Target
Agent H-SLP SMSC SET
MLP HLIR
A
ULP SUPL INIT
B - L
c Data Connection
Setup
ULP SUPL REPORT
D g
MLP HLIA
E =

Figure 17: Retrieval of Historical Position Gatherng — Non-Roaming Proxy Mode

A. The SUPL Agent issues an MLP HLIR message to tI&lR; which may contain selection criteria such a®Q
positioning methods.

B. The H-SLP initiates the retrieval of historical fimns with the SET using the ULP SUPL INIT messadée ULP
SUPL INIT message contains criteria for selectitoges! historical position estimates and/or storgtbeced
cell/sector measurements.

Note: the WAP-PPG/SMS-C network element is onlyiugd if OMA Push or MT SMS is used for deliveritige ULP
SUPL INIT message to the SET.

C. When the ULP SUPL INIT is received by the SET ill wstablish a secure data connection to the H-SLP.

D. The SET selects historical position estimates artd&toric enhanced cell/sector measurements amtksbe
positions and/or measurements in a ULP SUPL REP@BIsage to the H-SLP.

E. The H-SLP reports the historical position estimabethe SUPL Agent in a MLP HLIA message.
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5.4.12 SET-Initiated Request for Transfer of Locati on to a Third party

SUPL
H-SLP Agent/Target
SET
A Data Connection
Setup
ULP SUPL START
B -
ULP SUPL RESPONSE
Cc L
ULP SUPL POS INIT
D -
E ULP SUPL POS
ULP SUPL END
F >
G Loc_ation
delivery
\

Figure 18: SET Initiated Request for Transfer of Lacation to a Third party

A. The SUPL Agent on the SET receives a request frorgpalication running on the SET for transfer af 8ET's
location to a third party. The Target SET estdilasa secure connection to the H-SLP.

B. The SUPL Agent on the Target SET sends a ULP SURART message to start a positioning session wigh-th
SLP. The message contains the SET capabilitiekidimg the supported positioning methods, locaiitamtifier
and third party identity.

C. The H-SLP responds with the ULP SUPL RESPONSE ngesathe SET. The message contains the posigonin
method determined by the H-SLP.

D. The SET sends a ULP SUPL POS INIT message to t8&MP- The message contains the SET capabilities,
including the supported positioning methods, amation identifier.

E. The SET and the H-SLP may exchange several sueegsssitioning procedure messages. The H-SLPeoSHIT
calculates the position depending on positionirigutation mode (SET-based or SET-assisted).

F. The H-SLP sends the ULP SUPL END message to thgeT&ET informing it that no further positioningppedure
will be started and that the session is ended. SHE then releases the secure connection.

G. The H-SLP delivers the SET location informatiorite third party
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5.5 Llp Reference Point Flows

The flows shown in this chapter show the Llp irded message exchange. The flows can be dividedwotacenarios:
Network initiated and SET initiated. Only the siadjix successful non-roaming scenarios are showaning and triggered
scenarios are not presented here since they foHevgame architectural concept.

A Network initiated flow occurs when the positiogiis requested by an SUPL Agent in the network.
A SET initiated flow occurs when the positioningésjuested by the SET.

A high level description is given below by showiagypical flow for each scenario. These flows atended to illustrate
basic concepts and are not an exhaustive lists@fiews are only illustrative. Refer to [OMA ILRjr detailed flows.

5.5.1  SET Initiated Proxy Mode flows — Non-Roaming

Target
H-SLC H-SPC SET
A Data Connection
Setup
ULP SUPL START

B -t
c ILP PREQ >

ILP PRES
D -

ULP SUPL RESPONSE
E >
ULP SUPL POS INIT

F et

ILP PINIT
G >

ILP PMESS (RRLP/RRC/

H TIA-801) ULP SUPL POS

ILP PEND
| -t

ULP SUPL END

J ‘ -

Figure 19: SET Initiated Non-Roaming Proxy Mode flav with LIp Interface

A. The SUPL Agent on the SET receives a request fsitipn from an application running on the SET. BieT
establishes secure connection to the H-SLC.
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B. The SET sends a ULP SUPL START message to stasPd Session with the H-SLP. The ULP SUPL START
message contains SET capabilities and locatiortifoen

C. The H-SLC requests service from the H-SPC. It MAY0 request location information not meeting@uod, but
giving a coarse approximation of the position, lbase information received in the ULP SUPL START sege.

D. The H-SPC responds to the service request frorhlt8&C. It MAY also contain location information imeeting
the QoP, but giving a coarse approximation of th&tfpn, based on information received in the ULLPE
START message.

E. The H-SLC sends a ULP SUPL RESPONSE message 8Bhe The message contains the requested posiionin
method and QoP. It MAY also contain location imf@tion not meeting the QoP, but giving a coarse
approximation of the position, based on informatieceived in the ULP SUPL START message.

F. The SET sends a ULP SUPL POS INIT message tosstasitioning session with the H-SLP. The message
contains the SET capabilities and location idestifi

G. The H-SLC sends an ILP PINIT message to the H-SPart the SUPL POS session.

H. The H-SPC determines the positioning method andgegin a SUPL POS session with the SET. Theteby t
positioning payload (RRLP/RRC/TIA-801) is transéatbetween the H-SPC and the H-SLC using ILP PMESS
messages, and between the H-SLC and the SET usiRg BOS messages.

I.  When the position calculation is complete the H-S@ds an ILP PEND message to the H-SLC.

J. The H-SLC sends a ULP SUPL END message to the SIEE.SET then releases the secure connection td-the
SLC.
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5.5.2

SET Initiated Non-Proxy Mode flows — Non-Roam ing

Target
H-SLC H-SPC SET
A Data Connection
Setup
ULP SUPL START
B et
c ILP PREQ >
ILP PRES
D -t
ULP SUPL RESPONSE
E >
E ULP SUPL POS INIT
G ULP SUPL POS
y ULP SUPL END
ILP PEND
| et

Figure 20: SET Initiated Non-Roaming Non-Proxy Modeflow with Llp Interface

The SUPL Agent on the SET receives a request fsitipo from an application running on the SET. BT
establishes secure connection to the H-SLC.

The SET sends a ULP SUPL START message to stasPd Session with the H-SLP. The ULP SUPL START
message contains SET capabilities and locatiortifobn

The H-SLC requests service from the H-SPC. It M&%0 request location information not meeting thd(but
giving a coarse approximation of the position, lbase information received in the ULP SUPL START sege.

The H-SPC responds to the service request froral#B&C. It MAY also contain location information hmeeting
the QoP, but giving a coarse approximation of thstfpn, based on information received in the ULFPE
START message.

The H-SLC sends a ULP SUPL RESPONSE message 88he The message contains the requested posiionin
method, the H-SPC address and the QoP, and thi keyused for mutual SET/H-SPC authenticatione Th
message MAY also contain location information neteting the QoP, but giving a coarse approximatich®
position, based on information received in the I BIPPL START message. The SET then releases thessecu
connection to the H-SLC.
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F. The SET establishes a secure connection to theEeSkg the key received from the H-SLC. The SE&fids a
ULP SUPL POS INIT message to start a positionirsgiea with the H-SPC. The message contains the SET
capabilities and location identifier.

G. The H-SPC determines the positioning method antanges several successive ULP SUPL POS messages wit
the SET, containing the used positioning prototcel,(RRLP, RRC, TIA-801), as needed to determirgeposition.

H. When the position calculation is complete, the HESends a ULP SUPL END message to the SET. The ULP
SUPL END message is to inform the SET that the SBP4sion is finished. The SET then releases these
connection to the H-SPC.

I.  The H-SPC informs the H-SLC about the end of th®58ession.

5.5.3  Network Initiated Proxy Mode flows — Non-Roam ing

SUPL WAP-PPG Target
Agent s A S SMSC SET
A MLP SLIR
B ILP PREQ
c ILP PRES
ULP SUPL INIT
D - -
E Data Connection
Setup
ULP SUPL POS INIT
F -
ILP PINIT
G
ILP PMESS (RRLP/
H RRC/TIA-801) ULP SUPL POS
| ILP PEND
ULP SUPL END
J L
K MLP SLIA

Figure 21: NW Initiated Non-Roaming Proxy Mode flowwith Llp Interface

SUPL Agent issues an MLP SLIR message to the H-SLC.
The H-SLC requests service from the H-SPC.

The H-SPC responds to the service request froralt8&C.

o 0w »

The H-SLC initiates the SUPL Session with the SEEénding a ULP SUPL INIT message. The messagmiosn
requested positioning method and QoP.
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Note: the WAP-PPG/SMS-C network element is onlyiugd if OMA Push or MT SMS is used for deliveritige ULP
SUPL INIT message to the SET.

E.
F.

When the ULP SUPL INIT is received by the SET ili wstablish a secure connection to the H-SLC.

The SET sends a ULP SUPL POS INIT message tosstassitioning session with the H-SLP. The message
contains the SET capabilities and location idestifi

The H-SLC sends an ILP PINIT message to the H-SPart the SUPL POS session.

The H-SPC determines the positioning method andgegyin a SUPL POS session with the SET. Theheby t
positioning payload (RRLP/RRC/TIA-801) is transéatbetween the H-SPC and the H-SLC using ILP PMESS
messages, and between the H-SLC and the SET usiRg BOS messages.

When the position calculation is complete the H-Se@ids an ILP PEND message to the H-SLC includiag t
position estimate.

The H-SLC sends a ULP SUPL END message to the SEBE. SET then releases the secure connection td-the
SLC.

The H-SLC sends the position estimate back to theLSAgent by means of an MLP SLIA.
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5.5.4  Network Initiated Non-Proxy Mode flows — Non-  Roaming
SUPL WAP-PPG Target
Agent =l H-SPC SMSC SET

MLP SLIR
A
5 ILP PREQ
ILP PRES
C
ULP SUPL INIT
D > >
E Data Connection
Setup
. < ULP SUPL AUTH REQ
ILP PAUTH
G
ULP SUPL AUTH RES
H L
ULP SUPL POS INIT
I -
J ULP SUPL POS
ULP SUPL END
K ‘ -
] ILP PEND
" MLP SLIA

Figure 22: NW Initiated Non-Roaming Non-Proxy Modeflow with Llp Interface

o0 w »

SUPL Agent issues an MLP SLIR message to the H-SLC.
The H-SLC requests service from the H-SPC.

The H-SPC responds to the service request frorhltB&C.

requested positioning method and QoP.
Note: the WAP-PPG/SMS-C network element is onlyiugd if OMA Push or MT SMS is used for deliveritige ULP

SUPL INIT message to the SET.

The H-SLC initiates the SUPL Session with the SEBénding a ULP SUPL INIT message. The messagaiosn

E. When the ULP SUPL INIT is received by the SET il wstablish a secure connection to the H-SLC.

F. For authentication purposed, the SET sends a UUPLSAUTH REQ message to the H-SLC.

G. The H-SLC generates an authentication key tharits to the H-SPC.
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H. The H-SLC responds with a ULP SUPL AUTH RES messadeding the authentication keys required for SET
communication with the H-SPC.

I. The SET sends a ULP SUPL POS INIT message toastausitioning session with the H-SPC. The message
contains the SET capabilities and location idestifi

J. The H-SPC determines the positioning method antanges several successive ULP SUPL POS messages wit
the SET, containing the used positioning prototcel,(RRLP, RRC, TIA-801), as needed to determirgeposition.

K. When the position calculation is complete, the HESi@nds a ULP SUPL END message to the SET. The ULP
SUPL END message is to inform the SET that the SBP4sion is finished.

The H-SPC informs the H-SLC about the end of th€58ession and includes the position estimate.

M. The H-SLC sends the position estimate to the SUB&nAIn an MLP SLIA.
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OMA-LOC-2006-0052-SUPL-2.0-AD-proposal-based-on-&t1P0-AD

Editorial changes in Section A.2 (replaced “<cutnersion>* with “2.0” and
reference to incorporate CR on 4 Jan. 2006).

7 Mar 2006 5.4.1;5.4.2

Incorporated the followapproved CR:
OMA-LOC-2005-0462R02- CR-SUPL-2.0 AD-Enhanced-MOgRest-
to-Locate-another-SET
OMA-LOC-2006-0009R02-CR-SUPL-2_0-AD-Periodic-Triggd-
Services-for-NI-Proxy
OMA-LOC-2006-0010R01-CR-SUPL-2_0-AD-Periodic-Triggd-
Services-for-SI-Proxy
OMA-LOC-2006-0011R02-CR-SUPL-2_0-AD-Periodic-Triggd-
Services-for-NI-Non-Proxy
OMA-LOC-2006-0012R01-CR-SUPL-2_0-AD-Periodic-Triggd-
Services-for-SI-Non-Proxy
OMA-LOC-2006-0013R01-CR-SUPL-2_0-AD-Area-Event-Tgaged-
Services-for-NI-Proxy
OMA-LOC-2006-0014R01-CR-SUPL-2_0-AD-Area-Event-Tgeged-
Services-for-SlI-Proxy
OMA-LOC-2006-0015R01-CR-SUPL-2_0-AD-Area-Event-Tgaged-
Services-for-NI-Non-Proxy
OMA-LOC-2006-0016R01-CR-SUPL-2_0-AD-Area-Event-Tgaged-
Services-for-SI-Non-Proxy
OMA-LOC-2006-0022R02-CR-
SUPL_2_0_AD_Notification_based_on_current_locatfmoxy_mode
OMA-LOC-2006-0024R02-CR-
SUPL_2_0_AD_Transfer_location_third_party
OMA-LOC-2006-0027R02-CR-SUPL-2_0-AD-Periodic_Locati
another-SET
OMA-LOC-2006-0058-CR-SUPL-2.0-AD-Bug-fix-for-
SUPL_SET_INIT-message

12 Jun 2006 |3.3;5.2;5.2.2;

5.2.3.1.1 (new);
5.2.3.1.2 (new);
5.3.1.1;5.3.1.2;
5.3.1.3;5.3.1.4;

54,54.1;54.2

Incorporated the following approved CRs:

OMA-LOC-2006-0030R03-CR-SUPL-2_0-AD-Emergency-SLP-
Architecture

OMA-LOC-2006-0095R01-CR-SUPL_AD_2_0_HighLevelFlows
OMA-LOC-2006-0103-CR-SUPL-2.0-AD-Remove-Call-Flows

Editorial changes in Section 5.3.1.2 (replaced Ifshéth “SHALL").
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19 Jun 2006 |5.2; Incorporated the following approved CRs:
5.3.3.2 (new); =  OMA-LOC-2006-0122R01-CR-SUPL-2_0-AD-Open-SLC-to-SPC
5.3.3.2.1 (new); Interface-Architecture
53322(new) | . OMA-LOC-2006-0127R04-CR-SUPL-2_0-AD-SLC-SPC-Intesa
Keep-Alive-message
22 Aug 2006 | Appendix B, Incorporated the following approved CRs:
53.3.21;54.11 « OMA-LOC-2006-0191-CR_Deletion_of Timer_section_ime tAD
g'i'i'ij 2.431:14_3, »  OMA-LOC-2006-0261-CR_SUPL 2 0_AD_LIp_message_PLEND
5321.5322 | * OMA-LOC-2006-0216R03-
53235, 4.1_5; CR_SUPL2_0_AD_High_Level_Flows_Roaming_Proxy_V_SLP
5.4.1:5.4.3; =  OMA-LOC-2006-0217R02-
5.4.4:5.4.1.6; CR_SUPL2_0_AD_High_Level_Flows_Roaming_Proxy H_SLP
5.5.1:5.5.2; =  OMA-LOC-2006-0219R01-
55.3:5.54;55 CR_SUPL2_0_AD_High_Level_Flows_Roaming_Non_ProxySHC
=  OMA-LOC-2006-0220R01-
CR_SUPL2_0_AD_High_Level_Flows_Roaming_Non_ProxySPC
=  OMA-LOC-2006-0250R02-CR_SUPL_2.0_AD_Support_A _GNSS
=  OMA-LOC-2006-0270R01-CR_SUPL_2_0_AD_High_Level_Fiow
_Periodic_Trigger_Network_Initiated_Proxy_mode_NBpnaming
=  OMA-LOC-2006-0271R02-CR_SUPL_AD_2.0_High_Level Fow
_Non_Proxy_mode
=  OMA-LOC-2006-0272R01-
CR_SUPL2_0_AD_High_Level Flows_Area_event_triggdr toxy No
n_roaming
=  OMA-LOC-2006-0273R01-
CR_SUPL_AD_2.0_High_Level_LIp_Flows_non_roaming
26 Oct 2006 |5.3.3.1.1; Incorporated the following approved CRs:
5.3312;5332 «  OMA-LOC-2006-0330-
5.3.3.2.1; CR_AD_V2_0_Lup_Interface_Logical _Function_Descrpti
53322 «  OMA-LOC-2006-0331-
CR_AD_V2_0_Decouple_ULP_SPC_In_Proxy_Mode
20 Nov 2006 | 5.4.1 Incorporated the following apg@¥Rs:
. OMA-LOC-2006-0395R01-CR_AD_V2_0_Two steps locatiequest—
Proxy mode—SET Initiated
21 Dec 2006 |5.4.2,5.5.1, Incorporated the following approved CRs:
552,553,554 «  OMA-LOC-2006-0417-CR_AD_V2_0_ ILP message flow eations
. OMA-LOC-2006-0446-CR_AD_V2_0_Intermediate use cdise
location information_SET Initiated_Non-Proxy mode
. OMA-LOC-2006-0449-CR_AD_V2_0_Intermediate use cdise
location information_SET Initiated_Proxy mode wiitlp Interface
. OMA-LOC-2006-0450-CR_AD_V2_0_Intermediate use cdrse
location information_SET Initiated_Non-Proxy modghaLlp Interface
21 Jan 2007 4.2 (ALL), 5.2 Incorporated the follograpproved CRs:
=  OMA-LOC-2007- 0002-
CR_SUPL2_0_AD_architecture_diagram_update
. OMA-LOC-2007-0004R1-CR_SUPL2_0_AD_replace_secusiégtion
9 Feb 2007 |[2.1,3.3,5.2, Incorporated the following approved CRs:
5.2.1,5.2.2, *=  OMA-LOC-2007-003R02-CR_SUPL2_0_AD_SIP_Push
5.2.3.4,53.1.2
7 May 2007 5.45,5.4.6 Incorporated the followapgproved CRs:

= OMA-LOC-2007-0102-CR_SUPL2_0_AD_Historical_Locatiglow
= OMA-LOC-2007-0103R01-CR_SUPL2_0_AD_SET to_SET_flow
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12 June 20071, 2.1, 2.2, 3.1, 4} Incorporated the following approved CRs:
5.1,5.2.33, = OMA-LOC-2007-0105R01-
53.1.2,5323, CR_SUPL2_0_AD_Intermediate_Location_changes
5.3.3.1.1, *  OMA-LOC-2007-189R01-CR_SUPL2_0_AD positioning ! for
5.3.3.1.254.2, WLAN
5.4.3,5.4.4, .
5.4.5,5.4.6, . OMA-LOC-2007-192-CR_ SUPL2_0_AD service managemesssages
5.4.7,5.4.38, - OMA-LOC-2007-193-CR_ SUPL2_0_AD positioning detemation
5.4.9,5.4.10, messages
5.4.11,5.4.12, *  OMA-LOC-2007-0198-CR_SUPL2_0_AD_SUPL_INIT_transport

55.1,55.2,5.5. Incorporated the SUPL2_0 AD changes in:
=  OMA-LOC-2007-196- CR_SUPL_2_0_ADDR_Update
31 Aug 2007 |5.2,5.2.1.1, 5.3, | Incorporated the following approved CR:

5.3.1.2 = OMA-LOC-2007-0063R04-
CR_SUPL_2_0_AD_Emergency_Service_SUPL_POS_Over_SIP
14 Dec 2007 (4.2.1,4.2.2, Incorporated the following approved CRs:
4.2.3,5.3.1.2, = OMA-LOC-2007-0340-SUPL-2.0-AD-Clarifing 3GPP and BE2 usage
5313 in the AD

. OMA-LOC-2007-0358-CR_SUPL2_0_AD_security_considierat

= OMA-LOC-2007-0455-CR_SUPL_2.0_AD_Fix_for_CONRR B&1
B32

Incorporated the accepted AD comments from the SREIBICONRR:
=  OMA-CONRR-SUPL-V2_0-20071211
18 Mar 2008 | 2.1, 3.2, 4, 4.1, 5, Incorporated the following approved CRs:

5.1,5.2,5.2.2, = OMA-LOC-2008-0006R01-CR_SUPL_2_0_AD_ConrB055-
5.2.32,5.2.34, 057_MLPRLP_Versions

ggfg 2431;,2 «  OMA-LOC-2008-0007R01-

5'4'4'5’4'5' ' CR_SUPL_2_0_AD_ConrrB089_SuplinitTransport

546 547 = OMA-LOC-2008-0079-

548 549 CR_SUPL_2_0_AD_Conrr_B002_More_Definitions_TCS
5.4.10,5.4.11, = OMA-LOC-2008-0080-

5.5.3,554 CR_SUPL_2_0_AD_Conrr_B070_B071_3GPP2_Note_TCS

= OMA-LOC-2008-0110-CR_SUPL_2_0_Reference WAP
= OMA-LOC-2008-0117R03-CR_SUPL2_0_AD_UMB
= OMA-LOC-2008-0127R01-CR_SUPL2_0_AD_LTE

=  OMA-LOC-2008-0149-
CR_SUPL2_0_AD_CONRR_B072_SUPL_Trigger_Function

*  OMA-LOC-2008-0170-CR_SUPL_2.0_AD_CONRR_B144 B_146

. OMA-LOC-2008-0185-CR_SUPL2_0_AD_CONRR_B123

17 April 2008 | 2.1, 3.2, 3.3, 4.1 Incorporated the following approved CRs:

53.12,53.18,| « OMA-LOC-2008-0211R01-CR_SUPL_2_0_AD_SET_Definition

gfl:?: g:i:g: »  OMA-LOC-2008-0221-CR_SUPL2_0_AD_Editorial_Change

5.4.9,5.4.10 =  OMA-LOC-2008-0248R01-CR_SUPL2_0_AD_Editorial_change

=  OMA-LOC-2008-0259-CR_SUPL_Remove_Unused_Reference

. OMA-LOC-2008-0262-CR_SULP2.0_AD_CONRR_B090

=  OMA-LOC-2008-0264-CR_SULP2.0_AD_CONRR_B095

. OMA-LOC-2008-0265-CR_SULP2.0_AD_CONRR_B097

. OMA-LOC-2008-0266-CR_SULP2.0_AD_CONRR_B101

30 April 2008 | 3.3 Incorporated the following appedvCRs:
L] OMA-LOC-2008-0248R01-CR_SUPL2_0_AD_Editoridlange
21 May 2008 | 5.2 Incorporated the following approGRs:

= OMA-LOC-2008-0080-
CR_SUPL_2_0_AD_Conrr_B070_B071_3GPP2_Note_TCS

= OMA-LOC-2008-0307-CR_SUPL_2_0_AD_ConRR__302_A0080%\(

Candidate Version: 27 Jun 2008 n/a Status changed to Candidate by TP

OMA-AD-SUPL-V2_0 TP ref#: OMA-TP-2008-0251-INP_SUPL_V2.0_ERP_for_@date_Approval
Draft version: 02 Apr 2009 | 5.3.1.8 Incorporated CRs:

OMA-AD-SUPL-V2_0 OMA-LOC-2008-0497R05

OMA-LOC-2009-0011
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12 Nov 2009 | 4.1 Incorporated CRs:
=  OMA-LOC-2009-0295R01-
CR_SUPL2_0_AD_SLP_Communication_Modes
=  OMA-LOC-2009-0296-
CR_SLP_Communication_Modes_modified_version
16 Nov 2009 | 4.1 Incorporated CRs:
¢ OMA-LOC-2009-0303-CR_SUPL2_0_AD_Inconsistency_Madifion
Candidate Version: 08 Dec 2009 | n/a Status changed to Candidate by TP
OMA-AD-SUPL-V2_0 TP ref#: OMA-TP-2009-0538R02-
INP_SUPL_2.0_ERP_for_Candidate_re_approval
Draft Version: 15 Feb 2011 |2.1,3.2,5.3.1.8,] Incorporated CRs:
OMA-AD-SUPL-V2_0 531825321 « OMA-LOC-2011-0015R02-CR_SUPL2_0_AD_Fixes
= OMA-LOC-2011-0035-CR_SUPL2_0_AD_SUPL_Agent
Candidate Version: 27 May 2011 | n/a Status changed to Candidate by TP
OMA-AD-SUPL-V2_0 TP ref#: OMA-TP-2011-0179-INP_SUPL_V2_0_ERP_for_ifcation
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