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Foreword

This Technical Specification has been produced by the Location Interoperability Forum (LIF).

The contents of the present document are subject to continuing work within the WG and may change following formal LIF approval. Should the WG modify the contents of the present document, it will be re-released by the WG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to WG for information;

2
presented to WG for approval;

3
or greater indicates WG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document specifies the Test Suites to test LCS procedures for interoperability purposes in GSM. The specification covers all relevant interfaces according LCS feature defined in 3GPP TS 03.71 [6] precluding the Um interface and Le interface tests.  Moreover, this specification covers Layer 3 tests only.  It is assumed that lower layer tests such as SS7 based layers 1 and 2 are covered elsewhere.

The ISO standards for the methodology of conformance testing are used as the basis for the test specifications.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
GSM 01.04: "Digital cellular telecommunications system (Phase 2+); Abbreviations and acronyms".

[2]
GSM 02.71: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Service description; Stage 1".

[3]
GSM 03.07: "Digital cellular telecommunications system (Phase 2+); Restoration Procedures".

[4]
GSM 03.41: "Digital cellular telecommunication system (Phase 2+); Technical realization of Short Message Service Cell Broadcast (SMSCB)".

[5]
GSM 03.49: "Digital cellular telecommunication system (Phase 2+); Example protocol stacks for interconnecting Cell Broadcast Centre (CBC) and Mobile-services Switching Centre (MSC)".

[6]
GSM 03.71: "Digital cellular telecommunications system (Phase 2+); Location Services, Functional description – stage 2".

[7]
GSM 03.78:
"Digital cellular telecommunications system (Phase 2+); Customized Application for Mobile network Enhanced Logic (CAMEL) Phase 3; Stage 3".

[8]
GSM 04.06: "Digital cellular telecommunications system (Phase 2+); Mobile Station - Base Station System (MS - BSS) interface Data Link (DL) layer specification".

[9]
GSM 04.08: "Digital cellular telecommunications system (Phase 2+); Mobile radio interface layer 3 specification".

[10]
GSM 04.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Mobile Station (MS) – Serving Mobile Location Center (SMLC); Radio Resource LCS Protocol (RRLP)".

[11]
GSM 04.71: "Digital cellular telecommunications system (Phase 2+); Mobile radio interface layer 3 Location Services (LCS) specification".

[12]
GSM 08.08: "Digital cellular telecommunications system (Phase 2+); Mobile-services Switching Centre – Base Station System (MSC-BSS) interface; Layer 3 specification".

[13]
GSM 08.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Serving Mobile Location Center (SMLC) – Serving Mobile Location Center (SMLC); SMLC Peer Protocol (SMLCPP)".

[14]
GSM 08.58: "Digital cellular telecommunications system (Phase 2+); Base Station Controller - Base Transceiver Station (BSC - BTS) interface; Layer 3 specification".

[154]
GSM 08.71: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Serving Mobile Location Center – Base Station Subsystem (SMLC-BSS) interface Layer 3 specification".

[16]
GSM 09.02: "Digital cellular telecommunications system (Phase 2+); Mobile Application Part (MAP) specification".

[17]
GSM 09.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS); Base Station System Application Part LCS Extension (BSSAP-LE)".

[18]
3GPP TS 51.010-1: “Conformance Specification”

[19]
CCITT Recommendations I.130: "General modelling methods – Method for the characterisation of telecommunication services supported by an ISDN and network capabilities of an ISDN".

[20]
CCITT Recommendation Q.65: "Methodology – Stage 2 of the method for the characterization of services supported by an ISDN".

[21]
TIA/EIA/IS-J-STD-036 – Enhanced Wireless 9-1-1 Phase II, August 2000.

[22]
3GPP TS 23.032: “Universal Geographical Area Description (GAD)”

[23]
LIF TD ITG0021: “The challenge with
Interoperability in LCS”

[24]
LIF TS 101: “Mobile Location Protocol Specification”

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document the following terms and definitions apply and the terms and definitions given in 3GPP TS 01.04 [1]

LCS (LoCation Services): LCS is a service concept in system standardisation. LCS specifies all the necessary network elements and entities, their functionality, interfaces, as well as communication messages, due to implement the positioning functionality in a cellular network. Note that LCS does not specify any location based (value added) services except locating of emergency calls

LCS Client: a software and/or hardware entity that interacts with a LCS Server for the purpose of obtaining location information for one or more Mobile Stations. LCS Clients subscribe to LCS in order to obtain location information. LCS Clients may or may not interact with human users. The LCS Client is responsible for formatting and presenting data and managing the user interface (dialogue). The LCS Client may reside in the Mobile Station (MS)

LCS Server: a software and/or hardware entity offering LCS capabilities. The LCS Server accepts requests, services requests, and sends back responses to the received requests. The LCS server consists of LCS components, which are distributed to one or more PLMN and/or service provider

Location Estimate: the geographic location of an MS and/or valid Mobile Equipment (ME), expressed in latitude and longitude data. The Location Estimate shall be represented in a well-defined universal format. Translation from this universal format to another geographic location system may be supported, although the details are considered outside the scope of the primitive services

Mobile Assisted positioning: any mobile centric positioning method (e.g. E-OTD, GPS) in which the MS provides position measurements to the network for computation of a location estimate by the network. The network may provide assistance data to the MS to enable position measurements and/or improve measurement performance
Mobile Based positioning: any mobile centric positioning method (e.g. E-OTD, GPS) in which the MS performs both position measurements and computation of a location estimate and where assistance data useful or essential to one or both of these functions is provided to the MS by the network. Position methods where an MS performs measurements and location computation without network assistance data are not considered within this category
Mobile Station: the mobile station (MS) consists of Mobile or User Equipment (ME or MS) with a valid SIM or USIM attached. 

Positioning (/location detecting): positioning is a functionality, which detects a geographical location (of e.g. a mobile terminal)

Positioning technology (/locating technology): a technology or system concept including the specifications of RF interfaces, data types, etc. to process the estimation of a geographical location, e.g. GPS and E-OTD 

Radio Interface Timing: Comprise Absolute Time Differences (ATDs) or Real Time Differences (RTDs) of the signals transmitted by Base Stations, where timing differences are measured relative to either some absolute time difference (ATD) or the signals of another Base Station (RTD).

RRLP pseudo-segmentation: The use of several RRLP data messages to deliver a large amount of assistance data
Target MS: the Mobile Station being positioned

Type A LMU: accessed exclusively over the air interface (Um interface): there is no wired connection to any other network element. 

Type B LMU: is accessed over the Abis interface from a BSC. The LMU may be either a standalone network element addressed using some pseudo-cell ID or connected to or integrated in a BTS.  Note, Abis interface is beyond the scope of this document. 

3.2
Abbreviations

For the purposes of the present document, the  abbreviations given in 3GPP TS 01.04 apply.

2G-
Second Generation

A
Interface between GERAN BSS and MSC

A-GPS
Assisted GPS

ATD
Absolute Time Difference

BSSLAP
Base Station System Application Part

BSSAP-LE
Base Station System Application Part LCS Extension

CBC-BSC
Interface between CBC and BSC

CBC-SMLC
Interface between CBC and SMLC

D-GPS
Differential GPS

E-OTD
Enhanced Observed Time Difference

Lb
Interface between  SMLC and BSC

RIT
Radio Interface Timing

RRLP
Radio Resource Link Protocol

RTD
Real Time Difference

SMSCB

Short Message Service Cell Broadcast

SMLCPP
Serving Mobile Location Center Peer Protocol

TA
Timing Advance

UDT
SCCP Unitdata message

UTC
Universal Coordinated Time

4
Main concepts

A general description of location services to be tested and the service requirements is given in the specification 3GPP TS 02.71 [2]. By measuring radio signals the capability to determine the geographic location of the mobile station (MS) shall be provided. The location information may be requested by and reported to a client (application) associated with the MS, or by a client within or attached to the Core Network.

Four positioning mechanisms are supported in LCS release 98/99 standards: CellID+Timing Advance (TA), Enhanced Observed Time Difference (E-OTD), Uplink Time of Arrival (TOA), and Global Positioning System (GPS) 3GPP TS 03.71 [6].

4.1
Assumptions

· This version of the IOT specification covers test suites for CellID+TA method only. Procedures for the other  methods (E-OTD, A-GPS) will be covered by the later releases of the specification as described in [23]

· Support an SMLC that can be either BSS based or NSS based. While the SMLC is considered to be a separate logical entity, it may still be physically part of an MSC or BSC. A similar open interface to the SMLC is standardized in NSS and BSS centric architectures.

· Positioning of GPRS mobiles is not supported in 3GPP LCS 98/99 standards, but paging GPRS mobiles through Gs interface is supported.

4.2
LCS Reference Architecture

Figure 1, shows the general arrangement of the Location Service feature in GSM. LCS is logically implemented on the GSM structure through the addition of one network node, the Mobile Location Center (MLC). LCS generic architecture can be combined to produce LCS architecture variants. The LCS entities within the Radio Network communicate with the Core Network (CN) across the A interface. The Um and Le interface procedures are outside the scope of this document. 

Communication among the LCS entities makes use of the messaging and signalling capabilities of the GSM.

As part of their service or operation, the LCS Clients may request the location information of Mobile Station. There may be more than one LCS client. These may be associated with the core network, associated with the BSS, operated as part of a MS application or accessed by the MS through its access to an application (e.g. through the Internet).
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Figure 1: LCS reference architecture

4.3
Functional Description of LCS Network Elements

4.3.1
BSC

The BSC receives authenticated requests for LCS information from the CN across A interface and passes these to the SMLC.

4.3.2
SMLC

The SMLC is either a separate network element of CN or RAN or integrated functionality in BSC that contains functionality required to support LCS.  The SMLC manages the overall co-ordination and scheduling of resources required for the location of a mobile. It also calculates the final location estimate and estimates the achieved accuracy.  The SMLC may control a number of LMUs for the purpose of obtaining radio interface measurements to locate or help locate MS subscribers in the area that it serves. The SMLC is administered with the capabilities and types of measurement produced by each of its LMUs. The radio interface timing measurement returned by an LMU to a SMLC has a generic status in usable for more than one location method.

4.3.3
CBC

For Location Services, when a Cell Broadcast Center (CBC) is associated with a BSC, the SMLC may interface to a CBC in order to broadcast assistance data using existing cell broadcast capabilities. The SMLC shall behave as a user, Cell Broadcast Entity, to the CBC (refer to 3GPP TS 03.41 [4]).

4.3.4
LMU

The LCS Measurement Unit (LMU) entity makes measurements (e.g. of radio signals) and communicates these measurements to the SMLC (e.g. the PRCF). The LMU contains a PSMF and may also perform calculations associated with the measurements.  The LMU may make its measurements in response to requests (e.g. from the SMLC), or it may autonomously measure and report regularly (e.g. timing of BTS transmissions) or when there are significant changes in radio conditions (e.g. changes in the RTD).  There may be one or more LMUs associated with the SMLC and an LCS request may involve measurements by one or more LMUs. LMU functionality may be integrated in a BTS.

An LMU makes radio measurements to support one or more positioning methods; these assistance measurements are specific to all MSs in a certain geographic area.  All location and assistance measurements obtained by an LMU are supplied to the SMLC associated with the LMU. Instructions concerning the timing, the nature, and any periodicity of these measurements are either provided by the SMLC or are pre-administered in the LMU.

The following assistance measurement obtained by an LMU has a generic status usable by more than one position method:

Radio Interface Timing measurements – comprise Absolute Time Differences (ATDs) or Real Time Differences (RTDs) of the signals transmitted by Base Stations, where timing differences are measured relative to either some absolute time difference (ATD) or the signals of another Base Station (RTD). 

4.3.5
MS

The MS interacts with the measurement co-ordination functions to make measurements of downlink signals. The measurements to be made will be determined by the chosen location method. 

The MS may also contain LCS applications, or access an LCS application through communication with a network accessed by the MS or an application residing in the MS and/or satellite signals. The MS may include the needed measurement and  calculation functions to determine the MS's location with or without assistance of the RAN LCS entities. 

4.3.6
GMLC

The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC.

The GMLC is the first node an external LCS client accesses in a GSM PLMN (i.e. the Le reference point is supported by the GMLC). The GMLC may request routing information from the HLR via the Lh interface. After performing registration authorization, it sends positioning requests to and receives final location estimates from the VMSC via the Lg interface.

4.3.7
MSC

The MSC contains functionality responsible for MS subscription authorization and managing call-related and non-call related positioning requests of GSM LCS. The MSC is accessible to the GMLC via the Lg interface and the SMLC via the Ls interface. If connected to SGSN through the Gs interface, it checks whether the mobile station is GPRS attached to decide whether to page the mobile station on the A or Gs interface.

4.3.8
gsmSCF

The Lc interface supports CAMEL access to LCS and is applicable only in CAMEL phase 3. The procedures and signaling associated with it are defined in GSM 03.78 and GSM 09.02, respectively.

5
Signalling Protocols and Interfaces

This chapter introduces the protocols involved in LCS signalling procedures. The chapter also describes how the communication is accomplished by the protocols through appropriate interfaces on a generic level. 

Communication among the LCS entities makes use of the messaging and signalling capabilities of the GSM. 

5.1
Protocol layering in CS domain 

5.1.1
Generic Signalling Model for LCS in CS Domain 

Figure 2 shows the generic signalling model applicable to LCS for any signalling interaction in which an SMLC forms at least one of the signalling end points.
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Figure 2: Generic Model for LCS Signalling to an SMLC

The functions performed by each protocol layer are as follows:

a)
LCS application protocol – this depends on the other signaling end point (e.g. whether a target MS or LMU) and may be absent if supported in the BSSAP-LE layer. The application protocol supports specific LCS functions (e.g. positioning measurements, assistance measurements) and is independent of lower protocol layers.

b)
BSSAP-LE – this is an extension of BSSAP and carries the LCS application protocol signaling units. Necessary functions include identification of the LCS application protocol and identification, where not provided by the network layer, of the two end points. This layer can be relayed by an intermediate entity or mapped into an equivalent layer 3 protocol used by the other signaling end point. This layer supports segmentation of LCS application layer protocols.

c)
Network Layer – provides signaling transport between the SMLC and either the other end point or some intermediate entity at which the BSSAP-LE layer is relayed or mapped. The network layer may support connection oriented or connectionless signaling. For second generation circuit oriented applications, the network layer is provided using MTP and SCCP. For third generation and packet oriented applications, other protocols may be used. This layer supports segmentation of LCS application layer protocols.

d)
Physical Layer – for second generation circuit oriented applications, SS7 signaling links are supported by the physical layer.

e)
L3 – a protocol layer compatible with or the same as BSSAP-LE.

f)
L2 – logical link layer for the other endpoint

g) L1 – physical layer for the other end point.

5.1.2
Signalling between an SMLC, MSC and BSC

A SMLC can either be separate logical entity or integrated functionality in the BSC.  If the SMLC is a separate logical entity, the LCS signalling between SMLC and MSC is accomplished through the A and Lb interfaces.  If the SMLC is integrated, the LCS signalling is accomplished through the A interface only.  Figure 3 shows the protocol layers used to support LCS signaling between the SMLC, MSC and BSC.
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Figure 3: Signalling Protocols between SMLC, MSC and BSC in BSS centric architecture

Figure 4: Signalling Protocols between SMLC, MSC and BSC in NSS centric architecture

5.1.3

6. 
Interoperability test concept for multi-vendor environment

6.1 
The interoperability test concept

In general the interoperability test concept complies with the test concept in 3GPP specifications (11.10 and 51.010 series). The test concept is applicable to test in real-life networks and covers both system level and interface level aspects. In general the following basic format for the tests is used:

	1. 

Title of the test

A definition of the feature/function being tested is defined here if necessary.

	2.

Conformance requirement

This section details the core specification requirements being tested and includes any necessary core specification references.

	3.
Test purpose

This section details the purpose of the test.

	4.

Method of test

Initial conditions

If present this section defines the initial conditions to be established before running the test.

Related statement about optional LCS features

This section lists the optional features in the standards that are to be tested, if present. 

Foreseen final state 

This section defines the state in the network when the test procedure has been accomplished.

Test Procedure

This section details the test procedure.

Maximum duration of the test

This section defines the maximum duration of the test

Expected sequence

This section defines the signalling flow for the LCS procedure to be tested.

Output and statistics  

The actual tests might produce statistics highlighting e.g. such aspects as performance, accuracy and success rate, if present. However, this type of statistics is out of scope of this document.  




7
LCS interoperability test suites

This chapter describes in detail the LCS test procedures. 

7.1
Mobile Terminated location Request (MT-LR)

This procedure is used to request a location of a MS by an external client. The tests are based on 3GPP TS 03.71 [6] Several test cases are defined. The first of them is the case where a valid position is achieved. The following test suites are cases where a valid position could not be achieved due to a failure in a network element. The tests cover cases where the failure occurs in GMLC, HLR, VMSC, BSC and SMLC.

NOTE: the test applies to non call related MT-LR only, see LIF TD ITG0021 [23] for further details of phasing the test concept.

7.1.1 
MT-LR - successful positioning of the MS
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7.1.1.1
Conformance requirement

1) If the network accepts the Location Request from an external client and the position estimate is calculated in the network, then a location response is returned to the external client in form of geographic coordinates defined in 3GPP TS 03.32.

References

TS 03.71 [6], TS 03.32.

7.1.1.2
Test purpose

To test the LCS feature and behaviour of the corresponding network elements and related signalling flows if the network accepts the location request. The following cases are identified.

1) LCS feature is based on BSS architecture, 

2) LCS feature is based on NSS architecture,

3) VMSC shall check MS privacy options and proceed with a LCS Location Notification procedure accordingly, see 3GPP TS 03.71 [6]. MS privacy options information is delivered to the VMSC through classmark and MAP insert subscriber data operations, see 3GPP TS 04.08 [9] and TS 09.02 [16].

4) In addition the POI conditions are tested

7.1.1.3
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, TS 03.71 [6]. The Le interface procedure is based on MLP. The following conditions apply:

Network: 

The following cases are covered

1) LCS feature is based on BSS architecture, 

2) LCS feature is based on NSS architecture,

MS: 

The MS has a valid IMSI. MS is idle updated or in dedicated mode.

Related statement about optional LCS features

Options on MAP interfaces

-
Privacy Override 





YES/NO

-
Client name in case of value added location request

YES/NO

Existence of these parameters to be checked and taken into account.

Options with getting the Timing Advance value from the radio network.

· TA within Page Response 




YES/NO

· TA through request from the radio network 


YES/NO

Foreseen final state

The procedure is successfully completed when the GMLC has sent a valid location response to the requesting client.

Test Procedure

An external client requests a location of a MS through MLP on Le interface. The GMLC requests routing information from HLR and the GMLC transfers a location request indicated by the HLR to the VMSC. The VMSC authenticates the GMLC, checks the barring restrictions of the MS, starts paging and authentication of the MS if this is in idle mode and accomplishes privacy handling and finally sends a location request to the SMLC. The SMLC proceeds with the location request by acquiring certain radio parameters such as CellID, TA value and possibly a measurement report for the MS and based  on this information calculates the position of the MS. When the position is obtained (or in case of failure) the SMLC sends the position via VMSC to the GMLC which forwards the location response back to the requesting external client. The signalling flows differ somewhat depending on the LCS architecture (BSS or NSS centric); see the expected sequence.

Maximum duration of the test

30 seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	1 a)
	External Client -> GMLC
	LCS Service Request
	Single service request:

The external client sends a location request to the GMLC through MLP.

The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target MS to be located and the LCS QoS from either subscription data or data supplied by the LCS client.

	1 b)
	External Client -> GMLC
	LCS Service Request
	Periodic service request:

In addition to step 1 a) the following applies: The GMLC saves information about service request and the periodicity and repeats the procedure accordingly

	2
	GMLC -> HLR
	MAP SEND ROUTING INFO FOR LCS
	In case the VMSC location and IMSI for the particular MSISDN is known by the GMLC then the steps 2 and 3 are skipped.

	3
	HLR -> GMLC
	MAP SEND ROUTING INFO FOR LCS ACK
	The HLR authenticates the GMLC. 

VMSC address and the missing IMSI or MSISDN is returned.

	4
	GMLC -> VMSC
	MAP PROVIDE SUBSCRIBER LOCATION
	The type of location information requested, the IMSI, LCS QoS information, and an indication of whether the LCS client has the override capability are included in the message. For a value added LCS client, the message shall carry the client name if available and the identity of the LCS client. 

	5
	VMSC <-> MS
	MS PAGING, AUTHENTICATION CIPHERING
	VMSC first authenticates that a location request is allowed from this PLMN or from this country. LCS barring restrictions are checked. If the MS is in idle mode, the VLR performs paging, authentication and ciphering. Paging might be accomplished through Gs interface. The mobile station shall proceed with the controlled early classmark sending option in case this is supported by the network. Paging, authentication and ciphering tests are tested as described in TS 51.010[18]. The procedure will provide the current CellID and possibly TA value in Complete layer 3 message.

	6
	VMSC -> MS
	LCS LOCATION NOTIFICATION INVKE
	If the location request comes from a value added LCS client and the MS subscription profile indicates that the MS must either be notified or notified with privacy verification and the MS supports notification of LCS (according to the MS Classmark 2), a DTAP LCS Location Notification Invoke message is sent to the target MS indicating the type of location request. (see 3GPP TS 51.010-1, section 70 [18]) 

	7
	MS -> VMSC
	LCS LOCATION NOTIFICATION RETURN RESULT
	The MS returns a DTAP LCS Location Notification Return Result to the VMSC indicating, if privacy verification was requested, whether permission is granted or denied  If the MS user does not respond after a predetermined time period, the VMSC shall infer a "no response" condition.

(see 3GPP TS 51.010-1, section 70 [18]) 

	Steps 8 to 13 in NSS architecture

	8 a)

	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	The message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 5.

NOTE: 
If the requested location information and the location accuracy within the QoS can be satisfied by the reported cell ID and, if available, TA value, the SMLC may send a MAP_PERFORM_LOCATION ack. Immediately. Then the steps 9 a, 10 a, 11 a and 12 a are skipped.


	9 a)

	SMLC -> VMSC
	BSSMAP-LE CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	10 a)

	VMSC -> BSC
	BSSMAP CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	11 a)

	BSC -> VMSC
	BSSMAP CONNECTION ORIENTED INFORMATION (TA RESPONSE)
	The TA response may also include the latest measurement results received from the target MS for the serving and neighbouring cells.

	12 a)

	VMSC -> SMLC
	BSSMAP-LE CONNECTION ORIENTED INFORMATION (TA RESPONSE)
	The SMLC derives a location estimate for the target MS based on the received serving cell ID, TA value and other measurement results if included.



	13 a)

	SMLC -> VMSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The SMLC returns the location response to the VMSC

	Steps 8 to 13 in BSS architecture

	8 b)
	VMSC -> BSC
	BSSMAP PERFORM LOCATION REQUEST
	VMSC sends the BSSMAP PERFORM LOCATION REQUEST message to the serving BSC for the target MS with the same information as in step 8 a. Same conditions apply as in step 8 a.

	9 b)
	BSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	BSC forwards the BSSMAP-LE PERFORM LOCATION REQUEST request to the SMLC. The BSC may add additional measurement data to the message to assist with positioning.

	10 b)
	SMLC -> BSC
	BSSLAP TA REQUEST
	SMLC might send a BSSLAP TA REQUEST to the BSC in order to get the TA value and possibly other radio parameters to assist location calculation (see TS 08.71 [18]). 

	11 b)
	BSC -> SMLC
	BSSLAP TA RESPONSE


	BSC returns a BSSLAP TA RESPONSE to the BSC including TA value and possibly other radio parameters defined in TS 08.71 [15]

	12 b)
	SMLC -> BSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The SMLC returns the location response to the BSC

	13 b)
	BSC -> VMSC
	BSSMAP PERFORM LOCATION RESPONSE
	The BSC forwards the location response to the VMSC

	Common procedures for BSS and NSS centric LCS architectures

	14
	VMSC -> GMLC
	MAP PROVIDE SUBSCRIBER LOCATION ACK
	The VMSC returns the location information and its age to the GMLC

	15
	GMLC -> External Client
	LCS SERVICE RESPONSE
	The GMLC returns the MS location information to the requesting LCS client.



	
	
	
	


Output and statistics

Response time 

· GMLC – GMLC: time difference from the first message sent from GMLC until the response is received back in regard to e.g. LCS priority .

Accuracy

· estimate of the average accuracy in regard to e.g. QoS  .

7.1.2 
MT-LR - exception procedures, failure in GMLC
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7.1.2.1 
Conformance requirement

1) If the GMLC rejects a location request from an external client then a response indicating the reason for rejection is sent from the GMLC to the external client.

References: 3GPP TS 03.71 [6].

7.1.2.2 
Test purpose

The purpose is to test the behaviour of the network in case the GMLC is not able to proceed with the service. The following case is considered.

1) The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested. In case the LCS client can not be identified or there is no subscription for the LCS client then a response indicating the cause for rejection of the service is sent back to the LCS client. 

7.1.2.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, TS 03.71[6]. The Le interface procedure is based on MLP.  The following conditions apply:
Network: 

The LCS Service Request is based on MLP definition. 

MS: 

mobile station is not considered in this test.

Related statement about optional LCS features

None.

Foreseen final state

The test is completed when the GMLC has sent the location response indicating the reason for rejection to the external client.

Test Procedure

An external client requests a location of a MS through MLP on Le interface. The GMLC rejects the request and sends a corresponding response to the external client. 

Maximum duration of the test

5 seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	External Client -> GMLC
	LCS Service Request
	The external client sends a location request to the GMLC through MLP with the following parameters.

	2
	GMLC -> External Client
	LCS Service Response
	The GMLC returns a response back to the requesting LCS client indicating a reason to rejection.



	
	
	
	


7.1.3 
MT-LR - exception procedures, failure in HLR
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7.1.3.1 
Conformance requirement

1) If the HLR is not able to return routing information for a certain MSISDN (or IMSI) then a cause value for the failure is returned from the HLR to the GMLC which returns a response indicating the cause for failure to the external client.

References: 3GPP TS 09.02 [16].

7.1.3.2 
Test purpose

The purpose is to test the behaviour of the network in case the HLR is not able to proceed with the service. The HLR shall then return a response to the GMLC indicating the cause for failure (see TS 09.02 [16]) The GMLC then returns a reason for failure to the requesting client.

7.1.3.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, TS 03.71[6]. The Le interface procedure is based on MLP [24].  The following conditions apply:
Network: 

The LCS Service Request is based on MLP definition. 

MS: 

mobile station is not considered in this test.

Related statement about optional LCS features

None

Foreseen final state 

The test is completed when the GMLC has sent the location response indicating the reason for rejection to the external client.

Test Procedure

An external client requests a location of a MS through MLP on Le interface. The GMLC sends a request for routing information to the HLR. The HLR fails to get the information and sends a corresponding response to the GMLC. The GMLC sends the response indicating the cause for rejection to the external client. 

Maximum duration of the test

10 seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	External Client -> GMLC
	LCS Service Request
	The external client sends a location request to the GMLC through MLP with the following parameters .

	2
	GMLC -> HLR
	MAP SEND ROUTING INFO FOR LCS
	

	3
	HLR -> GMLC
	MAP SEND ROUTING INFO FOR LCS ACK
	Response indicating reason for failure.

	4
	GMLC -> External Client
	LCS Service Response
	The GMLC returns a response back to the requesting LCS client indicating a reason for rejection. 


7.1.4 
MT-LR - exception procedures, failure in VMSC
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7.1.4.1 
Conformance requirement

The purpose is to test the behaviour of the network in case the VMSC is not able to proceed with the LCS service. The behaviour differs somewhat depending on whether the cancellation occurs before or after the SMLC communication is started. Both scenarios are covered below.

1) Pre-SMLC communication:  

In this case the VMSC shall send a message indicating the cause for failure to the GMLC e.g. the location request is not allowed from this PLMN or from this country (see 3GPP TS 09.02 [16]). The GMLC shall then send a message indicating the cause for failure to the requesting client.

2) Post-SMLC communication:

Two cases for post-SMLC communication is covered.

a) Restart the Location Service
This action shall be employed for any event that temporarily impedes a location service attempt and cannot be delayed until the location service attempt is complete. When such an event is notified to the VMSC, it shall immediately cancel the location service attempt and the associated BSSMAP-LE or BSSMAP dialogue with the SMLC (NSS based SMLC) or BSC (BSS based SMLC), respectively, if this still exists by sending a BSSMAP-LE or BSSMAP Perform Location Abort message to the SMLC or BSC, respectively. The Abort message shall contain the reason for the location procedure cancellation.

b) Abort the Location Service
This action shall be employed for any event that permanently impedes a location service attempt, such as loss of the DCCH to the target MS. When such an event is notified to the VMSC, it shall cancel the current location service attempt and the associated BSSMAP-LE or BSSMAP dialogue with the SMLC (NSS based SMLC) or BSC (BSS based SMLC), respectively, if still existing, by sending a BSSMAP-LE or BSSMAP Perform Location Abort message to the SMLC or BSC, respectively. The Abort message shall contain the reason for the location procedure cancellation. The VMSC shall then return an error response to the client or network entity from which the location request was originally received. The VMSC shall also release all resources (e.g. DCCH) specifically allocated for the location attempt.

References: 3GPP TS 03.71 [6], 3GPP TS 09.02 [16]..

7.1.4.2 
Test purpose

The purpose is to test the behaviour of the network in case the VMSC is not able to proceed with the LCS service. The VMSC shall either return a response indicating the cause value for failure or repeat the location procedure after a while. The GMLC then returns a reason for failure to the requesting client.

7.1.4.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, TS 03.71[6]. The Le interface procedure is based on MLP.  The following conditions apply:

Network:

The LCS Service Request is based on MLP definition. 

MS: 

The MS has a valid IMSI. MS is idle updated or in dedicated mode.

Related statement about optional LCS features

None

Foreseen final state 

Case Pre-SMLC communication: the test is completed when a location response indicating the cause for failure is returned to the requesting client. Case Post-SMLC communication: the test is completed in case of Restart when the VMSC restarts the location procedure and in case of Abort when a location response indicating the cause for failure is returned to the requesting client.

Test Procedure

An external client requests a location of a MS through MLP on Le interface. The GMLC sends a request for routing information to the HLR. The GMLC sends a location request to the VMSC. The VMSC proceeds with the location request and finds out that the procedure shall be stopped. The VMSC sends a response back to the GMLC indicating the cause value to the rejection. 

Maximum duration of the test

10 seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	External Client -> GMLC
	LCS Service Request
	The external client sends a location request to the GMLC through MLP with the following parameters.

	2
	GMLC -> HLR
	MAP SEND ROUTING INFO FOR LCS
	

	3
	HLR -> GMLC
	MAP SEND ROUTING INFO FOR LCS ACK
	The HLR authenticates the GMLC. 

VMSC address and the missing IMSI or MSISDN is returned.

	4
	GMLC -> VMSC
	MAP PROVIDE SUBSCRIBER LOCATION
	The type of location information requested, the IMSI, LCS QoS information, and an indication of whether the LCS client has the override capability are included in the message. For a value added LCS client, the message shall carry the client name if available and the identity of the LCS client. 

	5
	VMSC 

<-> 

MS
	MS PAGING, AUTHENTICATION CIPHERING
	VMSC first authenticates that a location request is allowed from this PLMN or from this country. LCS barring restrictions are checked. If the MS is in idle mode, the VLR performs paging, authentication and ciphering. Paging might be accomplished through Gs interface. The mobile station shall proceed with the controlled early classmark sending option in case this is supported by the network. Paging, authentication and ciphering tests are tested as described in TS 51.010 [18]. The procedure will provide the current CellID and possibly TA value in Complete layer 3 message.

	6
	VMSC -> MS
	LCS LOCATION NOTIFICATION INVOKE
	If the location request comes from a value added LCS client and the MS subscription profile indicates that the MS must either be notified or notified with privacy verification and the MS supports notification of LCS (according to the MS Classmark 2), a DTAP LCS Location Notification Invoke message is sent to the target MS indicating the type of location request. (see 3GPP TS 51.010-1, section 70 [18]) 

	7
	MS -> VMSC
	LCS LOCATION NOTIFICATION RETURN RESULT
	The MS returns a DTAP LCS Location Notification Return Result to the VMSC indicating, if privacy verification was requested, whether permission is granted or denied  If the MS user does not respond after a predetermined time period, the VMSC shall infer a "no response" condition. (see 3GPP TS 51.010-1, section 70 [18]) 

	Step 8 and 9 in NSS architecture

	8 a)

	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	When the MS's location is requested, the message also includes the currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and, if available and any location measurement information including the TA value.

	9 a)

	VMSC -> SMLC
	PERFORM LOCATION ABORT
	VMSC cancels the location service and the associated BSSMAP dialogue with the SMLC by sending a BSSMAP Perform Location Abort message to the SMLC. The Abort message shall contain the reason for the location procedure cancellation.

NOTE: the signalling flow in case Restart procedure continues from step 8a.

	Step 8 and 9 in BSS architecture

	8 b) 


	VMSC -> BSC -> SMLC
	BSSMAP PERFORM LOCATION REQUEST
	MSC sends the BSSMAP PERFORM LOCATION REQUEST message to the serving BSC for the target MS which forwards the message to the SMLC. The BSC may add additional measurement data to the message to assist with positioning.

	9 b)

	VMSC -> BSC -> SMLC
	PERFORM LOCATION ABORT
	VMSC cancels the location service and the associated BSSMAP-LE  dialogue with the SMLC by sending BSSMAP Perform Location Abort message to the BSC which forwards the BSSMAP-LE Perform Location Abort message to the SMLC. The Abort message shall contain the reason for the location procedure cancellation.

NOTE: the Abort case signalling flow continues from step 8b.

	Common procedure for NSS and BSS architecture

	10
	VMSC -> GMLC
	MAP PROVIDE SUBSCRIBER LOCATION ACK
	The VMSC returns the location response indicating the cause value for failure to the GMLC

	11
	GMLC -> External Client
	LCS Service Response
	The GMLC returns the response back to the requesting LCS client indicating the reason for failure. 


7.1.5 
MT-LR – MS exception procedures / paging / privacy notification
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7.1.5.1 
Conformance requirement

A location procedure may be stopped by the MS or VMSC as a result of communication between the VMSC and the MS. Um interface testing is out of scope of this document. This document only describes the behaviour of the LCS feature when the VMSC has decided to stop the LCS service. In such case the behaviour is the same as defined in chapter 7.1.4. 

7.1.6 MT-LR – exception procedures, failure in BSC
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Figure 5 Failure in BSC, NSS architecture
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Figure 6 Failure in BSC, BSS architecture

7.1.6.1 
Conformance requirement

The purpose is to test the behaviour of the network in case the BSC is not able to proceed with the LCS service. The following cases are covered:

a) Rejection of an SMLC Positioning Request

The BSC may reject any request from an SMLC for positioning a target MS if the request cannot be performed for reasons other than interaction with handover or other RR management. If the request is rejected, the BSC shall return a BSSLAP Reject to the SMLC containing the cause of rejection. A response message indicating a cause of failure is returned to the GMLC. 
b) Interaction with Inter-BSC or Inter-MSC Handover with active BSSLAP communication 

The BSC shall reject any request from an SMLC for positioning while an inter-BSC or inter-MSC handover procedure is ongoing and shall return a BSSLAP Abort to the SMLC.

The BSC shall terminate any network or MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed and is not precluded by the particular location procedure and its current state. When a location procedure is terminated and there is an active BSSLAP transaction, the BSC shall return a BSSLAP Abort message to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. The BSSLAP Abort shall contain the cause of the location procedure failure. When a location procedure is terminated and there is no active BSSLAP transaction, the BSC shall send a BSSAP-LE Perform Location Abort message to the SMLC indicating the cause of failure after the BSSMAP Handover Required has been sent to the serving MSC. The positioning procedure is then either restarted or a response message indicating a cause of failure is returned to the GMLC. The restart procedure is restarted by the VMSC.

c) Interaction with Inter-BSC or Inter-MSC Handover with no active BSSLAP communication 

When a location procedure is terminated and there is no active BSSLAP transaction, the BSC shall send a BSSAP-LE Perform Location Abort message to the SMLC indicating the cause of failure after the BSSMAP Handover Required has been sent to the serving MSC. The positioning procedure is then either restarted or a response message indicating a cause of failure is returned to the GMLC. The restart procedure is restarted by the VMSC.

d) Interaction with Intra-BSC Handover  

The BSC shall terminate any positioning procedure already in progress if an intra-BSC handover or other intra-BSC RR management procedure is needed and is not precluded by the particular location procedure and its current state. When location procedure is terminated, the BSC shall return a BSSLAP Reset message to the SMLC after the intra-BSC handover or other RR management procedure is complete or has timed out in the BSC. The positioning procedure is then either restarted or a response message indicating a cause of failure is returned to the GMLC. The restart procedure can be restarted either by the SMLC or the VMSC.

References: 3GPP TS 03.71 [6], 3GPP TS 08.71[15].

7.1.6.2 
Test purpose

The purpose is to test the behavior of the network in case of a failure at the BSC.

7.1.6.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, TS 03.71[6]. The Le interface procedure is based on MLP. The following conditions apply:

Network:

The following cases are covered

3) LCS feature is based on BSS architecture,

4) LCS feature is based on NSS architecture,

Related statement about optional LCS features

None

Foreseen final state 

The test is completed when either 

a) an initially failed procedure is restarted by the VMSC or SMLC or

b) VMSC has returned a response indicating a failure to the GMLC, which has returned the location response indicating a failure to the external client.

Test Procedure

An external client requests a location of a MS through MLP on Le interface. The GMLC sends a request for routing information to the HLR. The GMLC sends a location request to the VMSC indicated by the HLR. The VMSC proceeds with the location request e.g. by paging an idle state mobile and possibly sending a LCS Notification request to the MS. In case a positive acknowledgement is returned from the MS or if no barring restrictions are required then the VMSC sends a positioning request to the SMLC, which is either NSS or BSS based. The SMLC starts to communicate with BSC. Either before or immediately after the SMLC starts to communicate with the BSC there occurs an event at the BSC (e.g. handover), which results in a need to stop the location procedure. The test procedure is completed by one of the two different ways. Either the location procedure is restarted (e.g. in case of handover) or the procedure is aborted and a reason for failure is returned to the requesting client. 

Maximum duration of the test

30 seconds.

Expected sequence in NSS architecture

	Step
	Direction
	Message
	Comments

	1 a)
	External Client -> GMLC
	LCS Service Request
	Single service request:

The external client sends a location request to the GMLC. 

The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target MS to be located and the LCS QoS from either subscription data or data supplied by the LCS client.

	1 b)
	External Client -> GMLC
	LCS Service Request
	Periodic service request:

In addition to step 1 a) the following applies: The GMLC saves information about service request and the periodicity and repeats the procedure accordingly

	2
	GMLC -> HLR
	MAP SEND ROUTING INFO FOR LCS
	In case the VMSC location and IMSI for the particular MSISDN is known by the GMLC then the steps 2 and 3 are skipped.

	3
	HLR -> GMLC
	MAP SEND ROUTING INFO FOR LCS ACK
	The HLR authenticates the GMLC. 

VMSC address and the missing IMSI or MSISDN is returned.

	4
	GMLC -> VMSC
	MAP PROVIDE SUBSCRIBER LOCATION
	The type of location information requested, the IMSI, LCS QoS information, and an indication of whether the LCS client has the override capability are included in the message. For a value added LCS client, the message shall carry the client name if available and the identity of the LCS client. 

	5
	VMSC <-> MS
	MS PAGING, AUTHENTICATION CIPHERING
	VMSC first authenticates that a location request is allowed from this PLMN or from this country. LCS barring restrictions are checked. If the MS is in idle mode, the VLR performs paging, authentication and ciphering. Paging might be accomplished through Gs interface. The mobile station shall proceed with the controlled early classmark sending option in case this is supported by the network. Paging, authentication and ciphering tests are tested as described in GSM TS 51.010[18]. The procedure will provide the current CellID and possibly TA value in Complete layer 3 message. 

	6
	VMSC -> MS
	LCS LOCATION NOTIFICATION INVOKE
	If the location request comes from a value added LCS client and the MS subscription profile indicates that the MS must either be notified or notified with privacy verification and the MS supports notification of LCS (according to the MS Classmark 2), a DTAP LCS Location Notification Invoke message is sent to the target MS indicating the type of location request. (see 3GPP TS 51.010-1, section 70 [18]) 

	7
	MS -> VMSC
	LCS LOCATION NOTIFICATION RETURN RESULT
	The MS returns a DTAP LCS Location Notification Return Result to the VMSC indicating, if privacy verification was requested, whether permission is granted or denied  If the MS user does not respond after a predetermined time period, the VMSC shall infer a "no response" condition.

(see 3GPP TS 51.010-1, section 70 [18]) 

	8 


	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	The message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 5.



	9 


	SMLC -> VMSC
	BSSMAP-LE CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	10 


	VMSC -> BSC
	BSSMAP CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	Steps 11 a) and 12 a): see case a in chapter 7.1.5.1 Conformance requirement 

	11 a)

	BSC -> VMSC
	BSSLAP Reject
	The BSC returns a BSSLAP Reject to the VMSC containing the cause of rejection.

	12 a)

	VMSC -> SMLC
	BSSLAP Reject
	The VMSC forwards the Reject message containing the cause for rejection to the SMLC

	
	
	
	

	Steps from 11 b) to 13 b): see case b, active BSSLAP communication, in chapter 7.1.5.1. Conformance requirement

	11 b)
	BSC -> VMSC
	BSSMAP Handover Required
	The handover required indication procedure allows a BSS to request that a handover is to be carried out for the  MS. This is not a LCS procedure but it is an indication that the positioning procedure shall be stopped. The BSC shall terminate MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed

	12 b)
	BSC -> VMSC
	BSSLAP Abort
	The BSC returns a BSSLAP Abort message to the VMSC after the BSSMAP Handover Required has been sent to the serving MSC. The BSSLAP Abort shall contain the cause of the location procedure failure.

	13 b)
	VMSC -> SMLC
	BSSLAP Abort
	The VMSC forwards the BSSLAP Abort message to the SMLC.

	Steps from 11 c) to 13 c): see case c, no BSSLAP communication,  in chapter 7.1.5.1. Conformance requirement

	11 c)
	BSC -> VMSC
	BSSMAP Handover Required
	The handover required indication procedure allows a BSS to request that a handover is to be carried out for the MS. This is not a LCS procedure but it is an indication that the positioning procedure shall be stopped. The BSC shall terminate MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed

	12 c)
	BSC -> VMSC
	BSSAP-LE Perform Location Abort
	The BSC returns a BSSAP-LE Perform Location Abort message indicating a cause of failure to the VMSC after the BSSMAP Handover Required has been sent to the serving MSC. 

	13 c)
	VMSC -> SMLC
	BSSAP-LE Perform Location Abort
	The VMSC forwards the BSSAP-LE Perform Location Abort message to the SMLC.

	Steps from 11 d) to 12 d): see case d, in chapter 7.1.5.1. Conformance requirement

	11 d)
	BSC -> VMSC
	BSSLAP Reset
	When location procedure is terminated, the BSC returns a BSSLAP Reset message to the VMSC after the intra-BSC handover or other RR management procedure is complete or has timed out in the BSC. The BSSLAP Reset shall contain a cause indication, the current serving cell identity and may contain measurement information for the target MS.

	12 d)
	VMSC -> SMLC
	BSSLAP Reset
	The BSSLAP Reset message is forwarded to the SMLC.  

	

	NOTE: As a consequence of a failure in BSC the positioning procedure will be either restarted by the VMSC or SMLC later on or the procedure will be aborted and a cause of failure is returned to the GMLC. In case of restart a successful positioning procedure will be tested according chapter 7.1.1. The conditions and the procedures in case of handover are specified in 3GPP TS 03.71 [6] In any other failure event notified to the VMSC the location service will be aborted and a response indicating a failure is sent to the requesting client.

	
	
	
	

	
	
	
	


Expected sequence in BSS architecture

	Step
	Direction
	Message
	Comments

	1 a)
	External Client -> GMLC
	LCS Service Request
	Single service request:

The external client sends a location request to the GMLC through MLP.

The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target MS to be located and the LCS QoS from either subscription data or data supplied by the LCS client.

	1 b)
	External Client -> GMLC
	LCS Service Request
	Periodic service request:

In addition to step 1 a) the following applies: The GMLC saves information about service request and the periodicity and repeats the procedure accordingly

	2
	GMLC -> HLR
	MAP SEND ROUTING INFO FOR LCS
	In case the VMSC location and IMSI for the particular MSISDN is known by the GMLC then the steps 2 and 3 are skipped.

	3
	HLR -> GMLC
	MAP SEND ROUTING INFO FOR LCS ACK
	The HLR authenticates the GMLC. 

VMSC address and the missing IMSI or MSISDN is returned.

	4
	GMLC -> VMSC
	MAP PROVIDE SUBSCRIBER LOCATION
	The type of location information requested, the IMSI, LCS QoS information, and an indication of whether the LCS client has the override capability are included in the message. For a value added LCS client, the message shall carry the client name if available and the identity of the LCS client. 

	5
	VMSC <-> MS
	MS PAGING, AUTHENTICATION CIPHERING
	VMSC first authenticates that a location request is allowed from this PLMN or from this country. LCS barring restrictions are checked. If the MS is in idle mode, the VLR performs paging, authentication and ciphering. Paging might be accomplished through Gs interface. The mobile station shall proceed with the controlled early classmark sending option in case this is supported by the network. Paging, authentication and ciphering tests are tested as described in GSM TS 51.010[18]. The procedure will provide the current CellID and possibly TA value in Complete layer 3 message. 

	6
	VMSC -> MS
	LCS LOCATION NOTIFICATION INVOKE
	If the location request comes from a value added LCS client and the MS subscription profile indicates that the MS must either be notified or notified with privacy verification and the MS supports notification of LCS (according to the MS Classmark 2), a DTAP LCS Location Notification Invoke message is sent to the target MS indicating the type of location request. (see 3GPP TS 51.010-1, section 70 [18]) 

	7
	MS -> VMSC
	LCS LOCATION NOTIFICATION RETURN RESULT
	The MS returns a DTAP LCS Location Notification Return Result to the VMSC indicating, if privacy verification was requested, whether permission is granted or denied  If the MS user does not respond after a predetermined time period, the VMSC shall infer a "no response" condition.

(see 3GPP TS 51.010-1, section 70 [18]) 

	8 


	VMSC -> BSC
	BSSMAP PERFORM LOCATION REQUEST
	The message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 5.



	9 
	BSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	BSC forwards the BSSMAP-LE PERFORM LOCATION REQUEST request to the SMLC. The BSC may add additional measurement data to the message to assist with positioning.

	10 
	SMLC -> BSC
	BSSLAP TA REQUEST
	SMLC might send a BSSLAP TA REQUEST to the BSC in order to get the TA value and possibly other radio parameters to assist location calculation (see 3GPP TS 08.71 [15]). 

	Step 11 a): see case a in chapter 7.1.5.1 Conformance requirement 

	11 a)

	BSC -> SMLC
	BSSLAP Reject
	The BSC returns a BSSLAP Reject to the SMLC indicating the cause of rejection.

	Steps from 11 b) to 12 b): see case b, active BSSLAP communication, in chapter 7.1.5.1. Conformance requirement

	11 b)
	BSC -> VMSC
	BSSMAP Handover Required
	The handover required indication procedure allows a BSS to request that a handover is to be carried out for the  MS. This is not a LCS procedure but it is an indication that the positioning procedure shall be stopped. The BSC shall terminate MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed

	12 b)
	BSC -> SMLC
	BSSLAP Abort
	The BSC sends a BSSLAP Abort message indicating a cause of failure to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. The BSSLAP Abort shall contain the cause of the location procedure failure.

	Steps from 11 c) to 12 c): see case c, no BSSLAP communication,  in chapter 7.1.5.1. Conformance requirement

	11 c)
	BSC -> VMSC
	BSSAP Handover Required
	The handover required indication procedure allows a BSS to request that a handover is to be carried out for the MS. This is not a LCS procedure but it is an indication that the positioning procedure shall be stopped. The BSC shall terminate MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed

	12 c)
	BSC -> SMLC
	BSSAP-LE Perform Location Abort
	The BSC returns a BSSAP-LE Perform Location Abort message to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. 

	Step 11 d): see case d in chapter 7.1.5.1. Conformance requirement

	11 d)
	BSC -> VMSC
	BSSLAP Reset
	When location procedure is terminated, the BSC returns a BSSLAP Reset message to the SMLC after the intra-BSC handover or other RR management procedure is complete or has timed out in the BSC. The BSSLAP Reset shall contain a cause indication, the current serving cell identity and may contain measurement information for the target MS.

	NOTE: As a consequence of a failure in BSC the positioning procedure will be either restarted by the VMSC or SMLC later on or the procedure will be aborted and a cause of failure is returned to the GMLC. In case of restart a successful positioning procedure will be tested according chapter 7.1.1. The conditions and the procedures in case of handover are specified in 3GPP TS 03.71 [6] In any other failure event notified to the VMSC the location service will be aborted and a response indicating a failure is sent to the requesting client.

	
	
	
	


7.1.7 
MT-LR - exception procedures, failure in SMLC
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7.1.7.1 
Conformance requirement

A location procedure may be stopped by the SMLC. In such case the SMLC shall send a message indicating the cause for failure to the VMSC. The VMSC shall then send a message indicating a reason for failure to GMLC which sends a message indicating the cause for failure to the requesting client. The following case is considered.

1) If the SMLC is unable to obtain the location information requested then the SMLC shall return a BSSMAP-LE Perform Location Response to the VMSC in BSS architecture and BSSMAP Perform Location Response in a NSS architecture carrying a reason for failure. 

References: 3GPP TS 03.71 [6], 3GPP TS 09.31 [17].

7.1.7.2
Test purpose

The purpose is to test the behaviour of the network when the SMLC can not obtain a proper position of the target MS. The test applies to both BSS and NSS centric LCS architectures.

7.1.7.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, TS 03.71[6]. The Le interface procedure is based on MLP.  The following conditions apply:

Network: 

The LCS Service Request is based on MLP definition. 

MS: 

mobile station is idle updated or in dedicated mode.

Related statement about optional LCS features

Foreseen final state 

The test is completed when the SMLC has returned a location response through the VMSC to the GMLC. The GMLC has sent the location response indicating the reason for rejection to the external client.

Test Procedure

An external client requests a location of a MS through MLP on Le interface. The GMLC sends a request for routing information to the HLR. The GMLC sends a location request to the VMSC indicated by the HLR. The VMSC proceeds with the location request e.g. by paging an idle state mobile and possibly sending a LCS Notification request to the MS. In case a positive acknowledgement is returned from the Ms or if no barring restrictions are required then the VMSC sends a positioning request to the SMLC. Two cases are identified:

1) BSS centric approach: the VMSC sends the positioning request to the SMLC which is either integrated or connected to the BSC.

2) NSS centric approach: the VMSC sends the positioning request to the SMLC which is connected to the VMSC. 

The SMLC fails to calculate a proper location estimate and sends a corresponding message to the VMSC either through the BSC in BSS architecture or direct to the VMSC in NSS architecture. The VMSC forwards the response back to the requesting client through the GMLC. 

Maximum duration of the test

Max. 30 seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	External Client -> GMLC
	LCS Service Request
	The external client sends a location request to the GMLC through MLP with the following parameters.

	2
	GMLC -> HLR
	MAP SEND ROUTING INFO FOR LCS
	In case the VMSC location and IMSI for the particular MSISDN is known by the GMLC then the steps 2 and 3 are skipped.

	3
	HLR -> GMLC
	MAP SEND ROUTING INFO FOR LCS ACK
	The HLR authenticates the GMLC. 

VMSC address and the missing IMSI or MSISDN is returned.

	4
	GMLC -> VMSC
	MAP PROVIDE SUBSCRIBER LOCATION
	The type of location information requested, the IMSI, LCS QoS information, and an indication of whether the LCS client has the override capability are included in the message. For a value added LCS client, the message shall carry the client name if available and the identity of the LCS client. 

	5
	VMSC <-> MS
	MS PAGING, AUTHENTICATION CIPHERING
	LCS barring restrictions are checked. Paging, authentication and ciphering tests might be tested as described in GSM TS 51.10 [18]. Paging might be accomplished through Gs interface. CellId and possibly TA value might be included in Complete layer 3 message. The mobile station shall proceed with the controlled early classmark sending option in case this is supported by the network.

	6
	VMSC -> MS
	LCS LOCATION NOTIFICATION INVOKE
	If the location request comes from a value added LCS client and the MS subscription profile indicates that the MS must either be notified or notified with privacy verification and the MS supports notification of LCS (according to the MS Classmark 2), a DTAP LCS Location Notification Invoke message is sent to the target MS indicating the type of location request. (see 3GPP TS 51.010-1, section 70 [18]) 

	7
	MS -> VMSC
	LCS LOCATION NOTIFICATION RETURN RESULT
	The MS returns a DTAP LCS Location Notification Return Result to the VMSC indicating, if privacy verification was requested, whether permission is granted or denied  If the MS user does not respond after a predetermined time period, the VMSC shall infer a "no response" condition. (see 3GPP TS 51.010-1, section 70 [18]) 

	Step 8 and 9 in NSS architecture

	8 a)


	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	VMSC sends perform location request to the SMLC. The message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 5.


	9 a)
	SMLC -> VMSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The  request for a location estimate fails. The SMLC returns the location response to the VMSC indicating the cause for failure

	Step 8 and 9 in BSS architecture

	8 b)
	VMSC -> 

BSC -> 

SMLC 
	PERFORM LOCATION REQUEST
	VMSC sends perform location request to the BSC which forwards the messae to SMLC.vThe message includes parameters described in step 8 a.

	9 b)
	SMLC -> 

BSC -> 

VMSC
	
	The  request for a location estimate fails. The SMLC returns the location response to the VMSC indicating the cause for failure.

	Common procedure for NSS and BSS architecture

	10
	VMSC -> GMLC
	MAP PROVIDE SUBSCRIBER LOCATION ACK
	The VMSC returns the location result indicating the cause for failure to the GMLC

	11
	GMLC -> External Client
	LCS SERVICE RESPONSE
	The GMLC returns the MS location result indicating the cause for failure to the requesting LCS client.



	
	
	
	


7.2 
Mobile Originated location Request (MO-LR)

This procedure allows an MS to request its own location from the network. The procedure may also be used to enable an MS to request that its own location be sent to another LCS client. It is described in 3GPP TS 03.71 [6].

7.2.1 
MO-LR - successful positioning of the MS
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7.2.1.1 
Conformance requirement

When the MS requests its own location the request shall be progressed by the network trying to calculate a position estimate, which meets the QoS requirements. Two cases are identified:  

1) The position estimate is sent to the MS itself

2) The position estimate is sent to another LCS client 

References 3GPP TS 03.71 [6]. 

7.2.1.2 
Test purpose

To test the LCS feature and behaviour of the corresponding network elements and signalling flows if the network accepts the location request originated by the mobile station. 

7.2.1.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, 3GPP TS 03.71 [6]. The Le interface message is based on MLP. The following conditions apply:

Network: 

The following cases are covered

1) LCS feature is based on BSS architecture, 

2) LCS feature is based on NSS architecture,

MS: 

The MS has a valid IMSI. MS is idle updated or in dedicated mode.

Related statement about optional LCS features

None
Foreseen final state

The procedure is successfully completed when the MS has received a MO-LR result message indicating a successful transmission of position estimate to a third party or a position estimate to itself.

Test Procedure

The MS initiates the Mobile Originated Location Request by sending a CM Service Request to the BSC which forwards the message to the VMSC. The VMSC accomplishes authentication and ciphering procedures for an idle mode mobile or Service Accept procedure for a MS in dedicated mode. Then the MS sends a MO-LR Invoke message to the VMSC, which starts to communicate with a SMLC via BSC in BSS architecture or direct with the SMLC in NSS architecture by requesting position of the mobile station. If TA value and possibly other radio parameters are not available in the SMLC then the SMLC sends a TA request to the BSC. This is done through VMSC in NSS architecture and directly to the BSC in BSS architecture. The BSC return a TA result and the SMLC calculates the position of the MS. The position result is sent either to the MS or to the GMLC. In the former case using SS MO-LR return result message and in the latter using MAP message which will be acknowledged by the GMLC. The GMLC sends the result to a third party through the Le interface. The CM, MM and RR connections will be released.  

Maximum duration of the test

30 seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	MS -> BSC
	CM SERVICE REQUEST
	If the MS is in idle mode, the MS requests an SDCCH and sends a DTAP CM service request indicating a request for call independent supplementary services to the BSC

Apply the tests already defined in 3GPP TS 51.010-1.

	2 a)
	BSC -> VMSC
	BSSMAP COMPLETE LAYER 3 (CM Service Request)
	MS in idle mode: The BSC includes the current cell ID and TA value within the BSSMAP Complete Layer 3. Apply the tests already defined in 3GPP TS 51.010-1 [18].

	2 b)
	BSC ->

VMSC
	DTAP COMPLETE LAYER 3 (CM SERVICE REQUEST)
	MS in dedicated mode: Cell ID already known by the VMSC. Apply the tests already defined in 3GPP TS 51.010-1 [18].

	3 a)
	VMSC 

< - > 

MS
	AUTHENTICATION, CIPHERING
	Apply the tests already defined in 3GPP TS 51.010-1[18].

	3 b)
	VMSC 

< - > 

MS
	DTAP CM SERVICE  ACCEPT
	Apply the tests defined in 3GPP TS 51.010-1 [18] to test CM service accept indicating ‘location service’..

	4
	MS 

< - > VMSC
	LCS MO-LR INVOKE
	

	Steps 5 to 10 in NSS architecture

	5 a)
NSS arch.
	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	The message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 2a.

NOTE: 
If the requested location information and the location accuracy within the QoS can be satisfied by the reported cell ID and, if available, TA value, the SMLC may send a MAP_PERFORM_LOCATION ack. Immediately. Then the steps 6 a, 7 a, 8 a and 9 a are skipped.


	6 a)

	SMLC -> VMSC
	BSSMAP-LE CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	7 a)

	VMSC -> BSC
	BSSMAP CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	8 a)

	BSC -> VMSC
	BSSMAP CONNECTION ORIENTED INFORMATION (TA RESPONSE)
	The TA response may also include the latest measurement results received from the target MS for the serving and neighboring cells.

	9 a)

	VMSC -> SMLC
	BSSMAP-LE CONNECTION ORIENTED INFORMATION (TA RESPONSE)
	The SMLC derives a location estimate for the target MS based on the received serving cell ID, TA value and other measurement results if included.



	10 a)

	SMLC -> VMSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The SMLC returns the location response to the VMSC

	Steps 5 to 10 in BSS architecture

	5 b)


	VMSC -> BSC
	BSSMAP PERFORM LOCATION REQUEST
	VMSC sends the BSSMAP PERFORM LOCATION REQUEST message to the serving BSC for the target MS with the same information as in step 5 a.

	6 b) 
	BSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	BSC forwards the BSSMAP-LE PERFORM LOCATION REQUEST request to the SMLC. The BSC may add additional measurement data to the message to assist with positioning.

	7 b) 
	SMLC -> BSC
	BSSLAP TA REQUEST
	SMLC might send a BSSLAP TA REQUEST to the BSC in order to get the TA value and possibly other radio parameters to assist location calculation (see TS 08.71[15]). 

	8 b) 
	BSC -> SMLC
	BSSLAP TA RESPONSE
	BSC returns a BSSLAP TA RESPONSE to the BSC including TA value and possibly other radio parameters defined in TS 08.71 [15]

	9 b) 
	SMLC -> BSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The SMLC returns the location response to the BSC

	10 b) 
	BSC -> VMSC
	BSSMAP PERFORM LOCATION RESPONSE
	The BSC forwards the location response to the VMSC

	Common procedures for NSS and BSS LCS architecture: 

- case c) position estimate transferred to a third party

- case d) position estimate returned to the mobile station

	11 c)
	VMSC ->

GMLC
	SUBSCRIBER LOCATION REPORT
	If the MS requested transfer of its location to another LCS client  the VMSC sends a MAP Subscriber Location Report to the GMLC obtained in step 4 carrying the MSISDN of the MS, the identity of the LCS client, the event causing the location estimate (MO-LR) and the location estimate and its age

	12 c)
	GMLC ->

VMSC
	SUBSCRIBER LOCATION REPORT ACK.
	The GMLC acknowledges receipt of the location estimate provided that is serves the identified LCS client and the client is accessible

	13 c)
	GMLC -> 

Ext. Client
	LOCATION INFORMATION
	The GMLC transfers the location information to the LCS client either immediately or upon request from the client. 

	14 c 
	VMSC -> 

MS
	MO-LR RETURN RESULT
	The VMSC returns a DTAP LCS MO-LR Return Result to the MS carrying a confirmation that a location estimate was successfully transferred to the GMLC serving an LCS client.  

	14 d)
	VMSC -> 

MS
	MO-LR RETURN RESULT
	The VMSC returns a DTAP LCS MO-LR Return Result to the MS carrying the location estimate requested by the MS. 

	15
	MS 

< - >

VMSC
	RELEASE CM, MM, RR CONNECTION
	The VMSC may release the CM, MM and RR connections to the MS, if the MS was previously idle, and the VMSC may record billing information.

This test is defined in 3GPP TS 51.010 [18]


Output and statistics

Response time 

· Response time information to be gather by corresponding network elements e.g. VMSC – VMSC (time between the MO-LR received by the VMSC to the location response received by the VMSC.

Accuracy

· estimate of the accuracy of MO-LRs.

7.2.2 
MO-LR - exception procedures, failure in VMSC
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7.2.2.1 
Conformance requirement

A location procedure may be stopped by the VMSC before or after it starts communication with SMLC. The test procedures for the pre-SMLC request should be covered by corresponding Um interface tests. This chapter covers the exceptional cases after VMSC has requested a location service for a particular MS from SMLC. The following cases are identified:

a) Restart the Location Service
This action shall be employed for any event that temporarily impedes a location service attempt and cannot be delayed until the location service attempt is complete. When such an event is notified to the VMSC, it shall immediately cancel the location service attempt and the associated BSSMAP-LE or BSSMAP dialogue with the SMLC (NSS based SMLC) or BSC (BSS based SMLC), respectively, if this still exists by sending a BSSMAP-LE or BSSMAP Perform Location Abort message to the SMLC or BSC, respectively. The Abort message shall contain the reason for the location procedure cancellation.

b) Abort the Location Service
This action shall be employed for any event that permanently impedes a location service attempt, such as loss of the DCCH to the target MS. When such an event is notified to the VMSC, it shall cancel the current location service attempt and the associated BSSMAP-LE or BSSMAP dialogue with the SMLC (NSS based SMLC) or BSC (BSS based SMLC), respectively, if still existing, by sending a BSSMAP-LE or BSSMAP Perform Location Abort message to the SMLC or BSC, respectively. The Abort message shall contain the reason for the location procedure cancellation. The VMSC shall then return an error response to the client or network entity from which the location request was originally received. The VMSC shall also release all resources (e.g. DCCH) specifically allocated for the location attempt.

References: 3GPP TS 03.71.

7.2.2.2 
Test purpose

The purpose is to test the behaviour of the network in case the VMSC is not able to proceed with the LCS service. The VMSC shall then either cancel the current location procedure and repeat it after a while or the VMSC might abort the location procedure and inform about it to the requesting client.

7.2.2.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, 3GPP TS 03.71 [6]. 

Network: 

The following cases are covered

1) LCS feature is based on BSS architecture, 

2) LCS feature is based on NSS architecture,

MS: 

The MS has a valid IMSI. MS is idle updated or in dedicated mode:

Related statement about optional LCS features.

None.

Foreseen final state

The test is completed in case of Restart when the SMLC restarts the location procedure and in case of Abort when a location response indicating the cause for failure is returned to the requesting client.

Test Procedure

The MS initiates the Mobile Originated Location Request by sending a CM Service Request to the BSC which forwards the message to the VMSC. The VMSC accomplishes authentication and ciphering procedures for an idle mode mobile or Service Accept procedure for a MS in dedicaed mode. Then the MS sends a MO-LR Invoke message to the VMSC which starts to communicate with a SMLC via BSC in BSS architecture or direct with the SMLC in NSS architecture by requesting position of the mobile station. Some failure occurs and the VMSC sends a Abort message to the SMLC. Depending on the situation the VMSC either repeats the Perform Location procedure after a while or sends an error message to the MS. The MM,  and RR connections are closed
Maximum duration of the test

15 seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	1
	MS -> BSC
	CM SERVICE REQUEST
	If the MS is in idle mode, the MS requests an SDCCH and sends a DTAP CM service request indicating a request for call independent supplementary services to the BSC

Apply the test in 3GPP TS 51.010 [18]

	2 a)
	BSC -> VMSC
	BSSMAP COMPLETE LAYER 3 (CM Service Request)
	MS in idle mode: The BSC includes the current cell ID and TA value within the BSSMAP Complete Layer 3. Apply the test in 3GPP TS 51.010 [18]

	2 b)
	BSC ->

VMSC
	DTAP COMPLETE LAYER 3 (CM SERVICE REQUEST)
	MS in dedicated mode: Cell ID already known by the VMSC. Apply the test in 3GPP TS 51.010

	3
	VMSC 

< - > 

MS
	AUTHENTICATION, CIPHERING or DTAP CM SERVICE  ACCEPT
	Apply the tests already defined in 3GPP TS 51.010-1[18].

	4
	MS 

< - > VMSC
	LCS MO-LR INVOKE
	

	Step 5 and 6 in NSS architecture

	5 a)

	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	When the MS's location is requested, the message also includes the currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and, if available and any location measurement information including the TA value received from the BSC in step 2. 

	6 a)

	VMSC -> SMLC
	PERFORM LOCATION ABORT
	VMSC cancels the location service and the associated BSSMAP dialogue with the SMLC by sending a BSSMAP Perform Location Abort message to the SMLC. The Abort message shall contain the reason for the location procedure cancellation.

NOTE: the Restart case signalling flow continues from step 5a.

	Step 5 and 6 in BSS architecture

	5 b)
	VMSC -> BSC -> SMLC
	BSSMAP PERFORM LOCATION REQUEST
	MSC sends the BSSMAP PERFORM LOCATION REQUEST message to the serving BSC for the target MS which forwards the message to the SMLC including. The BSC may add additional measurement data to the message to assist with positioning.

	6 b)

	VMSC -> BSC -> SMLC
	PERFORM LOCATION ABORT
	VMSC cancels the location service and the associated BSSMAP-LE  dialogue with the SMLC by sending BSSMAP Perform Location Abort message to the BSC which forwards the BSSMAP-LE Perform Location Abort message to the SMLC. The Abort message shall contain the reason for the location procedure cancellation.

NOTE: the Abort case signalling flow continues from step 5b.

	Common procedure for NSS and BSS architecture

	7
	VMSC -> 

MS
	MO-LR RETURN RESULT
	VMSC returns an error response to the client in MO-LR return result message indicating the reason for error. 

	8
	MS 

< - >

VMSC
	RELEASE CM, MM, RR CONNECTION
	The VMSC may release the CM, MM and RR connections to the MS, if the MS was previously idle, and the VMSC may record billing information.

This test is defined in 3GPP TS 51.010 [18].


7.2.3 
MO-LR - exception procedures, failure in SMLC
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7.2.3.1 
Conformance requirement

A location procedure may be stopped by the SMLC. In such case the SMLC shall send a message indicating the cause for failure to the VMSC. The VMSC shall then send a message indicating a reason for failure to GMLC which sends a message indicating the cause for failure to the requesting client. The following case is considered.

1) If the SMLC is unable to obtain the location information requested then the SMLC shall return a BSSMAP-LE Perform Location Response to the VMSC in BSS architecture and BSSMAP Perform Location Response in a NSS architecture carrying a reason for failure. 

References: 3GPP TS 03.71 [6], 3GPP TS 09.31 [17].

7.2.3.2 
Test purpose

The purpose is to test the behaviour of the network when the SMLC can not obtain a proper position of the target MS. The test applies to both BSS and NSS centric LCS architectures.
7.2.3.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, 3GPP TS 03.71 [6]. 

Network: 

The following cases are covered

1) LCS feature is based on BSS architecture, 

2) LCS feature is based on NSS architecture,

MS: 

The MS has a valid IMSI. MS is idle updated or in dedicated mode:

Related statement about optional LCS features

None.

Foreseen final state

The test is completed when the SMLC has sent a Perform Location Response message to the VMSC indicating the cause for failure. The VMSC sends the corresponding message to the MS.

Test Procedure

The MS initiates the Mobile Originated Location Request by sending a CM Service Request to the BSC, which forwards the message to the VMSC. The VMSC accomplishes authentication and ciphering procedures for an idle mode mobile or Service Accept procedure for a MS in dedicated mode. Then the MS sends a MO-LR Invoke message to the VMSC, which starts to communicate with a SMLC via BSC in BSS architecture or direct with the SMLC in NSS architecture by requesting position of the mobile station. The SMLC fails to calculate a proper location estimate and sends a corresponding message to the VMSC either through the BSC in BSS architecture or direct to the VMSC in NSS architecture. The VMSC sends a MO-LR to the MS indicating the cause for failure. The CM, MM and RR connections will be closed.
Maximum duration of the test

15 seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	

	1
	MS -> BSC
	CM SERVICE REQUEST
	If the MS is in idle mode, the MS requests an SDCCH and sends a DTAP CM service request indicating a request for call independent supplementary services to the BSC

Apply the tests already defined in 3GPP TS 51.010 [18].

	2 a)
	BSC -> VMSC
	BSSMAP COMPLETE LAYER 3 (CM Service Request)
	MS in idle mode: The BSC includes the current cell ID and TA value within the BSSMAP Complete Layer 3. Apply the tests already defined in 3GPP TS 51.010 [18].

	2 b)
	BSC ->

VMSC
	DTAP COMPLETE LAYER 3 (CM SERVICE REQUEST)
	MS in dedicated mode: Cell ID already known by the VMSC. Apply the tests already defined in 3GPP TS 51.010 [18].

	3 a)
	VMSC 

< - > 

MS
	AUTHENTICATION, CIPHERING
	Apply the tests already defined in 3GPP TS 51.010 [18].

	3 b)
	VMSC 

< - > 

MS
	DTAP CM SERVICE  ACCEPT
	Apply the tests defined in 3GPP TS 51.010 to test CM service accept indicating ‘location service’ [18]..

	4
	MS 

< - > VMSC
	LCS MO-LR INVOKE
	 

	Steps 5 to 6 in NSS architecture

	5 a)

	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	The message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 2 a.



	6 a)

	SMLC -> VMSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The SMLC returns the location response to the VMSC indicating the cause for failure.

	Steps 5 to 6 in BSS architecture

	5 b)


	VMSC -> BSC
	BSSMAP PERFORM LOCATION REQUEST
	VMSC sends the BSSMAP PERFORM LOCATION REQUEST message to the serving BSC for the target MS with the same information as in step 5 a.

	5 b) 
	BSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	BSC forwards the BSSMAP-LE PERFORM LOCATION REQUEST request to the SMLC. The BSC may add additional measurement data to the message to assist with positioning.

	6 b) 
	SMLC -> BSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The SMLC returns the location response to the BSC indicating the cause of failure.

	6 b) 
	BSC -> VMSC
	BSSMAP PERFORM LOCATION RESPONSE
	The BSC forwards the location response to the VMSC

	Common procedures for NSS and BSS LCS architecture: 

	7
	VMSC -> 

MS
	MO-LR RETURN RESULT
	The VMSC returns a DTAP LCS MO-LR Return Result to the MS indicating the reason for failure.  

	8
	MS 

< - >

VMSC
	RELEASE CM, MM, RR CONNECTION
	The VMSC may release the CM, MM and RR connections to the MS, if the MS was previously idle, and the VMSC may record billing information.

This test is defined in 3GPP TS 51.010 [18].  


7.2.4 
MO-LR - exception procedures, failure in BSC
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Figure 7 Failure in BSC, NSS architecture
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Figure 8 Failure in BSC, BSS architecture

7.2.4.1 
Conformance requirement

The purpose is to test the behavior of the network in case the BSC is not able to proceed with the LCS service. The following cases are covered:

a) Rejection of an SMLC Positioning Request

The BSC may reject any request from an SMLC for positioning a target MS if the request cannot be performed for reasons other than interaction with handover or other RR management. If the request is rejected, the BSC shall return a BSSLAP Reject to the SMLC containing the cause of rejection. A response message indicating a cause of failure is returned to the GMLC.  
b) Interaction with Inter-BSC or Inter-MSC Handover with active BSSLAP communication 

The BSC shall reject any request from an SMLC for positioning while an inter-BSC or inter-MSC handover procedure is ongoing and shall return a BSSLAP Abort to the SMLC.

The BSC shall terminate any network or MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed and is not precluded by the particular location procedure and its current state. When a location procedure is terminated and there is an active BSSLAP transaction, the BSC shall return a BSSLAP Abort message to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. The BSSLAP Abort shall contain the cause of the location procedure failure. The positioning procedure is then either restarted or a response message indicating a cause of failure is returned to the GMLC. The restart procedure is restarted by the VMSC.

c) Interaction with Inter-BSC or Inter-MSC Handover with no active BSSLAP communication 

When a location procedure is terminated and there is no active BSSLAP transaction, the BSC shall send a BSSAP-LE Perform Location Abort message indicating a cause of failure to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. The positioning procedure is then either restarted or a response message indicating a cause of failure is returned to the GMLC. The restart procedure is restarted by the VMSC.

d) Interaction with Intra-BSC Handover  

The BSC shall terminate any positioning procedure already in progress if an intra-BSC handover or other intra-BSC RR management procedure is needed and is not precluded by the particular location procedure and its current state. When location procedure is terminated, the BSC shall return a BSSLAP Reset message to the SMLC after the intra-BSC handover or other RR management procedure is complete or has timed out in the BSC. The positioning procedure is then either restarted or a response message indicating a cause of failure is returned to the GMLC. The restart procedure can be restarted either by the SMLC or the VMSC. 

References: 3GPP TS 03.71 [6], 3GPP TS 08.71[15].

7.2.4.2 
Test purpose

The purpose is to test the behavior of the network in case of a failure at the BSC.

7.2.4.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, TS 03.71[6]. The Le interface procedure is based on MLP. The following conditions apply:

Network:

The following cases are covered

3) LCS feature is based on BSS architecture, 

4) LCS feature is based on NSS architecture,

MS: 

The MS has a valid IMSI. MS is idle updated or in dedicated mode.

Related statement about optional LCS features

None

Foreseen final state 

The test is completed when either 

a) an initially failed procedure is restarted by the VMSC or SMLC or

b) VMSC has returned a response indicating a failure to the GMLC, which has returned the location response indicating a failure to the external client or the VMSC has returned a MO-LR response indicating a failure to the MS.

Test Procedure

The MS initiates the Mobile Originated Location Request by sending a CM Service Request to the BSC, which forwards the message to the VMSC. The VMSC accomplishes authentication and ciphering procedures for an idle mode mobile or Service Accept procedure for a MS in dedicated mode. Then the MS sends a MO-LR Invoke message to the VMSC, which starts to communicate with a SMLC via BSC in BSS architecture or direct with the SMLC in NSS architecture by requesting position of the mobile station. If TA value and possibly other radio parameters are not available in the SMLC then the SMLC sends a TA request to the BSC. This is done through VMSC in NSS architecture and directly to the BSC in BSS architecture. Either before or immediately after the SMLC starts to communicate with the BSC there occurs an event at the BSC (e.g. handover), which results in a need to stop the location procedure. The test procedure is completed by one of the two different ways. Either the location procedure is restarted (e.g. in case of handover) or the procedure is aborted and a reason for failure is returned to the requesting MS or the response is sent to the addressed third party.

Maximum duration of the test

30 seconds.

Expected sequence in NSS architecture

	Step
	Direction
	Message
	Comments

	1
	MS -> BSC
	CM SERVICE REQUEST
	If the MS is in idle mode, the MS requests an SDCCH and sends a DTAP CM service request indicating a request for call independent supplementary services to the BSC

Apply the tests already defined in 3GPP TS 51.010-1 [18].

	2 a)
	BSC -> VMSC
	BSSMAP COMPLETE LAYER 3 (CM Service Request)
	MS in idle mode: The BSC includes the current cell ID and TA value within the BSSMAP Complete Layer 3. Apply the tests already defined in 3GPP TS 51.010-1 [18].

	2 b)
	BSC ->

VMSC
	DTAP COMPLETE LAYER 3 (CM SERVICE REQUEST)
	MS in dedicated mode: Cell ID already known by the VMSC. Apply the tests already defined in 3GPP TS 51.010-1 [18].

	3 a)
	VMSC 

< - > 

MS
	AUTHENTICATION, CIPHERING
	Apply the tests already defined in 3GPP TS 51.010-1 [18].

	3 b)
	VMSC 

< - > 

MS
	DTAP CM SERVICE ACCEPT
	Apply the tests defined in 3GPP TS 51.010-1 to test CM service accept indicating ‘location service’ [18].

	4
	MS 

< - > VMSC
	LCS MO-LR INVOKE
	 

	5 
	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	The message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 2a.



	6 
	SMLC -> VMSC
	BSSMAP-LE CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	7 
	VMSC -> BSC
	BSSMAP CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	Steps 8 a) and 9 a): see case a in chapter 7.2.4.1 Conformance requirement 

	8 a)

	BSC -> VMSC
	BSSLAP Reject
	The BSC returns a BSSLAP Reject to the VMSC containing the cause of rejection.

	9 a)

	VMSC -> SMLC
	BSSLAP Reject
	The VMSC forwards the Reject message containing the cause for rejection to the SMLC



	
	
	
	

	Steps from 11 b) to 13 b): see case b, active BSSLAP communication, in chapter 7.2.4.1 Conformance requirement

	8 b)
	BSC -> VMSC
	BSSMAP Handover Required
	The handover required indication procedure allows a BSS to request that a handover is to be carried out for the MS. This is not a LCS procedure but it is an indication that the positioning procedure shall be stopped. The BSC shall terminate MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed

	9 b)
	BSC -> VMSC
	BSSLAP Abort
	The BSC returns a BSSLAP Abort message including a cause of failure to the VMSC after the BSSMAP Handover Required has been sent to the serving MSC. The BSSLAP Abort shall contain the cause of the location procedure failure.

	10 b)
	VMSC -> SMLC
	BSSLAP Abort
	The VMSC forwards the BSSLAP Abort message to the SMLC.

	Steps from 8 c) to 10 c): see case c, no BSSLAP communication, in chapter 7.2.4.1. Conformance requirement

	8 c)
	BSC -> VMSC
	BSSMAP Handover Required
	The handover required indication procedure allows a BSS to request that a handover is to be carried out for the  MS. This is not a LCS procedure but it is an indication that the positioning procedure shall be stopped. The BSC shall terminate MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed

	9 c)
	BSC -> VMSC
	BSSAP-LE Perform Location Abort
	The BSC returns a BSSAP-LE Perform Location Abort message indicating a cause of failure to the VMSC after the BSSMAP Handover Required has been sent to the serving MSC. 

	10 c)
	VMSC -> SMLC
	BSSAP-LE Perform Location Abort
	The VMSC forwards the BSSAP-LE Perform Location Abort message to the SMLC.

	Steps from 8 d) to 9 d): see case d, in chapter 7.2.4.1. Conformance requirement

	8 d)
	BSC -> VMSC
	BSSLAP Reset
	When location procedure is terminated, the BSC returns a BSSLAP Reset message to the VMSC after the intra-BSC handover or other RR management procedure is complete or has timed out in the BSC. The BSSLAP Reset shall contain a cause indication, the current serving cell identity and may contain measurement information for the target MS.

	9 d)
	VMSC -> SMLC
	BSSLAP Reset
	The BSSLAP Reset message is forwarded to the SMLC.  

	NOTE: As a consequence of a failure in BSC the positioning procedure will be either restarted by the VMSC or SMLC later on or the procedure will be aborted and a cause of failure is returned to the GMLC. In case of restart a successful positioning procedure will be tested according chapter 7.2.1. The conditions and the procedures in case of handover are specified in 3GPP TS 03.71 [6] In any other failure event notified to the VMSC the location service will be aborted and a response indicating a failure is sent to a requesting client or target address.

	
	
	
	


Expected sequence in BSS architecture

	Step
	Direction
	Message
	Comments

	1
	MS -> BSC
	CM SERVICE REQUEST
	If the MS is in idle mode, the MS requests an SDCCH and sends a DTAP CM service request indicating a request for call independent supplementary services to the BSC

Apply the tests already defined in 3GPP TS 51.010-1 [18].

	2 a)
	BSC -> VMSC
	BSSMAP COMPLETE LAYER 3 (CM Service Request)
	MS in idle mode: The BSC includes the current cell ID and TA value within the BSSMAP Complete Layer 3. Apply the tests already defined in 3GPP TS 51.010-1 [18].

	2 b)
	BSC ->

VMSC
	DTAP COMPLETE LAYER 3 (CM SERVICE REQUEST)
	MS in dedicated mode: Cell ID already known by the VMSC. Apply the tests already defined in 3GPP TS 51.010-1 [18].

	3 a)
	VMSC 

< - > 

MS
	AUTHENTICATION, CIPHERING
	Apply the tests already defined in 3GPP TS 51.010-1 [18].

	3 b)
	VMSC 

< - > 

MS
	DTAP CM SERVICE  ACCEPT
	Apply the tests defined in 3GPP TS 51.010-1 to test CM service accept indicating ‘location service’ [18].

	4
	MS 

< - > VMSC
	LCS MO-LR INVOKE
	

	5
	VMSC -> BSC
	BSSMAP PERFORM LOCATION REQUEST
	VMSC sends the BSSMAP PERFORM LOCATION REQUEST message to the serving BSC for the target MS with the same information as in step 5 a.

	6 
	BSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	BSC forwards the BSSMAP-LE PERFORM LOCATION REQUEST request to the SMLC. The BSC may add additional measurement data to the message to assist with positioning.

	7 
	SMLC -> BSC
	BSSLAP TA REQUEST
	SMLC might send a BSSLAP TA REQUEST to the BSC in order to get the TA value and possibly other radio parameters to assist location calculation (see TS 08.71[15]). 

	Step 8 a): see case a in chapter 7.2.4.1 Conformance requirement 

	8 a)

	BSC -> SMLC
	BSSLAP Reject
	The BSC returns a BSSLAP Reject to the SMLC containing the cause of failure.

	Steps from 8 b) to 9 b): see case b, active BSSLAP communication, in chapter 7.2.4.1 Conformance requirement

	8 b)
	BSC -> VMSC
	BSSMAP Handover Required
	The handover required indication procedure allows a BSS to request that a handover is to be carried out for the  MS. This is not a LCS procedure but it is an indication that the positioning procedure shall be stopped. The BSC shall terminate MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed

	9 b)
	BSC -> SMLC
	BSSLAP Abort
	The BSC sends a BSSLAP Abort message to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. The BSSLAP Abort shall contain the cause of the location procedure failure.

	Steps from 8 c) to 9 c): see case c, no BSSLAP communication,  in chapter 7.2.4.1 Conformance requirement

	8 c)
	BSC -> VMSC
	BSSMAP Handover Required
	The handover required indication procedure allows a BSS to request that a handover is to be carried out for the MS. This is not a LCS procedure but it is an indication that the positioning procedure shall be stopped. The BSC shall terminate MS positioning procedure already in progress if inter-BSC or inter-MSC handover is needed

	9 c)
	BSC -> SMLC
	BSSAP-LE Perform Location Abort
	The BSC returns a BSSAP-LE Perform Location Abort message indicating a cause of failure to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. 

	Step 8 d): see case d, in chapter 7.2.4.1 Conformance requirement

	8 d)
	BSC -> VMSC
	BSSLAP Reset
	When location procedure is terminated, the BSC returns a BSSLAP Reset message to the SMLC after the intra-BSC handover or other RR management procedure is complete or has timed out in the BSC. The BSSLAP Reset shall contain a cause indication, the current serving cell identity and may contain measurement information for the target MS.

	NOTE: As a consequence of a failure in BSC the positioning procedure will be either restarted by the VMSC or SMLC later on or the procedure will be aborted and a cause of failure is returned to the GMLC. In case of restart a successful positioning procedure will be tested according chapter 7.2.1. The conditions and the procedures in case of handover are specified in 3GPP TS 03.71 [6] In any other failure event notified to the VMSC the location service will be aborted and a response indicating a failure is sent to the requesting client.


7.3 

Network Induced Location Request (NI-LR): support for Emergency Call Positioning

NI-LR can be used for different purposes e.g. to support positioning of emergency call or GSM internal usage such as support for handover. This test case concerns positioning for an emergency service call as described in 3GPP TS 03.71 [6].

7.3.1 
NI-LR - successful positioning of the MS
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7.3.1.1 
Conformance requirement

When the MS makes an emergency call there might be a need to position the MS. In such case the network initiates the positioning of the MS during the emergency call establishment. The requirement is that the network sends a successful position result to a certain external client or an emergency service client is expected to obtain the location information by requesting it from the GMLC.
References 3GPP TS 03.71 [6]. 

7.3.1.2 
Test purpose

To test the LCS feature and behaviour of the corresponding network elements and signalling flows when the network initiates a position of the MS due to an emergency call initiated by the MS. 

7.3.1.3 
Method of test

Initial conditions

The tests are based on standardized LCS feature described in LCS functional description, 3GPP TS 03.71 [6]. The following conditions apply:

Network: 

The following cases are covered

1) LCS feature is based on BSS architecture, 

2) LCS feature is based on NSS architecture,

MS: 

MS is initially in idle mode.

Related statement about optional LCS features

None
Foreseen final state

The procedure is successfully completed when the GMLC has sent the location information to LCS client. In case of North American Emergency Services call, the procedure is successfully completed, after the Emergency call is released and VMSC has received the Subscriber Location Report Ack.

Test Procedure

Initially idle MS initiates the Mobile Originated Location Request by sending a CM Service Request to the BSC indicating establishment of an emergency call. The BSC forwards the message to the VMSC. The VMSC, BSC and MS continue the normal procedure for emergency call origination towards the appropriate emergency services client. VMSC starts to communicate with a SMLC via BSC in BSS architecture or direct with the SMLC in NSS architecture by requesting position of the mobile station. The SMLC might send a TA request to the BSC. This is done through VMSC in NSS architecture and directly to BSC in BSS architecture. The BSC return a TA result and the SMLC calculates the position of the MS. The position result is sent either to the GMLC, which forwards the result to a emergency services client via the GMLC. The emergency call is then released. For a North American Emergency Services call, the MSC sends another MAP Subscriber Location Report to the GMLC. This message may include the same parameters as before except that there is no position estimate and an indication of emergency call termination is included. This message will be acknowledged by the GMLC and stored information for the emergency call can be released.  

Maximum duration of the test

XX seconds.

Expected sequence

	Step
	Direction
	Message
	Comments

	

	1
	MS -> BSC
	CM SERVICE REQUEST
	If the MS is in idle mode, the MS requests an SDCCH and sends a DTAP CM service request indicating a request for call independent supplementary services to the BSC

The test procedure is defined in 3GPP TS 51.010 standards[18].

	2
	BSC -> VMSC
	BSSMAP COMPLETE LAYER 3 (CM Service Request)
	MS in idle mode: The BSC includes the current cell ID and TA value within the BSSMAP Complete Layer 3. The test procedure is defined in 3GPP TS 51.010 standards [18].

	3
	VMSC – BSC – MS – EXT. CLIENT
	EMERGENCY CALL ORIGINATION
	The VMSC, BSC and MS continue the normal procedure for emergency call origination towards the appropriate emergency services client. Depending on local regulatory requirements, the sending of call setup information into the PSTN may be delayed until either the MS's location has been obtained or the location attempt has failed or a PLMN defined timer has expired before location was obtained. Call setup information sent into the PSTN may include the MS location (if already obtained) plus information that will enable the emergency service provider to request MS location at a later time (e.g. NA-ESRD and NA-ESRK in North America). See 51.010 standards [18].

	Steps 4 to 9 in NSS architecture

	4 a)

	VMSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	The message includes the type of location information requested, the MS's location capabilities and currently assigned radio channel type the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 2.

NOTE: 
If the requested location information and the location accuracy within the QoS can be satisfied by the reported cell ID and, if available, TA value, the SMLC may send a PERFORM_LOCATION ack. Immediately. Then the steps 5, 6, 7 and 8 are skipped.


	5 a)

	SMLC -> VMSC
	BSSMAP-LE CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	6 a)

	VMSC -> BSC
	BSSMAP CONNECTION ORIENTED INFORMATION (TA REQUEST)
	The BSSLAP APDU parameter in this message contains a TA Request.

	7 a)

	BSC -> VMSC
	BSSMAP CONNECTION ORIENTED INFORMATION (TA RESPONSE)
	The TA response may also include the latest measurement results received from the target MS for the serving and neighboring cells.

	8 a)

	VMSC -> SMLC
	BSSMAP-LE CONNECTION ORIENTED INFORMATION (TA RESPONSE)
	The SMLC derives a location estimate for the target MS based on the received serving cell ID, TA value and other measurement results if included.



	9 a)

	SMLC -> VMSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The SMLC returns the location response to the VMSC

	Steps 4 to 9 in BSS architecture

	4 b)


	VMSC -> BSC
	BSSMAP PERFORM LOCATION REQUEST
	VMSC sends the BSSMAP PERFORM LOCATION REQUEST message to the serving BSC for the target MS with the same information as in step 4 a.

	5 b) 
	BSC -> SMLC
	BSSMAP-LE PERFORM LOCATION REQUEST
	BSC forwards the BSSMAP-LE PERFORM LOCATION request to the SMLC. The BSC may add additional measurement data to the message to assist with positioning.

	6 b) 
	SMLC -> BSC
	BSSLAP TA REQUEST
	SMLC might send a BSSLAP TA REQUEST to the BSC in order to get the TA value and possibly other radio parameters to assist location calculation (see TS 08.71 [15]). 

	7 b) 
	BSC -> SMLC
	BSSLAP TA RESPONSE
	BSC returns a BSSLAP TA RESPONSE to the BSC including TA value and possibly other radio parameters defined in TS 08.71 [15]

	8 b) 
	SMLC -> BSC
	BSSMAP-LE PERFORM LOCATION RESPONSE
	The SMLC returns the location response to the BSC

	9 b) 
	BSC -> VMSC
	BSSMAP PERFORM LOCATION RESPONSE
	The BSC forwards the location response to the VMSC

	Common procedures for NSS and BSS LC architecture:

	10
	VMSC ->

GMLC
	MAP SUBSCRIBER LOCATION REPORT
	Depending on local regulatory requirements, the VMSC may send a MAP Subscriber Location report to a GMLC associated with the emergency services provider to which the emergency call has been or will be sent. This message shall carry any location estimate returned in step 9, the age of this estimate and may carry the MSISDN, IMSI and IMEI of the calling MS. In North America, any NA-ESRD and any NA-ESRK that may have been assigned by the VMSC shall be included. The message shall also indicate the event that triggered the location report.

	11
	GMLC ->

VMSC
	MAP SUBSCRIBER LOCATION REPORT ACK.
	The GMLC acknowledges receipt of the location estimate provided that is serves the identified LCS client and the client is accessible. For a North American Emergency Services call, the GMLC shall store the location information for later retrieval by the emergency services LCS client.

	12
	GMLC -> 

Ext. Client
	LOCATION INFORMATION
	The GMLC transfers the location information to the LCS client either immediately or upon request from the client. 

	13
	VMSC -> 

MS
	EMERGENCY CALL RELEASE
	At some later time, the emergency services call is released. The test procedure is defined in 3GPP TS 51.010 standards [18]

	14
	VMSC -> 

GMLC
	MAP SUBSCRIBER LOCATION REPORT
	For a North American Emergency Services call, the MSC sends another MAP Subscriber Location Report to the GMLC. This message may include the same parameters as before except that there is no position estimate and an indication of emergency call termination is included

	15
	GMLC 

< - >

VMSC
	MAP SUBSCRIBER LOCATION REPORT ACK.
	The GMLC acknowledges the MSC notification and may then release all information previously stored for the emergency call.


7.3.2 
NI-LR - exception procedures, failure in VMSC

The test is similar to chapter 7.2.2 MO-LR – exception procedures, failure in VMSC except the three first steps. The test procedures for these steps are defined in 3GPP TS 51.010 series [18].

7.3.3 
NI-LR - exception procedures, failure in SMLC

The test is similar to chapter 7.2.3 MO-LR – exception procedures, failure in SMLC except the three first steps. The test procedures for these steps are defined in 3GPP TS 51.010 series [18].
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