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1. Scope

The Wireless Application Protocol (WAP) isaresult of continuous work to define an industry -wide specification
for developing applications that operate over wireless communication networks. The scope for the WAP Forumis
to define a set of specificationsto be used by service applications. The wireless market is growing very quickly,
and reaching new customers and services. To enable operators and manufacturers to meet the challengesin
advanced services, differentiation and fast/flexible service creation WAP Forum defines a set of protocolsin
transport, security, transaction, session and application layers. For additional information on the WAP architecture,
please refer to “Wireless Application Protocol Architecture Specification” [WAPARCH].

Multimedia M essaging Service (MMS) is a system application by whichaWAP client isableto provide a
messaging operation with avariety of mediatypes. The serviceis described in terms of actions taken by the WAP
MMS Client and its service partner, the MM S Proxy -Relay, a device that operates asa WAP Origin Server for this
specialised service. This specification defines the operational flow of the messages that transit between the MM S
Client and the MM S Proxy -Relay. The format of the specific messages is described in the “WAP MMS
Encapsulation Protocol” [MMSENCAPS].

For information about the MM S Architecture, the reader is advised to become familiar with the “WAP MMS
Architecture Overview” [MMSARCH]
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2. Document Status

This document is available online in the following formats:
PDF format at http://www.wapforum.ora/.

2.1 Copyright Notice

© Copyright Wireless Application Forum Ltd, 2000.

Terms and conditions of use are available from the Wireless Application Protocol Forum Ltd. web site at

http://www.wapforum.ora/docs/copyright.htm

2.2 Errata

Known problems associated with this document are published at http://www.wapforum.org/.

2.3 Comments

Comments regarding this document can be submitted to the WAP Forum in the manner published at

http://www.wapforum.org/.
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4. Definitions and Abbreviations

4.1 Terminology

The key words“MUST”, “MUST NOT”, “REQUIRED”, “SHALL", “SHALL NOT”, “SHOULD", “SHOULD NOT",
“RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described by [RFC2119].

4.2 Definitions

This section introduces a terminology that will be used throughout this document.

Multimedia M essaging Service (MMS)
A system application by which aWAP client is able to provide a messaging operation with avariety of
mediatypes.

MMS Client
The MM S service endpoint located on the WAP client device.

MMS Proxy -Relay
A server which provides access to various messaging systems. If the MMS Proxy -Relay operates as a
WAP origin server it may be able to utilise features of the WAP system.

MMS Server
A server that provides storage and operational support for the MM S service.

MMS, Link
The interface between the MM S Client and its service partner, the MMS Proxy -Relay.

Terminad
A WAP client device.

Transaction
One or more message exchanges that collectively are considered logically separate from other message
exchanges.

WAP Origin Server
A server that can deliver appropriate content upon request from aWAP client.

4.3 Abbreviations

For the purposes of this specification the following abbreviations apply.

Email Electronic mall

HTTP HyperText Transport Protocol

IANA Internet Assigned Numbers Authority
ID Identifier

MIME Multipurpose Internet Mail Extensions

0 2002, Wireless Application Protocol Forum, Ltd.
All rights reserved
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MM
MMS
OTA
PDF
PDU
RDF
RFC
UAProf
URI
WAP
WSP
WTLS
XML

Multimedia Message
Multimedia Messaging Service
Over The Air

Portable Document Format
Protocol Data Unit

Resource Description Format
Request For Comments

User Agent Profile

Uniform Resource Identifier
Wireless Application Protocol
Wireless Session Protocol
Wireless Transport Layer Security
eXtensible Markup Language
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5. Introduction

This section isinformative.

The Multimedia Messaging Service (MMS) isintended to provide non-real-time messaging services to consumers
utilising WAP technologies. Itisan application level servicethat fitsinto the current WAP architecture. The

following figure shows the general MM S Architecture.

Legacy Wireless
Messaging systems

MMS Store

MMS = =
Server
y
bes MMy

Email

Server
MMSwm
MMS Proxy
Relay
=]
MMSm El
~
Other MMS
Systems 7

Figure 1. MMS Network Diagram with MMS Client to MMS Proxy-Relay Link Highlighted

The MMS client transactions described by this document take place on the interface labelled MMS,, in the
preceding diagram.
Thefollowing figure presents an amplified view of the MMS,, link. It is built on top of the WAP architecture. Inits

role as an application, MMS provides for the delivery and services related to messaging and the data schemes that
will permit presentation methods that provide for the multimedia user experience. These presentation methods are

separate from MMS.
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=; Internet T
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T =

WAP Implementation of MMSy, Interface

Thisfigureincludes afew itemsthat need to be described. The MM S Proxy -Relay is the network entity that
interacts with the user mailbox and is responsible for initiating the notification processto the MM S Client. The
WAP Gateway provides standard WAP services needed to implement MM, these include: WSP invocation of
HTTP methods, see [WAPWSP]; WAP PUSH services, see[PUSHARCH]; OTA security, see[WTLS]; and,
Capability Negotiations, see [UAPROF].

The above figure also shows a payload that is carried by WSP and HTTP. This payload is described inthe MM S
Message Encapsulation [MMSENCAPS] document. It isexpected that thisdatawill be transported in its entirety
between the MM S Proxy -Relay and the MM S Client.

This description does not address i ssues rel ated to the movement or acquisition of MM messages beyond the
MMS Proxy -Relay as these are outside the scope of the MMS,, link.

0 2002, Wireless Application Protocol Forum, Ltd.

All rights reserved



WAP-206-MMSCTR-20020115-a, Version 15-Jan-2002 Page 11 (33)

6. Introduction to MMS Transaction Model

This section isinformative.

The MMS serviceisrealised by the invocation of transactions between the MM S Client and the MM S Proxy -
Relay. These transactionsinclude information and affect state changes on these devices. This section introduces
exampl e transaction flows and section 7 describes each individual, logically separate transaction in more detail.

The general transaction flowson MM S, for sending and retrieving MM messages do not depend on what type of
client the MM message is sent to or received from. The other endpoint for the MM message may be another MM S
Client served by the same or another MM S Proxy -Relay, it may be aclient on alegacy wireless messaging system,
or it may be an e-mall server.

The following three figures provide general views of the MM S, transactions needed for: 1) an MMS Client to send
an MM message and receive back aresulting delivery notice; 2) an MMS Client to perform immediate retrieval of a
new MM message; and, 3) an MMS Client to perform delayed retrieval of anew MM message. The arrow labelsin
the following figures indicate the MM S messages (al so known as MM S PDUs) exchanged during transactions.
These messages are defined in detail in [MMSENCAPS].

Orig Orig MMS MM Message
MMS Client Proxy-Relay Recipient

M‘Sen a. re eq

N\-Seﬂdﬁom

Interactions occurring beyond MMSy,
are not in this document's scope

-— w-petive” ind

Figure 3. Example MMSy, Transaction Flow — Sending

A receiving MM S Client is said to perform immediate retrieval of anew MM message when it retrieves the data
from the MM S Proxy -Relay before acknowledging the message notification.

0 2002, Wireless Application Protocol Forum, Ltd.
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MM Message Target MMS Target
Originator Proxy-Relay MMS Client

Interactions occurring beyond MMS,,
are not in this document's scope

M-Nsic:
I\lotlflcation ing
By

xed ™|
| WsPIHT™™ GET

- ‘
M-retrleve_ conf

'. \’\d —
| oifyReP

Interactions occurring beyond MMS,,
are not in this document's scope

Figure 4. Example MMS,, Transaction Flow — Immediate Retrieval

A receiving MM S Client is said to perform delayed retrieval of anew MM message when it first acknowledges the
notification and at some later point retrieves the message from the MM S Proxy -Relay.

MM Message Target MMS Target
Originator Proxy-Relay MMS Client

Interactions occurring beyond MMS,,
are not in this document's scope

MeNsor
Notmcation. ind\s

) nd
A/N\-NO“WRBSP

Time Passes

red |
| o WsPHTTP GET

_— A
M~retr/eve_ conf

dge-"
kno\N\e
PRVE

Interactions occurring beyond MMS,,
are not in this document's scope

Figure 5. Example MMSy, Transaction Flow — Delayed Retrieval

If both endpoints for the MM message exchange are MM S Clients, the MM S interface isinvolved both when the
originating MM S Client sends the MM message to the originating MM S Proxy -Relay and when the target MM S
Client retrieves the MM message from the target MM S Proxy -Relay. The following figure shows an example where
both endpoints are MM S Clients and delayed retrieval is used.

0 2002, Wireless Application Protocol Forum, Ltd.
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Orig Orig MMS Target MMS Target
MMS Client Proxy-Relay Proxy-Relay MMS Client

/\/I~Send. req

N
d‘cont/ Interactions occurring beyond MMS,,

\\/\‘Sen are not in this document's scope —~— - .
M. NOtIfICat,'On i
Ind—p |
ind
i Sp‘\ﬂ
NotifyRe
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TP OF

|4 \WSP

M-retrieve. cong
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! ind
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«

Figure 6. Example MMS Transaction Flow — Delayed Retrieval

As can be seen in these exampl es, several message exchanges occur on MM S,,. These message exchanges can be
considered to form the following logically separate transactions:

- MMS Client Sending Message to MM S Proxy -Relay

- MMSProxy -Relay Sending Notificationto MMS Client

- MMS Client Fetching Message from MM S Proxy -Relay

- MMS Proxy -Relay Sending Delivery Report to MM S Client

These transactions are described in more detail in section 7.

6.1 Error Considerations

Section 7 also contains general error considerations for each transaction. For more specific information, the reader
isreferred to the [MMSENCAPS] and [WAPWSP] documents. The [MMSENCAPS] document also contains
considerations for the case where the MM S Client and the MM S Proxy -Relay implement different versions of the
MM S, protocol described here.

0 2002, Wireless Application Protocol Forum, Ltd.
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7. MMS Client Transactions

This section is normative.

The PDUs and information elements referred to in the following SHALL comply with the definitionsin
[MMSENCAPS].

7.1 MMS Client Sending Message to MMS Proxy-Relay

The processfor aclient to send a message is built on top of the M-Send transaction. It provides the mechanism
for the MM S Client to submit an MM message to the MM S Proxy -Relay and to get back information in response.
The following Figure 7 gives an example of thistransaction.

Originating MMS
MMS Client Proxy-Relay
— M-Se
tran nd.req

S=T1, addr, Multipart

N\,Send‘CO\'\f

trans=T1 status, ref=Msg\D

Figure 7. Example M-Send Transaction Flow

7.1.1 Transaction Flow

The MM S Client that wishes to send an MM message SHALL invoke aWSP/HTTP POST operation with the M—
Send - req message embedded as the content body. This message is submitted using a URI that addresses the
MMS Proxy -Relay that supports the specific MM S Client.

The MMS Client SHALL compose atransaction ID for the submitted message. Thistransaction ID is used by the
MMS Client and MM S Proxy -Relay to provide linkage between the originated M-Send - req and the response M-
Send . conf messages. The value used for the transaction ID is determined by the MM S Client and no
interpretation is expected by the MM S Proxy -Relay.

Upon receipt of the M-Send . req message, the MM S Proxy -Relay SHALL respond to the WSP/HTTP POST with
aresponse that includes the M—Send - conf message in itsbody. This response message SHALL provide a
status code for the requested operation. |If the MM S Proxy -Relay iswilling to accept the request to send the
message, the status SHALL be‘accepted’ and the message SHALL include a message-ID that MAY be used for
following activities that need to refer to the specific sent message (e.g. delivery reports).

7.1.2 Error Considerations

Various error cases may exist. These include network faults, server faults and service faults. For network faults
(e.g. server not available) or server faults (e.g. bad path) the MM S Client SHALL receive an error indication that
relates to the WSP/HTTP error that was detected. These errors MAY be recoverable (e.g. MM S Proxy -Relay down
temporarily) or may be more permanent in nature. Strategiesfor recovery or retry are beyond the scope of this
document to address.

Service errors are different. 1n these casesthe MM S Proxy -Relay actually received the M-Send - req message and
responds with an M-Send - con¥ message with the appropriate error code.

0 2002, Wireless Application Protocol Forum, Ltd.
All rights reserved
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7.2 MMS Proxy-Relay Sending Notification to MMS Client

To inform an MMS Client that an MM messageis available and for it to return back information, a set of
asynchronous messages, M—-Notification._ind and M-NotifyResp. ind, are utilized. This providesthe
mechanism for the MMS Proxy -Relay to notify the MM S Client with certain factors about the new MM. Thiswill
let the MM S Client retrieve the MM.

MMS Target
Proxy-Relay MMS Client

—— M-Nojj

fication i
trans=To ation.ing

» uri; sj .
L Size, expin ™——m

. nd____———
M-NotifyResp-In
-« tans=12 status

Figure 8. Example MMS Notification of MM message to Target Client

7.2.1 Transaction Flow

The MMS Proxy -Relay SHALL utilise the M—-Noti Fication. ind message when it needsto informthe MMS
Client that amessageis available for delivery. The M—-NotiFication. ind message SHALL be sent by the
MMS Proxy -Relay to the MM S Client using the WAP PUSH framework [PUSHARCH]. The M-

Notification. ind message SHALL be sent asthe message body of a[PUSHMSG]. The X-Wap-Application-
Id message header of that push message MUST be set to ‘ x-wap-application:mms.ua if the absoluteURI form of the
app-id syntax isused, and MUST be set to ‘4’ if the app-assigned-code form of the app-id syntax is used.

Theinformation conveyed SHALL include an [RFC2396] compliant URI that will be used to actualy retrieve the
message in a subsequent operation by the MM S Client. Additional information about the message (e.g. message
size, expiry) MAY be used by the MM S Client to determine its behaviour. For example, the MMS Client MAY
delay theretrieval of the message until after a user confirmation if it exceeds a size threshold.

The MMS Proxy -Relay SHALL conpose atransaction ID for the notification message. Thistransaction ID isused
by the MM S Client and MM S Proxy -Relay to provide linkage between the originated M—Notification.ind
and the response M-Not i fyResp - ind messages. The value used for the transaction ID is determined by the
MMS Proxy -Relay and no interpretation is expected by the MM S Client.

Upon receipt of the M-NotiFication. ind message, the MMS Client SHALL respond by invoking a
WSP/HTTP POST operation with an M—-Not i fyResp - ind message embedded as the content body. This
message is submitted using a URI that addresses the MM S Proxy -Relay that supports the specific MM S Client.
The MMS Client SHOULD ignore the associated WSP/HTTP POST response from the MM S Proxy -Relay.

The M—NotifyResp - ind response message SHALL provide amessage retrieval status code. The status
‘retrieved’ SHALL beused only if the MMS Client has successfully retrieved the MM message prior to
sending the Noti fyResp - ind response message.

0 2002, Wireless Application Protocol Forum, Ltd.
All rights reserved



WAP-206-MMSCTR-20020115-a, Version 15-Jan-2002 Page 16 (33)

7.3 MMS Client Fetching Message from MMS Proxy-Relay

The operation for retrieval of the MM message by the MM S Client from the MM S Proxy -Relay is built upon the
normal WSP/HTTP GET functionality. Therefore, no new operation is actually defined. The message type for the
message returned from the MM S Proxy -Relay to the MM S Client isM-retrieve._conf.

Delivery of the MM message MAY be either before or after the M—Noti FyResp - ind message, depending on
immediate retrieval or delayed retrieval of MM message respectively. The MM S Proxy -Relay MAY therefore decide
to request an acknowledgement from the MM S Client to confirm successful retrieval in case of delayed retrieval.
These variations are shown in Figure 9 and Figure 10 respectively.

MMS MMS
Proxy-Relay Client

\Sp/HTTP GETred ———
-— MM uri

_ M—retrie\/e,CO nf
MM multipar; ~——

Figure 9. Example MMS Retrieval Transaction without Acknowledgement

MMS MMS
Proxy-Relay Client

WSPMHTTP GET 84—
-— MM uri

M—retrieve.conf

MM Multipart, trans=T3 >

\-Acknowledgend _————
-— tranS=T3

Figure 10. Example MMS Retrieval Transaction with Acknowledgement

7.3.1 Transaction Flow

The MMS Client SHALL initiate the retrieval activity by utilizing the URI that was delivered to it in the
M-Notification. ind message using the connection oriented mode of the normal WSP/HTTP GET method
operation.

When setting up the WSP session and when sending the GET request the MM S Client SHOULD convey the
capabilities of the terminal and of the MM S Client. For more details see section 8 on Terminal Capability
Negotiation.

The response message M-retrieve.conf, if successful, containsthe MM message. This MM message
SHALL include MM S headers providing additional information.

0 2002, Wireless Application Protocol Forum, Ltd.
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Depending on the MM S Proxy -Relay needs, the M-retrieve . conf response that it provides MAY request an
acknowledgement to be generated by the MM S Client. The MM S Proxy -Relay MAY make this request based on
whether or not it needs to provide a delivery notice back to the originator of the MM message. Alternatively, it
MAY make that request based upon an expectation that it would then be able to del ete the message from its own
store. This decision isnot a part of this transaction.

The MMS Proxy Relay SHALL make this request for acknowledgement by including atransaction ID in the M—
retrieve.conf message. Thistransaction ID isused by the MMS Client and MM S Proxy -Relay to provide
linkage between the originated M-retrieve - conf and the response M—-Acknowl edge - ind messages. The
value used for the transaction 1D is determined by the MM S Proxy -Relay and no interpretation is expected by the
MMS Client.

If an acknowledgement is requested, the MM S Client SHALL respond by invoking aWSP/HTTP POST operation
with anM—-Acknowledge - i nd message embedded as the content body. This message is submitted using aURI
that addresses the MM S Proxy -Relay that supports the specific MM S Client. The MMS Client SHOULD ignore the
associated WSP/HTTP POST response from the MMS Proxy -Relay. The M—Acknowledge - ind message
confirms successful MM message retrieval to the MM S Proxy Relay.

7.3.2 Error Considerations

If the URI can not be resolved, anetwork or server fault MAY bereturned. For example, if the MM S Server deletes
the message from the store, making the requested message unavailable, it is expected that the WSP/HTTP request
will generate a‘ Data Not Available’ status code (e.g. 404). In this case, the lower level error would be returned and
no application level errors would be possible since no MM message datawill be returned.

7.3.3 Clarifications

To some readersit may not appear consistent that the WSP/HTTP GET.req message is shown in Figure 9 and
Figure 10 as this message belongs to a different protocol layer than the other messages. However, the figures are
consistent in that they definethe MM S Client Transactionsin terms of the PDUs sent “across the wire” between
peer entities (and not in terms of primitives, which are defined between layersin a protocol stack). The appearance
of WSP/HTTP GET .req in the diagramsis not to be taken as arecommendation to bypass the implementation of
layered protocaols.
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7.4 MMS Proxy-Relay Sending Delivery Report to MMS Client

To permit the originating MM S Client to know when a message delivery has occurred the M-Delivery . ind
message has been defined to provide that information. The M—Del ivery - ind message originates at the MM S
Proxy -Relay providing information to the MM S Client about the message that was delivered. Thereisno
associated response or acknowledgment message. The following Figure 11 shows an example of this message.

MMS MMS
Client Proxy-Relay

" nd
M-Delivery.n .
tatus, addr:TargetAddre
- i=MsgID, S

Figure 11. Example Delivery Report

7.4.1 Transaction Flow

TheM-Delivery. ind message SHALL be sent by the MM S Proxy -Relay to the MM S Client using the WAP
PUSH framework [PUSHARCH]. TheM-Delivery . ind message SHALL be sent asthe message body of a
[PUSHMSG]. The X-Wap-Application-ld message header of that push message MUST be set to ‘ x-wap-
application:mms.ua if the absoluteURI form of the app-id syntax is used, and MUST be set to ‘4’ if the app-
assigned-code form of the app-id syntax is used.

The M-Delivery . ind message conveysinformation about the status of a particular message delivery that was
performed. The message isidentified by the Message ID that was generated when the original message was
posted. It also provides addressing information of the originally targeted entity.

If an MM message was addressed to multiple entities, multiple M—-De l ivery - ind messages SHOULD be
expected to be returned, one for each addressed entity.

7.4.2 Error Considerations

The M-Del ivery . ind message is generated when the MM S Proxy -Relay is satisfied that it has sufficient
information to declare that the message was delivered or other status can be declared. As such, there may be cases
where the MM S Proxy -Relay makes a decision about the delivery status that may be incorrect (e.g. timer expiry may
generate an expiry notice but MM S Client may actually retrieve message if the read occurred before the message
was deleted).

Thereis no associated response or acknowledgment message defined for the M-Del ivery - ind message. The
success rate for transmittal of the M—-Del ivery - ind message is dependent upon the quality of service provided
by the transport service(s) utilized.

7.4.3 Other Issues

A target MMS Client may, within an M—Noti fyResp - ind message or anM-Acknowledge - ind message,
request denial of an originator’ s request for delivery notification. Therefore, an MM S Client SHOULD NOT expect
toreceive al the M—-Del ivery - ind messages that it may have requested.
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7.5 Read Reports

When the originating MM S Client requests the Read-Reply in a multimedia message, the receiving MMS Client
MAY send aread message back toit. Thismessageis sent and delivered using the normal mechanisms as
described in this section.

To permit auser to determine that a message isaread reply, afew fields can be used to provide that information:
- The subject field SHOULD be copied from the original, prepending a‘Read:’ to the text.
- The Message-ID of the original message is available and SHOULD be included in the message body.
- The body of the message MAY provide information about the read action or status.

The following isan example of aread reply message. Itisinresponseto amessage that user A had sent to user B:

From: B

To: A

Sent: Friday, January 21, 2000 1:50 PM
Subject: Read: My Message

Your message

To: B

Subject: My Message

Message-ID: <200002211806.MAA26265@maill.domain.com>
Sent: 1/21/2000 1:29 PM

was read on 1/21/2000 1:50 PM.

7.5.1 Transaction Flow

If supported by areceiving MMS Client, the read reply message is sent to the MM S Proxy -Relay when an MM
message has been read that had been flagged with the Read-Reply flag. The message SHALL be sent using the
normal M-Send operation asit isjust another message origination. Assuch, it SHALL be delivered using the
normal delivery methods. Dueto the nature of the message, the Message-Class field SHALL havethevalue
‘Auto’, the Read-Reply flag MUST NOT be set, and the Del ivery-Report flag MUST NOT besetina

read-reply message.

The MMS Client receiving aread reply message will seeit asanew message. Theinterpretation asaread-reply is
done by context. In cases where the original message had multiple addresses, the MM S Client SHOUL D expect
that multiple read-reply messages will be returned.

7.5.2 Error Considerations

Origination and delivery of aread-reply messageis asfor anormal message and does not require additional error
considerations.

7.5.3 Other Issues

Since read-reply is an optional capability of the receiving MM S Client, an originating MMS Client SHOULD NOT
depend upon receiving aread-reply in all cases.
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7.6 Security Considerations

Security aspects are considered outside the scope of this document and are not further discussed, except for the
following paragraph.

At present, the end-to-end security aspects of the MMS,, PDUs are dependent upon the security provided by the
transport service(s) utilized.
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8. Terminal Capability Negotiation

This section is normative.

If the MMS Client performs capability negotiation then it MUST use the mechanism specified in [UAPROF]. The
MMS Proxy Relay SHOUL D support this mechanism.

If using capability negotiation, the MM S Client SHALL indicate its capabilities within the UAProf information by
using attributes from the MM S Characteristics component defined below and OPTIONALLY by using attributes
from other components of the UAProf schema. The MM S Proxy-Relay SHOULD use thisinformation in

preparation of messages to be delivered to the MM S Client.

The MM S Proxy -Relay MAY adjust a message to be delivered that contains media types that are not supported by
the MM S Client. Thisadjustment MAY involve the deletion or adaptation of those unsupported mediatypes.

8.1 MMS attributes in other components of the UAProf schema

This section isinformative.

The UAProf specification includes a schema containing attributes that describe the client hardware, the browser
user-agent, network characteristics and more. Some of the attributesincluded in the af orementioned specification
also apply to the MM S Client, e.g. “ ScreenSize”, “CpuType”, and “ PushMessageSize” . For a complete reference to

the attributes available in the UAProf schema, please see [UAPROF].

8.2 Summary of the MMS Characteristics component

Thissection isinformative. A normative description can be found in Appendix A.1.

The table below summarizes the attributes defined within the MM S Characteristics component.

Attribute Description Resolution | Type | SampleValues
Rule
Component: MmsChar acteristics
MrsMaxMessageSi ze The maxi mum si ze of a Locked Nunber 20480
nmul ti medi a message in bytes.
MrsMax| mageResol ut i The maxi num si ze of an i mage Locked Literal " 80x60"
on in units of pixels
(horizontal x vertical).
Mrs CcppAccept Li st of supported content Locked Literal “imagel j peg”,
types conveyed as M ME types. bag “audi o/ wav”,
“vi deo/ npeg- 4"
MrsCcppAccept Char | List of character sets that Locked Literal “Us-AsCl |7,
Set the MVM5 Cdient supports. Each bag “1 SO 8859- 1"
itemin the list is a
character set nane registered
with | ANA
MrsCcppAccept Lang | List of preferred | anguages. Locked Literal “en”,
uage The first itemin the |ist bag “fr

shoul d be consi dered the
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user’'s first choice. Property
value is a list of natural

| anguages, where each itemin
the list is the name of a

| anguage as defined by

[ RFC1766] .

Mrs CcppAccept Enco
di ng

Li st of transfer encodi ngs
that the MVB dient supports.
Property value is a list of
transfer encodi ngs, where each
itemin the list is a transfer
encodi ng nanme as specified by
[ RFC2045] and registered with
| ANA.

Locked

Literal
bag

“base64”,
“quot ed-
print abl e”

MrsVer si on

The MVB versions supported by
the W5 dient conveyed as

nmaj or Ver si onNurrber . m nor Ver si o
nNunber .

Locked

Literal
bag

"2.0", "1.3"
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9. Static Conformance Requirements

The format, contents and syntax of the tables in this section are as mandated by [CREQ)].

The SCR itemsin the “ Requirement” column can be found in the following WAP specifications:

SCR items starting with “UAProf” are defined in [UAPROF].

SCRitems starting with “MMSE” are defined in[MMSENCAPS].

SCR items starting with “MSG” are defined in [PUSHM SG].
SCRitems starting with “OTA” are defined in [PUSHOTA].
SCR items starting with “WSP” are defined in [WAPWSP].

9.1 MMS Client

9.1.1 Client Level Function Groups

Item Function Reference | Status Requirement
MMSCTR-CLF-C- Support for MMS Client 7 M MM SCTR-CLF-C-002 OR
001 Functions MM SCTR-CLF-C-003
MMSCTR-CLF-C- Support for Originating 71, o MMSCTR-SND-C-001 AND
002 MMS Client Functions 74 MM SCTR-DRP-C-001
MMSCTR-CLF-C- Support for Receiving MMS | 7.2, 0 MMSCTR-NTF-C-001 AND
003 Client Functions 7.3 MMSCTR-FTC-C-001

Capability Negotiation

between Receiving MM S
MMSCTR-CLF-C- Client and MMS Proxy -Relay | 7.3.1, o MM SCTR-CLF-C-003 AND
004 using the UAProf 8 UAProf: MCF

Component MM S

Characteristics

9.1.2 Send Transaction
Item Function Reference | Status Requirement
MMSCTR-SND-C- gf?g‘?g;‘:;ﬁ\;’g gﬁ;"n‘:’e; i | a o MMSCTR-SND-C-002 AND
001 MMS Proxy -Relay MM SCTR-SND-C-003
MMSCTR-SND-C- g;%'i?fg o dsrgq' | o MMSCTR-PDU-C-001 AND
002 MMS Proxy -Relay MM SCTR-WSP-C-001
. ~ | MMSProxy-Relay Sending . ~

MMSCTR-SND-C M-Send.conf to Originating | 7.1.1 o] MMSCTR-PDU-C-002 AND

003

MMS Client

MM SCTR-WSP-C-002
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Item Function Reference | Status Requirement
MMSCTRNTF-C- g‘;&‘gﬁ'\mggr”jfy_'gg w |72 ° MMSCTRNTF-C-002 AND
001 and Receiving MMS Client MMSCTRNTF-C-003
. MM SCTR-PDU-C-003 AND
MMSCTRNTF-C- | MMSProxy-Relay Sending MMSCTR-PSH-C-001 AND
M-Notification.ind to 721 (0]
002 Receiving MMS Client MM SCTR-PSH-C-002 AND
MM SCTR-PSH-C-003
MMSCTRNTF-C- g;gi‘r’]';?w'\fm i&'?:; N o MM SCTR-PDU-C-004 AND
003 o MMS Proxy -Relay MM SCTR-WSP-C-001
9.1.4 Fetch Transaction
Item Function Reference | Status Requirement
Retrieval Transaction MMSCTR-FTC-C-002 AND
oMo'l/I SCTRFTCC | poween Receivi ngMMS 73 o} MM SCTR-FTC-C-003 AND
Client and MMS Proxy -Relay MMSCTR-FTC-C-004
Receiving MMS Client
oMogI SCTRFTCC | gong ng Retrieve Request to | 7.3.1 o} MM SCTR-WSP-C-003
MMS Proxy -Relay
MMSCTR-FTG-C- M'_\festrfg’/’;yc'oi‘ffg :;”g'\;‘i% Ja1 o MM SCTR-PDU-C-005 AND
003 - g MM SCTR-WSP-C-004
MMS Client
Receiving MMS Client
MMSCTR-FTG-C- | Sending M- 231 o MM SCTR-PDU-C-006 AND
004 Acknowledge.indto MMS ~ MM SCTR-WSP-C-001
Proxy -Relay
9.1.5 Delivery Report Transaction
Item Function Reference | Status Requirement
Delivery Report Transaction
oMoll/I SCTRDRP-C between MM S Proxy -Relay 74 (0] MM SCTR-DRP-C-002
and Originating MMS Client
, MM SCTR-PDU-C-007 AND
MMSCTR-DRP-C- M'_\gsdir/zrx;"i':g'gy Sending a1 ° MM SCTR-PSH-C-001 AND
002 ' o MM SCTR-PSH-C-002 AND

Originating MMS Client

MM SCTR-PSH-C-003
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Item Function Reference | Status Requirement
Ability to Generate Read
MMSCTRRRPC- | Reportin ReceivingMMs | 72 o MM SCTR-SND-C-001
001 . 751
Client
MMSCTR-RRP-C- gb' 'c"tri’ itr? gﬁc‘f‘n‘;‘; r?eT\‘/IdM < |75 o MMSCTR-NTF-C-001 AND
002 P ginating 751 MMSCTR-FTC-C-001
Client
9.1.7 PDU Encapsulation Dependencies
Item Function Reference | Status Requirement
MMSE-C-017 AND
Originating MMS Client MM SE-C-018 AND
MM SCTR-PDU-C- Sending Encapsulated M - 711 o MMSE-C-019 AND
001 Send.req PDU to MM S - MMSE-C-021 AND
Proxy -Relay MM SE-C-025 AND
MM SE-C-034
MMS Proxy -Relay Sending mmgggggﬁmg
MMSCTR-PDU-C- | Encapsulated M -Send.conf b
002 PDU to Originating MM S 711 o MMSE-C-019 AND
Client MM SE-C-035 AND
MM SE-C-038
MM SE-C-039 AND
MIMS Prory Relay Sending MIMSEC040 AND
MMSCTR-PDU-C- | Encapsulated M - e
L 721 (0] MM SE-C-044 AND
003 Notification.ind PDU to
Receiving MM S Client MMSE-C-045 AND
MM SE-C-046 AND
MM SE-C-047
Receiving MMS Client MM SE-C-039 AND
MMSCTR-PDU-C- Sending Encapsulated M - 791 o MM SE-C-040 AND
o4 NotifyResp.ind PDU to - MMSE-C-041 AND
MMS Proxy -Relay MM SE-C-048
MM SE-C-050 AND
MM SE-C-053 AND
MMS Proxy -Relay Sending MM SE-C-054 AND
MMSCTR-PDU-C- Encapsulated M - 731 o MM SE-C-055 AND
005 retrieve.conf PDU to h MM SE-C-056 AND
Receiving MMS Client MM SE-C-057 AND
MM SE-C-060 AND
MM SE-C-068
Receiving MMS Client
MMSCTR-PDU-C- | Sending Encapsulated M - 731 o MM SE-C-070 AND
006 Acknowledge.ind PDU to - MM SE-C-072

MMS Proxy -Relay
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MM SE-C-070 AND
MMS Proxy -Relay Sending MM SE-C-072 AND
MMSCTR-PDU-C- | Encapsulated M-Delivery.ind 741 0 MM SE-C-074 AND
007 PDU to Originating MM S o MM SE-C-075 AND
Client MM SE-C-076 AND
MM SE-C-077
9.1.8 WAP PUSH Dependencies
Item Function Reference | Status Requirement
MMS Proxy -Relay Using MM SCTR-PSH-C-004 OR
MMSCTR-PSH-C- WAP PUSH Operation to 721, o MM SCTR-PSH-C-005 OR
001 Send MMS PDU to MMS 74.1 MM SCTR-PSH-C-006 OR
Client MM SCTR-PSH-C-007
MMSCTR-PSH-C- Format and Contents of Push | 7.2.1, o MSG-GEN-C-002 AND MSG-
002 Message 741 GEN-C-003 AND MSG-GEN-C-
005
MMSCTRPSH-C. | Push Application | 721, OTA-GEN-C-002 AND OTA-
003 Addressing and Dispatching 741 (0] GEN-C-003
toMMSCClient o
MMSCTR-PSH-C- Non-secure Port for 7.2.1, o OTA-CL-C-001 AND
o4 Connectionless Push 741 OTA-CL-C-002
MM SCTR-PSH-C- Secure Port for ;g 1 o OTA-CL-C-001 AND
005 Connectionless Push 7' 4' 1’ OTA-CL-C-003
MMSCTR-PSH-C- Non-secure Port for 7.2.1, o OTA-CO-C-001 AND
006 Connection Oriented Push 741 OTA-CO-C-004
MMSCTR-PSH-C- Secure Port for Connection ;g 1 o OTA-CO-C-001 AND
007 Oriented Push 7' 4' 1’ OTA-CO-C-005
9.1.9 WSP/HTTP Dependencies
Item Function Reference | Status Requirement
MMS Client Using 711
MMSCTRWSP-C- | WSP/HTTP POST Request | -7
001 to Send MMSPDU toMMsS | /21 © WSP-C-001
731
Proxy -Relay
MMS Proxy -Relay Using
MM SCTR-WSP-C- WSP/HTTP POST Response
002 to Send MMSPDU toMMsS | 11 © WSP-C-001
Client
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MMS Client Using

MMSCTRWSP-C- | WSPIHTTP GET Request to

003 Request MMS PDU from 731 o WSP-C-001
MMS Proxy -Relay
MMS Proxy -Relay Using

MMSCTRWSP-C- | WSP/HTTP GET Response

004 to Send MMS PDU to MMS | />4 o WSP-C-001
Client
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Item Function Reference | Status Requirement
Capability Negotiation
between Receiving MM S
MMSCTR-SLF-S Client and MM S Proxy -Relay | 7.3, _
004 using the UAProf 8 © UAProf: MSF
Component MM S
Characteristics
9.2.2 Send Transaction
Item Function Reference | Status Requirement
MMSCTR-SND-S- (S;i”; Ja;?:;\cﬂt,'\;’g gﬁ(‘;”nfe;n i |71 " MMSCTR-SND-S-002 AND
001 MMS Proxy -Relay MM SCTR-SND-S-003
Originating MMS Client
gﬂog/l SCTR-SND-S Sending M -Send.req to 711 O] MM SE-S-078
MMS Proxy -Relay
MMS Proxy -Relay Sending
gﬂog/l SCTRSND-S M-Send.conf to Originating | 7.1.1 0] MM SE-S-078
MMS Client
9.2.3 Notification Transaction
Item Function Reference | Status Requirement
MMSCTRNTF-S- E;&ﬁﬁ&g&”ﬁﬁgay . " MMSCTRNTF-5002 AND
001 and Receiving MM S Client MMSCTRNTF-5003
MMSCTRNTF-S- mmig?gﬁ';e:% ff”d' g 201 o MM SE-S-079 AND
002 Receiving MM S Client MMSCTRPSH-S-002
Receiving MMS Client
g"og" SCTRNTES 1 g ng M-NotifyResp.ind | 7.21 o} MM SE-S-079
to MMS Proxy -Relay
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Item Function Reference | Status Requirement
Retrieval Transaction MMSCTR-FTC-S-002 AND
lc\)/lo'lﬂ SCTRFTCS | poween Receivi ngMMS 73 M MM SCTR-FTC-S-003 AND
Client and MMS Proxy -Relay MMSCTR-FTC-S-004
Receiving MMS Client
OMOEA SCTRFTCS | gong ng Retrieve Request to | 7.3.1 o}
MMS Proxy -Relay
T MMS Proxy -Relay Sending
oMogA SCTRFTCS M-retrieve.conf to Receiving | 7.3.1 @] MM SE-S-080
MMS Client
Receiving MMS Client
MMSCTR-FTC-S- Sending M -
004 Acknowledge.indto MMS 731 © MM SE-S-080
Proxy -Relay
9.2.5 Delivery Report Transaction
Item Function Reference | Status Requirement
Delivery Report Transaction
oMollA SCTRDRES | | ctween MMS Proxy-Relay | 74 M MM SCTR-DRP-S-002
and Originating MMS Client
MMSCTR-DRP-S- mwtlilmrx;’ 'i'sg'fg' Sending a1 o MM SE-S-081 AND
002 Originating MMS Client MMSCTR-PSH-5-002
9.2.6 WAP PUSH Dependencies
Item Function Reference | Status Requirement
MMSCTR-PSH-S Format and Contents of Push | 7.2.1, o MSG-GEN-S-002 AND MSG-
002 Message 74.1 GEN-S-003 AND MSG-GEN-S

005
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Appendix A.1. UAProf Schema for MMS Characteristics

This section is normati ve.

<?xm version="1.0"?>
<rdf: RDF xm ns:rdf = "http://wwm. w3. org/ TR/ 1999/ 02/ 22- r df - synt ax- ns##"
xmns:rdfs = "http://ww.w3. or g/ 2000/ 01/ r df - schema#"
xm ns: prf="http://ww. wapforum org/ profil es/ MBS/ ccppschema-20010111#" >
<rdf: Description | D="Conponent">
<rdf:type resource="http://wm. w3. or g/ 2000/ 01/ r df - schema#C ass"/ >
<rdf s: subd assOf rdf:resource="http://wmnv w3. org/ 2000/ 01/ r df -
schema#Resour ce"/ >
<rdf s: | abel >Conponent </ rdf s: | abel >
<rdf s: conment >
A Conponent within the CO PP Schena is a class of related
properties that describe the capabilities and preferences
i nformation.
</ rdfs: conment >
</rdf: Description>

<|__ R S ok Sk Sk R R Sk R R R R R Rk kS o kR R R Sk kR R -->

<l-- ***%% Properties shared anong the conponents***** -.>

<rdf: Description | D="conponent">
<rdf:type resource="http://wmn w3. or g/ 2000/ 01/ r df - schena#Pr operty"/ >
<rdf s: | abel >conponent </ rdf s: | abel >
<rdf s: conment >
The component attribute |inks the various conponents to
the root node(profile).
</ rdf s: comrent >
</ rdf: Description>

<|__ kkkhkhkkhkhkhkhkhkhkhkhkhhhhkhkhhhhkhkhhhdhdhhhkhkhkhkhhdhdhhhkhhhhhdkhhrdddkhkhkhhkdddrxxxx*x >

<I-- **x*x** Conponent Definitions ***** -..>

<rdf: Description | D="MrsCharacteristics">
<rdf:type resource="http://ww. w3. or g/ 2000/ 01/ r df - schema#C ass"/ >
<rdf s: subC assOf rdf: resource="#Conponent"/>
<rdf s: | abel >Conponent: MsCharacteristics</rdfs:|abel >
<rdf s: conment >
The MrsCharacteristics conponent contains properties of the device's
Mil ti medi a messagi ng capabilities, such as maxi num nmessage size, nmaxi mum
i mge resolution, etc.
</ rdfs: comment >
</rdf: Description>

<!__ R R SRS ESESESEEESESEEEEESESEEEREESEEERERESEEERESESRERERERESESEREESEESES] >
<l-- *****x Conmponent: MrsCharacteristics ***** -.>

<!__ R R RS ESESESEEESESEEEEESESEEEREESEEEEERESEEERESESRERERERESESEREESEESES] >
<I-- *****x Attrijibutes for conponent: MrsChar acteristics ***** -.>
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<rdf: Description | D="MrmsMaxMessageSi ze" >
<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df - schema#Pr operty"/ >
<rdf s: domai n rdf:resource="#MrsCharacteristics"/>
<rdf s: conment >
Descri ption: Maxi numsi ze of an MVB nessage in bytes.

Type: Nunber
Resol uti on: Locked
Exanpl es: 2048

</rdfs: comment >
</rdf: Description>

<rdf: Description | D="MsMx| nageResol uti on">
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schenma#Pr operty"/ >
<rdf s: domai n rdf:resource="#MrsCharacteristics"/>
<rdf s: comment >
Descri ption: Themaximum sizeof animagein unitsof pixels
(horizontal x vertical).

Type: Literal
Resol uti on: Locked
Exanpl es: 80x60

</rdfs: coment >
</rdf: Description>

<rdf: Description | D="MrsCcppAccept">

<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df - schema#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df - schema#Bag"/ >

<rdf s: domai n rdf:resource="#MrsCharacteristics"/>

<rdf s: comrent >
Description: Property value is a list of supported content types

where each itemin the list is a content type nane
registered as a M ME type

Type: Literal bag
Resol uti on: Locked
Exanpl es: “imagel/ j peg”, “audi o/wav”, “video/ npeg-4”

</ rdfs: coment >
</ rdf: Description>

<rdf: Description | D="MrsCcppAccept Char Set " >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schenma#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df - schena#Bag"/ >

<rdfs: donmai n rdf:resource="#MmsCharacteristics"/>

<rdf s: comrent >
Description: List of character sets that the MVB dient supports.

Property value is a list of character sets, where
each itemin the list is a character set nane registered

with | ANA
Type: Literal bag
Resol uti on: Locked
Exanpl es: “US-AsCl 1", “I SO 8859-1"

</rdfs: comment >
</ rdf: Description>

<rdf: Description | D="MrsCcppAccept Language" >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Pr operty"/ >
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<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df - schema#Bag"/ >
<rdf s: domai n rdf:resource="#MrsCharacteristics"/>
<rdf s: comrent >
Description: List of preferred | anguages. The first itemin the

l'ist should be considered the user’s first choice
Property value is a list of natural |anguages, where
each itemin the list is the nane of a | anguage as
defined by RFC 1766.

Type: Literal bag
Resol uti on: Locked
Exanpl es: “en”, “fr”

</ rdfs: comment >
</ rdf: Description>

<rdf: Description | D="MrsCcppAccept Encodi ng" >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Pr operty"/ >

<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schena#Bag"/ >

<rdfs: donai n rdf:resource="#MmsCharacteristics"/>

<rdf s: conment >
Description: List of transfer encodings that the MV dient supports.

Property value is a list of transfer encodings, where
each itemin the list is a transfer encoding nane as
speci fied by RFC 2045 and registered with | ANA

Type: Literal bag
Resol uti on: Locked
Exanpl es: “base64”, “quoted-printable"

</ rdfs: coment >
</ rdf: Description>

<rdf: Description | D="MrsVersion">
<rdf:type rdf:resource="http://ww. w3. or g/ 2000/ 01/ r df - schema#Pr operty"/ >
<rdf:type rdf:resource="http://ww. w3. org/ 2000/ 01/ r df - schema#Bag"/ >
<rdf s: domai n rdf:resource="#MrsCharacteristics"/>
<rdf s: comrent >
Description: The MVB versions supported by the MV5 Cient conveyed
as maj or Ver si onNunber . m nor Ver si onNunber

Type: Literal bag
Resol uti on: Locked
Exanpl es: "2.0", "1.3"

</ rdfs: coment >
</rdf: Description>

</ r df : RDF>
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Appendix A.2. History and Contact Information

Document history

Date Description

12 Apr 2001 | Initial proposed version.

12 Jun 2001 Initial approved version.

Incorporates SCD WA P-206_100-M M SCTR-20010612. The changes arein Appendix A.1 UAProf
Schemafor MM S Characteristics.

All but one of the URL s that have www.w3.0rg as server are changed to reflect new and
approved version 2000 URLSs.

The URL to the MM S profile on the www.wapforum.org server is changed to include
“/profiles” in the path.

All ‘Bag’ URLs are now enclosed in double quotes.

09 Oct 2001 Incorporates the Class 3 SIN WAP-206_101-MM SCTR-20011009. Thechanges arein section 9,
“Static Conformance Requirements.” Some of the WAP specifications referenced by WA P-206-
MM SCTR-20010612-a used incorrect syntax for SCR items. These SCR syntax errors have been
fixed in the referenced specifications. Thereforethis version updates the SCR Requirements
column of anumber of SCR items to match those fixes.

Contact Information

http://www.wapforum.org.

Technical.comments@wapforum.org
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